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Task Order 
PRICING TABLE 

HSCECR-08-J-00030

CLINS Program Management Services Hours Rate Hours Rate Total 
Hours Amount

BASE PERIOD
Jul 1, 2008 - Jun 30, 2009

CLIN 0001 Senior Program Manager 480  $      1440  $     1920  $             
CLIN 0002  Senior Project Manager 480  $      1440  $     1920  $             
CLIN 0002A Senior Project Manager 480  $      1440  $     1920  $             
CLIN 0003  Subject Matter Expert 480  $      1440  $     1920  $             
CLIN 0004 Sr. System Consultant 480  $      1440  $     1920  $             
CLIN 0005 Systems Consultant(2) 960  $      2880  $     3840  $             
CLIN 0006  Senior Consultant(2) 960  $      2880  $     3840  $             
CLIN 0007  Consultant(2) 960  $      2880  $     3840  $             
CLIN 0008 Analyst(5) 2400  $      7200  $     9600  $             
CLIN 0009  Documentation Specialist(2) 960  $      2880  $     3840  $             
CLIN 0010  Technical Writer 480  $      1440  $     1920  $             
CLIN 0011 Administrative Assistant 480  $      1440  $     1920  $             

38400 Total  $       

NOT TO EXCEED LINE ITEMS:
CLIN 0012 Travel  $       
CLIN 0013 Other Direct Costs  

BASE YEAR TOTAL 5,560,845$          

OPTION YEAR 1
July 1, 2009 - June 30, 2010

CLIN 1001 Senior Program Manager 480  $      1440  $     1920  $            
CLIN 1002 Senior Project Manager 480  $      1440  $     1920  $            
CLIN 1002A Senior Project Manager 480  $      1440  $     1920  $            
CLIN 1003 Subject Matter Expert 480  $      1440  $     1920  $            
CLIN 1004 Sr. System Consultant 480  $      1440  $     1920  $            
CLIN 1005 Systems Consultant(2) 960  $      2880  $     3840  $            
CLIN 1006 Senior Consultant(2) 960  $      2880  $     3840  $            
CLIN 1007 Consultant(2) 960  $      2880  $     3840  $            
CLIN 1008  Analyst(5) 2400  $      7200  $     9600  $            

7/1/08 - 9/30/08 10/1/08 - 6/30/09

7/1/09 - 9/30/09 10/1/09- 6/30/10
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Task Order 
PRICING TABLE 

HSCECR-08-J-00030

CLINS Program Management Services Hours Rate Hours Rate Total 
Hours Amount

CLIN 1009 Documentation Specialist(2) 960  $        2880  $      3840  $            
CLIN 1010 Technical Writer 480  $        1440  $      1920  $            
CLIN 1011 Administrative Assistant 480  $        1440  $      1920  $            
  
 38400 Total  $     

NOT TO EXCEED LINE ITEMS:
CLIN 1012 Travel  $     
CLIN 1013 Other Direct Costs  

Option Year 1 Total  $         

OPTION YEAR 2
July 1, 2010 - June 30, 2011

CLIN 2001 Senior Program Manager 480  $      1440  $     1920  $            
CLIN 2002 Senior Project Manager 480  $      1440  $     1920  $            
CLIN 2002A Senior Project Manager 480  $      1440  $     1920  $            
CLIN 2003 Subject Matter Expert 480  $      1440  $     1920  $            
CLIN 2004 Sr. System Consultant 480  $      1440  $     1920  $            
CLIN 2005 Systems Consultant(2) 960  $      2880  $     3840  $            
CLIN 2006 Senior Consultant(2) 960  $      2880  $     3840  $            
CLIN 2007  Consultant(2) 960  $      2880  $     3840  $            
CLIN 2008 Analyst(5) 2400  $      7200  $     9600  $            
CLIN 2009 Documentation Specialist(2) 960  $      2880  $     3840  $            
CLIN 2010 Technical Writer 480  $      1440  $     1920  $            
CLIN 2011 Administrative Assistant 480  $      1440  $     1920  $            
 

38400 Total  $      

NOT TO EXCEED LINE ITEMS:
CLIN 2012 Travel  $      
CLIN 2013 Other Direct Costs  

Option Year 2 Total  $          

7/1/10 - 9/30/10 10/1/10- 6/30/11
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Task Order 
PRICING TABLE 

HSCECR-08-J-00030

CLINS Program Management Services Hours Rate Hours Rate Total 
Hours Amount

OPTION YEAR 3
July 1, 2011 - June 30, 2012

CLIN 3001 Senior Program Manager 480  $     1440  $    1920  $          
CLIN 3002 Senior Project Manager 480  $     1440  $    1920  $          
CLIN 3002A Senior Project Manager 480  $     1440  $    1920  $          
CLIN 3003 Subject Matter Expert 480  $     1440  $    1920  $          
CLIN 3004 Sr. System Consultant 480  $     1440  $    1920  $          
CLIN 3005 Systems Consultant(2) 960  $     2880  $    3840  $          
CLIN 3006 Senior Consultant(2) 960  $     2880  $    3840  $          
CLIN 3007  Consultant(2) 960  $     2880  $    3840  $          
CLIN 3008 Analyst(5) 2400  $     7200  $    9600  $          
CLIN 3009 Documentation Specialist(2) 960  $     2880  $    3840  $          
CLIN 3010 Technical Writer 480  $     1440  $    1920  $          
CLIN 3011 Administrative Assistant 480  $     1440  $    1920  $          
 

38400 Total  $      

NOT TO EXCEED LINE ITEMS:
CLIN 3012 Travel  
CLIN 3013 Other Direct Costs  

Option Year 3 Total  $          

OPTION YEAR 4
July 1, 2012 - June 30, 2013

CLIN 4001 Senior Program Manager 480  $       1440  $    1920  $            
CLIN 4002 Senior Project Manager 480  $       1440  $    1920  $            
CLIN 4002A Senior Project Manager 480  $       1440  $    1920  $            
CLIN 4003 Subject Matter Expert 480  $       1440  $    1920  $            
CLIN 4004 Sr. System Consultant 480  $       1440  $    1920  $            
CLIN 4005 Systems Consultant(2) 960  $       2880  $    3840  $            
CLIN 4006 Senior Consultant(2) 960  $       2880  $    3840  $            

10/1/12- 6/30/137/1/12 - 9/30/12

10/1/11- 6/30/127/1/11 - 9/30/11
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Task Order 
PRICING TABLE 

HSCECR-08-J-00030

CLINS Program Management Services Hours Rate Hours Rate Total 
Hours Amount

CLIN 4007  Consultant(2) 960  $      2880  $    3840  $          
CLIN 4008 Analyst(5) 2400  $      7200  $    9600  $          
CLIN 4009 Documentation Specialist(2) 960  $      2880  $    3840  $          
CLIN 4010 Technical Writer 480  $      1440  $    1920  $          
CLIN 4011 Administrative Assistant 480  $      1440  $    1920  $          
 

38400 Total  $      

NOT TO EXCEED LINE ITEMS:
CLIN 4012 Travel  $      
CLIN 4013 Other Direct Costs  

Option Year 4 Total  $          
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1.0 BACKGROUND 
 
The Department of Homeland Security (DHS), Immigration and Customs Enforcement (ICE), 
Secure Communities Program Management Office support encompasses the coordination and 
implementation of processes to support a new, nationwide effort to improve public safety by 
identifying and removing criminal aliens. 
  
In the FY 2008 DHS Appropriations Act, Congress tasked the U.S. Department of Homeland 
Security (DHS), Immigration and Customs Enforcement (ICE) to “improve and modernize 
efforts to identify aliens convicted of a crime, sentenced to imprisonment, and who may be 
deportable, and remove them from the United States once they are judged deportable.” 
 
The U.S. Department of Homeland Security (DHS), Immigration and Customs Enforcement 
(ICE) has responded to this Act by formulating a plan to improve community safety by 
transforming the way the federal government cooperates with state and local law enforcement 
agencies to identify, detain, and remove all criminal aliens held in custody. Secure Communities 
(SC) will revolutionize immigration enforcement by using technology to share information 
between law enforcement agencies and by applying risk-based methodologies to focus resources 
on assisting all local communities remove high-risk criminal aliens.   
 
Although ICE has made considerable progress over the past several years in identifying and 
removing criminal aliens through its Criminal Alien Program (CAP), a fundamental change in 
ICE’s current approach is required to reach the goal of identifying and removing all aliens 
convicted of a crime. ICE currently screens 100 percent of all federal and state prisons, but has 
full coverage of only about 10 percent of the approximately 3,100 local jails throughout the 
United States. Leveraging emerging technology that shares law enforcement data between 
federal, state, and local law enforcement agencies, ICE is now able to expand coverage 
nationwide in a cost effective manner. Interoperability between the Federal Bureau of 
Investigation’s (FBI’s) Integrated Automated Fingerprint Identification System (IAFIS) and 
DHS’ Automated Biometric Identification System (IDENT) will help ICE and local law 
enforcement officers positively identify criminal aliens in prisons and jails. 
 
Given that a nationwide jail/prison reporting system does not exist to determine the total number 
of criminal aliens in the United States, ICE extrapolated from various sources and estimates that 
about 300,000 to 450,000 criminal aliens who are amenable for removal are detained each year 
at federal, state, and local prisons and jails. Criminal aliens who are amenable for removal 
include illegal aliens in the United State who are convicted of any crime and lawful permanent 
residents (such as holders of a U.S. Permanent Resident Card) who are convicted of a removable 
offense as defined by the Immigration and Nationality Act (INA). Last year, ICE charged 
approximately 164,000 aliens in jails and removed approximately 95,000 criminal aliens. 
 
Secure Communities: A Comprehensive Plan to Identify and Remove Criminal Aliens  (referred 
to as the ‘SC Plan’) presents a historic opportunity to transform immigration enforcement and 
improve public safety by focusing on those criminal aliens that pose the greatest threats to their 
communities.  The SC Strategic Goals are as follows: 
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o Strategic Goal 1 – Identify and process all criminal aliens amenable for removal while in 

federal, state, and local custody;  
o Strategic Goal 2 – Enhance current detention strategies to ensure no removable criminal 

alien is released into the community due to a lack of detention space or an appropriate 
alternative to detention; 

o Strategic Goal 3 – Implement removal initiatives that shorten the time criminal aliens 
remain in ICE custody prior to removal, thereby maximizing the use of detention 
resources and reducing cost; and  

o Strategic Goal 4 – Maximize cost effectiveness and long term success through 
deterrence and reduced recidivism of criminal aliens returning to the United States. 

SC relies upon a phased-in, risk-based approach to identify and remove all criminal aliens 
amenable for removal in jails and prisons throughout the United States based on their perceived 
threat to the community. The following three levels are illustrative of the SC risk-based 
approach. These levels will be used to allocate appropriate resources to identifying and 
determining the immigration status of aliens arrested for a crime that pose the greatest risk to the 
public.1 
 

Level 1 – Individuals who have been convicted of major drug offenses and violent 
offenses such as murder, manslaughter, rape, robbery, and kidnapping;  
Level 2 – Individuals who have been convicted of minor drug offenses and mainly 
property offenses such as burglary, larceny, fraud, and money laundering; and 
Level 3 – Individuals who have been convicted of other offenses. 
 

Ensuring the identification and expedited removal of so many criminal aliens on an ongoing 
basis will require a sustained effort. SC will: (a) strengthen partnerships with federal, state, and 
local law enforcement agencies; (b) improve technologies and processes to share national, state, 
and local and law enforcement data; (c) streamline and expedite procedures for detaining, 
processing, and removing aliens; (d) expand the use of incentives to reduce sentences for non-
violent offenders who cooperate in their removal; (e) engage foreign governments to emphasize 
their commitment under international law to accept the return of increased numbers of their 
citizens; (f) increase efforts to deter those who would come to the United States illegally; and (g) 
create greater disincentives for recidivism. 
 
The cornerstone of SC is to increase state and local partnerships to ensure time-sensitive 
screening of all foreign-born detainees and identification of criminal aliens. ICE is assessing 
technology solutions to integrate seamlessly local booking data so that ICE can determine 
eligibility for removal and quickly prioritize each case to initiate the appropriate level of 

 
1 The three levels are based on National Crimes Information Center (NCIC) high-level codes.  To implement SC, 
ICE will refine the crimes within each category based on data gathered from county and local law enforcement 
systems. Depending upon definitions, certain offenses within the high-level crime groupings could be included in 
different levels. NCIC is not a comprehensive repository for final disposition of crimes committed nationwide, and 
federal, state, and local law enforcement agencies do not submit arrest charges utilizing NCIC codes. 
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response. Responses may include such actions as: (a) placing the alien immediately in ICE 
custody to avoid release; (b) conducting personal interviews to gather additional information 
from the alien; (c) placing detainers; and (d) issuing charging documents. 
 
SC’s multifaceted, multi-agency approach will require a comprehensive, integrated strategy that 
brings together the expertise and commitment from all parts of ICE, the interagency community, 
and state and local law enforcement agencies. ICE’s partners within DHS include Citizenship 
and Immigration Services (CIS), Customs and Border Protection (CBP), and the United States 
Visitor and Immigrant Status Indicator Technology (US-VISIT) Program. ICE’s federal 
interagency partners include the Bureau of Prisons (BOP), Executive Office of Immigration 
Review (EOIR), U.S. Attorneys, Department of State (DOS), Department of Justice (DOJ), U.S. 
Marshal Service (USMS), and FBI’s Criminal Justice Information Services Division (CJIS). 
Ongoing success will require enhancements to the nation’s immigration strategy and providing 
even greater disincentives for recidivists. 
 
2.0 OBJECTIVES  
 
The objectives of the Secure Communities Program Management Office support procurement is 
to assist the organization in program and project management activities in support of the secure 
communities strategic plan designed to transform immigration enforcement and improve public 
safety. Within the PMO structure it is anticipated that there will be a dedicated team focused on 
the information technology aspects of the secure communities initiative. Additional information 
on this requirement is provided in paragraph 2.2.4 herein. 
 
The Secure Communities Program Management Office will perform several functions critical to 
ICE’s successful implementation of its Secure Communities plan. Chief among these will be 
detailing, documenting and coordinating the execution of a comprehensive, integrated set of 
activities that span multiple ICE programs and multiple government organizations, leading to the 
successful fulfillment of all four Secure Communities goals at the quickest possible schedule 
while meeting a reasonable cost of implementation. The Program Management Office must also 
provide quality communications support between ICE and all Secure Communities stakeholders, 
including Congress, the press and the American public, to ensure that successes in reaching the 
initiative’s goals continue to meet and exceed stakeholder expectations for securing our 
homeland. 
 
2.1 REQUIREMENTS 
 
This statement of work (SOW) outlines the contractor support requirements for assisting ICE in 
implementing the SC Plan.   
 
2.2 SPECIFIC TASKS 
  
2.2.1 Task Management  
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The Contractor(s) shall propose a Program Manager who will disseminate policy and procedures 
to Contractor(s) personnel, prepare and distribute schedules, monitor Contractor(s) activities, and 
advise Government personnel of the status of projects. Given the dynamic environment within 
ICE, the Contractor(s) shall closely monitor tasks and provide advanced notification of any 
deviation from budget, schedule, or resources.  
 
The Contractor(s) shall provide monthly status reports to the ICE Contracting Officer Technical 
Representative (COTR) that includes accomplishments, status of ongoing activities, issues, 
recommendations for problem resolution, and upcoming activities.  
 
The Contractor(s) Program Manager shall meet with the ICE COTR as needed and shall monitor 
the performance of Contractor(s) personnel, identify any degraded quality of service, and 
propose corrective actions to the ICE COTR up to and including employee termination.  
 
2.2.2 Secure Communities Program Management Support       
 
The contractor shall provide program and project management support services, including the 
development and tracking of all program support documentation as mandated by DHS 
Management Directive (MD) 1400.1; integrated projected schedules; maintenance of program 
cost and schedule; program performance measures; project management improvement support; 
and earned value management; business case development and periodic updates required from 
the program manager and project coordination support utilizing approved DHS/ICE related 
information technology tools (i.e. Primavera, ProSite, MS Project). Justification shall be 
provided in advance to the ICE COTR prior to all proposed changes in scope, direction, and 
schedule relating to any body of work.  The number of days of advance notice will be mutually 
agreed upon by the COTR and the Contractor after award. 
 
Although the contractor shall support decisions and make recommendations to the ICE COTR, 
all final decisions and all policy statements will ultimately be the responsibility of the 
Government to make. This procurement will support activities in the area of Secure 
Communities Program Management Support. 
 
The contractor shall provide program and project management support services, including 
assistance with preparation of briefings and high-level spending plans coordinating development 
and modifications as required, project coordination, project management improvement support, 
and performance measurement support.  
 
The contractor shall provide support to the program office with development of key performance 
measures and indicators for the secure communities program mapping back to ICE and DHS 
priorities. Criterion must be established in coordination with the Secure Communities program 
manager and COTR.  
 
The contractor shall establish/restore/ensure Secure Communities PMO capability to serve in the 
following: 
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• The Contractor shall provide assistance with the development of solutions to meet the 
strategic goals 1 through 4 (as described on page 2) of the Secure Communities 
initiatives. 

• PMO-related functions (with related activities in parenthesis): 
 
• Program Management (Project Identification & Prioritization, Scope/Planning 

Management; Resource Management, Scheduling,  Portfolio Management, Mgmt & 
Status Reporting, Program Planning); 

• Budget Analysis (Budgeting, Funding Approvals, Budget Tracking, Financial 
Reporting, Benefits Realization, Earned Value Management); 

• Quality Management (Quality Assurance Planning, Quality Assurance 
Implementation, Project Audits, Issues Management, Contingency Planning); 

• Risk Management (Risk Management Planning, Risk Mitigation, Risk Watchlist, 
Risk Reviews, Independent Risk Assessment (as needed), Risk Management 
Training); 

• Acquisition Management (Acquisition Program Baseline, Acquisition Planning and 
Coordination for Acquisition Support Activities); 

• Change Control (Change Control Processes, Scope Change Review and Approval, 
Issue Escalation, Project Reporting, Continuous Improvement); 

• Project and Operational Administration (Program Management Office Standards and 
Practices, Program Management Processes, Project Repository, Training, Knowledge 
Management, Vendor Management, Communications and Web Page); 

• Project Scheduler Support (a project schedule is developed by associating resources 
and time with the activities. The project schedule provides a graphical or tabular 
representation of when tasks will start, when tasks will be completed, when 
significant events (called milestones) will occur, logical dependencies between tasks, 
and resource requirements.); 

• Communications management to manage initiative advocacy, inquiries, reviews, 
external audits and related activities with the goal of keeping all Secure Communities 
stakeholders (including Congress, the press, GAO/OIG/OMB, and the American 
public) regularly informed on initiative plans, progress and performance.; and 

• Strategic planning, business case development and documentation to evolve the 
current Secure Communities plan according to stakeholder inputs, evaluate 
alternatives in several areas of plan execution, develop cost-benefit analyses in 
support of alternative evaluations, and articulate how the planned set of initiative 
activities will culminate in the achievement of initiative goals and performance 
metrics; 

 
2.2.3  Program Assessment    
 
A comprehensive Secure Communities Expenditure Plan, key to the successful continuation of 
the Program, shall be reviewed and modified as warranted carrying out DHS and ICE initiatives. 
The plan shall be based on agency priorities; address prior GAO/OIG recommendations (if 
applicable), oversight recommendations of external entities; a financial analysis of the Secure 
Communities Program as a whole, which shall be based on a financial analysis of the specific 
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technical projects, which in turn can be based on sub-projects relating to technical detail gathered 
in support of the project plans. The plan will: 
 

• Demonstrate compliance with DHS and OMB capital planning principals and be in 
concert with all applicable laws, regulations and policies.  

• Integrate ICE priorities with DHS mission rationalization and aid progress towards a 
consolidated DHS integrated enforcement environment. 

• Demonstrate commitment to sound program planning and management.   
• Map with consistency to Departmental as well as ICE priorities. 

 
2.2.4 Secure Communities IT Program Management Support 
 
A key component of the Secure Communities initiative is to leverage emerging technology to 
share law enforcement data between federal, state, and local law enforcement agencies and 
streamline the removal process.  The contractor shall provide program and project management 
support services to coordinate Secure Communities technology development, integration, and 
deployment. This support will be dedicated to the oversight of multiple independent IT 
modernization efforts at different development maturity stages. Modernization efforts will 
include those managed within ICE and those where ICE is joint partner with other federal 
agencies (i.e. IDENT/IAFIS Interoperability). The Contractor shall designate a single Task 
Manager to manage all Information Technology Team functions. The Information Technology 
Team shall develop and maintain a detailed Project Plan in the designated government project 
management system for all activities that it performs. The Information Technology Team shall 
provide monthly or shorter status reporting on progress made against its Project Plan. The status 
report shall include accomplishments, status of ongoing activities, management issues, 
recommendations for problem resolution, and upcoming activities. 
 
 
The contractor shall provide program and project management support services, including 
specific IT project management services, through coordination and reporting to the Secure 
Communities Program Management Office.  The Secure Communities IT project management 
team will coordinate and report to the overall Secure Communities Program Office on various 
items to include project schedules, project costs, and project performance measures. 
 
The contractor shall provide IT acquisition support services to support the ICE Office of 
Acquisition and/or any Secure Communities enforcement partners in awarding the large number 
of additional procurement actions that will be required to implement Secure Communities plans.  
Specifically, the contractor shall support ICE Office of the Chief Information Officer with both 
pre- and post- award acquisition support.  Procurement actions that may include the development 
of system to prioritize Interoperability results, development of DROM detention and removal 
modules, establishing 24-hour command center, and purchasing video teleconference systems 
(VTCs).  
 
The contractor shall provide required IT subject matter expertise to assess and recommend action 
plans for maintaining IT security, especially as it relates to Secure Communities-related 
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information sharing between systems; to assess impacts to privacy and recommend action plans 
for addressing privacy concerns, especially as it relates to Secure Communities-related 
information sharing between IT systems; to assess and provide recommendations for 
improvements in IT-related policy that would materially improve the ability to achieve Secure 
Communities goals or the efficiency with which such goals can be achieved; and to create and 
document information flows as required to support the development of IT requirements, 
architectures and assessments.  
 

2.2.5  Additional Tasks 
 
Over the same timeframe, the Program Management Office may be called upon to perform 
additional tasks in support of managing successful implementation of the Secure Communities 
initiative. These additional tasks may include: 
 

• Business process analysis to evaluate existing processes and tools used by ICE and/or 
its Secure Communities enforcement partners, identify and document Secure 
Communities requirements for meeting stated initiative goals related to each 
evaluated process, and recommend potential changes to evaluated processes and tools 
that would meet or exceed Secure Communities requirements; 

• Activity management to fully manage cost, schedule and performance for any Secure 
Communities initiative-related activity by performing all tasks outlined in the Secure 
Communities Program Management Office core task for specified Secure 
Communities activities instead of for the entire initiative; 

• Secure Communities enforcement partner outreach to contact law enforcement 
organizations for the purposes of explaining their role in making Secure Communities 
a success, setting expectations on how and when Secure Communities may impact 
their organization, identifying interest and prioritization for achieving full 
participation in Secure Communities plans and otherwise communicating with such 
organizations to ensure the successful achievement of initiative goals; 

• Acquisition support services to support the ICE Office of Acquisition and/or any 
Secure Communities enforcement partners in awarding the large number of additional 
procurement actions that will be required to implement Secure Communities plans; 
and 

• Legal research and assessment services to support the ICE Office of the Principal 
Legal Advisor and/or any Secure Communities enforcement partners in assessing the 
existing legal environment as it impacts meeting Secure Communities requirements, 
assessing pending or proposed changes to the legal environment that may impact 
Secure Communities implementation, and otherwise providing required legal subject 
matter expertise to further the successful implementation of Secure Communities-
related activities. 
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2.3 CONTRACTOR SUPPORT LABOR CATEGORIES  
 
Senior Program Manager  
Senior Project Managers  
Subject Matter Experts  
Senior Systems Consultant  
Systems Consultant  
Senior Consultant  
Consultant  
Analyst  
Documentation Specialist  
Technical Writer 
Administrative Assistant 
  

2.4 CONTRACTOR LABOR CATEGORY EDUCATIONAL AND/OR EXPERIENCE 
REQUIREMENTS   

 

Senior Program Manager – The Senior Program Manager will be responsible for performing the 
day-to-day management of overall contract support operations under the task order.  The 
Program Manager should have a professional certification in Program Management, certification 
as a project management professional or other equivalent certification approved by the 
contracting officer.  Additionally, the Program Manager shall have a Bachelors degree in one of 
the following disciplines – Accounting, Finance, Management, Business, Computer Science, 
Management Information Systems Engineering or Math and a minimum of twelve (12) years of 
experience in performing program management support services or acquisition support services 
or any combination of the two. 
 
Senior Project Manager – The Senior Project Manager shall be responsible for providing direct 
assistance to the program manager and PMO staff in ensuring conformity to contractual 
obligations, establishing and maintaining technical and financial reports to show progress to 
projects.  Performing day-to-day management of overall contract support operations.  The Senior 
Project Manager should have a professional certification in Program Management.  Additionally, 
the Senior Project Manager shall have a Bachelors degree in one of the following disciplines – 
Accounting, Finance, Management, Business, Computer Science, Management Information 
Systems Engineering or Math and a minimum of ten (10) years of experience in performing 
program management support services. 

 

Senior Project Manager (IT) – The Senior Project Manager (IT) shall be responsible for 
providing direct assistance to the program manager and PMO staff in ensuring conformity to 
contractual obligations, establishing and maintaining technical and financial reports to show 
progress to projects.  Performing day-to-day management of overall contract support operations.  
The Senior Project Manager (IT) should have a professional certification in Program 
Management.  Additionally, the Senior Project Manager (IT) shall have a Bachelors degree in 
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one of the following disciplines – Accounting, Finance, Management, Business, Computer 
Science, Management Information Systems Engineering or Math and a minimum of ten (10) 
years of experience in performing program management support services.  

 

Subject Matter Experts – The Subject Matter Expert is a senior professional with unique 
credentials and provides expert advice/contributions in complex and critical efforts.  The 
individual must be skilled in providing unique, subject matter expertise in specific functional, 
technical, professional or policy areas of the project.  Responsibilities include: investigating or 
identifying business, scientific, technology, engineering, operational, professional and/or policy 
issues; conducting expert analysis of these issues; and providing expert advice in support of 
major programs/projects.  Assignments may require independent action, leading and/or guiding 
the efforts of peers, leading or collaborating with top level working groups and personnel 
involved in high level, highly complex efforts.  The individual may be called upon to provide 
inputs, prepare and/or present high-level briefings of an innovative business, management, 
technological or strategic nature.  Generally, the Subject Matter Expert is broadly recognized as 
an authoritative, trusted source of expertise within the business or scientific community.  The 
subject matter expert will have at least eight (8) years related experience and a bachelor’s degree.  
 
Senior Systems Consultant –The senior systems consultant is a top-level technical expert 
responsible for determining type of systems that best fit an organization. Models and understands 
key business processes within an organization and the impact technology may have on business 
processes.  Works to build a coalition within organization that will formulate the architecture and 
manage the architectural development process/project. Actively monitors changes in critical 
business processes.  Provides guidance to others. Performs highly complex responsibilities with 
considerable latitude.  Interprets company initiatives and client requirements. Work impacts 
organizational success.  The systems consultant will have at least eight (8) years related 
experience in systems analysis and a bachelor’s degree in computer science, management 
information systems, or a related field. 
 
Systems Consultant –The systems consultant is a technical expert responsible for determining the 
type of systems that best fit an organization.  Models and understands key business processes 
within an organization and the impact technology may have on these business processes. Works 
to build a coalition within the organization that will formulate the architecture and manage the 
architectural development process/project.  Actively monitors changes in critical business 
processes. Provides guidance to others.  Performs complex assignments with little guidance. Has 
latitude in completing broad objectives.  Work impacts client relations.  The systems consultant 
will have at least two (5) years related experience in systems analysis and a bachelor’s degree in 
computer science, management information systems, or a related field. 
 

Senior Consultant  –Within broad objectives, the senior consultant performs in a professional 
position requiring high-level specialized knowledge and experience.  Demonstrates ability to 
analyze complex problems, research and synthesize data, and propose unique solutions or 
alternatives. Individual is a recognized leader in one or more disciplines, and may serve as a 
prime point of contact for clients. Performs studies and reviews of management and 
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organizational structures to evaluate performance relative to business objectives. Advises on 
business strategies and realignment issues to focus on the most beneficial objectives. Provides 
strategic advice and plans. Provides assistance in the evaluation, auditor service, and 
implementation support of quality standards to achieve certification. Provides leadership in 
government and industry meetings, briefings, and forums to facilitate the exchange of ideas and 
concepts. May be called upon to provide inputs, prepare and/or present high-level briefings of 
innovative technological or strategic goals.  Position may require significant travel. The 
consultant will have at least a bachelor’s degree and a minimum of ten (10) years direct 
experience. 
 
Consultant  – The consultant demonstrates ability to analyze complex problems, research and 
synthesize data, and propose unique solutions or alternatives. Duties include business activity 
and data modeling, developing modern business methods, identifying best practices, and creating 
and assessing performance measurements. Provides group facilitation, interviewing, training, and 
provides additional forms of knowledge transfer. Works within general guidelines on broadly 
defined projects. Individual requires originality and the ability to present problems and 
recommended solutions to the Program Manager.  The consultant will have at least a bachelor’s 
degree and a minimum of five (5) years direct experience. 
 

Analyst –The analyst conducts research and prepares management, organizational and business 
analyses and forecasts.  The individual will generate management tools to effectively control 
programs and generates reports documenting findings.  The analyst conducts research into 
management, organizational and business practices to assess/implement improvements to, or 
ensure compliance with acquisition procedures. The analyst prepares computerized programs 
utilizing commercial software to manage tasks.  The analyst maintains database to produce 
monthly financial reports, and tracks, processes and distributes deliverables and monitors 
comment status.  The analyst will have at least a bachelor's degree and a minimum of two (2) 
years of job-related experience or equivalent. 
 

Documentation Specialist - The Documentation Specialist shall be responsible for all aspects of 
documentation management activities, including gathering, analyzing and composing technical 
or other documentation. Conducts research and ensures the use of proper technical terminology. 
Translates technical information onto clear, readable documents that can be used by technical 
and non-technical personnel. Performs any other related activities required in support of the 
activities of the PMO.  The Documentation Specialist shall have a Bachelor's degree or 
equivalent in related field and a minimum of two (2) years of experience in preparing technical 
documentation and conducting related research. 
 
Technical Writer – The Technical Writer shall be responsible for the gathering, organizing, 
analyzing, and composing technical information described in the SOW. Edits functional 
descriptions, system specifications, user manuals, and special reports, Statements of Work, or 
any other customer deliverables and documents. Conducts research and ensures the use of proper 
technical terminology. Translates technical information into clear, readable documents to be used 
by technical and non-technical personnel. The Technical Writer shall have a Bachelor's degree or 
equivalent and five (5) years of experience developing and preparing complex technical 
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publications utilizing state-of-the-art workstations, internal and external communications media, 
and software.  In addition to the experience and educational requirements described above, the 
Technical Writer shall possess the ability to communicate effectively, both orally and in writing, 
possess the ability to analyze the needs of the target audience and have knowledge of the 
structure and content of the English language including the meaning and spelling of words, rules 
of composition, and grammar. 
 
Administrative Assistant – The Administrative Assistant will directly support program managers 
or project managers by preparing documents, presentations and graphics and support the 
development of contract deliverables and reports by developing and updating the graphic 
presentations to improve the quality and enhance the usability of these documents.  Additionally, 
the administrative assistant will provide program support by maintaining calendars, scheduling 
appointments, tracking correspondence and providing general office support.  The 
Administrative Assistant shall have a high school diploma and at least three (3) years of 
experience. 
 
 
3.0 DELIVERABLES 
 
Below is a list of expected deliverables in support of the Secure Communities Program 
Management Office. 
    

Frequency Date of 
Submission 

Copies ICE Distribution 

As Identified As Identified (1) Hard Copies/ (1) 
Electronic Copy 

COTR/As Identified 

 

 

Deliverables Updated Due Date 

Draft Program Management Plan including:
-Work Plan 
-Expenditure Plan 
-Performance Plan  

As Needed 
 

With proposal 

Final Program Management Plan including:
-Work Plan 
-Expenditure Plan 
-Performance Plan  

As Needed 
 

30 days after 
start of 
contract 

Weekly Progress Reports  
(updates to work plan) 

Weekly  

Monthly Progress Reports 
(updates work and expenditure plans) 

Monthly 5 business 
days from end 
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of previous 
month 

Quarterly Progress Reports 
(program activities and next quarter plans) 

Quarterly 5 business 
days from end 
of previous 
quarter 

IT Project Plan As Needed 30 days After 
Start of 
Contract 

IT Weekly Report Weekly  

Gap Analysis As Needed 60 days after 
start of 
contract 

ICE SLM  Deliverables As Needed  

Mission Needs Statement As Needed  

Congressional/OMB Briefings As Needed  

Investment Review Board Brief (ICE/DHS) As Needed  

Acquisition Program Baseline As Needed  

Acquisition Plan As Needed  

Operational Requirements Document As Needed  

Logistics Support Plan As Needed  

Risk Management Plan As Needed  

Risk Mitigation Plan/Strategy As Needed  

Exhibit -300 As Needed  

Program Assessment Rating Tool Update OMB 
Directed 

 

 
The COTR and the contractor shall mutually agree upon the content requirements for 
deliverables identified above after award. 
 
The due dates for the above-listed deliverables without a specific due date will be mutually 
agreed upon by the COTR and the Contractor. 
 
All deliverables shall be delivered in electronic form.  The electronic copy can be delivered via 
email.  All deliverables, including the electronic copy, which shall be written in MS Office 97 or 
a later version, shall be delivered to the following individuals: 
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COTR: 
Immigration & Customs Enforcement 
ATTN: TBD 
801 I Street, NW, Suite # 
Washington, DC 20536 
Tel No: 202-XXX-XXXX 
E-mail:         @dhs.gov 
 
 

3.1 Acceptance Criteria 
 
ICE will accept or reject deliverables within 30 days after delivery. If rejected, the Contractor(s) 
shall make corrections as specified and resubmit the deliverable for review and approval. 
 

3.2 Invoicing 
 
The Contractor(s) shall submit an invoice 15 days after the close of the previous month to 
include: Contractor(s) name, labor categories, labor costs, completed travel, overtime, and any 
Other Direct Costs (ODCs) for the invoice period. All invoices submitted by the Contractor(s) 
for their sub-Contractor(s) must adhere to the 15-day invoice deadline.  
 
Contractor(s) employees shall complete time sheets for each month and submit them to the 
COTR. The invoice shall list the total number of hours worked by each Contractor(s) employee. 
Overtime is not authorized for this requirement. Should the Contractor(s) employee be on 
approved leave, the Contractor(s) invoice shall note the dates of the leave. 
 
Although overtime is not authorized per section 3.2, vendors shall provide a separate appendix or 
attachment section within their cost/price quotation describing their corporate policy on overtime 
and providing prospective overtime rates (if applicable) for all labor categories for each year of 
the period of performance. Overtime rates (if applicable) will not be evaluated as part of the 
cost/price evaluation, however, the corporate policy and labor category overtime rates identified 
will be considered the rates applicable in the event overtime is authorized at any time during the 
performance period. Overtime requirements and authorization will be solely at the discretion of 
the Contracting Officer. 

 
4.0 TRAVEL & OTHER DIRECT COSTS 
 

4.1 General 
 
In accordance with contractual provisions, Government-specified ODCs include such items as 
travel, training, supplies (including non-consumable/expendable computer supplies) that the 
contractor requires to accomplish the task order work assigned.  
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At the direction of the COTR, the Contractor shall provide supplies necessary to support any 
activity under this task.  No travel or training costs shall be incurred without the approval of the 
COTR. 
 
The ODC total for all tasks should not exceed $400,000 per year. The Contractor shall be 
required to travel for field office site visits, meetings, and conferences and use of specialized 
presentation supplies, etc. The Contracting Officer will approve individual ODC requests 
totaling $3,000 or more. 
 
For purposes of submission of the quotation, vendors shall use the pre-established Government 
ODC amounts in their quotation.   
 

4.2 Travel 
 
All contractor travel shall be approved in advance by the COTR. Advanced notice must be 
provided for any travel required.   
 
Significant travel may be required at the COTR’s discretion. The contractor shall be reimbursed 
for travel in accordance with the provisions and rates contained in the Federal Travel Regulations 
(FTR). All travel itineraries must receive the prior written approval of the COTR.  The 
Contractor shall not be reimbursed for transportation expenses for assigned personnel for local 
commuting between their place of residence and their place of work. 
 

4.3 Training 
 
No training is anticipated at this time. If the Government determines that training is necessary, 
approval by the COTR is required. 
 
5.0 PERIOD OF PERFORMANCE 
 
The period of performance shall commence on the date of award and continue through 12 
months thereafter with four (4) one-year option periods as follows:   
  
Base Year – Date of award through 12 months thereafter 
Option Year 1 (contract year 2) – 12 months  
Option Year 2 (contract year 3) – 12 months 
Option Year 3 (contract year 4) – 12 months 
Option Year 4 (contract year 5) – 12 months 
   
6.0  KEY PERSONNEL 
 
A number of billets within the Contractor's organization are expected to significantly affect 
program success, and are accordingly designated as key. For this task order (TO), the positions 
of Senior Program Manager, Senior Project Managers, Subject Matter Expert, Senior Systems 
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Consultant, Systems Consultants, Senior Consultants and Consultants shall be designated as key 
personnel and shall be a full-time employee or sub-contractor of the Contractor at the time of 
task award.  Key personnel are expected to serve for the life of the task, or until replacements 
with equivalent skills are nominated by the Contractor and accepted by ICE.  In addition to these 
designations, the Government reserves the right to revise this designation during TO 
performance, including requiring the identification of additional key personnel. 
 
Requests for key personnel changes shall be submitted at least 30 days in advance of a 
prospective substitution.  The request should provide a detailed explanation of the circumstances 
necessitating the proposed substitution, a complete resume of the proposed new personnel, and 
any other relevant information necessary to evaluate the impact of the prospective substitution on 
the program requested by the CO.  The qualifications of proposed substitute key personnel must 
meet or exceed the qualifications of personnel whom they are proposed to replace. The CO will 
generally accept or reject the resume within ten working days. 
 
7.0  PLACE OF PERFORMANCE 
 
Personnel assigned to the performance of this call shall be required to work on-site at (TBD, 
Washington, DC).  Contractor personnel will be furnished with semi-private work areas 
equipped with a workstation, and have access to a laser printer, telephones, cellular phones, and 
general office supplies. 
 
If space cannot be provided at Government facility, the Contractor will have to provide 
workspace at their offices with the understanding that off-site rates will apply.  
 
8.0  Government Furnished Equipment (GFE)  
 
The Government will provide furnished workspace(s), computer equipment and peripherals, and 
telecommunication equipment. The Contractor(s) shall keep and maintain an inventory of 
Government-furnished equipment, which shall be made available to the COTR upon request.  

 
9.0  Government-Furnished Information (GFI) 
 
The Secure Communities COTR, Program Manager and Staff shall provide initial 
familiarization, and any information manuals, texts, briefs and other materials associated with 
this task as required. 

  
The Government will arrange all required meetings, teleconferences, video-teleconferences or 
consultations between Contractor and Government personnel associated with or have an interest 
in the Secure Communities Program. 
 
10.0  DHS HLS EA Compliance 
 
All services related to IT analysis or recommendations shall meet DHS Enterprise Architecture 
policies, standards, and procedures as it relates to this Performance Work Statement and 

rpsteven
Line



   

 

ICE Secure Communities PMO Support            16        For Official Use Only  
 

associated Task Orders. Specifically, the contractor shall comply with the following Homeland 
Security Enterprise Architecture (HLS EA) requirements: 

• All developed solutions and requirements shall be compliant with the HLS EA. 
• All IT hardware or software shall be compliant with the HLS EA Technology 

Reference Model (TRM) Standards and Products Profile.  
• All data assets, information exchanges and data standards, whether adopted or 

developed, shall be submitted to the DHS Enterprise Data Management Office 
(EDMO) for review and insertion into the DHS Data Reference Model. 

 
11.0  Security 
 
A) General Clause 
 
To ensure the security of the DHS/ICE information in their charge, ICE contractors and sub-
contractors must adhere to the same computer security requirements and regulations as ICE 
federal employees unless an exception to policy is agreed to by the prime contractors, ICE ISSM 
and Contracting Officer and detailed in the contract.  The DHS Rules of Behavior document 
apply to both DHS federal employees and DHS support contractors and sub-contractors. 
 
B) Security Policy References Clause 
 
The following three primary DHS/ICE IT Security requirements documents are applicable to 
contractor/subcontractor operations supporting Sensitive But Unclassified (SBU) based 
contracts. Additionally, ICE and its contractors must conform to other DHS Management 
Directives (MD) (Note: these additional MD documents appear on DHS-Online in the 
Management Directives Section. Volume 11000 “Security and Volume 4000 “IT Systems” are of 
particular importance in the support of computer security practices) 
• DHS 4300A Sensitive Systems Policy Directive (ICE OISS Intranet Site) 
• DHS 4300A, IT Security Sensitive Systems Handbook (ICE OISS Intranet Site) 
• ICE Directive, IT Security Policy Supplemental for SBU Systems (ICE OISS Intranet Site) 
 
C) Contractor Information Systems Security Officer (ISSO) Point of Contact Clause  
 
The Contractor must appoint and submit name to ICE Information Systems Security Manager 
(ISSM) for approval, via the ICE COTR, of a qualified individual to act as ISSO to interact with 
ICE personnel on any contractor IT security issues. 
 
D) Protection of ICE Sensitive But Unclassified Information 
 
The Contractor shall protect all DHS/ICE “sensitive information” to which the Contractor is 
granted physical or electronic access by adhering to the specific IT security requirements of this 
contract and the DHS/ICE security policies specified in the Reference Section above.  Contractor 
shall ensure that their systems containing DHS/ICE information and data be protected from 
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unauthorized access, modification and denial of service.  Further, the data must be protected in 
order to ensure the privacy of individual’s personal information. 
 
 
 
12.0  Performance Standards  
 
The Contractor shall comply with all technology standards and architecture policies, processes, 
and procedures defined in ICE OCIO Architecture Division publications.  These publications 
include, but are not limited to, the following: 
• ICE Technical Architecture Guidebook  
• ICE Systems Lifecycle Management (SLM) Manual 
• ICE Enterprise Systems Assurance Plan  
• ICE Architecture Test and Evaluation Plan and 
• ICE Web Standards and Guidelines 
 
The Contractor shall not deviate from the Technology Standards without approval granted by the 
Government via the formal Technology Change Process.  If a deviation from the Technology 
Standards is desired, the Government Project Manager must submit a formal request to the 
Architecture Division for adjudication.  The Contractor may not proceed with the deviation 
unless Architecture Division approves the formal request and grants a waiver to deviate from the 
Technology Standards.  If Architecture Division approves the technology change request, the 
Contractor shall comply with all stipulations specified within the approval notification. 
 
The Contractor shall not deviate from the SLM Process (including a Tailored SLM work pattern) 
without express approval granted by the Government Program Manager(s) via the formal 
Request for Deviation (RFD) Process.  If a deviation from the SLM Process is desired, the 
Government Project Manager must submit a formal FRD to Architecture Division for 
adjudication.  The Contractor may not proceed with the deviation unless Architecture Division 
approves the formal request and grants a waiver to deviate from the SLM Process.  If 
Architecture Division approves the FRD, the Contractor shall comply with all stipulations 
specified within the approval notification. 

 
13.0 SECTION 508 COMPLIANCE 
 
Section 508 of the Rehabilitation Act requires Federal agencies to make their electronic and 
information technology accessible to people with disabilities. This applies to all Federal agencies 
when they develop, procure, maintain, or use electronic and information technology. 
 
Any and all electronic and information technology (EIT) procured through this task order using 
Government funds must meet the applicable accessibility standards specified in 36 CFR 1194.2, 
unless an agency exception to this requirement exists. Any agency exceptions applicable to this 
task order are listed below. This requirement does not apply to contractor acquired EIT solely 
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with contractor funds for use by the contractor, whether or not used incidentally in support of the 
contract effort described herein. 
 
The standards define Electronic and Information Technology, in part, as “any equipment or 
interconnected system or subsystem of equipment that is used in the creation, conversion, or 
duplication of data or information.”  The standards define the type of technology covered and set 
forth provisions that establish a minimum level of accessibility. The application section of the 
standards (1194.2) outlines the scope and coverage of the standards. The standards cover the full 
range of electronic and information technologies in the Federal sector, including those used for 
communication, duplication, computing, storage, presentation, control, transport and production. 
This includes computers, software, networks, peripherals and other types of electronic office 
equipment. 
 
14.0   SECURITY REQUIREMENTS 
 

14.1  GENERAL 
 
The Department of Homeland Security (DHS) has determined that performance of the tasks as 
described in Contract  TBD requires that the Contractor, subcontractor(s), vendor(s), etc. 
(herein known as Contractor) have access to sensitive DHS information, and that the Contractor 
will adhere to the following. 
 
14.2 SUITABILITY DETERMINATION 
 
DHS shall have and exercise full control over granting, denying, withholding or terminating 
unescorted government facility and/or sensitive Government information access for Contractor 
employees, based upon the results of a background investigation. DHS may, as it deems 
appropriate, authorize and make a favorable entry on duty (EOD) decision based on preliminary 
security checks.  The favorable EOD decision would allow the employees to commence work 
temporarily prior to the completion of the full investigation.  The granting of a favorable EOD 
decision shall not be considered as assurance that a full employment suitability authorization will 
follow as a result thereof. The granting of a favorable EOD decision or a full employment 
suitability determination shall in no way prevent, preclude, or bar the withdrawal or termination 
of any such access by DHS, at any time during the term of the contract.  No employee of the 
Contractor shall be allowed to EOD and/or access sensitive information or systems without a 
favorable EOD decision or suitability determination by the Office of Professional Responsibility, 
Personnel Security Unit (OPR-PSU).   No employee of the Contractor shall be allowed 
unescorted access to a Government facility without a favorable EOD decision or suitability 
determination by the OPR-PSU.  Contract employees assigned to the contract not needing access 
to sensitive DHS information or recurring access to DHS ’ facilities will not be subject to 
security suitability screening. 
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14.3 BACKGROUND INVESTIGATIONS 
 
Contract employees (to include applicants, temporaries, part-time and replacement employees) 
under the contract, needing access to sensitive information, shall undergo a position sensitivity 
analysis based on the duties each individual will perform on the contract.  The results of the 
position sensitivity analysis shall identify the appropriate background investigation to be 
conducted. Background investigations will be processed through the Personnel Security Unit.  
Prospective Contractor employees with adequate security clearances issued by the Defense 
Industrial Security Clearance Office (DISCO) may not be required to submit complete security 
packages, as the clearance issued by DISCO may be accepted.  Prospective Contractor 
employees without adequate security clearances issued by DISCO shall submit the following 
completed forms to the Personnel Security Unit through the COTR, no less than 5 days before 
the starting date of the contract or 5 days prior to the expected entry on duty of any employees, 
whether a replacement, addition, subcontractor employee, or vendor: 

 
1. Standard Form 85P, “Questionnaire for Public Trust Positions” Form will be 

submitted via e-QIP (electronic Questionnaires for                                                                
Investigation Processing)   (2 copies) 

 
2. FD Form 258, “Fingerprint Card”  (2 copies) 

 
3. Foreign National Relatives or Associates Statement 

 
4. DHS 11000-9, “Disclosure and Authorization Pertaining to Consumer Reports 

Pursuant to the Fair Credit Reporting Act” 
 

5. Optional Form 306 Declaration for Federal Employment (applies to contractors as 
well) 

 
6. Authorization for Release of Medical Information 
 

Required forms will be provided by DHS at the time of award of the contract.  Only complete 
packages will be accepted by the OPR-PSU.  Specific instructions on submission of packages 
will be provided upon award of the contract. 
 
Be advised that unless an applicant requiring access to sensitive information has resided in the 
US for three of the past five years, the Government may not be able to complete a satisfactory 
background investigation.  In such cases, DHS retains the right to deem an applicant as ineligible 
due to insufficient background information. 
 
The use of Non-U.S. citizens, including Lawful Permanent Residents (LPRs), is not permitted in 
the performance of this contract for any position that involves access to, development of, or 
maintenance to any DHS IT system.   
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14.4 CONTINUED ELIGIBILITY  
 
If a prospective employee is found to be ineligible for access to Government facilities or 
information, the COTR will advise the Contractor that the employee shall not continue to work 
or to be assigned to work under the contract. 
 
The OPR-PSU may require drug screening for probable cause at any time and/ or when the 
contractor independently identifies, circumstances where probable cause exists. 
 
The OPR-PSU may require reinvestigations when derogatory information is received and/or 
every 5 years. 
  
DHS reserves the right and prerogative to deny and/ or restrict the facility and information access 
of any Contractor employee DHS determines to present a risk of compromising sensitive 
Government information to which he or she would have access under this contract. 
 
The Contractor will report any adverse information coming to their attention concerning contract 
employees under the contract to the OPR-PSU through the COTR.  Reports based on rumor or 
innuendo should not be made.  The subsequent termination of employment of an employee does 
not obviate the requirement to submit this report.  The report shall include the employees’ name 
and social security number, along with the adverse information being reported. 
 
The OPR-PSU must be notified of all terminations/ resignations within five days of occurrence.  
The Contractor will return any expired DHS issued identification cards and building passes, or 
those of terminated employees to the COTR.  If an identification card or building pass is not 
available to be returned, a report must be submitted to the COTR, referencing the pass or card 
number, name of individual to whom issued, the last known location and disposition of the pass 
or card.  The COTR will return the identification cards and building passes to the responsible ID 
Unit. 
 
14.5 SECURITY MANAGEMENT 
 
The Contractor shall appoint a senior official to act as the Corporate Security Officer.  The 
individual will interface with the OPR-PSU through the COTR on all security matters, to include 
physical, personnel, and protection of all Government information and data accessed by the 
Contractor. 
 
The COTR and the OPR-PSU shall have the right to inspect the procedures, methods, and 
facilities utilized by the Contractor in complying with the security requirements under this 
contract.  Should the COTR determine that the Contractor is not complying with the security 
requirements of this contract, the Contractor will be informed in writing by the Contracting 
Officer of the proper action to be taken in order to effect compliance with such requirements. 
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The following computer security requirements apply to both Department of Homeland Security 
(DHS) operations and to the former Immigration and Naturalization Service operations (FINS).  
These entities are hereafter referred to as the Department. 
 
 
 
14.6 INFORMATION TECHNOLOGY SECURITY CLEARANCE 
 
When sensitive government information is processed on Department telecommunications and 
automated information systems, the Contractor agrees to provide for the administrative 
control of sensitive data being processed and to adhere to the procedures governing such data 
as outlined in DHS IT Security Program Publication DHS MD 4300.Pub. or its replacement.  
Contractor personnel must have favorably adjudicated background investigations 
commensurate with the defined sensitivity level. 
 
Contractors who fail to comply with Department security policy are subject to having their 
access to Department IT systems and facilities terminated, whether or not the failure results in 
criminal prosecution.  Any person who improperly discloses sensitive information is subject to 
criminal and civil penalties and sanctions under a variety of laws (e.g., Privacy Act). 
 
14.7 INFORMATION TECHNOLOGY SECURITY TRAINING AND OVERSIGHT 
 
All contractor employees using Department automated systems or processing Department 
sensitive data will be required to receive Security Awareness Training.  This training will be 
provided by the appropriate component agency of DHS.   
 
Contractors who are involved with management, use, or operation of any IT systems that handle 
sensitive information within or under the supervision of the Department, shall receive periodic 
training at least annually in security awareness and accepted security practices and systems rules 
of behavior.  Department contractors, with significant security responsibilities, shall receive 
specialized training specific to their security responsibilities annually.  The level of training shall 
be commensurate with the individual’s duties and responsibilities and is intended to promote a 
consistent understanding of the principles and concepts of telecommunications and IT systems 
security. 
 
All personnel who access Department information systems will be continually evaluated while 
performing these duties.  Supervisors should be aware of any unusual or inappropriate behavior 
by personnel accessing systems.  Any unauthorized access, sharing of passwords, or other 
questionable security procedures should be reported to the local Security Office or Information 
System Security Officer (ISSO). 
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2208 
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SYSTEMS INFORMATION TECHNOLOGY INC 
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ts. 11DS nEIl OtI1.Y APPUES 10 UOIIIFlCAlICN OF CONlRACT8lOIIDERS, If MODIFIES THE CONTRACTlORDIiR NO. AS DESCR.I8IiD IN nEIl 1 ... 

E.IHPGlIITANT: 

DUNS Number: 
PROGRAM MANAGEMENT OFFICE SUPPORT SERVICE 

1 THE PURPOSE OF THIS MODIFICATION TO CHANGE THE DUNS NUMBER FROM •••• TO 
THIS AN ADMINISTRATIVE MODIFICATION. 

2. THE DOLLAR VALUE OF THIS DELIVERY 
CONTRACTING OFFICER: MATTHEW HARSHMAN 

REMAIN UNCHANGED 
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HSCECR-08-J-00030
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copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted; or (c) By 

separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGEMENT TO BE RECEIVED AT 

THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN REJECTION OF YOUR OFFER.  If by 

virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, provided each telegram or letter makes reference 

to the solicitation and this amendment, and is received prior to the opening hour and date specified.

See Schedule

 

BAE SYSTEMS INFORMATION TECHNOLOGY INC

Washington DC 20536

Attn:Ronald Cruz 2026161878

ICE/CR/REMOVALS

425 I Street NW, Suite 2208

Office of Acquisition Management

Immigration and Customs Enforcement

ICE/Compliance & Removals/Removals

Washington DC 20536

Attn: Ronald Cruz 2026161878

ICE/CR/REMOVALS

425 I Street NW, Suite 2208

Office of Acquisition Management

Immigration and Customs Enforcement

ICE/Compliance & Removals/Removals

192109SCPPMO00006

03/01/2009P00002

 31

13. THIS ITEM ONLY APPLIES TO MODIFICATION OF CONTRACTS/ORDERS.  IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

is not extended.is extended, 

Items 8 and 15, and returning

Offers must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended, by one of the following methods: (a) By completing

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offers

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

FACILITY CODE CODE 

10B. DATED (SEE ITEM 11)

10A. MODIFICATION OF CONTRACT/ORDER NO.

9B. DATED (SEE ITEM 11)

9A. AMENDMENT OF SOLICITATION NO.

CODE 

8. NAME AND ADDRESS OF CONTRACTOR (No., street, county, State and ZIP Code)

7. ADMINISTERED BY (If other than Item 6)CODE 6. ISSUED BY

PAGE   OF  PAGES

4. REQUISITION/PURCHASE REQ. NO.3. EFFECTIVE DATE2. AMENDMENT/MODIFICATION  NO. 5. PROJECT NO. (If applicable)

1.  CONTRACT ID CODE

AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

07/09/2008

2525 NETWORK PLACE

HERNDON VA 201713514

Net Increase: $5,610,265.60

CHECK ONE

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO: (Specify authority)  THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE CONTRACT

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying office, 

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

D. OTHER (Specify type of modification and authority)

 appropriation date, etc.)  SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(b).

E. IMPORTANT: Contractor is not, is required to sign this document and return    __________________ copies to the issuing office.

 ORDER NO. IN ITEM 10A.

FAR 52.217-9 Option to Extend the Term of the Contract (MAR 2000)

x

14. DESCRIPTION OF AMENDMENT/MODIFICATION (Organized by UCF section headings, including solicitation/contract subject matter where feasible.)

X

 1

DUNS Number:   
PROGRAM MANAGEMENT OFFICE SUPPORT SERVICE

1.  THE PURPOSE OF THIS MODIFICATION IS TO:

A. CHANGE THE TASK ORDER NUMBER ON ATTACHMENT ONE (1) PRICING TABLE FROM

HSCECR-08-J-00029 TO  HSCECR-08-J-00030, AND TO REVISE THE PRICING TABLE TO REFLECT THE

CHANGES IN THE PERIODS OF PERFORMANCE IN THE BASE PERIOD AND IN THE OPTION PERIODS. THE

REVISED PRICING TABLE IS AT ATTACHMENT ONE TO THIS MODIFICATION.

B. IDENTIFY THE LABOR CATEGORY POSITIONS IN ATTACHMENT ONE (1) PRICING TABLE THAT ARE

KEY PERSONNEL CATEGORIES. THESE INCLUDE:

1.  0001/1001/2001/3001/4001       
Continued ...

16A. NAME  AND TITLE OF CONTRACTING OFFICER (Type or print)15A. NAME AND TITLE OF SIGNER (Type or print)

15C. DATE SIGNED 16B. UNITED STATES OF AMERICA 15B. CONTRACTOR/OFFEROR 16C. DATE SIGNED

(Signature of person authorized to sign) (Signature of Contracting Officer)

David Vroom

STANDARD FORM 30 (REV. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

NSN 7540-01-152-8070

Previous edition unusable

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.
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ITEM NO. SUPPLIES/SERVICES QUANTITY UNIT UNIT PRICE AMOUNT

NAME OF OFFEROR OR CONTRACTOR

 2  3

CONTINUATION SHEET

REFERENCE NO. OF DOCUMENT BEING CONTINUED PAGE OF

BAE SYSTEMS INFORMATION TECHNOLOGY INC

(A) (B) (C) (D) (E) (F)

GS10F06LPA0003/HSCECR-08-J-00030/P00002

            2.  0002/1002/2002/3002/4002       
         
            3.  0002A/1002A/2002A/3002A/4002A  
         
            4.  0003/1003/2003/3003/4003       
         
            5.  0004/1004/2004/3004/4004    
         
            6.  0005/1005/2005/3005/4005     
         
            7.  0006/1006/2006/3006/4006       
         
            8.  0007/1007/2007/3007/4007

         
           C. EXERCISE THE FIRST OPTION PERIOD EARLY BY:

              1. Changing the period of performance for

        the base period from "7/9/2008 through 6/30/2009"

        to "7/9/2008 through 2/28/2009".

              2. Changing the period of performance for

        option period one to read: 3/1/2009 through

        6/30/2009. Pricing for option period one is

        reduced by $154,483.40, from $5,764,749.00 to

        $5,610,265.60.

              3. Changing the period of performance for

        option period two to read: 7/1/2009 through

        6/30/2010. Pricing for option period two is

        reduced by $215,309.20, from $5,980,058.00 to

        $5,764,748.80.

              4. Changing the period of performance for

        option period three to read: 7/1/2010 through

        6/30/2011. Pricing for option period three is

        reduced by $226,713.40, from $6,206,771.00 to

        $5,980,057.60.

              5. Changing the period of performance for

        option period four to read: 7/1/2011 through

        6/30/2012. Pricing for option period four is

        reduced by $232,588.80, from $6,439,360.00 to

        $6,206,771.20.

        2.  THIS IS A BILATERAL MODIFICATION. THE

        GOVERNMENT'S RIGHT TO UNILATERALLY EXERCISE

        FUTURE OPTIONS IN ACCORDANCE WITH FAR 52.217-9 IS

        REESTABLISHED WITH THE EXECUTION OF THIS

        MODIFICATION.

        3. THE FUNDING OF THIS TASK ORDER IS INCREASED BY

        $5,610,265.60, FROM $5,560,844.00 TO

        $11,171,109.60.  THE TOTAL TASK ORDER CEILING

        AMOUNT IS REDUCED BY $829,094.80 FROM

        Continued ...

NSN 7540-01-152-8067 OPTIONAL FORM 336 (4-86)

Sponsored by GSA

FAR (48 CFR) 53.110

b4

b4

b4

b4
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b4

b4

b4

b4

b4

b4

b4
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ITEM NO. SUPPLIES/SERVICES QUANTITY UNIT UNIT PRICE AMOUNT

NAME OF OFFEROR OR CONTRACTOR

 3  3

CONTINUATION SHEET

REFERENCE NO. OF DOCUMENT BEING CONTINUED PAGE OF

BAE SYSTEMS INFORMATION TECHNOLOGY INC

(A) (B) (C) (D) (E) (F)

GS10F06LPA0003/HSCECR-08-J-00030/P00002

        $29,951,782.00 TO $29,122,687.20.

        4. ALL OTHER TERMS AND CONDITIONS REMAIN THE SAME.

        Delivery: 30 Days After Award

        Discount Terms:

                       Net 30

        Delivery Location Code: ICE/AS

        ICE Assistant Secretary

        Immigration and Customs Enforcement

        Accounting Info:

         
         - ------ ---
         
        FOB: Destination

        Period of Performance: 03/01/2009 to 06/30/2009

        Add Item 1001 as follows:

1001    CONTINUE CONTRACTOR SUPPORT FOR THE EXECUTION OF       1 EA 5,610,265.60 5,610,265.60

        SC PROGRAM OBJECTIVES UNDER ORDER #

        GS10F06LPA0003/HSCER-08-J-00030 BY EXERCISING

        FIRST OPTION PERIOD FOR PERIOD 1 MARCH 2009 - 30

        JUNE 2009 AND FUNDING CLIN 1001 IN THE AMOUNT OF

        $5,610,265.60.

        CONTRACTING OFFICER:  DAVID VROOM

NSN 7540-01-152-8067 OPTIONAL FORM 336 (4-86)

Sponsored by GSA

FAR (48 CFR) 53.110

b2High
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AMENDMENT OF SOLICITA TlONIMQDIFICATk "'J;~F~C~O~N~T~RA~C~T:-----f'W"'''''fID''",-'-'----l'''''''''''''''''----

" " 09SCPPM000021 

" 

1 

ICE/Compliance & Removals/Removals ICE/Complian ce & Removals/Removals 
Immigration and Customs Enforcement Immigration and Customs Enforcement 

Office of Acquisition Management Office of Acquisition Management 

425 I Street NW , Suite 2208 425 I Street NW , Suite 2208 

Attn: Ronald Cruz 2026161878 Attn : Ronald Cruz 2026161878 

~~~~~~D~C~ ~",~,~.;;C;;o .. ;;"'""""' ___ 1i¥r.~~~~~D~C~2~O~,~;~3;6""~ ____________ _ 
8AE SYSTEMS INFORMATION TECHNOLOGY INC 

2525 NETWORK PLACE 

HERNDON VA 201713514 

" 
07/09/2008 

1he ar.o.e.....,,_ 00I00!1II"," is.....-dDd a •• e! forth., ltem!4 The ""'" and oa:e &peoed;o.:J 101 'eceijll 01 O!!IIrS D I! e.lended. D is nolO.!"""'" 

O!! ... , ml4l ~ rKellO! DlIt"d amendment prior !o the hou' arC cIale &peoed.ed ., !I-. ooIooIal"," ot as amended. t>v OM DI the loIIowng metnods, (s) B~ ccmple\ng 

~em18 arC 15. and ,etUO'W'lO CO!>'CI' DI the lItrIondment. (1)) By ad<tIowIe<Igng 'ecellO! DI ~ amendment on."", c:opy 01 the oIIe< """"1118<1. otIc) 8y 

Mpafalelotttw 01 !elegrlltrl wIIOC/'IlI'ICIWe. 8 ,eference to the ~I"," """ an8fl<lmMt.....,, __ FAILURE OF YOUR ACKNO'M.EDGEMENT TO BE RECEIVED AT 
THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN REJECTION OF YOUR OFFER W t>v 
..nue 01 tIIiS amandm«l ya.o de ..... 10 chanQ<t an offer a~e3dy WCit.llft8<l. IIUCh CI\angfI may tie mllde II)' !elegram 01 ItHe<, pto-.::\O<I oeen talOOflltrl ot IEIHer makes telerence 
10 !he soIcr!ahon ....., !/lIS am_enl, IIfld I! '_ .. 0<1 ptlot to the ope<IIfIg hou' and <Ia\e sptlCl!OId 

12 ACCOUNTING AND APPROPRIATION OATA (I/roquired) Net Inc rease : $ 5 , 764 , 748 . 80 
See Schedule 

13. THIS ITEM ONLY APPUES TO MODIFICAliON OF CONTRACTs/ORDERS. IT MODIFIES THE CONTRACTIORDER NO. AS DESCRIBED IN ITEM I • . 

A- THIS CHANGE ORDER IS ISSUED PURSUANT TO ISpea/y aUIIIOt1ry) TftE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE CONTRACT 
ORDER NO IN ITEM lOA, 

a THE ABOVE NUMBERED CONTRACTIORDER IS MODifiED TO REFLECT THE ADMINISTRATIVE CHANGES (WCII as CIIa,,!/esln p;!ytt'9 oII'ice, 
.1;:ptt),IIIWOn Clalfl. II!!:) SET FORTH IN ITEM 14. PURSUANT TO THE AUTHORIT'!' OF FAR 43 1000D) 

THI U L AR MEN IN UR UAN AU II 

x FAR 52 . 217-9 Option to Extend the Term of the Contract (MAR 2000) 

E.IMPORTANT: Contr.aor 

SERVICE 

1 . THE PURPOSE OF THI S MODIfICATION IS TO EXERCISE THE SECOND OPTION PERIOD . The period 

of performance for option period two IS : 7/1/2009 through 6/30/2010 . Pricing for option 

period twO is $5,764 , 748 . 80 . 

2 . THIS IS A UNILATERAL !-!ODIFICATION IN ACCORDANCE WITH FAR 52 . 217-9. 

3 . THE FUNDING OF TillS TASK ORDE:R IS INCREASED BY 55,764 , 749 . 80 , FROM $11 , 171 ,109 . 60 , TO 

$16 , 935 , 858 .4 0. THE TOTAL TASK ORDER CEILING AMOUNT IS $29 , 122 , 687.20 . 

Continued ••• 

15A NA!.IE AND nTLE OF SIGNER ITypeOlI)()(11} 16A NAME AND TIRE OF CONTRACTING OFFICER (T)'pC/ OIpnn() 

IS8 CONTRACTORJQFFEROR 

(~OI_-"f(/"''9') 

NSN 75.o10.01·152.ao70 
p,ft>'lOU$ e<IollOtl ~ 

1st DATE SIGNED 

David Vroom 

'7;'ja:'2w? 
STANDARD FORM 30 (REV 11).63) 
Pf<J$CIlbe(t t>v GSA 
FAR (48 eFR) S3 243 
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C:OIIITIIIIIU,A. TIIOIII SIHEIETI REFERENCE NO, Of ~UMENT BEING CONTINUED 
003/HSCECR-08-J-00030/P00003 

NAME OF OFFEROR OR CONTRACTOR 

BAE SYSTEMS INFORMATION TECHNOLOGY INC 

2001 

SUPPLIESISERVICES 

(8) 

CONDITIONS REMAIN 
: 30 Days After Award 

Net 30 
Location Code ICE/ORO 

Enforcement 

20536 

rlll'111~;~: 07/01/2009 to 

Add Item 2001 as follows: 

EXERCISE OF OPTION PERIOD 2 FROM JULY 1, 2009 
THROUGH JUNE 30, 2010 -INCREASED CONTRACTOR 
SUPPORT FOR THE EXECUTION OF SC PROGRAM 
OBJECTIVES UNDER ORDER 3 
GS10F06LPA0003/HSCER-08-J-00030. 

CONTRACTING OFFICER: DAVID VROOM 

SAME. 

1 ,764,748.8 

AMOUNT 

(F) 

764,748.80 

NSH l!>104l·I!I2-l!OOl OPTIONAL FORIII DlI_1 
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AMENDMENT OF SDLlCITATIDNIMODIFICATION OF CONTRACT 

ICE/Complia nce & Remova s 
Immigration and Customs Enforcement 
Office of Acquisition !1anagemcnt 
425 I Street NW, Suite 2208 
Attn : Ronald Cruz 2026161818 

ton DC 20536 

BAE SYSTE11S INFORHATION TECHNOLOGY INC 
2525 NETWORK PLACE 
HERNDON VA 201113514 

109SCPPM000022 . l 

ICE/Compliance & Removals/Removals 
Immigration and Cus t oms Enforcement 
Office of Acquisition Management 
425 I Street NW , Suite 2208 
Attn : Ronald Cruz 2026161818 

07/09/2008 

n. _ • ......-od _ II __ at Mllont\ ... ft .... 14 n.1>OU'...a <Sal. II 8.<1..-. II nat • .<t"",*, 

0lI«l li"li.iii ~ ""'"" of II1II ~ pnor 10 1M I>OU' ...a 4aIe opct..., "'1I"Ie _.,.. as _ . 0,. _ 0I1I"Ie r-.-.g......rodl (I) 8~ CO'IlpIoP>g 

~""I e...a 15. _ .«umng CCII)OII 0I1N .... -. (Il) 8~ ~.~ oflhll_ on oach copy allI"Ieol! .. SUDmIll..,. Ot (e) By 

__ II1II .. Ot litIegfwn _1f'OCtAeS. "" .. onoe lome -.oIOCIIaIoon...a .... \II'"d1"orII ....... Def. FAILURE Of YOUR ACKNOI· ... EO(;E MENT TO DE RECEIVED AT 
TH E PLACE DESIGNATED FOR TltE RECEIPT OF OFFERS PRIOR TO TltE ItOUR f<N0 DAlE SPECIFIED MAV RE SULT IN REJECTION OF YOUR OFFER. II by 

lub"l"ned. iud> change ""Y till "'_ by lo-Iegrl>'" Ot 1011 ... pto.ded eadl le\egranl Ot IIlt&l" m_1I1 .a'eronoe 
~~. 

U . THIS ITEM ONLY APPUES TO 1oI0DlfICAnON OF CON TRACTSIORDERS. IT 1oI00lFIES THE CON TRACTIQRDER NO. AS DESCRIBED IN 'TEM 14. 

A THIS CHANGE ORDER IS ISSUED PURSUANT TO {Si>fIotyal'lhotll)'J W E CI~(;ES SET FORm IN ITEM 14 ARE MADE IN THE CONTRACT 
ORDER NO IN ITEM lOA. 

B TltE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT TilE ADMINISTRATIVE CltANGESIWCII as CfIot.,.,fS jll pa)'lngOlfI01. 
applOptlabOltoare •• Ie.) SET FORW IN IT EM I' . PURSUANT TO THE AU IIIOR lfY OF FAA 43 Ul3(b) 

x 
III UP L A REMNIN '" " 
" 

Eo IMPORTANT: C_ o 

DUNS Number : 
PROGRAf1 MANAGEMENT OFfICE SUPPORT SERVICE 

1. The purpose of this modification is to change the 
Item MOL 1 for the amount of S5 764 748 . 80 from 

2. The total funded amount remains SI6,935,858.40. The ceiling remains unchanged at 
S29,122 . 686.20. 

Continued ... 
b~ If pro.-ded r.r ..... all ltlfml"'" l,ene!.!oons or me CIOC:\mItlI ,eferOOC&d., 110m 9A 01 lOA. os "'''81010111 cnange<I .o"'a .... ~..,., in I~~ 10101..,., offect 
lSI< NAME AND IIILE OF SIGNER (T)"110 orpnnr/ 161\ NAME AND TIlLE OF CONTRACTIN G OFFICER (T,.". orplinl/ 

Davj.2... Vroom 
156 COttTRACTORIOFFEROR 1st DATE SIGNED 

STANDAIlO FORM XI (REV 
Ptl~DyGSA 

FAR (48 CFR) 53 243 

,.." 
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NAME OF OFFEROR OR CONTRACTOR 

BAE SYSTEMS INFORMATION TECHNOLOGY INC 

SUPPLIES/SERVICES 

(Note: 
192109SCPPM000022.1) 

AMOUNT 

(F) 
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AMENDMENT OF SDllCITATIONIMODIFICATIL ~J;jF~CCOONN:;TRA;;;CC:;T----I"""""""-';;"";;--~ ~----,,,,,,<w,,,,,,----

IC~/Comp1iance & Removals/Removals 
Immig(ation and Customs Enforcement 
Office of Acquisition Management 
425 I Street NW, Suite 2208 
Attn : Rona ld Cruz 2026161878 

OC 20536 

BAE SYSTEMS INFORMATION TECHNOLOGY INC 
2525 NETWORK PLACE 
HERNDON VA 20171351 4 

IC~/compliance & Removals/Removals 
Immig (ation and Customs ~nfo(cement 
Office of Acqu isi tion Management 
425 I St(eet N\~ , Suite 2208 
Attn:Ronald C(UZ 2026161878 

DC 20536 

" 

07/09/2008 

The 8tl<Ne......,t>eredIClolal""' .. ametII!eCI •• SOIIOltn '" Ilem 14 Tho tIOuI and <l3le S98CIfOOd I ... '_pi of Offer" 0 .. e" ",,,*,. Oil noI&XlrondrId 

Ofter. "'us! ~ '-.>I 0111'4 amonGmonj ptIOt 10 I/'oe hOu' atId<UlIO 1I)O(:t"1&d., \fl8101ot1ta1"'" or •• IItIllInCIed. by ..... ofl/'oe loIIowng rnetI>C>CI" (.) fl~ cornple\>'lO 
Item" 8 ana 15. inri ,eturrwog ccpoes of tne am-. (0) fly ac>.now1r!Ogng ,~ of thIS amenam ... on eOCll copy of tne oller 1<bn~1"" . ... (C) By 

M$)araleie"", or IlleQt"am .. tw:rl .. lOuIn a 'ef ........ IO lhe wIioIallOrl and amenament .......,1>«. FAlLURE OF YOUR ACI<NOI',\.EOGEMENTTO liE RECEIVED AT 
UIE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PR IDR TO TilE IIOUR ANO OATE SPECIFIEO MAY RESULT IN REJECTIO N OF YOUR OFFER. n b)' 

y. l .... or 111,. """.M","" you ae .. s '0 C!"IIlrIO" an o liO( o~oBdy .ubmlll<><l. "UCn tIuIr>go ",ar I>e "''''''' b)' 10100"'''' '" ~tlfIf . provlClOd oC>Ch lelOgr3'" orielle< molee. rnrerenco 
10 I/'oe s.cioolal,on and thI. amendment. aM " rSCG lvod pr"" 10 lhe opOn"'g IlO'Jf ana dalo .peed"'" 

12 ACCOUNTING ANO APPROPRrATION OATA (II roqUlrOO) 

See Schedule 
n . THIS ITEM ONLY APPUES TO ~OOIFICATION OF CO NT RACTS/ORDER S. IT UODIFIES nlE CONTRAC TIO RDER NO. AS DESCRl IlEO IN ITEU I ' . 

CHeCKOUE A Tl tlS CHANGE ORDER IS ISSUED PURSUANT TO (Speoly aulilonty) nlE CHANGES SET FORTH IN ITEM 14 ARE MADE IN nlE CO NTRAC T 
OROER NO IN ITEM 101\ . 

fl TtlE ABOVE NUMBEREO CONTRACT/OROER IS MOOIFIED TO REFLEClllIE ADMIN ISTRATIVE CHANGES ($IJC~ as changes In 1'6)"1"11 ""ire. 
approPIIII(>()n date, (l1C.) SET fORHlIN ITEM 14. P URSUANT TO nlE AUntORIl"Y OF FAR 43 1000b) 

x 
AU II , 'U' 

I U U 111"" P'POOr)' type 01 mOO/oC1II.,n aoo BUI/Iontyl 

E. I ~ PORTANT : Ccn1raa", IS 'eQUf"e<lIO 19" thIS docunenl and ,olum a COJ>I8' 10 the IS"""", 0/I1OlI 

1~ DESCRIPTION OF AME NDMENTIt.IOD IFICATlO N 1Ot;j~"uld byUCF sec"", ""'1Odi"l1s. int;Ionng 5OIoota!CM:on/lild S<Jb(tIcI ""'~(I' .... ""'10 le~sbllJ) 

DUNS Number: 
PROGRAl·j t·IANAGEMWT OfFI CE SUPPORT SERVICE 

1 . The purpose of this modificat i on is to change the Cont r acting Officer Technica l 
Repres ent a tive (COTR) in formation in paragraph 3 . 0 of the Statement of Work to read as 
follows : 

COTR : Mr . Scott R. Lorick 
Section Chief , financial Management & Acquisit i on Support 
Secure Communities, Immigration & Customs Enfo r cement 
500 12 t h Street SW, Suite 8 
Continued 
E. ""flI a. Pl'OVICIeC her"". all"""" ana COndI ...... oflllO donrnenl .o/"",,-.:e<I '" 110m 9A ... 1aA. al hOtetolotv Cf\IIt"IO<Id ,om."" ~ ana '" lull r"'at ana afflICt. 

'SA NAME AND IllLE OF S IGNER IType 01 pnnt} \6A NN~E AN D TITLE OF CO NTRAC TING OFFICER (fypeorfNrnr) 

1511 CONTRACTOR/OFFEROR 

NSN 7!)4Q.OI· IS2.eo70 
ru,,",oul 0<1""", ....... oblo 

15C DATE SIGNED 

David Vroom 

1611 lJNy~ATES OF AMER~C~ 

/~ /'fti~ 
I~OI~O~ 

STANDARO FORM 3O/REV lQ.83) 
Pr"ocnbad by GSA 
FAR (46 CFR) 53 243 
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