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1. What information will be collected for the system? 
 

For members of the public who suggest a study, intervention, or topic for WWC review, 
and choose to provide contact information, the form will include name, title, organization, mailing 
address, e-mail address, phone number, URL and comments. The individual will be able to 
choose whether or not to submit any contact information at all, provide just a contact name and 
e-mail address, or give more detailed contact information, including title, organization, mailing 
address, phone number, URL, or comments. 

For members of the public who voluntarily subscribe to receive e-mail updates from the 
WWC Web site, an automated system will collect and retain the e-mail addresses of 
subscribers. 

Finally, evaluators may use the Web site to voluntarily submit contact information--name, 
work mailing and e-mail addresses, phone number--together with information about their 
services and experience, if they would like this information to be included in the public-access, 
web-based registry of evaluators. 

This notice does not cover records, including but not limited to letters, e-mails, and 
facsimiles, sent by individuals to the Secretary, Deputy Secretary, Senior Officers, such as the 
Director of IES, for whom the Department controls responses to these inquiries. Further, this 
notice does not cover the official correspondence files of IES, specifically the hard copies of 
official documents and electronic images of certain incoming and outgoing documents. 
 
2. Why is this information being collected? 
 

This web-based system will maintain a national registry of educational interventions--
educational programs, products, and practices that are claimed to enhance important student 
outcomes. In particular, the WWC will assess and report on the strength of research-based 
evidence of the effectiveness of these educational programs. 

There are two categories of individuals covered by the system. First, the WWC will be 
collecting identifying information from members of the public if the public voluntarily and 
anonymously suggests studies, interventions, and topics for WWC review, and provides optional 
contact information. The WWC will also collect information from the public if an individual 
voluntarily subscribes to receive e-mail updates about new information on the WWC Web site. 

Second, evaluators--individuals and organizations--may use the Web site to voluntarily 
submit contact information and information about their services and experience in evaluating 
educational programs. The purpose of this information is to create a public listing to assist 
people in identifying those evaluators who are potentially qualified to conduct rigorous studies of 
the effectiveness of education programs. 
 
3. How will the information be used? 
 
This system of records is maintained to provide the WWC with the means to: 

1. Contact members of the public who suggest a study, intervention, or topic for review 
and who choose voluntarily to provide optional contact information, if their suggestions need 
clarification. 

2. Send e-mail updates about new information on the WWC Web site to subscribers. 
3. Provide contact information for evaluators who wish to have their services, 

experience, and contact information included in the public-access, web-based registry of 
evaluators. 
 
4.Will this information be shared with any other agency or entity? If so, with which 
agency or agencies/entities? 



 

 

 
Information is disclosed internally to administer the program. However, it is not shared 
externally, except as required by law, or under the routine uses listed in the Privacy Act System 
of Records notice. These disclosures may be made on a case-by-case basis, or if the 
Department has complied with the computer matching requirements of the Act, under a 
computer matching agreement. Such disclosures may include: for litigation purposes, to the 
Department of Justice for FOIA advice, to contractors conducting Department business, for law 
enforcement, to a member of Congress at the request of the data subject, or to a consumer 
reporting agency regarding a valid and overdue claim. 
 
5. Describe the notice or opportunities for consent that would be or are provided to 
individuals about what information is collected and how that information is shared with 
other organizations. 
 
There is not notice or opportunities for consent since information is provided voluntarily. 
 
6. How will the information be secured? 
 
Access to this system will be restricted to authorized WWC contractors, subcontractors, 
consultants, and ED employees on a need-to-know basis. Authorized users of this system will 
enter a unique user ID as well as a password to enter the system. They will be required to 
change their passwords periodically, and they will not be allowed to repeat old passwords. Any 
individual who attempts to log in to the system three times and fails will be locked out of the 
system. Access after that time requires intervention by the system manager. 
 
The computer system employed by the WWC offers a high degree of resistance to tampering 
and circumvention. This security system limits data access to authorized WWC staff and 
controls individual users' ability to access and alter records within the system. 
 
All file servers, routers/hubs, tape back-up stations, and communications servers are located in 
secure rooms at the subcontractor's Headquarters site, and only authorized personnel have 
access via key or magnetic card. 
 
All files will be password-protected and back-up files will be secured in a locked area. Access to 
the data files and software on the WWC site are controlled through the Microsoft NT Server 
operating system by providing all staff with user accounts (user IDs). All secure user accounts 
will require passwords that must be changed every six months. Passwords for ongoing data 
processing will be changed frequently, and users will be blocked from gaining access to certain 
types of data and programs based on their IDs and passwords. 
 
7. Is a system of records being created or updated with the collection of this 
information? 
 
The system is covered under the system of records notice entitled What Works Clearinghouse 
(WWC) Database, dated March 1, 2004, (69 FR 9603-9605).  

 
 

 


