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1. What information will be collected for the system? 
 
The system collects names, addresses, telephone numbers, social security numbers, 
demographic information--such as race/ethnicity, age, marital status, disability, language 
spoken in the home, educational background, and income--and the results of academic 
assessments. The system will collect information about parents' satisfaction with their children's 
current schools and the reasons for seeking a new school. The system will also collect scores 
on academic achievement examinations for applicants who may not have participated in Spring, 
2004 DCPS testing. In addition, the system will also contain academic achievement data and 
other student performance measures, including attendance and disciplinary records, from 
existing DCPS school records for all students in grades K thru 12. 
 
2. Why is this information being collected? 
 
This statute is intended to provide low-income parents residing in the District of Columbia (the 
District) with expanded opportunities for enrolling their children in higher-performing private 
schools in the District. The information in this system will be used to fulfill the requirements of 
the DC School Choice Incentive Act of 2003 (D.C. Choice Act), especially section 309, which 
calls for a detailed evaluation of the program. In particular, section 309 directs the Department 
to evaluate the performance of students participating in the program by comparing them with the 
students in the same grade at DCPS as well as students in DCPS who applied for the program 
but were not selected. 
 
3. How will the information be used? 
 
There are two categories of individuals who are covered by this system. The system will contain 
records on DC Choice Program applicants (students), their parents and other adults living with 
these students. The system will also contain information on all DCPS non-applicant students 
from K thru 12. 
 
4.Will this information be shared with any other agency or entity? If so, with which 
agency or agencies/entities? 
 
Information is disclosed internally to administer the program. However, it is not shared 
externally, except as required by law, or under the routine uses listed in the Privacy Act System 
of Records notice. These disclosures may be made on a case-by-case basis, or if the 
Department has complied with the computer matching requirements of the Act, under a 
computer matching agreement. Such disclosures may include: for litigation purposes, to the 
Department of Justice for FOIA advice, to contractors conducting Department business, for law 
enforcement, to a member of Congress at the request of the data subject, or to a consumer 
reporting agency regarding a valid and overdue claim. 
 
5. Describe the notice or opportunities for consent that would be or are provided to 
individuals about what information is collected and how that information is shared with 
other organizations. 
 
There is not notice or opportunities for consent since information is provided voluntarily. 
 
6. How will the information be secured? 
 



 

 

Individual access to the offices of Department contractor, Westat, that maintains the system of 
records is controlled and monitored by security personnel. The contractor has established a set 
of procedures to ensure confidentiality of data. The system ensures that information identifying 
individuals is in files physically separated from other research data. Westat will maintain security 
of the complete set of all master data files and documentation. Access to individually identifiable 
data will be strictly controlled. All data will be kept in locked file cabinets during nonworking 
hours, and work on hardcopy data will take place in a single room, except for data entry. 
 
Physical security of electronic data will also be maintained. Security features that protect project 
data include password-protected accounts that authorize users to use the Westat system but to 
access only specific network directories and network software; user rights and directory and file 
attributes that limit those who can use particular directories and files and determine how they 
can use them; e-mail passwords that authorize the user to access mail services and additional 
security features that the network administrator establishes for projects as needed. 
 
7. Is a system of records being created or updated with the collection of this 
information? 
 
The system is covered under the system of records notice entitled DC Choice Program 
Evaluation, dated April 23, 2004, (69 FR 22014-22016).  

 
 

 


