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Cover - JINJA, Uganda - Gunnery Sergeant Frederick Sloan, Master Sergeant Ronnie Leonard and Gunnery Sergeant Michael Hussey (from left to right), assigned to

4th Anti-Terrorism Battalion based in Bessemer, Alabama, stand with Ugandan Brigadier General Silver Kayemba, chief of training, Uganda People’s Defense Forces at

the Non-Commissioned Officer’s Academy during a visit January 20-25. The Marines provided familiarization with the roles and responsibilities of non-commissioned

officers as well as NCO selection, education and development. The familiarization event is part of the U.S. Defense Department military-to-military contact program

and is supported through units such as those assigned to U.S. Marine Corps Forces Europe. U.S. AFRICOM photo.
LOME, Togo Africa Partnership Station volunteers, Navy Petty Officer 1st Class Philip Phillips (right), and Petty Officer 2nd Class Matthew Rishovd, stack boxes of
humanitarian items and food onto a truck January 29. The boxes are being shipped to malnourished children in Togo as part of Project Handclasp. Through Africa

Partnership Station and Project Handclasp, the crew of the high speed vessel Swift delivered more than 100,000 meals while in Togo. Department of Defense photo by

Petty Officer 2nd Class Elizabeth Merriam.
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Editor's Notebook

The focus for this issue is maritime security — a foundation
for national security and economic well-being. But these ob-
jectives can only be reached through stability operations and
coalition cooperation on a global scale.

To this end, U.S. Navy and joint forces are projecting a for-
ward presence with a preeminent combat capability, thus
promoting deterrence and building confidence and trust with
nations worldwide.

Working with the U.S. Department of State, USAID, coali-
tion partners and many interagency organizations, U.S. Africa
Command, Combined Joint Task Force — Horn of Africa and
Africa Partnership Station help build stability by promoting
security cooperation through a multifaceted approach: hu-
manitarian aid and disaster response, providing peacekeep-
ing military-to-military training, promoting human rights, DAKAR, Senegal - In this file photo from November 2007, crew members

and sponsoring medical and health care programs in African aboard the U.S. Navy’s Africa Partnership Station (APS) man the rails in prep-
nations. aration for their humanitarian assistance and training programs in Senegal
and several other countries in West and Central Africa. On April 2, 2008, the
APS revisited Dakar, Senegal, to provide training for more than 100 members
of the Senegalese Navy and help them enhance maritime safety and security.
and smuggling are dangerous threats to the sovereignty and = Thjs visit marks the 15th port stop of the APS. Photo by Petty Officer 2nd Class
economic development of many African nations. R.J. Stratchko, U.S. Navy.

In the U.S. Southern Command area of operations, the
needs are no less urgent, piracy, poverty, unequal wealth distribution, social
exclusion, corruption, narco-terrorism, urban crime and illicit trafficking plague
many of the nations of the Caribbean and Central and South America and
threaten their stability and economic development.

By implementing the National Strategy for Maritime Security and work-
ing with many federal and interagency partners and engaging the countries
of Latin America, USSOUTHCOM is tackling these challenges by helping Latin
American nations strengthen their security to enable an environment condu-
cive to enduring prosperity, said the USSOUTHCOM Commander, Adm. James
Stavridis.

Maritime security can be enabled by innovative technology, said Adm. SPAWAR Systems Center San Diego Commanding Officer
Stavridis. The admiral describes the need for inexpensive deployable technolo-  Capt. Mark Kolheim spoke with the Commandant of the
gies for surveillance and detection, planning, sensors, radar, collaboration and ~ Marine Corps Gen. JamesT. Conway at the SPAWAR exhib-
“persistent precision-guided intelligence” in this issue of CHIPS. itat the We?t 2008 conference in San Diego in Febru.ary.

. ] . Capt. Kolheim emphasized the center’s C4ISR solutions

Ultimately, ships, operators and command centers need “global maritime that create decisive effects, knowledge superiority and
vessel transparency” because world prosperity and security depend on free  grategic advantage in the maritime domain.
use of the seas.

In the maritime domain, AFRICOM will help African nations
improve their maritime security where illegal fishing, piracy

Joining in the discussion about innovative technology are Ms. Cynthia Gonsalves, acting director of DoD’s Office of Technology
Transition and Mr. Dennis Bauman, the Joint Program Executive Officer for JTRS.

Finally, the CHIPS staff participated in the Space and Naval Warfare Systems Command’s exhibit at West 2008 in February where
many of the game-changing technologies developed by the SPAWAR team were demonstrated. Thanks to those readers who stopped
by to say hello.

Welcome new subscribers!

Sharon Anderson
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The theme of this CHIPS issue, maritime strategy, is about applying maritime power to the crucial responsibility of protecting U.S.
vital interests in a world that is increasingly interconnected and yet, increasingly uncertain.

Our maritime forces provide security with the ability to deploy quickly and reach difficult locations. With 70 percent of our world
made up of water, over 50 percent of the world’s population living on or near coastlines, and 90 percent of our commerce sailing
across water, our maritime forces also provide the stability that will prevent any disruption to the American quality of life.

Information technology enables our maritime forces to accomplish their mission and we must provide that which is necessary to
allow secure information sharing. In the past we've had several efficient, but disparate networks including the Navy Marine Corps
Intranet for shore-based users, ONE-NET - the Navy’s network for outside of the continental United States, MCEN - the Marine Corps
Enterprise Network and ISNS - our shipboard network infrastructure.

NMCI was revolutionary in size and scope, and it raised the bar for the Department’s network security. However, as the NMCI con-
tract comes to an end, we must continually look forward and focus on the vision for the Department’s future network environment.
This future environment includes our transition from NMCI to the near-term Next Generation Enterprise Network (NGEN) in 2010,
and then to the long-term Naval Networking Environment (NNE).

The Next Generation Enterprise Network will be the first step in the transition from NMCI and today’s networking environment
to NNE, which will provide a robust information infrastructure with the capabilities required by the entire Department. NGEN will
supply a secure IT infrastructure for naval networking in the continental United States and select overseas locations. The focus of
NGEN is to improve reliability, adaptability, security, governance and support to our maritime forces. It will ensure that users have
timely access to the information and services they require to accomplish their missions. It will be the naval component of the Global
Information Grid, and it will serve as the foundation for the DON'’s future NNE.

The Naval Networking Environment is envisioned to be a fully integrated enterprise-wide networking environment where data
and services are ubiquitously available to DON users. It will ensure that all naval networks, including Consolidated Afloat Networks
and Enterprise Services (CANES), the future afloat networking infrastructure, are fully interoperable.

As we prepare for the future, we are taking the steps necessary now for a seamless transition. We are identifying and developing
NGEN requirements and planning for acquisition, contracting and transition. We are also continuing our efforts to reduce legacy
applications, databases and networks to simplify our current environment and enable our future vision where all networks will be
interoperable — afloat and ashore.

In planning for NGEN and NNE, we are also looking at emergent technologies, new ways of fulfilling our mission and address-
ing the balance between securing our information and making sure that our users have access to data and information when and
where they need it.

The NGEN/NNE effort is not only a joint Navy and Marine Corps effort, but leadership from the highest levels of the Department,
including the Secretary of the Navy, the Chief of Naval Operations and the Commandant of the Marine Corps, are fully engaged in
guiding the NGEN initiative.

There were some challenges during the transition to NMCI, as there is with any change initiative, but it is important to remember
that it was the first network of its size to be implemented by an organization. The NMCI challenges are lessons we have learned, and
we are ensuring they are addressed as we move forward with NGEN.

We are doing everything we can to make sure the transition to NGEN is as efficient as possible. However, during this transition, we
will not lose sight of the current environment. We will continue to work to ensure that the Department’s users have reliable access
to the information and applications they need to accomplish their missions throughout the transition process. The Department will
continue investing in information assurance and network security improvements for NMCl, as these improvements are vital to keep-
ing pace with the dynamic and emerging environment of cyber threats, as well as preparing for the transition to NGEN.

In transitioning our naval network environment, we will be playing our part in ensuring that IT-enabled sea power can be applied
around the world to protect our way of life.

Robert J. Carey


http://www.doncio.navy.mil

U.S. Africa Command

Building mutual trust, respect and confidence through a sustained relationship with African countries

By U.S. Navy Cmdr. Denise Shorey, AFRICOM public affairs

U.S. Africa Command is
the Department of Defense’s
newest regional command.
The command will be respon-
sible for U.S. military relations
and activities with 53 African
nations when it becomes an
independent unified com-
mand in October 2008.

AFRICOM will assume re-
sponsibility for programs and
activities on the continent
currently managed by three
separate commands: U.S.
European Command, U.S.
Central Command and U.S.
Pacific Command, each with
its own commander and pri-
orities for operational activi-
ties within its assigned area
of responsibility.

The development of a sin-
gle command, AFRICOM, is a
Defense Department internal

LIMBE, Cameroon (Feb. 21, 2008) General William E. Ward, Commander,
United States Africa Command, departs the amphibious dock landing
ship USS Fort McHenry (LSD 43) after visiting the ship and observing
day-to-day operations for Africa Partnership Station (APS). Part of the
U.S. Navy’s Global Fleet Station, APS provides a platform with the ca-
pacity and persistent presence to support sustained, focused train-
ing and collaboration on a regional scale to maritime partners in West
and Central Africa. U.S. Navy Photo by Petty Officer 2nd Class Michael
Campbell.

rica will allow AFRICOM to work
smarter. The sum of our efforts
as a whole will be greater than
the sum of our individual parts.”

- Bring ADDED VALUE to the
security cooperation activities
the command undertakes at
the request of its African friends
and, in so doing, DO NO HARM
to collective and substantial on-
going efforts on the continent.
AFRICOM will add value by help-
ing to harmonize U.S. efforts to
maximize the effectiveness of
our nation’s resources that are
being dedicated to stability in
Africa.

"AFRICOM’s success and cred-
ibility on the continent has been
seen in the programs that cur-
rently go on, and it will be seen
in the future in terms of how it

reorganization to help activi-
ties run more smoothly across the continent.

The goal is to simplify coordination of U.S. Department of
Defense activities in Africa, making them more efficient and ef-
fective and facilitating cooperation with partners and regional
organizations.

President Bush directed the standup of AFRICOM in February
2007 and gave guidance on the design and structure of the new
command. Its first commander, U.S. Army Gen. William E. “Kip”
Ward, was confirmed by the Senate in September, and the com-
mand reached initial operating capability on October 1, 2007.

“Following my confirmation by the U.S. Senate, AFRICOM be-
came what | call a ‘command under construction,” Gen. Ward
said. He is building the command based on three enduring
themes.

— BUILD THE TEAM: AFRICOM has the opportunity, vision and
determination to redefine how the U.S. military cooperates with
and complements the efforts of its U.S., international and non-
governmental partners in Africa.

“U.S. AFRICOM will be innovative,” Gen. Ward said. “It will in-
clude people from other U.S. government organizations, such as
the Department of State, the U.S. Agency for International De-
velopment and others. The expertise gained from having staff
from other U.S. agencies that have decades of working in Af-
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directly contributes to the sta-
bility, security, health, and welfare of the nations, the regional
institutions, and the peoples of Africa,” Gen. Ward said.

- BUILD PARTNERSHIPS which will enhance the ability of Afri-
cans to provide for their own security.

“Our intent is to build mutual trust, respect and confidence
through a sustained relationship,” Gen. Ward said. “I want Afri-
can leaders to see AFRICOM as a reliable and consistent partner
in helping them achieve greater capacity to address the security
challenges they face, as well as be able to export that increased
capacity across the continent where it is needed.”

Some of the specific activities AFRICOM will support include:

— Peacekeeper training. Under the Department of State-led
Africa Contingency Operations Training and Assistance (ACOTA)
program, the U.S. military has helped train peacekeepers in 20
countries. Training includes convoy escort, checkpoint and dis-
armament operations, weapons handling, management of refu-
gees, negotiations and small-unit command skills.

Command and staff training, as well as exercises for battalion,
brigade and multinational force headquarters personnel, also
are included. HIV/AIDS awareness and prevention training are
stressed.

Dedicated to Sharing Information - Technology - Experience
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Large areas of uncontrolled territory in the Sahel and
West Africa, and difficulty guarding the borders in these
isolated regions, make it easier for the development and
growth of local and transnational terrorist networks.
Many transnational extremists have originated from North
Africa, and it is believed that transnational networks
return to this region for further recruitment, logistics and

safe-haven.

Over the past decade, more than 40,000 troops in Africa have
been trained under ACOTA and its predecessor programs. The
results have been more capable military forces that have been
able to export security elsewhere on the continent.

- Maritime and Air Domain Awareness. The U.S. has devel-
oped partnership programs to help African nations on the litto-
ral to improve their maritime security capabilities. lllegal fishing,
piracy and smuggling of people and resources are dangerous
threats to the sovereignty and economic well-being of many Af-
rican nations. The command intends to conduct similar efforts
in the air domain.

- Professional Military Training and Education. The Interna-
tional Military Education and Training (IMET) program sends Af-
rican military personnel to different U.S. military service schools
for professional military education or training. The amount spent
on this program is forecast to increase by about 27 percent over
the next three years. Today's IMET graduates are tomorrow’s
ministers, chiefs of defense and presidents.

“From my observations, the leaders of Africa and its island nations
are increasingly demonstrating the will to provide a safe and
secure environment for their citizens. My goal as commander of
U.S. AFRICOM is to build an enduring organization with regular
and sustained engagement that benefits both the citizens of the
United States and the citizens of the nations in Africa.”

- Commander, U.S. Africa Command Gen. William E. Ward

- Counter-terrorism. Large areas of uncontrolled territory in
the Sahel and West Africa, and difficulty guarding the borders
in these isolated regions, make it easier for the development
and growth of local and transnational terrorist networks. Many
transnational extremists have originated from North Africa, and
it is believed that transnational networks return to this region
for further recruitment, logistics and safe-haven.

U.S. military and State Department-sponsored counter-terror-
ism training programs assist nine nations in developing effec-
tive defenses against these threats. The programs are aimed at

GULF OF GUINEA (Feb. 2, 2008) — Landing Craft Utility (LCU 1655) and
the Equatorial Guinea Navy follow in formation behind Africa Partner-
ship Station (APS) flagship USS Fort McHenry (LSD 43) as they pass by
the home of Equatorial Guinea President Teodoro Obiang Nguema
Mbasogo. As part of the Navy's new cooperative maritime strategy,
APS brings the latest training and techniques to maritime profession-
als in West and Central Africa to address common threats of illegal fish-
ing, smuggling and human trafficking. U.S. Navy photo by Petty Officer
2nd Class R.J. Stratchko.

building regional security capabilities, prompting interoperabil-
ity and strengthening inter-regional cooperation in the region.

— Medical and health care initiatives. The U.S. is working with
African militaries and public organizations on medical and health
care initiatives. These include programs designed to help Afri-
can militaries deal with HIV/AIDS, malaria prevention programs,
mine removal programs, and initiatives to build and equip medi-
cal facilities, clinics, orphanages and schools. For example, last
year, 85 percent of the anti-HIV/AIDS programs conducted by
the military of Senegal were funded by the U.S.

A goal of Africa Command is to ensure these programs are
well-coordinated on a regional level. By working with U.S. Em-
bassy and USAID teams, the AFRICOM staff will have a better un-
derstanding of programs that have high priority within the U.S.
government, African nations and the international community.

“Now is the right time for U.S. AFRICOM. The African conti-
nent’s economic, social, political and military importance in
global affairs has grown tremendously,” Gen. Ward said. “From
my observations, the leaders of Africa and its island nations are
increasingly demonstrating the will to provide a safe and se-
cure environment for their citizens. My goal as commander of
U.S. AFRICOM is to build an enduring organization with regular
and sustained engagement that benefits both the citizens of the
United States and the citizens of the nations in Africa.

We have the opportunity, vision, and determination to rede-
fine how the U.S. military cooperates with and complements the
efforts of its U.S., international, and non-governmental partners
in Africa.”

For more information about U.S. Africa Command, please visit
the command’s Web site at www.africom.mil. CHIPS
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Congratulations to the 2008 IM/IT
Excellence Award and Federal 100

Award Winners

By the DON CIO Communications Team

Congratulations are in order for indi-
viduals and teams throughout the De-
partment of the Navy. The DON Chief
Information Officer presented DON Infor-
mation Management/Information Tech-
nology (IM/IT) Excellence Awards Feb. 5,
2008, during the DON IM/IT Conference
in San Diego, Calif. Additionally, Federal
Computer Week announced its 2008 Fed-
eral 100 Awards, which were presented at
an awards gala March 24, 2008.

2008 IM/IT Excellence Awards

The DON IM/IT Excellence Awards, pre-
sented by the DON CIO, recognize supe-
rior quality of IM/IT projects and teams
and individuals helping to transform the
Navy and Marine Corps through informa-
tion technology. Congratulations to the
following award winners:

® Col. Eric L. Rolaf, commanding offi-
cer of the Marine Corps Network Opera-
tions and Security Center (MCNOSC), for
significant achievement and leadership
of the MCNOSC and defense of the Ma-
rine Corps Enterprise Network.

® Lt. Cmdr. Darrell Nealy, deputy assis-
tant chief of staff (ACOS) N6, Strike Force
Training Pacific, for hisleadership through-
out the waterfront and expertise in com-
munication systems and capabilities.

@ Naval Facilities Engineering Com-
mand Hosting Consolidation and Navy
Marine Corps Intranet (NMCI) Migration
Team for providing efficient, integrated,
secure hosting and continued user access
to systems, including those providing lo-
gistics support to 3,400 Seabees deployed
in the global war on terrorism.

@ Navy Enterprise Resource Planning
(ERP) Team, for the design, development,
testing, training and initial implementa-
tion of the Navy ERP System that is mod-
ernizing and standardizing the processes
the Navy uses to manage its people,
programs, finances, supply chain and
maintenance.

©DON Next Generation Enterprise
Network (NGEN) Requirements Task
Force, for dedication and determination
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in gathering, analyzing and prioritizing
requirements for NGEN, the follow-on to
NMCI, scheduled for implementation in
2010.

® Naval Personnel Development Com-
mand and Navy Individual Augmen-
tee (IA) Combat Training Center Support
Team, for developing the IA community
of practice as the authoritative source for
disseminating and gathering information
to and from Sailors ordered as IAs.

® Office of Naval Research (ONR) Cor-
porate E-mail Archive Project Team, for
advancing ONR's ability to manage large
volumes of e-mail easily and effectively,
extend e-mail storage capabilities, and
use knowledge and document manage-
ment tools to assist in research and eDis-
covery efforts.

Federal 100 Awards

The Federal 100 Awards, presented
by Federal Computer Week Magazine,
honors leaders from government, indus-
try and academia who have made a sig-
nificant contribution to the government’s
use of IT. Congratulations to the follow-
ing winners from the Department of the
Navy:

© Mr. Robert J. Carey, DON CIO, for IT
leadership across the Department of the
Navy.

© Brig. Gen. George J. Allen, DON Dep-
uty CIO (Marine Corps), for IT leadership
throughout the Marine Corps.

© Col. Eric L. Rolaf, also a DON IM/IT Ex-
cellence Award winner. As the command-
ing officer of MCNOSC, he is charged with
the operation and defense of the Marine
Corps Enterprise Network.

© Mr. Ron Rosenthal, program man-
ager for the Navy ERP Program and the
senior civilian responsible for executive
direction over Navy ERP. The Navy ERP
Team also won a DON IM/IT Excellence
Award.

© Mr. Floyd Groce, team lead for the
DON Enterprise Licensing initiative and
co-chair of the DoD Enterprise Software
Initiative (ESI) Working Group. The DoD

Dedicated to Sharing Information - Technology - Experience

Top, the DON CIO RobertJ. Carey with the DON
Next Generation Enterprise Network (NGEN)
Requirements Task Force. Bottom, Mr. Carey
with the Navy Enterprise Resource Planning
(ERP) Team. The DON IM/IT Excellence Awards
were presented Feb. 5, 2008, during the DON
IM/IT Conference in San Diego, Calif.

The next DON IM/IT Conference is scheduled
for June 16-19, 2008, at the Virginia Beach

Convention Center, Virginia Beach, Va. Please

go to the DON CIO Web site at www.doncio.

navy.mil for information.

ESI is a joint initiative to leverage the De-
fense Department’s buying power for li-
censing commercial software and devel-
oping a business process for Information
Technology Asset Management.

© Col. Monte E. Dunard, Director of the
Marine Corps Center for Lessons Learned.
He is responsible for ensuring that the
experience gained by Marines in com-
bat operations and exercises is captured,
documented and rapidly distributed
throughout the Marine Corps to enhance
doctrine, tactics, techniques, procedures
and Marine Corps warfighting functions.

© Michael Jacobs, the DON chief tech-
nology officer, responsible for enterprise
architecture, standards and data manage-
ment. He is also the Director of the DON
NGEN Strategy and Concept of Opera-
tions Task Force. The NGEN team also won
a DON IM/IT Excellence Award. CHIPS
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Combined Joint Task Force-Horn of Africa

Defense, Diplomacy and Development

The Horn of Africa contains some of the most volatile areas in the world, coun-
tries ravaged by poverty, instability, violence, human rights violations, natural ca-
tastrophes and piracy. But the Combined Joint Task Force-Horn of Africa, under the
leadership of the State Department and supported by the U.S. Agency for Inter-
national Development (USAID), is working to promote regional stability and eco-
nomic development in this troubled area in partnership with local governments,
humanitarian organizations and international agencies.

The area of concentration includes: Djibouti, Ethiopia, Eritrea, Kenya, Seychelles,
Somalia, Sudan, Tanzania, Uganda, Comoros, Mauritius, Madagascar and Yemen.

CJTF-HOA, a unit of U.S. Central Command (USCENTCOM), is about seven years
old. The idea behind its standup is that poverty and violence breed not only ex-
tremism, but drug and human trafficking, illegal arms dealing, oppression and
ignorance. Promoting peace and prosperity in this culturally diverse area of rival
tribes, languages and customs is a tall order, but CJTF-HOA is staffed with profes-
sionally trained subject matter experts.

To this end, U.S. Joint Forces Command (USJFCOM) led an annual CJTF-HOA Mis-
sion Rehearsal Exercise (MRX) at its Joint Warfighting Center in Suffolk, Va. The
MRX, held in January, and also supported by USCENTCOM, trained personnel to
conduct joint operations using realistic scenarios. Most of the scenarios are taken
from real-life situations and are recommended by personnel already stationed in
the region.

More than 300 participants including Standing Navy Joint Command Element
staff and individual augmentees, subject matter experts from USCENTCOM and
several interagency organizations, participated. Multinational participation in-
cluded representation from Djibouti, Republic of Mauritius, United Kingdom and
France.

Navy Rear Adm. Philip H. Greene

Army Brig. Gen.Sanford
“Skip” Holman

The mission of the CJTF-HOA is to prevent conflict, promote regional stability and protect coalition interests in East Africa and
Yemen through humanitarian assistance, disaster relief, consequence management and civic action programs.

CHIPS spoke with Army Col. Dan Grymes, USJFCOM Joint Warfighting Center operations officer, the new Commander CJTF-HOA
Rear Adm. Philip H. Greene and Deputy Commander CJTF-HOA Army Brig. Gen. Sanford “Skip” Holman at a media opportunity dur-

ing the MRX Jan. 16, 2008. (Col. Roosevelt Barfield assumed the duties of deputy commander CJTF-HOA in March 2008.)

Col. Grymes: Our efforts here at the Joint Warfighting Center
support the training of the next CJTF-HOA commander and the
nucleus of his staff. The Horn of Africa area is vast and diverse.
There are 13 countries spanning an area equivalent to two-thirds
of the land mass of the continental United States. The success
of our efforts in the region will depend upon an integrated ap-
proach that combines diplomacy, development and defense.

Rear Adm. Greene: My staff and | have been involved in the pre-
deployment workups the last four months. It has been a rich ex-
perience, we have taken advantage of the iteration of training
that the previous two Navy staffs received over the last couple
of years and built on the lessons learned and experience from
the staffs that have preceded us. The reason we have had such
value out of this is because of three important elements.

One is Joint Forces Command, and the experienced team
that exists here. From the existing CJTF-HOA staff, we were able
to bring back 20 to 30 of the existing members to be with us
during different parts of the training program. For the mission
rehearsal exercise that is going on right now, we had many of
the key individuals that reside in leadership positions to impart
their view of what'’s happening on the ground in Djibouti and

the region. That mix of individuals with the new has been very
helpful to have ground truth and to blend that with the Joint
Forces Command training team.

The third piece is the Senior Mentor Program. | have a retired
lieutenant general from the Marine Corps that works in conjunc-
tion with me and with the Joint Forces Command training team
and with our staff to add value from a commander’s experience
perspective.

Those three combinations serve as a catalyst to build our
knowledge base and gel my team.

On the philosophical side, our main mission in the Horn of Af-
rica and East Africa region is to develop partnerships and forge
relationships. It is key for us to do that in the context of what we
call the 3Ds, which are development, defense and diplomacy.

Those all serve to support the end states that are important:
increasing security, improving stability and enabling sovereign-
ty as we partner with our African counterparts. We are there be-
cause they want us to be there. It is about Africans having own-
ership over the challenges they face and how we are helping
them.

Clearly, our success is built around how we develop the ca-
pacity and capability for the Africans to be security contributors,
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HOL HOL, Djibouti - During a dedication ceremony for the comple-
tion of the renovation project at the Hol Hol primary school in Djibouti,
local children perform a dance to entertain the crowd. U.S. Navy photo
by Petty Officer 1st Class Scott Cohen.

which aids in their greater regional stability, stimulates their
economies and social development, and contributes to helping
us understand those elements that fuel extremism.

Q: Since you will be working with nongovernment organizations
and charities, is the communications infrastructure sufficient to
meet your needs?

Rear Adm. Greene: Great question. Our communication efforts
are positive and robust. | mean this in the context of how we
work within the interagency environment and how we work
with the regional international organizations and how that con-
tributes to opening doors for opportunities with nongovern-
mental organizations.

In particular, USAID is the conduit that is available for us to
work closely with when opportunities present themselves with
a nongovernmental organization. Our efforts to mature the in-
teragency relationships and our partnering with international
regional organizations and finding opportunities with non-gov-
ernmentals are growing as CJTF-HOA continues to be an endur-
ing part of our engagement effort in East Africa and the Horn of
Africa.

Like every relationship, as time goes on, you see how you can
increase the benefits of partnering with resources that have mu-
tual objectives in terms of humanitarian assistance, cooperation
and engagement.

Q: How do you see the balance between the two main missions of
CJTF-HOA, one is the development side and the other is counter-
terrorism. Do you pursue counterterrorism only through the devel-
opment side? Or do you expect to be engaged in kinetic or special
ops?

You used a good word — balanced. The de-
velopment side, we emphasize with drilling wells and building
schools. We are trying to counter terrorism in that manner. We
are on a military base, and like any military base, we are able to
facilitate other types of operations, but we do not have any ac-
tive counterterrorism mission. That’s not our lane.

10 CHIPS www.chips.navy.mil

Our focus is on theater security cooperation and enhancing
the capability and capacity of the nations that we have relation-
ships with and giving them the ability to provide counterterror-
ism support.

Rear Adm. Greene: Let me follow along with that and offer you
the view as | see it. The lines of effort that we pursue go across,
for example, the military-to-military training side, theater se-
curity cooperation from a regional context, and then engage-
ment and cooperation as we look to the civil affairs. All create a
greater level of understanding. We certainly are there to forge
relationships and to build a partnership where the capacity and
capability of our African friends can be increased in the area of
security and stability.

Q: What do you see as the impact of the creation of AFRICOM (U.S.
Africa Command) on the effort in Djibouti? General, what sort of
vibrations are you getting from the 13 countries in your AOR?

| can't speak as an expert on the different
countries, but in the interactions we have had with the military
side of the house, they understand the purpose of AFRICOM,
and why we are using that change in management of military
activities on the continent.

Since we have built relationships with them, and we interact
with them on civil affairs and mil-to-mil training, we are able
to have more in-depth discussions about AFRICOM. We are
able to explain to them how complex our operations are when
we have to interact with three different COCOMs (combatant
commands).

With AFRICOM, we get better support because there is a
COCOM focused on their needs as opposed to having to com-
pete with other regions, for example, CENTCOM, EUCOM and
PACOM .There have been staff talks between CENTCOM, EUCOM
and AFRICOM to facilitate a smooth transition.

It's [AFRICOM] a new type of command, and it is different
than the other combatant commands.

Q: Could the admiral talk about any impact that he sees from AFRI-
COM standing up during his tenure? When are you going and how
long is your tour?

Rear Adm. Greene: We will be heading over in the next couple of
weeks and my tour is a year long. | am very excited about it and
looking forward to the challenge. It is an opportunity for all of us
to make a positive contribution.

There is great synergy between what CJTF-HOA does now
and what we are about and what AFRICOM represents as a com-
batant commander.

Q: What role do training simulation technologies or other types of
technology play in this exercise?

Col. Grymes: We do not use simulation for this exercise. We have
replicated all the command and control systems and mecha-
nisms that the units will find once they take responsibility in
CJTF-HOA. We have taken great pains to make sure that they
train with what they will operate with.

For simulation, we use scenario events and injects, a political,
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military, informational, or economic problem that the CJTF-HOA
staff must resolve. We use the Joint Training Experimentation
Network (JTEN) of Joint Forces Command for communication,
which helps us connect to all our training partners.

Rear Adm. Greene: The way the mission rehearsal exercise is
being presented has been creative. The information architec-
ture, in terms of command and control, closely replicates the
way the actual joint operation center is set up back in Djibouti.
People are getting familiar with the information architecture
and the command and control in that context.

We have role-player dynamics here, which are healthy and
add realism to different scenario events that unfold during the
mission rehearsal exercise. That is across the spectrum of the
ambassadors that are in country, the Office of the Secretary of
Defense (OSD), the Joint Staff, the COCOMs, interagency, USAID
and the State Department, if necessary.

This all adds a level of realism and a sense of urgency that cre-
ates the right atmosphere for the best training. We also brought
back a sampling of liaison officers from East African countries,
which makes us a combined joint task force. That is helpful be-
cause our folks get to interact with those LNOs and, in this case,
a LNO from Djibouti and a LNO from the island of Mauritius.

Q: What will you be doing that prepares you for this mission?

Rear Adm. Greene: Some [scenarios] may involve requests from
ambassadors to respond to humanitarian assistance incidents,
for example, a flood or other forms of natural disaster response.
That requires communications between the embassy, Main
State (U.S. Department of State), OSD and the CJTF staff.

Some are security-related matters, how do we address camp
force protection issues given increased security events. Some
are senior level engagement and how we best present our is-
sues and lay out our objectives so that we can get interplay in
building relationships and developing partnerships.

Q: What is the skill set within the task force?

Rear Adm. Greene: Great question. As we develop the staff com-
position, which is a joint staff, the services try to do a good scrub
of the individuals that are being assigned to the billets to see if
they possess a level of knowledge, in particular, in areas across
the spectrum of civil affairs or if they have had an interagency
tour in Washington and experienced the dynamics of working
with the Department of State, the Joint Staff or OSD.

As we build the talent base, which is a Reserve/active mix,
particularly at the leadership level, there is a strong effort to look
at the backgrounds of individuals so that we can maximize the
skill sets they have.

My most recent assignment was at U.S. Naval Forces Europe
and Africa, where | was the director for strategy, policy and re-
sources. | spent most of my effort focused on West and Central
Africa delivering our maritime security and safety policy and
working with Africans and with interagency and international
regional organizations. This base of experience that | developed
working on West and Central Africa issues, from a maritime safe-
ty and security perspective, is very helpful as we look to East
Africa and the CJTF-HOA mission set.

The Combined Joint Task Force—Horn of Africa, or CJTF-HOA,
conducts unified action in the combined joint operations area of the
Horn of Africa to prevent conflict, promote regional stability, and

protect coalition interests to prevail against extremism.
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Q: Do you have anyone on your staff with language skills?

Rear Adm. Greene: We do have people with language skills. |
also have a political adviser, assigned from the Department of
State, who speaks French and has spent some time in East Africa.
Most recently, my political adviser was the Charge d’Affaires for
the ambassador. When he was back in Washington for several
weeks, Dr. Kathleen List stood in for him.

| also have a development adviser, a former USAID employee,
on my staff that complements the political adviser. In addition
to that, | have French members, U.K. members and liaison of-
ficers from 13 of the African countries.

| have a blend of expertise and perspective that enables me
to be most effective.

Q: Do you hope to work with the African military to standardize pro-
cedures for military operations as well as humanitarian assistance?

Rear Adm. Greene: As the Africans develop their capability and
capacity to solve their challenges, they will be solving African
problems using African resources. Certainly, we would like to
have procedures in place that will allow them to work with each
other as well as working within their own country.

The African Union plays an important roll in terms of being a
catalyst, and hopefully an effective one in the future, for help-
ing to focus African resources to address tough challenges, for
example, peacekeeping forces in Somalia or Darfur.

Q: | want to ask about three of the major situations in Africa: the
situation in Kenya, the situation in Somalia and the situation in
Darfur. | would like to know from the general, what the impact of
violence in Kenya has been on your operations and what activities
you are engaged in with regard to Kenya, Somalia and Darfur. And
from the admiral, looking ahead, how important are those regions
in regard to the mission?

Brig. Gen. Holman: The aftermath of the elections in Kenya had a
regional impact, logistically, as well as emotionally. We had civil
affairs and mil-to-mil training ongoing in Kenya. Most of those
activities are on military bases, so when it comes to force protec-
tion, it was a minimal impact to those missions.

The ambassador dictates the activities, and he has the lead on
foreign policy. He is interacting with the president, the ministers
and chiefs of defense as well as the senior leadership of CJTF-
HOA. We take our lead from the ambassador as well as sharing
information we get from host nation key leaders to determine
the best way to support them.

When it comes to Somalia, we have no troops in Somalia. We
have done some medical and counterterrorism training to help
troops deployed to Mogadishu. We have also done some mari-
time training with Ugandan forces and prepared them to per-
form port security that Ugandan marines are doing now.

In Darfur, we have a presence with liaison officers and observ-
ers to help us keep tabs on what’s going on, so we can lean for-
ward in the foxhole and be prepared to provide support if need
be.

Q: Admiral, how much of your efforts will be devoted to these situa-
tions within the context of the mission?
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Rear Adm. Greene: Those are three examples of situations that
are important ones. There are others, from the piracy off Soma-
lia to tensions on the Eritrean/Ethiopian border. | think it’s im-
portant that we are watching all those events. Our objective, a
collective objective that we have in conjunction with the State
Department and our country team, and with the international
organizations and regional organizations, is to participate in
developing the partnerships and forging the relationships that
help us improve security and stability.

Q: How many people are involved in this mission?

Col. Grymes: We have about 325 personnel involved in the train-
ing. There are 37 people that came back from the current staff
that are participating in the exercise. We have a structure that
helps us control the exercise and cover all the political, military,
economic and information aspects. We call that the Joint Exer-
cise Control Group.

We will link up with Admiral Greene and continue training
now that he is in charge in theater. He may find that there are
things he wants to work on with his staff, and we will assist him,
as well as capturing lessons for the next exercise.

“There is a natural synergy between what we are doing on the
defense side, what the development side is doing and what
diplomacy is all about. With all of us working closely together, we
are able to optimize the resources we have and to provide the
best kind of assistance and response to help the Africans solve
their challenges.”

Commander CJTF-HOA Rear Adm. Philip Greene

Q: A number of the things that you mentioned as your mission set
fully replicate what the Department of State does with political ad-
visers and development advisers. How do you explain to the African
countries what the need is for a group like this?

Rear Adm. Greene: Having political advisers and development
advisers on a major staff is a common thing. All our combatant
commanders have political advisers, and the insight provided
by that perspective is certainly helpful. All of us benefit from
that expertise.

In respect to your question, we complement each other’s ef-
forts. We are there to support the initiatives of the Department
of State and the Office of the Secretary of Defense in terms of
capacity building for increasing security and improving stabil-
ity. We are there at the request of the Africans to support the
needs they have in terms of building their capabilities across the
spectrum of cooperation, engagement and military-to-military
training affairs.

There is a natural synergy between what we are doing on the
defense side, what the development side is doing and what di-
plomacy is all about. With all of us working closely together, we
are able to optimize the resources we have and to provide the
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best kind of assistance and response to help the Africans solve
their challenges.

Q: Admiral, there is a school of thought that says that the military’s
main job is to engage in kinetic operations and that they are not
trained, staffed and equipped for this kind of softer approach. Some
people feel that they should not be doing that. Can you comment
on how you feel about being engaged in this type of activity and
whether you think the military can be effective?

Rear Adm. Greene: | am very proud to be involved in conflict-
prevention efforts. If what we are doing, with respect to engag-
ing with our partners on the development side and the diplo-
macy side, results in conflict prevention, then the investment of
our time and efforts will have paid huge dividends.

Make no mistake, for us it is about the conflict prevention
piece. We are ensuring that our homeland is protected the best
way possible. If we can enhance that through forging relation-
ships, building partnerships, creating capacity so that our Afri-
can friends are contributors to their secure environment so they
can stimulate their own economic and social development, so
they can make a better life for their own people, then we will all
feel we have done a great thing.

Brig. Gen. Holman: | feel fortunate to be a part of this mission.
| spent a year in Iraq doing the kinetic part. | have about nine
months of experience with the non-kinetic. In the Army, the
training and personnel development objective is full spectrum
operations. Most officers get a lot of experience on the kinetic
side but not on the non-kinetic side. This has balanced my expe-
rience and | feel more capable of dealing with any national secu-
rity situation | might be thrown into in the future because | have
a broader perspective on how to deal with those situations.

The wave of the future is probably to develop troops that
have a full career that have a balance between the kinetic and
the non-kinetic. We have civil affairs teams, we have well-drillers,
and we have combat service support personnel whose skill set
matches the non-kinetic mission. They have those dual-use skills
that can be used in a kinetic or non-kinetic environment.

Postscript

The new core staff of CJTF-HOA, more than 80 Sailors, de-
ployed Jan. 28. Most will be working out of Camp Lemonier, Dji-
bouti during their one-year deployment, while some will be sta-
tioned in partner nations and remote operating bases. The task
force will conduct military-to-military training, medical and vet-
erinary civil action projects and other humanitarian missions.

For the past four months, these Sailors have gone through an
exhaustive training cycle which included a lecture series on the
cultural, religious and ethnic makeup of the region. The train-
ing also included two weeks of individual augmentee training at
Fort Jackson, S.C., in addition to the MRX, led by USJFCOM. CHIPS

CJTF-HOA - www.hoa.centcom.mil.
AFRICOM'’s — www.africom.mil

USJFCOM - www.jfcom.mil
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Q & A with Cynthia Gonsalves

Acting Director Office of Technology Transition

Office of the Deputy Under Secretary of Defense

(Advanced Systems & Concepts)

As the Acting Director for the Office of Technology Transition (OTT), Ms. Cynthia Gonsalves is respon-
sible for formulating policies and establishing and managing programs that transition advanced tech-
nologies from research and development (R&D) to weapons systems in an affordable manner to assist
in the commercialization of defense technologies. OTT is federally mandated by Congress under the fol-
lowing authorities: 15 U.S.C. 3710-15, Technology Innovation; 10 U.S.C. 2515, Office of Technology Transi-

tion; and 10 U.S.C. 23593, Technology Transition Initiative.

The CHIPS staff heard Ms. Gonsalves’ presentation to the U.S. Joint Forces Industry Symposium in July 2007 and asked her to dis-
cuss the critical work of the OTT in accelerating technology into defense systems in December. David Appler, an OTT staff assistant,

also joined the discussion in December 2007.

CHIPS: Your presentation discussing the work of the OTT at the USJF-
COM Industry Symposium was fascinating.

Ms. Gonsalves: | am in the Office of Technology Transition, which
is uniquely positioned in the Defense Department within the
Director of Defense Research and Engineering and under the
Deputy Under Secretary for Advanced Systems and Concepts.
We have the opportunity to have five programs in our office.
Some have funding that allows us to work with the private sec-
tor and with the Defense Department laboratories in transfer-
ring as well as transitioning technology to the private sector and
to programs of record.

The programs are: Technology Transfer; Technology Transi-
tion Initiative (TTI); Manufacturing Technology Program (Man-
Tech); the Defense Production Act Title Ill; and North American
Technology and Industrial Base Organization (NATIBO).

CHIPS: Are you working with mature technology or technologies
that are going to be available 10 to 20 years down the road?

Ms. Gonsalves: We are looking at both areas: at mature technol-
ogy and at technology innovations. We are trying to accelerate
the use of technology, whether it has just been invented, is just
ready to go to market, or whether it is technology that we've
known about but have not inserted into any of our systems yet.
We are looking for innovation and transition pathways.

CHIPS: Would you like to explain the OTT’s programs?

Ms. Gonsalves: Certainly, | would love to talk about our pro-
grams. The Manufacturing Technology Program is a congressio-
nally authorized program that allows us to invest in production
processes that are pervasive across systems, platforms or com-
ponents where we can scale up the manufacturing process to
meet requirements for the Defense Department.

We have several examples of that from the 1950s where we
developed the original numerically controlled machine tools all
the way through current efforts in fielding of lightweight body
armor and composites affordability initiatives. Several things
are going on there, and we see this program as a growing one
across the department.

For the Defense Production Act Title Ill Program, we have au-

14 CHIPS www.chips.navy.mil

thority to do some unique things working with the private sec-
tor. We can create or expand production capacity for national
security needs; we can establish partnerships and provide other
incentives to industry.

UnderTitle lll, we can provide engineering support to improve
quality and yield. We can make purchases for process validation
and qualification tests. We can provide support to develop stra-
tegic business and marketing plans for the companies. We can
purchase or install production equipment, and we can provide
the guaranteed market so that companies have a production ca-
pability that they are gearing up to meet.

Some of the things we have done are modernizing the do-
mestic manufacturing capabilities for radiation-hardened elec-
tronics, providing technology for laser-protective eyewear to
U.S. companies so they can get into production, and we have
established a viable production base for silicon carbide sub-
strates where the systems provide higher operating tempera-
tures, greater power handling capability, and higher speed and
operating frequency.

Those are two programs and they have tight criteria to apply
for — but when we need to use them — they are powerful tools
for the Department. One of the programs | talked about at the
symposium was the Technology Transition Initiative. With this
program, we have about $30 million a year to facilitate the rapid
transition of technology from our S&T (science and technology)
portfolio into acquisition programs of record.

There are specific criteria. (See TTI text box on the next page.)
It starts with TTI funding, which accelerates the product transi-
tion, and the last criterion is commitment to an acquisition and
procurement path. There are weighted criteria with the heavi-
est weight being commitment to acquisition. This is where |
am looking for a commitment from a program office so that if
we fund the final stages, qualification or testing, or buy initial
product for the program, they will pick it up and buy it into the
future.

Your readers may want to know that we will be coming out
with a call for proposals the first part of March. (Go to www.acq.
osd.mil/ott/tti/ for information.) We are looking for the services
and Defense agencies to provide submittals to us.

The TTI programiis a joint program. Each of the services, some
Defense agencies and U.S. Special Operations Command are al-
lowed to submit a certain number. The services submit 10 pro-
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posals, and Defense agencies may submit
five for this potential funding. The key
thing with the Technology Transition Ini-
tiative is that we want to fund technolo-
gies having impact for the warfighter. We
can only do this by ensuring the commit-
ment to acquisition as the end state.

Another program that | talked about
was the Technology Transfer Program.
This is new at JFCOM. They are just start-
ing to use CRADAs (Cooperative Research
and Development Agreements) and other
tools that are available such as Education
Partnership Agreements.

Many times in the Defense Depart-
ment we develop technology and capa-
bilities, and industry, at the same time,
develops similar capabilities. We would
like to be able to work jointly to leverage
each other’s resources to take technology
to the next level and commercialize it.

The reason DoD is interested in com-
mercializing the technology is [that] we
are notin the production business. Private
industry is in the production business.
We want industry to take our technolo-
gies and utilize them. We have made the
heavy investment upfront, and we want
to be able to buy products incorporating
that technology.

We have examples like the Hearing
Pill™, Attenuating Custom Communica-
tion Earpiece System (ACCES), HemCon
Bandages, laser rangefinders, Battlefield
Medical Information  System-Tactical
[BMIST] — and many things that | could
go through in more detail with you.

This program is not new; itis something
we want to grow — transferring technol-
ogies that the DoD has developed to the
private sector for mutual application.

We use various capabilities to support
technology transfer efforts. One is Part-
nership Intermediary Agreements. Our
Partnership Intermediaries facilitate deals
for us with the private sector and coordi-
nate working agreements to develop ca-
pability jointly.

We have many success stories from
doing this. If you go to www.dodtech-
match.com, you will see many of the suc-
cess stories from these agreements.

We also have a partnership with an or-
ganization called MilTech (www.miltech-
center.com/). We are trying to leverage
the Department of Commerce’s Manu-
facturing Extension Partnership Centers
(www.mep.nist.gov/). They have about
500 centers across the country to help

Technology Transition Initiative

Once a decision is made to move a technology from the Science and Technology program into acquisi-
tion, it often takes two to three years to obtain procurement funding to buy the product. During that time,
many technology projects either become obsolete or are canceled due to a lack of funding. To help ad-
dress this need, Congress established the Technology Transition Initiative (TTI) in 2002 to bridge the gap
between demonstration and production of S&T funded technology (10 U.S.C. 2359a).

Key provisions of the code include:

* Accelerate the introduction of new technologies into operational capabilities for the armed forces.

» Successfully demonstrate new technologies in relevant environments.

* The science and technology and acquisition executives of each military department and each appro-
priate defense agency and the commanders of the unified and specified combatant commands nominate
projects to be funded.

e The TTI program manager identifies promising projects that meet DoD technology goals and require-
ments in consultation with the Technology Transition Council.

* The TTI program manager and the appropriate acquisition executive can share the transition cost.
Service/agency contribution can be up to 50 percent of the total project cost. A project cannot be funded
for more than four years.

TTI evaluation criteria
To be considered for TTI funding, a project must meet the following criteria:
* Technology developed with S&T funding;
* Product has buyer with funds available to purchase it in later years — commitment to acquisition path;
« Joint focus, preferably joint or multi-service project (two or more services/agencies);
» Demonstrated value to the warfighter;
* Technology mature — TRL 6 or 7;
* Cost sharing between TTI and service/agency is encouraged to leverage funding; and
* Project duration of less than four years.

Business processes for project evaluation
* Technology Transition Council
* Technology Transition Working Group

TTI Successful Transitions

— Semantic Web Network — The SWN is an XML-based content routing system and data mining tool
which enhances command and control by delivering more relevant and complete information across the
Intel community databases in real-time. The technology matured faster than expected, and is now incorpo-
rated into MarineLink which deployed with Marine Expeditionary Force | and Il in Irag.

— Water Purification System/Water Pen Unit — The Defense Advanced Research Projects Agency was
funded as a TTI project in FY 2003 and FY 2004 to bridge the gap between DARPA's development funding
and scheduled procurement in FY 2005. The miniaturized water-purification system destroys biological and
chemical warfare agents, including: anthrax, plague, smallpox and common waterborne pathogens such as
bacteria, viruses and protozoa, including E. Coli, Giardia and Cryptosporidium.

For tactical situations in which deployed troops do not have quick and easy access to potable water,
the pen allows Soldiers to treat up to 300 liters of any available, non-brackish water source. Mixed oxidants
electrochemically generated from common table salt via several small lithium camera batteries kill a wider
range of resistant microorganisms.

— Titanium Nitride (TiN) Coating for T-58 Engine Compressor Blades—Marines — TiN coating for the T-58
engine will double compressor life in a sand environment and is projected to save about $56 million in life
cycle costs through FY 2012. The airfoils will be installed in nearly 300 new T-58-16A Engine Reliability
Improvement Program (ERIP) compressor cores procured for Marine Corps CH-46 helicopters. Installation
began in FY 2005.

— Battlespace Terrain Reasoning and Awareness — BTRA is a suite of common, analytic applications
designed to provide actionable information for terrain and weather effects using Geographic Information
Systems (GIS) data. Such data enable C4ISR and battle command decision-making and mission execution
in open and complex environments. Software applications (tactical decision aids) and services include the
Commercial Joint Mapping Toolkit, which has 192 joint C4ISR systems.
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small firms with manufacturing prob-
lems. Using MilTech, we can provide this
assistance for small companies. It involves
manufacturing and quality assurance as-
sistance, looking at their production line
and giving them advice on how it might
be better postured to ramp up produc-
tion capabilities. It includes a variety of
things to ensure that we can obtain the
capability that we need.

CHIPS: It sounds like a complex process. Are
you looking at a 20-year program?

Ms. Gonsalves: Absolutely not! We are try-
ing to accelerate that timeline. We would
all like to see something out there today
and tomorrow, but reality is that it takes
time to do things. For the Technology
Transition Initiative, my goal is two years
because it fits the DoD budget cycle.

If | have a program manager commit-
ting to buy something two years from
now, | am willing to put in two years of
funding. Other things may take longer.
Some of our projects have gone out to
four years; the preference is to keep them
shorter. Remember, | am not looking at
basic research. We are looking at things
that are mid-level maturity.

CHIPS: When you talk about these marvel-
ous technologies. .. are you working with all
the services and government labs, not just
industry?

Ms. Gonsalves: We have between 80 and
100 laboratory sites in the Defense
Department.

CHIPS: Are you working with academia?

Ms. Gonsalves: Absolutely! We work with
universities, other federal government
laboratories and headquarters-level orga-
nizations, all the DoD laboratory structure
and the private sector.

CHIPS: There have been observations in the
technology press lately that the Defense
Department was once the leader in technol-
ogy; for example, in the development of AR-
PANET, the origin of the Internet, but that is
no longer the case.

Ms. Gonsalves: Our office looks at that in
terms of the amount of dollars we are in-
vesting in research and development and
the amount of dollars the private sector is
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DoD Technology Transfer and
Transition Programs

Authorized by:
15 U.S.C. 3710-15, Technology Innovation

10 U.S.C. 2515, Office of Technology Transition

10 U.S.C. 23593, Technology Transition Initiative

TechTRANSIT (www.acq.osd.mil/ott/techtransit/) is your
access to Department of Defense technology transfer pro-
grams policies and resources. TechTRANSIT promotes part-
nering opportunities between the private sector and defense
labs and improved accessibility of technology transfer informa-

tion and activities.

The North American Technology and Industrial Base Organization (www.acq.osd.mil/ott/natibo/) is char-
tered to promote a cost-effective, healthy technology and industrial base that is responsive to the national
and economic security needs of the United States and Canada.

The Manufacturing Technology Web site is www.dodmantech.com/, your online source of information on
the DoD ManTech program and its projects, activities and funding.

Congress established the Technology Transition Initiative (www.acq.osd.mil/ott/tti/) in 2003 to help bridge
the funding gap between demonstration and production of DoD S&T funded technology.

The Title Il Program (www.acq.osd.mil/ott/dpatitle3/) is a DoD-wide initiative that establishes, maintains
or expands a production capability offered for national defense. Management responsibilities include: pro-
gram oversight and guidance, strategic planning and legislative proposals, approval of new projects, and

liaison with other federal agencies and Congress.

putting into research and development. If
you look at the trend for the last 20 years,
while our DoD R&D budget is increasing,
industry is investing significantly more in
independent research and development.

We used to fund about 75 to 80 percent
of basic research in this country, but DoD
is now funding about 20 percent. Industry
has picked up the remainder.

Mr. Appler: But that is not just DoD; that
goes across the whole federal govern-
ment. The numbers Cynthia mentioned
apply across the whole federal spectrum,
including agriculture and energy. Up until
the early 1980s, the federal government
was the big bill payer in basic and applied
research and advanced development in
the United States. In that 20-year period,
it switched over to the private sector, and

Dedicated to Sharing Information - Technology - Experience

the federal government and private in-
dustry traded places.

One major exception is NIH (National
Institutes of Health) because Congress
made a national commitment to double
their research budget. The NIH basic and
applied research budget is larger than the
rest of the federal government research
budget put together. That was a con-
scious shift.

Let me give you a different perspec-
tive. In the 1960s, the Defense Depart-
ment was probably the biggest bill payer
in pushing technology and state-of-the-
art communications technology. With the
advent of cellular phone technology and
Internet technology, the federal govern-
ment is a small percentage in that total
marketplace.

We are not driving that train any more.
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We are trying to find ways to see what industry is doing from a
commercial point of view to leverage it for DoD. The major in-
vestment is taking place in the private sector because that is the
major source of income to that industry.

The federal government is not the big bill payer any more so
it is harder for us to have a seat at that R&D table.

CHIPS: Are you still seeing innovations from American companies in
spite of the controversy claiming that the United States is not gradu-
ating enough scientists to be competitive in a global market?

Ms. Gonsalves: That is true. The United States is not producing
enough scientists and engineers for our future inventions and
economic viability. There are several federal government pro-
grams to try to reverse that trend.

If you are interested in that, | suggest that you talk with Dr.
Will Rees, Deputy Under Secretary of Defense for Laboratories
and Basic Sciences. That organization is the DoD lead on edu-
cational programs, but it is a major issue for the federal govern-
ment when looking at our workforce of the future.

Mr. Appler: A good information resource is the National Science
Foundation (www.nsf.gov/). By statutory mandate, it collects a
lot of information directly and indirectly through the U.S. Census
Bureau and several other agencies on science and engineering
data.

The National Science Board (www.nsf.gov/nsb/) does an as-
sessment of science and technology on a biannual basis for the
NSF, not just from the government perspective but for the na-
tion as a whole. They write articles and do assessments of U.S.
levels of science and engineering versus other countries and
levels of education and concentration.

Reports are in a narrative format with the statistical data as a
basis of forming conclusions and speculating on trends.

CHIPS: Is there anything else you would like CHIPS readers to know
about your programs?

Ms. Gonsalves: | think we could make the use of Technology
Transfer Tools more widely available across the Defense Depart-
ment to leverage the capabilities that we have now. We prob-
ably could do a better job of that.

The unique individuals and offices that are using these now
are finding that a lot of the return from doing this outweighs any
upfront investment we might have done. | would like to see that
leveraging capability used more widely.

| am interested in reaching those organizations that might be
able to provide proposals to fund through our Technology Tran-
sition Initiative and to use the tools in the Technology Transfer
toolbox more widely. | think the technology transfer tools offer
capabilities that other tools in the Department don't allow.

Mr. Appler: One of the challenges we have in the Defense De-
partment, using communications as the example, is that histori-
cally we were driving our own technology agenda for our own
R&D investments, and we had one perspective.

One of the focus areas for the Honorable John Young, our
new Under Secretary for Acquisition, Technology and Logjistics,
and many of the people that report to him, is that there is a lot of

good technology in the commercial sector, but it is challenging
to find a way to take a commercial technology that was devel-
oped for a civilian purpose, unrelated to a military need, and re-
focus that back into the Defense Department. How can we insert
innovative technologies at the right time into DoD systems?

It's a business model that we haven't developed well. We are
used to nurturing our own technology and development, and
then trying to find a way to utilize it. We are not good at tapping
into that non-military market.

The process is there but making the process function effec-
tively is a challenge. When you have a paradigm shift, it is hard
to adjust habits, especially something as large as the Defense
Department.

CHIPS: I noticed that you do a lot of traveling, Ms. Gonsalves. What
is the purpose of your travel?

Ms. Gonsalves: One [purpose] is to tell industry groups about
the programs that we have and where we want to work with
them. Second, | want to talk with DoD folks about the capabili-
ties we have and ask them to help us identify any barriers that
we need to break down to do our jobs better. Third, | want to
make sure that the programs in which | am involved are on track
and focused to get technology out to the warfighter.

CHIPS: How do you learn about the small companies that you want
to help through MilTech?

Ms. Gonsalves: We hear about them in a variety of ways. In some
cases, they come directly to our office. Or one of the services
or agencies sees technology that is great and they want to go
forward, but they have an issue, and they come to find out if we
can help to identify a way to overcome that problem. MilTech
may have that solution.

| also hear about them from other program offices within
the Defense Department. These are usually small companies
that have some connection with our program, they are taking
our technology to market or they have a contract to do some
work for DoD, and it is a capability that we need to deploy now.
We have to find the most efficient way to get that capability
deployed. CHIPS
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By Steve Muck

11 Department of the Navy personnel should continue to increase their level of
awareness about properly safeguarding personally identifiable information (P11). To
learn more about properly safeguarding Pll, go to http://privacy-navy.-mil.

The synopsis at right of a recently reported loss or breach of
Pl highlights common mishandling mistakes made by individu-
als within the Department of the Navy. Incidents such as this will
be reported in each subsequent CHIPS magazine to increase Pl
awareness. Names have been changed, but details are factual
and based on reports sent to the DON Privacy Office.

Lessons Learned

+  Compromised PIl data can be used by thieves for many
years to come.

+  Wherever possible, delete Social Security numbers and
sensitive personal information from any list, database
or e-mail before transmission or storage. SSNs are a
critical element for bad guys to use in stealing personal
identities.

+  Routinely review files and destroy PIl by making it unrec-
ognizable when no longer needed.

+  With any identity theft, immediately file a police report,
contact the Federal Trade Commission Web site (www.
ftc.gov/idtheft) and close any accounts that have been
tampered with or established fraudulently. The FTC also
recommends that you place a “Fraud Alert” on your cred-
it reports and review the reports carefully.

The DON Chief Information Officer Robert J. Carey discussed
the importance of protecting PIl via podcast. The podcast is
available on the DON CIO Web site at www.doncio.navy.mil and
on the Navy Privacy Office Web site at http://privacy.navy.mil.

Steve Muck is the DON CIO critical infrastructure protection and privacy
team lead. CHIPS

On 5 Jan. 2008, a government employee was
notified by the local police department that
“someone had stolen his identity and was
about to use his credit card to buy a big
screen TV at a major department store.” Four
suspects were arrested when an alert sales-
person became suspicious of the purchase.

One of the suspects was in possession of a
two-page report dated 1994 containing gov-
ernment employment data. That same iIndi-
vidual had in his possession other credit
cards, four of which related to additional
names in the compromised report. The report
contained names, Social Security numbers,
date of birth, organization code, position
title and other employment related data.

It is unknown how the individual(s) came
to be iIn possession of this hard copy report
and whether additional pages of this report
have also been compromised.

All affected employees and former employ-
ees whose information appears on the com-
promised list have been notified or are in
the process of being notified.

The Naval Criminal Investigative Service
(NC1S), the Federal Bureau of Investigation
(FBI) and the Secret Service were all in-
volved to some extent in this first of a
kind Department of the Navy identity theft
incident.
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The Defense Acquisition Challenge Program

DAC gives small and medium-sized vendors the opportunity to inject innovative proposals into the Defense market

Authorized by Title 10, U.S.C. Sec 2359b, the Defense Acquisi-
tion Challenge Program (DACP), part of the Office of the Deputy
Under Secretary of Defense for Advanced Systems and Con-
cepts, provides increased opportunities for the introduction of
innovative and cost-saving technologies into Defense Depart-
ment acquisition programs. It provides an on-ramp to the DoD
acquisition system for small and medium vendors: Seventy per-
cent of projects selected have been small or mid-sized vendors!

What DACP Can Do

DACP provides oversight and funds for the test and evalua-
tion of technologies that have potential to improve current ac-
quisition programs at component, subsystem or system level. It
uses an established network of the services and U.S. Special Op-
erations Command (USSOCOM) liaison offices to more quickly
field weapons systems and support technologies.

For innovators, it means faster entry into the defense acquisi-
tion system. For the DoD program manager, it means increased
technology insertions to improve systems.

Technological developments and operational needs are
emerging faster than ever before. Yet the defense programming
and budgeting cycles cannot always keep up. On the supply
side, many of America’s companies generating technological in-
novations have found it difficult to break into the defense mar-
ket, especially those classified as small and medium-sized U.S.
businesses.

In an effort to remedy the technology-to-programming lag
and overcome the “valley of death,” the DACP provides oppor-
tunities for the increased introduction of innovative and cost-
saving commercial technologies or products into existing DoD
acquisition programs. Furthermore, the DACP is especially de-
signed to give small and medium-sized companies the oppor-
tunity to introduce new technologies and inject innovation into
current DoD programs.

To do so, the DACP provides any person or activity, within or
outside the DoD, the chance to propose alternatives, known as
Challenge Proposals, to existing DoD programs that could result
in improvements in performance, affordability, manufactur-
ability or operational capability of the systems acquired by that
program. As a result of selecting, testing and inserting the best
of these production-ready technologies, the DACP ultimately
expands the opportunities for emerging defense suppliers, wid-
ens the U.S. defense industrial base, and leverages unique inno-
vations for the benefit of the warfighter.

The Defense Acquisition Challenge Program’s objectives are
to improve the warfighter's capabilities and reduce expendi-
tures through:

+ Rapidly fielding quality military equipment;

« Eliminating unnecessary duplication of research, development,
test and evaluation (RDT&E);

+ Reducing life cycle or procurement costs;

+ Enhancing standardization and interoperability;

» Promoting competition by qualifying alternative sources; and
* Improving the U.S. military industrial base.

U.S. Navy Petty

Officer 2nd

Class Andrew

Ward looks

out to provide

suppressing fire

in support of a

training exercise

on Fort Knox, Ky.,

Oct. 20, 2004.

Ward is assigned

to the Helicopter

Combat Support

Squadron Six, which is conducting urban assault training in conjunction with
SEAL Team Four. U.S. Navy photo by Petty Officer 1st Class Steven Harbour.
Military Operations in Urban Terrain (MOUT) simulation training is just one the
successful investments that the DACP has made.

DACP aims to address three warfighter priorities including:

v/ Improved Operations
- Effectiveness (lethality, accuracy, endurance)
- Survivability (protection, agility, stealth, medical)
- Force Protection (defensive systems, detection, armoring,
chemical-biological defense)
— Sustainability (lighter/combined equipment, longer missions,
better batteries)

v Direct Warfighter Support
- Logistics (supply chain management in the field, equipment
reliability)
- Teaming (network and info-centric operations at the tactical
or operational level)
- Surveillance, tagging and tracking (blue and hostile forces
tracking, friendly identification)

v/ Warfighter Employment
- Planning capabilities (large unit employment)
- Coordinating capabilities (network/info-centric operations at
the strategic level)
- Transport capabilities (getting to and from the fight)
- Operational readiness (equipment availability, maintainability,
training)

DACP also provides assistance for other national priorities, as
outlined in the Defense Planning Guidance (DPG), available at
www.oft.osd.mil/library/library_files/document_129_Transfor-
mation_Planning_Guidance_April_2003_1.pdf.

Evaluation Criteria

Aninitial review of each proposal is performed based on merit
and improvements to performance, affordability, manufactur-
ability and operational capability at the component, subsystem
or system level of an acquisition program.
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DAC focuses on technologies that are ready to transition —
technology readiness levels (TRL) 7-9. Further, the proposed
technology must be ready for rapid implementation at accept-
able cost and without unacceptable disruption of existing capa-
bilities to a current acquisition program of record.

If the proposal passes initial assessment, then a full, indepen-
dent review is completed by the program office and the prime
system contractor using the criteria mentioned earlier that in-
cludes an assessment of the cost of implementing the proposal.
Consideration is also given to intellectual property rights.

Any person or activity within or outside the DoD interested
in participating can submit a DACP proposal along with a quad
chart using the templates provided in the BIDS Web site: https://
bids.acqcenter.com/ (unclassified only). Classified proposals can
be accepted through the mail.

DACP proposals go through two-phase processes.
1. All proposals receive:

Administrative Review

Technical Review

Program Manager Review

OSD Review

2.Sponsoring government program offices refine the first phase
proposal addressing:

Key performance parameters

Preliminary test plan

Cost analysis

Funding required for test

Length of evaluation period

A DACP final proposal will need a letter of endorsement with
intent to procure, project chart and quad chart. Selection for
funding is highly competitive and submitters are notified of the
outcome of their proposal evaluation.

In fiscal year 2007, the military services and U.S. Special Opera-

Mini-Combat Trauma Patient Simulation System (Army)

Participants

U.S. Army Research, Development and Engineering Command
(RDECOM) Simulation and Training Technology Center (STTC);
USNS Mercy; Field Medical Service School (FMSS), Camp Pendleton;
Medical Education Technologies, Inc. METI® of Sarasota, Fla.
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tions Command nominated more than 85 projects for Compara-
tive Testing Office (CTO) funding consideration. Each proposed
project was carefully reviewed to ensure the mature equipment
or technology addressed valid warfighter needs, and to confirm
that the U.S. military sponsor had developed a viable acquisition
strategy to procure and field the equipment if it tests success-
fully and offers best value.

Some technology problem solvers for the warfighter include:

+ SprayCool™ Counter Targeting System (CTS)/Weapon Sur-
veillance System (WSS) — Provides weight and volume savings
over traditional air-cooled systems and operates in harsh en-
vironments of high temperature, high humidity and dust with
increased reliability. Weight was reduced 80 percent, from 335
pounds to less than 100 pounds.

+ Enhanced Gunfire Detection System (EGDS) - Locates snip-
ers in noisy, urban environments by acoustic detection of gun-
fire/location of origin. It provides relative azimuth, elevation
and range to origin of 5-20 mm weapons fire with range to 1,200
meters. EGDS reduces vulnerability to sniper threat in military
operations in urban terrain, desert and jungle environments.

+ Mini-Combat Trauma Patient Simulation System — Improves
the skills of combat medical personnel deployed forward, in
mass casualty and triage. More than 3,500 medics and corps-
men have been trained and academic attrition rate of trainees
has dropped from 23 percent to 6 percent — testimony to the
effectiveness of this training tool.

Solicitation for FY 2009

The Broad Agency Announcement (BAA) for FY 2009 is post-
ed at: www.fedbizopps.gov and https://cto.acqcenter.com/osd/
portal.nsf. To submit a proposal you must register on the CTO
Portal homepage, then login, go to DAC and follow the instruc-
tion set. CHIPS

Status

Completed: first quarter of FY 2005

Change agent for FMSS: trainee attrition rate has dropped from 23% to 6%
Over 300 corpsmen trained per month alongside division doctors and nurses —
many deployed

To date: 14 simulators procured by Navy (7 each at Pendleton and Lejeune); 90
systems on contract to Army for fielding at 18 sites worldwide

Technology

Uses the Emergency Care Simulator™ (ECS™) a computerized mannequin
driven by sophisticated physiological models

Enhances portability, affordability and ease of deployment with active forces

The So What

Simulates, replicates and assesses battlefield injuries
Monitors movement of casualties on the battlefield
Captures time of patient diagnosis and treatment

Dedicated to Sharing Information - Technology - Experience
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DAC Measures/Factoids Since Program Inception

Metrics & Measures (FY03-08)

Interest & DoD Ability to Support

* 1,716 proposals submitted

* 353 endorsed by programs of record/(PEOs/PMs)

* 97 projects awarded (~$146.5M)

* 80 companies from 31 states

* 70% are small or medium enterprise technology providers, not by
design or mandate

* Return on Investment (ROI) ~ 9:1

* Based on 14 completed projects used in global war on terror

FY06
22 New Starts

FY07
18 New Starts

13 Continuing 16 Continuing

Summary of DAC Successes:
Additional Examples — Deployed or Deploying for GWOT

- Automated Enhanced Position Location Reporting System (EPLRS) -
Navy/MarineCorps. Network IP planning enables one Marine to do in
an hour what used to take four Marines a day to accomplish. Deployed
tactical release to 900 users within Marine Corps Il MEF to Iraq in fall
2005.

- Enhanced Gunfire Detection System (EGDS) - USSOCOM. Acoustic
system to detect fire from insurgents. Used April 2005 in Kirkuk, Iraq.

- Weapons Shock Profile Database - USSOCOM. Develops a digital live
fire profile for small arms weapon systems. Used at Naval Surface War-
fare Center Crane Indiana to more rapidly field weapons.

— Enhancements to Fly-Away SATCOM - Air Force. Keeps remotely op-
erating units connected. Used in the mountains of Afghanistan, Iraqi
deserts and support recovery operations for Katrina and Rita.

Funding

FYO03 FY04 Total
DAC $.190M $.320M $.510M
Sponsor $.025M
Benefits

RDT&E Cost Savings: $.0525M Mfg Savings: $.033M
Operating and Support (0&S) Cost Savings: $0.144M annually
Procurement Cost Savings: $1.15M

Fielding Reduction: None

Procurement Potential: $5.95M (17 units +)

The Combat Trauma Patient Simulation forces trainees to assess, stabilize, treat and
evacuate their patients. Medics report back that these simulators provide realistic training
because they breathe, blink their eyes, have pulses that can be felt and can even simulate
death. CTPS electronically “moves” the patient and tracks all treatment at each level of
patient care, starting at the point of injury. The CTPS system consists of networked patient
simulators, along with a triage capability that allows military medics to train both individu-
ally and as a team in the case of mass casualties.

— Common Tactical Picture Ground Mobile and Air Based Command
and Control System — Navy. Provides first-ever on-the-move C2.0 tech-
nology for the Marine Corps expeditionary assault vehicle. Deployed
to Iraq fall 2004.

—MK-46 Machine Gun Semi-Rigid Ammunition Containers — USSOCOM.
Quieter and more durable than hard-material predecessors. Used by
SOF worldwide to protect linked ammunition for the M-249 automatic
weapon.

— Dismounted Infantry Virtual Simulation for Military Operations in
Urban Terrain (MOUT) — Army. Virtual MOUT training system that im-
merses the warfighter in a networked combat simulation. Realistically
prepares for operations in Iraq.

— Second Generation Rail Interface System and Miniature Day/Night
Sight — USSOCOM. More reliable, rugged, reduced weight weapon
accessories with improved target acquisition. Projected procurement
less than $250 million Virtual MOUT described above.

— High Performance Standard Advanced Dewar Assembly Il - Navy/
Marine Corps. Improves Marine Corps M1A1 tank’s thermal imaging in
support of Firepower Enhancement Program. Projected procurement
is $3 million.

Primary DAC points of contact

OSD Program Office (703) 602-3740
U.S. Army Focal Point (703) 806-0999
U.S. Navy Focal Point (703) 696-4225
U.S. Air Force Focal Point (703) 588-6457
USSOCOM Focal Point (813) 826-1035

E-mail: defensechallenge@osd.mil
Web: https://cto.acqcenter.com/osd/portal.nsf

Simulated Battlefield — Combat medics train on a simulated battlefield using the Combat
Trauma Patient Simulation system at Fort Sam Houston, Texas, Aug. 10, 2005. The simu-
lators realistically replicate a vast array of conditions to include trauma, weapons of mass
destruction and diseases. U.S. Army photo by Sgt. 1st Class Paul Ray Smith.
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Serving at the Pointy End of the Spear in the Pacific

SPAWARSYSACTPAC scores high with strong leadership for mission success

By Joanne Newton, SSC San Diego Public Affairs

As an organization under the command of Space and Naval
Warfare Systems Center, San Diego, SPAWAR Systems Activity
Pacific (SPAWARSYSACTPAC) provides electronics materiel and
information technology support, planning, installation design,
installation, maintenance engineering, training, technical guid-
ance and assistance. This support is provided to all Naval and
Marine Corps forces in Commander, Navy Region Hawaii, New
Zealand, Australia, Southeast Asia, the Indian Ocean and the
Western Pacific areas.

Leading such a demanding mission requires vision, unrelent-
ing determination, diplomacy and expertise, and traditionally,
SPAWARSYSACTPAC officers in charge (OIC) possess all those
qualities and more. On Jan. 30, 2008, Cmdr. Andy Gibbons re-
lieved Cmdr. Ben McNeal as OIC of SPAWARSYSFACPAC, Japan.

Guest speaker at the change of charge ceremony was SPAWAR
Commander Rear Adm. Mike Bachmann, and in attendance were
Commander Task Forces 70 and 75 Rear Adm. Richard Wren, SSC
San Diego Commanding Officer Capt. Mark Kohlheim, and new
SPAWAR Systems Activity (SSA) Pacific Officer in Charge Capt.
Miguel San Pedro.

Rear Adm. Bachmann said, “In Yokosuka, as well as in Sasebo,
Okinawa and Seoul, the men and women of SPAWAR Systems
Facility Pacific are on the front lines — literally at the pointy end
of the spear. That which we in the headquarters and the PEOs
(program executive offices) spend a great deal of time talking
about, you are doing exceptionally well.”

The admiral praised Cmdr. McNeal for his accomplishments,
including the Far East production and seat migration efforts for
the revitalized ONE-NET infrastructure installation plan. Cmdr.
McNeal’s efforts resulted in successful installation of more than
$10 million of network infrastructure in more than 400 buildings,
at nine Far East sites within Japan, Guam, Korea and Singapore.

More than 6,500 users migrated from legacy networks to
ONE-NET, and 12 legacy networks were shut down with an an-
nual cost savings of more than $5 million. ONE-NET, is the over-
seas Navy enterprise network, which is replacing most of the
Navy’s disparate mini-networks from London to Guam.

Rear Adm. Bachmann stated that Cmdr. Gibbons gained valu-
able experience as the Pacific Fleet installations manager for
PEO Command, Control, Communications, Computers and Intel-
ligence (PEO C4l) in San Diego. He also brings knowledge from a
nine-month individual augmentee assignment in Irag, for which
he was awarded the Bronze Star while attached to Joint Crew
Composite Squadron One.

Cmdr. Gibbons said that the lessons he learned and his expe-
riences in Baghdad, Irag, will shape his leadership and the mis-
sion of SPAWARSYSFAC Pacific and provide a better understand-
ing of his responsibilities as the Japan OIC.

The Bronze Star Medal is awarded to those who have dis-
tinguished themselves by heroic or meritorious achievement
or service while engaged in an action against an enemy of the
United States. Cmdr. Gibbons was awarded the Bronze Star due
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From left, Capt. Miguel San Pedro, Capt. Mark Kohlheim and Cmdr.
Paul Herbert, outgoing SSA Pacific OIC.

From left, Cmdr. Ben McNeal, SPAWAR Commander Rear Adm. Mike
Bachmann, Capt. Mark Kohlheim and Cmdr. Andy Gibbons, at the po-
dium, speaking about his experiences in Iraq.

to his outstanding dedication to duty during combat operations
in Irag, which contributed to the overwhelming success of Joint
Crew Composite Squadron One.

Cmdr. Gibbons said, “We will always ensure our focus remains
on the warfighter. We will always bring to bear our experience,
our skills, our resources, and our reach-back capability to equip
the warfighter with the necessary command, control, communi-
cations, computers, collaboration [combat systems] and intelli-
gence tools and information dominance to enable Commander
Seventh Fleet to violently execute his operational strategy
against any enemy who dares challenge us in this area of respon-
sibility. We will never tire or fail to give our best in these efforts.

“With the guidance of the SPAWAR Command and Naval Sea
Systems Command, we will continue to install, support and im-
prove C5I| systems that are programmatically mature and tech-
nologically superior, while being fiscally responsible.” CHIPS
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The Joint Tactical Radio System

Competition in production, open standards, software reuse through a repository and a joint governance structure

turn the once struggling program into a winner providing capabilities to warfighters at the tactical edge

The Joint Tactical Radio System, the once troubled Defense Department major ac-

quisition program for developing and procuring software-defined radios, has been

revitalized through a new business model that not only saves money, but delivers net-

centric cutting edge technology into the Global Information Grid (GIG) for warfighters

at the tactical edge. JTRS is actually a family of advanced software-based communica-

tions that will replace legacy radio equipment throughout the DoD. It will provide safe

and secure Internet-like capabilities and networking for voice, text, audio and video.

In early February, Joint Program Executive Officer for the Joint Tactical Radio System

Dennis Bauman and Deputy JPEO for JTRS Howard Pace talked to the media in San

Diego, Calif., about how the JPEO-JTRS team is turning the program around. The fol-

lowing is Mr. Bauman'’s initial address to the media followed by media questions. Mr.

Bauman'’s remarks have been edited for brevity.

My message for you today is that JTRS
has changed a lot in the last three years. |
am going to convince you that it has gone
from a troubled program that was near
cancellation to a program that'’s deliver-
ing capability today and is on the path to
delivering even greater capability in the
not too distant future.

First, | would like to talk about the
significance of JTRS. We are in a posi-
tion where we are enjoying tremendous
support from the highest levels of DoD
and from Congress. The reason is the im-
portance of JTRS to the Department of
Defense.

The DoD is on a path to achieve net-
work-centric capability. The network is
important to the way we intend to fight
in the future. We have the GIG and a satel-
lite network where we can get out to the
command post, but without a capability
like JTRS, network-centric warfare stops
at the command center.

You can't get to the tactical edge with-
out a capability like JTRS. That capability
is more than a cell phone network — we
don’t have cell towers on the field and we
can't use BlackBerry technology for many
reasons.

We have to do mobile ad hoc network-
ing from the command center or the com-
mand vehicle out to the tactical edge.
That is the significance of JTRS. That's why
Congress and DoD are so interested in it.

The second reason s that the joint force

has traditionally had significant interop-
erability problems between its various
components. JTRS will contribute to the
solution to that challenge. We are going
to do that by using common software
across all the boxes, common waveform
software, and it will be interoperable.

The third significant thing about JTRS
is that we are going to save money for
the Department of Defense. | will talk in
more detail about the traditional busi-
ness model that we have been using in
the radio world since World War Il to de-
velop and procure radios. We are using
a significantly different business model
that is more competitive and more open.

Fourth, and not as easily recognized, is
to know that we have potential warfare
challenges with overhead satellite com-
munications. But JTRS does not rely on
SATCOM. JTRS provides voice, video, data
and battlefield communications when
reachback is not possible.

Three years ago we had a loose federa-
tion of five ACAT | programs that were run
by the services. They were only loosely
federated because it was not a joint enti-
ty, and there was no single management
structure. Congress got involved and
said: you ought to revise the manage-
ment structure.

The Under Secretary of Defense for Ac-
quisition, Technology and Logistics (USD
(AT&L)) at the time was Mike Wynne (who
is now Secretary of the Air Force). Secre-

Top, JPEO JTRS Dennis Bauman and Deputy
JPEO for JTRS Howard Pace respond to ques-
tions during a media roundtable discussion in
San Diego, Feb. 6, 2008.

tary Wynne wrote a report to Congress
that said we are going to fix JTRS; we are
going to stand up a centralized program
executive office and have all the program
managers report to that PEO and have
that PEO report to the USD (AT&L).

That's how JPEO JTRS was born. Sec-
retary Wynne gave me these goals: (1)
Deliver the capability that has been prom-
ised; (2) Make it a truly joint capability, not
service-dominated in any of the parts; and
(3) Get us to a more affordable paradigm
for acquiring communications and net-
working in the Department of Defense.

Based on that guidance, we developed
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and are now taking a unique enterprise approach. By enterprise,
I mean we are looking at rolling out a capability that consists of
several different form factors, but the same basic capability for
the joint enterprise.

The enterprise approach that we are taking has two funda-
mental aspects to it — short-term and long-term. Let me talk
about these two aspects. Three years ago, when the JPEO was
stood up, we did an analysis of where we were and found that
each one of the five ACAT | programs was delivering everything
at once.

The whole capability that was in the 800-page CDD (Capa-
bilities Development Document) was to be delivered at one
time in each of the roll out phases, then called clusters. That's a
recipe for disaster in a highly technical development world. We
turned all of the clusters into increments. We are now taking an
incremental approach. As a result, we have defined Increment |
which we are building now. That is a significant subset of what
was in this 800-page CDD.

Now we are working with the Joint Staff to define Increment |
and to get it funded and resourced. Instead of a big bang in the
short-term, we went to an incremental approach.

The second thing we have done is to focus on acquisition
fundamentals. In our business, fundamentals are requirements
management and discipline. We have defined the requirement
for Increment | of JTRS precisely, and we are managing those
requirements because requirements growth is a significant con-
tributor to the decline of many complex programs.

Second, we focused on risk management. This is rocket sci-
ence, but we have a lot of rocket scientists working on it. There are
a lot of risks when you develop complex technology, but we are
identifying those risks and managing them in a two-tier way.

We have traditional program risk management for each of the
five ACAT ID (“D” for Acquisition Defense Board and for which the
USD AT&L is the Milestone Decision Authority.) programs. Then we
have an enterprise risk approach where we define, identify and
mitigate risks for the entire enterprise.

The fundamentals are: requirements management, risk man-
agement and contracts management. We believe that you have
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to manage contracts correctly to get the results that you want.
We use Earned Value Management and incentive structures.

The incentive structures across all of our contracts are back-
loaded on the fee. As the development goes on and the product
becomes more mature and the product is delivered, the ven-
dor earns a fee. Vendors do not get a fee for developing view
graphs. Fifty percent of the fee is paid in the last 25 percent of
the development. It is very effective.

It is not what is traditionally called a beauty contest for an
award fee. It is tied to measurable events, and our vendors know
what those measurable events are, both in terms of schedule
and performance. Vendors like that because they know what
they have to do. It is a win-win for both of us.

In the long-term, we looked at the way radio capability was
traditionally developed and procured by the Department of De-
fense. In the past, you would do a full and open competition for
System Design and Development (SDD). At the end, you are left
with a vendor who has produced the capability. Then you tradi-
tionally sole source for that vendor for production, upgrade and
sustainment of that capability.

That's the business model that has been used since World War
IIl. The result has been that while we have gotten good capability
from our vendors, we have ended up in a sole source position
where all the intellectual property is owned and controlled by
the vendor. When we want to upgrade and sustain that capabil-
ity, we have to go back to the sole source vendor. We believe
that costs a lot more money. We believe in competition.

We have fundamentally changed the business approach for
acquiring this kind of capability. We still do full and open com-
petition for the System Design and Development phase, but we
require that at the end of SDD, we qualify two or more sources
in production for every product that’s developed.

For production, we compete in lots at least annually among
multiple vendors. One example is the MIDS (Multifunctional In-
formation Distribution System) Low Volume Terminal (LVT). That
is not a software-defined radio; it's a legacy radio that my MIDS
program produces. There is also a JTRS MIDS.

The EDMs (engineering development models) on MIDS LVT

Army Maj. Jonathan Studer, Network Enter-
prise Domain (NED) asset product manager
for enterprise network services, demon-
strates some of the radios under the JPEO
JTRS product line at the West 2008 confer-
ence in San Diego, Calif., in February 2008.
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were around $600,000 each. The first models that came off the
production line were somewhat cheaper, in the $400,000 range.
We've competed every year for about six or seven years and
driven the cost of those terminals down to $185,000 a terminal.

It's not all through competition, but a significant contributor
is that we compete every year in lots. We can award 0-100 per-
cent, but we traditionally award somewhere between a ratio of
60-40 and 70-30 between the two vendors. We are using that
model across the board in our enterprise.

The second thing is we want to stay out of a closed propri-
etary situation. We are obtaining government purpose rights or
better on all the software that we are having developed under
our contracts. All the software we have developed is open stan-
dards-based. It is based on the Software Communications Archi-
tecture, or SCA. We have 26 application program interfaces that
are rigorously defined and baselined. We have our developers
use those 26 APIs and build according to the SCA. The reason to
do that is for portability so that later on in the life cycle we can
switch out vendors. It is like a plug-and-play approach to the de-
velopment of software. We didn't invent it, but we use it.

Third, since we obtain government purpose rights or bet-
ter on all of our software, we place all that software code in a
repository and make it available to our vendor base within our
contracts. We also make it available to contractors who may not
have a contract with or may not be developing products for
JTRS.

We have 13 waveforms and three operating environments in
that repository — more than 4 million lines of code. We give out
library cards to our repository to vendors who ask for it based on
certain criteria. Number one, vendors have to show that they're
going to use it for government purposes. They have to demon-
strate that they are going to use it in the government’s best in-
terest for government purposes.

Second, they have to agree that if they take software out
of the repository and make changes to it, they have to put the
changed software back into the repository with government
purpose rights so we can share it.

This is not exactly a Linux model, but it is an open model com-

Why JTRS is important to the Defense Department

* Brings communications to the tactical edge

e Itis born joint and interoperable between the services and
legacy radios

* It is network-centric fitting seamlessly into the Global
Information Grid

* [ts business model promotes competition, saves money
and provides best value to customers

¢ [t is based on the Software Communications Architecture
which promotes portability for a plug and play environment

¢ Its government purpose rights software repository
saves money on development costs and provides speedier
development for software upgrades and use in other Defense
acquisition programs

pared to what the Department of Defense traditionally uses. It
promotes multiple sources, ease of porting and interoperability.
This is our enterprise business model: competition in produc-
tion, open standards-based, software reuse through the reposi-
tory and a joint governing structure.

AT&L Secretary Krieg gave me a homework assignment three
years ago to propose a model for developing a joint program.
This is a joint program, and it has to deliver a joint capability.
If you have service-domination of the governing structure, you
threaten that interoperability, that jointness.

Joint is difficult. We came back with a recommendation to
adopt a corporate model where we have a board of directors.
The board of directors is chaired by USD (AT&L) and the vice
chairman of the Joint Chiefs of Staff. The PA&E (Office of the As-
sistant Secretary of Defense, Director for Program Analysis and
Evaluation), the OSD (Office of Secretary of Defense) comptrol-
ler, the three-star programmers from the services, as well as the
service acquisition executives, are on that board of directors.

The beauty is that you have everybody in the room needed
to make and enforce a decision. That is not always true with ac-
quisition programs because you have acquisition authority, you
have requirements authority, you have resource authority, and
each one has its own process. They are parallel processes and
they intersect, but they are not necessarily under the control of
one entity.

Underneath the board of directors is the JTRS Executive Coun-
cil or JEC, which | chair along with the J-6 (C4 Systems Director-
ate) of the Joint Chiefs of Staff. It has a similar parallel structure.

We hold a JEC meeting preparatory to every board of direc-
tors meeting quarterly. We have held six or seven of them now,
and the structure is well in use and has history. It still is in place
as we transition under Secretary Young.

For the long-term, we believe in getting a critical mass of tal-
ent in one place, if you are going to take an enterprise approach.
To that end, we have moved all the program offices except one,
to San Diego. We are close to being done with that. We have here
in San Diego a critical mass of acquisition folks and the Space
and Naval Warfare Systems Command (SPAWAR) helps us with

JPEO for JTRS Dennis Bauman with some of the members of the JTRS team at
the West 2008 conference exhibit. JTRS is a family of interoperable software-
defined radios that provide secure, wireless networking communications
capabilities for the joint force.
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%Recently, the Army came to us with an order for 39,000 single-channel handheld radios. The Army sent $239 million

based on the current price of those radios. We competed on the basis of cost between... two vendors, and we awarded

that contract for 39,000 radios and were able to return $104 million to the Army customer.*

this. Second, we have a critical mass of technical people from
the government within SPAWAR Systems Center San Diego.

San Diego is the wireless hub of the world so this is an appro-
priate place to be for our enterprise to tap into, both with indus-
try as well as with academia. Finally, the Federally Funded Re-
search and Development Centers have a presence in San Diego,
and they have beefed up their presence to support JPEO JTRS.

| asserted earlier that we have turned this thing around so let
me tell you why | think that is the case.

The GMR program, the Ground Mobile Radio, is a four-chan-
nel ground radio that goes in vehicles, and it is key to the success
of Future Combat Systems because it provides the networking
capability in the FCS vehicles.

We re-baselined the contract with our prime, Boeing Corp.,
and we have delivered greater than 50 pre-EDMs to the Army
for experimentation into FCS. They have them in the desert and
are experimenting with them running four simultaneous wave-
forms on the four channels. Any of the four channels will run any
of the waveforms because they have a universal transceiver.

The four simultaneous waveforms that we are running on
the pre-EDMs are Single Channel Ground and Airborne Radio
System (SINCGARS) voice, SINCGARS data, Enhanced Position
Location Reporting System (EPLRS) and Wideband Networking
Waveform (WNW).

WNW is probably the most complex networking communica-
tions waveform that we have ever seen. It's designed to be the
tactical backbone for the FCS program, the Army Modular Force
and the Marine Corps. The version of WNW that we have oper-
ating on those pre-EDMs already has two-megabit per second
point-to-point throughput, which is the threshold requirement
for the final waveform. We think we are going to get a heck of a
lot more than that as we mature this waveform.

We conducted a capstone Critical Design Review in December
with individual CDRs on the hardware components. Three years
ago, the National Security Agency declared the architecture un-
certifiable because of its vulnerabilities. We had to redesign, and
the CDR was on that redesign.

HMS, the Handheld/Manpack/Small Form Fit (formerly Cluster
5), is the second ACAT ID program. Our prime is General Dynam-
ics. We have re-baselined that contract, and we have delivered
EDM:s for several form factors. The primary emphasis here is on
building a small module about hockey puck size which contains
the core radio for HMS.

Then we reuse that core radio across all the different form fac-
tors in HMS that range from the largest being a manpack and
the smallest, a hockey puck-sized device that goes on intelligent
munitions, sensor fields, mine fields and more. We've delivered
many different EDMs and form factors. We have LRIP (Low Rate
Initial Production) to begin in October 2009 for Phase | and Jan-
uary of 2011 for Phase Il.

The third ACAT | program is MIDS JTRS. MIDS LVT is a box that
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— JPEO for JTRS Dennis Bauman

goes into tactical fighters and it provides Link-16 TACAN (tac-
tical air navigation). MIDS JTRS is the same form fit box, but it
provides four channels, one of the four software definable chan-
nels. You can pull out a MIDS LVT and plug in MIDS JTRS in the
same hole with the same cable. It is a four-channel software-
defined radio. Channel one does Link-16 TACAN.

The capability that is in MIDS LVT is in one of the four chan-
nels on MIDS-J and we have three other channels with universal
transceivers that are available for other capabilities. A follow-on
phaseistoadd theairborne networking capability into the MIDS-
J box. Our initial airborne networking capability is a waveform
called TTNT (tactical targeting network technology). F-18s are
currently flying with an air worthy MIDS-J terminal, and we have
had at least three flights (maybe four by now) doing TACAN.

We are working our way up to Link-16, and it is performing as
well if not better than the MIDS LVT can do TACAN. We deliver
production transition terminals later this calendar year.

“My bottom line is — JTRS is crucial to the
Department of Defense.”
— JPEO for JTRS Dennis Bauman

AMF (Airborne, Maritime and Fixed) is the fourth ACAT | pro-
gram. We completed pre-SDD contracts that went post-PDR
using two vendor teams. Lockheed Martin and Boeing primed
those two vendor teams. Those contracts are completed. We are
fully funded for the follow-on SDD phase. We are in source selec-
tion on a full and open competition to do the SDD phase of AMF,
and we anticipate an award of that contract later this quarter.

We gave a Milestone B brief to the board of directors at the
Dec. 14 meeting, and we are staffing the ADM (Acquisition Deci-
sion Memorandum) to get a Milestone B Decision on AMF.

The fifth ACAT | program is the software that is used across
the enterprise. It is called NED, Network Enterprise Domain. We
delivered version 2.5 of WNW, and we are already at the thresh-
old throughput on that waveform. It increased the number of
ad hoc nodes, and we have demonstrated this mobile ad hoc
networking where nodes come into and out of the WNW net-
work without preplanning. We're scheduled to deliver 3.0 the
beginning of March. Version 4.0, the final version to be fielded,
follows that.

The final one we are producing is SRW, the Soldier Radio
Waveform, that’s a smaller scale networking waveform for stub
networking down to the Soldier or sensor level, primarily in HMS.
However, it will be resident in GMR to allow the dismounted Sol-
dier, as well as sensor fields and munitions, to gateway into the
tactical backbone of a network provided by WNW on GMR. The
Defense Advanced Research Projects Agency developed wave-
forms for SRW.
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The Office of the Secretary of Defense for Acquisition,
Technology and Logistics approved moving forward
with the SDD phase for the Joint Tactical Radio System
Airborne Maritime Fixed Station (JTRS AMF) program
March 24.

The SDD phase consists of critical design, prototype
and engineering model fabrication, initial testing and
certification, as well as options for low rate production.
In following with the JPEO JTRS enterprise business
model for competition in production, the prime contractor
Lockheed Martin, will be responsible for qualifying a
minimum of two sources for each form factor who will
also ensure their JTRS compliance.

Announced in a release by the JTRS Joint Program
Office, Lockheed Martin was awarded the $766 million
SDD contract March 28 in an open source, best value
competition.

AMF JTRS Advantages
» Open system architecture designed to support DoD commu-
nications from sea to air
* Modular, scalable design that reduces life cycle costs and
enables easy technology insertion
« A software-programmable, multiband, multimode digital radio
enabling interoperability across the spectrum of operations
* Increased network situational awareness
 Improved voice, video and data throughputs
* Enhanced security through the use of high assurance Internet
protocol-based encryption

The Joint Interoperability Test Command (JITC) testing of the Ground Mobile Radio (GMR)
at Fort Huachuca. The GMR is designed for vehicles and is an integral part of the Army
Future Combat System for networking. All JTRS-approved radios must be JITC-tested for
interoperability with legacy radios, as well as new wave forms. They must also meet National
Security Agency security standards. Photo courtesy of Boeing Corp.

NED has delivered nine legacy waveforms that are in our
repository and most have been through formal qualifications.
Now we are in the process of porting them into a radio box.

Single-channel handheld radios, the old Cluster 5 of JTRS,
developed a radio called JEM, the JTRS Enhanced MBITR (Mul-
tiband Inter/Intra Team Radio). It was developed under the aus-
pices of U.S. Special Operations Command with a full and open
competition. Thales Communications won the competition sev-
eral years ago.

Thales built the JEM radio, a single-channel, handheld soft-
ware-defined radio that can instantiate and connect multiple
waveforms. It has embedded programmable crypto, certified by
NSA, and it has demonstrated interoperability through Joint In-
teroperability Test Command (JITC) testing. Those are four funda-
mental JTRS characteristics. That is what we call a JTRS-approved
radio, and it passed operational tests a year and a half ago.

Normally, we would have gone into production, sole-sourced
to Thales on the old business model, and that was what we
planned. Instead of that, we had another competitor on the
market, Harris Corp., who had built a similar radio with similar
capabilities with its own money. We were aware of that, and in
accordance with our business model, we competed production.
About nine months ago, we awarded a multiple IDIQ (indefinite-
delivery, indefinite-quantity) contract.

It was a full and open competition for any company that could
bring in a single-channel JTRS-approved radio that met the fun-
damentals that | mentioned earlier. We awarded to Thales for
the JEM radio and to Harris for the Falcon Il handheld.

When we have a service customer who wants to buy a single-

channel handheld JTRS-approved radio, we can compete based
on best value, cost or any number of factors, or we can sole
source if that is what our customer wants to do.

Recently, the Army came to us with an order for 39,000 single-
channel handheld radios. The Army sent $239 million based on
the current price of those radios. We competed on the basis of
cost between those two vendors, and we awarded that contract
for 39,000 radios — and were able to return $104 million to the
Army customer.

We attribute that directly to the fact that the two vendors had
to compete. It pushed the price point of the radio down, and we
were able to return about 40 percent of the Army’s money.

Our latest delivery orders were for the Air Force. They sent us
$55 million, and we returned $29 million based on competition.
This example demonstrates the success of JTRS in four ways.
First, we are delivering JTRS capability today. These are soft-
ware-defined radios with embedded crypto, they meet NSA se-
curity standards, they are based on the SCA, and they have been
shown to be interoperable in JITC testing.

Second, it should be clear that our competitive business
model is going to save money. Third, we are achieving demon-
strated interoperability. These two radios not only interoperate
with each other, they interoperate with legacy radios.

Fourth, we demonstrated that the government doesn’t have
to pay for all the development. Harris paid for the development
of its radio and is getting the payback by competing and earning
money in production for a return on what it invested in R&D.

My bottom line is — JTRS is crucial to the Department of
Defense. CHPS

CHIPS April —June 2008 27



Q&A with JPEO for JTRS
Dennis Bauman and
Deputy JPEO for JTRS
Howard Pace

Q: Can you talk about the logistics tail? In the competition between
vendors, how are maintenance and repair competed?

With everything there are pluses and minuses. When
you compete in production, you save a considerable amount of
money in purchasing product, but in most cases you need to sus-
tain two different baseline hardware devices. In the case of the
single-channel handhelds, we need to sustain both the Falcon llI
and the JEM radio. That will cost some more money.

In our world, we think we get a much bigger payoff from the
savings in the acquisition compared to the logistics tail. Single-
channel handhelds now cost less than $3,000. Many times it isn't
economically viable to fix them. If we were talking about the Joint
Strike Fighter, we would not want to sustain two different aircraft
models, but in our radio world, we believe the business case is
there to consume them.

Mr. Pace: We also worked with our customer and did a rough busi-
ness analysis of what the logistics tail would be, and we had a good
understanding of that prior to going into the contract. It came out
to more of a wash than we ever anticipated.

We are not requiring the customer to compete on our
contracts. If the Army decides they do not want to pay for the lo-
gistics tail for Falcon Il and JEM, they can sole source to either one
they want.

The JTRS JPEQ is not responsible for procurement dollars. | don't
control any procurement dollars. All we do is R&D. Our business
model is that we will develop the capability, and then we will put
contracts in place for the services to buy from. We will take their
money and aggregate orders for quantity discounts, but they have
authority over those dollars. Even though we have two competi-
tors, if their business case says that they don’t want two different
devices, they can sole source.

Mr. Pace: The important thing we need to stress is that we have a
single tactical radio purchasing organization for the Department
of Defense for the first time. You get economy of scale buys, and
you have a single voice to unify industry toward your goals. This is
an extraordinary thing. It is the first time it has been done.

Q: You have two radios currently that have single primes. Are there
other vendors that will bid?

We have in the model what we call rolling admission
capability. Every year we are going to see if there are any other
vendors that want to come to the table with a single-channel,
JTRS-approved handheld radio. Every year we give an opportunity
to industry. We are about to come out with an RFI (Request for In-
formation) on this model. There are two vendors now, but other
vendors may want to get into that competition.
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Mr. Pace: It is a success not only for radio systems, but there are
other capabilities that use our products. Without this kind of ap-
proach, you would never be able to synchronize over such large
efforts. An example is NLOS (NLOS-LS, Non-Line of Sight - Launch
System), being developed by Raytheon through an Army PEO
Aviation contract, which is completely separate and distinct from
JTRS.

It uses the Soldier Radio Waveform that was pulled from our re-
pository. We also share waveforms with all other kinds of entities.
By having this open systems architecture approach that can be
shared across multiple industry partners, it has taken away many
of the stumbling blocks to software reuse.

It saves money, it promotes interoperability, and gives
us flexibility to change vendors for software modules. It helps us
sustain a wider vendor base because it allows vendors who might
lose in a competition to compete. You don't have to win an SDD
contract to compete.

Q: Are there any small businesses involved?

We have an active, vigorous SBIR (Small Business In-
novation Research) program. The Department and each of the
services siphon off a percentage of every R&D dollar to go into
the SBIR program. We get to decide how that money is awarded.
Since we have $800 million or so a year in R&D, we get a significant
amount from the SBIR program. We have a robust SBIR program,
between $10 million and $20 million.

Mr. Pace: There are a lot of small software companies making
contributions to these bigger providers, which they could not do
if we did not have this open systems model. We want to fuel the
competitive environment. We want competition to be the No. 1
ace card for the government when it comes to purchasing tactical
radios.

Q: Are any other programs looking to you to help them build a busi-
ness model for their programs?

A couple of years ago, we worked with the NCES (Net-
Centric Enterprise Services) program but mainly in the governance
structure. They were trying to set up a joint program under a joint
PEO with the Defense Information Systems Agency. They involved
us in the early formulation of their strategy.

We are promoting the business model. We are not saying that
this is the right model for all DoD in all functional areas. This is
not the right model for F-22s or for shipbuilding, but in our size
of product and in the industry base that we enjoy, we think it is a
win-win enterprise business model for our functional area. It also
fills capability gaps. Right now the Joint Staff and Joint Require-
ments Oversight Council are prioritizing about 18 capability gaps
for POM-10, program objective memorandum 2010.

Mr. Pace: JTRS not only provides capabilities — it saves lives —
that’s why it is so important to DoD and to Congress.

Postscript: A system design and development (SSD) contract for the
AMF segment of the JTRS program was awarded to Lockheed Martin
March 28, 2008. CHIPS
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