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Fort Knox Form 5093, Network Admin or System Admin Orders
Fort Knox
9.0.0.2.20120627.2.874785
NETWORK ADMINISTRATOR OR SYSTEM ADMINISTRATOR ORDERS
For use of this form, see Fort Knox Reg 25-3, AR 25-1, AR 25-2, DA Pam 25-1-1, DOD 8570.01, IA Control Nos: ECPA, PRRB, PRTN
SECTION I.  TO BE COMPLETED BY APPLICANT
SECTION II.  TO BE COMPLETED BY SECURITY MANAGER/COORDINATOR/G2/S2
FK FORM 5093, MAR 2015
LCES2 V.9.0 
8.  TYPE APPLICATION:
9.  APPOINTMENT TYPE:
5.  INFORMATION ASSURANCE CATEGORY/LEVEL (Select one):
2.  RANK/GRADE:
3.  ORGANIZATION:
1.  APPLICANT NAME (Last, First, MI):
4.  PHONE:
Yes
No
10.  ENTERPRISE E-MAIL ADDRESS:
12.  CERTIFICATION AND ACKNOWLEDGMENT:
11.  SIPRNet ENTERPRISE E-MAIL ADDRESS (If applicable):
I certify the above data is true and correct.  I also acknowledge and agree that:
        -  I have read, understand, and signed FK Form 5077-E, PRIVILEGED-LEVEL ACCESS AGREEMENT (PAA) AND ACKNOWLEDGMENT OF
RESPONSIBILITIES.
        -  I have registered in the Army Training and Certification Tracking System (ATCTS) and will keep my profile updated with current orders, training, and
certification.
        -  I understand that failure to complete all IA minimum training and required certification within 6 months of date of commander's signature below may result
in suspension of all elevated privileges. (Applies to civilian and military personnel only).
        -  I understand these appointment orders will expire 1 year from date of commander's signature below unless officially relieved or released from appointment,
transferred, terminated, reassigned, retired, or discharged.
APPLICANT'S JOB DESCRIPTION REFLECTS THE APPROPRIATE IT POSITION DESIGNATION.
        -  I have registered with the IAVM Community in order to receive Vulnerability Alerts.
        -  I have completed all mandatory Information Assurance (IA) training in accordance with timeline identified in AR 25-2 and applicable Better Business
Practices.
INTERIM
SECRET
TOP SECRET
APPLICANT SIGNATURE
DATE
13.  APPLICANT HAS THE FOLLOWING SECURITY CLEARANCE:
14.  INVESTIGATION TYPE/DATE:
15.  SECURITY CLEARANCE DATE:
16.  ADDITIONAL COMMENTS OR SPECIAL CONCERNS:
Network Administrator
System Administrator (Windows)
6.  SERVICE STATUS (Select one):
7.  US CITIZEN:
PHONE
SECURITY MANAGER/COORDINATOR/G2/S2 NAME (Last, First, MI):
SIGNATURE
SECTION III.  TO BE COMPLETED BY COMMANDER/DIRECTOR
PHONE
COMMANDER/DIRECTOR NAME (Last, First, MI):
SIGNATURE
DATE
NIPRNET
SIPRNET
Administrator (Other)
Explain in Block 16 Below
PREVIOUS EDITION IS OBSOLETE
Server
Workstation
DATE
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