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INFO ZEN/SECNAV WASHINGTON DC 

ZEN/CNO WASHINGTON DC 

ZEN/CMC WASHINGTON DC 

BT 

UNCLAS 

ALNAV 083/14 

MSGID/GENADMIN/SECNAV WASHINGTON DC/-/DEC// 

SUBJ/DEPARTMENT OF DEFENSE CONTINUOUS EVALUATION CONCEPT 

DEMONSTRATION KICK-OFF// 

REF/A/DOC/EO 13467/30JUN08// 

REF/B/DOC/EO 12968/4AUG95// 

REF/C/DOC/DOD 5200.2-R/1JAN87// 

REF/D/DOC/SECNAV M-5510.30/1JUN06// 

REF/E/DOC/DOD CECD CONOPS/10OCT14// 

REF/F/ALNAV 079/13// 

REF/G/ALNAV 073/14// 

NARR/REF A IS THE REFORMING PROCESS RELATED TO SUITABILITY FOR 

GOVERNMENT EMPLOYMENT, FITNESS FOR CONTRACTOR EMPLOYEES, AND 

ELIGIBILITY FOR ACCESS TO CLASSIFIED NATIONAL SECURITY 

INFORMATION.  REF B IS ACCESS TO CLASSIFIED INFORMATION.  REF C 

IS DOD PERSONNEL SECURITY POLICY.  REF D IS THE DON PERSONNEL 

SECURITY MANUAL.  REF E IS UNDERSECRETARY OF DEFENSE FOR 

INTELLIGENCE,CONCEPT OF OPERATIONS, CONTINUOUS EVALUATION 

CONCEPT DEMONSTRATION.  REF F IS THE MANDATORY DEPARTMENT OF THE 

NAVY PERSONNEL SECURITY REVIEW.  REF G IS PERSONNEL SECURITY 

ELIGIBILITY DETERMINATIONS WITH CAUTIONS, CONDITIONS AND OR 

WARNINGS.//POC/MADDOX-STUBBS/SHIRLEY/GS-13/DUSN SECURITY/EMAIL: 

DON_SECURITY _PERS_US(AT)NAVY.MIL/TEL: (703) 601-0609// 

RMKS/1.  This message is to inform all Department of the Navy 

(DON) personnel who have security clearance eligibility of the 

Department of Defense Automated Continuous Evaluation Concept 

Demonstration (CECD).  This initiative which kicked-off in 

October 2014, is the first phase of the enhanced Department of 

Defense (DoD) Continuous Evaluation (CE) program implementation. 

 



2.  References (a) and (b) mandate that all individuals with 

security clearance eligibility be continuously evaluated to 

determine if they meet the requirements to maintain a security 

clearance.  All DON personnel who have security clearance 

eligibility, regardless of their access to classified 

information, are subject to CE. 

 

3.  Currently, the DoD relies on manual periodic 

reinvestigations and security incident reporting to address the 

CE requirements.  The CECD is designed to enhance the current 

DoD CE process by using technology to continuously conduct 

automated records checks using data from DoD, Government, and 

commercial sources to identify potential derogatory information 

that indicates a personnel security concern. 

 

4.  Potential derogatory information discovered during CECD will 

be compiled into a CE report and forwarded to DON Commanders 

through normal security channels.  Commanders will review CE 

reports and take action following the procedures stated in 

reference (d), and amplified in reference (f).  A Commander*s 

Guide to Incident Reporting is available at: 

http://www.secnav.navy.mil/dusnp/Security/Pages/Default.aspx.  

The CE reports for contractors will be sent to the Defense 

Security Service and, if applicable, the Supporting Sensitive 

Compartment Information Security Management Office. 

 

5.  The point of contact for this effort is Ms. Shirley Maddox 

-Stubbs, Acting Personnel Security Branch Chief, Security 

Directorate, DUSN(P), shirley.maddoxstubbs@navy.mil. 

 

6.  Released by Ray Mabus, Secretary of the Navy.// 
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