
             Hello and welcome to TRS Topics Hello and welcome to TRS Topics. In this presentation we will discuss how you recertify In this presentation, we will discuss how you recertify 
users in your group. 

This is a particularly important topic because FMS policy mandates that each user of the 
TRS application must be recertified annually. 

If you need an overview of your roles and responsibilities as a security user, please view the 
presentation entitled Roles and Responsibilities. 



 

As a security user, one of your important responsibilities is to recertify users annually as 
their logins expire. 

You will receive an e-mail notification like the one pictured here for each user in your 
group 30 days prior to the expiration of their user ID. 

Treasury’s Financial Management Service has a Financial Agent Agreement with PNC to 
provide support services for TRS, so e-mails from the TRS Call Center and other 
operations groups will come from pnc.com.  Please make sure your e-mail system does not 
block these messages. 



     
 

L i t TRS d f th t b li k S it d th li k R tif ULog into TRS and from the top menu bar, click Security and then click Recertify Users 
from the drop-down menu. 

TRS displays the next screen to begin the three-step process to recertify the pending users 
in your access group. 



Click the Select button next to the user who requires recertification to advance to the 
next screen. 



 

 

               

On this screen, review the user’s information. If changes to the user’s role, data permissions, 
or personal information are needed, please exit this screen, return to the TRS home page, and 
use the Manage User Profile option from the Security drop-down menu to make the required 
changes. You can then retrieve this user’s profile again from the list of users pending 
recertification and return to this screen. 

When you are ready to confirm the recertification click the Approve button at the bottom of When you are ready to confirm the recertification, click the Approve button at the bottom of 
the screen. 



 

When TRS finishes recertifying the user, you will see a confirmation screen.  Click the OK 
button. 

The next time this user logs in to TRS, he must electronically reconfirm that he has read and 
understands the TRS Rules of Behavior before he can work with TRS. 



 
               

 

Here are additional resources for you should any questions arise about your role as a 
security user. 

Remember, CA$HLINK II is scheduled to be shut down on December 31st, 2012. It is 
important for you to ensure that the proper users in your group are active in TRS. 

Thank you for viewing this TRS Topics presentation. The TRS Team is developing these 
presentations as another learning tool for you presentations as another learning tool for you. Please let us know if you find this format Please let us know if you find this format 
helpful and if there are other topics you would like to have covered. Over the next few 
months, we’ll be adding more information to the TRS Website. 

We encourage you to send us feedback at TRSAgencyOutreach@pnc.com. 
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