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Emergency Services 

Installation Access Control 

Summary. This regulation prescribes policies procedures and responsibi lities for the United 
States Army Garrison Schweinfurt (USAG Schweinfurt) Installation Access Procedures. It 
defines the four authorized Access Methods and responsibilities of sponsoring officials 
supporting agencies. 

Applicability. This regulation applies to all Soldiers, Family members, Department of Defense 
(DOD) employees and is applicable to all individuals with legitimate need to access United 
States Army Garrison (USAG) Schweinfurt installations. 

Supplements. Supplements to this regulation are prohibited without prior approval from the 
Director of Emergency Services (DES). 

Interim Changes. Interim changes to this regulation are not official unless the DES 
authenticates them. Users will destroy on their expiration dates unless sooner superseded or 
rescinded. 

Suggested improvements. This regulation's proponent agency is USAG Schweinfurt and users 
are invited to send comments to the USAG Schweinfurt. A TIN: Emergency Services, APO AE 
09033. 

Distribution. This regulation is distributed through USAG Schweinfurt DES. 

Forms. This regulation prescribes AE Fonn 190-16A, AE Fonn 190-16B, AE Fonn 190-16C, 
AE Fonn 190-16E, and AE Form 190-16F. AE and higher level fonns are available through the 
Army in Europe Publishing System (AEPUBS). 
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CHAPTER I 
GENERAL 

1. References. 

a. Army Regulation (AR) 27-10, Military Justice 

b. AR 190-22, Search and Seizure 

c. AR 190-56. The Army Civilian Police and Security Officer Program 

d. Army in Europe Regulation (AER) 190- 13, The USAREUR Physical Security Program 

e. AER 190-16, Installation Access Control 

f. AER 525-13. AntiterrorismIForce Protection 

g. AER 600-700, Identification Cards and Individual Logistical Support 

h. AER 27-9, Misconduct by Civilians 

i. AER 604-1 , Foreign National Screening Program 

2. Purpose. This policy is intended to supplement AER 190-16 with local procedures and 
guidelines not specifically covered in the basic regulation. 

3. Explanation of Abbreviations and Terms. Abbreviations and terms arc defined in the glossary 
of AER 190-16. 

4. Responsibilities 

a. IRG Conunanders will-

(I) Establish policy and procedures to enforce the provisions of this regulation in their 
areas of responsibility (AOR). This includes but is not limited to the following requirements: 

(a) Procedures for DOD ID cardholders to register in the lACS during inprocessing at 
either their servicing IACO or the central processing facility (CPF). 

(b) Procedures for retrieving installation passes or DOD ID cards from individuals 
who no longer require installation access or who have unserviceable or expired installation 
passes or DOD ID cards. AE Fonn 190-168 is provided to installation-pass or ID cardholders 
when their installation pass or ID card is confiscated. Confiscated DOD 10 cards may not be 
destroyed. They must be provided to the nearest DOD ID-card issuance faci lity for proper 
disposition within 24 hours after they are confiscated. 
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(c) A policy for JACOs to develop standing operating procedures (SOPs) that support 
this regulation. 

(d) A policy for ACPs to have special guard orders that meet the scope and intent of 
this regulation. As a minimum, these special guard orders must include the following: 

1. Instructions for sign-in procedures, access rosters, emergency and protective 
services vehicles, and processing nonregistered DOD ID cardholders. 

~. Instructions for handling unique access requests not covered by this regulation. 

1. Instructions for conducting manual checks of access documents if lACS 
operations are disrupted. 

(2) Provide a copy of the ACP policy ((d) above) to the responsible works councils. 

(3) Ensure only authorized users have access to the lACS. Authorized users will be 
designated in writing with their user level (for example, registrar or super-registrar). 

(4) Provide an lACS-generated report with the names of individuals who are barred from 
entry to U.S. Forces installations to hiring agencies in their AOR. This report must be provided 
at least quarterly and when requested. 

(5) Ensure proper security procedures are in place to safeguard lACS equipment at 
IACOs, CPFs, and ACPs. 

(6) Ensure all lACS hardware transferred to the USAG is dedicated to support the lACS. 

(7) Execute sponsoring-organization responsibilities where this regulation designates the 
IRG as the sponsoring organization. 

b. USAG Directors of Emergency Services (DESs) will-

(I) On notification of a lost or stolen DOD ID card or installation pass, immediately flag 
the record in the lACS to deregister the lost card or pass. 

(2) Develop procedures to support law-enforcement background checks required for 
installation passes. Copies of law-enforcement background-check results must be sent to the 
sponsoring organization. When the results include derogatory information, copies must be sent 
to the sponsoring organization and the DRG. DRG policy for processing background checks that 
result in derogatory information must be followed. 

c. Contracting offices awarding contracts for supplies to be delivered to or for work to be 
performed on U.S. Forces-controlled installations wiU-
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(1) Ensure the contract includes requirements for background checks and an 
Aufenthaltstitel for installation passes and access rosters according to this regulation. 

(2) Include a contract provision to ensure that contractors return all installation passes to 
the issuing IACO when the contract is completed or when a contractor employee no longer 
requires access (for example. the employee resigns or is terminated). 

(3) Develop procedures to ensure sponsoring organizations include the following 
information on all purchase requests and commitments (PR&Cs), military interdepartmental 
purchase requests (MIPRs), and other requests for contracting support when the contract will 
result in contractors requiring access to U.S. Forces installations: 

(a) The name of the requiring activity and the name and telephone number of the 
requiring activity's installation-access POCo 

(b) The location of the applicable IACO and the name and telephone number of the 
IACOPOC. 

d. IACO registrars will-

(1) Report all incidents involving false information or manipulation of the lACS to MP 
officials. 

(2) Develop a system to conduct reconciliation with each sponsoring organization every 6 
months to ensure the lACS database accurately shows the individuals the sponsoring 
organization has identified as current. 

(3) Take the following actions to ensure the security, accountability, and procurement of 
installation-pass materials is maintained: 

(a) IACO registrars will record the destruction of all installation passes on AE Form 
190-16C and annotate the final disposition of passes in the lACS. 

(b) IACOs will control and keep an adequate stock of passes, laminate, and ribbons at 
all times. 

e. Sponsoring organizations will ensure-

(1) Sponsored personnel have a legitimate requirement to enter the installation. 

(2) An installation-pass application (AE Form 190-16A) is prepared for each installation
pass applicant. The application will identify the applicant's access requirements and justify these 
requirements as required by this regulation (for example, when sign-in privileges are requested). 
Failure to provide sufficient justification on the installation-pass application may result in 
privileges being denied or the application being rejected. 
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(3) Background checks are initiated and completed, and appropriate actions are taken 
depending on the results. When any derogatory information is discovered, the sponsoring 
organization must coordinate with the host DRO Commander (or the USAREUR PM if Army
in-Europe-wide access is requested) to determine if the derogatory information warrants denial 
of the request. The USAREUR 02 must be notified if derogatory information results in the 
denial of access privileges. 

(4) The applicant registers his or her privately owned vehicle (POV) according to the 
procedures in this regulation and AE Regulation 190-1 (when applicable). Vehicle registration is 
required for all installation-pass applicants who use a POV to enter U.S. Forces installations. 
Contractor company vehicles are not considered POVs for the purpose of this regulation. 

(5) The following information is included on all PR&Cs, MIPRs, and other requests for 
contracting support when the contract will result in contractors requiring access to U.S. Forces 
installations: 

(a) The name of the sponsoring organization and the name and telephone number of 
its installation-access POC. 

(b) The location of the applicable IACO and the name and telephone number of the 
IACO pac. 

(6) Contracting officers outside the purview of the 409th Support Brigade are informed of 
installation-access policy in this regulation. 

(7) Issued installation passes are retrieved and returned to the issuing IACO when the 
relationship that served as the justification for the installation pass changes or is terminated. 

(8) A record of personnel sponsored by the organization and supporting documentation is 
maintained. 

(9) A reconciliation with the servicing IACO is conducted every 6 months so that the 
lACS database accurately identifies individuals sponsored by the organization. 

(10) A memorandum or DD Form 577 that designates persons authorized to perform 
sponsoring official duties on behalf of the sponsoring organization (para 29c(2)(b» is sent to the 
servicing IACO. The memorandum or DD Form 577 must be updated annually. 

(II) The procedures in paragraph 29d are followed when the sponsoring official cannot 
escort the applicant to the servicing IACO. 

f. Persons requiring recurring and unescorted access to U.S. Forces installations using a DOD 
ID card or installation pass will-

(1) Consent to the procedures for digitized fingerprint minutia data (DFMD) when-
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(a) Inprocessing. Persons with an authorized, machine~produced DOD ID card will 
provide DFMD while inprocessing at their servicing IACO or CPF. If a DOD ID cardholder has 
a manually produced card, that individual must obtain a machine~produced, bar~coded DOD ID 
card according to appropriate military regulations and personnel systems. 

(b) Requesting an installation pass. Persons who do not have an authorized DOD 
ID card and require recurring unescorted access to U.S. Forces~controlled installations in Europe 
must request an installation pass. The installation pass may be issued only after the proper 
documentation has been submitted to the servicing IACO and the individual's DFMD has been 
provided. 

(2) Carry their DOD ID card or installation pass on their person while in a duty status or 
when on a U.S. Forces installation. On request, they will present their DOD ID card or 
installation pass to military law-enforcement personnel or guards. Refusing to present a valid 
DOD ID card or installation pass is basis for immediately surrendering the card or pass and may 
be grounds for further administrative or punitive action. 

(3) Immediately report a lost or stolen DOD ID card or installation pass to the local 
military police office or servicing IACO so that the card can be deregistered. 

(4) Inform the sponsoring organization of any change to the official relationship that 
served as the basis for access. 

(5) Tum in the installation pass to the servicing IACO or sponsoring organization when 
the pass expires or when the basis for obtaining the installation pass no longer exists. 

(6) Register their POVs as part of the installation~pass application process if they plan to 
use the POV to enter U.S. Forces-controlled instal lations. Contractor company vehicles are not 
considered POVs for the purpose of this regulation. 

5. Commander's intent: This policy outlines the requirements and procedures for installation 
access control within USAG Schweinfurt. Changes in the baseline force protection posture 
within USAG Schweinfurt may warrant changes to this policy to ensure the security of our 
installations as this regulation only covers up to and including FPCON Bravo. This policy does 
not apply to restricted areas governed by other regulations. 

6. Procedures 

a. Installation access within USAG Schweinfurt will be strictly enforced. This policy will 
not be supplemented without approval of the Garrison Commander. AER 190-1 6 Installation 
Access Control is the proponent for this policy. This policy is intended to supplement AER 190-
16 with local procedures and guidelines not specifically covered in the basic regulation. The 
procedures of this policy will-

(1) Mandate the compliance with force protection condition (FPeON) measures 
related to access control. 
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(2) Prohibit the unlawful introduction of weapons, explosives, and/or other 
contraband onto our installations. 

(3) Facilitate the identification of barred individuals and individuals who do not 
have a need or are not entitled to access our communities. 

(4) Assist in the prevention of wrongful appropriation and pilferage of government 
property. 

(5) Incorporate the lACS into provisions of this policy. 

(6) Ensure the safety and security of US forces persOlUlel and property. 

b. The USAG Schweinfurt Directorate of Emergency Services (DES) will: 

(I) Serve as the proponent for all policy matters pertaining to access control. 

(2) Conduct staff assistance visits and command inspections to ensure lACS registration 
and installation pass procedures are adhered to. 

(3) Ensure all IACOs comply with regulatory requirements. 

(4) Outline procedures to allow access for emergency vehicles if they differ from the 
requirements outlined in AER 190-16. 

(5) Outline procedures for access of various types of vehicles and personnel at the 
various force protection conditions. 

c. School buses: All school bus drivers must have a valid installation pass for access to the 
installation. School bus drivers will vouch for all students on the bus. Drivers that do not have a 
val id installation pass must be escorted to and from the pickup/drop-off location on the 
installation by a Department of Defense Education Activity contract bus representative. 
School busses with a security attendant on board do not need to be inspected to access the 
installation however they can still be inspected based on the current Random Antiterrorism 
Measure Program (RAMP). 

d. Tour buses: For unaccompanied installation access, the bus driver, upon initial entry to an 
installation (first pick-up) for an authorized tour, will produce a manifest which lists the time, 
date, and location of personnel pickup. In the event that a bus arrives from another location, all 
occupants will present valid/authorized identification at the access control point. Security 
officers will check the valid/authorized identification, of each passenger. 

e. Government shuttle buses: Shuttle bus drivers will vouch for all occupants on the bus. 

8 



f. Diplomatic vehicles: Vehicles with US diplomatic plates will be allowed access after the 
driver produces a valid access document as outlined in AER 190·16. Passengers will not be 
required to produce identification. The vehicle will not be searched. 

g. Rental vehicles: Personnel desiring access to installations driving rental cars will be 
required to show their rental contract in addition to their valid Department of Defense 
identification card (DOD 10) card. 

h. Military convoys: The convoy commander will remain at the access control point and 
vouch for the vehicles and personnel within the convoy. This will negate the requirement for 
security personnel to physically check every person in the convoy. 

i. Physical training or military fonnations (five or more personnel): One person with a valid 
registered DOD ID card can vouch for the group of individuals within the main body of the 
fonnation. Individual runners and small groups (four or less personnel) must present valid DOD 
ID cards to gain access to the installation. 

J. USAG Schweinfurt community members/guests: 

(1) Each directorate will appoint a primary and alternate sponsoring official for 
installation access control and provide a copy of the appointment to the DES. Directorates may 
also appoint contracting officer representatives as sponsoring officials. Sponsorship must be 
kept to a minimum. Authorized sponsor exceptions must be approved by the Garrison 
Commander or the Deputy to the Garrison Commander. 

(2) Individuals that may have access to our installations are: 

(a) DOD 10 Card holder 

(b) DOD Installation pass holder 

(c) Personnel on a DES approved access roster 

(d) Personnel signed in by a DOD ID Card holder or installation pass holder with 
sign in privileges. 

(3) DOD ID card holders are authorized to place individuals on the access roster. An 
individual who is placed on the access roster may not exceed 60 days in a 12 month period. 

(4) DOD ID card holders and installation pass holders with sign· in privileges at the 
access control point (ACP) are only pennitted to have four guests signed into the system at any 
time. An individual may not have more than four visitors signed into the lACS at any given 
time. The individual being signed in will present a valid fonn of identification (passport or 
Personalausweis) at the ACP to ensure the individual is not barred prior to being entered as a 
guest in the lACS. Guest will be escorted at all times by a trusted agent (ID card or installation 
pass holder) to include returning to the ACP to sign out. Contractors do not have to be signed 
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out by the same person that signed them in but the escort must be a trusted agent. Failure to sign 
your guest out may conflict with future sign-in. 

(5) Personnel will not bc signed in as guests for more than a 24 hour period as directed 
by the Garrison Commander. If the visit is expected to exceed 24 hours, both the sponsor and 
guest(s) will report to a USAG Schweinfurt ACP and the sponsor will sign their guest(s) out and 
then back in. Failure to return to the ACP and sign out will result in the guest being barred from 
all USAG Schweinfurt installations and a 30-day loss of sign-in privileges for the individual who 
signed the visitor in. A second offense will result in a 60-day loss of sign-in privileges. A third 
offense will result in a permancnt revocation of sign-in privileges. Prior to signing-in a guest, 
the guest and sponsor will be required to read and acknowledge understanding of these control 
measures. The security guard performing the sign-in will be responsible for ensuring this occurs. 
Violators of the 24 hour sign-in period will be subject to administrative or judicial actions under 
the UCMJ or Civilian Misconduct Action Authority for Article 92, Failure to Obey a Lawful 
Order. 

(6) Signing in of underage persons/minors: 

(a) A minor is any person between the age of 10 and 17. Children under age 10 do not 
need to provide ID documentation to be allowed access to the installation. An individual under 
the age of 18 can be signed onto the installation when: 

(I) The sponsor can reasonably explain the intent for the visit is one that will not 
violate law nor endanger the health, welfare or safety of the child. Juvenile curfew hours will be 
enforced when appropriate. For overnight visits in Government quarters the MP desk will be 
notified. Children will not be taken to soldier barracks unless escorted by a verifiable parent or 
legal guardian who gives their consent. Verifiable means that the adult in charge of the minor 
can reasonably demonstrate their authority to give consent. For example, the names match on 
the Personalau~weis or the address is the same on identification documents or paperwork IS 

provided that appoints the person as such. 

(2) The sponsor (the ID card holder signing in the minor) is accompanied by a spouse 
or a fami ly member as defined below. 

(b) For the purpose of this guidance, the definition of a family member is limited to a 
son, daughter, parents, brothers, sisters, mother-in-law, father-in-law, brothers-in-law, sisters-m
law, grandparents, and grandparents-in-Iaw. 

(c) The intent of this guidance is to mitigate the potential risk of illegal activity. To 
ensure that members of the community, family or friends, are not unduly denied access, 
exceptions to this section may be obtained from the USAG Schweinfurt Provost Marshal Office. 

(7) ACP procedures: 
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(a) Search authorization: Any vehicle or person attempting to access a USAG 
Schweinfurt installation is subject to search lAW AR 190-22 and USAREUR Suppl 1 to AR 
190-22. 

(b) Access to installations not authorized: lAW AER 190-16, Para 8a(2)(c), 
personnel in possession of a valid DOD installation pass may obtain access to an installation for 
which they are currently not authorized by producing either temporary duty (TOY) orders or a 
memorandum signed by the chief or deputy of their division. 

(c) Forgotten ID Cards: Contract security officers at the ACP will verify that the 
individual is authorized access to the installation by performing a manual look-up to verify that 
the individual requesting access is a valid DOD ID card or installation pass holder. 

(d) All DOD ID cards and installation passes that are expired will be confiscated by 
contract security officers or Military Police. ID cards or installation passes that are mutilated 
have illegible identification data or an unrecognizable photo will also be confiscated if the 
officers cannot positively verify that the individual matches the picture on the 10. 

(e) An individual that has their ID card or installation pass confiscated will be issued 
a receipt by the Military Police or contract security officer when their card is confiscated. This 
receipt IS NOT an access document. 

(f) Confiscated installation passes and ID cards will be turned in to the 10 card 
section or IACO within 24 hours. 

(g) Individuals who have their pass or 10 card confiscated must be signed in as a 
visitor until a new pass or ID card is issued. 

(h) When an individual fails to comply with this directive or objects with an order to 
surrender the expired or damaged JD card or installation pass, the Military Police will be 
notified. 

(i) When trusted traveler procedures are utilized to maintain constant traffic flow, 
priority will be given to vehicles attempting to enter thc installation over individuals manually 
signing in or out. 

(8) Installation Passes: 

(a) The DES is the USAG Schweinfurt staff proponent for installation passes and 
works in coordination with the OPTMS security manager to ensure this program is managed 
under the guidelines of the Local National Screening Program (LNSP). In regards to the 
categories listed in AER 190-16, USAG Schweinfurt has added the following category 
requirements when submitting an application: 

1. Official Guest Category - Police Good Conduct Certificate, AE Form 604-1B 
and entered into the Local National Screening Program. 
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f.. Visitor Category (Residing in Europe) AE Form 604-18 and entered into the 
Local National Screening Program. 

;>. Other Category - Police Good Conduct Certificate, AE Fonn 604-1 B and 
entered into the Local National Screening Program. 

,4.. Delivery Drivers - Installation Passes should be initially issued for 6 months 
and only when accompanied by the service owner. Drivers who have established themselves in 
the community through years of service without incident may receive renewals for 1 year. 
Owners must supply the lACS office copies of the business license and food preparation health 
certificate. Taxi drivers may be issued a pass for two years. 

(b) Sponsors for installation passes will: 

1. Ensure that a benchmark is set for Official Guest Category, i.e. , active 
membership in a German! American Club or organization, regular pruticipation in the 
organization, and individual is promoting good German! American relationships. 

f.. Ensure that privi leges for installation passes arc limited; United States Anny 
Europe (USAREUR) wide access is not a blanket authorization and must be justified only those 
installations where the individual has a need to access will be listed. The week days identified 
on the pass will be limited to days ofthe week the individual must have access to the installation, 
i.e., few contractors do any business on the installation on Sundays. The access times will be 
restricted to only those times that the individual has to conduct business on the installation. The 
general rule for contractors will be Monday through Saturday from 0500 - 2200 hours. 

J. Installation passes for transportation purposes will be approved by the 
sponsoring USAG Schweinfurt staff IACO before being processed. 

,4.. Installation pass holders granted sign-in privileges are for official business only 
and limited to four persons with their vehicles. Persons granted sign-in authority should either 
be in a supervisory position or have an official need to ensure mission accomplishment (i.e. 
contracting officer representative project manager, etc.). 

2.. Individuals who abuse their installation pass privileges, i.e., use their 
installation pass as a means to access the installation for purposes other than the intent of the 
install ation pass, will have their installation pass revoked. ID card and installation pass holders 
who abuse the sign-in privi lege, i.e., the guest is unescorted, the guest does not sign-out, may 
have their sign-in privileges revoked. 

k. State Sponsors of Terrorism. Citizens from countries identified by the United States 
Department of State (llIIp:., frw·e/.srafe.gOl' \'isa·remp. infO, info 1300. hfmD require USAG 
Schweinfurt commander approval for USAG Schwcinfurt access, and USAG Schweinfurt 
commander and USAREUR PM approval for Army-in-Europe wide access. The United States 
Department of State requires additional screening for citizens from identified countries before 
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they are granted entry into the United States (lrrunigration and Nationality Act (8 USS. 
1101(a)(15) and Section 306 of the Enhanced Border Security and Visa Refonn Act of2002). 
Citizens from countries identificd by the United States Department of State as state sponsors of 
terrorism who have previously been issued an installation pass are exempt from the requirement 
to obtain USAG Schweinfurt commander's approval for access. 

I. The Garrison commander reserves the right to request additional information from any 
person requesting access to any USAG Schweinfurt installation. 

7. Exception to Policy 

a. Exceptions to policy may be approved by the USAREUR PM for up to I year. 

b. Persons requesting an exception to any policy or procedure in this regulation must send 
their request through appropriate command channels to the USAREUR PM 

c. Exceptions to policy that is embedded in the lACS software application may be 
administered locally and do not require USAREUR PM approval. The USAREUR PM wi ll 
periodically audits and reviews software exceptions to policy. 
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Appendix A 

APPLICATION FOR U.S. FORCES IN EUROPE INSTALLATION PASS 
(AE Reg 190-16) 

PRIVACY ACT STATEMENT (For U.S. CitQ,:.",) 

AUlhority: S USC 301 Departmenlal re-Qul.I>O nt ; 10 USC 113. Sel:(tlary of04llenH, Note al Put>. L. 106--85: 10 USC 13&. Under S'<;I"'I~ry 01 Del. n,.. I<)1' 
~f1OM&II"" Reldirless. 18 USC 1029. AQI;lIS$ Deva Fraud: 18 USC. 1000. Ccn-p.,IW fraud. 40 USC Inlomtaoon TI'ChI\Ology M,n ,gemtnl 50 USC. 
ChpW 23. ~ Seeuritr. Pt.t>. L 103-398. GoYer"""n! Ink"mation SeOolfty Act PlI':). L 100.235. COfI1)uter ~ I'\a cI 1987. Pub. L. 99---'1'. 
Compuo",r F"".o:I.rId Abuse I'\a. EO 9397 (SSM). 

Prln~I~1 purpos.(_): To ilMnlily lIII,son",,1 luthoriz, O routine or IlooMing ~n 10 insl'''~1'Ilr ul\d.r U,S. control. 

Routine use(I): ThOM 1III1ITIi:te~ vntIe< 5 USC 522.(b) 0' the P ... .c,o Ad.rId" _cffically."""'" oLrtKie tM DOD ""rlUlntlC 5 USC 522'(b)l3) Of the 
-",,,,-
o._closure: VDklnu"y, ~tr, failure!O ptOYide any em cI irIIotmaliol'lwili tesu~ In donial of entry entO U.S.~ int\allalicnr.. 

Ploaso refer to tho instrlJctions on page 3 to ensure that the form is corroctly filled In. 

1. To 2. From 13.0,,1. (YY'I'Yt.'MDO) 

USAG SCHWEINFURT DES 1 
5. Sporosor address 

1. p.rson category 11. Country of citizenship 

10. Supporting document o)(piration date 
(Pa$SpOl1ll0 card) 

11. Rnldonce pennl~ required? 

13. Type PilU rvquosted 

o Inst;aIl~t1Dn pa-ss 
-Lfi:;;';'-P;;;;Yi~~-~il;ti~~· p~-;;- -

14. Date of birth 
(YYYYtlMDO) 

19. Llmi\;llionsitimeJday .eeen Is .. qulred 

15. Weight 
(Pooods) 

22.lmrtallatlon, for which aeees" i. required (Provide JU$ufk:ation) 

Justification 

23. Sigo-ln privileges 

: D No 
16. HeIght 
IJndtes) 

6. Address (CompBroy, organization. un~) 

9. P,rsonatlD number 

17. Eye 
ICoIor) 

18. Hair 
,CoOo<, 

20. Pass f)(piratlon date (YYYYMMOO) 

tACO REGISTRAR MUST VAUOA TE 

_g_~? ______ .. _._i_g.::.~~_(~_~~.~_~~~~! ______ ..... ____ .~ ... ________ .. ~ .. ____ __ .. _______________ ________________ ~ ________ _ 
Justification 

AE FORM 190-16A, DEC 09 V«s. OUIO ~ f 01 J 
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Appendix A (Continued) 

24. PriVlltely owned vehicle (POV') rogislration informa.tion (Adcfrt'ooel vch.eIH my be added 011 a SOIpafBle sheet 01 p;!Pf:I) 

::a:.I:l'~!!'~'~.!!~'lb. Country :c. Make --T' Model ie. Year (Body type r~-"~.~nn.m 

--------------------r------------------- -------------------r--------------- ------------r------ ----r----
25. Com pan)' n.ame. telephone number, a.nd e-man 

26. Rlqulred alUchmontJ (Cneck applicable bo~es) 
All installalion-pass applications must include supporting documents. Requirements may be different depending on Ihe person 
category selected. 

o Residence Pennit 1 0 Fax-8ack (u.s. ~or) .. ... ..... .. ............•.•.................•.................... ~ .............•.................... ...................•........... o Wol1l Penni! : 0 Proof of AE Fonn 604·1A, loclt NalioMI Screening 
•••••••• - .••••••••••••••••••••• ••••••••••••••••••• ••••••••••••••• , Proglllm (lNSP Initiation 

o ~;::=~~~;=;::~t:~(~:~) t'ErlNsp(;k;~~~j" """ " "" """""""""""""'" 
........................................................................ ............ .............. ................. -............... . o PGCC (Entrl'" adiudiee tedj : 0 LNSP (Entrie' adjudieated) 
·D·;,;,i~b~·~~;~~·{-~Pl~;;;~··· .. ······-·········-··········"1 
27. Verification b)' SpOnsoring official (must check both boxes) 

o I h<tve rwle_d the .... ults of . 1I background checka roquired b~ AE Regulltion 190.16 and verify Ihallhere il no derog.lory 
information thai would p ... clude the 'Slu;nfjl of an intll.lllation p .. a. 

·Eii~·;;,t;;j,~·;;; -;;~ii~·;~th;~b;;~-;·~i~~;.;-.-b~~;·th;;~;;~~·~~;r~;;;·~~~·~i;.~·i,;;;,I;~·~·~;;~~j·~~·;.;~~·AE· · ·· · 
Regulation 190-16 and believe thll packet iladminlltlllilvely correct ~nd fully and accurately Indi~~tcs thl 3ppllcant'laccen 
Nquir.."enta. Howe"er, If Ih . ... is a problsm or you noed furth.r Infonn,tion, pie..,. contact m •. 

:b. Name and title 

i 
a. Organization, telephone number, and e-mail 

...••.......••••................. -........... __ .................. ~ ......... --....... -......... -•....••••.....•.•.................•. 
c. Slfjlnature (Diglt!!1 or onginal) 

28. To be <;omplotod by tho !'<Igist,a, 

I. Regi,tr.a' MIme (Pl1~tedi 

:d. 0.\01 \Y'fYYMr.40Dj 

i 
I 
I 

b. lACS office 

••• • • •••••••••••••• • • _ •••••• • • + ••••••••••• • ••••• • ••••••••••••••• • -+- ••••••• ••••••••••••••••••••••••••••••••••••••••••• + • • •••••••••••• 

c. Registrar's signllu", ;d. Date issued (YYYYM~OO) 

29. Additional comment. 

AE FORM 190·16A. DEC 09 
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Appendix A (Continued) 

Instructions for eomplGting AE Form 190·16A 

Block 1. To :S lock 20. PUI upi r3.tlon date 
Ell ... u.. _ GIllie seMcing insl2btion IcceSS COI'I!loI oIIioe. in... f;e.d ..... btl vaid.1I!d by tile IACO. Juotifical"'" to. ItIis 6a\e mull be 
Bi~; -k2-F~~ ------- -- -._-.-----._. ----- --- ----_. -- --_._ .. ----- ' ~PI'OYCIed. A temporary in.buon pass it v,licIlor up III 9O,gys. The 

C . .. . :'l\P1IlI11on d.~ 0( In inst.b\Ion piSS c!e~r003 on ,he lrniIa:.ons of !he pef'SOl1 
~_n:!~~~~~_O!:~-"..P_Q!..s_O!~~~~~~~~~:'~: _____ • _____ ______ __ ~ca~~ (blodc 7) MIo>c!Itd ,"_" II \l1e I xpir;l1J()" dlt .. a/ the • ..pportJng 
Blcx;k 5. S ponSor addre.. laoc:...rr.m (for eumple. passport) 1IIa1 was used 10 Gbt ... 1M inmlllbon pass. 
En:ellhe m.*'I! _nt 01 N sponsoring org.~n. For !he pal$Oll In.. u .... _ d~ .... be ~, 11:1\41 .. l.tIiI,. 

r~r:~,:"..!a....v: ~; '!~~~~::) .. tId ~o, (1lQ! lBj~ i..-2;: FPCOH ;~~tri~-ti~~-- -- ------- --------- ------- --- .- ------
___________ • ___ ___ • ____ • _ •• _______ • •• • ____ _____ ___ ____ ____ •• • __ _ _ Ent" It .. FPCOIII ""lrit:j,,,n. 

Block 6. Addn.... • Del:a (prov,,* JUs1rfica~on. in<:II>cIing first_$pOnd .. r dwn) 
En ... IIle .dd .... of the uf'li .uognmem. Thillddrnl Wli depend on "'" • C ..... ~ JUI!JficIruon. ir'Idudin9 • list 01 esH1llia1 d'u!ieI) 
.pplk:anrs pen.on Cllegory. For example. for local nation.t ...-.pIoyee •. """" • Bfavo 
lhe turng o:g.ntUI<On's add'ess. For conl,aClOI"$ a/ld de~ry pa!'$on net .• nter , -.- -- - -- ---. -. - -- ~- - - - .-- -- -~ -- - . - - - ----. - ' -- . -: - -------•• -------
thalddtess of UIIII" <;om,,,"\' VilitOlI ~uld lisl (hair PIomI mailing .ddren. :BloCk n. In't;lII.~ tron. for.wh rch .ccess I. r. qur red 

B,~k-i.-P~~~;~~~t-~---------- --------------------------- - -- l;:;O:~...=:'!;=:;~~=n~'n~':"""'!":1s 
• ConinetO<' (EumATO) • Hili MilO,.,. ~mI)I< ,lor l1'li aPJ>lo<;lfll. E><~IH;.dude C'l'I'IPbIIlbrracb or T.)'Ior BanICb. II 

Conlrfl:lOfwtlO iI . rnOC!ent oltM i Host-n'ticn "" I~.ry me".",.,. 19re.ll1occell is req..n.d (for ex."",,,. USAG-wMM, ~ USAGt. or 
Eurepe.., Unrc~ e ,. NA,To-n.mt>e< '. Loal N.fen.t ~k>)'8tI 18000'11 to.n Ai, Force bu. 011 Na"Y ba ... ). .ddiuon.1 doc:urnentatlCn IS 
oournty. !. Mambe< PO lrequirltd. such", contrlCl .tatemeN of worlr Ihal ~.II ~ na ... !he 

• Comraaor (U.S.I . MombIt 01. prtr.te organizllion. '~~_~.b.a~_.~ ___ _____ _________ __ ____ ________ ___ _________ ._. 
Conll..:tor wtlo is, U.S. ~en • NATOMerrbe, 
WOtI<OI\I lor . U.S. co"",.ny boiled In • Off>oal G<.Ie.t 
lhI Un!\ed Stiles. • Perscnal--Servloe ~~. 

• o.w.ry ~ ,. V.nctor 
PeBcnneI INking rtOJI"ring clellYenes . VenOor proytding ~ndiH 01 
01 providing wniII , •• UVICI not ...... 
CJllIItd will> • Government contract. 

• OOSl ........ tican Embany 
oap._ 01 SIIIt .Dd AmI"""n 
Embluy par.., ....... 

• FOIIlgn 5!1ldent 
Fore<gn student ,I !he Mars"'" ,-, 

• Gallt Guard 
• HN Gavemrnent 

HOlt·n.bon Go,.,nmenl efflClal 

WN ICH net l»OQated willi. 
. Governmenl t;On1racl. 
i. VISitor (FtA/Eurcpt) 
. ......di;>11 F..-nIy rnembIIlMng 

~Eurepe. 

:. Vis~OI (no! FM/EUfOPI) 
! F, .. nd 01 F.INI)' member net 
: W:Iudtd in QIIgOfy .bcYa. 
i. O\lwr 

Block 23. Slg,,"" privfloges 
CI\e<;tc 1M app'opnate be. 10 indicate wllethe, sign- in priviegM ... requl'e<! If 
~ ;><MIeges ,,. req"'S\4Id. tht s,ponsorlng .""...1 must inc&.odt • wrCte~ 
IISIdict!ion '" bled< 23. ThoI woia ... ju51rIiClnion mull explal'l why l1'li . pp!r<2n1 
req ....... $i;n-in prlritge. in tht pe<fonnan::e 01 du!in. NATO Idembor tneI 
DIp.""..,"t 01 St.te.nd Jl.mtrican Embtuy person Clteg<>rMIltre ""'""TIed 
t~.,_~~_~~_._!~.~.':'_.~!~,_~~..,_?_~_"_~_':'~ ________ ________ ._ 
Block 24. Privately owne<:I vehicle lPOV) r&glltnrtlon information 

• Stall tht IioanM pIIo~ .....- u.aty II ~ 'PPon ... 
b. Stale the C<>U1"(ry "'" Iic<tnM p!allt WII. ;,.LlItd lot. 
C. 5111 .. lhe .... k. of the vehocll (10, .umple. Opel, S .. b. BrAW) 
d State 1ha mcOIl 01 tht vel'llde (for ..... mpIe 32S1. Altra. 1'lOE. $60). 
• SItte 1ha yell of !he .... 1IIdot (YVYY). 
1 SI~~e tht body t)'I>II 01 !hi ...... ida (10, IUmpie. 2_ sedan. b,,"~ 

--!!.-~~ !~-':>:,-~~~~~~~~-------- . ------.-- - -- - .- -- .. ----
-- •••• -- - -----.-.------•• ------- -c!--- ----------1BIOCk 25. Company mlm., tel.phon. number, .nd e-mail 
Blcx;k!il. Per1'onal 10 numb" [Tim; _ II appIcabIe onl)' lot ~nll in !tie c-.etor(EtJn.IA.TO) penon 
En"'1hI ~ 10 n"""" OItht ~1IPOI'l numbel 110m the s~rtn; l<;.1~ory. If.ppIcabIe. __ ntme. lIltphona~. __ I oIlh1 
doc:u_nt used. TrIll . pplicant_51 have one of tht loIow ... g ~ :~~~!~ __ .. _____ ______ .. ________________ ________________ _______ . 
doar ... nll: 

• PaupeR Block 26. R.qulred attaehm .. nts 

• Parsonat 10 011<1 .. ......,- byltle country 01 ciI:<zenthip (lot e~. ~~~_~_~_~_~~."!'.~_~.~~.~~n_~: _ 
Qermt" ""'OfIaIauswaJ~. ~n _tity ClI<I . llI",n eerr ... d'icIItntl/.J 

• I.4I1rt.ry 10 card issued ~ OIM of the NATO Send" g Stat .. (S.lgium. 
Canada. FranOl . lhe NIIIII,lInd'. Unitld Koogdom) 

Block 10. Supporting docu .... ntlltion "'pl.atlon date 

Block 27. V.I1t1c:<1tion by lponsonng offic ial 
51111& \f><I n ..... , (JIIio, ~anil.tIon. tele~~one number, arid e-mail 01 the 
t.pOn,orlng Q!!\Q.L The IACO mu.1 ~'V1I' copy ol!l\e dnign.oo.. 01 
topOtIlOfIng ol'lid.l. "...,...."..ndum ffom )'0'" OIg.~n icSen\ifyong "'liD is 

~~~-~-!?'-~-~-~~:-----.. ----.--------------Entar the opnbon dlte 01111t SUPPCI'l"'ll dccumInl (Ioo- 1~1e .x!>O'.tion 
d.1I of I'ISIPOI1 e' Germ;on PIr~) t Slock 29. Additional comments ---------------------------- -------------------- -------------_. --
Block 1'. Resldenc. permit Il!quirl'd? 
It~ _the ~ bex 10 Ind.::;o!e_, COllY cflhe 
reso3eOOt parmrt ISlItachltd See A,f Reguillion 190-11$ lot ~. 

81o~k 12. Work permit required? 
II~. d>eck the aw<CPfiate [)Ox 10 indicate whothe,. c:cpy ot tile WOtI< 
penni! iI MIaChId. Sea ,o,e Revuta ...... 190-11 101 i"'d_ 

Block 13. Ty~ paas requeIJtoxl : 
CI>tek "'" a_-.It bex.. lI.n mlllr l.tJOn pass .. deI~ed,. tempollry ! 
,no:at.1ion pan maybe issued pendJIIg CM-Q1etion ef. r.tquired b~round : 
__ A terT¥>o<.ry insIall8llorr pan IS v""" t~ "" 10 90 d'~I. The .. -.on. 
usociIJted wor e..:rr pass .... dillarent for e..:rr orocflVldu ..... acc:en ! 
~~~~~_t~~ _____ ________ _____ ____________ ___ _ ._. ________ .-------1 
Block 19. Limlt;ltJonsJtimtld.y aCCl .. I. required I 

:::=:=~.iI~~I.:...~~=:.::,':=(= j 
a. 2417). so """"tcrir19 O/V.no;.toomr shook! be j)rlIp;l1I<I1C ",SIlly Ih .. . ntty. ! 

, 
AE FORM 190·1 6A, OEC 09 

P,av'de .ny ~""sted info",,.t'''">i'J,I,flCol:ion. 
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FOR OFFICIAL USE ONLY 

INSTALLATION ACCESS CONTROL SYSTEM (lACS) ACCESS·ROSTER REQU EST 
(AE Reg 190.161 

O. Ia .equlred by 11M Privacy Act of 1tUIFor U.S. elU"n" 

Authortty; ~ USC. 301 Deparunenlal ~ilIlions. 10 USC 113. s..;,-.I.-y 01 Oele~. Note II Pub. L 1()6..65; 10 USC 136. Under Seoe1a'J orOetenM lor Pef$Oflf>el and R";tdo",,ss. Ie 
USC 1029. Access Device F.aud; Ie usc 1030. Compuler Fraud, 40 USC. 'nlormallOn TlKhoology "'anegement 50 USC, Chapter 23, Inlernal Seo;r~~ . Pub. L 106-396. Govemm&l'll 
InformabOO $ecunty Act. Pub. l. 100-235. Computer S<!rurily Ad 01 1987, Pub. L. ~H. Compule. FI&\Id and AbtJH Act; E.O. 9397 (SSN). 

PrincipII purpon(I); To identify Jl"rsonnel authofized .0u~1'III or rewmng i"C"SS \0 install"tiQ-ns under U.S. contll'll. 

Routln. uI'I'); Those pe01'\'\ilted unde. 5 USC 522.(b) of the PrIvacy Act and lIS spe<:iticaHy aMowed OU\siOe Ihe DOD pUI'Suent lo 5 USC 522a(b)(3) of Ih<I PnvlCY Act. 

Dil""'-u,,: Voluntary, however, failure 10 prOVIde any item Of InlormallOn wil result in denial of enlry omo U.S.-cont.oIIud Inslallalion •. 

Ins'ructlons 

• Ac:oI!l$-ro$tef requests may be IlatlO-Clme<l or Hnl by &-mil" lrom an olhaat e-mail accounl (loruample • . eales.com.euOOOeI.edu .. gov •. m .... nllO .. 0IlI). 

• CWy 000 ID ~ regislered in tile lACS may spon_ an actlISHOS~' '<!quesl 

• Access-r05ler (eq!lests moat be submll1ed 3 .....orkdays bela«! the date access is needed. 

o Co<1tOOOfl.nd vendors must.ubmlla copy ol lheor pDslp(lrtlAuSwoit .rId. il.eqUlfed. \I vlta/woll< pelTTlit lllong with II COI'Iy 01. Ge,man Police Good Conduct Certificate (PGCC) 0' 
th"'If country'l ~ul'lalent (d not ill Ellgbn, lfansl,ted b~ II 00<1<1>ed "anl~tor). This may nol be mol1l thiln 12 months old. 

o U.S .• b_""" cont",dors mu&t aubmit. copy 01, wnfomed · I .. .t>ack.· For more ... fo,m.1ion lbout tile fax-back proo&SS. ple.se con1;ld t~ DOD Co<1 tractor Personnel Office. ome. of 
Ih<I Ocp.lty Chief 01 Staff. GI. HO USAREUR II DSN 37502518 or 1lt!pJN,ww.fJ6I.hq",;",,,urNmy. m;Vcpdldocpf"'Tdy_{ad~~a:sp~. 

o Individuals may be pIaoed on en aoceiS IOSwlor up \0 60 df)'l. 

o Fo< .d<!lloonal lnlormatlon on actlIU ~ters. refer 10 AE Reg\Aa\lor'l 190-16 

Access Roster JnfomtaUOlt Sponsor Informallon ... . .... _ ... _ ... _ ..............................................•.•................•.. 

~~;~~::: ................................................................ ·········· I~~~f~;~~l0c.cei.: ...................... jr;m.~M~!~~ ........................... . 
SS N U8.tlollf dig~$); 

0.1.01 birth (YYYY"'f!l.DD)· 

E..,.,.II : 

WOfk tel.phon. number: I';;ib·,iiilon;.;;·.;.iil(j ... ~c.i; ·I;·iiri~~····+···· ..... ...... ............. ... ... . .. . 
H~ or ~.II phon. number : 

Unll or org.n(u llon ; 

_ ......... , .. : ~.~! .~~~I?!!!!?!?!.7.~~~t!~.c.~~~.~~.~ .~!.I!~?'!5~!~'!., .. 
Company n.m ... : 

Comp.ny ...... It . nd t .... ph"'"': 
~·;~ ·~j~k·;~~~~·; I;·~~I;.;.;~ ·········· ··········································1r~~·~j·d~~·~~~;; i~·;.;~~i;;d~-··· ............................. .................. . 
Copy o f bac kground eheck and ... ortf permit Y : N :On Itl<l at n Copy of fu-b.tk provided y : N :0.,"1<1 at 
provldod (If required) (non-U.S. cltI~en): u 0: 0 O: IACS offlu (U.S. citizen wor1<lng for U.S. compa ny)' •• n; 0 D;IACS oflle. 0 
AE FORM 190-16F, DEC 09 V.". OI ()tJ Pili" 1012 

FOR OFFICIAL USE ONLY 
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Appendix B (Continued) 
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Appendix C 

LETTERHEAD 

Office Symbol Date 

MEMORANDUM FOR (enter the nome of/he servicing [ACO) 

SUBJECT: Designation of Sponsoring Officials 

I. The following individuals are designated as sponsoring officials for (enter the name of the 
organi;:ation): 

a. Authorized 10 grant up to Army-in-Europc-widc access (minimum LTC/GS-13 (or NSf'S civilian equivalentYCBlNF 5): 

FULL NAME POSITION GRADE OFFICIAL E·MAIL ADDRESS 

SIGNATURE __________ _ 

b. Authorized to grant up to DRO-wide: access (minimum CSM/SGAUMAJ/CW-I/GS-/2 (or NSPS 
equivaientYC1AINF 4): 

FULL NAME POSITION GRADE OFFICIAL E·MAIL ADDRESS 

SIGNATURE _________ _ 

C. Authorized to grant up to IRG-wide access (minimum lSGIMSGICW3ICPTIGS-11 (or NSPS 
equivalent)/C7lNF 4): 

FULL NAME POSITION GRADE OFFICIAL E·MAIL ADDRESS 

SIGNATURE __________ _ 

d. Authorized to grant access for only one installation (minimum SFC!CW2/GS.9(or NSPS equivaftm,yC6A): 

FULL NAME POSITION GRADE OFFICIAL E-MAIL ADDRESS 

SIGNATURE __________ _ 

2. lbe POC for this infonnation is (include name, telephone number, and e-mail address). 

Appendix C (Continued) 

Signature block of commander 
or designated official 
(commander or firsl LTC! 
GS-13 (or NSPS equivalent) 
in the chain of command) 

Format for Designating Sponsoring Officials 
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Appendix D 

l&\G SQl\\JN.'lRr!i'O\.~1ESI' SIGN-I" ACnDtINT 

I, -..::::-;;;:::;-;-::,-;m=' -----;;: ,=:-=-==', -;-:;:;::::-;-;:,.--;;;' Name (First, Last, MI) (print) RanklLast 4 ofSSN or Id # Address, Unit, Bldg # Phone II of quarters or Cell II 

hereby acknowledge and understand that: 

• I am responsible for my gucsCs(s') conduct during hiSlller (thei r) emi re visit 
• My gucst(s) is (are) no! authori7.cd to leave the instal lation without being signed OUL 

• The visit will nOl exceed 24 hours from the dale and time 81 which I signed in the gucsl(s), 
• Upon completion of my gucst 's(s') vis it I must ensure that Cl(:h of my guests rerums, accompanied by either myself or some other 

person with sign-in privi leges, to be signed out properly, 
• Failure to comply with any of the above visitor sign-in policies and prOCt'dures may result in the revocation of my Visitor Sign-In 

Privileges for a period of up to 30 days for the first offense and 60 days for the second consecutive offense and pcnnanemly for the 3" 
offense, 

LA)T ty.,ME ~ 'lam J::;N;NLMlffi 

GUEST Il l : 

GUEST 112: 

GUEST'3: 

GUESTrt4: 

Purpose orvisit Requested destination(s) 

Vehicle Plate Numbcr(s) Vehicle Make Model Color (5) 

Signalure of Sponsor Dm Time 

GLlest{S) Aekno"'ledgement; 
I hereby ackoo .. 1edge thai I fail to sign out within 24-hoors of signing in or leave the installation without being s igncd-oul; I will be barred from 
entering any of the installations in the Schweinfun Community for a period of up to 30 days for the first offense and 60 days for the scoond 
consecutive offense and permanently for the 3" offense .. 

EinverUlndniserkHl rung des GlUes; 
leh erkenne hiennit an, dass mi r der Zutritt 7.Il den US Einrichtungen in Schweinfun Community beim trsten VerstQSS fuer bis zu 30 Tage, beim 
zweittcn Verstoss fuer bis zu 60 Tage und bcim drillen Verstoss pennanen! gcrspem werden kann, wenn ieh mieh nicht innerhalb von 24 
Stunden, nachdem ieh mieh eingcschrieben habc, wieder aus!rage, oder, wenn ich die Einrichlllng verlasse nhne mich aus:.:utragen. 

'Gr.~::::T, i"1 'I <S";""'=""re:-----,Gr.::""="" 'I"S"';:"".""Cre;;:----"GC~"" •• ;;3-;I.,Signalure 
Gast III 1 Unterschrift Gast rt2 1 Unlerschrift Gast rt3 1 Untcrschrift 

Guest 114 1 Signature 
Gas! #4 1 Unlersehrift 

PRIVACY AU STATEMEI'T: Authority Section 6311 of Title S to USC authorizes collection of Ihis infonna!ion. Principal Purpose - To 
control local access to installations, buildings, and controlled spaces. Routine Uses - The social security number provides an interface with 
Installation Access Control Systems. Disclosure - Disdosure is voluntary, but failure to provide the requested information may result in denial of 
acceSS!O DOD facilities. 

Signed out: Date I Time 

Guard 's Initials! badge#; 
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REMARKS (Con'I): 

IMSW MEMO 25-50 

USAG SCHWEINFURT SUMMARY SHEET 
CONTINUATION (PAGE 2) 


