
Select CAT:

Starting Score g
NISP Enhancement Red Flags

Category 1: Security Education
(Events) Yes/No?

Category 2: Security Education
(Products)

Category 3: Security Education
(Staff Training)

Category 4: Security Education
(Community Information Sharing)

Category 5: Contractor Self Review

Category 6: Class Material Control

Category 7: CI

Category 8: Information Systems

Category 9: FOCI

Category 10: International

Category 11: Community Membership

Category 12: (h) Active Participation

Category 13: Personnel Security

Vulnerabilities (Non-A/C) by Reference*

Acute/Critical by Reference*

FINAL SCORE g
Rating:

599 & Below = Unsatisfactory
600 - 649 = Marginal
650 - 749 = Satisfactory
750 - 799 = Commendable

800 & Above = Superior

Facility Data Information
CAGE Code:

Company:
Assessment Date:

Field Office:
Team Assessment:

Security Rating Calculation Worksheet

Rating Calculation (Complete areas in yellow)

Place or select “X” for each enhancement that applies to the program.
*Note: For rating calculation purposes, treat multiple occurrences under the same NISPOM reference as one vulnerability.

700
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