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September 20, 2012

J. Michael Daniel

Special Assistant to the President
Cybersecurity Coordinator
Executive Office of the President

Dear Mr. Daniel:

Cyber attacks can pose serious threats to public safety and national security, and patching
vulnerabilities in our computer networks is an urgent task. Unfortunately, Congress failed to
pass a cybersecurity bill this legislative session. My understanding is that this impasse has
prompted the Obama Administration to draft an executive order on cybersecurity. | am writing
to urge you to specifically focus any such executive order on genuinely critical infrastructure.

The executive order should extend to the owners and operators of critical infrastructure
systems, such as those that —if disrupted — could cause major economic disruption, the loss of
thousands of lives, or severe degradation of national security. Targeting the executive order to
critical infrastructure will allocate agency resources more efficiently, minimize conflicting
regulatory requirements, and address the most acute threats to public safety.

The executive order should clearly exclude non-critical online services, such as social
networking, search engines, and e-commerce networks. Imposing cybersecurity standards on
non-critical systems can divert attention away from actions that are central to the functioning
of American society and public safety while posing a negative impact on free expression,
privacy, business operating costs, and innovation in digital services. Cybersecurity standards for
non-critical systems is better addressed through a transparent legislative process that affords
technical experts and the public adequate opportunity for input.

Sincerely,

Lofgren
ember of Congress
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