
 

 

 

      

 

  

 
      

 

           

                  

            

    

 

            

     

 

            

 

 

 
 

 

 

    
 

  

 
     

 

           

         

          

 

 

          

              

            

          

       

         

          

          

  

           

          

           

           

        

APPENDIX 2 

NATIONAL PLAN FOR INCIDENT MANAGEMENT 

APPENDIX 2-1: Executive Order 12241 

Executive Order 12241, September 29, 1980, National Contingency Plan 

By the authority vested in me as President of the United States of America under Section 304 of Public 

Law 96-295 (94 Stat. 790) and Section 301 of Title 3 of the United States Code, and in order to provide for 

the publication of a plan to protect the public health and safety in case of accidents at nuclear power 

facilities, it is hereby ordered as follows: 

1-101. The functions vested in the President by Section 304 of Public Law 96-295 (94 Stat. 790) are 

delegated to the Director, Federal Emergency Management Agency. 

1-102. A copy of the National Contingency Plan shall, from time to time, be published in the Federal 

Register. 

AMENDMENT(S) 

EO 12657, November 18, 1988 

APPENDIX 2-2: Executive Order 12472 

Executive Order 12742 (1991), National Security Industrial Responsiveness 

Section 101. Policy The United States must have the capability to rapidly mobilize its resources in the 

interest of national security. Therefore, to achieve prompt delivery of articles, products, and materials to
 
meet national security requirements, the Government may place orders and require priority performance of
 
these orders.
 

Section 102. Delegation of Authority under 50 U.S.C. App. 468.
 
Subject to paragraph (b) of this section, the authorities vested in the President, under 50 U.S.C. App. 468,
 
with respect to the placing of orders for prompt delivery of articles or materials, except for the taking
 
authority under 50 U.S.C. App. 468 (c), are hereby delegated to: 

(1) the Secretary of Agriculture with respect to all food resources; 

(2) the Secretary of Energy with respect to all forms of energy; 

(3) the Secretary of Transportation with respect to all forms of civil transportation; and
 
(4) the Secretary of Commerce with respect to all other articles and materials, including construction
 
materials.
 
The authorities delegated by paragraph (a) of this section shall be exercised only after: 

(1) a determination by the Secretary of Defense that prompt delivery of the articles or materials for the 

exclusive use of the armed forces of the United States in the interest of national security, or
 
(2) a determination by the Secretary of Energy that the prompt delivery of the articles or materials for the 

Department of Energy's atomic energy programs is in the interest of national security.
 



 

              

           

    

 

               

              

                

              

     

       

         

          

          

 

             

   

 

              

          

         

             

          

   

              

             

                

            

         

             

           

           

       

               

      

         

         

                

             

           

              

        

    

         

              

        

 

          

         

            

 

 
 

 

 

       

          

All determinations of the type described in paragraph (b) of this section and all delegations -- made prior to 

the effective date of this order under the Defense Production Act of 1950, as amended, and under its 

implementing rules and regulation 

Section 103. Delegation of Authority under 10 U.S.C. 4501 and 9501, and 50 U.S.C. 82. 

Subject to paragraph (b) of this section, the authorities vested in the President under 10 U.S.C. 4501 and 

9501 with respect to the placing of orders for necessary products or materials, and under 50 U.S.C. 82 with 

respect to the placing of orders for ships or war materials, except for the taking authority vested in the 

President by these acts, are hereby delegated to: 

(1) the Secretary of Agriculture with respect to all food resources; 

(2) the Secretary of Energy with respect to all forms of energy; 

(3) the Secretary of Transportation with respect to all forms of civil transportation; and
 
(4) the Secretary of Commerce with respect to all other products and materials, including construction
 
materials. 

The authorities delegated in paragraph (a) of this section may be exercised only after the President has
 
made the statutorily required determination.
 

Section 104. Implementation. (a) The authorities delegated under sections 102 and 103 of this order shall 

include the power to redelegate such authorities, and the power of successive redelegation of such 

authorities, to departments and agencies, officers, and employees of the Government. The authorities 

delegated in this order may be implemented by regulations promulgated and administered by the 

Secretaries of Agriculture, Defense, Energy, Transportation, and Commerce, and the Director of the 

Federal Emergency Management Agency, as appropriate. 

All departments and agencies delegated authority under this order are hereby directed to amend their rules 

delegated herein that are to be relied upon to carry out their functions. To the extent authorized by law, 

including 50 U.S.C. App. 486, 10 U.S.C. 4501 and 9501, and 50 U.S.C. 82, all rules and regulations issued 

under the Defense Production Act of 1950, as amended, with respect to the placing of priority orders for 

articles, products, ships, and materials, including war materials, shall be deemed, where appropriate, to 

implement the authorities delegated by section 102 and 103 of this order, and shall remain in effect until 

amended or revoked by the respective Secretary. All orders, regulations, and other forms of administrative 

actions pursuant to the Defense Production Act of 1950, as amended, shall, until amended or revoked by 

the respective Secretaries or the Director of the Federal Emergency Management Agency, as appropriate, 

remain in full force and effect, to the extent supported by any law or any authority delegated to the 

respective Secretary or the Director pursuant to this order. 

Upon the request of the Secretary of Defense with respect to particular articles, products, or materials that 

are determined to be needed to meet national security requirements, and other official receiving a 

delegation of authority under this Executive order to place orders or to enforce precedence of such orders, 

shall exercise such authority within 10 calendar days of the receipt of the request; provided, that if the head 

of any department or agency having delegated responsibilities hereunder disagrees with a request of the 

Secretary of Defense, such department or agency head shall, within 10 calendar days from the receipt of the 

request, refer the issue to the Assistant to the President for National Security Affairs, who shall ensure 

expeditious resolution of the issue. 

Proposed department and agency regulations and procedures to implement the delegated authority under 

this order, and any new determinations made under sections 102 (b)(1) or (2), shall be coordinated by the 

Director of the Federal Emergency Management Agency with all appropriate departments and agencies. 

Section 105. Judicial Review. This order is intended only to improve the internal management of the 

executive branch and is not intended to create any right or benefit, substantive or procedural, enforceable at 

law by a party against the United States, its agencies, its officers, or any person. 

AMENDMENT(S) 

Executive Order 13286 (2003), Executive Order Amendment of Executive Orders, and Other 

Actions, in Connection with the Transfer of Certain Functions to the Secretary of Homeland Security 



 

 

           

  

         

          

       

 

  

 
      

 

    

  

       

         

       

           

        

       

        

          

      

         

        

        

       

           

          

              

  

         

          

             

   

  

             

                

    

            

          

               

          

    

    

    

    

    

    

               

        

           

      

Sec. 36. Executive Order 12742 of January 8, 1991 ("National Security Industrial Responsiveness"), is 

amended by: 

inserting "Homeland Security," after "Transportation," in section 104(a); and 

striking "the Director of the Federal Emergency Management Agency" in section 104(d) and inserting "the 

Secretary of Homeland Security" in lieu thereof. 

APPENDIX 2-3: Executive Order 12580 

Executive Order 12580, January 23, 1987, Superfund Implementation 

Section 1. National Contingency Plan. 

(a) 

(1) The National Contingency Plan ('the NCP') shall provide for a National Response Team ('the NRT') 

composed of representatives of appropriate Federal departments and agencies for national planning and 

coordination of preparedness and response actions, and regional response teams as the regional counterpart 

to the NRT for planning and coordination of regional preparedness and response actions. 

(2) The following agencies (in addition to other appropriate agencies) shall provide representatives to the 

National and Regional Response Teams to carry out their responsibilities under the NCP: Department of 

State, Department of Defense, Department of Justice, Department of the Interior, Department of 

Agriculture, Department of Commerce, Department of Labor, Department of Health and Human Services, 

Department of Transportation, Department of Energy, Environmental Protection Agency, Federal 

Emergency Management Agency, United States Coast Guard, and the Nuclear Regulatory Commission. 

(3) Except for periods of activation because of a response action, the representative of the Environmental 

Protection Agency ("EPA") shall be the chairman and the representative of the United States Coast Guard 

shall be the vice chairman of the NRT and these agencies' representatives shall be co-chairs of the Regional 

Response Teams ('the RRTs'). When the NRT or an RRT is activated for a response action, the chairman 

shall be the EPA or United States Coast Guard representative, based on whether the release or threatened 

release occurs in the island or coastal zone, unless otherwise agreed upon by the EPA and United States 

Coast Guard representatives. 

(4) The RRTs may include representatives from State governments, local governments (as agreed upon by 

the States), and Indian tribal governments. Subject to the functions and authorities delegated to Executive 

departments and agencies in other sections of this Order, the NRT shall provide policy and program 

direction to the RRTs. 

(b) 

(1) The responsibility for the revision of the NCP and all of the other functions vested in the President by 

Sections 105(a), (b), (c), and (g), 125, and 301(f) of the Act is delegated to the Administrator of the 

Environmental Protection Agency ('the Administrator'). 

(2) The function vested in the President by Section. II 8(p) of the Superfund Amendments and 

Reauthorization Act of 1986 (Public Law 99-499) ('SARA') is delegated to the Administrator. 

(c) In accord with Section 107(f)(2)(A) of the Act and Section 31 I (f)(5) of the Federal Water Pollution 

Control Act, as amended (33 U.S.C. 1321 (f)(5)), the following shall be among those designated in the 

NCP as Federal trustees for natural resources: 

(1) Secretary of Defense; 

(2) Secretary of the Interior, 

(3) Secretary of Agriculture; 

(4) Secretary of Commerce; 

(5) Secretary of Energy. 

(d) Revisions to the NCP shall be made in consultation with members of the NRT prior to publication for 

notice and comment. Revisions shall also be made in consultation with the Director of the Federal 

Emergency Management Agency and the Nuclear Regulatory Commission in order to avoid inconsistent or 

duplicative requirements in the emergency planning responsibilities of those agencies. 



 

             

     

     

             

              

              

             

           

     

  

               

         

          

     

               

              

          

 

                

                 

          

             

         

        

  

               

              

         

           

            

        

            

          

                

             

           

            

      

                

               

           

        

                

                 

         

    

            

             

 

                

             

         

        

  

            

          

(e) All revisions to the NCP, whether in proposed or final form, shall be subject to review and approval by
 
the Director of the Office of Management and Budget ("OMB").
 
Sec. 2. Response and Related Authorities.
 
(a) The functions vested in the President by the first sentence of Section 104(b)(1) of the Act relating to
 
"illness, disease, or complaints thereof" are delegated to the Secretary of Health and Human Services, who
 
shall, in accord with Section 104(i) of the Act, perform those functions through the Public Health Service.
 
(b) The functions vested in the President by Sections 104(e)(7)(C), 113(k)(2), 119(c)(7), and 121(f)(1) of
 
the Act, relating to promulgation of regulations and guidelines, are delegated to the Administrator, to be 

exercised in consultation with the NRT.
 
(c)
 
(1) The functions vested in the President by Sections 104(a) and the second sentence of 126(b) of the Act,
 
to the extent they require permanent relocation of residents, businesses, and community facilities or
 
temporary evacuation and housing of threatened individuals not otherwise provided for, are delegated to the 

Director of the Federal Emergency Management Agency.
 
(2) Subject to subsection (b) of this Section, the functions vested in the President by Sections 117(a) and (c)
 
and 119 of the Act, to the extent such authority is needed to carry out the functions delegated under
 
paragraph (1) of this subsection, are delegated to the Director of the Federal Emergency Management 

Agency.
 
(d) Subject to subsections (a), (b), and (c) of this Section, the functions vested in the President by Sections
 
104(a), (b ), and (c)(4), 113(k), 117(a) and (c), 119, and 121 of the Act are delegated to the Secretaries of
 
Defense and Energy, with respect to releases or threatened releases where either the release is on or the sole 

source of the release is from any facility or vessel under the jurisdiction, custody or control of their
 
departments, respectively, including vessels bare-boat chartered and operated. These functions must be
 
exercised consistent with the requirements of Section 120 of the Act.
 
(e)
 
(1) Subject to subsections (a), (b), (c), and (d) of this Section, the functions vested in the President by
 
Sections 104(a), (b), and (c)(4), and 121 of the Act are delegated to the heads of Executive departments and
 
agencies, with respect to remedial actions for releases or threatened releases which are not on the National 

Priorities List ('the NPL') and removal actions other than emergencies, where either the release is on or the 

sole source of the release is from any facility or vessel under the jurisdiction, custody or control of those 

departments and agencies, including vessels bare-boat chartered and operated. The Administrator shall 

define the term 'emergency,' solely for the purposes of this subsection, either by regulation or by a 

memorandum of understanding with the head of an Executive department or agency.
 
(2) Subject to subsections (b), (c), and (d) of this Section, the functions vested in the President by Sections
 
104(b)(2), 113(k), 117(a) and (c), and 119, of the Act are delegated to the heads of Executive departments
 
and agencies, with respect to releases or threatened releases where either the release is on or the sole source
 
of the release is from any facility or vessel under the jurisdiction, custody or control of those departments
 
and agencies, including vessels bare-boat chartered and operated.
 
(f) Subject to subsections (a), (b), (c), (d), and (e) of this Section, the functions vested in the President by
 
Sections 104(a), (b), and (c)(4), 113(k), 117(a) and (c), 119, and 121 of the Act are delegated to the 

Secretary of the Department in which the Coast Guard is operating ("the Coast Guard"), with respect to any
 
release or threatened release involving the coastal zone, Great Lakes waters, ports, and harbors.
 
(g) Subject to subsections (a), (b), (c), (d), (e), and (f) of this Section, the functions vested in the President 

by Sections 101(24), 104(a), (b), (c)(4), and (c)(9), 113(k), 117(a) and (c), 119, 121, and 126(b) of the Act 

are delegated to the Administrator. The Administrator's authority under Section 119 of the Act is
 
retroactive to the date of enactment of SARA.
 
(h) The functions vested in the President by Section 104(c)(3) of the Act are delegated to the Administrator,
 
with respect to providing assurances for Indian tribes, to be exercised in consultation with the Secretary of
 
the Interior.
 
(i) Subject to subsections (d), (e), (f), (g), and (h) of this Section, the functions vested in the President by
 
Section 104(c) and (d) of the Act are delegated to the Coast Guard, the Secretary of Health and Human
 
Services, the Director of the Federal Emergency Management Agency, and the Administrator in order to
 
carry out the functions delegated to them by this Section.
 
(j)
 
(1) The functions vested in the President by Section 104(e)(5)(A) are delegated to the heads of Executive 

departments and agencies, with respect to releases or threatened releases where either the release is on or
 



 

            

           

                

            

        

               

               

          

    

     

              

         

       

              

    

   

             

         

    

  

             

            

            

          

          

              

             

            

           

          

 

  

              

            

       

               

                

         

   

  

              

         

              

                

 

              

          

         

    

             

 

            

          

 

              

   

the sole source of the release is from any facility or vessel under the jurisdiction, custody or control of 

those departments or agencies, to be exercised with the concurrence of the Attorney General. 

(2) Subject to subsection (b) of this Section and paragraph (1) of this subsection, the functions vested in the 

President by Section 104(e) are delegated to the heads of Executive departments and agencies in order to
 
carry out their functions under this Order or the Act.
 
(k) The functions vested in the President by Section 104(f), (g), (h), (I)(11), and (j) of the Act are delegated
 
to the heads of Executive departments and agencies in order to carry out the functions delegated to them by
 
this Section. The exercise of authority under Section 104(h) of the Act shall be subject to the approval of
 
the Administrator of the Office of Federal Procurement Policy.
 
Sec. 3. Cleanup Schedules.
 
(a) The functions vested in the President by Sections 116(a) and the first two sentences of 105(d) of the Act 

are delegated to the heads of Executive departments and agencies with respect to facilities under the 

jurisdiction, custody or control of those departments and agencies.
 
(b) Subject to subsection (a) of this Section, the functions vested in the President by Sections 116 and
 
105(d) are delegated to the Administrator.
 
Sec. 4. Enforcement.
 
(a) The functions vested in the President by Sections 109(d) and 122(e)(3)(A) of the Act, relating to
 
development of regulations and guidelines, are delegated to the Administrator, to be exercised in
 
consultation with the Attorney General.
 
(b)
 
(1) Subject to subsection (a) of this Section, the functions vested in the President by Section 122 (except 

subsection (b)(1) are delegated to the heads of Executive departments and agencies, with respect to releases 

or threatened releases not on the NPL where either the release is on or the sole source of the release is from
 
any facility under the jurisdiction, custody or control of those Executive departments and agencies. These 

functions may be exercised only with the concurrence of the Attorney General.
 
(2) Subject to subsection (a) of this Section, the functions vested in the President by Section 109 of the Act, 

relating to violations of Section 122 of the Act, are delegated to the heads of Executive departments and
 
agencies, with respect to releases or threatened releases not on the NPL where either the release is on or the 

sole source of the release is from any facility under the jurisdiction, custody or control of those Executive 

departments and agencies. These functions may be exercised only with the concurrence of the Attorney
 
General.
 
(c)
 
(1) Subject to subsection (a) and (b)(1) of this Section, the functions vested in the President by Sections
 
106(a) and 122 of the Act are delegated to the Coast Guard with respect to any release or threatened release 

involving the coastal zone, Great Lakes waters, ports, and harbors.
 
(2) Subject to subsection (a) and (b)(2) of this Section, the functions vested in the President by Section 109
 
of the Act relating to violations of Sections 103 (a) and (b) and 122 of the Act, are delegated to the Coast 

Guard with respect to any release or threatened release involving the coastal zone, Great Lakes waters,
 
ports, and harbors.
 
(d)
 
(1) Subject to subsections (a), (b)(1). and (c)(1) of this Section, the functions vested in the President by
 
Sections 106 and 122 of the Act are delegated to the Administrator.
 
(2) Subject to subsections (a), (b)(2), and (c)(2) of this Section, the functions vested in the President by
 
Section 109 of the Act, relating to violations of Sections 103 and 122 of the Act, are delegated to the 

Administrator.
 
(e) Notwithstanding any other provision of this Order, the authority under Sections 104(e)(5)(A) and 106(a)
 
of the Act to seek information, entry, inspection, samples, or response actions from Executive departments
 
and agencies may be exercised only with the concurrence of the Attorney General.
 
Sec. 5. Liability.
 
(a) The function vested in the President by Section 107(c)(1)(C) of the Act is delegated to the Secretary of
 
Transportation. 

(b) The functions vested in the President by Section 107(c)(3) of the Act are delegated to the Coast Guard
 
with respect to any release or threatened release involving the coastal zone, Great Lakes waters, ports, and
 
harbors.
 
(c) Subject to subsection (b) of this Section, the functions vested in the President by Section 107(c)(3) of
 
the Act are delegated to the Administrator.
 



 

             

           

             

     

    

                

         

         

            

       

            

          

              

       

                 

    

    

            

   

       

   

  

             

              

           

  

             

          

    

               

              

               

              

           

 

  

              

       

                

                

   

        

             

            

           

         

              

   

         

                

            

          

          

         

            

(d) The functions vested in the President by Section 107(f)(1) of the Act are delegated to each of the 

Federal trustees for natural resources designated in the NCP for resources under their trusteeship.
 
(e) The functions vested in the President by Section 107(f)(2)(B) of the Act, to receive notification of the 

state natural resource trustee designations, are delegated to the Administrator.
 
Sec. 6. Litigation.
 
(a) Notwithstanding any other provision of this Order, any representation pursuant to or under this Order in
 
any judicial proceedings shall be by or through the Attorney General. The conduct and control of all 

litigation arising under the Act shall be the responsibility of the Attorney General.
 
(b) Notwithstanding any other provision of this Order, the authority under the Act to require the Attorney
 
General to commence litigation is retained by the President.
 
(c) The functions vested in the President by Section 133(g) of the Act, to receive notification of a natural 

resource trustee's intent to file suit, are delegated to the heads of Executive departments and agencies with
 
respect to response actions for which they have been delegated authority under Section 2 of this Order. The 

Administrator shall promulgate procedural regulations for providing such notification.
 
(d) The functions vested in the President by Sections 310 (d) and (e) of the Act, relating to promulgation of
 
regulations, are delegated to the Administrator.
 
Sec. 7. Financial Responsibility.
 
(a) The functions vested in the President by Section 107(k)(4)(B) of the Act are delegated to the Secretary
 
of the Treasury.
 
The Administrator will provide the Secretary with such technical information and assistance as the 

Administrator may have available.
 
(b)
 
(1) The functions vested in the President by Section 108(a)(1) of the Act are delegated to the Coast Guard.
 
(2) Subject to Section 4(a) of this Order, the functions vested in the President by Section 109 of the 

act,.relating to violations of Section 108(a)(1) of the Act, are delegated to the Coast Guard.
 
(c)
 
(1) The functions vested in the President by Section 108(b) of the Act are delegated to the Secretary of
 
Transportation with respect to all transportation-related facilities, including any pipeline, motor vehicle,
 
rolling stock, or aircraft. 

(2) Subject to Section 4(a) of this Order, the functions vested in the President by Section log of the Act,
 
relating to violations of Section 108(a)(3) of the Act, are delegated to the Secretary of Transportation.
 
(3) Subject to Section 4(a) of this Order, the functions vested in the President by Section 109 of the Act,
 
relating to violations of Section 108(b) of the Act, are delegated to the Secretary of Transportation with
 
respect to all transportation-related facilities, including any pipeline, motor vehicle, rolling stock, or
 
aircraft.
 
(d)
 
(1) Subject to subsection (c)(1) of this Section, the functions vested in the President by Section 108 (a)(4)
 
and (b) of the Act are delegated to the Administrator.
 
(2) Subject to Section 4(a) of this Order and subsection (c)(3) of this Section, the functions vested in the 

President by Section 109 of the Act, relating to violations of Section 108 (a)(4) and (b) of the Act, are 

delgated to the Administrator.
 
Sec. 6. Employee Protection and Notice to Injured.
 
(a) The functions vested in the President by Section 110(e) of the Act are delegated to the Administrator.
 
(b) The functions vested in the President by Section 111(g) of the Act are delegated to the Secretaries of
 
Defense and Energy with respect to releases from facilities or vessels under the jurisdiction, custody or
 
control of their departments, respectively, including vessels bare-boat chartered and operated.
 
(c) Subject to subsection (b) of this Section, the functions vested in the President by Section 111(g) of the 

Act are delegated to the Administrator.
 
Sec. 9. Management of the Hazardous Substance Superfund and Claims.
 
(a) The functions vested in the President by Section I I I (a) of the Act are delegated to the Administrator,
 
subject to the provisions of this Section and other applicable provisions of this Order.
 
(b) The Administrator shall transfer to other agencies, from the Hazardous Substance Superfund out of
 
sums appropriated, such amounts as the Administrator may determine necessary to carry out the purposes 

of the Act. These amounts shall be consistent with the President's Budget, within the total approved by the 

Congress, unless a revised amount is approved by OMB. Funds appropriated specifically for the Agency
 



 

         

     

          

          

       

            

           

         

            

     

             

              

       

             

       

              

             

      

            

            

           

         

       

   

             

          

               

          

        

             

        

          

        

   

             

  

              

        

              

             

            

            

             

       

             

 

           

        

            

           

            

            

                 

 

        

 

for Toxic Substances and Disease Registry ("ATSDR"), shall be directly transferred to ATSDR, consistent 

with fiscally responsible investment of trust fund money. 

(c) The Administrator shall chair a budget task force composed of representatives of Executive departments
 
and agencies having responsibilities under this Order or the Act. The Administrator shall also, as part of the 

budget request for the Environmental Protection Agency, submit to OMB a budget for the Hazardous
 
Substance Superfund which is based on recommended levels developed by the budget task force. The 

Administrator may prescribe reporting and other forms, procedures, and guidelines to be used by the 

agencies of the Task Force in preparing the budget request, consistent with budgetary reporting
 
requirements issued by OMB. The Administrator shall prescribe forms to agency task force members for
 
reporting the expenditure of funds on a site-specific basis.
 
(d) The Administrator and each department and agency head to whom funds are provided pursuant to this
 
Section, with respect to funds provided to them, are authorized in accordance with Section 111(f) of the Act 

to designate Federal officials who may obligate such funds.
 
(e) The functions vested in the President by Section 112 of the Act are delegated to the Administrator for
 
all claims presented pursuant to Section 111 of the Act.
 
(f) The functions vested in the President by Section 111 (o) of the Act are delegated to the Administrator.
 
(g) The functions vested in the President by Section 117(e) of the Act are delegated to the Administrator, to
 
be exercised in consultation with the Attorney General.
 
(h) The functions vested in the President by Section 123 of the Act are delegated to the Administrator.
 
(i) Funds from the Hazardous Substance Superfund may be used, at the discretion of the Administrator or
 
the Coast Guard, to pay for removal actions for releases or threatened releases from facilities or vessels
 
under the jurisdiction, custody or control of Executive departments and agencies but must be reimbursed to
 
the Hazardous Substance Superfund by such Executive department or agency.
 
Sec. 10. Federal Facilities.
 
(a) When necessary, prior to selection of a remedial action by the Administrator under Section 120(e)(4)(A)
 
of the Act, Executive agencies shall have the opportunity to present their views to the Administrator after
 
using the procedures under Section 1-6 of Executive Order No. 12088 of October 13, 1978, or any other
 
mutually acceptable process. Notwithstanding subsection 1-602 of Executive Order No. 12088, the Director
 
of the Office of Management and Budget shall facilitate resolution of any issues.
 
(b) Executive Order No. 12088 of October 13, 1978, is amended by renumbering the current Section 1-802 

as Section 1-803 and inserting the following new Section 1-802:
 
"1-802. Nothing in this Order shall create any right or benefit, substantive or procedural, enforceable at law
 
by a party against the United States, its agencies, its officers, or anyperson."
 
Sec. 11. General Provisions.
 
(a) The function vested in the President by Section 101(37) of the Act is delegated to the Administrator.
 
(b)
 
(1) The function vested in the President by Section 105(f) of the Act, relating to reporting on minority
 
participation in contracts, is delegated to the Administrator.
 
(2) Subject to paragraph 1 of this subsection, the functions vested in the President by Section 105(f) of the 

Act are delegated to the heads of Executive departments and agencies in order to carry out the functions
 
delegated to them by this Order. Each Executive department and agency shall provide to the Administrator
 
any requested information on minority contracting for inclusion in the Section 105(f) annual report.
 
(c) The functions vested in the President by Section 126(c) of the Act are delegated to the Administrator, to
 
be exercised in consultation with the Secretary of the Interior.
 
(d) The functions vested in the President by Section 301(c) of the Act are delegated to the Secretary of the 

Interior.
 
(e) Each agency shall have authority to issue such regulations as may be necessary to carry out the 

functions delegated to them by this Order.
 
(f) The performance of any function under this Order shall be done in consultation with interested Federal 

departments and agencies represented on the NRT, as well as with any other interested Federal agency.
 
(g) The following functions vested in the President by the Act which have been delegated or assigned by
 
this Order may be redelegated to the head of any Executive department or agency with his consent: 

functions set forth in Sections 2 (except subsection (b)), 3, 4(b), 4(c), 4(d), 5(b), 5(c), and 8(c) of this
 
Order.
 
(h) Executive Order No. 12316 of August 14, 1981, is revoked. 




 

 
 

 

 

        

 

 

           

               

           

            

            

          

             

          

         

             

            

            

             

             

           

     

               

              

            

             

            

            

           

        

         

              

           

           

            

              

           

 

       

          

 

             

  

            

       

  

 

   

              

      

AMENDMENT(S) 

Executive Order 13016 (1996), Amendment to Executive Order No. 12580, Superfund 

Implementation 

Section 1. A new subsection (c)(3) is added to read as follows: 

"(3) Subject to subsections (a) and (b)(1) of this section, the functions vested in the President by sections 

106(a) and 122 (except subsection (b)(1)) of the Act are delegated to the Secretary of the Interior, the 

Secretary of Commerce, the Secretary of Agriculture, the Secretary of Defense, and the Secretary of 

Energy, to be exercised only with the concurrence of the Coast Guard, with respect to any release or 

threatened release in the coastal zone, Great Lakes waters, ports, and harbors, affecting (1) natural 

resources under their trusteeship, or (2) a vessel or facility subject to their custody, jurisdiction, or control. 

Such authority shall not be exercised at any vessel or facility at which the Coast Guard is the lead Federal 

agency for the conduct or oversight of a response action. Such authority shall not be construed to authorize 

or permit use of the Hazardous Substance Superfund to implement section 106 or to fund performance of 

any response action in lieu of the payment by a person who receives but does not comply with an order 

pursuant to section 106(a), where such order has been issued by the Secretary of the Interior, the Secretary 

of Commerce, the Secretary of Agriculture, the Secretary of Defense, or the Secretary of Energy. This 

subsection shall not be construed to limit any authority delegated by any other section of this order. 

Authority granted under this subsection shall be exercised in a manner to ensure interagency coordination 

that enhances efficiency and effectiveness." 

Section. 2. A new subsection (d) (3) is added to section 4 to read as follows: 

"(3) Subject to subsections (a), (b)(1), and (c)(1) of this section, the functions vested in the President by 

sections 106(a) and 122 (except subsection (b)(1)) of the Act are delegated to the Secretary of the Interior, 

the Secretary of Commerce, the Secretary of Agriculture, the Secretary of Defense, and the Department of 

Energy, to be exercised only with the concurrence of the Administrator, with respect to any release or 

threatened release affecting (1) natural resources under their trusteeship, or (2) a vessel or facility subject to 

their custody, jurisdiction, or control. Such authority shall not be exercised at any vessel or facility at which 

the Administrator is the lead Federal official for the conduct or oversight of a response action. Such 

authority shall not be construed to authorize or permit use of the Hazardous Substance Superfund to 

implement section 106 or to fund performance of any response action in lieu of the payment by a person 

who receives but does not comply with an order pursuant to section 106(a), where such order has been 

issued by the Secretary of the Interior, the Secretary of Commerce, the Secretary of Agriculture, the 

ecretary of Defense, or the Secretary of Energy. This subsection shall not be construed to limit any 

authority delegated by any other section of this order. Authority granted under this subsection shall be 

exercised in a manner to ensure interagency coordination that enhances efficiency and effectiveness." 

Executive Order 13286 (2003), Executive Order Amendment of Executive Orders, and Other 

Actions, in Connection with the Transfer of Certain Functions to the Secretary of Homeland Security 

Sec. 43. Executive Order 12580 of January 23, 1987 ("Superfund Implementation"), as amended, is further 

amended by: 

(a) inserting "Department of Homeland Security," after Department of Energy," in section 1(a)(2); and 

(b) striking "Federal Emergency Management Agency" in section 1(a)(2) 

APPENDIX 2-4: Executive Order 12656 

Executive Order 12656--Assignment of emergency preparedness responsibilities 

Source: The provisions of Executive Order 12656 of Nov. 18, 1988, appear at 53 FR 47491, 3 

CFR, 1988 Comp., p. 585, unless otherwise noted. 



 

           

             
  

           

      

        
             

        
      

          
     

              

               
              

            
        
   

 

     
            

           
          

      
           

             
            

         
             

 
       

           

         

 
       

     
        

         

               
   

 

     
        

         
          

       
            

         
      

         
       

WHEREAS our national security is dependent upon our ability to assure continuity of 

government, at every level, in any national security emergency situation that might confront 
the Nation; and 

WHEREAS effective national preparedness planning to meet such an emergency, including a 

massive nuclear attack, is essential to our national survival; and 

WHEREAS effective national preparedness planning requires the identification of functions that 
would have to be performed during such an emergency, the assignment of responsibility for 
developing plans for performing these functions, and the assignment of responsibility for 
developing the capability to implement those plans; and 

WHEREAS the Congress has directed the development of such national security emergency 
preparedness plans and has provided funds for the accomplishment thereof; 

NOW, THEREFORE, by virtue of the authority vested in me as President by the Constitution 

and laws of the United States of America, and pursuant to Reorganization Plan No. 1 of 1958 
(72 Stat. 1799), the National Security Act of 1947, as amended, the Defense Production Act of 
1950, as amended, and the Federal Civil Defense Act, as amended, it is hereby ordered that 
the responsibilities of the Federal departments and agencies in national security emergencies 
shall be as follows: 

Part 1--Preamble 

Section 101. National Security Emergency Preparedness Policy. 
(a) The policy of the United States is to have sufficient capabilities at all levels of government 
to meet essential defense and civilian needs during any national security emergency. A 
national security emergency is any occurrence, including natural disaster, military attack, 
technological emergency, or other emergency, that seriously degrades or seriously threatens 
the national security of the United States. Policy for national security emergency preparedness 

shall be established by the President. Pursuant to the President's direction, the National 
Security Council shall be responsible for developing and administering such policy. All national 

security emergency preparedness activities shall be consistent with the Constitution and laws 
of the United States and with preservation of the constitutional government of the United 
States. 
(b) Effective national security emergency preparedness planning requires: identification of 
functions that would have to be performed during such an emergency; development of plans 

for performing these functions; and development of the capability to execute those plans. 

Sec. 102. Purpose. 
(a) The purpose of this Order is to assign national security emergency preparedness 
responsibilities to Federal departments and agencies. These assignments are based, whenever 
possible, on extensions of the regular missions of the departments and agencies. 
(b) This Order does not constitute authority to implement the plans prepared pursuant to this 

Order. Plans so developed may be executed only in the event that authority for such execution 
is authorized by law. 

Sec. 103. Scope. 

(a) This Order addresses national security emergency preparedness functions and activities. 
As used in this Order, preparedness functions and activities include, as appropriate, policies, 
plans, procedures, and readiness measures that enhance the ability of the United States 
Government to mobilize for, respond to, and recover from a national security emergency. 

(b) This Order does not apply to those natural disasters, technological emergencies, or other 
emergencies, the alleviation of which is normally the responsibility of individuals, the private 
sector, volunteer organizations, State and local governments, and Federal departments and 
agencies unless such situations also constitute a national security emergency. 
(c) This Order does not require the provision of information concerning, or evaluation of, 
military policies, plans, programs, or states of military readiness. 



 

      

     
 

      

          
  

           
         

 
          

           

        
         

           
            

            

            

          
           

          
   

         
             

          

  
           

       
            
     

  

          

         
         

        
   
             

         

        
      

 

          
           

             
       

        
          

             
    

        
        

        

         
             

      

(d) This Order does not apply to national security emergency preparedness 

telecommunications functions and responsibilities that are otherwise assigned by Executive 
Order 12472. 

Sec. 104. Management of National Security Emergency Preparedness. 

(a) The National Security Council is the principal forum for consideration of national security 
emergency preparedness policy. 
(b) The National Security Council shall arrange for Executive branch liaison with, and 
assistance to, the Congress and the Federal judiciary on national security-emergency 
preparedness matters. 
(c) The Director of the Federal Emergency Management Agency shall serve as an advisor to 
the National Security Council on issues of national security emergency preparedness, including 

mobilization preparedness, civil defense, continuity of government, technological disasters, 
and other issues, as appropriate. Pursuant to such procedures for the organization and 
management of the National Security Council process as the President may establish, the 
Director of the Federal Emergency Management Agency also shall assist in the implementation 
of and management of the National Security Council process as the President may establish, 

the Director of the Federal Emergency Management Agency also shall assist in the 

implementation of national security emergency preparedness policy by coordinating with the 
other Federal departments and agencies and with State and local governments, and by 
providing periodic reports to the National Security Council on implementation of national 
security emergency preparedness policy. 
(d) National security emergency preparedness functions that are shared by more than one 
agency shall be coordinated by the head of the Federal department or agency having primary 
responsibility and shall be supported by the heads of other departments and agencies having 

related responsibilities. 
(e) There shall be a national security emergency exercise program that shall be supported by 
the heads of all appropriate Federal departments and agencies. 
(f) Plans and procedures will be designed and developed to provide maximum flexibility to the 
President for his implementation of emergency actions. 

Sec. 105. Interagency Coordination. 

(a) All appropriate Cabinet members and agency heads shall be consulted regarding national 

security emergency preparedness programs and policy issues. Each department and agency 
shall support interagency coordination to improve preparedness and response to a national 
security emergency and shall develop and maintain decentralized capabilities wherever 
feasible and appropriate. 
(b) Each Federal department and agency shall work within the framework established by, and 
cooperate with those organizations assigned responsibility in, Executive Order No. 12472, to 

ensure adequate national security emergency preparedness telecommunications in support of 
the functions and activities addressed by this Order. 

Part 2--General Provisions 

Sec. 201. General. The head of each Federal department and agency, as appropriate, shall: 
(1) Be prepared to respond adequately to all national security emergencies, including those 
that are international in scope, and those that may occur within any region of the Nation; 
(2) Consider national security emergency preparedness factors in the conduct of his or her 

regular functions, particularly those functions essential in time of emergency. Emergency 
plans and programs, and an appropriate state of readiness, including organizational 
infrastructure, shall be developed as an integral part of the continuing activities of each 
Federal department and agency; 
(3) Appoint a senior policy official as Emergency Coordinator, responsible for developing and 
maintaining a multi-year, national security emergency preparedness plan for the department 
or agency to include objectives, programs, and budgetary requirements; 

(4) Design preparedness measures to permit a rapid and effective transition from routine to 
emergency operations, and to make effective use of the period following initial indication of a 
probable national security emergency. This will include: 



 

      

         
 

           

           
       

 

       
       
          

         

 
          

      
         

        

         

  
         

         
 

           
        
        

     
          

         
            
             

         
         

 

         
             

           
          

  

           
            

          
        

   

        
      

        
    

        
         

       
        
         

         
       
         

 
            

   

(a) Development of a system of emergency actions that defines alternatives, 

processes, and issues to be considered during various stages of national security 
emergencies; 

(b) Identification of actions that could be taken in the early stages of a national 

security emergency or pending national security emergency to mitigate the impact of 
or reduce significantly the lead times associated with full emergency action 
implementation; 

(5) Base national security emergency preparedness measures on the use of existing 
authorities, organizations, resources, and systems to the maximum extent practicable; 
(6) Identify areas where additional legal authorities may be needed to assist management 
and, consistent with applicable Executive orders, take appropriate measures toward acquiring 

those authorities; 
(7) Make policy recommendations to the National Security Council regarding national security 
emergency preparedness activities and functions of the Federal Government; 
(8) Coordinate with State and local government agencies and other organizations, including 
private sector organizations, when appropriate. Federal plans should include appropriate 

involvement of and reliance upon private sector organizations in the response to national 

security emergencies; 
(9) Assist State, local, and private sector entities in developing plans for mitigating the effects 
of national security emergencies and for providing services that are essential to a national 
response; 
(10) Cooperate, to the extent appropriate, in compiling, evaluating, and exchanging relevant 
data related to all aspects of national security emergency preparedness; 
(11) Develop programs regarding congressional relations and public information that could be 

used during national security emergencies; 
(12) Ensure a capability to provide, during a national security emergency, information 
concerning Acts of Congress, presidential proclamations, Executive orders, regulations, and 
notices of other actions to the Archivist of the United States, for publication in the Federal 
Register, or to each agency designated to maintain the Federal Register in an emergency; 
(13) Develop and conduct training and education programs that incorporate emergency 
preparedness and civil defense information necessary to ensure an effective national 

response; 

(14) Ensure that plans consider the consequences for essential services provided by State and 
local governments, and by the private sector, if the flow of Federal funds is disrupted; 
(15) Consult and coordinate with the Director of the Federal Emergency Management Agency 
to ensure that those activities and plans are consistent with current National Security Council 
guidelines and policies. 

Sec. 202. Continuity of Government. The head of each Federal department and agency shall 
ensure the continuity of essential functions in any national security emergency by providing 
for: succession to office and emergency delegation of authority in accordance with applicable 
law; safekeeping of essential resources, facilities, and records; and establishment of 
emergency operating capabilities. 

Sec. 203. Resource Management. The head of each Federal department and agency, as 
appropriate within assigned areas of responsibility, shall: 

(1) Develop plans and programs to mobilize personnel (including reservist programs), 
equipment, facilities, and other resources; 

(2) Assess essential emergency requirements and plan for the possible use of alternative 
resources to meet essential demands during and following national security emergencies; 
(3) Prepare plans and procedures to share between and among the responsible agencies 
resources such as energy, equipment, food, land, materials, minerals, services, supplies, 
transportation, water, and workforce needed to carry out assigned responsibilities and other 

essential functions, and cooperate with other agencies in developing programs to ensure 
availability of such resources in a national security emergency; 
(4) Develop plans to set priorities and allocate resources among civilian and military 
claimants; 
(5) Identify occupations and skills for which there may be a critical need in the event of a 
national security emergency. 



 

         

        
          
       

           
        

       
          

  
          

   

         
        

            
           

    

          

        
        

        
 

         
            
       

    

       
       
         

       

           
         

 

   

        
        

          
             

          
  
         

    

        
       

          

          
            

           
  

         
            

Sec. 204. Protection of Essential Resources and Facilities. The head of each Federal 

department and agency, within assigned areas of responsibility, shall: 
(1) Identify facilities and resources, both government and private, essential to the national 
defense and national welfare, and assess their vulnerabilities and develop strategies, plans, 

and programs to provide for the security of such facilities and resources, and to avoid or 
minimize disruptions of essential services during any national security emergency; 
(2) Participate in interagency activities to assess the relative importance of various facilities 
and resources to essential military and civilian needs and to integrate preparedness and 
response strategies and procedures; 
(3) Maintain a capability to assess promptly the effect of attack and other disruptions during 
national security emergencies. 

Sec. 205. Federal Benefit, Insurance, and Loan Programs. The head of each Federal 
department and agency that administers a loan, insurance, or benefit program that relies upon 
the Federal Government payment system shall coordinate with the Secretary of the Treasury 
in developing plans for the continuation or restoration, to the extent feasible, of such 
programs in national security emergencies. 

Sec. 206. Research. The Director of the Office of Science and Technology Policy and the 

heads of Federal departments and agencies having significant research and development 
programs shall advise the National Security Council of scientific and technological 
developments that should be considered in national security emergency preparedness 
planning. 

Sec. 207. Redelegation. The head of each Federal department and agency is hereby 
authorized, to the extent otherwise permitted by law, to redelegate the functions assigned by 
this Order, and to authorize successive redelegations to organizations, officers, or employees 

within that department or agency. 

Sec. 208. Transfer of Functions. Recommendations for interagency transfer of any emergency 
preparedness function assigned under this Order or for assignment of any new emergency 
preparedness function shall be coordinated with all affected Federal departments and agencies 
before submission to the National Security Council. 

Sec. 209. Retention of Existing Authority. Nothing in this Order shall be deemed to derogate 
from assignments of functions to any Federal department or agency or officer thereof made by 

law. 

Part 3--Department of Agriculture 

Sec. 301. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of Agriculture shall: 
(1) Develop plans to provide for the continuation of agricultural production, food processing, 
storage, and distribution through the wholesale level in national security emergencies, and to 

provide for the domestic distribution of seed, feed, fertilizer, and farm equipment to 
agricultural producers; 
(2) Develop plans to provide food and agricultural products to meet international 
responsibilities in national security emergencies; 

(3) Develop plans and procedures for administration and use of Commodity Credit Corporation 
inventories of food and fiber resources in national security emergencies; 
(4) Develop plans for the use of resources under the jurisdiction of the Secretary of 

Agriculture and, in cooperation with the Secretaries of Commerce, Defense, and the Interior, 
the Board of Directors of the Tennessee Valley Authority, and the heads of other government 
entities, plan for the national security emergency management, production, and processing of 
forest products; 
(5) Develop, in coordination with the Secretary of Defense, plans and programs for water to 
be used in agricultural production and food processing in national security emergencies; 



 

          

            
         

         

     
           
          

        

      
      

 

         
        

          
         

         

       

          
       

             
         

     

           
         

 

   

        
       

        

           
     

          
        

    
           

         
          

      
  

        
          

      
    

           

         

   
          

         
           

          
      

          
       

(6) In cooperation with Federal, State, and local agencies, develop plans for a national 

program relating to the prevention and control of fires in rural areas of the United States 
caused by the effects of enemy attack or other national security emergencies; 
(7) Develop plans to help provide the Nation's farmers with production resources, including 

national security emergency financing capabilities; 
(8) Develop plans, in consonance with those of the Department of Health and Human 
Services, the Department of the Interior, and the Environmental Protection Agency, for 
national security emergency agricultural health services and forestry, including: 

(a) Diagnosis and control or eradication of diseases, pests, or hazardous agents 
(biological, chemical, or radiological) against animals, crops, timber, or products 
thereof; 

(b) Protection, treatment, and handling of livestock and poultry, or products thereof, 
that have been exposed to or affected by hazardous agents; 

(c) Use and handling of crops, agricultural commodities, timber, and agricultural lands 
that have been exposed to or affected by hazardous agents; and 

(d) Assuring the safety and wholesomeness, and minimizing losses from hazards, of 

animals and animal products and agricultural commodities and products subject to 

continuous inspection by the Department of Agriculture or owned by the Commodity 
Credit Corporation or by the Department of Agriculture; 

(9) In consultation with the Secretary of State and the Director of the Federal Emergency 
Management Agency, represent the United States in agriculture-related international civil 
emergency preparedness planning and related activities. 

Sec. 302. Support Responsibility. The Secretary of Agriculture shall assist the Secretary of 
Defense in formulating and carrying out plans for stockpiling strategic and critical agricultural 

materials. 

Part 4--Department of Commerce 

Sec. 401. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of Commerce shall: 
(1) Develop control systems for priorities, allocation, production, and distribution of materials 

and other resources that will be available to support both national defense and essential 
civilian programs in a national security emergency; 

(2) In cooperation with the Secretary of Defense and other departments and agencies, identify 
those industrial products and facilities that are essential to mobilization readiness, national 
defense, or post-attack survival and recovery; 
(3) In cooperation with the Secretary of Defense and other Federal departments and agencies, 
analyze potential effects of national security emergencies on actual production capability, 
taking into account the entire production complex, including shortages of resources, and 

develop preparedness measures to strengthen capabilities for production increases in national 
security emergencies; 
(4) In cooperation with the Secretary of Defense, perform industry analyses to assess 
capabilities of the commercial industrial base to support the national defense, and develop 
policy alternatives to improve the international competitiveness of specific domestic industries 
and their abilities to meet defense program needs; 
(5) In cooperation with the Secretary of the Treasury, develop plans for providing emergency 

assistance to the private sector through direct or participation loans for the financing of 

production facilities and equipment; 
(6) In cooperation with the Secretaries of State, Defense, Transportation, and the Treasury, 
prepare plans to regulate and control exports and imports in national security emergencies; 
(7) Provide for the collection and reporting of census information on human and economic 
resources, and maintain a capability to conduct emergency surveys to provide information on 
the status of these resources as required for national security purposes; 

(8) Develop overall plans and programs to ensure that the fishing industry continues to 
produce and process essential protein in national security emergencies; 



 

        

         
   

             

          
      

      
          

   
           
        

            
         

   

        

       
         

           
           

    
          

          
            

          

         
           

     
         

           
     

             

         
            
 

        
      

       

          
       

        
 

         

            
        

         
            

          
         

      
        

            

        
       
            

          

(9) Develop plans to provide meteorological, hydrologic, marine weather, geodetic,
 
hydrographic, climatic, seismic, and oceanographic data and services to Federal, State, and
 
local agencies, as appropriate; 

(10) In coordination with the Secretary of State and the Director of the Federal Emergency
 
Management Agency, represent the United States in industry-related international (NATO and
 
allied) civil emergency preparedness planning and related activities.
 
Sec. 402. Support Responsibilities. The Secretary of Commerce shall: 

(1) Assist the Secretary of Defense in formulating and carrying out plans for stockpiling
 
strategic and critical materials; 

(2) Support the Secretary of Agriculture in planning for the national security management,
 
production, and processing of forest and fishery products; 

(3) Assist, in consultation with the Secretaries of State and Defense, the Secretary of the
 
Treasury in the formulation and execution of economic measures affecting other nations.
 

Part 5--Department of Defense 

Sec. 501. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 

1 and 2, the Secretary of Defense shall: 
(1) Ensure military preparedness and readiness to respond to national security emergencies; 

(2) In coordination with the Secretary of Commerce, develop, with industry, government, and 
the private sector, reliable capabilities for the rapid increase of defense production to include 
industrial resources required for that production; 
(3) Develop and maintain, in cooperation with the heads of other departments and agencies, 
national security emergency plans, programs, and mechanisms to ensure effective mutual 
support between and among the military, civil government, and the private sector; 
(4) Develop and maintain damage assessment capabilities and assist the Director of the 

Federal Emergency Management Agency and the heads of other departments and agencies in 
developing and maintaining capabilities to assess attack damage and to estimate the effects of 
potential attack on the Nation; 
(5) Arrange, through agreements with the heads of other Federal departments and agencies, 
for the transfer of certain Federal resources to the jurisdiction and/or operational control of the 
Department of Defense in national security emergencies;  
(6) Acting through the Secretary of the Army, develop, with the concurrence of the heads of 

all affected departments and agencies, overall plans for the management, control, and 
allocation of all usable waters from all sources within the jurisdiction of the United States. This 
includes: 

(a) Coordination of national security emergency water resource planning at the 
national, regional, State, and local levels; 

(b) Development of plans to assure emergency provision of water from public works 

projects under the jurisdiction of the Secretary of the Army to public water supply 
utilities and critical defense production facilities during national security emergencies; 

(c) Development of plans to assure emergency operation of waterways and harbors; 
and 

(d) Development of plans to assure the provision of potable water; 

(7) In consultation with the Secretaries of State and Energy, the Director of the Federal 
Emergency Management Agency, and others, as required, develop plans and capabilities for 

identifying, analyzing, mitigating, and responding to hazards related to nuclear weapons, 
materials, and devices; and maintain liaison, as appropriate, with the Secretary of Energy and 

the Members of the Nuclear Regulatory Commission to ensure the continuity of nuclear 
weapons production and the appropriate allocation of scarce resources, including the recapture 
of special nuclear materials from Nuclear Regulatory Commission licensees when appropriate; 
(8) Coordinate with the Administrator of the National Aeronautics and Space Adminstration 
and the Secretary of Energy, as appropriate, to prepare for the use, maintenance, and 

development of technologically advanced aerospace and aeronautical-related systems, 
equipment, and methodologies applicable to national security emergencies; 
(9) Develop, in coordination with the Secretary of Labor, the Directors of the Selective Service 
System, the Office of Personnel Management, and the Federal Emergency Management 



 

            

        
          

            

             
      
      

          
        

      
           

         
    

         
        
     

         

         
          

      
   

         
           

       

           
   

      
         

       
 

         

      

     
     

    

           
           

   
            

          
          

 
            

          

           
             

       
        

          
         

            

    

   

        
         

Agency, plans and systems to ensure that the Nation's human resources are available to meet 

essential military and civilian needs in national security emergencies; 
(10) Develop national security emergency operational procedures, and coordinate with the
 
Secretary of Housing and Urban Development with respect to residential property, for the
 
control, acquisition, leasing, assignment and priority of occupancy of real property within the
 
jurisdiction of the Department of Defense; 

(11) Review the priorities and allocations systems developed by other departments and
 
agencies to ensure that they meet Department of Defense needs in a national security
 
emergency; and develop and maintain the Department of Defense programs necessary for 

effective utilization of all priorities and allocations systems; 

(12) Develop, in coordination with the Attorney General of the United States, specific 

procedures by which military assistance to civilian law enforcement authorities may be
 
requested, considered, and provided; 

(13) In cooperation with the Secretary of Commerce and other departments and agencies,
 
identify those industrial products and facilities that are essential to mobilization readiness,
 
national defense, or post-attack survival and recovery; 

(14) In cooperation with the Secretary of Commerce and other Federal departments and
 
agencies, analyze potential effects of national security emergencies on actual production
 
capability, taking into account the entire production complex, including shortages of resources, 

and develop preparedness measures to strengthen capabilities for production increases in
 
national security emergencies; 

(15) With the assistance of the heads of other Federal departments and agencies, provide
 
management direction for the stockpiling of strategic and critical materials, conduct storage,
 
maintenance, and quality assurance operations for the stockpile of strategic and critical
 
materials, and formulate plans, programs, and reports relating to the stockpiling of strategic 

and critical materials.
 
Sec. 502. Support Responsibilities. The Secretary of Defense shall: 

(1) Advise and assist the heads of other Federal departments and agencies in the development
 
of plans and programs to support national mobilization. This includes providing, as 

appropriate: 


(a) Military requirements, prioritized and time-phased to the extent possible, for 

selected end-items and supporting services, materials, and components; 

(b) Recommendations for use of financial incentives and other methods to improve 
defense production as provided by law; and 

(c) Recommendations for export and import policies; 

(2) Advise and assist the Secretary of State and the heads of other Federal departments and 
agencies, as appropriate, in planning for the protection, evacuation, and repatriation of United 

States citizens in threatened areas overseas; 
(3) Support the Secretary of Housing and Urban Development and the heads of other 
agencies, as appropriate, in the development of plans to restore community facilities; 
(4) Support the Secretary of Energy in international liaison activities pertaining to nuclear 
materials facilities; 
(5) In consultation with the Secretaries of State and Commerce, assist the Secretary of the 
Treasury in the formulation and execution of economic measures that affect other nations; 

(6) Support the Secretary of State and the heads of other Federal departments and agencies 
as appropriate in the formulation and implementation of foreign policy, and the negotiation of 
contingency and post-emergency plans, intergovernmental agreements, and arrangements 
with allies and friendly nations, which affect national security; 

(7) Coordinate with the Director of the Federal Emergency Management Agency the 
development of plans for mutual civil-military support during national security emergencies; 
(8) Develop plans to support the Secretary of Labor in providing education and training to 

overcome shortages of critical skills. 

Part 6--Department of Education 

Sec. 601. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of Education shall: 



 

         

      
        
      

           
       

        
       

            
    

            

       
    

   

        

        
      

      

          
           

        

        
        

       

        

          
         

  

          
           

         

   
         

      
           

            
 

            
        

         
           

         
       

        

            
        

            
        

        
        

        

            
      

         
  

       

(1) Assist school systems in developing their plans to provide for the earliest possible
 
resumption of activities following national security emergencies; 

(2) Develop plans to provide assistance, including efforts to meet shortages of critical
 
educational personnel, to local educational agencies; 

(3) Develop plans, in coordination with the Director of the Federal Emergency Management
 
Agency, for dissemination of emergency preparedness instructional material through
 
educational institutions and the media during national security emergencies.
 
Sec. 602. Support responsibilities. The Secretary of Education shall: 

(1) Develop plans to support the Secretary of Labor in providing education and training to
 
overcome shortages of critical skills; 

(2) Support the Secretary of Health and Human Services in the development of human
 
services educational and training materials, including self-help program materials for use by
 
human service organizations and professional schools.
 

Part 7--Department of Energy 

Sec. 701. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 

1 and 2, the Secretary of Energy shall: 
(1) Conduct national security emergency preparedness planning, including capabilities 

development, and administer operational programs for all energy resources, including: 

(a) Providing information, in cooperation with Federal, State, and energy industry 
officials, on energy supply and demand conditions and on the requirements for and the 
availability of materials and services critical to energy supply systems; 

(b) In coordination with appropriate departments and agencies and in consultation 
with the energy industry, develop implementation plans and operational systems for 
priorities and allocation of all energy resource requirements for national defense and 

essential civilian needs to assure national security emergency preparedness; 

(c) Developing, in consultation with the Board of Directors of the Tennessee Valley 
Authority, plans necessary for the integration of its power system into the national 
supply system; 

(2) Identify energy facilities essential to the mobilization, deployment, and sustainment of
 
resources to support the national security and national welfare, and develop energy supply
 
and demand strategies to ensure continued provision of minimum essential services in
 
national security emergencies; 

(3) In coordination with the Secretary of Defense, ensure continuity of nuclear weapons 

production consistent with national security requirements; 

(4) Assure the security of nuclear materials, nuclear weapons, or devices in the custody of the
 
Department of Energy, as well as the security of all other Department of Energy programs and
 
facilities; 

(5) In consultation with the Secretaries of State and Defense and the Director of the Federal
 
Emergency Management Agency, conduct appropriate international liaison activities pertaining
 
to matters within the jurisdiction of the Department of Energy; 

(6) In consultation with the Secretaries of State and Defense, the Director of the Federal
 
Emergency Management Agency, the Members of the Nuclear Regulatory Commission, and
 
others, as required, develop plans and capabilities for identification, analysis, damage
 
assessment, and mitigation of hazards from nuclear weapons, materials, and devices; 

(7) Coordinate with the Secretary of Transportation in the planning and management of
 
transportation resources involved in the bulk movement of energy; 

(8) At the request of or with the concurrence of the Nuclear Regulatory Commission and in
 
consultation with the Secretary of Defense, recapture special nuclear materials from Nuclear 

Regulatory Commission licensees where necessary to assure the use, preservation, or 

safeguarding of such material for the common defense and security; 

(9) Develop national security emergency operational procedures for the control, utilization,
 
acquisition, leasing, assignment, and priority of occupancy of real property within the
 
jurisdiction of the Department of Energy; 

(10) Manage all emergency planning and response activities pertaining to Department of
 
Energy nuclear facilities.
 
Sec. 702. Support Responsibilities. The Secretary of Energy shall: 




 

          

         
    

          

    
           

          
           

          
     

      

        
          

           
           

 
           

        
            

     
         

          
        

        

         
         

      
         

            
        

          

      
           

         
       

           
      

           
         
          

     

          
            

    

      

        
           

          
 

        

        

         
  

(1) Provide advice and assistance, in coordination with appropriate agencies, to Federal, State, 

and local officials and private sector organizations to assess the radiological impact associated 
with national security emergencies; 
(2) Coordinate with the Secretaries of Defense and the Interior regarding the operation of 

hydroelectric projects to assure maximum energy output; 
(3) Support the Secretary of Housing and Urban Development and the heads of other 
agencies, as appropriate, in the development of plans to restore community facilities; 
(4) Coordinate with the Secretary of Agriculture regarding the emergency preparedness of the 
rural electric supply systems throughout the Nation and the assignment of emergency 
preparedness responsibilities to the Rural Electrification Administration. 

Part 8--Department of Health and Human Services 

Sec. 801. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of Health and Human Services shall: 
(1) Develop national plans and programs to mobilize the health industry and health resources 
for the provision of health, mental health, and medical services in national security 

emergencies; 
(2) Promote the development of State and local plans and programs for provision of health, 

mental health, and medical services in national security emergencies; 
(3) Develop national plans to set priorities and allocate health, mental health, and medical 
services' resources among civilian and military claimants; 
(4) Develop health and medical survival information programs and a nationwide program to 
train health and mental health professionals and paraprofessionals in special knowledge and 
skills that would be useful in national security emergencies; 
(5) Develop programs to reduce or eliminate adverse health and mental health effects 

produced by hazardous agents (biological, chemical, or radiological), and, in coordination with 
appropriate Federal agencies, develop programs to minimize property and environmental 
damage associated with national security emergencies; 
(6) Develop guidelines that will assure reasonable and prudent standards of purity and/or 
safety in the manufacture and distribution of food, drugs, biological products, medical devices, 
food additives, and radiological products in national security emergencies; 
(7) Develop national plans for assisting State and local governments in rehabilitation of 

persons injured or disabled during national security emergencies; 
(8) Develop plans and procedures to assist State and local governments in the provision of 
emergency human services, including lodging, feeding, clothing, registration and inquiry, 
social services, family reunification and mortuary services and interment; 
(9) Develop, in coordination with the Secretary of Education, human services educational and 
training materials for use by human service organizations and professional schools; and 

develop and distribute, in coordination with the Director of the Federal Emergency 
Management Agency, civil defense information relative to emergency human services; 
(10) Develop plans and procedures, in coordination with the heads of Federal departments and 
agencies, for assistance to United States citizens or others evacuated from overseas areas. 

Sec. 802. Support Responsibility. The Secretary of Health and Human Services shall support 
the Secretary of Agriculture in the development of plans related to national security 
emergency agricultural health services. 

Part 9--Department of Housing and Urban Development 

Sec. 901. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of Housing and Urban Development shall: 
(1) Develop plans for provision and management of housing in national security emergencies, 
including: 

(a) Providing temporary housing using Federal financing and other arrangements; 

(b) Providing for radiation protection by encouraging voluntary construction of shelters 

and voluntary use of cost-efficient design and construction techniques to maximize 
population protection; 



 

         

            
           

  

        
        

         
        

          
       

         

            
            

       
          

   
           

    
           
      

  

        
          

          

         
        

          
     
        

        
         

          
    

          
         

           
           

       
       
           

         
          

           

         

           
           

 
           
        

         

             
       

(2) Develop plans, in cooperation with the heads of other Federal departments and agencies 

and State and local governments, to restore community facilities, including electrical power, 
potable water, and sewage disposal facilities, damaged in national security emergencies. 

Part 10--Department of the Interior 

Sec. 1001. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of the Interior shall: 
(1) Develop programs and encourage the exploration, development, and mining of strategic 

and critical and other nonfuel minerals for national security emergency purposes; 

(2) Provide guidance to mining industries in the development of plans and programs to ensure
 
continuity of production during national security emergencies; 

(3) Develop and implement plans for the management, control, allocation, and use of public 

land under the jurisdiction of the Department of the Interior in national security emergencies 

and coordinate land emergency planning at the Federal, State, and local levels.
 
Sec. 1002. Support Responsibilities. The Secretary of the Interior shall: 

(1) Assist the Secretary of Defense in formulating and carrying out plans for stockpiling
 
strategic and critical minerals; 

(2) Cooperate with the Secretary of Commerce in the identification and evaluation of facilities 

essential for national security emergencies; 

(3) Support the Secretary of Agriculture in planning for the national security management,
 
production, and processing of forest products.
 

Part 11--Department of Justice 

Sec. 1101. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Attorney General of the United States shall: 
(1) Provide legal advice to the President and the heads of Federal departments and agencies 

and their successors regarding national security emergency powers, plans, and authorities; 

(2) Coordinate Federal Government domestic law enforcement activities related to national
 
security emergency preparedness, including Federal law enforcement liaison with, and
 
assistance to, State and local governments; 

(3) Coordinate contingency planning for national security emergency law enforcement
 
activities that are beyond the capabilities of State and local agencies; 

(4) Develop national security emergency plans for regulation of immigration, regulation of
 
nationals of enemy countries, and plans to implement laws for the control of persons entering
 
or leaving the United States; 

(5) Develop plans and procedures for the custody and protection of prisoners and the use of
 
Federal penal and correctional institutions and resources during national security emergencies; 

(6) Provide information and assistance to the Federal Judicial branch and the Federal
 
Legislative branch concerning law enforcement, continuity of government, and the exercise of
 
legal authority during National security emergencies;
 
(7) Develop intergovernmental and interagency law enforcement plans and counterterrorism 

programs to interdict and respond to terrorism incidents in the United States that may result
 
in a national security emergency or that occur during such an emergency; 

(8) Develop intergovernmental and interagency law enforcement plans to respond to civil
 
disturbances that may result in a national security emergency or that occur during such an
 
emergency. 

Sec. 1102. Support Responsibilities. The Attorney General of the United States shall: 

(1) Assist the heads of Federal departments and agencies, State and local governments, and
 
the private sector in the development of plans to physically protect essential resources and
 
facilities; 

(2) Support the Secretaries of State and the Treasury in plans for the protection of
 
international organizations and foreign diplomatic, consular, and other official personnel,
 
property, and other assets within the jurisdiction of the United States; 

(3) Support the Secretary of the Treasury in developing plans to control the movement of
 
property entering and leaving the United States; 




 

         

      
    

         

 

  

        
       

        
             

 

       
        

  

        

           
        

       
    

         
      

  
      

            

       
           

        

  

        
        

             

        
 

            
           

           
      

         
       

    

          
    

         

    

       
      

       
       

     

        
          

           

(4) Support the heads of other Federal departments and agencies and State and local 

governments in developing programs and plans for identifying fatalities and reuniting families 
in national security emergencies; 
(5) Support the intelligence community in the planning of its counterintelligence and 

counterterrorism programs. 

Part 12--Department of Labor 

Sec. 1201. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of Labor shall: 
(1) Develop plans and issue guidance to ensure effective use of civilian workforce resources 
during national security emergencies. Such plans shall include, but not necessarily be limited 
to: 

(a) Priorities and allocations, recruitment, referral, training, employment stabilization 
including appeals procedures, use assessment, and determination of critical skill 
categories; and 

(b) Programs for increasing the availability of critical workforce skills and occupations; 

(2) In consultation with the Secretary of the Treasury, develop plans and procedures for wage,
 
salary, and benefit costs stabilization during national security emergencies; 

(3) Develop plans and procedures for protecting and providing incentives for the civilian labor 

force during national security emergencies; 

(4) In consultation with other appropriate government agencies and private entities, develop
 
plans and procedures for effective labor-management relations during national security
 
emergencies.
 
Sec. 1202. Support Responsibilities. The Secretary of Labor shall: 

(1) Support planning by the Secretary of Defense and the private sector for the provision of
 
human resources to critical defense industries during national security emergencies; 

(2) Support planning by the Secretary of Defense and the Director of Selective Service for the
 
institution of conscription in national security emergencies.
 

Part 13--Department of State 

Sec. 1301. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of State shall: 
(1) Provide overall foreign policy coordination in the formulation and execution of continuity of 

government and other national security emergency preparedness activities that affect foreign 
relations; 
(2) Prepare to carry out Department of State responsibilities in the conduct of the foreign 
relations of the United States during national security emergencies, under the direction of the 
President and in consultation with the heads of other appropriate Federal departments and 
agencies, including, but not limited to: 

(a) Formulation and implementation of foreign policy and negotiation regarding 
contingency and post-emergency plans, intergovernmental agreements, and 
arrangements with United States' allies; 

(b) Formulation, negotiation, and execution of policy affecting the relationships of the 
United States with neutral states; 

(c) Formulation and execution of political strategy toward hostile or enemy states; 

(d) Conduct of mutual assistance activities; 

(e) Provision of foreign assistance, including continuous supervision and general 
direction of authorized economic and military assistance programs; 

(f) Protection or evacuation of United States citizens and nationals abroad and 
safeguarding their property abroad, in consultation with the Secretaries of Defense 
and Health and Human Services; 

(g) Protection of international organizations and foreign diplomatic, consular, and 
other official personnel and property, or other assets, in the United States, in 

coordination with the Attorney General and the Secretary of the Treasury; 



 

      

 

     

         

 

       
        

   
           

         
   

          
 

           
            

   

             

          

  

        
        

          
           

 

             
           

            
 

    
    

     

         
        
        

  

            
           

             
  

             
        

         
             

           

          

 
       

             
           

    
          

         
       
         

         
           

(h) Formulation of policies and provisions for assistance to displaced persons and 

refugees abroad; 

(i) Maintenance of diplomatic and consular representation abroad; and 

(j) Reporting of and advising on conditions overseas that bear upon national security 

emergencies. 

Sec. 1302. Support Responsibilities. The Secretary of State shall: 
(1) Assist appropriate agencies in developing planning assumptions concerning accessibility of 
foreign sources of supply; 
(2) Support the Secretary of the Treasury, in consultation, as appropriate, with the Secretaries 
of Commerce and Defense, in the formulation and execution of economic measures with 
respect to other nations; 

(3) Support the Secretary of Energy in international liaison activities pertaining to nuclear 
materials facilities; 
(4) Support the Director of the Federal Emergency Management Agency in the coordination 
and integration of United States policy regarding the formulation and implementation of civil 
emergency resources and preparedness planning; 

(5) Assist the Attorney General of the United States in the formulation of national security 

emergency plans for the control of persons entering or leaving the United States. 

Part 14--Department of Transportation 

Sec. 1401. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of Transportation shall: 
(1) Develop plans to promulgate and manage overall national policies, programs, procedures, 
and systems to meet essential civil and military transportation needs in national security 
emergencies; 

(2) Be prepared to provide direction to all modes of civil transportation in national security 
emergencies, including air, surface, water, pipelines, and public storage and warehousing, to 
the extent such responsibility is vested in the Secretary of Transportation. This direction may 
include: 

(a) Implementation of priorities for all transportation resource requirements for 
service, equipment, facilities, and systems; 

(b) Allocation of transportation resource capacity; and 

(c) Emergency management and control of civil transportation resources and systems, 
including privately owned automobiles, urban mass transit, intermodal transportation 
systems, the National Railroad Passenger Corporation and the St. Lawrence Seaway 
Development Corporation; 

(3) Develop plans to provide for the smooth transition of the Coast Guard as a service to the 
Department of the Navy during national security emergencies. These plans shall be compatible 

with the Department of Defense planning systems, especially in the areas of port security and 
military readiness; 
(4) In coordination with the Secretary of State and the Director of the Federal Emergency 
Management Agency, represent the United States in transportation-related international 
(including NATO and allied) civil emergency preparedness planning and related activities; 
(5) Coordinate with State and local highway agencies in the management of all Federal, State, 
city, local, and other highways, roads, streets, bridges, tunnels, and publicly owned highway 

maintenance equipment to assure efficient and safe use of road space during national security 

emergencies; 
(6) Develop plans and procedures in consultation with appropriate agency officials for 
maritime and port safety, law enforcement, and security over, upon, and under the high seas 
and waters subject to the jurisdiction of the United States to assure operational readiness for 
national security emergency functions; 
(7) Develop plans for the emergency operation of U.S. ports and facilities, use of shipping 

resources (U.S. and others), provision of government war risks insurance, and emergency 
construction of merchant ships for military and civil use; 
(8) Develop plans for emergency management and control of the National Airspace System, 
including provision of war risk insurance and for transfer of the Federal Aviation 
Administration, in the event of war, to the Department of Defense; 



 

       

      
         
         

          
            

      

  

        
         

        

       
           

   

      
         
  

         
   

        
 

          
           

          

      
         
        

       
   

          
         

  
          

         
 

            
     

           
  

          
       
           

         
      

             

 
           

       
           

   
         

         
         

      

(9) Coordinate the Interstate Commerce Commission's development of plans and 

preparedness programs for the reduction of vulnerability, maintenance, restoration, and 
operation of privately owned railroads, motor carriers, inland waterway transportation 
systems, and public storage facilities and services in national security emergencies. 

Sec. 1402. Support Responsibility. The Secretary of Transportation shall coordinate with the 
Secretary of Energy in the planning and management of transportation resources involved in 
the bulk movement of energy materials. 

Part 15--Department of the Treasury 

Sec. 1501. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Secretary of the Treasury shall: 
(1) Develop plans to maintain stable economic conditions and a market economy during 

national security emergencies; emphasize measures to minimize inflation and disruptions; 
and, minimize reliance on direct controls of the monetary, credit, and financial systems. These 
plans will include provisions for: 

(a) Increasing capabilities to minimize economic dislocations by carrying out 
appropriate fiscal, monetary, and regulatory policies and reducing susceptibility to 
manipulated economic pressures; 

(b) Providing the Federal Government with efficient and equitable financing sources 
and payment mechanisms; 

(c) Providing fiscal authorities with adequate legal authority to meet resource 
requirements; 

(d) Developing, in consultation with the Board of Governors of the Federal Reserve 
System, and in cooperation with the Board of Directors of the Federal Deposit 
Insurance Corporation, the Federal Home Loan Bank Board, the National Credit Union 

Administration Board, the Farm Credit Administration Board and other financial 
institutions, plans for the continued or resumed operation and liquidity of banks, 
savings and loans, credit unions, and farm credit institutions, measures for the 
reestablishment of evidence of assets or liabilities, and provisions for currency 
withdrawals and deposit insurance; 

(2) Provide for the protection of United States financial resources including currency and coin 
production and redemption facilities, Federal check disbursement facilities, and precious 

monetary metals; 
(3) Provide for the preservation of, and facilitate emergency operations of, public and private 
financial institution systems, and provide for their restoration during or after national security 
emergencies; 
(4) Provide, in coordination with the Secretary of State, for participation in bilateral and 
multilateral financial arrangements with foreign governments; 

(5) Maintain the Federal Government accounting and financial reporting system in national 
security emergencies; 
(6) Develop plans to protect the President, the Vice President, other officers in the order of 
presidential succession, and other persons designated by the President; 
(7) Develop plans for restoration of the economy following an attack; for the development of 
emergency monetary, credit, and Federal benefit payment programs of those Federal 
departments and agencies that have responsibilities dependent on the policies or capabilities 

of the Department of the Treasury; and for the implementation of national policy on sharing 

war losses; 
(8) Develop plans for initiating tax changes, waiving regulations, and, in conjunction with the 
Secretary of Commerce or other guaranteeing agency, granting or guaranteeing loans for the 
expansion of industrial capacity, the development of technological processes, or the production 
or acquisition of essential materials;  
(9) Develop plans, in coordination with the heads of other appropriate Federal departments 

and agencies, to acquire emergency imports, make foreign barter arrangements, or otherwise 
provide for essential material from foreign sources using, as appropriate, the resources of the 
Export-Import Bank or resources available to the Bank; 



 

          

             
        

          

        
            

              
 

           
           

         

           
      

            
        

  
        

            
           

          
  

          
          
    

   

        
           

           
       

        
        

          
         

            
       

        
       

  
         
         

    
      

      
  

  

        
           

          
      

 
           

          
 
           

       

(10) Develop plans for encouraging capital inflow and discouraging the flight of capital from 

the United States and, in coordination with the Secretary of State, for the seizure and
 
administration of assets of enemy aliens during national security emergencies; 

(11) Develop plans, in consultation with the heads of appropriate Federal departments and
 
agencies, to regulate financial and commercial transactions with other countries; 

(12) Develop plans, in coordination with the Secretary of Commerce and the Attorney General
 
of the United States, to control the movement of property entering or leaving the United
 
States; 

(13) Cooperate and consult with the Chairman of the Securities and Exchange Commission,
 
the Chairman of the Federal Reserve Board, the Chairman of the Commodities Futures Trading
 
Commission in the development of emergency financial control plans and regulations for 

trading of stocks and commodities, and in the development of plans for the maintenance and
 
restoration of stable and orderly markets; 

(14) Develop plans, in coordination with the Secretary of State, for the formulation and
 
execution of economic measures with respect to other nations in national security
 
emergencies.
 
Sec. 1502. Support Responsibilities. The Secretary of the Treasury shall: 

(1) Cooperate with the Attorney General of the United States on law enforcement activities,
 
including the control of people entering and leaving the United States; 

(2) Support the Secretary of Labor in developing plans and procedures for wage, salary, and
 
benefit costs stabilization; 

(3) Support the Secretary of State in plans for the protection of international organizations 

and foreign diplomatic, consular, and other official personnel and property or other assets in
 
the United States.
 

Part 16--Environmental Protection Agency 

Sec. 1601. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Administrator of the Environmental Protection Agency shall: 
(1) Develop Federal plans and foster development of State and local plans designed to prevent 
or minimize the ecological impact of hazardous agents (biological, chemical, or radiological) 
introduced into the environment in national security emergencies; 
(2) Develop, for national security emergencies, guidance on acceptable emergency levels of 

nuclear radiation, assist in determining acceptable emergency levels of biological agents, and 
help to provide detection and identification of chemical agents; 
(3) Develop, in coordination with the Secretary of Defense, plans to assure the provision of 
potable water supplies to meet community needs under national security emergency 
conditions, including claimancy for materials and equipment for public water systems. 
Sec. 1602. Support Responsibilities. The Administrator of the Environmental Protection 

Agency shall: 
(1) Assist the heads of other Federal agencies that are responsible for developing plans for the 
detection, reporting, assessment, protection against, and reduction of effects of hazardous 
agents introduced into the environment; 
(2) Advise the heads of Federal departments and agencies regarding procedures for assuring 
compliance with environmental restrictions and for expeditious review of requests for essential 
waivers. 

Part 17--Federal Emergency Management Agency 

Sec. 1701. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Director of the Federal Emergency Management Agency shall: 
(1) Coordinate and support the initiation, development, and implementation of national 
security emergency preparedness programs and plans among Federal departments and 
agencies; 
(2) Coordinate the development and implementation of plans for the operation and continuity 

of essential domestic emergency functions of the Federal Government during national security 
emergencies; 
(3) Coordinate the development of plans, in cooperation with the Secretary of Defense, for 
mutual civil-military support during national security emergencies; 



 

          

       
         

         

 
           

     
        

         
 

        

        
              

 
          

          
     

           
       

         
          

         
         

         

           
           

          
  

       
  

            

    

        
      

        
  

        

      
          

         
  

            
       

         

          
        

          
     

  

        
        

       
          

         
 

(4) Guide and assist State and local governments and private sector organizations in achieving 

preparedness for national security emergencies, including development of plans and 
procedures for assuring continuity of government, and support planning for prompt and 
coordinated Federal assistance to States and localities in responding to national security 

emergencies; 
(5) Provide the President a periodic assessment of Federal, State, and local capabilities to 
respond to national security emergencies; 
(6) Coordinate the implementation of policies and programs for efficient mobilization of 
Federal, State, local, and private sector resources in response to national security 
emergencies; 
(7) Develop and coordinate with all appropriate agencies civil defense programs to enhance 

Federal, State, local, and private sector capabilities for national security emergency crisis 
management, population protection, and recovery in the event of an attack on the United 
States; 
(8) Develop and support public information, education and training programs to assist Federal, 
State, and local government and private sector entities in planning for and implementing 
national security emergency preparedness programs; 

(9) Coordinate among the heads of Federal, State, and local agencies the planning, conduct, 
and evaluation of national security emergency exercises; 
(10) With the assistance of the heads of other appropriate Federal departments and agencies, 
develop and maintain capabilities to assess actual attack damage and residual recovery 
capabilities as well as capabilities to estimate the effects of potential attacks on the Nation; 
(11) Provide guidance to the heads of Federal departments and agencies on the appropriate 
use of defense production authorities, including resource claimancy, in order to improve the 

capability of industry and infrastructure systems to meet national security emergency needs; 
(12) Assist the Secretary of State in coordinating the formulation and implementation of 
United States policy for NATO and other allied civil emergency planning, including the 
provision of: 

(a) advice and assistance to the departments and agencies in alliance civil emergency 
planning matters; 

(b) support to the United States Mission to NATO in the conduct of day-to-day civil 

emergency planning activities; and 

(c) support facilities for NATO Civil Wartime Agencies in cooperation with the 
Departments of Agriculture, Commerce, Energy, State, and Transportation. 

Sec. 1702. Support Responsibilities. The Director of the Federal Emergency Management 
Agency shall: 
(1) Support the heads of other Federal departments and agencies in preparing plans and 

programs to discharge their national security emergency preparedness responsibilities, 
including, but not limited to, such programs as mobilization preparedness, continuity of 
government planning, and continuance of industry and infrastructure functions essential to 
national security; 
(2) Support the Secretary of Energy, the Secretary of Defense, and the Members of the 
Nuclear Regulatory Commission in developing plans and capabilities for identifying, analyzing, 
mitigating, and responding to emergencies related to nuclear weapons, materials, and devices, 

including mobile and fixed nuclear facilities, by providing, inter alia, off-site coordination; 
(3) Support the Administrator of General Services in efforts to promote a government-wide 
program with respect to Federal buildings and installations to minimize the effects of attack 
and establish shelter management organizations. 

Part 18--General Services Administration 

Sec. 1801. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Administrator of General Services shall: 

(1) Develop national security emergency plans and procedures for the operation, 
maintenance, and protection of federally owned and occupied buildings managed by the 
General Services Administration, and for the construction, alteration, and repair of such 
buildings; 



 

        

             
           
          

    
        
      

      
         

       
         

           
 

           
            

     

        

         
       

    

         
          
         

        

     

     

        

         
         

      
         

   
        
             
  

 

        

         
        

        
         

            
             

       

       
            

            
  

       
 

(2) Develop national security emergency operating procedures for the control, acquisition, 

leasing, assignment, and priority of occupancy of real property by the Federal Government, 
and by State and local governments acting as agents of the Federal Government, except for 
the military facilities and facilities with special nuclear materials within the jurisdiction of the 

Departments of Defense and Energy; 
(3) Develop national security emergency operational plans and procedures for the use of 
public utility services (other than telecommunications services) by Federal departments and 
agencies, except for Department of Energy-operated facilities; 
(4) Develop plans and operating procedures of government-wide supply programs to meet the 
requirements of Federal departments and agencies during national security emergencies; 
(5) Develop plans and operating procedures for the use, in national security emergencies, of 

excess and surplus real and personal property by Federal, State, and local governmental 
entities; 
(6) Develop plans, in coordination with the Director of the Federal Emergency Management 
Agency, with respect to Federal buildings and installations, to minimize the effects of attack 
and establish shelter management organizations. 

Sec. 1802. Support Responsibility. The Administrator of General Services shall develop plans 

to assist Federal departments and agencies in operation and maintenance of essential 
automated information processing facilities during national security emergencies. 

Part 19--National Aeronautics and Space Administration 

Sec. 1901. Lead Responsibility. In addition to the applicable responsibilities covered in Parts 1 
and 2, the Administrator of the National Aeronautics and Space Administration shall coordinate 
with the Secretary of Defense to prepare for the use, maintenance, and development of 
technologically advanced aerospace and aeronautical-related systems, equipment, and 

methodologies applicable to national security emergencies. 

Part 20--National Archives and Records Administration 

Sec. 2001. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 

1 and 2, the Archivist of the United States shall: 
(1) Develop procedures for publication during national security emergencies of the Federal 
Register for as broad public dissemination as is practicable of presidential proclamations and 
Executive orders, Federal administrative regulations, Federal emergency notices and actions, 

and Acts of Congress; 
(2) Develop emergency procedures for providing instructions and advice on the handling and 
preservation of records critical to the operation of the Federal Government in national security 
emergencies. 

Part 21--Nuclear Regulatory Commission 

Sec. 2101. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 

1 and 2, the Members of the Nuclear Regulatory Commission shall: 
(1) Promote the development and maintenance of national security emergency preparedness 
programs through security and safeguards programs by licensed facilities and activities; 
(2) Develop plans to suspend any licenses granted by the Commission; to order the operations 

of any facility licensed under Section 103 or 104; Atomic Energy Act of 1954, as amended (42 
U.S.C. 2133 or 2134); to order the entry into any plant or facility in order to recapture special 
nuclear material as determined under Subsection (3) below; and operate such facilities; 

(3) Recapture or authorize recapture of special nuclear materials from licensees where 
necessary to assure the use, preservation, or safeguarding of such materials for the common 
defense and security, as determined by the Commission or as requested by the Secretary of 
Energy. 
Sec. 2102. Support Responsibilities. The Members of the Nuclear Regulatory Commission 
shall: 



 

           

           
  
          

       
  

   

        
          

        
          

   
        
           

      

        
 

        
         

    
          

         
     

 

        
       

            
        

      

   

         

            
        

     

         
 

             

        
 

           
        

          

  

    

        
         

         
         

        
      

(1) Assist the Secretary of Energy in assessing damage to Commission-licensed facilities, 

identifying usable facilities, and estimating the time and actions necessary to restart 
inoperative facilities; 
(2) Provide advice and technical assistance to Federal, State, and local officials and private 

sector organizations regarding radiation hazards and protective actions in national security 
emergencies. 

Part 22--Office of Personnel Management 

Sec. 2201. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Director of the Office of Personnel Management shall: 
(1) Prepare plans to administer the Federal civilian personnel system in national security
 
emergencies, including plans and procedures for the rapid mobilization and reduction of an
 
emergency Federal workforce; 

(2) Develop national security emergency work force policies for Federal civilian personnel; 

(3) Develop plans to accommodate the surge of Federal personnel security background and
 
pre-employment investigations during national security emergencies.
 
Sec. 2202. Support Responsibilities. The Director of the Office of Personnel Management
 
shall: 

(1) Assist the heads of other Federal departments and agencies with personnel management
 
and staffing in national security emergencies, including facilitating transfers between agencies 

of employees with critical skills; 

(2) In consultation with the Secretary of Defense and the Director of Selective Service, 

develop plans and procedures for a system to control any conscription of Federal civilian
 
employees during national security emergencies.
 

Part 23--Selective Service System 

Sec. 2301. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Director of Selective Service shall: 
(1) Develop plans to provide by induction, as authorized by law, personnel that would be 
required by the armed forces during national security emergencies; 
(2) Develop plans for implementing an alternative service program. 

Part 24--Tennessee Valley Authority 

Sec. 2401. Lead Responsibility. In addition to the applicable responsibilities covered in Parts 1 

and 2, the Board of Directors of the Tennessee Valley Authority shall develop plans and 
maintain river control operations for the prevention or control of floods affecting the 
Tennessee River System during national security emergencies. 

Sec. 2402. Support Responsibilities. The Board of Directors of the Tennessee Valley Authority 
shall: 
(1) Assist the Secretary of Energy in the development of plans for the integration of the 

Tennessee Valley Authority power system into nationwide national security emergency 
programs; 
(2) Assist the Secretaries of Defense, Interior, and Transportation and the Chairman of the 
Interstate Commerce Commission in the development of plans for operation and maintenance 
of inland waterway transportation in the Tennessee River System during national security 

emergencies. 

Part 25--United States Information Agency 

Sec. 2501. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Director of the United States Information Agency shall: 
(1) Plan for the implementation of information programs to promote an understanding abroad 
of the status of national security emergencies within the United States; 
(2) In coordination with the Secretary of State's exercise of telecommunications functions 
affecting United States diplomatic missions and consular offices overseas, maintain the 



 

         

              
     

         

         
       

    

         
          

    

     

             
       

           
   

         
           

 

        
          

        
          

        
      

        
      

             

           
         

            
         

            
         

   

           
           

         

       
         

   
            

       
         

        

          
          
           

   

 

capability to provide television and simultaneous direct radio broadcasting in major languages 

to all areas of the world, and the capability to provide wireless file to all United States 
embassies during national security emergencies. 

Sec. 2502. Support Responsibility. The Director of the United States Information Agency shall 

assist the heads of other Federal departments and agencies in planning for the use of media 
resources and foreign public information programs during national security emergencies. 

Part 26--United States Postal Service 

Sec. 2601. Lead Responsibility. In addition to the applicable responsibilities covered in Parts 1 
and 2, the Postmaster General shall prepare plans and programs to provide essential postal 
services during national security emergencies. 

Sec. 2602. Support Responsibilities. The Postmaster General shall: 

(1) Develop plans to assist the Attorney General of the United States in the registration of 
nationals of enemy countries residing in the United States; 

(2) Develop plans to assist the Secretary of Health and Human Services in registering 
displaced persons and families; 
(3) Develop plans to assist the heads of other Federal departments and agencies in locating 
and leasing privately owned property for Federal use during national security emergencies. 

Part 27--Veterans' Administration1 

Sec. 2701. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 
1 and 2, the Administrator of Veterans' Affairs2 shall: 
(1) Develop plans for provision of emergency health care services to veteran beneficiaries in
 
Veterans' Administration medical facilities, to active duty military personnel and, as resources 

permit, to civilians in communities affected by national security emergencies; 

(2) Develop plans for mortuary services for eligible veterans, and advise on methods for 

interment of the dead during national security emergencies.
 
Sec. 2702. Support Responsibilities. The Administrator of Veterans' Affairs shall: 

(1) Assist the Secretary of Health and Human Services in promoting the development of State
 
and local plans for the provision of medical services in national security emergencies, and
 
develop appropriate plans to support such State and local plans; 

(2) Assist the Secretary of Health and Human Services in developing national plans to mobilize
 
the health care industry and medical resources during national security emergencies; 

(3) Assist the Secretary of Health and Human Services in developing national plans to set
 
priorities and allocate medical resources among civilian and military claimants.
 

Part 28--Office of Management and Budget 

Sec. 2801. In addition to the applicable responsibilities covered in Parts 1 and 2, the Director 
of the Office of Management and Budget shall prepare plans and programs to maintain its 
functions during national security emergencies. In connection with these functions, the 

Director of the Office of Management and Budget shall: 
(1) Develop plans to ensure the preparation, clearance, and coordination of proposed 
Executive orders and proclamations; 
(2) Prepare plans to ensure the preparation, supervision, and control of the budget and the 

formulation of the fiscal program of the Government; 
(3) Develop plans to coordinate and communicate Executive branch views to the Congress 
regarding legislation and testimony by Executive branch officials; 

(4) Develop plans for keeping the President informed of the activities of government agencies, 
continuing the Office of Management and Budget's management functions, and maintaining 
presidential supervision and direction with respect to legislation and regulations in national 
security emergencies. 

Part 29--General 



 

        

    

 

  

   

     
                

     

           

       

        

      

       

            

         

 

       

      

            

              

         

        

      

  

    

        

          

           

          

        

       

        

         

        

          

     

   

            

         

      

           

              

Sec. 2901. Executive Order Nos. 10421 and 11490, as amended, are hereby revoked. This 

Order shall be effective immediately. 

APPENDIX 2-5: Executive Order 12657 

Executive Order 12656--Assignment of emergency preparedness responsibilities 

Source: The provisions of Executive Order 12656 of Nov. 18, 1988, appear at 53 FR 47491, 3 CFR, 1988 

Comp., p. 585, unless otherwise noted. 

WHEREAS our national security is dependent upon our ability to assure continuity of government, at every 

level, in any national security emergency situation that might confront the Nation; and 

WHEREAS effective national preparedness planning to meet such an emergency, including a massive 

nuclear attack, is essential to our national survival; and 

WHEREAS effective national preparedness planning requires the identification of functions that would 

have to be performed during such an emergency, the assignment of responsibility for developing plans for 

performing these functions, and the assignment of responsibility for developing the capability to implement 

those plans; and 

WHEREAS the Congress has directed the development of such national security emergency preparedness 

plans and has provided funds for the accomplishment thereof; 

NOW, THEREFORE, by virtue of the authority vested in me as President by the Constitution and laws of 

the United States of America, and pursuant to Reorganization Plan No. 1 of 1958 (72 Stat. 1799), the 

National Security Act of 1947, as amended, the Defense Production Act of 1950, as amended, and the 

Federal Civil Defense Act, as amended, it is hereby ordered that the responsibilities of the Federal 

departments and agencies in national security emergencies shall be as follows: 

Part 1--Preamble 

Section 101. National Security Emergency Preparedness Policy. 

(a) The policy of the United States is to have sufficient capabilities at all levels of government to meet 

essential defense and civilian needs during any national security emergency. A national security emergency 

is any occurrence, including natural disaster, military attack, technological emergency, or other emergency, 

that seriously degrades or seriously threatens the national security of the United States. Policy for national 

security emergency preparedness shall be established by the President. Pursuant to the President's direction, 

the National Security Council shall be responsible for developing and administering such policy. All 

national security emergency preparedness activities shall be consistent with the Constitution and laws of 

the United States and with preservation of the constitutional government of the United States. 

(b) Effective national security emergency preparedness planning requires: identification of functions that 

would have to be performed during such an emergency; development of plans for performing these 

functions; and development of the capability to execute those plans. 

Sec. 102. Purpose. 

(a) The purpose of this Order is to assign national security emergency preparedness responsibilities to 

Federal departments and agencies. These assignments are based, whenever possible, on extensions of the 

regular missions of the departments and agencies. 

(b) This Order does not constitute authority to implement the plans prepared pursuant to this Order. Plans 

so developed may be executed only in the event that authority for such execution is authorized by law. 



 

   

             

        

         

     

        

          

          

   

           

      

          

      

    

         

  

         

       

        

         

        

        

      

         

       

           

          

          

          

           

           

        

   

          

      

    

        

         

         

       

          

         

          

   

  

          

         

          

            

           

       

       

Sec. 103. Scope. 

(a) This Order addresses national security emergency preparedness functions and activities. As used in this 

Order, preparedness functions and activities include, as appropriate, policies, plans, procedures, and 

readiness measures that enhance the ability of the United States Government to mobilize for, respond to, 

and recover from a national security emergency. 

(b) This Order does not apply to those natural disasters, technological emergencies, or other emergencies, 

the alleviation of which is normally the responsibility of individuals, the private sector, volunteer 

organizations, State and local governments, and Federal departments and agencies unless such situations 

also constitute a national security emergency. 

(c) This Order does not require the provision of information concerning, or evaluation of, military policies, 

plans, programs, or states of military readiness. 

(d) This Order does not apply to national security emergency preparedness telecommunications functions 

and responsibilities that are otherwise assigned by Executive Order 12472. 

Sec. 104. Management of National Security Emergency Preparedness. 

(a) The National Security Council is the principal forum for consideration of national security emergency 

preparedness policy. 

(b) The National Security Council shall arrange for Executive branch liaison with, and assistance to, the 

Congress and the Federal judiciary on national security-emergency preparedness matters. 

(c) The Director of the Federal Emergency Management Agency shall serve as an advisor to the National 

Security Council on issues of national security emergency preparedness, including mobilization 

preparedness, civil defense, continuity of government, technological disasters, and other issues, as 

appropriate. Pursuant to such procedures for the organization and management of the National Security 

Council process as the President may establish, the Director of the Federal Emergency Management 

Agency also shall assist in the implementation of and management of the National Security Council process 

as the President may establish, the Director of the Federal Emergency Management Agency also shall assist 

in the implementation of national security emergency preparedness policy by coordinating with the other 

Federal departments and agencies and with State and local governments, and by providing periodic reports 

to the National Security Council on implementation of national security emergency preparedness policy. 

(d) National security emergency preparedness functions that are shared by more than one agency shall be 

coordinated by the head of the Federal department or agency having primary responsibility and shall be 

supported by the heads of other departments and agencies having related responsibilities. 

(e) There shall be a national security emergency exercise program that shall be supported by the heads of 

all appropriate Federal departments and agencies. 

(f) Plans and procedures will be designed and developed to provide maximum flexibility to the President 

for his implementation of emergency actions. 

Sec. 105. Interagency Coordination. 

(a) All appropriate Cabinet members and agency heads shall be consulted regarding national security 

emergency preparedness programs and policy issues. Each department and agency shall support 

interagency coordination to improve preparedness and response to a national security emergency and shall 

develop and maintain decentralized capabilities wherever feasible and appropriate. 

(b) Each Federal department and agency shall work within the framework established by, and cooperate 

with those organizations assigned responsibility in, Executive Order No. 12472, to ensure adequate national 

security emergency preparedness telecommunications in support of the functions and activities addressed 

by this Order. 

Part 2--General Provisions 

Sec. 201. General. The head of each Federal department and agency, as appropriate, shall: 

(1) Be prepared to respond adequately to all national security emergencies, including those that are 

international in scope, and those that may occur within any region of the Nation; 

(2) Consider national security emergency preparedness factors in the conduct of his or her regular 

functions, particularly those functions essential in time of emergency. Emergency plans and programs, and 

an appropriate state of readiness, including organizational infrastructure, shall be developed as an integral 

part of the continuing activities of each Federal department and agency; 



 

          

         

    

           

        

    

        

       

           

          

       

        

        

        

      

        

      

         

        

         

            

       

           

     

         

   

          

          

              

     

          

      

        

          

        

       

       

           

          

        

         

     

        

   

          

      

          

         

           

            

            

            

 

(3) Appoint a senior policy official as Emergency Coordinator, responsible for developing and maintaining 

a multi-year, national security emergency preparedness plan for the department or agency to include 

objectives, programs, and budgetary requirements; 

(4) Design preparedness measures to permit a rapid and effective transition from routine to emergency 

operations, and to make effective use of the period following initial indication of a probable national 

security emergency. This will include: 

(a) Development of a system of emergency actions that defines alternatives, processes, and issues 

to be considered during various stages of national security emergencies; 

(b) Identification of actions that could be taken in the early stages of a national security emergency 

or pending national security emergency to mitigate the impact of or reduce significantly the lead 

times associated with full emergency action implementation; 

(5) Base national security emergency preparedness measures on the use of existing authorities, 

organizations, resources, and systems to the maximum extent practicable; 

(6) Identify areas where additional legal authorities may be needed to assist management and, consistent 

with applicable Executive orders, take appropriate measures toward acquiring those authorities; 

(7) Make policy recommendations to the National Security Council regarding national security emergency 

preparedness activities and functions of the Federal Government; 

(8) Coordinate with State and local government agencies and other organizations, including private sector 

organizations, when appropriate. Federal plans should include appropriate involvement of and reliance 

upon private sector organizations in the response to national security emergencies; 

(9) Assist State, local, and private sector entities in developing plans for mitigating the effects of national 

security emergencies and for providing services that are essential to a national response; 

(10) Cooperate, to the extent appropriate, in compiling, evaluating, and exchanging relevant data related to 

all aspects of national security emergency preparedness; 

(11) Develop programs regarding congressional relations and public information that could be used during 

national security emergencies; 

(12) Ensure a capability to provide, during a national security emergency, information concerning Acts of 

Congress, presidential proclamations, Executive orders, regulations, and notices of other actions to the 

Archivist of the United States, for publication in the Federal Register, or to each agency designated to 

maintain the Federal Register in an emergency; 

(13) Develop and conduct training and education programs that incorporate emergency preparedness and 

civil defense information necessary to ensure an effective national response; 

(14) Ensure that plans consider the consequences for essential services provided by State and local 

governments, and by the private sector, if the flow of Federal funds is disrupted; 

(15) Consult and coordinate with the Director of the Federal Emergency Management Agency to ensure 

that those activities and plans are consistent with current National Security Council guidelines and policies. 

Sec. 202. Continuity of Government. The head of each Federal department and agency shall ensure the 

continuity of essential functions in any national security emergency by providing for: succession to office 

and emergency delegation of authority in accordance with applicable law; safekeeping of essential 

resources, facilities, and records; and establishment of emergency operating capabilities. 

Sec. 203. Resource Management. The head of each Federal department and agency, as appropriate within 

assigned areas of responsibility, shall: 

(1) Develop plans and programs to mobilize personnel (including reservist programs), equipment, facilities, 

and other resources; 

(2) Assess essential emergency requirements and plan for the possible use of alternative resources to meet 

essential demands during and following national security emergencies; 

(3) Prepare plans and procedures to share between and among the responsible agencies resources such as 

energy, equipment, food, land, materials, minerals, services, supplies, transportation, water, and workforce 

needed to carry out assigned responsibilities and other essential functions, and cooperate with other 

agencies in developing programs to ensure availability of such resources in a national security emergency; 

(4) Develop plans to set priorities and allocate resources among civilian and military claimants; 

(5) Identify occupations and skills for which there may be a critical need in the event of a national security 

emergency. 



 

          

       

          

            

             

    

            

          

 

            

  

         

       

          

          

             

      

       

    

            

           

         

           

             

        

 

            

            

    

            

    

            

       

         

        

  

          

         

             

           

           

       

                

        

             

              

    

          

     

Sec. 204. Protection of Essential Resources and Facilities. The head of each Federal department and 

agency, within assigned areas of responsibility, shall: 

(1) Identify facilities and resources, both government and private, essential to the national defense and 

national welfare, and assess their vulnerabilities and develop strategies, plans, and programs to provide for 

the security of such facilities and resources, and to avoid or minimize disruptions of essential services 

during any national security emergency; 

(2) Participate in interagency activities to assess the relative importance of various facilities and resources 

to essential military and civilian needs and to integrate preparedness and response strategies and 

procedures; 

(3) Maintain a capability to assess promptly the effect of attack and other disruptions during national 

security emergencies. 

Sec. 205. Federal Benefit, Insurance, and Loan Programs. The head of each Federal department and 

agency that administers a loan, insurance, or benefit program that relies upon the Federal Government 

payment system shall coordinate with the Secretary of the Treasury in developing plans for the continuation 

or restoration, to the extent feasible, of such programs in national security emergencies. 

Sec. 206. Research. The Director of the Office of Science and Technology Policy and the heads of Federal 

departments and agencies having significant research and development programs shall advise the National 

Security Council of scientific and technological developments that should be considered in national 

security emergency preparedness planning. 

Sec. 207. Redelegation. The head of each Federal department and agency is hereby authorized, to the extent 

otherwise permitted by law, to redelegate the functions assigned by this Order, and to authorize successive 

redelegations to organizations, officers, or employees within that department or agency. 

Sec. 208. Transfer of Functions. Recommendations for interagency transfer of any emergency preparedness 

function assigned under this Order or for assignment of any new emergency preparedness function shall be 

coordinated with all affected Federal departments and agencies before submission to the National Security 

Council. 

Sec. 209. Retention of Existing Authority. Nothing in this Order shall be deemed to derogate from 

assignments of functions to any Federal department or agency or officer thereof made by law. 

Part 3--Department of Agriculture 

Sec. 301. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Agriculture shall: 

(1) Develop plans to provide for the continuation of agricultural production, food processing, storage, and 

distribution through the wholesale level in national security emergencies, and to provide for the domestic 

distribution of seed, feed, fertilizer, and farm equipment to agricultural producers; 

(2) Develop plans to provide food and agricultural products to meet international responsibilities in national 

security emergencies; 

(3) Develop plans and procedures for administration and use of Commodity Credit Corporation inventories 

of food and fiber resources in national security emergencies; 

(4) Develop plans for the use of resources under the jurisdiction of the Secretary of Agriculture and, in 

cooperation with the Secretaries of Commerce, Defense, and the Interior, the Board of Directors of the 

Tennessee Valley Authority, and the heads of other government entities, plan for the national security 

emergency management, production, and processing of forest products; 

(5) Develop, in coordination with the Secretary of Defense, plans and programs for water to be used in 

agricultural production and food processing in national security emergencies; 

(6) In cooperation with Federal, State, and local agencies, develop plans for a national program relating to 

the prevention and control of fires in rural areas of the United States caused by the effects of enemy attack 

or other national security emergencies; 

(7) Develop plans to help provide the Nation's farmers with production resources, including national 

security emergency financing capabilities; 



 

           

        

     

            

       

           

        

          

         

            

       

        

  

          

       

    

        

        

    

            

    

             

       

  

            

       

  

           

         

           

      

             

      

       

 

              

           

 

            

       

             

           

    

            

    

          

          

          

        

     

       

(8) Develop plans, in consonance with those of the Department of Health and Human Services, the 

Department of the Interior, and the Environmental Protection Agency, for national security emergency 

agricultural health services and forestry, including: 

(a) Diagnosis and control or eradication of diseases, pests, or hazardous agents (biological, 

chemical, or radiological) against animals, crops, timber, or products thereof; 

(b) Protection, treatment, and handling of livestock and poultry, or products thereof, that have 

been exposed to or affected by hazardous agents; 

(c) Use and handling of crops, agricultural commodities, timber, and agricultural lands that have 

been exposed to or affected by hazardous agents; and 

(d) Assuring the safety and wholesomeness, and minimizing losses from hazards, of animals and 

animal products and agricultural commodities and products subject to continuous inspection by 

the Department of Agriculture or owned by the Commodity Credit Corporation or by the 

Department of Agriculture; 

(9) In consultation with the Secretary of State and the Director of the Federal Emergency Management 

Agency, represent the United States in agriculture-related international civil emergency preparedness 

planning and related activities. 

Sec. 302. Support Responsibility. The Secretary of Agriculture shall assist the Secretary of Defense in 

formulating and carrying out plans for stockpiling strategic and critical agricultural materials. 

Part 4--Department of Commerce 

Sec. 401. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Commerce shall: 

(1) Develop control systems for priorities, allocation, production, and distribution of materials and other
 
resources that will be available to support both national defense and essential civilian programs in a 

national security emergency; 

(2) In cooperation with the Secretary of Defense and other departments and agencies, identify those 

industrial products and facilities that are essential to mobilization readiness, national defense, or post-attack
 
survival and recovery; 

(3) In cooperation with the Secretary of Defense and other Federal departments and agencies, analyze
 
potential effects of national security emergencies on actual production capability, taking into account the 

entire production complex, including shortages of resources, and develop preparedness measures to
 
strengthen capabilities for production increases in national security emergencies; 

(4) In cooperation with the Secretary of Defense, perform industry analyses to assess capabilities of the 

commercial industrial base to support the national defense, and develop policy alternatives to improve the 

international competitiveness of specific domestic industries and their abilities to meet defense program
 
needs; 

(5) In cooperation with the Secretary of the Treasury, develop plans for providing emergency assistance to
 
the private sector through direct or participation loans for the financing of production facilities and
 
equipment; 

(6) In cooperation with the Secretaries of State, Defense, Transportation, and the Treasury, prepare plans to
 
regulate and control exports and imports in national security emergencies; 

(7) Provide for the collection and reporting of census information on human and economic resources, and
 
maintain a capability to conduct emergency surveys to provide information on the status of these resources
 
as required for national security purposes; 

(8) Develop overall plans and programs to ensure that the fishing industry continues to produce and process
 
essential protein in national security emergencies; 

(9) Develop plans to provide meteorological, hydrologic, marine weather, geodetic, hydrographic, climatic,
 
seismic, and oceanographic data and services to Federal, State, and local agencies, as appropriate; 

(10) In coordination with the Secretary of State and the Director of the Federal Emergency Management 

Agency, represent the United States in industry-related international (NATO and allied) civil emergency
 
preparedness planning and related activities.
 
Sec. 402. Support Responsibilities. The Secretary of Commerce shall: 




 

           

 

          

      

           

       

    

            

   

          

           

       

   

             

         

     

        

           

          

             

          

   

             

         

         

          

   

          

            

     

           

       

          

           

             

           

          

           

   

       

          

      

   

           

        

         

   

         

         

           

            

         

(1) Assist the Secretary of Defense in formulating and carrying out plans for stockpiling strategic and 

critical materials; 

(2) Support the Secretary of Agriculture in planning for the national security management, production, and 

processing of forest and fishery products; 

(3) Assist, in consultation with the Secretaries of State and Defense, the Secretary of the Treasury in the 

formulation and execution of economic measures affecting other nations. 

Part 5--Department of Defense 

Sec. 501. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Defense shall: 

(1) Ensure military preparedness and readiness to respond to national security emergencies; 

(2) In coordination with the Secretary of Commerce, develop, with industry, government, and the private 

sector, reliable capabilities for the rapid increase of defense production to include industrial resources 

required for that production; 

(3) Develop and maintain, in cooperation with the heads of other departments and agencies, national 

security emergency plans, programs, and mechanisms to ensure effective mutual support between and 

among the military, civil government, and the private sector; 

(4) Develop and maintain damage assessment capabilities and assist the Director of the Federal Emergency 

Management Agency and the heads of other departments and agencies in developing and maintaining 

capabilities to assess attack damage and to estimate the effects of potential attack on the Nation; 

(5) Arrange, through agreements with the heads of other Federal departments and agencies, for the transfer 

of certain Federal resources to the jurisdiction and/or operational control of the Department of Defense in 

national security emergencies; 

(6) Acting through the Secretary of the Army, develop, with the concurrence of the heads of all affected 

departments and agencies, overall plans for the management, control, and allocation of all usable waters 

from all sources within the jurisdiction of the United States. This includes: 

(a) Coordination of national security emergency water resource planning at the national, regional, 

State, and local levels; 

(b) Development of plans to assure emergency provision of water from public works projects 

under the jurisdiction of the Secretary of the Army to public water supply utilities and critical 

defense production facilities during national security emergencies; 

(c) Development of plans to assure emergency operation of waterways and harbors; and 

(d) Development of plans to assure the provision of potable water; 

(7) In consultation with the Secretaries of State and Energy, the Director of the Federal Emergency 

Management Agency, and others, as required, develop plans and capabilities for identifying, analyzing, 

mitigating, and responding to hazards related to nuclear weapons, materials, and devices; and maintain 

liaison, as appropriate, with the Secretary of Energy and the Members of the Nuclear Regulatory 

Commission to ensure the continuity of nuclear weapons production and the appropriate allocation of 

scarce resources, including the recapture of special nuclear materials from Nuclear Regulatory Commission 

licensees when appropriate; 

(8) Coordinate with the Administrator of the National Aeronautics and Space Adminstration and the 

Secretary of Energy, as appropriate, to prepare for the use, maintenance, and development of 

technologically advanced aerospace and aeronautical-related systems, equipment, and methodologies 

applicable to national security emergencies; 

(9) Develop, in coordination with the Secretary of Labor, the Directors of the Selective Service System, the 

Office of Personnel Management, and the Federal Emergency Management Agency, plans and systems to 

ensure that the Nation's human resources are available to meet essential military and civilian needs in 

national security emergencies; 

(10) Develop national security emergency operational procedures, and coordinate with the Secretary of 

Housing and Urban Development with respect to residential property, for the control, acquisition, leasing, 

assignment and priority of occupancy of real property within the jurisdiction of the Department of Defense; 

(11) Review the priorities and allocations systems developed by other departments and agencies to ensure 

that they meet Department of Defense needs in a national security emergency; and develop and maintain 



 

         

 

           

           

             

       

  

            

         

           

      

          

          

          

       

      

            

      

          

       

        

     

      

          

             

   

          

       

           

  

           

       

           

           

           

 

        

     

             

   

    

            

    

          

    

          

    

           

       

   

      

             

   

the Department of Defense programs necessary for effective utilization of all priorities and allocations 

systems; 

(12) Develop, in coordination with the Attorney General of the United States, specific procedures by which 

military assistance to civilian law enforcement authorities may be requested, considered, and provided; 

(13) In cooperation with the Secretary of Commerce and other departments and agencies, identify those 

industrial products and facilities that are essential to mobilization readiness, national defense, or post-attack 

survival and recovery; 

(14) In cooperation with the Secretary of Commerce and other Federal departments and agencies, analyze 

potential effects of national security emergencies on actual production capability, taking into account the 

entire production complex, including shortages of resources, and develop preparedness measures to 

strengthen capabilities for production increases in national security emergencies; 

(15) With the assistance of the heads of other Federal departments and agencies, provide management 

direction for the stockpiling of strategic and critical materials, conduct storage, maintenance, and quality 

assurance operations for the stockpile of strategic and critical materials, and formulate plans, programs, and 

reports relating to the stockpiling of strategic and critical materials. 

Sec. 502. Support Responsibilities. The Secretary of Defense shall: 

(1) Advise and assist the heads of other Federal departments and agencies in the development of plans and 

programs to support national mobilization. This includes providing, as appropriate: 

(a) Military requirements, prioritized and time-phased to the extent possible, for selected end-

items and supporting services, materials, and components; 

(b) Recommendations for use of financial incentives and other methods to improve defense 

production as provided by law; and 

(c) Recommendations for export and import policies; 

(2) Advise and assist the Secretary of State and the heads of other Federal departments and agencies, as 

appropriate, in planning for the protection, evacuation, and repatriation of United States citizens in 

threatened areas overseas; 

(3) Support the Secretary of Housing and Urban Development and the heads of other agencies, as 

appropriate, in the development of plans to restore community facilities; 

(4) Support the Secretary of Energy in international liaison activities pertaining to nuclear materials 

facilities; 

(5) In consultation with the Secretaries of State and Commerce, assist the Secretary of the Treasury in the 

formulation and execution of economic measures that affect other nations; 

(6) Support the Secretary of State and the heads of other Federal departments and agencies as appropriate in 

the formulation and implementation of foreign policy, and the negotiation of contingency and post-

emergency plans, intergovernmental agreements, and arrangements with allies and friendly nations, which 

affect national security; 

(7) Coordinate with the Director of the Federal Emergency Management Agency the development of plans 

for mutual civil-military support during national security emergencies; 

(8) Develop plans to support the Secretary of Labor in providing education and training to overcome 

shortages of critical skills. 

Part 6--Department of Education 

Sec. 601. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Education shall: 

(1) Assist school systems in developing their plans to provide for the earliest possible resumption of
 
activities following national security emergencies; 

(2) Develop plans to provide assistance, including efforts to meet shortages of critical educational 

personnel, to local educational agencies; 

(3) Develop plans, in coordination with the Director of the Federal Emergency Management Agency, for
 
dissemination of emergency preparedness instructional material through educational institutions and the 

media during national security emergencies.
 
Sec. 602. Support responsibilities. The Secretary of Education shall: 

(1) Develop plans to support the Secretary of Labor in providing education and training to overcome 

shortages of critical skills; 




 

         

            

 

    

            

    

       

      

             

             

      

            

          

        

   

            

           

          

           

       

            

   

           

           

          

       

     

          

          

          

     

          

      

            

          

           

  

       

           

  

          

 

       

          

         

 

        

     

          

       

        

          

  

(2) Support the Secretary of Health and Human Services in the development of human services educational 

and training materials, including self-help program materials for use by human service organizations and 

professional schools. 

Part 7--Department of Energy 

Sec. 701. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Energy shall: 

(1) Conduct national security emergency preparedness planning, including capabilities development, and 

administer operational programs for all energy resources, including: 

(a) Providing information, in cooperation with Federal, State, and energy industry officials, on 

energy supply and demand conditions and on the requirements for and the availability of materials 

and services critical to energy supply systems; 

(b) In coordination with appropriate departments and agencies and in consultation with the energy 

industry, develop implementation plans and operational systems for priorities and allocation of all 

energy resource requirements for national defense and essential civilian needs to assure national 

security emergency preparedness; 

(c) Developing, in consultation with the Board of Directors of the Tennessee Valley Authority, 

plans necessary for the integration of its power system into the national supply system; 

(2) Identify energy facilities essential to the mobilization, deployment, and sustainment of resources to
 
support the national security and national welfare, and develop energy supply and demand strategies to
 
ensure continued provision of minimum essential services in national security emergencies; 

(3) In coordination with the Secretary of Defense, ensure continuity of nuclear weapons production
 
consistent with national security requirements; 

(4) Assure the security of nuclear materials, nuclear weapons, or devices in the custody of the Department 

of Energy, as well as the security of all other Department of Energy programs and facilities; 

(5) In consultation with the Secretaries of State and Defense and the Director of the Federal Emergency
 
Management Agency, conduct appropriate international liaison activities pertaining to matters within the 

jurisdiction of the Department of Energy; 

(6) In consultation with the Secretaries of State and Defense, the Director of the Federal Emergency
 
Management Agency, the Members of the Nuclear Regulatory Commission, and others, as required,
 
develop plans and capabilities for identification, analysis, damage assessment, and mitigation of hazards
 
from nuclear weapons, materials, and devices; 

(7) Coordinate with the Secretary of Transportation in the planning and management of transportation
 
resources involved in the bulk movement of energy; 

(8) At the request of or with the concurrence of the Nuclear Regulatory Commission and in consultation
 
with the Secretary of Defense, recapture special nuclear materials from Nuclear Regulatory Commission
 
licensees where necessary to assure the use, preservation, or safeguarding of such material for the common
 
defense and security; 

(9) Develop national security emergency operational procedures for the control, utilization, acquisition,
 
leasing, assignment, and priority of occupancy of real property within the jurisdiction of the Department of
 
Energy;
 
(10) Manage all emergency planning and response activities pertaining to Department of Energy nuclear
 
facilities.
 
Sec. 702. Support Responsibilities. The Secretary of Energy shall: 

(1) Provide advice and assistance, in coordination with appropriate agencies, to Federal, State, and local 

officials and private sector organizations to assess the radiological impact associated with national security
 
emergencies; 

(2) Coordinate with the Secretaries of Defense and the Interior regarding the operation of hydroelectric 

projects to assure maximum energy output; 

(3) Support the Secretary of Housing and Urban Development and the heads of other agencies, as 

appropriate, in the development of plans to restore community facilities; 

(4) Coordinate with the Secretary of Agriculture regarding the emergency preparedness of the rural electric 

supply systems throughout the Nation and the assignment of emergency preparedness responsibilities to the 

Rural Electrification Administration.
 



 

      

            

       

            

         

           

    

          

      

           

         

   

            

          

        

  

           

       

   

             

    

           

          

     

            

           

       

    

             

           

         

         

 

      

            

      

           

         

            

       

 

               

       

    

   

            

    

           

     

Part 8--Department of Health and Human Services 

Sec. 801. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Health and Human Services shall: 

(1) Develop national plans and programs to mobilize the health industry and health resources for the 

provision of health, mental health, and medical services in national security emergencies; 

(2) Promote the development of State and local plans and programs for provision of health, mental health, 

and medical services in national security emergencies; 

(3) Develop national plans to set priorities and allocate health, mental health, and medical services' 

resources among civilian and military claimants; 

(4) Develop health and medical survival information programs and a nationwide program to train health 

and mental health professionals and paraprofessionals in special knowledge and skills that would be useful 

in national security emergencies; 

(5) Develop programs to reduce or eliminate adverse health and mental health effects produced by 

hazardous agents (biological, chemical, or radiological), and, in coordination with appropriate Federal 

agencies, develop programs to minimize property and environmental damage associated with national 

security emergencies; 

(6) Develop guidelines that will assure reasonable and prudent standards of purity and/or safety in the 

manufacture and distribution of food, drugs, biological products, medical devices, food additives, and 

radiological products in national security emergencies; 

(7) Develop national plans for assisting State and local governments in rehabilitation of persons injured or 

disabled during national security emergencies; 

(8) Develop plans and procedures to assist State and local governments in the provision of emergency 

human services, including lodging, feeding, clothing, registration and inquiry, social services, family 

reunification and mortuary services and interment; 

(9) Develop, in coordination with the Secretary of Education, human services educational and training 

materials for use by human service organizations and professional schools; and develop and distribute, in 

coordination with the Director of the Federal Emergency Management Agency, civil defense information 

relative to emergency human services; 

(10) Develop plans and procedures, in coordination with the heads of Federal departments and agencies, for 

assistance to United States citizens or others evacuated from overseas areas. 

Sec. 802. Support Responsibility. The Secretary of Health and Human Services shall support the Secretary 

of Agriculture in the development of plans related to national security emergency agricultural health 

services. 

Part 9--Department of Housing and Urban Development 

Sec. 901. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Housing and Urban Development shall: 

(1) Develop plans for provision and management of housing in national security emergencies, including: 

(a) Providing temporary housing using Federal financing and other arrangements; 

(b) Providing for radiation protection by encouraging voluntary construction of shelters and 

voluntary use of cost-efficient design and construction techniques to maximize population 

protection; 

(2) Develop plans, in cooperation with the heads of other Federal departments and agencies and State and 

local governments, to restore community facilities, including electrical power, potable water, and sewage 

disposal facilities, damaged in national security emergencies. 

Part 10--Department of the Interior 

Sec. 1001. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of the Interior shall: 

(1) Develop programs and encourage the exploration, development, and mining of strategic and critical and 

other nonfuel minerals for national security emergency purposes; 



 

             

    

          

          

      

      

           

  

           

   

          

   

   

            

     

           

        

      

          

 

        

    

            

            

 

            

       

         

        

  

          

          

       

          

          

      

         

         

         

            

     

           

    

          

            

 

          

 

   

            

    

(2) Provide guidance to mining industries in the development of plans and programs to ensure continuity of
 
production during national security emergencies; 

(3) Develop and implement plans for the management, control, allocation, and use of public land under the 

jurisdiction of the Department of the Interior in national security emergencies and coordinate land
 
emergency planning at the Federal, State, and local levels.
 
Sec. 1002. Support Responsibilities. The Secretary of the Interior shall: 

(1) Assist the Secretary of Defense in formulating and carrying out plans for stockpiling strategic and
 
critical minerals;
 
(2) Cooperate with the Secretary of Commerce in the identification and evaluation of facilities essential for
 
national security emergencies;
 
(3) Support the Secretary of Agriculture in planning for the national security management, production, and
 
processing of forest products.
 

Part 11--Department of Justice 

Sec. 1101. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Attorney General of the United States shall: 

(1) Provide legal advice to the President and the heads of Federal departments and agencies and their
 
successors regarding national security emergency powers, plans, and authorities; 

(2) Coordinate Federal Government domestic law enforcement activities related to national security
 
emergency preparedness, including Federal law enforcement liaison with, and assistance to, State and local 

governments; 

(3) Coordinate contingency planning for national security emergency law enforcement activities that are 

beyond the capabilities of State and local agencies; 

(4) Develop national security emergency plans for regulation of immigration, regulation of nationals of
 
enemy countries, and plans to implement laws for the control of persons entering or leaving the United
 
States; 

(5) Develop plans and procedures for the custody and protection of prisoners and the use of Federal penal 

and correctional institutions and resources during national security emergencies; 

(6) Provide information and assistance to the Federal Judicial branch and the Federal Legislative branch
 
concerning law enforcement, continuity of government, and the exercise of legal authority during National 

security emergencies; 

(7) Develop intergovernmental and interagency law enforcement plans and counterterrorism programs to
 
interdict and respond to terrorism incidents in the United States that may result in a national security
 
emergency or that occur during such an emergency; 

(8) Develop intergovernmental and interagency law enforcement plans to respond to civil disturbances that 

may result in a national security emergency or that occur during such an emergency.
 
Sec. 1102. Support Responsibilities. The Attorney General of the United States shall: 

(1) Assist the heads of Federal departments and agencies, State and local governments, and the private 

sector in the development of plans to physically protect essential resources and facilities; 

(2) Support the Secretaries of State and the Treasury in plans for the protection of international 

organizations and foreign diplomatic, consular, and other official personnel, property, and other assets
 
within the jurisdiction of the United States; 

(3) Support the Secretary of the Treasury in developing plans to control the movement of property entering
 
and leaving the United States; 

(4) Support the heads of other Federal departments and agencies and State and local governments in
 
developing programs and plans for identifying fatalities and reuniting families in national security
 
emergencies; 

(5) Support the intelligence community in the planning of its counterintelligence and counterterrorism
 
programs.
 

Part 12--Department of Labor 

Sec. 1201. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Labor shall: 



 

           

        

        

      

          

              

      

             

   

         

      

      

           

     

           

    

   

            

   

           

         

          

          

          

            

         

           

   

          

    

           

     

             

           

          

           

    

              

        

            

     

         

   

          

           

           

  

         

           

  

(1) Develop plans and issue guidance to ensure effective use of civilian workforce resources during 

national security emergencies. Such plans shall include, but not necessarily be limited to: 

(a) Priorities and allocations, recruitment, referral, training, employment stabilization including 

appeals procedures, use assessment, and determination of critical skill categories; and 

(b) Programs for increasing the availability of critical workforce skills and occupations; 

(2) In consultation with the Secretary of the Treasury, develop plans and procedures for wage, salary, and
 
benefit costs stabilization during national security emergencies;
 
(3) Develop plans and procedures for protecting and providing incentives for the civilian labor force during
 
national security emergencies;
 
(4) In consultation with other appropriate government agencies and private entities, develop plans and
 
procedures for effective labor-management relations during national security emergencies.
 
Sec. 1202. Support Responsibilities. The Secretary of Labor shall: 

(1) Support planning by the Secretary of Defense and the private sector for the provision of human
 
resources to critical defense industries during national security emergencies; 

(2) Support planning by the Secretary of Defense and the Director of Selective Service for the institution of
 
conscription in national security emergencies. 


Part 13--Department of State 

Sec. 1301. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of State shall: 

(1) Provide overall foreign policy coordination in the formulation and execution of continuity of 

government and other national security emergency preparedness activities that affect foreign relations; 

(2) Prepare to carry out Department of State responsibilities in the conduct of the foreign relations of the 

United States during national security emergencies, under the direction of the President and in consultation 

with the heads of other appropriate Federal departments and agencies, including, but not limited to: 

(a) Formulation and implementation of foreign policy and negotiation regarding contingency and 

post-emergency plans, intergovernmental agreements, and arrangements with United States' allies; 

(b) Formulation, negotiation, and execution of policy affecting the relationships of the United 

States with neutral states; 

(c) Formulation and execution of political strategy toward hostile or enemy states; 

(d) Conduct of mutual assistance activities; 

(e) Provision of foreign assistance, including continuous supervision and general direction of 

authorized economic and military assistance programs; 

(f) Protection or evacuation of United States citizens and nationals abroad and safeguarding their 

property abroad, in consultation with the Secretaries of Defense and Health and Human Services; 

(g) Protection of international organizations and foreign diplomatic, consular, and other official 

personnel and property, or other assets, in the United States, in coordination with the Attorney 

General and the Secretary of the Treasury; 

(h) Formulation of policies and provisions for assistance to displaced persons and refugees abroad; 

(i) Maintenance of diplomatic and consular representation abroad; and 

(j) Reporting of and advising on conditions overseas that bear upon national security emergencies. 

Sec. 1302. Support Responsibilities. The Secretary of State shall: 

(1) Assist appropriate agencies in developing planning assumptions concerning accessibility of foreign 

sources of supply; 

(2) Support the Secretary of the Treasury, in consultation, as appropriate, with the Secretaries of Commerce 

and Defense, in the formulation and execution of economic measures with respect to other nations; 

(3) Support the Secretary of Energy in international liaison activities pertaining to nuclear materials 

facilities; 

(4) Support the Director of the Federal Emergency Management Agency in the coordination and integration 

of United States policy regarding the formulation and implementation of civil emergency resources and 

preparedness planning; 



 

           

        

   

            

    

         

        

          

         

           

          

  

       

        

        

       

             

      

          

          

        

      

           

           

        

           

             

         

            

            

    

         

             

    

       

            

          

  

         

           

  

   

            

    

          

      

        

        

         

(5) Assist the Attorney General of the United States in the formulation of national security emergency plans 

for the control of persons entering or leaving the United States. 

Part 14--Department of Transportation 

Sec. 1401. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of Transportation shall: 

(1) Develop plans to promulgate and manage overall national policies, programs, procedures, and systems 

to meet essential civil and military transportation needs in national security emergencies; 

(2) Be prepared to provide direction to all modes of civil transportation in national security emergencies, 

including air, surface, water, pipelines, and public storage and warehousing, to the extent such 

responsibility is vested in the Secretary of Transportation. This direction may include: 

(a) Implementation of priorities for all transportation resource requirements for service, 

equipment, facilities, and systems; 

(b) Allocation of transportation resource capacity; and 

(c) Emergency management and control of civil transportation resources and systems, including 

privately owned automobiles, urban mass transit, intermodal transportation systems, the National 

Railroad Passenger Corporation and the St. Lawrence Seaway Development Corporation; 

(3) Develop plans to provide for the smooth transition of the Coast Guard as a service to the Department of 

the Navy during national security emergencies. These plans shall be compatible with the Department of 

Defense planning systems, especially in the areas of port security and military readiness; 

(4) In coordination with the Secretary of State and the Director of the Federal Emergency Management 

Agency, represent the United States in transportation-related international (including NATO and allied) 

civil emergency preparedness planning and related activities; 

(5) Coordinate with State and local highway agencies in the management of all Federal, State, city, local, 

and other highways, roads, streets, bridges, tunnels, and publicly owned highway maintenance equipment 

to assure efficient and safe use of road space during national security emergencies; 

(6) Develop plans and procedures in consultation with appropriate agency officials for maritime and port 

safety, law enforcement, and security over, upon, and under the high seas and waters subject to the 

jurisdiction of the United States to assure operational readiness for national security emergency functions; 

(7) Develop plans for the emergency operation of U.S. ports and facilities, use of shipping resources (U.S. 

and others), provision of government war risks insurance, and emergency construction of merchant ships 

for military and civil use; 

(8) Develop plans for emergency management and control of the National Airspace System, including 

provision of war risk insurance and for transfer of the Federal Aviation Administration, in the event of war, 

to the Department of Defense; 

(9) Coordinate the Interstate Commerce Commission's development of plans and preparedness programs 

for the reduction of vulnerability, maintenance, restoration, and operation of privately owned railroads, 

motor carriers, inland waterway transportation systems, and public storage facilities and services in national 

security emergencies. 

Sec. 1402. Support Responsibility. The Secretary of Transportation shall coordinate with the Secretary of 

Energy in the planning and management of transportation resources involved in the bulk movement of 

energy materials. 

Part 15--Department of the Treasury 

Sec. 1501. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Secretary of the Treasury shall: 

(1) Develop plans to maintain stable economic conditions and a market economy during national security 

emergencies; emphasize measures to minimize inflation and disruptions; and, minimize reliance on direct 

controls of the monetary, credit, and financial systems. These plans will include provisions for: 

(a) Increasing capabilities to minimize economic dislocations by carrying out appropriate fiscal, 

monetary, and regulatory policies and reducing susceptibility to manipulated economic pressures; 



 

       

 

        

           

         

       

          

            

          

  

           

        

         

           

            

    

         

 

            

       

             

       

        

        

               

            

       

 

            

       

           

  

           

              

    

            

     

            

          

        

         

           

            

              

       

      

          

      

             

 

           

            

  

(b) Providing the Federal Government with efficient and equitable financing sources and payment 

mechanisms; 

(c) Providing fiscal authorities with adequate legal authority to meet resource requirements; 

(d) Developing, in consultation with the Board of Governors of the Federal Reserve System, and 

in cooperation with the Board of Directors of the Federal Deposit Insurance Corporation, the 

Federal Home Loan Bank Board, the National Credit Union Administration Board, the Farm 

Credit Administration Board and other financial institutions, plans for the continued or resumed 

operation and liquidity of banks, savings and loans, credit unions, and farm credit institutions, 

measures for the reestablishment of evidence of assets or liabilities, and provisions for currency 

withdrawals and deposit insurance; 

(2) Provide for the protection of United States financial resources including currency and coin production
 
and redemption facilities, Federal check disbursement facilities, and precious monetary metals;
 
(3) Provide for the preservation of, and facilitate emergency operations of, public and private financial 

institution systems, and provide for their restoration during or after national security emergencies; 

(4) Provide, in coordination with the Secretary of State, for participation in bilateral and multilateral 

financial arrangements with foreign governments; 

(5) Maintain the Federal Government accounting and financial reporting system in national security
 
emergencies; 

(6) Develop plans to protect the President, the Vice President, other officers in the order of presidential 

succession, and other persons designated by the President; 

(7) Develop plans for restoration of the economy following an attack; for the development of emergency
 
monetary, credit, and Federal benefit payment programs of those Federal departments and agencies that 

have responsibilities dependent on the policies or capabilities of the Department of the Treasury; and for
 
the implementation of national policy on sharing war losses;
 
(8) Develop plans for initiating tax changes, waiving regulations, and, in conjunction with the Secretary of
 
Commerce or other guaranteeing agency, granting or guaranteeing loans for the expansion of industrial 

capacity, the development of technological processes, or the production or acquisition of essential 

materials; 

(9) Develop plans, in coordination with the heads of other appropriate Federal departments and agencies, to
 
acquire emergency imports, make foreign barter arrangements, or otherwise provide for essential material 

from foreign sources using, as appropriate, the resources of the Export-Import Bank or resources available 

to the Bank; 

(10) Develop plans for encouraging capital inflow and discouraging the flight of capital from the United
 
States and, in coordination with the Secretary of State, for the seizure and administration of assets of enemy
 
aliens during national security emergencies; 

(11) Develop plans, in consultation with the heads of appropriate Federal departments and agencies, to
 
regulate financial and commercial transactions with other countries; 

(12) Develop plans, in coordination with the Secretary of Commerce and the Attorney General of the 

United States, to control the movement of property entering or leaving the United States; 

(13) Cooperate and consult with the Chairman of the Securities and Exchange Commission, the Chairman
 
of the Federal Reserve Board, the Chairman of the Commodities Futures Trading Commission in the 

development of emergency financial control plans and regulations for trading of stocks and commodities,
 
and in the development of plans for the maintenance and restoration of stable and orderly markets; 

(14) Develop plans, in coordination with the Secretary of State, for the formulation and execution of
 
economic measures with respect to other nations in national security emergencies. 

Sec. 1502. Support Responsibilities. The Secretary of the Treasury shall: 

(1) Cooperate with the Attorney General of the United States on law enforcement activities, including the 

control of people entering and leaving the United States; 

(2) Support the Secretary of Labor in developing plans and procedures for wage, salary, and benefit costs
 
stabilization; 

(3) Support the Secretary of State in plans for the protection of international organizations and foreign
 
diplomatic, consular, and other official personnel and property or other assets in the United States.
 

Part 16--Environmental Protection Agency 



 

            

     

           

        

   

         

          

     

             

           

      

       

         

           

 

         

           

   

            

     

         

        

          

      

          

    

           

          

          

     

         

   

          

       

         

       

           

            

          

  

           

    

             

        

       

          

            

     

           

          

          

 

          

   

Sec. 1601. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Administrator of the Environmental Protection Agency shall: 

(1) Develop Federal plans and foster development of State and local plans designed to prevent or minimize 

the ecological impact of hazardous agents (biological, chemical, or radiological) introduced into the 

environment in national security emergencies; 

(2) Develop, for national security emergencies, guidance on acceptable emergency levels of nuclear
 
radiation, assist in determining acceptable emergency levels of biological agents, and help to provide 

detection and identification of chemical agents; 

(3) Develop, in coordination with the Secretary of Defense, plans to assure the provision of potable water
 
supplies to meet community needs under national security emergency conditions, including claimancy for
 
materials and equipment for public water systems.
 
Sec. 1602. Support Responsibilities. The Administrator of the Environmental Protection Agency shall: 

(1) Assist the heads of other Federal agencies that are responsible for developing plans for the detection,
 
reporting, assessment, protection against, and reduction of effects of hazardous agents introduced into the 

environment; 

(2) Advise the heads of Federal departments and agencies regarding procedures for assuring compliance
 
with environmental restrictions and for expeditious review of requests for essential waivers.
 

Part 17--Federal Emergency Management Agency 

Sec. 1701. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Director of the Federal Emergency Management Agency shall: 

(1) Coordinate and support the initiation, development, and implementation of national security emergency 

preparedness programs and plans among Federal departments and agencies; 

(2) Coordinate the development and implementation of plans for the operation and continuity of essential 

domestic emergency functions of the Federal Government during national security emergencies; 

(3) Coordinate the development of plans, in cooperation with the Secretary of Defense, for mutual civil-

military support during national security emergencies; 

(4) Guide and assist State and local governments and private sector organizations in achieving preparedness 

for national security emergencies, including development of plans and procedures for assuring continuity of 

government, and support planning for prompt and coordinated Federal assistance to States and localities in 

responding to national security emergencies; 

(5) Provide the President a periodic assessment of Federal, State, and local capabilities to respond to 

national security emergencies; 

(6) Coordinate the implementation of policies and programs for efficient mobilization of Federal, State, 

local, and private sector resources in response to national security emergencies; 

(7) Develop and coordinate with all appropriate agencies civil defense programs to enhance Federal, State, 

local, and private sector capabilities for national security emergency crisis management, population 

protection, and recovery in the event of an attack on the United States; 

(8) Develop and support public information, education and training programs to assist Federal, State, and 

local government and private sector entities in planning for and implementing national security emergency 

preparedness programs; 

(9) Coordinate among the heads of Federal, State, and local agencies the planning, conduct, and evaluation 

of national security emergency exercises; 

(10) With the assistance of the heads of other appropriate Federal departments and agencies, develop and 

maintain capabilities to assess actual attack damage and residual recovery capabilities as well as 

capabilities to estimate the effects of potential attacks on the Nation; 

(11) Provide guidance to the heads of Federal departments and agencies on the appropriate use of defense 

production authorities, including resource claimancy, in order to improve the capability of industry and 

infrastructure systems to meet national security emergency needs; 

(12) Assist the Secretary of State in coordinating the formulation and implementation of United States 

policy for NATO and other allied civil emergency planning, including the provision of: 

(a) advice and assistance to the departments and agencies in alliance civil emergency planning 

matters; 

(b) support to the United States Mission to NATO in the conduct of day-to-day civil emergency 

planning activities; and 



 

       

      

       

            

        

           

     

            

            

           

     

        

            

  

  

            

   

          

          

         

        

          

         

          

         

        

   

            

      

             

         

           

           

  

        

         

     

     

             

        

         

       

   

            

    

         

       

         

(c) support facilities for NATO Civil Wartime Agencies in cooperation with the Departments of 

Agriculture, Commerce, Energy, State, and Transportation. 

Sec. 1702. Support Responsibilities. The Director of the Federal Emergency Management Agency shall: 

(1) Support the heads of other Federal departments and agencies in preparing plans and programs to 

discharge their national security emergency preparedness responsibilities, including, but not limited to, 

such programs as mobilization preparedness, continuity of government planning, and continuance of 

industry and infrastructure functions essential to national security; 

(2) Support the Secretary of Energy, the Secretary of Defense, and the Members of the Nuclear Regulatory 

Commission in developing plans and capabilities for identifying, analyzing, mitigating, and responding to 

emergencies related to nuclear weapons, materials, and devices, including mobile and fixed nuclear 

facilities, by providing, inter alia, off-site coordination; 

(3) Support the Administrator of General Services in efforts to promote a government-wide program with 

respect to Federal buildings and installations to minimize the effects of attack and establish shelter 

management organizations. 

Part 18--General Services Administration 

Sec. 1801. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Administrator of General Services shall: 

(1) Develop national security emergency plans and procedures for the operation, maintenance, and 

protection of federally owned and occupied buildings managed by the General Services Administration, 

and for the construction, alteration, and repair of such buildings; 

(2) Develop national security emergency operating procedures for the control, acquisition, leasing, 

assignment, and priority of occupancy of real property by the Federal Government, and by State and local 

governments acting as agents of the Federal Government, except for the military facilities and facilities 

with special nuclear materials within the jurisdiction of the Departments of Defense and Energy; 

(3) Develop national security emergency operational plans and procedures for the use of public utility 

services (other than telecommunications services) by Federal departments and agencies, except for 

Department of Energy-operated facilities; 

(4) Develop plans and operating procedures of government-wide supply programs to meet the requirements 

of Federal departments and agencies during national security emergencies; 

(5) Develop plans and operating procedures for the use, in national security emergencies, of excess and 

surplus real and personal property by Federal, State, and local governmental entities; 

(6) Develop plans, in coordination with the Director of the Federal Emergency Management Agency, with 

respect to Federal buildings and installations, to minimize the effects of attack and establish shelter 

management organizations. 

Sec. 1802. Support Responsibility. The Administrator of General Services shall develop plans to assist 

Federal departments and agencies in operation and maintenance of essential automated information 

processing facilities during national security emergencies. 

Part 19--National Aeronautics and Space Administration 

Sec. 1901. Lead Responsibility. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Administrator of the National Aeronautics and Space Administration shall coordinate with the Secretary of 

Defense to prepare for the use, maintenance, and development of technologically advanced aerospace and 

aeronautical-related systems, equipment, and methodologies applicable to national security emergencies. 

Part 20--National Archives and Records Administration 

Sec. 2001. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Archivist of the United States shall: 

(1) Develop procedures for publication during national security emergencies of the Federal Register for as 

broad public dissemination as is practicable of presidential proclamations and Executive orders, Federal 

administrative regulations, Federal emergency notices and actions, and Acts of Congress; 



 

           

        

   

            

      

        

         

             

              

            

        

         

           

          

        

          

        

          

         

   

            

    

         

           

 

         

        

    

       

          

          

 

             

          

 

  

            

   

            

     

        

    

             

            

           

  

          

(2) Develop emergency procedures for providing instructions and advice on the handling and preservation 

of records critical to the operation of the Federal Government in national security emergencies. 

Part 21--Nuclear Regulatory Commission 

Sec. 2101. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Members of the Nuclear Regulatory Commission shall: 

(1) Promote the development and maintenance of national security emergency preparedness programs
 
through security and safeguards programs by licensed facilities and activities; 

(2) Develop plans to suspend any licenses granted by the Commission; to order the operations of any
 
facility licensed under Section 103 or 104; Atomic Energy Act of 1954, as amended (42 U.S.C. 2133 or
 
2134); to order the entry into any plant or facility in order to recapture special nuclear material as 

determined under Subsection (3) below; and operate such facilities;
 
(3) Recapture or authorize recapture of special nuclear materials from licensees where necessary to assure 

the use, preservation, or safeguarding of such materials for the common defense and security, as 

determined by the Commission or as requested by the Secretary of Energy.
 
Sec. 2102. Support Responsibilities. The Members of the Nuclear Regulatory Commission shall: 

(1) Assist the Secretary of Energy in assessing damage to Commission-licensed facilities, identifying
 
usable facilities, and estimating the time and actions necessary to restart inoperative facilities; 

(2) Provide advice and technical assistance to Federal, State, and local officials and private sector
 
organizations regarding radiation hazards and protective actions in national security emergencies. 


Part 22--Office of Personnel Management 

Sec. 2201. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Director of the Office of Personnel Management shall: 

(1) Prepare plans to administer the Federal civilian personnel system in national security emergencies, 

including plans and procedures for the rapid mobilization and reduction of an emergency Federal 

workforce; 

(2) Develop national security emergency work force policies for Federal civilian personnel; 

(3) Develop plans to accommodate the surge of Federal personnel security background and pre

employment investigations during national security emergencies. 

Sec. 2202. Support Responsibilities. The Director of the Office of Personnel Management shall: 

(1) Assist the heads of other Federal departments and agencies with personnel management and staffing in
 
national security emergencies, including facilitating transfers between agencies of employees with critical 

skills; 

(2) In consultation with the Secretary of Defense and the Director of Selective Service, develop plans and
 
procedures for a system to control any conscription of Federal civilian employees during national security
 
emergencies. 


Part 23--Selective Service System 

Sec. 2301. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Director of Selective Service shall: 

(1) Develop plans to provide by induction, as authorized by law, personnel that would be required by the 

armed forces during national security emergencies; 

(2) Develop plans for implementing an alternative service program. 

Part 24--Tennessee Valley Authority 

Sec. 2401. Lead Responsibility. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Board of Directors of the Tennessee Valley Authority shall develop plans and maintain river control 

operations for the prevention or control of floods affecting the Tennessee River System during national 

security emergencies. 

Sec. 2402. Support Responsibilities. The Board of Directors of the Tennessee Valley Authority shall: 



 

            

       

         

             

       

  

            

       

             

      

            

          

              

        

         

           

     

  

             

      

  

    

             

     

               

  

              

        

  

            

     

            

         

     

            

    

       

          

          

     

            

      

            

       

     

             

          

(1) Assist the Secretary of Energy in the development of plans for the integration of the Tennessee Valley 

Authority power system into nationwide national security emergency programs; 

(2) Assist the Secretaries of Defense, Interior, and Transportation and the Chairman of the Interstate 

Commerce Commission in the development of plans for operation and maintenance of inland waterway 

transportation in the Tennessee River System during national security emergencies. 

Part 25--United States Information Agency 

Sec. 2501. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Director of the United States Information Agency shall: 

(1) Plan for the implementation of information programs to promote an understanding abroad of the status 

of national security emergencies within the United States; 

(2) In coordination with the Secretary of State's exercise of telecommunications functions affecting United 

States diplomatic missions and consular offices overseas, maintain the capability to provide television and 

simultaneous direct radio broadcasting in major languages to all areas of the world, and the capability to 

provide wireless file to all United States embassies during national security emergencies. 

Sec. 2502. Support Responsibility. The Director of the United States Information Agency shall assist the 

heads of other Federal departments and agencies in planning for the use of media resources and foreign 

public information programs during national security emergencies. 

Part 26--United States Postal Service 

Sec. 2601. Lead Responsibility. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Postmaster General shall prepare plans and programs to provide essential postal services during national 

security emergencies. 

Sec. 2602. Support Responsibilities. The Postmaster General shall: 

(1) Develop plans to assist the Attorney General of the United States in the registration of nationals of 

enemy countries residing in the United States; 

(2) Develop plans to assist the Secretary of Health and Human Services in registering displaced persons 

and families; 

(3) Develop plans to assist the heads of other Federal departments and agencies in locating and leasing 

privately owned property for Federal use during national security emergencies. 

Part 27--Veterans' Administration
1 

Sec. 2701. Lead Responsibilities. In addition to the applicable responsibilities covered in Parts 1 and 2, the 

Administrator of Veterans' Affairs
2 

shall: 

(1) Develop plans for provision of emergency health care services to veteran beneficiaries in Veterans'
 
Administration medical facilities, to active duty military personnel and, as resources permit, to civilians in
 
communities affected by national security emergencies; 

(2) Develop plans for mortuary services for eligible veterans, and advise on methods for interment of the 

dead during national security emergencies. 

Sec. 2702. Support Responsibilities. The Administrator of Veterans' Affairs shall: 

(1) Assist the Secretary of Health and Human Services in promoting the development of State and local 

plans for the provision of medical services in national security emergencies, and develop appropriate plans
 
to support such State and local plans; 

(2) Assist the Secretary of Health and Human Services in developing national plans to mobilize the health
 
care industry and medical resources during national security emergencies; 

(3) Assist the Secretary of Health and Human Services in developing national plans to set priorities and
 
allocate medical resources among civilian and military claimants.
 

Part 28--Office of Management and Budget 

Sec. 2801. In addition to the applicable responsibilities covered in Parts 1 and 2, the Director of the Office 

of Management and Budget shall prepare plans and programs to maintain its functions during national 



 

         

 

            

 

            

   

           

      

          

       

           

  

            

 

 

 

       

      

 

             

          

             

                 

               

          

     

 

  

            

       

           

        

          

              

         

 

    

             

            

          

              

       

 

        

        

          

         

 

            

             

             

           

security emergencies. In connection with these functions, the Director of the Office of Management and 

Budget shall: 

(1) Develop plans to ensure the preparation, clearance, and coordination of proposed Executive orders and 

proclamations; 

(2) Prepare plans to ensure the preparation, supervision, and control of the budget and the formulation of 

the fiscal program of the Government; 

(3) Develop plans to coordinate and communicate Executive branch views to the Congress regarding 

legislation and testimony by Executive branch officials; 

(4) Develop plans for keeping the President informed of the activities of government agencies, continuing 

the Office of Management and Budget's management functions, and maintaining presidential supervision 

and direction with respect to legislation and regulations in national security emergencies. 

Part 29--General 

Sec. 2901. Executive Order Nos. 10421 and 11490, as amended, are hereby revoked. This Order shall be 

effective immediately. 

Executive Order 12657, November 18, 1988, Federal Emergency Management Agency Assistance In 

Emergency Preparedness Planning At Commercial Nuclear Power Plants 

By the authority vested in me as President by the Constitution and laws of the United States of America, 

including the Federal Civil Defense Act of 1950, as amended (50 U.S.C. App. 2251 et seq.), the Disas-ter 

Relief Act of 1974, as amended (42 U.S.C. 5121 et seq.), the Atomic Energy Act of 1954, as amended (42 

U.S.C. 2011 et seq.), Reorganiza-tion Plan No. 1 of 1958, Reorganization Plan No. 1 of 1973, and Sec-tion 

301 of Title 3 of the United States Code, and in order to ensure that plans and procedures are in place to 

respond to radiological emer-gencies at commercial nuclear power plants in operation or under con

struction, it is hereby ordered as follows: 

SEC 1. Scope. 

(a) This Order applies whenever State or local governments, either individually or together, decline or fail 

to prepare commercial nuclear power plant radiological emergency preparedness plans that are sufficient to 

satisfy Nuclear Regulatory Commission ("NRC") licensing requirements or to participate adequately in the 

preparation, demonstration, testing, exercise, or use of such plans. 

(b) In order to request the assistance of the Federal Emergency Man-agement Agency ("FEMA") provided 

for in this Order, an affected nu-clear power plant applicant or licensee ("licensee") shall certify in writ-ing 

to FEMA that the situation described in Subsection (a) exists. 

SEC. 2. Generally Applicable Principles and Directives. 

(a) Subject to the principles articulated in this Section, the Director of FEMA is hereby authorized and 

directed to take the actions specified in Sections 3 through 6 of this Order. 

(b)In carrying out any of its responsibilities under this Order, FEMA: 

(1)shall work actively with the licensee, and, before relying upon its resources or those of any other 

Department or agency within the Exec-utive branch, shall make maximum feasible use of the licensee's re

sources; 

(2)shall take care not to supplant State and local resources. FEMA shall substitute its own resources for 

those of the State and local gov-ernments only to the extent necessary to compensate for the nonpartici

pation or inadequate participation of those governments, and only as a last resort after appropriate 

consultation with the Governors and re-sponsible local officials in the affected area regarding State and 

local participation; 

(3)is authorized, to the extent permitted by law, to enter into inter-agency Memoranda of Understanding 

providing for utilization of the resources of other Executive branch Departments and agencies and for 

delegation to other Executive branch Departments and agencies of any of the functions and duties assigned 

to FEMA under this Order; how-ever, any such Memorandum of Understanding shall be subject to ap



 

           

  

              

          

             

     

          

            

 

         

          

    

           

 

           

       

 

       

         

             

            

            

       

           

             

        

           

       

            

           

    

          

            

         

             

        

          

           

    

 

    

            

      

           

           

            

           

   

 

   

           

            

          

       

            

proval by the Director of the Office of Management and Budget ("OMB") and published in final form in 

the FEDERAL REGISTER; and 

(4)shall assume for purposes of Sections 3 and 4 of this Order that, in the event of an actual radiological 

emergency or disaster, State and local authorities would contribute their full resources and exercise their 

authorities in accordance with their duties to protect the public from harm and would act generally in 

conformity with the licensee's radio-logical emergency preparedness plan. 

(c)The Director of OMB shall resolve any issue concerning the obli-gation of Federal funds arising from 

the implementation of this Order. In resolving issues under this Subsection, the Director of OMB shall 

ensure: 

(1)that FEMA has utilized to the maximum extent possible the re-sources of the licensee and State and 

local governments before it relies upon its appropriated and lawfully available resources or those of any 

Department or agency in the Executive branch; 

(2)that FEMA shall use its existing resources to coordinate and manage, rather than duplicate, other 

available resources; 

(3)that implementation of this Order is accomplished with an econo-my of resources; and 

(4)that full reimbursement to the Federal Government is provided, to the extent permitted by law. 

SEC. 3. FEMA Participation in Emergency Preparedness Planning 

(a)FEMA assistance in emergency preparedness planning shall include advice, technical assistance, and 

arrangements for facilities and re-sources as needed to satisfy the emergency planning requirements under 

the Atomic Energy Act of 1954, as amended, and any other Federal legislation or regulations pertaining to 

issuance or retention of a con-struction permit or an operating license for a nuclear power plant. 

(b) FEMA shall make all necessary plans and arrangements to ensure that the Federal Government is 

prepared to assume any and all func-tions and undertakings necessary to provide adequate protection to the 

public in cases within the scope of this Order. In making such plans and arrangements, 

(1) FEMA shall focus planning of Federal response activities to ensure that: 

(A) adequate resources and arrangements will exist, as of the time when an initial response is needed, given 

the absence or inadequacy of advance State and local commitments; and 

(B) attention has been given to coordinating (including turning over) response functions when State and 

local governments do exercise their authority, with specific attention to the areas where prior State and 

local participation has been insufficient or absent; 

(2) FEMA's planning for Federal participation in responding to a ra-diological emergency within the scope 

of this Order shall include, but not be limited to, arrangements for using existing Federal resources to 

provide prompt notification of the emergency to the general public; to assist in any necessary evacuation; to 

provide reception centers or shel-ters and related facilities and services for evacuees, to provide emergen-cy 

medical services at Federal hospitals, including those operated by the military services and by the Veterans' 

Administration; and to ensure the creation and maintenance of channels of communication from com

mercial nuclear power plant licensees or applicants to State and local governments and to surrounding 

members of the public. 

SEC. 4. Evaluation of Plans. 

(1) FEMA shall consider and evaluate all plans developed under the authority of this Order as though 

drafted and submitted by a State or local government. 

(2) FEMA shall take all actions necessary to carry out the evaluation referred to in the preceding 

Subsection and to permit the NRC to con-duct its evaluation of radiological emergency preparedness plans 

includ-ing, but not limited to, planning, participating in, and evaluating exer-cises, drills, and tests, on a 

timely basis, as necessary to satisfy NRC requirements for demonstrations of off-site radiological 

emergency pre-paredness. 

SEC. 5. Response to a Radiological Emergency. 

(1) In the event of an actual radiological emergency or disaster, FEMA shall take all steps necessary to 

ensure the implementation of the plans developed under this Order and shall coordinate the actions of other 

Federal agencies to achieve the maximum effectiveness of Federal efforts in responding to the emergency. 

(2) FEMA shall coordinate Federal response activities to ensure that adequate resources are directed, when 

an initial response is needed, to activities hindered by the absence or inadequacy of advance State and local 



 

         

       

         

           

  

          

               

          

       

  

 

    

          

         

         

     

           

              

          

              

         

         

             

              

           

 

 

   

             

                  

        

 

  

          

         

          

 

  

     

 

 
 

 

 

  

 

           

           

        

     

          

       

                  

   

              

   

commitments. FEMA shall also coordinate with State and local governmental authorities and turn over 

response functions as appropri-ate when State and local governments do exercise their authority. 

(3) FEMA shall assume any necessary command-and-control func-tion, or delegate such function to 

another Federal agency, in the event that no competent State and local authority is available to perform 

such function. 

(4)In any instance in which Federal personnel may be called upon to fill a command-and-control function 

during a radiological emergency, in addition to any other powers it may have, FEMA or its designee is 

authorized to accept volunteer assistance from utility employees and other nongovernmental personnel for 

any purpose necessary to imple-ment the emergency response plan and facilitate off-site emergency re

sponse. 

SEC. 6. Implementation of Order. 

(a) FEMA shall issue interim and final directives and procedures implementing this Order as expeditious-ly 

as is feasible and in any event shall issue interim directives and pro-cedures not more than 90 days 

following the effective date of this Order and shall issue final directives and procedures not more than 180 

days following the effective date of this Order. 

(b) Immediately upon the effective date of this Order, FEMA shall review, and initiate necessary revisions 

of, all FEMA regulations, direc-tives, and guidance to conform them to the terms and policies of this Order. 

(c) Immediately upon the effective date of this Order, FEMA shall review, and initiate necessary 

renegotiations of, all interagency agree-ments to which FEMA is a party, so as to conform them to the 

terms and policies of this Order. This directive shall include, but not be limit-ed to, the Federal 

Radiological Emergency Response Plan (50 Fed. Reg. 46542 (November 8, 1985)). 

(d) To the extent permitted by law, FEMA is directed to obtain full reimbursement, either jointly or 

severally, for services performed by FEMA or other Federal agencies pursuant to this Order from any 

affected licensee and from any affected nonparticipating or inadequately participating State or local 

government. 

SEC. 7. Amendments.
 
This Executive Order amends Executive Order Nos. 11490 (34 Fed. Reg. 17567 (October 28, 1969)),
 
12148 (44 Fed. Reg. 43239 (July 20, 1979)), and 12241 (45 Fed. Reg. 64879 (September 29, 1980)), and
 
the same are hereby superseded to the extent that they are inconsistent with this Order.
 

SEC. 8. Judicial Review.
 
This Order is intended only to improve the internal management of the Executive branch, and is not 

intended to create any right or benefit, substantive or procedural, enforceable at law by a party against the 

United States, its agencies, its officers, or any person.
 

SEC. 9. Effective Date.
 
This Order shall be effective November 18, 1988.
 

AMENDMENT(S) 

Executive Order 13286 

Sec. 41. Executive Order 12657 of November 18, 1988 (‗‗Federal Emergency Management Agency 

Assistance in Emergency Preparedness Planning at Commercial Nuclear Power Plants‘‘), is amended by: 

(a) striking ‗‗Federal Emergency Management Agency‘‘ in the title and inserting ‗‗Department of 

Homeland Security‘‘ in lieu thereof; 

(b) striking ‗‗Federal Emergency Management Agency (‗‗FEMA‘‘)‘‘ in section 1(b) and inserting 

‗‗Department of Homeland Security (‗‗DHS‘‘)‘‘ in lieu thereof; 

(c) striking ‗‗FEMA‘‘ wherever it appears in sections 1(b), 2(b), 2(c), 3, 4, 5, and 6, and inserting ‗‗DHS‘‘ 

in lieu thereof; and 

(d) striking ‗‗the Director of FEMA‘‘ in section 2(a) and inserting ‗‗the Secretary of Homeland Security‘‘ 

in lieu thereof. 



 

 

  

 
        

         

 

             

           

                

        

 

             

            

        

      

           

          

    

          

       

        

          

      

          

        

        

       

           

         

         

         

           

    

         

          

            

    

             

                 

             

      

           

              

            

              

         

    

    

    

    

     

       

          

APPENDIX 2-6: Executive Order 12777 

Executive Order 12777, October 18, 1991, Implementation of Section 311 of the Federal Water 

Pollution Control Act of October 18, 1972, as Amended, and the Oil Pollution Act of 1990 

By authority vested in me as President by the Constitution and the laws of the United States of America, 

including Section 311 of the Federal Water Pollution Control Act, (``FWPCA'') (33 U.S.C. 1321), as 

amended by the Oil Pollution Act of 1990 (Public Law 101 - 380) (``OPA''), and by Section 301 of Title 3 

of the United States Code, it is hereby ordered as follows: 

Sec. 1. National Contingency Plan, Area Committees, and Area Contingency Plans. (a) Section 1 of 

Executive Order No. 12580 of January 23, 1987, is amended to read as follows: 

``Section 1. National Contingency Plan. (a)(1) The National Contingency Plan (``the NCP''), shall provide 

for a National Response Team (``the NRT'') composed of representatives of appropriate Federal 

departments and agencies for national planning and coordination of preparedness and response actions, and 

Regional Response Teams as the regional counterparts to the NRT for planning and coordination of 

regional preparedness and response actions. 

``(2) The following agencies (in addition to other appropriate agencies) shall provide representatives to the 

National and Regional Response Teams to carry out their responsibilities under the NCP: Department of 

State, Department of Defense, Department of Justice, Department of the Interior, Department of 

Agriculture, Department of Commerce, Department of Labor, Department of Health and Human Services, 

Department of Transportation, Department of Energy, Environmental Protection Agency, Federal 

Emergency Management Agency, United States Coast Guard, and the Nuclear Regulatory Commission. 

``(3) Except for periods of activation because of response action, the representative of the Environmental 

Protection Agency (``EPA'') shall be the chairman, and the representative of the United States Coast Guard 

shall be the vice chairman, of the NRT and these agencies' representatives shall be co-chairs of the 

Regional Response Teams (``the RRTs''). When the NRT or an RRT is activated for a response action, the 

EPA representative shall be the chairman when the release or threatened release or discharge or threatened 

discharge occurs in the inland zone, and the United States Coast Guard representative shall be the chairman 

when the release or threatened release or discharge or threatened discharge occurs in the coastal zone, 

unless otherwise agreed upon by the EPA and the United States Coast Guard representatives (inland and 

coastal zones are defined in the NCP). 

``(4) The RRTs may include representatives from State governments, local governments (as agreed upon by 

the States), and Indian tribal governments. Subject to the functions and authorities delegated to Executive 

departments and agencies in other sections of this order, the NRT shall provide policy and program 

direction to the RRTs. 

``(b) (1) The responsibility for the revision of the NCP and all the other functions vested in the President by 

Sections 105 (a), (b), (c), and (g), 125, and 301(f) of the Act, by Section 311(d)(1) of the Federal Water 

Pollution Control Act, and by Section 4201(c) of the Oil Pollution Act of 1990 is delegated to the 

Administrator of the Environmental Protection Agency (``the Administrator''). 

``(2) The function vested in the President by Section 118(p) of the Superfund Amendments and 

Reauthorization Act of 1986 (Pub. L. 99 - 499) (``SARA'') is delegated to the Administrator. 

``(c) In accord with Section 107(f)(2)(A) of the Act, Section 311(f)(5) of the Federal Water Pollution 

Control Act, as amended (33 U.S.C. 1321(f)(5)), and Section 1006(b) (1) and (2) of the Oil Pollution Act of 

1990, the following shall be among those designated in the NCP as Federal trustees for natural resources: 

(1) Secretary of Defense; 

(2) Secretary of the Interior; 

(3) Secretary of Agriculture; 

(4) Secretary of Commerce; 

(5) Secretary of Energy. 

In the event of a spill, the above named Federal trustees for natural resources shall designate one trustee to 

act as Lead Administrative Trustee, the duties of which shall be defined in the regulations promulgated 



 

          

          

        

      

              

  

            

       

             

          

            

         

          

      

 

           

         

           

       

           

        

          

         

         

    

           

            

         

            

  

           

           

         

           

             

             

         

             

           

         

         

       

  

                

           

          

         

        

         

    

               

          

          

        

        

pursuant to Section 1006(e)(1) of OPA. If there are natural resource trustees other than those designated 

above which are acting in the event of a spill, those other trustees may join with the Federal trustees to 

name a Lead Administrative Trustee which shall exercise the duties defined in the regulations promulgated 

pursuant to Section 1006(e)(1) of OPA. 

``(d) Revisions to the NCP shall be made in consultation with members of the NRT prior to publication for 

notice and comment. 

``(e) All revisions to the NCP, whether in proposed or final form, shall be subject to review and approval 

by the Director of the Office of Management and Budget (``OMB'').'' 

``(b) The functions vested in the President by Section 311(j)(4) of FWPCA, and Section 4202(b)(1) of 

OPA, respecting the designation of Areas, the appointment of Area Committee members, the requiring of 

information to be included in Area Contingency Plans, and the review and approval of Area Contingency 

Plans are delegated to the Administrator of the Environmental Protection Agency (``Administrator'') for the 

inland zone and the Secretary of the Department in which the Coast Guard is operating for the coastal zone 

(inland and coastal zones are defined in the NCP). 

Sec. 2. National Response System. (a) The functions vested in the President by Section 311(j)(1)(A) of 

FWPCA, respecting the establishment of methods and procedures for the removal of discharged oil and 

hazardous substances, and by Section 311(j)(1)(B) of FWPCA respecting the establishment of criteria for 

the development and implementation of local and regional oil and hazardous substance removal 

contingency plans, are delegated to the Administrator for the inland zone and the Secretary of the 

Department in which the Coast Guard is operating for the coastal zone. 

(b)(1) The functions vested in the President by Section 311(j)(1)(C) of FWPCA, respecting the 

establishment of procedures, methods, and equipment and other requirements for equipment to prevent and 

to contain discharges of oil and hazardous substances from non-transportation-related onshore facilities, are 

delegated to the Administrator. 

(2) The functions vested in the President by Section 311(j)(1)(C) of FWPCA, respecting the establishment 

of procedures, methods, and equipment and other requirements for equipment to prevent and to contain 

discharges of oil and hazardous substances from vessels and transportation-related onshore facilities and 

deepwater ports subject to the Deepwater Ports Act of 1974 (``DPA''), are delegated to the Secretary of 

Transportation. 

(3) The functions vested in the President by Section 311(j)(1)(C) of FWPCA, respecting the establishment 

of procedures, methods, and equipment and other requirements for equipment to prevent and to contain 

discharges of oil and hazardous substances from offshore facilities, including associated pipelines, other 

than deepwater ports subject to the DPA, are delegated to the Secretary of the Interior. 

(c) The functions vested in the President by Section 311(j)(1)(D) of FWPCA, respecting the inspection of 

vessels carrying cargoes of oil and hazardous substances and the inspection of such cargoes, are delegated 

to the Secretary of the Department in which the Coast Guard is operating. 

(d)(1) The functions vested in the President by Section 311(j)(5) of FWPCA and Section 4202(b)(4) of 

OPA, respecting the issuance of regulations requiring the owners or operators of non-transportation-related 

onshore facilities to prepare and submit response plans, the approval of means to ensure the availability of 

private personnel and equipment, the review and approval of such response plans, and the authorization of 

non-transportation-related onshore facilities to operate without approved response plans, are delegated to 

the Administrator. 

(2) The functions vested in the President by Section 311(j)(5) of FWPCA and Section 4202(b)(4) of OPA, 

respecting the issuance of regulations requiring the owners or operators of tank vessels, transportation-

related onshore facilities and deepwater ports subject to the DPA, to prepare and submit response plans, the 

approval of means to ensure the availability of private personnel and equipment, the review and approval of 

such response plans, and the authorization of tank vessels, transportation-related onshore facilities and 

deepwater ports subject to the DPA to operate without approved response plans, are delegated to the 

Secretary of Transportation. 

(3) The functions vested in the President by Section 311(j)(5) of FWPCA and Section 4202(b)(4) of OPA, 

respecting the issuance of regulations requiring the owners or operators of offshore facilities, including 

associated pipelines, other than deepwater ports subject to the DPA, to prepare and submit response plans, 

the approval of means to ensure the availability of private personnel and equipment, the review and 

approval of such response plans, and the authorization of offshore facilities, including associated pipelines, 



 

           

    

          

          

      

            

         

        

    

            

       

          

    

             

        

    

            

         

           

             

         

           

        

                

               

               

          

               

                

       

 

               

        

           

          

         

           

      

 

            

         

          

         

       

          

        

             

          

            

            

        

           

              

            

            

other than deepwater ports subject to the DPA, to operate without approved response plans, are delegated to 

the Secretary of the Interior. 

(e)(1) The functions vested in the President by Section 311(j)(6)(B) of FWPCA, respecting the 

requirements for periodic inspections of containment booms and equipment used to remove discharges at 

non-transportation-related onshore facilities, are delegated to the Administrator. 

(2) The functions vested in the President by Section 311(j)(6)(A) of FWPCA, respecting the requirements 

for periodic inspections of containment booms and equipment used to remove discharges on vessels, and at 

transportation-related onshore facilities and deepwater ports subject to the DPA, are delegated to the 

Secretary of Transportation. 

(3) The functions vested in the President by Section 311(j)(6)(A) of FWPCA, respecting the requirements 

for periodic inspections of containment booms and equipment used to remove discharges at offshore 

facilities, including associated pipelines, other than deepwater ports subject to the DPA, are delegated to 

the Secretary of the Interior. 

(f) The functions vested in the President by Section 311(j)(6)(A) of FWPCA, respecting requirements for 

vessels to carry appropriate removal equipment, are delegated to the Secretary of the Department in which 

the Coast Guard is operating. 

(g)(1) The functions vested in the President by Section 311(j)(7) of FWPCA, respecting periodic drills of 

removal capability under relevant response plans for onshore and offshore facilities located in the inland 

zone, and the publishing of annual reports on those drills, are delegated to the Administrator. 

(2) The functions vested in the President by Section 311(j)(7) of FWPCA, respecting periodic drills of 

removal capability under relevant response plans for tank vessels, and for onshore and offshore facilities 

located in the coastal zone, and the publishing of annual reports on those drills, are delegated to the 

Secretary of the Department in which the Coast Guard is operating. 

(h) No provision of Section 2 of this order, including, but not limited to, any delegation or assignment of 

any function hereunder, shall in any way affect, or be construed or interpreted to affect the authority of any 

Department or agency, or the head of any Department or agency under any provision of law other than 

Section 311(j) of FWPCA or Section 4202(b)(4) of OPA. 

(i) The functions vested in the President by Section 311(j) of FWPCA or Section 4202(b)(4) of OPA which 

have been delegated or assigned by Section 2 of this order may be redelegated to the head of any Executive 

department or agency with his or her consent. 

Sec. 3. Removal. The functions vested in the President by Section 311(c) of FWPCA and Section 1011 of 

OPA, respecting an effective and immediate removal or arrangement for removal of a discharge and 

mitigation or prevention of a substantial threat of a discharge of oil or a hazardous substance, the direction 

and monitoring of all Federal, State and private actions, the removal and destruction of a vessel, the 

issuance of directions, consulting with affected trustees, and removal completion determinations, are 

delegated to the Administrator for the inland zone and to the Secretary of the Department in which the 

Coast Guard is operating for the coastal zone. 

Sec. 4. Liability Limit Adjustment. (a) The functions vested in the President by Section 1004(d) of OPA, 

respecting the establishment of limits of liability, with respect to classes or categories of non

transportation-related onshore facilities, the reporting to Congress on the desirability of adjusting limits of 

liability with respect to non-transportation-related onshore facilities, and the adjustment of limits of liability 

to reflect significant increases in the Consumer Price Index with respect to non-transportation-related 

onshore facilities, are delegated to the Administrator, acting in consultation with the Secretary of 

Transportation, the Secretary of Energy, and the Attorney General. 

(b) The functions vested in the President by Section 1004(d) of OPA, respecting the establishment of limits 

of liability, with respect to classes or categories of transportation-related onshore facilities, the reporting to 

Congress on the desirability of adjusting limits of liability, with respect to vessels or transportation-related 

onshore facilities and deepwater ports subject to the DPA, and the adjustment of limits of liability to reflect 

significant increases in the Consumer Price Index with respect to vessels or transportation-related onshore 

facilities and deepwater ports subject to the DPA, are delegated to the Secretary of Transportation. 

(c) The functions vested in the President by Section 1004(d) of OPA, respecting the reporting to Congress 

on the desirability of adjusting limits of liability with respect to offshore facilities, including associated 

pipelines, other than deepwater ports subject to the DPA, and the adjustment of limits of liability to reflect 



 

        

             

 

            

           

        

           

   

              

        

           

      

            

       

             

         

   

             

        

            

           

              

        

             

        

 

            

          

     

             

        

          

          

 

            

              

          

      

             

            

          

            

         

         

           

     

             

            

             

         

                 

          

             

             

             

  

significant increases in the Consumer Price Index with respect to offshore facilities, including associated 

pipelines, other than deepwater ports subject to the DPA, are delegated to the Secretary of the Interior. 

Sec. 5. Financial Responsibility. (a)(1) The functions vested in the President by Section 1016(e) of OPA, 

respecting (in the case of offshore facilities other than deepwater ports) the issuance of regulations 

concerning financial responsibility, the determination of acceptable methods of financial responsibility, and 

the specification of necessary or unacceptable terms, conditions, or defenses, are delegated to the Secretary 

of the Interior. 

(2) The functions vested in the President by Section 1016(e) of OPA, respecting (in the case of deepwater 

ports) the issuance of regulations concerning financial responsibility, the determination of acceptable 

methods of financial responsibility, and the specification of necessary or unacceptable terms, conditions, or 

defenses, are delegated to the Secretary of Transportation. 

(b)(1) The functions vested in the President by Section 4303 of OPA, respecting (in cases involving 

vessels) the assessment of civil penalties, the compromising, modification or remission, with or without 

condition, and the referral for collection of such imposed penalties, and requests to the Attorney General to 

secure necessary judicial relief, are delegated to the Secretary of the Department in which the Coast Guard 

is operating. 

(2) The functions vested in the President by Section 4303 of OPA, respecting (in cases involving offshore 

facilities other than deepwater ports) the assessment of civil penalties, the compromising, modification or 

remission, with or without condition, and the referral for collection of such imposed penalties, and requests 

to the Attorney General to secure necessary judicial relief, are delegated to the Secretary of the Interior. 

(3) The functions vested in the President by Section 4303 of OPA, respecting (in cases involving deepwater 

ports) the assessment of civil penalties, the compromising, modification or remission, with or without 

condition, and the referral for collection of such imposed penalties, and requests to the Attorney General to 

secure necessary judicial relief, are delegated to the Secretary of Transportation. 

Sec. 6. Enforcement. (a) The functions vested in the President by Section 311(m)(1) of FWPCA, respecting 

the enforcement of Section 311 with respect to vessels, are delegated to the Secretary of the Department in 

which the Coast Guard is operating. 

(b) The functions vested in the President by Section 311(e) of FWPCA, respecting determinations of 

imminent and substantial threat, requesting the Attorney General to secure judicial relief, and other action 

including issuing administrative orders, are delegated to the Administrator for the inland zone and to the 

Secretary of the Department in which the Coast Guard is operating for the coastal zone. 

Sec. 7. Management of the Oil Spill Liability Trust Fund and Claims. (a)(1)(A) The functions vested in the 

President by Section 1012(a)(1), (3), and (4) of OPA respecting payment of removal costs and claims and 

determining consistency with the National Contingency Plan (NCP) are delegated to the Secretary of the 

Department in which the Coast Guard is operating. 

(B) The functions vested in the President by Section 6002(b) of the OPA respecting making amounts, not to 

exceed $50,000,000 and subject to normal budget controls, in any fiscal year, available from the Fund (i) to 

carry out Section 311(c) of FWPCA, and (ii) to initiate the assessment of natural resources damages 

required under Section 1006 of OPA are delegated to the Secretary of the Department in which the Coast 

Guard is operating. Such Secretary shall make amounts available from the Fund to initiate the assessment 

of natural resources damages exclusively to the Federal trustees designated in the NCP. Such Federal 

trustees shall allocate such amounts among all trustees required to assess natural resources damages under 

Section 1006 of OPA. 

(2) The functions vested in the President by Section 1012(a)(2) of OPA, respecting the payment of costs 

and determining consistency with the NCP, are delegated to the Federal trustees designated in the NCP. 

(3) The functions vested in the President by Section 1012(a)(5) of OPA, respecting the payment of costs 

and expenses of departments and agencies having responsibility for the implementation, administration, 

and enforcement of the Oil Pollution Act of 1990 and subsections (b), (c), (d), (j) and (l) of Section 311 of 

FWPCA, are delegated to each head of such department and agency. 

(b) The functions vested in the President by Section 1012(c) of OPA, respecting designation of Federal 

officials who may obligate money, are delegated to each head of the departments and agencies to whom 

functions have been delegated under section 7(a) of this order for the purpose of carrying out such 

functions. 



 

              

            

           

           

          

           

          

         

         

             

            

             

      

        

             

           

  

               

          

         

        

                

             

         

          

    

             

          

                

           

            

           

            

                

         

       

             

    

            

              

         

           

          

      

              

              

        

             

           

         

  

               

            

         

   

(c)(1) The functions vested in the President by Section 1012 (d) and (e) of OPA, respecting the obligation 

of the Trust Fund on the request of a Governor or pursuant to an agreement with a State, entrance into 

agreements with States, agreement upon terms and conditions, and the promulgation of regulations 

concerning such obligation and entrance into such agreement, are delegated to the Secretary of the 

Department in which the Coast Guard is operating, in consultation with the Administrator. 

(2)The functions vested in the President by Section 1013(e) of OPA, respecting the promulgation and
 
amendment of regulations for the presentation, filing, processing, settlement, and adjudication of claims
 
under OPA against the Trust Fund, are delegated to the Secretary of the Department in which the Coast 

Guard is operating, in consultation with the Attorney General.
 
(3) The functions vested in the President by Section 1012(a) of OPA, respecting the payment of costs,
 
damages, and claims, delegated herein to the Secretary of the Department in which the Coast Guard is
 
operating, include, inter alia, the authority to process, settle, and administratively adjudicate such costs,
 
damages, and claims, regardless of amount. 

(d)(1) The Coast Guard is designated the ``appropriate agency'' for the purpose of receiving the notice of
 
discharge of oil or hazardous substances required by Section 311(b)(5) of FWPCA, and the Secretary of the 

Department in which the Coast Guard is operating is authorized to issue regulations implementing this
 
designation.
 
(2) The functions vested in the President by Section 1014 of OPA, respecting designation of sources of
 
discharges or threats, notification to responsible parties, promulgation of regulations respecting
 
advertisements, the advertisement of designation, and notification of claims procedures, are delegated to
 
the Secretary of the Department in which the Coast Guard is operating.
 
Sec. 8. Miscellaneous. (a) The functions vested in the President by Section 311(b) (3) and (4) of FWPCA,
 
as amended by the Oil Pollution Act of 1990, respecting the determination of quantities of oil and any
 
hazardous substances the discharge of which may be harmful to the public health or welfare or the 

environment and the determinations of quantities, time, locations, circumstances, or conditions, which are 

not harmful, are delegated to the Administrator.
 
(b) The functions vested in the President by Section 311(d)(2)(G) of FWPCA, respecting schedules of
 
dispersant, chemical, and other spill mitigating devices or substances, are delegated to the Administrator.
 
(c) The functions vested in the President by Section 1006(b) (3) and (4) of OPA respecting the receipt of
 
designations of State and Indian tribe trustees for natural resources are delegated to the Administrator.
 
(d) The function vested in the President by Section 3004 of OPA, with respect to encouraging the 

development of an international inventory of equipment and personnel, is delegated to the Secretary of the 

Department in which the Coast Guard is operating, in consultation with the Secretary of State.
 
(e) The functions vested in the President by Section 4113 of OPA, respecting a study on the use of liners or
 
other secondary means of containment for onshore facilities, and the implementation of the 

recommendations of the study, are delegated to the Administrator.
 
(f) The function vested in the President by Section 5002(c)(2)(D) of OPA, respecting the designating of an
 
employee of the Federal Government who shall represent the Federal Government on the Oil Terminal 

Facilities and Oil Tanker Operations Associations, is delegated to the Secretary of Transportation.
 
(g) The functions vested in the President by Section 5002(o) of OPA, respecting the annual certification of
 
alternative voluntary advisory groups, are delegated to the Secretary of Transportation.
 
(h) The function vested in the President by Section 7001(a)(3) of OPA, respecting the appointment of
 
Federal agencies to membership on the Interagency Coordinating Committee on Oil Pollution Research, is
 
delegated to the Secretary of Transportation.
 
(i) Executive Order No. 11735 of August 3, 1973, Executive Order No. 12123 of February 26, 1979,
 
Executive Order No. 12418 of May 5, 1983 and the memorandum of August 24, 1990, delegating certain
 
authorities of the President under the Oil Pollution Act of 1990 are revoked.
 
Sec. 9. Consultation. Authorities and functions delegated or assigned by this order shall be exercised
 
subject to consultation with the Secretaries of departments and the heads of agencies with statutory
 
responsibilities which may be significantly affected, including, but not limited to, the Department of
 
Justice.
 
Sec. 10. Litigation. (a) Notwithstanding any other provision of this order, any representation pursuant to or
 
under this order in any judicial proceedings shall be by or through the Attorney General. The conduct and
 
control of all litigation arising under the Oil Pollution Act of 1990 shall be the responsibility of the 

Attorney General.
 



 

              

        

            

         

        

             

        

   

 

  

   

    

 

 
 

  

 

 

  

 
           

        

  

 

           

             

              

              

         

      

 

           

           

             

      

             

      

 

           

          

       

 

              

  

              

  

        

 

            

           

(b) Notwithstanding any other provision of this order, the authority under the Oil Pollution Act of 1990 to 

require the Attorney General to commence litigation is retained by the President. 

(c) Notwithstanding any other provision of this order, the Secretaries of the Departments of Transportation, 

Commerce, Interior, Agriculture, and/or the Administrator of the Environmental Protection Agency may 

request that the Attorney General commence litigation under the Oil Pollution Act of 1990. 

(d) The Attorney General, in his discretion, is authorized to require that, with respect to a particular oil 

spill, an agency refrain from taking administrative enforcement action without first consulting with the 

Attorney General. 

George Bush 

THE WHITE HOUSE 

October 18, 1991. 

AMENDMENT(S): None 

APPENDIX 2-7: Executive Order 13286 

Executive Order 13286, February 28, 2003, Executive Order Amendment of Executive Orders, and 

Other Actions, in Connection with the Transfer of Certain Functions to the Secretary of Homeland 

Security 

By the authority vested in me as President by the Constitution and the laws of the United States of 

America, including the Homeland Security Act of 2002 (Public Law 107-296) and section 301 of title 3, 

United States Code, and in order to reflect the transfer of certain functions to, and other responsibilities 

vested in, the Secretary of Homeland Security, the transfer of certain agencies and agency components to 

the Department of Homeland Security, and the delegation of appropriate responsibilities to the Secretary of 

Homeland Security, it is hereby ordered as follows: 

Sec 1. Executive Order 13276 of November 15, 2002 ("Delegation of Responsibilities Concerning 

Undocumented Aliens Interdicted or Intercepted in the Caribbean Region"), is amended by: 

(a) striking "The Attorney General" wherever it appears in section 1 and inserting "The Secretary of 

Homeland Security" in lieu thereof; and 

(b) striking "the Attorney General" wherever it appears in section 1 and inserting "the Secretary of 

Homeland Security" in lieu thereof. 

Sec. 2. Executive Order 13274 of September 18, 2002 ("Environmental Stewardship and Transportation 

Infrastructure Project Reviews"), is amended by inserting "Secretary of Homeland Security," after 

"Secretary of Defense," in section 3(b). 

Sec. 3. Executive Order 13271 of July 9, 2002 ("Establishment of the Corporate Fraud Task Force"), is 

amended by: 

(a) inserting "(b) the Secretary of Homeland Security;" after "(a) the Secretary of the Treasury;" in section 

4; and 

(b) relettering the subsequent subsections in section 4 appropriately. 

Sec. 4. Executive Order 13260 of March 19, 2002 ("Establishing the President's Homeland Security 

Advisory Council and Senior Advisory Committees for Homeland Security"), is amended by: 



 

            

        

               

 

           

    

            

      

          

              

 

               

      

              

     

        

 

              

           

        

 

           

           

    

           

            

       

      

 

            

         

        

           

        

          

       

     

             

            

         

  

         

        

       

             

       

             

         

         

         

        

          

         

         

  

(a) striking "the Assistant to the President for Homeland Security (Assistant)" in section 1(c) and inserting
 
"the Secretary of Homeland Security (Secretary)" in lieu thereof; 

(b) striking "the Assistant" wherever it appears in sections 2 and 3 and inserting "the Secretary" in lieu
 
thereof; 

(c) striking "the Office of Administration" in section 3(d) and inserting "the Department of Homeland
 
Security" in lieu thereof; 

(d) striking "the Administrator of General Services" in section 4(a) and inserting "the Secretary of
 
Homeland Security" in lieu thereof; and
 
(e) inserting "of General Services" after "Administrator" in section 4(a).
 
Executive Order 13260 of March 19, 2002, is hereby revoked effective as of March 31, 2003.
 

Sec. 5. Executive Order 13257 of February 13, 2002 ("President's Interagency Task Force to Monitor and 

Combat Trafficking in Persons"), is amended by: 

(a) inserting "(v) the Secretary of Homeland Security;" after "(iv) the Secretary of Health and Human 

Services;" in section 1(b); and 

(b) renumbering the subsequent subsections in section 1(b) appropriately. 

Sec. 6. Executive Order 13254 of January 29, 2002 ("Establishing the USA Freedom Corps"), is amended 

by striking "Director of the Federal Emergency Management Agency;" in section 3(b)(viii) and inserting 

"Secretary of Homeland Security;" in lieu thereof. 

Sec. 7. Executive Order 13231 of October 16, 2001 ("Critical Infrastructure Protection in the Information 

Age"), as amended, is further amended to read in its entirety as follows: 

"Critical Infrastructure Protection in the Information Age 

By the authority vested in me as President by the Constitution and the laws of the United States of 

America, and in order to ensure protection of information systems for critical infrastructure, including 

emergency preparedness communications and the physical assets that support such systems, in the 

information age, it is hereby ordered as follows: 

Section 1. Policy. The information technology revolution has changed the way business is transacted, 

government operates, and national defense is conducted. Those three functions now depend on an 

interdependent network of critical information infrastructures. It is the policy of the United States to protect 

against disruption of the operation of information systems for critical infrastructure and thereby help to 

protect the people, economy, essential human and government services, and national security of the United 

States, and to ensure that any disruptions that occur are infrequent, of minimal duration, and manageable, 

and cause the least damage possible. The implementation of this policy shall include a voluntary public-

private partnership, involving corporate and nongovernmental organizations. 

Sec. 2. Continuing Authorities. This order does not alter the existing authorities or roles of United States 

Government departments and agencies. Authorities set forth in 44 U.S.C. chapter 35, and other applicable 

law, provide senior officials with responsibility for the security of Federal Government information 

systems. 

(a) Executive Branch Information Systems Security. The Director of the Office of Management and Budget 

(OMB) has the responsibility to develop and oversee the implementation of government-wide policies, 

principles, standards, and guidelines for the security of information systems that support the executive 

branch departments and agencies, except those noted in section 2(b) of this order. The Director of OMB 

shall advise the President and the appropriate department or agency head when there is a critical deficiency 

in the security practices within the purview of this section in an executive branch department or agency. 

(b) National Security Information Systems. The Secretary of Defense and the Director of Central 

Intelligence (DCI) shall have responsibility to oversee, develop, and ensure implementation of policies, 

principles, standards, and guidelines for the security of information systems that support the operations 

under their respective control. In consultation with the Assistant to the President for National Security 

Affairs and the affected departments and agencies, the Secretary of Defense and the DCI shall develop 

policies, principles, standards, and guidelines for the security of national security information systems that 

support the operations of other executive branch departments and agencies with national security 

information. 



 

        

             

     

         

        

       

           

       

        

           

           

         

        

         

       

     

          

          

          

 

          

         

        

            

        

           

        

         

  

       

           

          

           

    

          

         

         

     

        

          

          

  

      

     

     

          

           

           

          

           

               

       

           

        

          

   

(i) Policies, principles, standards, and guidelines developed under this subsection may require more 

stringent protection than those developed in accordance with section 2(a) of this order. 

(ii) The Assistant to the President for National Security Affairs shall advise the President and the 

appropriate department or agency when there is a critical deficiency in the security practices of a 

department or agency within the purview of this section. 

(iii) National Security Systems. The National Security Telecommunications and Information Systems 

Security Committee, as established by and consistent with NSD-42 and chaired by the Department of 

Defense, shall be designated as the "Committee on National Security Systems." 

(c) Additional Responsibilities. The heads of executive branch departments and agencies are responsible 

and accountable for providing and maintaining adequate levels of security for information systems, 

including emergency preparedness communications systems, for programs under their control. Heads of 

such departments and agencies shall ensure the development and, within available appropriations, funding 

of programs that adequately address these mission systems, especially those critical systems that support 

the national security and other essential government programs. Additionally, security should enable, and 

not unnecessarily impede, department and agency business operations. 

Sec. 3. The National Infrastructure Advisory Council. The National Infrastructure Advisory Council 

(NIAC), established on October 16, 2001, shall provide the President through the Secretary of Homeland 

Security with advice on the security of information systems for critical infrastructure supporting other 

sectors of the economy: banking and finance, transportation, energy, manufacturing, and emergency 

government services. 

(a) Membership. The NIAC shall be composed of not more than 30 members appointed by the President. 

The members of the NIAC shall be selected from the private sector, academia, and State and local 

government. Members of the NIAC shall have expertise relevant to the functions of the NIAC and 

generally shall be selected from industry Chief Executive Officers (and equivalently ranked leaders of other 

organizations) with responsibilities for security of information infrastructure supporting the critical sectors 

of the economy, including banking and finance, transportation, energy, communications, and emergency 

government services. Members shall not be full-time officials or employees of the executive branch of the 

Federal Government. The President shall designate a Chair and Vice Chair from among the members of the 

NIAC. 

(b) Functions of the NIAC. The NIAC will meet periodically to: 

(i) enhance the partnership of the public and private sectors in protecting information systems for critical 

infrastructures and provide reports on this issue to the Secretary of Homeland Security, as appropriate; 

(ii) propose and develop ways to encourage private industry to perform periodic risk assessments of critical 

information and telecommunications systems; 

(iii) monitor the development of private sector Information Sharing and Analysis Centers (ISACs) and 

provide recommendations to the President through the Secretary of Homeland Security on how these 

organizations can best foster improved cooperation among the ISACs, the Department of Homeland 

Security, and other Federal Government entities; 

(iv) report to the President through the Secretary of Homeland Security, who shall ensure appropriate 

coordination with the Assistant to the President for Homeland Security, the Assistant to the President for 

Economic Policy, and the Assistant to the President for National Security Affairs under the terms of this 

order; and 

(v) advise lead agencies with critical infrastructure responsibilities, sector coordinators, the Department of 

Homeland Security, and the ISACs. 

(c) Administration of the NIAC. 

(i) The NIAC may hold hearings, conduct inquiries, and establish subcommittees, as appropriate. 

(ii) Upon request of the Chair, and to the extent permitted by law, the heads of the executive departments 

and agencies shall provide the NIAC with information and advice relating to its functions. 

(iii) Senior Federal Government officials may participate in the meetings of the NIAC, as appropriate. 

(iv) Members shall serve without compensation for their work on the NIAC. However, members may be 

reimbursed for travel expenses, including per diem in lieu of subsistence, as authorized by law for persons 

serving intermittently in Federal Government service (5 U.S.C. 5701-5707). 

(v) To the extent permitted by law and subject to the availability of appropriations, the Department of 

Homeland Security shall provide the NIAC with administrative services, staff, and other support services, 

and such funds as may be necessary for the performance of the NIAC's functions. 

(d) General Provisions. 



 

            

        

         

     

         

             

            

          

           

        

             

        

           

          

       

        

           

        

          

       

    

          

     

             

            

      

                

          

            

     

             

            

             

           

          

          

  

              

             

     

            

    

              

  

        

           

             

          

             

            

              

             

             

             

      

(i) Insofar as the Federal Advisory Committee Act, as amended (5 U.S.C. App.) (Act), may apply to the 

NIAC, the functions of the President under that Act, except that of reporting to the Congress, shall be 

performed by the Department of Homeland Security in accordance with the guidelines and procedures 

established by the Administrator of General Services. 

(ii) The NIAC shall terminate on October 15, 2003, unless extended by the President. 

(iii) Executive Order 13130 of July 14, 1999, was revoked on October 16, 2001.
 
(iv) Nothing in this order shall supersede any requirement made by or under law.
 
Sec. 4. Judicial Review. This order does not create any right or benefit, substantive or procedural,
 
enforceable at law or in equity, against the United States, its departments, agencies, or other entities, its
 
officers or employees, or any other person."
 
Sec. 8. Executive Order 13228 of October 8, 2001 ("Establishing the Office of Homeland Security and the 

Homeland Security Council"), as amended, is further amended by: 

(a) amending section 3(g) to read "(g) Incident Management. Consistent with applicable law, including the 

statutory functions of the Secretary of Homeland Security, the Assistant to the President for Homeland
 
Security shall be the official primarily responsible for advising and assisting the President in the 

coordination of domestic incident management activities of all departments and agencies in the event of a 

terrorist threat, and during and in the aftermath of terrorist attacks, major disasters, or other emergencies, 

within the United States. Generally, the Assistant to the President for Homeland Security shall serve as the 

principal point of contact for and to the President with respect to the coordination of such activities. The 

Assistant to the President for Homeland Security shall coordinate with the Assistant to the President for
 
National Security Affairs, as appropriate."; and
 
(b) inserting ", including the Department of Homeland Security" after "Government departments and
 
agencies" in section 7.
 
Sec. 9. Executive Order 13223 of September 14, 2001 ("Ordering the Ready Reserve of the Armed Forces
 
to Active Duty and Delegating Certain Authorities to the Secretary of Defense and the Secretary of
 
Transportation"), as amended, is further amended by: 

(a) striking "the Secretary of Transportation" in the title and wherever it appears in sections 1, 5, 6, and 7,
 
and inserting "the Secretary of Homeland Security" in lieu thereof; and
 
(b) striking "the Department of Transportation" in section 7 and inserting "the Department of Homeland
 
Security" in lieu thereof.
 
Sec. 10. Executive Order 13212 of May 18, 2001 ("Actions to Expedite Energy-Related Projects"), is
 
amended by inserting "Homeland Security," after "Veterans Affairs," in section 3.
 
Sec. 11. Executive Order 13165 of August 9, 2000 ("Creation of the White House Task Force on Drug Use 

in Sports and Authorization for the Director of the Office of National Drug Control Policy to Serve as the 

United States Government's Representative on the Board of the World Anti-Doping Agency"), is amended
 
by inserting "the Department of Homeland Security," after "the Department of Transportation," in section
 
2.
 
Sec. 12. Executive Order 13154 of May 3, 2000 ("Establishing the Kosovo Campaign Medal"), is amended
 
by striking "the Secretary of Transportation" in section 1 and inserting "the Secretary of Homeland
 
Security" in lieu thereof.
 
Sec. 13. Executive Order 13133 of August 5, 1999 ("Working Group on Unlawful Conduct on the 

Internet"), is amended by: 

(a) inserting "(6) The Secretary of Homeland Security." after "(5) The Secretary of Education." in section
 
3(a); and
 
(b) renumbering the subsequent subsections in section 3(a) appropriately.
 
Sec. 14. Executive Order 13120 of April 27, 1999 ("Ordering the Selected Reserve and Certain Individual 

Ready Reserve Members of the Armed Forces to Active Duty"), is amended by striking "the Secretary of
 
Transportation" and inserting "the Secretary of Homeland Security" in lieu thereof.
 
Sec. 15. Executive Order 13112 of February 3, 1999 ("Invasive Species"), is amended by inserting "the 

Secretary of Homeland Security," after "Secretary of Transportation," in section 3(a).
 
Sec. 16. Executive Order 13100 of August 25, 1998 ("President's Council on Food Safety"), is amended by
 
inserting "and Homeland Security," after "Health and Human Services," in section 1(a).
 
Sec. 17. Executive Order 13076 of February 24, 1998 ("Ordering the Selected Reserve of the Armed Forces
 
to Active Duty"), is amended by striking "the Secretary of Transportation" and inserting "the Secretary of
 
Homeland Security" in lieu thereof.
 



 

            

   

         

        

            

         

  

          

        

          

          

        

             

  

             

             

           

            

    

              

     

             

               

             

              

             

      

             

             

      

              

            

          

              

          

        

          

          

   

              

 

              

     

            

          

  

          

          

              

 

              

        

            

          

     

      

Sec. 18. Executive Order 13011 of July 16, 1996 ("Federal Information Technology"), as amended, is 

further amended by: 

(a) striking "17. Federal Emergency Management Agency;" in section 3(b); and
 
(b) renumbering the subsequent subsections in section 3(b) appropriately.
 
Sec. 19. Executive Order 12989 of February 13, 1996 ("Economy and Efficiency in Government 

Procurement through Compliance with Certain Immigration and Naturalization Act Provisions"), is
 
amended by: 

(a) striking "Naturalization" in the title and inserting "Nationality" in lieu thereof; 

(b) striking ", the Attorney General" in section 3; 

(c) inserting "the Secretary of Homeland Security" before "may" in section 3(a); 

(d) inserting "the Secretary of Homeland Security" before "shall" in section 3(b); 

(e) inserting "the Attorney General" before "shall" in section 3(c); 

(f) inserting "Secretary of Homeland Security or the" before "Attorney General" wherever it appears in
 
section 4; 

(g) striking "The Attorney General's" in section 4(b) and inserting "Such" in lieu thereof; 

(h) striking "the Attorney General" wherever it appears in the first two sentences of section 5(a) and
 
inserting "the Secretary of Homeland Security and Attorney General" in lieu thereof; 

(i) striking "the responsibilities of the Attorney General" in section 5(a) and inserting "their respective 

responsibilities" in lieu thereof; 

(j) inserting "Secretary of Homeland Security or the" before "Attorney General" wherever in appears in the 

third sentence of section 5(a); 

(k) inserting "Secretary of Homeland Security and the" before "Attorney General" in section 6; 

(l) striking "the Attorney General's" in section 6 and inserting "their respective" in lieu thereof; and
 
(m) inserting "Secretary of Homeland Security, the" before "Attorney General" in section 7.
 
Sec. 20. Executive Order 12985 of January 11, 1996 ("Establishing the Armed Forces Service Medal"), is
 
amended by striking "the Secretary of Transportation" in section 2 and inserting "the Secretary of
 
Homeland Security" in lieu thereof.
 
Sec. 21. Executive Order 12982 of December 8, 1995 ("Ordering the Selected Reserve of the Armed Forces
 
to Active Duty"), is amended by striking "the Secretary of Transportation" and inserting "the Secretary of
 
Homeland Security" in lieu thereof.
 
Sec. 22. Executive Order 12978 of October 21, 1995 ("Blocking Assets and Prohibiting Transactions with
 
Significant Narcotics Traffickers"), is amended by inserting ", the Secretary of Homeland Security," after
 
"the Attorney General" wherever it appears in sections 1 and 4.
 
Sec. 23. Executive Order 12977 of October 19, 1995 ("Interagency Security Committee"), is amended by: 

(a) striking "the Administrator of General Services ("Administrator")" in section 1(a) and inserting "the 

Secretary of Homeland Security ("Secretary")" in lieu thereof; 

(b) striking "and" after "(16) Central Intelligence Agency;" in section 1(b); 

(c) inserting "and (18) General Services Administration;" after "(17) Office of Management and Budget;"
 
in section 1(b); 

(d) striking section 1(c)(2) and redesignating sections 1(c)(3) and 1(c)(4) as sections 1(c)(2) and 1(c)(3),
 
respectively; 

(e) striking "Administrator" wherever it appears in sections 2, 5(a)(3)(E), 6(a), and 6(c), and inserting
 
"Secretary" in lieu thereof; and
 
(f) striking ", acting by and through the Assistant Commissioner," in section 6(c).
 
Sec. 24. Executive Order 12919 of June 3, 1994 ("National Defense Industrial Resources Preparedness"), is
 
amended by: 

(a) striking "The Director, Federal Emergency Management Agency ("Director, FEMA")" in section 104(b)
 
and inserting "The Secretary of Homeland Security ("the Secretary")" in lieu thereof; 

(b) striking "The Director, FEMA," in sections 201(c) and 601(f) and inserting "The Secretary" in lieu
 
thereof; 

(c) striking "the Director, FEMA," wherever it appears in sections 201(e), 202(c), 305, 501, 701(e), and
 
802(e), and inserting "the Secretary" in lieu thereof; and
 
(d) inserting "the Department of Homeland Security," after "Attorney General," in section 801.
 
Sec. 25. Executive Order 12906 of April 11, 1994 ("Coordinating Geographic Data Acquisition and
 
Access: The National Spatial Data Infrastructure"), is amended by: 

(a) striking "and" in section 7(b)(ii); 




 

             

           

         

            

  

              

        

          

   

                

        

            

            

        

           

    

            

             

               

             

  

          

            

         

             

             

           

          

  

               

  

        

              

             

 

           

         

               

             

           

    

              

     

            

     

            

     

           

  

         

           

        

             

             

          

(b) striking the period at the end of section 7(b)(iii) and inserting "; and" in lieu thereof; and
 
(c) inserting a new section 7(b)(iv) to read "(iv) the national security-related activities of the Department of
 
Homeland Security as determined by the Secretary of Homeland Security.".
 
Sec. 26. Executive Order 12870 of September 30, 1993 ("Trade Promotion Coordinating Committee"), is
 
amended by: 

(a) inserting "(j) Department of Homeland Security;" after "(i) Department of the Interior;" in section 1; and
 
(b) relettering the subsequent subsections in section 1 appropriately.
 
Sec. 27. Executive Order 12835 of January 25, 1993 ("Establishment of the National Economic Council"),
 
is amended by: 

(a) inserting "(k) Secretary of Homeland Security;" after "(j) Secretary of Energy;" in section 2; and
 
(b) relettering the subsequent subsections in section 2 appropriately.
 
Sec. 28. Executive Order 12830 of January 9, 1993 ("Establishing the Military Outstanding Volunteer
 
Service Medal"), is amended by striking "the Secretary of Transportation" wherever it appears and inserting
 
"the Secretary of Homeland Security" in lieu thereof.
 
Sec. 29. Executive Order 12824 of December 7, 1992 ("Establishing the Transportation Distinguished
 
Service Medal"), is amended by: 

(a) striking "Transportation" in the title and inserting "Homeland Security" in lieu thereof; and
 
(b) striking "Transportation" wherever it appears and inserting "Homeland Security" in lieu thereof.
 
Sec. 30. Executive Order 12807 of May 24, 1992 ("Interdiction of Illegal Aliens"), is amended by striking
 
"the Attorney General" in section 2(c)(3) and inserting "the Secretary of Homeland Security" in lieu
 
thereof.
 
Sec. 31. Executive Order 12793 of March 20, 1992 ("Continuing the Presidential Service Certificate and
 
Presidential Service Badge"), is amended by striking "the Secretary of Transportation" in section 1 and
 
inserting "the Secretary of Homeland Security" in lieu thereof.
 
Sec. 32. Executive Order 12789 of February 10, 1992 ("Delegation of Reporting Functions Under the 

Immigration Reform and Control Act of 1986"), is amended by striking "The Attorney General" in section
 
1 and inserting "The Secretary of Homeland Security" in lieu thereof.
 
Sec. 33. Executive Order 12788 of January 15, 1992 ("Defense Economic Adjustment Program"), is
 
amended by: 

(a) inserting "(15) Secretary of Homeland Security;" after "(14) Secretary of Veterans Affairs;" in section
 
4(a); and
 
(b) renumbering the subsequent subsections in section 4(a) appropriately.
 
Sec. 34. Executive Order 12777 of October 18, 1991 ("Implementation of Section 311 of the Federal Water
 
Pollution Control Act of October 18, 1972, as Amended, and the Oil Pollution Act of 1990"), is amended
 
by: 

(a) inserting "and the Secretary of the Department in which the Coast Guard is operating" after "the 

Secretary of Transportation" in sections 2(b)(2) and 2(d)(2);
 
(b) striking "the Secretary of Transportation" in section 2(e)(2) and wherever it appears in sections 5 and 8
 
and inserting "the Secretary of the Department in which the Coast Guard is operating" in lieu thereof; and
 
(c) inserting "the Secretary of the Department in which the Coast Guard is operating," after "Agriculture,"
 
in section 10(c).
 
Sec. 35. Executive Order 12743 of January 18, 1991 ("Ordering the Ready Reserve of the Armed Forces to
 
Active Duty"), is amended by:
 
(a) striking "the Department of Transportation" in section 1 and inserting "the Department of Homeland
 
Security" in lieu thereof; and
 
(b) striking "the Secretary of Transportation" in section 1 and inserting "the Secretary of Homeland
 
Security" in lieu thereof.
 
Sec. 36. Executive Order 12742 of January 8, 1991 ("National Security Industrial Responsiveness"), is
 
amended by: 

(a) inserting "Homeland Security," after "Transportation," in section 104(a); and
 
(b) striking "the Director of the Federal Emergency Management Agency" in section 104(d) and inserting
 
"the Secretary of Homeland Security" in lieu thereof.
 
Sec. 37. Executive Order 12733 of November 13, 1990 ("Authorizing the Extension of the Period of Active 

Duty of Personnel of the Selected Reserve of the Armed Forces"), is amended by striking "the Secretary of
 
Transportation" and inserting "the Secretary of Homeland Security" in lieu thereof.
 



 

            

             

                

      

             

              

        

            

     

          

      

           

        

           

          

           

           

         

    

          

      

                   

   

               

   

           

      

          

            

          

             

           

          

         

            

          

             

           

          

           

      

           

       

            

              

           

              

           

   

             

  

            

        

             

   

Sec. 38. Executive Order 12728 of August 22, 1990 ("Delegating the President's Authority to Suspend any 

Provision of Law Relating to the Promotion, Retirement, or Separation of Members of the Armed Forces"), 

is amended by striking "the Secretary of Transportation" in sections 1 and 2 and inserting "the Secretary of 

Homeland Security" in lieu thereof. 

Sec. 39. Executive Order 12727 of August 27, 1990 ("Ordering the Selected Reserve of the Armed Forces 

to Active Duty"), is amended by striking "the Secretary of Transportation" in section 1 and inserting "the 

Secretary of Homeland Security" in lieu thereof. 

Sec. 40. Executive Order 12699 ("Seismic Safety of Federal and Federally Assisted or Regulated New 

Building Construction"), is amended by: 

(a) striking "Federal Emergency Management Agency (FEMA)" in section 3(d) and inserting "Department 

of Homeland Security" in lieu thereof; 

(b) striking "The Director of the Federal Emergency Management Agency" in section 4(a) and inserting
 
"The Secretary of Homeland Security" in lieu thereof; and
 
(c) striking "The Federal Emergency Management Agency" and "The FEMA" in section 5 and inserting
 
"The Department of Homeland Security" in lieu thereof (in both places).
 
Sec. 41. Executive Order 12657 of November 18, 1988 ("Federal Emergency Management Agency
 
Assistance in Emergency Preparedness Planning at Commercial Nuclear Power Plants"), is amended by: 

(a) striking "Federal Emergency Management Agency" in the title and inserting "Department of Homeland
 
Security" in lieu thereof; 

(b) striking "Federal Emergency Management Agency ("FEMA")" in section 1(b) and inserting
 
"Department of Homeland Security ("DHS")" in lieu thereof; 

(c) striking "FEMA" wherever it appears in sections 1(b), 2(b), 2(c), 3, 4, 5, and 6, and inserting "DHS" in
 
lieu thereof; and
 
(d) striking "the Director of FEMA" in section 2(a) and inserting "the Secretary of Homeland Security" in
 
lieu thereof.
 
Sec. 42. Executive Order 12656 of November 18, 1988 ("Assignment of Emergency Preparedness
 
Responsibilities"), as amended, is further amended by: 

(a) striking "The Director of the Federal Emergency Management Agency" wherever it appears in sections
 
104(c) and 1702 and inserting "The Secretary of Homeland Security" in lieu thereof; 

(b) striking "the Director of the Federal Emergency Management Agency" wherever it appears in sections
 
104(c), 201(15), 301(9), 401(10), 501(4), 501(7), 502(7), 601(3), 701(5), 801(9), 1302(4), 1401(4), 1701,
 
and 1801(b), and inserting "the Secretary of Homeland Security" in lieu thereof; 

(c) striking "consistent with current National Security Council guidelines and policies" in section 201(15)
 
and inserting "consistent with current Presidential guidelines and policies" in lieu thereof; 

(d) striking "Secretary" in section 501(9) and inserting "Secretaries" in lieu thereof; 

(e) inserting "and Homeland Security" after "Labor" in section 501(9); 

(f) striking "and" after "State" in section 701(6) and inserting a comma in lieu thereof; 

(g) inserting ", and Homeland Security" after "Defense" in section 701(6); 

(h) striking "the Director of the Federal Emergency Management Agency," in section 701(6); and
 
(i) striking "Federal Emergency Management Agency" in the title of Part 17 and inserting "Department of
 
Homeland Security" in lieu thereof.
 
Without prejudice to subsections (a) through (i) of this section, all responsibilities assigned to specific 

Federal officials pursuant to Executive Order 12656 that are substantially the same as any responsibility
 
assigned to, or function transferred to, the Secretary of Homeland Security pursuant to the Homeland
 
Security Act of 2002 (regardless of whether such responsibility or function is expressly required to be 

carried out through another official of the Department of Homeland Security or not pursuant to such Act),
 
or intended or required to be carried out by an agency or an agency component transferred to the 

Department of Homeland Security pursuant to such Act, are hereby reassigned to the Secretary of
 
Homeland Security.
 
Sec. 43. Executive Order 12580 of January 23, 1987 ("Superfund Implementation"), as amended, is further
 
amended by: 

(a) inserting "Department of Homeland Security," after Department of Energy," in section 1(a)(2); and
 
(b) striking "Federal Emergency Management Agency" in section 1(a)(2).
 
Sec. 44. Executive Order 12555 of November 15, 1985 ("Protection of Cultural Property"), as amended, is
 
further amended by: 




 

                

     

            

      

            

            

     

        

           

      

            

   

              

   

           

      

             

  

              

           

       

       

          

         

             

          

             

               

       

        

        

              

                

      

               

     

               

               

  

               

  

            

     

               

             

   

       

            

           

   

              

  

         

             

       

(a) striking "the Secretary of the Treasury" in sections 1, 2, and 3, and inserting "the Secretary of Homeland
 
Security" in lieu thereof; and
 
(b) striking "The Department of the Treasury" in the heading of section 3 and inserting "The Department of
 
Homeland Security" in lieu thereof.
 
Sec. 45. Executive Order 12501 of January 28, 1985 ("Arctic Research"), is amended by: 

(a) inserting "(i) Department of Homeland Security;" after "(h) Department of Health and Human
 
Services;" in section 8; and
 
(b) relettering the subsequent subsections in section 8 appropriately.
 
Sec. 46. Executive Order 12472 of April 3, 1984 ("Assignment of National Security and Emergency
 
Preparedness Telecommunications Functions"), is amended by: 

(a) inserting "the Homeland Security Council," after "National Security Council," in sections 1(b), 1(e)(4),
 
1(f)(3), and 2(c)(4); 

(b) striking "The Secretary of Defense" in section 1(e) and inserting "The Secretary of Homeland Security"
 
in lieu thereof; 

(c) striking "Federal Emergency Management Agency" in sections 1(e)(3) and 3(j) and inserting
 
"Department of Homeland Security" in lieu thereof; 

(d) inserting ", in consultation with the Homeland Security Council," after "National Security Council" in
 
section 2(b)(1); 

(e) inserting ", the Homeland Security Council," after "National Security Council" in sections 2(d) and 2(e); 

(f) striking "the Director of the Federal Emergency Management Agency" in section 2(d)(1) and inserting
 
"the Secretary of Homeland Security" in lieu thereof; 

(g) striking "Federal Emergency Management Agency. The Director of the Federal Emergency
 
Management Agency shall:" in section 3(b) and inserting "Department of Homeland Security. The 

Secretary of Homeland Security shall:" in lieu thereof; and
 
(h) adding at the end of section 3(d) the following new paragraph: "(3) Nothing in this order shall be 

construed to impair or otherwise affect the authority of the Secretary of Defense with respect to the 

Department of Defense, including the chain of command for the armed forces of the United States under
 
section 162(b) of title 10, United States Code, and the authority of the Secretary of Defense with respect to
 
the Department of Defense under section 113(b) of that title.".
 
Sec. 47. Executive Order 12382 of September 13, 1982 ("President's National Security 

Telecommunications Advisory Committee"), as amended, is further amended by: 

(a) inserting "through the Secretary of Homeland Security," after "the President," in sections 2(a) and 2(b); 

(b) striking "and to the Secretary of Defense" in section 2(e) and inserting ", through the Secretary of
 
Homeland Security," in lieu thereof; and
 
(c) striking "the Secretary of Defense" in sections 3(c) and 4(a) and inserting "the Secretary of Homeland
 
Security" in lieu thereof.
 
Sec. 48. Executive Order 12341 of January 21, 1982 ("Cuban and Haitian Entrants"), is amended by: 

(a) striking "The Attorney General" in section 2 and inserting "The Secretary of Homeland Security" in lieu
 
thereof; and
 
(b) striking "the Attorney General" in section 2 and inserting "the Secretary of Homeland Security" in lieu
 
thereof.
 
Sec. 49. Executive Order 12208 of April 15, 1980 ("Consultations on the Admission of Refugees"), as 

amended, is further amended by: 

(a) striking "the following functions: (a) To" in section 1 101 and inserting "to" in lieu thereof; 

(b) striking "the Attorney General" in section 1-101(a) and inserting "the Secretary of Homeland Security"
 
in lieu thereof; 

(c) striking sections 1-101(b) and 1-102; and
 
(d) redesignating sections 1-103 and 1-104 as sections 1-102 and 1-103, respectively.
 
Sec. 50. Executive Order 12188 of January 2, 1980 ("International Trade Functions"), as amended, is
 
further amended by: 

(a) inserting "(12) The Secretary of Homeland Security" after "(11) The Secretary of Energy" in section 1 

102(b); and
 
(b) renumbering the subsequent subsections in section 1 102(b) appropriately.
 
Sec. 51. Executive Order 12160 of September 26, 1979 ("Providing for Enhancement and Coordination of
 
Federal Consumer Programs"), as amended, is further amended by: 




 

            

 

         

        

            

   

        

       

         

         

            

    

            

           

   

        

             

              

   

             

               

         

             

             

    

              

   

             

  

          

            

            

               

              

            

              

   

            

           

  

             

     

           

     

            

              

        

             

           

             

          

           

 

               

     

(a) inserting "(m) Department of Homeland Security." after "(l) Department of the Treasury." in section 1

102; 

(b) striking "(s) Federal Emergency Management Agency." in section 1-102; and
 
(c) relettering the subsequent subsections in section 1-102 appropriately.
 
Sec. 52. Executive Order 12148 of July 20, 1979 ("Federal Emergency Management"), as amended, is
 
further amended by: 

(a) striking "the Federal Emergency Management Agency" whenever it appears and inserting "the 

Department of Homeland Security" in lieu thereof; and
 
(b) striking "the Director of the Federal Emergency Management Agency" wherever it appears and
 
inserting "the Secretary of Homeland Security" in lieu thereof.
 
Sec. 53. Executive Order 12146 of July 18, 1979 ("Management of Federal Legal Resources"), as amended,
 
is further amended by: 

(a) striking "15" in section 1-101 and inserting "16" in lieu thereof; 

(b) inserting "(n) The Department of Homeland Security." after "(m) The Department of the Treasury." in
 
section 1-102; and
 
(c) relettering the subsequent subsections in section 1-102 appropriately.
 
Sec. 54. Executive Order 12002 of July 7, 1977 ("Administration of Export Controls"), as amended, is
 
further amended by inserting ", the Secretary of Homeland Security," after "The Secretary of Energy" in
 
section 3.
 
Sec. 55. Executive Order 11965 of January 19, 1977 ("Establishing the Humanitarian Service Medal"), is
 
amended by striking "the Secretary of Transportation" wherever it appears in sections 1, 2, and 4, and
 
inserting "the Secretary of Homeland Security" in lieu thereof.
 
Sec. 56. Executive Order 11926 of July 19, 1976 ("The Vice Presidential Service Badge"), is amended by
 
striking "the Secretary of Transportation" in section 2 and inserting "the Secretary of Homeland Security"
 
in lieu thereof.
 
Sec. 57. Executive Order 11858 of May 7, 1975 ("Foreign Investment in the United States"), as amended, is
 
further amended by: 

(a) inserting "(8) The Secretary of Homeland Security." after "(7) The Attorney General." in section 1(a); 

and
 
(b) redesignating subsection (8) as subsection (9) in section 1(a).
 
Sec. 58. Executive Order 11800 of August 17, 1974 ("Delegating Certain Authority Vested in the President 

by the Aviation Career Incentive Act of 1974"), as amended, is further amended by striking "the Secretary
 
of Transportation" in section 1 and inserting "the Secretary of Homeland Security" in lieu thereof.
 
Sec. 59. Executive Order 11645 of February 8, 1972 ("Authority of the Secretary of Transportation to
 
Prescribe Certain Regulations Relating to Coast Guard Housing"), is amended by striking "the Secretary of
 
Transportation" in the title and in sections 1 and 2 and inserting "the Secretary of Homeland Security" in
 
lieu thereof.
 
Sec. 60. Executive Order 11623 of October 12, 1971 ("Delegating to the Director of Selective Service 

Authority to Issue Rules and Regulations under the Military Selective Service Act"), as amended, is further
 
amended by: 

(a) striking "the Secretary of Transportation" in section 2(a) and inserting "the Secretary of Homeland
 
Security" in lieu thereof; and
 
(b) striking "the Department of Transportation" in section 2(a) and inserting "the Department of Homeland
 
Security" in lieu thereof.
 
Sec. 61. Executive Order 11448 of January 16, 1969 ("Establishing the Meritorious Service Medal"), as 

amended, is further amended by striking "the Secretary of Transportation" in section 1 and inserting "the 

Secretary of Homeland Security" in lieu thereof.
 
Sec. 62. Executive Order 11446 of January 16, 1969 ("Authorizing the Acceptance of Service Medals and
 
Ribbons from Multilateral Organizations Other Than the United Nations"), is amended by striking "the 

Secretary of Transportation" and inserting "the Secretary of Homeland Security" in lieu thereof.
 
Sec. 63. Executive Order 11438 of December 3, 1968 ("Prescribing Procedures Governing
 
Interdepartmental Cash Awards to the Members of the Armed Forces"), as amended, is further amended
 
by: 

(a) striking "the Secretary of Transportation" in sections 1 and 2 and inserting "the Secretary of Homeland
 
Security" in lieu thereof; and
 



 

             

       

              

            

            

             

            

            

               

      

             

      

            

               

      

              

             

            

             

            

       

              

            

             

      

             

              

        

            

               

        

            

              

         

            

         

          

          

      

       

       

           

                

             

      

          

           

             

     

             

             

           

         

             

             

             

(b) striking "the Department of Transportation" wherever it appears in sections 2 and 4 and inserting "the 

Department of Homeland Security" in lieu thereof. 

Sec. 64. Executive Order 11366 of August 4, 1967 ("Assigning Authority to Order Certain Persons in the 

Ready Reserve to Active Duty"), is amended by striking "The Secretary of Transportation" in sections 2 

and 3(b) and inserting "The Secretary of Homeland Security" in lieu thereof. 

Sec. 65. Executive Order 11239 of July 31, 1965 ("Enforcement of the Convention for Safety of Life at 

Sea, 1960"), as amended, is further amended, without prejudice to section 1-106 of Executive Order 12234 

of September 3, 1980 ("Enforcement of the Convention for the Safety of Life at Sea"), by: 

(a) striking "the Secretary of Transportation" in sections 1, 3, and 4, and inserting "the Secretary of 

Homeland Security" in lieu thereof; and 

(b) striking "The Secretary of Transportation" in sections 2 and 3 and inserting "The Secretary of 

Homeland Security" in lieu thereof. 

Sec. 66. Executive Order 11231 of July 8, 1965 ("Establishing the Vietnam Service Medal"), as amended, 

is further amended by striking "the Secretary of Transportation" in section 1 and inserting "the Secretary of 

Homeland Security" in lieu thereof. 

Sec. 67. Executive Order 11190 of December 29, 1964 ("Providing for the Screening of the Ready Reserve 

of the Armed Forces"), as amended, is further amended by striking "the Secretary of Transportation" in 

section 1 and inserting "the Secretary of Homeland Security" in lieu thereof. 

Sec. 68. Executive Order 11139 of January 7, 1964 ("Authorizing Acceptance of the United Nations Medal 

and Service Ribbon"), is amended by striking "the Secretary of the Treasury" and inserting "the Secretary 

of Homeland Security" in lieu thereof. 

Sec. 69. Executive Order 11079 of January 25, 1963 ("Providing for the Prescribing of Regulations under 

which Members of the Armed Forces and Others May Accept Fellowships, Scholarships or Grants"), as 

amended, is further amended by striking "the Secretary of Transportation" and inserting "the Secretary of 

Homeland Security" in lieu thereof. 

Sec. 70. Executive Order 11046 of August 24, 1962 ("Authorizing Award of the Bronze Star Medal"), as 

amended, is further amended by striking "the Secretary of Transportation" in section 1 and inserting "the 

Secretary of Homeland Security" in lieu thereof. 

Sec. 71. Executive Order 11016 of April 25, 1962 ("Authorizing Award of the Purple Heart"), as amended, 

is further amended by striking "the Secretary of Transportation" in sections 1 and 2 and inserting "the 

Secretary of Homeland Security" in lieu thereof. 

Sec. 72. Executive Order 10977 of December 4, 1961 ("Establishing the Armed Forces Expeditionary 

Medal"), as amended, is further amended by striking "the Secretary of Transportation" in section 2 and 

inserting "the Secretary of Homeland Security" in lieu thereof. 

Sec. 73. Executive Order 10789 of November 14, 1958 ("Authorizing Agencies of the Government To 

Exercise Certain Contracting Authority in Connection With National-Defense Functions and Prescribing 

Regulations Governing the Exercise of Such Authority"), as amended, is further amended by: 

(a) striking "The Federal Emergency Management Agency" in paragraph 21 and inserting "Department of 

Homeland Security" in lieu thereof; and 

(b) inserting at the end thereof the following new Part: 

"Part III -- Coordination with Other Authorities 

25. After March 1, 2003, no executive department or agency shall exercise authority granted under 

paragraph 1A of this order with respect to any matter that has been, or could be, designated by the 

Secretary of Homeland Security as a qualified anti-terrorism technology as defined in section 865 of the 

Homeland Security Act of 2002, unless-

(a) in the case of the Department of Defense, the Secretary of Defense has, after consideration of the 

authority provided under subtitle G of title VIII of the Homeland Security Act of 2002, determined that the 

exercise of authority under this order is necessary for the timely and effective conduct of United States 

military or intelligence activities; and 

(b) in the case of any other executive department or agency that has authority under this order, (i) the 

Secretary of Homeland Security has advised whether the use of the authority provided under subtitle G of 

title VIII of the Homeland Security Act of 2002 would be appropriate, and (ii) the Director of the Office 

and Management and Budget has approved the exercise of authority under this order.". 

Sec. 74. Executive Order 10694 of January 10, 1957 ("Authorizing the Secretaries of the Army, Navy, and 

Air Force to Issue Citations in the Name of the President of the United States to Military and Naval Units 

for Outstanding Performance in Action"), is amended by adding at the end thereof the following new 



 

         

            

        

             

          

               

    

               

        

           

              

            

         

          

           

               

           

            

            

                

  

         

                

        

              

             

             

  

           

                

        

            

               

        

            

             

               

          

              

  

               

       

               

     

        

           

          

          

          

    

        

             

         

           

         

         

section: "5. The Secretary of the Department in which the Coast Guard is operating may exercise the same 

authority with respect to the Coast Guard under this order as the Secretary of the Navy may exercise with 

respect to the Navy and the Marine Corps under this order.". 

Sec. 75. Executive Order 10637 of September 16, 1955 ("Delegating to the Secretary of the Treasury 

Certain Functions of the President Relating to the United States Coast Guard"), is amended by: 

(a) striking "The Secretary of the Treasury" in sections 1 and 2 and inserting "The Secretary of Homeland 

Security" in lieu thereof; 

(b) striking "the Secretary of the Treasury" in the title and in subsections 1(j), 1(k), and 5, and inserting "the 

Secretary of Homeland Security" in lieu thereof; and 

(c) striking subsection 1(r) and redesignating subsection 1(s) as subsection 1(r). 

Sec. 76. Executive Order 10631 of August 17, 1955 ("Code of Conduct for Members of the Armed Forces 

of the United States"), as amended, is further amended by: striking "the Secretary of Transportation" and 

inserting "the Secretary of Homeland Security" in lieu thereof. 

Sec. 77. Executive Order 10554 of August 18, 1954 ("Delegating the Authority of the President to 

Prescribe Regulations Authorizing Occasions Upon Which the Uniform May Be Worn by Persons Who 

Have Served Honorably in the Armed Forces in Time of War"), is amended by striking "the Secretary of 

the Treasury" and inserting "the Secretary of Homeland Security" in lieu thereof. 

Sec. 78. Executive Order 10499 of November 4, 1953 ("Delegating Functions Conferred Upon the 

President by Section 8 of the Uniformed Services Contingency Option Act of 1953"), as amended, is 

further amended by striking "the Treasury" in sections 1 and 2 and inserting "Homeland Security" in lieu 

thereof. 

Sec. 79. Executive Order 10448 of April 22, 1953 ("Authorizing the National Defense Medal"), as 

amended, is further amended by striking "the Secretary of Transportation" in sections 1 and 2 and inserting 

"the Secretary of Homeland Security" in lieu thereof. 

Sec. 80. Executive Order 10271 of July 7, 1951 ("Delegating the Authority of the President to Order 

Members and Units of Reserve Components of the Armed Forces into Active Federal service"), is amended 

by striking "the Secretary of the Treasury" and inserting "the Secretary of Homeland Security" in lieu 

thereof. 

Sec. 81. Executive Order 10179 of November 8, 1950 ("Establishing the Korean Service Medal"), as 

amended, is further amended by striking "the Secretary of the Treasury" in sections 1 and 2 and inserting 

"the Secretary of Homeland Security" in lieu thereof. 

Sec. 82. Executive Order 10163 of September 25, 1950 ("The Armed Forces Reserve Medal"), as amended, 

is further amended by striking "the Secretary of the Treasury" in sections 2 and 7 and inserting "the 

Secretary of Homeland Security" in lieu thereof. 

Sec. 83. Executive Order 10113 of February 24, 1950 ("Delegating the Authority of the President to 

Prescribe Clothing Allowances, and Cash Allowances in lieu thereof, for Enlisted Men in the Armed 

Forces"), as amended, is further amended by striking "the Secretary of the Treasury" in sections 1 and 2 

and inserting "the Secretary of Homeland Security" in lieu thereof. 

Sec. 84. Executive Order 4601 of March 1, 1927 ("Distinguished Flying Cross"), as amended, is further 

amended by: 

(a) striking "The Secretary of War, the Secretary of the Navy," in sections 2 and 12 and inserting "The 

Secretary of Defense" in lieu thereof; and 

(b) striking "the Secretary of the Treasury" in sections 2 and 12 and inserting "the Secretary of Homeland 

Security" in lieu thereof. 

Sec. 85. Designation as a Defense Agency of the United States. 

I hereby designate the Department of Homeland Security as a defense agency of the United States for the 

purposes of chapter 17 of title 35 of the United States Code. 

Sec. 86. Exception from the Provisions of the Government Employees Training Act. 

Those elements of the Department of Homeland Security that are supervised by the Under Secretary of 

Homeland Security for 

Information Analysis and Infrastructure Protection through the Department's Assistant Secretary for 

Information Analysis are, pursuant to section 4102(b)(1) of title 5, United States Code, and in the public 

interest, excepted from the following provisions of the Government Employees Training Act as codified in 

title 5: sections 4103(a)(1), 4108, 4115, 4117, and 4118, and that part of 4109(a) that provides "under the 

regulations prescribed under section 4118(a)(8) of this title and". 

Sec. 87. Functions of Certain Officials in the Coast Guard. 



 

      

          

       

      

               

            

             

         

     

      

       

       

        

     

       

  

         

   

                

     

         

             

     

     

           

         

              

         

          

           

    

             

           

              

           

           

          

     

         

           

            

    

 

   

    

   

 

 
 

   

 

 

The Commandant and the Assistant Commandant for Intelligence of the Coast Guard each shall be 

considered a "Senior Official of the Intelligence Community" for purposes of Executive Order 12333 of 

December 4, 1981, and all other relevant authorities. 

Sec. 88. Order of Succession. 

Subject to the provisions of subsection (b) of this section, the officers named in subsection (a) of this 

section, in the order listed, shall act as, and perform the functions and duties of, the office of Secretary of 

Homeland Security ("Secretary") during any period in which the Secretary has died, resigned, or otherwise 

become unable to perform the functions and duties of the office of Secretary. 

(a) Order of Succession. 

(i) Deputy Secretary of Homeland Security; 

(ii) Under Secretary for Border and Transportation Security; 

(iii) Under Secretary for Emergency Preparedness and Response; 

(iv) Under Secretary for Information Analysis and Infrastructure Protection; 

(v) Under Secretary for Management; 

(vi) Under Secretary for Science and Technology; 

(vii) General Counsel; and 

(viii) Assistant Secretaries in the Department in the order of their date of appointment as such. 

(b) Exceptions. 

(i) No individual who is serving in an office listed in subsection (a) in an acting capacity shall act as 

Secretary pursuant to this section. 

(ii) Notwithstanding the provisions of this section, the President retains discretion, to the extent permitted 

by the Federal Vacancies Reform Act of 1998, 5 U.S.C. 3345 et seq., to depart from this order in 

designating an acting Secretary. 

Sec. 89. Savings Provision. 

Except as otherwise specifically provided above or in Executive Order 13284 of January 23, 2003 

("Amendment of Executive Orders, and Other Actions, in Connection With the Establishment of the 

Department of Homeland Security"), references in any prior Executive Order relating to an agency or an 

agency component that is transferred to the Department of Homeland Security ("the Department"), or 

relating to a function that is transferred to the Secretary of Homeland 

Security, shall be deemed to refer, as appropriate, to the Department or its officers, employees, agents, 

organizational units, or functions. 

Sec. 90. Nothing in this order shall be construed to impair or otherwise affect the authority of the Secretary 

of Defense with respect to the Department of Defense, including the chain of command for the armed 

forces of the United States under section 162(b) of title 10, United States Code, and the authority of the 

Secretary of Defense with respect to the Department of Defense under section 113(b) of that title. 

Sec. 91. Nothing in this order shall be construed to limit or restrict the authorities of the Central 

Intelligence Agency and the Director of Central Intelligence pursuant to the National Security Act of 1947 

and the CIA Act of 1949. 

Sec. 92. This order shall become effective on March 1, 2003. 

Sec. 93. This order does not create any right or benefit, substantive or procedural, enforceable at law or in 

equity, against the United States, its departments, agencies, or other entities, its officers or employees, or 

any other person. 

GEORGE W. BUSH 

THE WHITE HOUSE, 

February 28, 2003. 

AMENDMENT(S) : None 
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APPENDIX 2-8: PDD 39 

Presidential Decision Directive 39, June 21, 1995, United States Policy on Counterterrorism 

Purpose. To provide an unclassified synopsis of the U.S. national policy on terrorism as laid out in 

Presidential Decision Directive-39 (PDD-39). 

Background. On June 21, 1995, the President signed PDD-39, U.S. Policy on Counterterrorism. This 

classified document laid out the national policy and assigned specific missions to designated Federal 

Departments and agencies. This unclassified synopsis is provided to enable Federal, State, and local 

emergency response and Consequence Management personnel without appropriate security clearances to 

have a basic understanding of the provisions of PDD-39. 

PDD-39 validates and reaffirms existing Federal Lead Agency responsibilities for counterterrorism, which 

are assigned to the Department of Justice (DOJ), as delegated to the Federal Bureau of Investigation (FBI), 

for threats or acts of terrorism within the United States. The FBI as the lead for Crisis Management will 

involve only those Federal agencies required and designated in classified documents. The Directive further 

states that the Federal Emergency Management Agency (FEMA), with the support of all agencies in the 

Federal Response Plan (FRP), will support the FBI in Washington, DC, and on scene until the Attorney 

General transfers Lead Agency to FEMA. FEMA retains responsibility for Consequence Management 

throughout the Federal response. 

Definitions. Crisis Management includes measures to identify, acquire, and plan the use of resources 

needed to anticipate, prevent, and/or resolve a threat or act of terrorism. The laws of the United States 

assign primary authority to the Federal Government to prevent and respond to acts of terrorism; State and 

local governments provide assistance as required. Crisis management is predominantly a law enforcement 

response. 

Consequence Management includes measures to protect public health and safety, restore essential 

government services, and provide emergency relief to governments, businesses, and individuals affected by 

the consequences of terrorism. The laws of the United States assign primary authority to the States to 

respond to the consequences of terrorism; the Federal Government provides assistance as required. 

U.S. Policy on Counterterrorism 

General. Terrorism is both a threat to our national security as well as a criminal act. The Administration 

has stated that it is the policy of the United States to use all appropriate means to deter, defeat, and respond 

to all terrorist attacks on our territory and resources, both with people and facilities, wherever they occur. In 

support of these efforts, the United States will: 

Employ efforts to deter, preempt, apprehend, and prosecute terrorists.
 
Work closely with other governments to carry out counterterrorism policy and combat 

terrorist threats against them.
 
Identify sponsors of terrorists, isolate them, and ensure they pay for their actions.
 
Make no concessions to terrorists.
 

Measures to Combat Terrorism. To ensure that the United States is prepared to combat terrorism in all of 

its forms, a number of measures have been directed. These include reducing vulnerabilities to terrorism, 

deterring and responding to terrorist attacks, and having capabilities to prevent and manage the 

consequences of terrorist use of nuclear, biological, or chemical (NBC) weapons, including those of mass 

destruction. 

a. Reduce Vulnerabilities. In order to reduce vulnerabilities to terrorism, both at home and abroad, all 

departmental/agency heads have been directed to ensure that their personnel and facilities are fully 

protected against terrorism. Specific efforts that will be conducted to ensure our security against terrorist 

attacks include the following: 
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Review the vulnerability of government facilities and critical national infrastructure.
 
Expand the program of counterterrorism.
 
Reduce vulnerabilities affecting civilian personnel/facilities abroad and military
 
personnel/facilities.
 
Exclude/deport persons who pose a terrorist threat. 

Prevent unlawful traffic in firearms and explosives and protect the President and other
 
officials against terrorist attack.
 
Reduce U.S. vulnerabilities to international terrorism through intelligence collection/ analysis,
 
counterintelligence, and covert action.
 

b. Deter. To deter terrorism, it is necessary to provide a clear public position that our policies will not be 

affected by terrorist acts and we will vigorously deal with terrorists/sponsors to reduce terrorist capabilities 

and support. In this regard, we must make it clear that we will not allow terrorism to succeed and that the 

pursuit, arrest, and prosecution of terrorists are of the highest priority. Our goals include the disruption of
 
terrorist sponsored activity, including termination of financial support, arrest and punishment of terrorists
 
as criminals, application of U.S. laws and new legislation to prevent terrorist groups from operating in the 

United States, and application of extraterritorial statutes to counter acts of terrorism and apprehend
 
terrorists outside of the United States. The return of terrorists overseas who are wanted for violation of U.S. 

law is of the highest priority and a central issue in bilateral relations with any state that harbors or assists
 
them.
 

c. Respond. To respond to terrorism, we must have a rapid and decisive capability to protect Americans,
 
defeat or arrest terrorists, respond against terrorist sponsors, and provide relief to the victims of terrorists.
 
The goal during the immediate response phase of an incident is to terminate terrorist attacks, so the 

terrorists do not accomplish their objectives or maintain their freedom, while seeking to minimize damage 

and loss of life and provide emergency assistance. After an incident has occurred, a rapidly deployable 

interagency Emergency Support Team (EST) will provide required capabilities on scene: a Foreign
 
Emergency Support Team (FEST) for foreign incidents, and a Domestic Emergency Support Team (DEST)
 
for domestic incidents. DEST membership will be limited to those agencies required to respond to the 

specific incident. Both teams will include elements for specific types of incidents such as nuclear,
 
chemical, and biological threats.
 

The Director, FEMA will ensure that the FRP is adequate for Consequence Management activities in 

response to terrorist attacks against large U.S. populations, including those where weapons of mass 

destruction (WMD) are involved. FEMA will also ensure that State response plans and capabilities are 

adequate and tested. FEMA, supported by all FRP signatories, will assume the Lead Agency role for 

consequence management in Washington, DC, and on scene. If large-scale casualties and infrastructure 

damage occur, the President may appoint a Personal Representative for Consequence Management as the 

on-scene Federal authority during recovery. A roster of senior and former government officials willing to 

perform these functions will be created, and the rostered individuals will be provided training and 

information necessary to allow themselves to be called on short notice. 

Agencies will bear the cost of their participation in terrorist incidents and counter-terrorist operations, 

unless otherwise directed. 

d. NBC Consequence Management. The development of effective capabilities for preventing and managing 

the consequence of terrorist use of NBC materials or weapons is of the highest priority. Terrorist 

acquisition of WMD is not acceptable, and there is no higher priority than preventing the acquisition of 

such materials/weapons or removing the capability from terrorist groups. 

AMENDMENT(S): None 



 

 

 
      

 

         

           

          

          

        

 

        

            

         

           

            

           

 

           

       

       

 

      

          

          

         

         

       

       

      

 

  

 

          

      

          

        

          

         

       

        

  

 

 
 

  

 

 

 
       

 

       

          

APPENDIX 2-9: PDD 62 

Presidential Decision Directive 62, May 22, 1988, Combating Terrorism 

Since he took office, President Clinton has made the fight against terrorism a top national security 

objective. The President has worked to deepen our cooperation with our friends and allies abroad, 

strengthen law enforcement's counterterrorism tools and improve security on airplanes and at airports. 

These efforts have paid off as major terrorist attacks have been foiled and more terrorists have been 

apprehended, tried and given severe prison terms. 

Yet America's unrivaled military superiority means that potential enemies -- whether nations or terrorist 

groups -- that choose to attack us will be more likely to resort to terror instead of conventional military 

assault. Moreover, easier access to sophisticated technology means that the destructive power available to 

terrorists is greater than ever. Adversaries may thus be tempted to use unconventional tools, such as 

weapons of mass destruction, to target our cities and disrupt the operations of our government. They may 

try to attack our economy and critical infrastructure using advanced computer technology. 

President Clinton is determined that in the coming century, we will be capable of deterring and preventing 

such terrorist attacks. The President is convinced that we must also have the ability to limit the damage and 

manage the consequences should such an attack occur. 

To meet these challenges, President Clinton signed Presidential Decision Directive 62. This Directive 

creates a new and more systematic approach to fighting the terrorist threat of the next century. It reinforces 

the mission of the many U.S. agencies charged with roles in defeating terrorism; it also codifies and 

clarifies their activities in the wide range of U.S. counter-terrorism programs, from apprehension and 

prosecution of terrorists to increasing transportation security, enhancing response capabilities and 

protecting the computer-based systems that lie at the heart of America's economy. The Directive will help 

achieve the President's goal of ensuring that we meet the threat of terrorism in the 21st century with the 

same rigor that we have met military threats in this century. 

The National Coordinator 

To achieve this new level of integration in the fight against terror, PDD-62 establishes the office of the 

National Coordinator for Security, Infrastructure Protection and Counter-Terrorism. The National 

Coordinator will oversee the broad variety of relevant polices and programs including such areas as 

counter-terrorism, protection of critical infrastructure, preparedness and consequence management for 

weapons of mass destruction. The National Coordinator will work within the National Security Council, 

report to the President through the Assistant to the President for National Security Affairs and produce for 

him an annual Security Preparedness Report. The National Coordinator will also provide advice regarding 

budgets for counter-terror programs and coordinate the development of guidelines that might be needed for 

crisis management. 

AMENDMENT(S): None 

APPENDIX 2-10: PDD 63 

Presidential Decision Directive 63, May 22 1998, Protecting America’s Critical Infrastructures 

This Presidential Directive builds on the recommendations of the President's Commission on Critical 

Infrastructure Protection. In October 1997 the Commission issued its report, calling for a national effort to 
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assure the security of the United States' increasingly vulnerable and interconnected infrastructures, such as 

telecommunications, banking and finance, energy, transportation, and essential government services. 

Presidential Decision Directive 63 is the culmination of an intense, interagency effort to evaluate those 

recommendations and produce a workable and innovative framework for critical infrastructure protection. 

The President's policy: 

Sets a goal of a reliable, interconnected, and secure information system infrastructure by the year 

2003, and significantly increased security for government systems by the year 2000, by: 

 Immediately establishing a national center to warn of and respond to attacks. 

 Building the capability to protect critical infrastructures from intentional acts by 2003. 

Addresses the cyber and physical infrastructure vulnerabilities of the Federal government by 

requiring each department and agency to work to reduce its exposure to new threats; 

Requires the Federal government to serve as a model to the rest of the country for how 

infrastructure protection is to be attained; 

Seeks the voluntary participation of private industry to meet common goals for protecting our 

critical systems through public-private partnerships; 

Protects privacy rights and seeks to utilize market forces. It is meant to strengthen and protect the 

nation's economic power, not to stifle it. 

Seeks full participation and input from the Congress. 

PDD-63 sets up a new structure to deal with this important challenge: 

a National Coordinator whose scope will include not only critical infrastructure but also foreign 

terrorism and threats of domestic mass destruction (including biological weapons) because attacks 

on the US may not come labeled in neat jurisdictional boxes; 

The National Infrastructure Protection Center (NIPC) at the FBI which will fuse representatives 

from FBI, DOD, USSS, Energy, Transportation, the Intelligence Community, and the private 

sector in an unprecedented attempt at information sharing among agencies in collaboration with 

the private sector. The NIPC will also provide the principal means of facilitating and coordinating 

the Federal Government's response to an incident, mitigating attacks, investigating threats and 

monitoring reconstitution efforts; 

An Information Sharing and Analysis Center (ISAC) is encouraged to be set up by the private 

sector, in cooperation with the federal government; 

A National Infrastructure Assurance Council drawn from private sector leaders and state/local 

officials to provide guidance to the policy formulation of a National plan 

The Critical Infrastructure Assurance Office will provide support to the National Coordinator‘s 

work with government agencies and the private sector in developing a national plan. The office 

will also help coordinate a national education and awareness program, and legislative and public 

affairs. 

AMENDMENT(S): None 

APPENDIX 2-11: HSPD-5 

Homeland Security Presidential Directive (HSPD) 5, February 28, 2003, Management of Domestic 

Incidents 

Purpose 

(1) To enhance the ability of the United States to manage domestic incidents by establishing a single, 

comprehensive national incident management system. 

Definitions 



 

    

         

          

          

          

  

            

           

 

  

             

      

     

          

         

        

      

 

       

         

             

      

              

            

          

        

         

         

  

 

           

          

      

       

       

      

        

       

           

          

     

 

      

             

     

         

 

 

         

              

          

          

         

        

            

        

(2) In this directive: 

(a) the term "Secretary" means the Secretary of Homeland Security. 

(b) the term "Federal departments and agencies" means those executive departments enumerated in 5 

U.S.C. 101, together with the Department of Homeland Security; independent establishments as defined by 

5 U.S.C. 104(1); government corporations as defined by 5 U.S.C. 103(1); and the United States Postal 

Service. 

(c) the terms "State," "local," and the "United States" when it is used in a geographical sense, have the same 

meanings as used in the Homeland Security Act of 2002, Public Law 107-296. 

Policy 

(3) To prevent, prepare for, respond to, and recover from terrorist attacks, major disasters, and other 

emergencies, the United States Government shall establish a single, compre-hensive approach to domestic 

incident management. The objective of the United States Government is to ensure that all levels of 

government across the Nation have the capability to work efficiently and effectively together, using a 

national approach to domestic incident management. In these efforts, with regard to domestic incidents, the 

United States Government treats crisis management and consequence management as a single, integrated 

function, rather than as two separate functions. 

(4) The Secretary of Homeland Security is the principal Federal official for domestic incident management. 

Pursuant to the Homeland Security Act of 2002, the Secretary is responsible for coordinating Federal 

operations within the United States to prepare for, respond to, and recover from terrorist attacks, major 

disasters, and other emergencies. The Secretary shall coordinate the Federal Government's resources 

utilized in response to or recovery from terrorist attacks, major disasters, or other emergencies if and when 

any one of the following four conditions applies: (1) a Federal department or agency acting under its own 

authority has requested the assistance of the Secretary; (2) the resources of State and local authorities are 

overwhelmed and Federal assistance has been requested by the appropriate State and local authorities; (3) 

more than one Federal department or agency has become substantially involved in responding to the 

incident; or (4) the Secretary has been directed to assume responsibility for managing the domestic incident 

by the President. 

(5) Nothing in this directive alters, or impedes the ability to carry out, the authorities of Federal 

departments and agencies to perform their responsibilities under law. All Federal departments and agencies 

shall cooperate with the Secretary in the Secretary's domestic incident management role. 

(6) The Federal Government recognizes the roles and responsibilities of State and local authorities in 

domestic incident management. Initial responsibility for managing domestic incidents generally falls on 

State and local authorities. The Federal Government will assist State and local authorities when their 

resources are overwhelmed, or when Federal interests are involved. The Secretary will coordinate with 

State and local governments to ensure adequate planning, equipment, training, and exercise activities. The 

Secretary will also provide assistance to State and local governments to develop all-hazards plans and 

capabilities, including those of greatest importance to the security of the United States, and will ensure that 

State, local, and Federal plans are compatible. 

(7) The Federal Government recognizes the role that the private and nongovernmental sectors play in 

preventing, preparing for, responding to, and recovering from terrorist attacks, major disasters, and other 

emergencies. The Secretary will coordinate with the private and nongovernmental sectors to ensure 

adequate planning, equipment, training, and exercise activities and to promote partnerships to address 

incident management capabilities. 

(8) The Attorney General has lead responsibility for criminal investigations of terrorist acts or terrorist 

threats by individuals or groups inside the United States, or directed at United States citizens or institutions 

abroad, where such acts are within the Federal criminal jurisdiction of the United States, as well as for 

related intelligence collection activities within the United States, subject to the National Security Act of 

1947 and other applicable law, Executive Order 12333, and Attorney General-approved procedures 

pursuant to that Executive Order. Generally acting through the Federal Bureau of Investigation, the 

Attorney General, in cooperation with other Federal departments and agencies engaged in activities to 

protect our national security, shall also coordinate the activities of the other members of the law 



 

      

        

          

            

           

         

     

 

            

           

              

      

           

          

        

            

  

           

         

              

         

            

 

        

        

      

          

      

  

          

         

         

        

           

       

            

          

 

  

         

        

           

         

         

 

           

     

             

              

       

      

      

         

         

 

enforcement community to detect, prevent, preempt, and disrupt terrorist attacks against the United States. 

Following a terrorist threat or an actual incident that falls within the criminal jurisdiction of the United 

States, the full capabilities of the United States shall be dedicated, consistent with United States law and 

with activities of other Federal departments and agencies to protect our national security, to assisting the 

Attorney General to identify the perpetrators and bring them to justice. The Attorney General and the 

Secretary shall establish appropriate relationships and mechanisms for cooperation and coordination 

between their two departments. 

(9) Nothing in this directive impairs or otherwise affects the authority of the Secretary of Defense over the 

Department of Defense, including the chain of command for military forces from the President as 

Commander in Chief, to the Secretary of Defense, to the commander of military forces, or military 

command and control procedures. The Secretary of Defense shall provide military support to civil 

authorities for domestic incidents as directed by the President or when consistent with military readiness 

and appropriate under the circumstances and the law. The Secretary of Defense shall retain command of 

military forces providing civil support. The Secretary of Defense and the Secretary shall establish 

appropriate relationships and mechanisms for cooperation and coordination between their two departments. 

(10) The Secretary of State has the responsibility, consistent with other United States Government activities 

to protect our national security, to coordinate international activities related to the prevention, preparation, 

response, and recovery from a domestic incident, and for the protection of United States citizens and 

United States interests overseas. The Secretary of State and the Secretary shall establish appropriate 

relationships and mechanisms for cooperation and coordination between their two departments. 

(11) The Assistant to the President for Homeland Security and the Assistant to the President for National 

Security Affairs shall be responsible for interagency policy coordination on domestic and international 

incident management, respectively, as directed by the President. The Assistant to the President for 

Homeland Security and the Assistant to the President for National Security Affairs shall work together to 

ensure that the United States domestic and international incident management efforts are seamlessly united. 

(12) The Secretary shall ensure that, as appropriate, information related to domestic incidents is gathered 

and provided to the public, the private sector, State and local authorities, Federal departments and agencies, 

and, generally through the Assistant to the President for Homeland Security, to the President. The Secretary 

shall provide standardized, quantitative reports to the Assistant to the President for Homeland Security on 

the readiness and preparedness of the Nation -- at all levels of government -- to prevent, prepare for, 

respond to, and recover from domestic incidents. 

(13) Nothing in this directive shall be construed to grant to any Assistant to the President any authority to 

issue orders to Federal departments and agencies, their officers, or their employees. 

Tasking 

(14) The heads of all Federal departments and agencies are directed to provide their full and prompt 

cooperation, resources, and support, as appropriate and consistent with their own responsibilities for 

protecting our national security, to the Secretary, the Attorney General, the Secretary of Defense, and the 

Secretary of State in the exercise of the individual leadership responsibilities and missions assigned in 

paragraphs (4), (8), (9), and (10), respectively, above. 

(15) The Secretary shall develop, submit for review to the Homeland Security Council, and administer a 

National Incident Management System (NIMS). This system will provide a consistent nationwide approach 

for Federal, State, and local governments to work effectively and efficiently together to prepare for, 

respond to, and recover from domestic incidents, regardless of cause, size, or complexity. To provide for 

interoperability and compatibility among Federal, State, and local capabilities, the NIMS will include a 

core set of concepts, principles, terminology, and technologies covering the incident command system; 

multi-agency coordination systems; unified command; training; identification and management of 

resources (including systems for classifying types of resources); qualifications and certification; and the 

collection, tracking, and reporting of incident information and incident resources. 



 

           

      

          

           

      

           

           

           

         

       

          

        

        

         

          

        

          

        

 

   

                

       

        

             

        

            

           

            

          

        

 

          

          

      

          

         

        

          

  

 

       

             

  

           

         

       

 

         

          

            

     

 

        

           

        

(16) The Secretary shall develop, submit for review to the Homeland Security Council, and administer a 

National Response Plan (NRP). The Secretary shall consult with appropriate Assistants to the President 

(including the Assistant to the President for Economic Policy) and the Director of the Office of Science and 

Technology Policy, and other such Federal officials as may be appropriate, in developing and 

implementing the NRP. This plan shall integrate Federal Government domestic prevention, preparedness, 

response, and recovery plans into one all-discipline, all-hazards plan. The NRP shall be unclassified. If 

certain operational aspects require classification, they shall be included in classified annexes to the NRP. 

(a) The NRP, using the NIMS, shall, with regard to response to domestic incidents, provide the structure 

and mechanisms for national level policy and operational direction for Federal support to State and local 

incident managers and for exercising direct Federal authorities and responsibilities, as appropriate. 

(b) The NRP will include protocols for operating under different threats or threat levels; incorporation of 

existing Federal emergency and incident management plans (with appropriate modifications and revisions) 

as either integrated components of the NRP or as supporting operational plans; and additional opera-tional 

plans or annexes, as appropriate, including public affairs and intergovernmental communications. 

(c) The NRP will include a consistent approach to reporting incidents, providing assessments, and making 

recommendations to the President, the Secretary, and the Homeland Security Council. 

(d) The NRP will include rigorous requirements for continuous improvements from testing, exercising, 

experience with incidents, and new information and technologies. 

(17) The Secretary shall: 

(a) By April 1, 2003, (1) develop and publish an initial version of the NRP, in consultation with other 

Federal departments and agencies; and (2) provide the Assistant to the President for Homeland Security 

with a plan for full development and implementation of the NRP. 

(b) By June 1, 2003, (1) in consultation with Federal departments and agencies and with State and local 

governments, develop a national system of standards, guidelines, and protocols to implement the NIMS; 

and (2) establish a mechanism for ensuring ongoing management and maintenance of the NIMS, including 

regular consultation with other Federal departments and agencies and with State and local governments. 

(c) By September 1, 2003, in consultation with Federal departments and agencies and the Assistant to the 

President for Homeland Security, review existing authorities and regulations and prepare recommendations 

for the President on revisions necessary to implement fully the NRP. 

(18) The heads of Federal departments and agencies shall adopt the NIMS within their departments and 

agencies and shall provide support and assistance to the Secretary in the development and maintenance of 

the NIMS. All Federal departments and agencies will use the NIMS in their domestic incident management 

and emergency prevention, preparedness, response, recovery, and mitigation activities, as well as those 

actions taken in support of State or local entities. The heads of Federal departments and agencies shall 

participate in the NRP, shall assist and support the Secretary in the development and maintenance of the 

NRP, and shall participate in and use domestic incident reporting systems and protocols established by the 

Secretary. 

(19) The head of each Federal department and agency shall: 

(a) By June 1, 2003, make initial revisions to existing plans in accordance with the initial version of the 

NRP. 

(b) By August 1, 2003, submit a plan to adopt and implement the NIMS to the Secretary and the Assistant 

to the President for Homeland Security. The Assistant to the President for Homeland Security shall advise 

the President on whether such plans effectively implement the NIMS. 

(20) Beginning in Fiscal Year 2005, Federal departments and agencies shall make adoption of the NIMS a 

requirement, to the extent permitted by law, for providing Federal preparedness assistance through grants, 

contracts, or other activities. The Secretary shall develop standards and guidelines for determining whether 

a State or local entity has adopted the NIMS. 

Technical and Conforming Amendments to National Security Presidential Directive-1 (NSPD-1) 

(21) NSPD-1 ("Organization of the National Security Council System") is amended by replacing the fifth 

sentence of the third paragraph on the first page with the following: "The Attorney General, the Secretary 



 

            

      

 

        

           

            

          

 

         

          

          

               

  

             

    

             

   

              

  

             

       

               

      

               

      

              

     

             

    

            

       

             

     

              

     

              

 

             

   

             

 

         

          

              

       

           

           

            

          

         

           

          

            

            

            

of Homeland Security, and the Director of the Office of Management and Budget shall be invited to attend 

meetings pertaining to their responsibilities.". 

Technical and Conforming Amendments to National Security Presidential Directive-8 (NSPD-8) 

(22) NSPD-8 ("National Director and Deputy National Security Advisor for Combating Terrorism") is 

amended by striking "and the Office of Homeland Security," on page 4, and inserting "the Department of 

Homeland Security, and the Homeland Security Council" in lieu thereof. 

Technical and Conforming Amendments to Homeland Security Presidential Directive-2 (HSPD-2) 

(23) HSPD-2 ("Combating Terrorism Through Immigration Policies") is amended as follows: 

(a) striking "the Commissioner of the Immigration and Naturalization Service (INS)" in the second 

sentence of the second paragraph in section 1, and inserting "the Secretary of Homeland Security" in lieu 

thereof ; 

(b) striking "the INS," in the third paragraph in section 1, and inserting "the Department of Homeland 

Security" in lieu thereof; 

(c) inserting ", the Secretary of Homeland Security," after "The Attorney General" in the fourth paragraph 

in section 1; 

(d) inserting ", the Secretary of Homeland Security," after "the Attorney General" in the fifth paragraph in 

section 1; 

(e) striking "the INS and the Customs Service" in the first sentence of the first paragraph of section 2, and 

inserting "the Department of Homeland Security" in lieu thereof; 

(f) striking "Customs and INS" in the first sentence of the second paragraph of section 2, and inserting "the 

Department of Homeland Security" in lieu thereof; 

(g) striking "the two agencies" in the second sentence of the second paragraph of section 2, and inserting 

"the Department of Homeland Security" in lieu thereof; 

(h) striking "the Secretary of the Treasury" wherever it appears in section 2, and inserting "the Secretary of 

Homeland Security" in lieu thereof; 

(i) inserting ", the Secretary of Homeland Security," after "The Secretary of State" wherever the latter 

appears in section 3; 

(j) inserting ", the Department of Homeland Security," after "the Department of State," in the second 

sentence in the third paragraph in section 3; 

(k) inserting "the Secretary of Homeland Security," after "the Secretary of State," in the first sentence of the 

fifth paragraph of section 3; 

(l) striking "INS" in the first sentence of the sixth paragraph of section 3, and inserting "Department of 

Homeland Security" in lieu thereof; 

(m) striking "the Treasury" wherever it appears in section 4 and inserting "Homeland Security" in lieu 

thereof; 

(n) inserting ", the Secretary of Homeland Security," after "the Attorney General" in the first sentence in 

section 5; and 

(o) inserting ", Homeland Security" after "State" in the first sentence of section 6. 

Technical and Conforming Amendments to Homeland Security Presidential Directive-3 (HSPD-3) 

(24) The Homeland Security Act of 2002 assigned the responsibility for administering the Homeland 

Security Advisory System to the Secretary of Homeland Security. Accordingly, HSPD-3 of March 11, 2002 

("Homeland Security Advisory System") is amended as follows: 

(a) replacing the third sentence of the second paragraph entitled "Homeland Security Advisory System" 

with "Except in exigent circumstances, the Secretary of Homeland Security shall seek the views of the 

Attorney General, and any other federal agency heads the Secretary deems appropriate, including other 

members of the Homeland Security Council, on the Threat Condition to be assigned." 

(b) inserting "At the request of the Secretary of Homeland Security, the Department of Justice shall permit 

and facilitate the use of delivery systems administered or managed by the Department of Justice for the 

purposes of delivering threat information pursuant to the Homeland Security Advisory System." as a new 

paragraph after the fifth paragraph of the section entitled "Homeland Security Advisory System." 

(c) inserting ", the Secretary of Homeland Security" after "The Director of Central Intelligence" in the first 

sentence of the seventh paragraph of the section entitled "Homeland Security Advisory System". 



 

             

             

        

 

   

 

 
 

  

 

 

 

   

 

          

        

          

      

         

           

 

 

     

         

      

       

        

         

      

        

      

        

           

          

            

         

         

         

       

   

     

            

           

           

 

         

         

       

(d) striking "Attorney General" wherever it appears (except in the sentences referred to in subsections (a) 

and (c) above), and inserting "the Secretary of Homeland Security" in lieu thereof; and 

(e) striking the section entitled "Comment and Review Periods." 

GEORGE W. BUSH 

AMENDMENT(S): None 

APPENDIX 2-12 : HSPD-8 

SUBJECT: National Preparedness 

Purpose 

1.	 This directive establishes policies to strengthen the preparedness of the United States to prevent 

and respond to threatened or actual domestic terrorist attacks, major disasters, and other 

emergencies by requiring a national domestic all-hazards preparedness goal, establishing 

mechanisms for improved delivery of Federal preparedness assistance to State and local 

governments, and outlining actions to strengthen preparedness capabilities of Federal, State, and 

local entities. 

Definitions 

2.	 For the purposes of this directive: 

a. The term "all-hazards preparedness" refers to preparedness for domestic terrorist attacks, 

major disasters, and other emergencies. 

b. The term "Federal departments and agencies" means those executive depart-ments 

enumerated in 5 U.S.C. 101, and the Department of Homeland Security; independent 

establishments as defined by 5 U.S.C. 104(1); Government corporations as defined by 5 

U.S.C. 103(1); and the United States Postal Service. 

c. The term "Federal preparedness assistance" means Federal department and agency grants, 

cooperative agreements, loans, loan guarantees, training, and/or technical assistance 

provided to State and local governments and the private sector to prevent, prepare for, 

respond to, and recover from terrorist attacks, major disasters, and other emergencies. 

Unless noted otherwise, the term "assistance" will refer to Federal assistance programs. 

d. The term "first responder" refers to those individuals who in the early stages of an 

incident are responsible for the protection and preservation of life, property, evidence, 

and the environment, including emergency response providers as defined in section 2 of 

the Homeland Security Act of 2002 (6 U.S.C. 101), as well as emergency management, 

public health, clinical care, public works, and other skilled support personnel (such as 

equipment operators) that provide immediate support services during prevention, 

response, and recovery operations. 

e. The terms "major disaster" and "emergency" have the meanings given in section 102 of 

the Robert T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5122). 

f. The term "major events" refers to domestic terrorist attacks, major disasters, and other 

emergencies. 

g. The term "national homeland security preparedness-related exercises" refers to homeland 

security-related exercises that train and test national decision makers and utilize resources 

of multiple Federal departments and agencies. Such exercises may involve State and local 



 

       

      

         

        

           

    

          

          

         

      

         

         

             

  

   

            

      

          

 

    

        

         

      

      

             

         

          

      

         

          

    

           

       

      

        

            

     

          

           

  

       

          

       

 

  

            

        

         

first responders when appropriate. Such exercises do not include those exercises 

conducted solely within a single Federal department or agency. 

h.	 The term "preparedness" refers to the existence of plans, procedures, policies, training, 

and equipment necessary at the Federal, State, and local level to maximize the ability to 

prevent, respond to, and recover from major events. The term "readiness" is used 

interchangeably with preparedness. 

i.	 The term "prevention" refers to activities undertaken by the first responder community 

during the early stages of an incident to reduce the likelihood or consequences of 

threatened or actual terrorist attacks. More general and broader efforts to deter, disrupt, or 

thwart terrorism are not addressed in this directive. 

j.	 The term "Secretary" means the Secretary of Homeland Security. 

k.	 The terms "State," and "local government," when used in a geographical sense, have the 

same meanings given to those terms in section 2 of the Homeland Security Act of 2002 (6 

U.S.C. 101). 

Relationship to HSPD-5 

3.	 This directive is a companion to HSPD-5, which identifies steps for improved coordination in 

response to incidents. This directive describes the way Federal departments and agencies will 

prepare for such a response, including prevention activities during the early stages of a terrorism 

incident. 

Development of a National Preparedness Goal 

4.	 The Secretary is the principal Federal official for coordinating the implementation of all-hazards 

preparedness in the United States. In cooperation with other Federal departments and agencies, the 

Secretary coordinates the preparedness of Federal response assets, and the support for, and 

assessment of, the preparedness of State and local first responders. 

5.	 To help ensure the preparedness of the Nation to prevent, respond to, and recover from threatened 

and actual domestic terrorist attacks, major disasters, and other emergencies, the Secretary, in 

coordination with the heads of other appropriate Federal departments and agencies and in 

consultation with State and local governments, shall develop a national domestic all-hazards 

preparedness goal. Federal departments and agencies will work to achieve this goal by: 

a.	 providing for effective, efficient, and timely delivery of Federal preparedness assistance 

to State and local governments; and 

b.	 supporting efforts to ensure first responders are prepared to respond to major events, 

especially prevention of and response to threatened terrorist attacks. 

6.	 The national preparedness goal will establish measurable readiness priorities and targets that 

appropriately balance the potential threat and magnitude of terrorist attacks, major disasters, and 

other emergencies with the resources required to prevent, respond to, and recover from them. It 

will also include readiness metrics and elements that support the national preparedness goal 

including standards for preparedness assessments and strategies, and a system for assessing the 

Nation's overall preparedness to respond to major events, especially those involving acts of 

terrorism. 

7.	 The Secretary will submit the national preparedness goal to me through the Homeland Security 

Council (HSC) for review and approval prior to, or concurrently with, the Department of 

Homeland Security's Fiscal Year 2006 budget submission to the Office of Management and 

Budget. 

Federal Preparedness Assistance 

8.	 The Secretary, in coordination with the Attorney General, the Secretary of Health and Human 

Services (HHS), and the heads of other Federal departments and agencies that provide assistance 

for first responder preparedness, will establish a single point of access to Federal preparedness 



 

            

       

       

     

        

        

        

        

           

         

        

       

      

         

            

          

         

         

     

        

           

          

         

        

       

         

    

       

          

         

          

          

      

           

        

         

        

      

        

             

           

         

          

 

        

         

        

     

         

          

         

    

           

assistance program information within 60 days of the issuance of this directive. The Secretary will 

submit to me through the HSC recommendations of specific Federal department and agency 

programs to be part of the coordinated approach. All Federal departments and agencies will 

cooperate with this effort. Agencies will continue to issue financial assistance awards consistent 

with applicable laws and regulations and will ensure that program announcements, solicitations, 

application instructions, and other guidance documents are consistent with other Federal 

preparedness programs to the extent possible. Full implementation of a closely coordinated 

interagency grant process will be completed by September 30, 2005. 

9.	 To the extent permitted by law, the primary mechanism for delivery of Federal preparedness 

assistance will be awards to the States. Awards will be delivered in a form that allows the 

recipients to apply the assistance to the highest priority preparedness requirements at the appro

priate level of government. To the extent permitted by law, Federal preparedness assistance will be 

predicated on adoption of Statewide comprehensive all-hazards preparedness strategies. The 

strategies should be consistent with the national preparedness goal, should assess the most 

effective ways to enhance preparedness, should address areas facing higher risk, especially to 

terrorism, and should also address local government concerns and Citizen Corps efforts. The 

Secretary, in coordination with the heads of other appropriate Federal departments and agencies, 

will review and approve strategies submitted by the States. To the extent permitted by law, 

adoption of approved Statewide strategies will be a requirement for receiving Federal 

preparedness assistance at all levels of government by September 30, 2005. 

10.	 In making allocations of Federal preparedness assistance to the States, the Secretary, the Attorney 

General, the Secretary of HHS, the Secretary of Transportation, the Secretary of Energy, the 

Secretary of Veterans Affairs, the Administrator of the Environmental Protection Agency, and the 

heads of other Federal departments and agencies that provide assistance for first responder 

preparedness will base those allocations on assessments of population concentrations, critical 

infrastructures, and other significant risk factors, particularly terrorism threats, to the extent 

permitted by law. 

11.	 Federal preparedness assistance will support State and local entities' efforts including planning, 

training, exercises, interoperability, and equipment acquisition for major events as well as capacity 

building for prevention activities such as information gathering, detection, deterrence, and 

collaboration related to terrorist attacks. Such assistance is not primarily intended to support 

existing capacity to address normal local first responder operations, but to build capacity to 

address major events, especially terrorism. 

12.	 The Attorney General, the Secretary of HHS, the Secretary of Transportation, the Secretary of 

Energy, the Secretary of Veterans Affairs, the Administrator of the Environmental Protection 

Agency, and the heads of other Federal departments and agencies that provide assistance for first 

responder preparedness shall coordinate with the Secretary to ensure that such assistance supports 

and is consistent with the national preparedness goal. 

13.	 Federal departments and agencies will develop appropriate mechanisms to ensure rapid obligation 

and disbursement of funds from their programs to the States, from States to the local community 

level, and from local entities to the end users to derive maximum benefit from the assistance 

provided. Federal departments and agencies will report annually to the Secretary on the obligation, 

expenditure status, and the use of funds associated with Federal preparedness assistance programs. 

Equipment 

14.	 The Secretary, in coordination with State and local officials, first responder organizations, the 

private sector and other Federal civilian departments and agencies, shall establish and implement 

streamlined procedures for the ongoing development and adoption of appropriate first responder 

equipment standards that support nationwide interoperability and other capabilities consistent with 

the national preparedness goal, including the safety and health of first responders. 

15.	 To the extent permitted by law, equipment purchased through Federal preparedness assistance for 

first responders shall conform to equipment standards in place at time of purchase. Other Federal 

departments and agencies that support the purchase of first responder equipment will coordinate 

their programs with the Department of Homeland Security and conform to the same standards. 



 

          

          

         

        

        

    

   

           

       

       

         

        

          

      

           

        

         

        

         

         

   

       

          

      

        

        

       

         

           

         

        

            

      

         

          

         

   

   

        

          

       

          

     

      

      

        

         

         

     

         

      

16.	 The Secretary, in coordination with other appropriate Federal departments and agencies and in 

consultation with State and local governments, will develop plans to identify and address national 

first responder equipment research and development needs based upon assessments of current and 

future threats. Other Federal departments and agencies that support preparedness research and 

development activities shall coordinate their efforts with the Department of Homeland Security 

and ensure they support the national preparedness goal. 

Training and Exercises 

17.	 The Secretary, in coordination with the Secretary of HHS, the Attorney General, and other 

appropriate Federal departments and agencies and in consultation with State and local 

governments, shall establish and maintain a comprehensive training program to meet the national 

preparedness goal. The program will identify standards and maximize the effectiveness of existing 

Federal programs and financial assistance and include training for the Nation's first responders, 

officials, and others with major event preparedness, prevention, response, and recovery roles. 

Federal departments and agencies shall include private organizations in the accreditation and 

delivery of preparedness training as appropriate and to the extent permitted by law. 

18.	 The Secretary, in coordination with other appropriate Federal departments and agencies, shall 

establish a national program and a multi-year planning system to conduct homeland security 

preparedness-related exercises that reinforces identified training standards, provides for evaluation 

of readiness, and supports the national preparedness goal. The establishment and maintenance of 

the program will be conducted in maximum collaboration with State and local governments and 

appropriate private sector entities. All Federal departments and agencies that conduct national 

homeland security preparedness-related exercises shall participate in a collaborative, interagency 

process to designate such exercises on a consensus basis and create a master exercise calendar. 

The Secretary will ensure that exercises included in the calendar support the national preparedness 

goal. At the time of designation, Federal departments and agencies will identify their level of 

participation in national homeland security preparedness- related exercises. The Secretary will 

develop a multi-year national homeland security preparedness-related exercise plan and submit the 

plan to me through the HSC for review and approval. 

19.	 The Secretary shall develop and maintain a system to collect, analyze, and disseminate lessons 

learned, best practices, and information from exercises, training events, research, and other 

sources, including actual incidents, and establish procedures to improve national preparedness to 

prevent, respond to, and recover from major events. The Secretary, in coordination with other 

Federal departments and agencies and State and local governments, will identify relevant classes 

of homeland-security related information and appropriate means of transmission for the 

information to be included in the system. Federal departments and agencies are directed, and State 

and local governments are requested, to provide this information to the Secretary to the extent 

permitted by law. 

Federal Department and Agency Preparedness 

20.	 The head of each Federal department or agency shall undertake actions to support the national 

preparedness goal, including adoption of quantifiable performance measurements in the areas of 

training, planning, equipment, and exercises for Federal incident management and asset 

preparedness, to the extent permitted by law. Specialized Federal assets such as teams, stockpiles, 

and caches shall be maintained at levels consistent with the national preparedness goal and be 

available for response activities as set forth in the National Response Plan, other appropriate 

operational documents, and applicable authorities or guidance. Relevant Federal regulatory 

requirements should be consistent with the national preparedness goal. Nothing in this directive 

shall limit the authority of the Secretary of Defense with regard to the command and control, 

training, planning, equipment, exercises, or employment of Department of Defense forces, or the 

allocation of Department of Defense resources. 

21.	 The Secretary, in coordination with other appropriate Federal civilian departments and agencies, 

shall develop and maintain a Federal response capability inventory that includes the performance 



 

           

          

        

       

  

 

        

         

        

        

 

          

      

         

         

  

  

         

       

           

     

        

  

           

          

    

            

          

          

  

         

       

           

           

  

 

  

          

              

       

          

       

parameters of the capability, the timeframe within which the capability can be brought to bear on 

an incident, and the readiness of such capability to respond to domestic incidents. The Department 

of Defense will provide to the Secretary information describing the organizations and functions 

within the Department of Defense that may be utilized to provide support to civil authorities 

during a domestic crisis. 

Citizen Participation 

22.	 The Secretary shall work with other appropriate Federal departments and agencies as well as State 

and local governments and the private sector to encourage active citizen participation and 

involvement in preparedness efforts. The Secretary shall periodically review and identify the best 

community practices for integrating private citizen capabilities into local preparedness efforts. 

Public Communication 

23.	 The Secretary, in consultation with other Federal departments and agencies, State and local 

governments, and non-governmental organizations, shall develop a comprehensive plan to provide 

accurate and timely preparedness information to public citizens, first responders, units of 

government, the private sector, and other interested parties and mechanisms for coordination at all 

levels of government. 

Assessment and Evaluation 

24.	 The Secretary shall provide to me through the Assistant to the President for Homeland Security an 

annual status report of the Nation's level of preparedness, including State capabilities, the 

readiness of Federal civil response assets, the utilization of mutual aid, and an assessment of how 

the Federal first responder preparedness assistance programs support the national preparedness 

goal. The first report will be provided within 1 year of establishment of the national preparedness 

goal. 

25.	 Nothing in this directive alters, or impedes the ability to carry out, the authorities of the Federal 

departments and agencies to perform their responsibilities under law and consistent with 

applicable legal authorities and presidential guidance. 

26.	 Actions pertaining to the funding and administration of financial assistance and all other activities, 

efforts, and policies in this directive shall be executed in accordance with law. To the extent 

permitted by law, these policies will be established and carried out in consultation with State and 

local governments. 

27.	 This directive is intended only to improve the internal management of the executive branch of the 

Federal Government, and it is not intended to, and does not, create any right or benefit, substantive 

or procedural, enforceable at law or in equity, against the United States, its departments, agencies, 

or other entities, its officers or employees, or any other person. 

APPENDIX 2-13 : HSPD-8 ANNEX I 

Homeland Security Presidential Directive-8 Annex 1 

Purpose 

28.	 This Annex is intended to further enhance the preparedness of the United States by formally 

establishing a standard and comprehensive approach to national planning. It is meant to provide 

guidance for conducting planning in accordance with the Homeland Security Management System 

in the National Strategy for Homeland Security of 2007. 



 

 

 

      

           

        

         

        

             

       

         

 

    

         

     

      

       

        

          

       

       

  

       

   

         

       

         

          

       

       

   

         

          

    

         

         

        

     

       

             

        

        

       

         

  

         

        

       

   

Background 

29.	 The National Preparedness Guidelines designates planning as one of eight national priorities and 

as a target capability common across all homeland security mission areas. The capability to plan 

and a standard planning process are essential for the effective implementation and assessment of 

homeland security initiatives to prevent, protect against, respond to, and recover from terrorist 

attacks or natural disasters. The security of the Nation requires that all levels of government 

possess the ability to conduct planning, to develop standard, coordinated plans, and to identify and 

dedicate resources to the development of those plans. It is further imperative that such plans be 

regularly tested and improved through an inclusive and open process. 

Definitions 

30.	 In this Annex: 

a.	 The phrase "Federal agencies with a role in homeland security" refers to those 

departments and agencies as set forth in 

i.	 National Security Presidential Directive-1 (NSPD-I), (Organization of the 

National Security Council System) of February 13, 2001, 

ii.	 Homeland Security Presidential Directive-1 (HSPD- 1) (Organization and 

Operation of the Homeland Security Council) of October 29, 2001, 

iii.	 the National Response Plan as directed by Homeland Security Presidential 

Directive-5 (HSPD-5) (Management of Domestic Incidents) of February 28, 

2003, 

iv.	 the National Infrastructure Protection Plan as directed by Homeland Security 

Presidential Directive-7 (HSPD-7) (Critical Infrastructure Identification, 

Prioritization, and Protection) of December 17, 2003, and 

v.	 the National Implementation Plan for the War on Terror. 

b.	 The term "National Planning Scenario" means an event or threat scenario appropriate for 

national planning by and among all levels and jurisdictions of government, and in 

coordination with private, non-profit, and volunteer organizations. 

c.	 The term "strategic guidance statement" refers to a document that outlines strategic 

priorities, broad national strategic objectives, and basic assumptions; describes the 

envisioned end-state; and establishes the general means necessary to accomplish that end. 

d.	 The term "strategic plan" refers to a plan that defines the mission, identifies authorities, 

delineates roles and responsibilities, establishes mission essential tasks, determines 

required and priority capabilities, and develops performance and effectiveness measures. 

e.	 The term "concept plan" or "CONPLAN" refers to a plan that briefly describes the 

concept of operations for integrating and synchronizing existing Federal capabilities to 

accomplish the mission essential tasks, and describes how Federal capabilities will be 

integrated into and support regional, State, local, and tribal plans. 

f.	 The term "operations plan" or "OPLAN" refers to a plan that identifies detailed resource, 

personnel and asset allocations in order to execute the objectives of the strategic plan and 

turn strategic priorities into operational execution. An operations plan contains a full 

description of the concept of operations, to include specific roles and responsibilities, 

tasks, integration, and actions required, with supporting support function annexes as 

appropriate. 

g.	 The term "tactical plan" refers to the detailed development and identification of 

individual tasks, actions, and objectives tailored to specific situations and fact patterns at 

an operational level. Tactical planning is meant to support and achieve the objectives of 

the operations plan. 



 

 

 

          

         

         

   

    

   

      

     

          

   

        

      

          

  

   

  

          

        

   

               

        

          

            

       

         

  

         

   

       

     

          

      

      

         

          

  

          

         

    

        

       

     

Policy 

31.	 It is the policy of the United States Government to enhance the preparedness of the Nation by 

developing and maintaining a standardized approach to national planning to integrate and effect 

policy and operational objectives to prevent, protect against, respond to, and recover from all 

hazards, and comprises: 

a.	 a standardized Federal planning process; 

b.	 national planning doctrine; 

c.	 resourced operational and tactical planning capabilities at each Federal department and 

agency with a role in homeland security; 

d.	 strategic guidance, strategic plans, concepts of operations, and operations plans and as 

appropriate, tactical plans; and 

e.	 a system for integrating plans among all levels of government. 

Development of a Standardized National Planning Process and Integration System 

32.	 There is established a planning process involving three levels of planning: 

a.	 strategic; 

b.	 operational; and 

c.	 tactical. 

The planning process will result in the development of a family of related planning documents to 

include strategic guidance statements, strategic plans, concepts of operations, operations plans, 

and as appropriate, tactical plans. 

33.	 No later than 2 months after the issuance of this Annex, the Secretary of Homeland Security 

(Secretary) shall submit to the President for approval, through the Assistant to the President for 

Homeland Security and Counterterrorism, an Integrated Planning System (IPS) that is developed 

in coordination with the heads of Federal agencies with a role in homeland security and that 

a. provides common processes for developing plans, 

b. serves to implement phase one of the Homeland Security Management System, and 

c. includes the following: 

i. national planning doctrine and planning guidance, instruction, and process to 

ensure consistent planning across the Federal Government; 

ii. a mechanism that provides for concept development to identify and analyze the 

mission and potential courses of action; 

iii. a description of the process that allows for plan refinement and proper execution 

to reflect developments in risk, capabilities, or policies, as well as to incorporate 

lessons learned from exercises and actual events; 

iv. a description of the process that links regional, State, local, and tribal plans, 

planning cycles, and processes and allows these plans to inform the development 

of Federal plans; 

v. a process for fostering vertical and horizontal integration of Federal, State, local, 

and tribal plans that allows for State, local, and tribal capability assessments to 

feed into Federal plans; and 

vi. a guide for all-hazards planning, with comprehensive, practical guidance and 

instruction on fundamental planning principles that can be used at Federal, State, 

local, and tribal levels to assist the planning process. 



 

   

 

         

            

            

       

          

        

  

          

         

        

     

            

           

        

          

      

               

          

        

         

               

           

             

           

    

           

         

      

           

  

           

          

          

           

        

          

       

          

   

  

           

     

Development of National Planning Scenarios 

34.	 National Planning Scenarios shall be developed, updated, or amended as necessary by the 

Secretary, in coordination with the heads of Federal agencies with a role in homeland security, and 

shall be informed by a risk-based analysis intended to focus planning efforts on the most likely or 

most dangerous threats to the homeland. The Secretary shall update the National Planning 

Scenarios on a biennial basis, or more frequently if necessary, and notify the Assistant to the 

President for Homeland Security and Counterterrorism of any updates. 

Federal Roles and Responsibilities 

35.	 After the approval of the IPS, the Secretary shall develop, in coordination with the heads of 

Federal agencies with a role in homeland security, a strategic guidance statement for each National 

Planning Scenario developed under section 34. A strategic guidance statement shall be effective 

upon its approval by the Secretary. 

36.	 No later than 90 days after the approval of each strategic guidance statement, the Secretary shall 

develop, in coordination with the heads of Federal agencies with a role in homeland security and 

the Director of the National Counterterrorism Center (consistent with section 119 of the National 

Security Act of 1947, as amended (50 U.S.C. 404o)), a corresponding strategic plan. A strategic 

plan shall be effective upon its approval by the Secretary. 

37.	 No later than 180 days after the approval of each strategic plan under section 36, the Secretary, in 

coordination with the heads of Federal agencies with a role in homeland security and in 

consultation with appropriate State, local, and tribal governments, shall develop a concept of 

operations plan (CONPLAN). A CONPLAN shall be effective upon its approval by the Secretary. 

38.	 No later than 120 days after approval of each CONPLAN under section 37, the head of each 

Federal agency with a role in homeland security shall develop an operations plan (OPLAN) and, at 

his or her discretion, a tactical plan to execute the roles and responsibilities assigned to that agency 

in each CONPLAN. The development of an OPLAN (and any tactical plan) may begin before the 

commensurate strategic plan and CONPLAN are completed. 

39.	 As part of regular budget submissions to the Director of the Office of Management and Budget, 

each Federal agency with a role in homeland security shall incorporate into its overall mission 

priorities and guidance constraints the following elements: 

a.	 the estimated costs, if any, of its role in Federal strategic, operational, and tactical 

planning; and 

b.	 the estimated costs of executing its responsibilities under any approved OPLAN. 

40.	 The Secretary, in coordination with Federal agencies with a role in homeland security, shall 

develop a National Homeland Security Plan (Plan) that is an overarching strategic plan to guide 

national efforts to execute the National Strategy for Homeland Security of 2007. This Plan is 

intended to facilitate Federal homeland security coordination, establish priorities, and define roles 

and responsibilities for preventing, protecting against, responding to, and recovering from man-

made or natural disasters. The Plan shall be submitted to the President for approval through the 

Assistant to the President for Homeland Security and Counterterrorism within 120 days of the 

approval of this Annex. 

State and Local Planning 

41.	 Developing a synchronized and coordinated planning capability at all levels of government is of 

paramount national importance. To that end, the Secretary shall: 



 

         

      

    

          

       

         

       

 

         

            

        

        

    

           

             

     

            

  

              

          

 

            

         

 

         

            

          

    

           

  

    

          

          

     

        

         

       

         

         

 

 

 

a.	 expand opportunities for education, training, and professional development for planning 

communities at all levels, consistent with Executive Order 13434, National Security 

Professional Development, of May 17, 2007; 

b.	 identify opportunities within Federal homeland security preparedness programs, to foster 

effective synchronization of Federal, State, local, and tribal plans; and 

c.	 expand opportunities in the National Exercise Program to rigorously test and validate 

plans for a broader spectrum of the national planning community. 

General Provisions 

42.	 All general provisions of HSPD-8 apply to this Annex. 

43.	 This Annex is intended only to require Federal agencies with a role in homeland security to 

standardize their plans, participate in the broader Federal planning system for the purposes of 

interagency coordination, and participate in the development of formal plans as needed. 

Conforming Amendments to HSPD-5 

44.	 HSPD-5 (Management of Domestic Incidents) of February 28, 2003 is amended as follows: 

a.	 Striking "prevent, prepare for, respond to, and recover from" in section 3 and inserting 

"prevent, protect against, respond to, and recover from"; 

b.	 After "coordinating Federal" in section 4, inserting "preparedness activities and", and 

striking "prepare for"; 

c.	 Striking "preventing, preparing for, responding to, and recovering from" in section 7 and 

inserting "preparedness and activities to prevent, protect against, respond to, and recover 

from"; 

d.	 Striking "prevention, preparation, response, and recovery from" in section 10 and 

inserting "preparedness and activities to prevent, protect against, respond to, and recover 

from"; 

e.	 Striking "prepare for," in section 12 and inserting "protect against,"; 

f.	 Striking "prevention, preparedness, response, and recovery plans" in section 16 and 

inserting "prevention, protection, response, and recovery plans for use during an 

impending or actual incident"; and 

g.	 Striking "prevention, preparedness," in section 18 and inserting "preparedness and 

operational prevention, protection,". 

Conforming Amendments to HSPD-8 

45.	 HSPD-8 (National Preparedness) of December 17, 2003 is amended as follows: 

a.	 Striking "prevent and respond to" in section 1 and inserting "prevent, protect against, 

respond to, and recover from"; 

b.	 After "prevent," in section 2(h), inserting "protect against,"; 

c.	 After "prevention" in section 3, inserting "and protection"; 

d.	 After "prevent" in section 6,inserting "protect against"; 

e.	 After "prevention" in section 17, inserting "protection"; and 

f.	 After "prevent" in section 19, inserting "protect against". 



 

      

  

 

    

   

     

      

  

  

   

 

     

   

  

   

   

  

  

 

  

  

 

  

   

 

   

 

  

 

   

  

  

 

   

  

 

 

  

   

  

   

 

   

  

APPENDIX 2-14: 42 U.S.C. §9605 (NATIONAL CONTINGENCY PLAN) 

§ 9605. National contingency plan 

Release date: 2003-07-24 

(a) Revision and republication 

Within one hundred and eighty days after December 11, 1980, the President shall, 

after notice and opportunity for public comments, revise and republish the national 

contingency plan for the removal of oil and hazardous substances, originally 

prepared and published pursuant to section 1321 of title 33, to reflect and effectuate 

the responsibilities and powers created by this chapter, in addition to those matters 

specified in section 1321 (c)(2) [1] of title 33. Such revision shall include a section of 

the plan to be known as the national hazardous substance response plan which shall 

establish procedures and standards for responding to releases of hazardous 

substances, pollutants, and contaminants, which shall include at a minimum: 

(1) methods for discovering and investigating facilities at which hazardous 

substances have been disposed of or otherwise come to be located; 

(2) methods for evaluating, including analyses of relative cost, and remedying any 

releases or threats of releases from facilities which pose substantial danger to the 

public health or the environment; 

(3) methods and criteria for determining the appropriate extent of removal, remedy, 

and other measures authorized by this chapter; 

(4) appropriate roles and responsibilities for the Federal, State, and local 

governments and for interstate and nongovernmental entities in effectuating the 

plan; 

(5) provision for identification, procurement, maintenance, and storage of response 

equipment and supplies; 

(6) a method for and assignment of responsibility for reporting the existence of such 

facilities which may be located on federally owned or controlled properties and any 

releases of hazardous substances from such facilities; 

(7) means of assuring that remedial action measures are cost-effective over the 

period of potential exposure to the hazardous substances or contaminated materials; 

(8) 

(A) criteria for determining priorities among releases or threatened releases 

throughout the United States for the purpose of taking remedial action and, to the 

extent practicable taking into account the potential urgency of such action, for the 

purpose of taking removal action. Criteria and priorities under this paragraph shall be 

based upon relative risk or danger to public health or welfare or the environment, in 

the judgment of the President, taking into account to the extent possible the 

population at risk, the hazard potential of the hazardous substances at such facilities, 

the potential for contamination of drinking water supplies, the potential for direct 

human contact, the potential for destruction of sensitive ecosystems, the damage to 

natural resources which may affect the human food chain and which is associated 

with any release or threatened release, the contamination or potential contamination 

of the ambient air which is associated with the release or threatened release, State 

preparedness to assume State costs and responsibilities, and other appropriate 

factors; 

(B) based upon the criteria set forth in subparagraph (A) of this paragraph, the 

President shall list as part of the plan national priorities among the known releases or 

http://assembler.law.cornell.edu/uscode/uscode33/usc_sec_33_00001321----000-.html
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threatened releases throughout the United States and shall revise the list no less 

often than annually. Within one year after December 11, 1980, and annually 

thereafter, each State shall establish and submit for consideration by the President 

priorities for remedial action among known releases and potential releases in that 

State based upon the criteria set forth in subparagraph (A) of this paragraph. In 

assembling or revising the national list, the President shall consider any priorities 

established by the States. To the extent practicable, the highest priority facilities 

shall be designated individually and shall be referred to as the “top priority among 

known response targets”, and, to the extent practicable, shall include among the one 

hundred highest priority facilities one such facility from each State which shall be the 

facility designated by the State as presenting the greatest danger to public health or 

welfare or the environment among the known facilities in such State. A State shall be 

allowed to designate its highest priority facility only once. Other priority facilities or 

incidents may be listed singly or grouped for response priority purposes; 

(9) specified roles for private organizations and entities in preparation for response 

and in responding to releases of hazardous substances, including identification of 

appropriate qualifications and capacity therefor and including consideration of 

minority firms in accordance with subsection (f) of this section; and 

(10) standards and testing procedures by which alternative or innovative treatment 

technologies can be determined to be appropriate for utilization in response actions 

authorized by this chapter. 

The plan shall specify procedures, techniques, materials, equipment, and methods to 

be employed in identifying, removing, or remedying releases of hazardous 

substances comparable to those required under section 1321 (c)(2)(F) and (G) and 

(j)(1) of title 33. Following publication of the revised national contingency plan, the 

response to and actions to minimize damage from hazardous substances releases 

shall, to the greatest extent possible, be in accordance with the provisions of the 

plan. The President may, from time to time, revise and republish the national 

contingency plan. 

(b) Revision of plan 

Not later than 18 months after the enactment of the Superfund Amendments and 

Reauthorization Act of 1986 [October 17, 1986], the President shall revise the 

National Contingency Plan to reflect the requirements of such amendments. The 

portion of such Plan known as “the National Hazardous Substance Response Plan” 

shall be revised to provide procedures and standards for remedial actions undertaken 

pursuant to this chapter which are consistent with amendments made by the 

Superfund Amendments and Reauthorization Act of 1986 relating to the selection of 

remedial action. 

(c) Hazard ranking system 

(1) Revision 

Not later than 18 months after October 17, 1986, and after publication of notice and 

opportunity for submission of comments in accordance with section 553 of title 5, the 

President shall by rule promulgate amendments to the hazard ranking system in 

effect on September 1, 1984. Such amendments shall assure, to the maximum 

extent feasible, that the hazard ranking system accurately assesses the relative 

degree of risk to human health and the environment posed by sites and facilities 

subject to review. The President shall establish an effective date for the amended 

hazard ranking system which is not later than 24 months after October 17, 1986. 

Such amended hazard ranking system shall be applied to any site or facility to be 

newly listed on the National Priorities List after the effective date established by the 

President. Until such effective date of the regulations, the hazard ranking system in 

http://assembler.law.cornell.edu/uscode/uscode33/usc_sec_33_00001321----000-.html
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effect on September 1, 1984, shall continue in full force and effect. 

(2) Health assessment of water contamination risks 

In carrying out this subsection, the President shall ensure that the human health 

risks associated with the contamination or potential contamination (either directly or 

as a result of the runoff of any hazardous substance or pollutant or contaminant from 

sites or facilities) of surface water are appropriately assessed where such surface 

water is, or can be, used for recreation or potable water consumption. In making the 

assessment required pursuant to the preceding sentence, the President shall take 

into account the potential migration of any hazardous substance or pollutant or 

contaminant through such surface water to downstream sources of drinking water. 

(3) Reevaluation not required 

The President shall not be required to reevaluate, after October 17, 1986, the hazard 

ranking of any facility which was evaluated in accordance with the criteria under this 

section before the effective date of the amendments to the hazard ranking system 

under this subsection and which was assigned a national priority under the National 

Contingency Plan. 

(4) New information 

Nothing in paragraph (3) shall preclude the President from taking new information 

into account in undertaking response actions under this chapter. 

(d) Petition for assessment of release 

Any person who is, or may be, affected by a release or threatened release of a 

hazardous substance or pollutant or contaminant, may petition the President to 

conduct a preliminary assessment of the hazards to public health and the 

environment which are associated with such release or threatened release. If the 

President has not previously conducted a preliminary assessment of such release, 

the President shall, within 12 months after the receipt of any such petition, complete 

such assessment or provide an explanation of why the assessment is not 

appropriate. If the preliminary assessment indicates that the release or threatened 

release concerned may pose a threat to human health or the environment, the 

President shall promptly evaluate such release or threatened release in accordance 

with the hazard ranking system referred to in paragraph (8)(A) of subsection (a) of 

this section to determine the national priority of such release or threatened release. 

(e) Releases from earlier sites 

Whenever there has been, after January 1, 1985, a significant release of hazardous 

substances or pollutants or contaminants from a site which is listed by the President 

as a “Site Cleaned Up To Date” on the National Priorities List (revised edition, 

December 1984) the site shall be restored to the National Priorities List, without 

application of the hazard ranking system. 

(f) Minority contractors 

In awarding contracts under this chapter, the President shall consider the availability 

of qualified minority firms. The President shall describe, as part of any annual report 

submitted to the Congress under this chapter, the participation of minority firms in 

contracts carried out under this chapter. Such report shall contain a brief description 

of the contracts which have been awarded to minority firms under this chapter and 

of the efforts made by the President to encourage the participation of such firms in 

programs carried out under this chapter. 

(g) Special study wastes 

(1) Application 

This subsection applies to facilities— 

(A) which as of October 17, 1986, were not included on, or proposed for inclusion 

on, the National Priorities List; and 



 

  

   

   

        

 

   

  

  

   

 

    

    

  

   

  

 

  

  

  

 

 

 

  

   

 

 

    

    

  

 

  

  

  

  

  

   

   

 

 

 

   

  

 

 

 

 

  

  

  

  

(B) at which special study wastes described in paragraph (2), (3)(A)(ii) or (3)(A)(iii) 

of section 6921 (b) of this title are present in significant quantities, including any 

such facility from which there has been a release of a special study waste. 

(2) Considerations in adding facilities to NPL 

Pending revision of the hazard ranking system under subsection (c) of this section, 

the President shall consider each of the following factors in adding facilities covered 

by this section to the National Priorities List: 

(A) The extent to which hazard ranking system score for the facility is affected by 

the presence of any special study waste at, or any release from, such facility. 

(B) Available information as to the quantity, toxicity, and concentration of hazardous 

substances that are constituents of any special study waste at, or released from such 

facility, the extent of or potential for release of such hazardous constituents, the 

exposure or potential exposure to human population and the environment, and the 

degree of hazard to human health or the environment posed by the release of such 

hazardous constituents at such facility. This subparagraph refers only to available 

information on actual concentrations of hazardous substances and not on the total 

quantity of special study waste at such facility. 

(3) Savings provisions 

Nothing in this subsection shall be construed to limit the authority of the President to 

remove any facility which as of October 17, 1986, is included on the National 

Priorities List from such List, or not to list any facility which as of such date is 

proposed for inclusion on such list. 

(4) Information gathering and analysis 

Nothing in this chapter shall be construed to preclude the expenditure of monies 

from the Fund for gathering and analysis of information which will enable the 

President to consider the specific factors required by paragraph (2). 

(h) NPL deferral 

(1) Deferral to State voluntary cleanups 

At the request of a State and subject to paragraphs (2) and (3), the President 

generally shall defer final listing of an eligible response site on the National Priorities 

List if the President determines that— 

(A) the State, or another party under an agreement with or order from the State, is 

conducting a response action at the eligible response site— 

(i) in compliance with a State program that specifically governs response actions for 

the protection of public health and the environment; and 

(ii) that will provide long-term protection of human health and the environment; or 

(B) the State is actively pursuing an agreement to perform a response action 

described in subparagraph (A) at the site with a person that the State has reason to 

believe is capable of conducting a response action that meets the requirements of 

subparagraph (A). 

(2) Progress toward cleanup 

If, after the last day of the 1-year period beginning on the date on which the 

President proposes to list an eligible response site on the National Priorities List, the 

President determines that the State or other party is not making reasonable progress 

toward completing a response action at the eligible response site, the President may 

list the eligible response site on the National Priorities List. 

(3) Cleanup agreements 

With respect to an eligible response site under paragraph (1)(B), if, after the last day 

of the 1-year period beginning on the date on which the President proposes to list 

the eligible response site on the National Priorities List, an agreement described in 

paragraph (1)(B) has not been reached, the President may defer the listing of the 

http://assembler.law.cornell.edu/uscode/uscode42/usc_sec_42_00006921----000-.html
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eligible response site on the National Priorities List for an additional period of not to 

exceed 180 days if the President determines deferring the listing would be 

appropriate based on— 

(A) the complexity of the site; 

(B) substantial progress made in negotiations; and 

(C) other appropriate factors, as determined by the President. 

(4) Exceptions 

The President may decline to defer, or elect to discontinue a deferral of, a listing of 

an eligible response site on the National Priorities List if the President determines 

that— 

(A) deferral would not be appropriate because the State, as an owner or operator or 

a significant contributor of hazardous substances to the facility, is a potentially 

responsible party; 

(B) the criteria under the National Contingency Plan for issuance of a health advisory 

have been met; or 

(C) the conditions in paragraphs (1) through (3), as applicable, are no longer being 

met. 

[1] See References in Text note below. 

Source: http://www4.law.cornell.edu/uscode/42/9605.html 

APPENDIX 2-15: 42 U.S.C. §5121, ET SEQ., (THE STAFFORD ACT) 

http://assembler.law.cornell.edu/uscode/42/9605.html#FN-1REF#FN-1REF
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Title I -- Findings, Declarations and Definitions

Sec. 101. Cong.'cssional Findings ~lDd Dcclanltions (42 U.S.c. 5121)

(a) The Congress hereby finds and declares that-

(1) because disasters often cause loss of life, human suffering, loss of income,
and property loss and damage; and

(2) because disasters often disrupt the 110nnal functioning of governments and
communities, and adversely affect individuals and families with great
severity; special measures, designed to assist the efforts of the affected
States in expediting the rendering of aid, assistance, and emergency
services, and the reconstruction and rehabilitation of devastated arcas, are
necessary.

(b) It is the intent of the Congress, by this Act, to provide an orderly and continuing
means of assistance by the Federal Government to State and local governments in
carrying out their responsibilities to alleviate the suffering and damage which result
from such disasters by -

(1) revising and broadcning the scopc of existing disaster relicf programs;

(2) encouraging the development of comprehensive disaster preparedness and
assistance plans, programs, capabilities, and organizations by the Stales and
by local governments;

(3) achieving greatcr coordination and responsivencss of disastcr prcparcdncss
and rei ief programs;

(4) encouraging individuals, States, and local governments to protect
themselves by obtaining insurance coverage to supplement or replace
govenunental assistance;

(5) encouraging hazard mitigation measures to reduce losses from disasters,
including development of land use and constnlction regulations; and

(6) providing Federal assistance programs for both public rmd private losses
sustained in disasters



 

Sec. 102. Defi"iti"ns (42 U.S.c. 5122)"

As used in this Act -

(1) "Emergency" means any occasion or instance for which, in the dctcnnination of the
President, Federal assistance is needed to supplement State and local efforts and
capabilities to save lives and to protect property and public health mId safety, or to
lessen or avert the threat of a catastrophe in any part of the United States.

(2) "Major disaster" means any natural catastrophe (including any hurricane, tornado,
stann, high waler, winddriven water, tidal wave, tsunami, earthquake, volcanic
eruption, landslide, ll1udslide, snowstann, or drought), or, regardless of calise, iUlY

fire, flood, or explosion, in any part of tile United States, which in the dctcnnination
of the 11"csident causes damage of sufficient severity and magnitude to warrant
m~or disaster assistance under this Act to supplement the efforts and available
resources of States, local govemments, and disaster relief organizations in
alleviating the damage, loss, hardship, or suffering caused thereby.

(3) "United States" means the fifty States, the District of Cohunbia, Puerto Rico, the
Virgin Islands, Guam, American Samoa, and the Commonwealth of the Northem
Mariana Islands.

(4) "State" means any State of the United States, the District of Columbia, Puerto Rico,
the Virgin Islands, Guam, American Samoa, and the Commonwealth of the
Northem Mariana Islands.

(5) "Govemor" means the chief executive of any State.

(6) "Individual with a Disability"- The teml "individual with a disability" means an
individual with a disability as defined in section 3(2) of the Americans with
Disabilities Act of 1990 (42 U.S.C. 12102(2»).

(7) 'I11e teml "local govenmlent" melUlS -

(A)a county, municipality, city, town, township, local public authority, school
district, special district, intrastate district, council of govenmlents
(regardless of whether the council of governments is incorporated as a
nonprofit corporation under State law), regional or interstate govemment
entity, or agency or instrumcntality of a local govemment;

(B) an Indian tribe or authorized tribal organization, or Alaska Native village or
organization; and

(C) a rural community, unincorporated town or villagc, or other public entity,
for which an application for assistance is made by a State or political
subdivision of a State.

(8) "Federal agency" means any department, independent establishment, Govemment
corporation, or other agency of the executive branch of the Federal GovenU11ent,
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including the United States Postal Service, but shall not include the American
National Red Cross.

(9) "Public facility" means the following facilities owned by a State or local
govemment:

(A) Any flood control, navigation, irrigation, reclamation, public power, sewage
treatment and collection, water supply and distribution, watershed
development, or airport facility.

(B) Any non-Federal-aid street, road, or highway.
(C) Any other public building, structure, or system, including those used for

educational, recreational, or cultural purposes.
(D) Any park.

(10) Private nonprofit facility.

(A)ln General· TIle term "private nonprofit facility" means private nonprofit
educational, utility, irrigation, emergency, medical, rehabilitational, and
temporary or pennanent custodial care facilities (including those for the
aged and disabled) and facilities on Indian reservations, as defined by the
President.

(B) Additional Facilities -In addition to the facilities described in subparagraph
(A), the teml "private nonprofit facility" includes any private nonprofit
facility thai provides essential services of a govenunental nature 10 the
general public (including museums, zoos, perfonning arts facilities,
community arts centers, libraries, homeless shelters, senior citizen centers,
rehabilitation facilities, shelter workshops, and facilities that provide health
and safety services ofa govemmental nature), as defined by the President.

Title II -- Disaster Preparedness and Mitigation
Assistance

Sec. 201. Federal and State Disaster' Preparedness Pl'ograms (42 U,S.c.
5131)

(a) Utilization of services of other agencies· The President is authorized to establish a
program of disaster preparedness that utilizes services of all appropriate agencies
and includes·

(1) preparation of disaster preparedness plans for mitigation, waming,
emergency operations, rehabilitation, and recovery;

(2) training and exercises;

(3) postdisaster critiques and evaluations;

(4) annllal review of programs;
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(5) coordination of Federal, State, and local preparedness programs;

(6) application of science and teclmology;

(7) research.

(b) Technical assistance for the development of plans and programs - '[lie President
shall provide technical assistance to the States in developing comprehensive plans
and practicable programs for preparation against disasters, including hazard
reduction, avoidance, and mitigation; for assistance to individuals, businesses, and
State and local govenunents following such disasters; and for recovery of damages
or destroyed public and private facilities.

(c) Grants to States for development of plans and programs - Upon application by a
State, the President is authorized to make grants, not to exceed in the aggregate to
such State $250,000, for the development of plans, programs, and capabilities for
disaster preparedness and prevention. Such grants shall be applied for within one
year from May 22, 1974. Any State desiring financial assistance under this section
shall designate or create an agency to plan and administer such a disaster
preparedness program, and shall, through such agency, submit a State plan to the
President, which shall

(I) set forth a comprehensive mld detailed State program for preparation
against and assistance following, emergencies and major disasters,
including provisions for assistance to individuals, businesses, and local
governments; and

(2) include provisions for appointment and training of appropriate staffs,
fomlUlation of necessary regulations and procedures and conduct of
required exercises.

(d) Gnmts for improvement, maintenance, and updating of SL'lle plans - '1le President
is authorized to make grants not to exceed 50 per centum of the cost of improving,
maintaining and updating State disaster assistance plans, including evaluations of
natural hazards and development of the prognuns and actions required to mitigate
such hazards; except that no such grant shall exceed $50,000 per arulUm to any
State.

Sec. 202. Disaster Wamings (42 U.S.c. 5132)

(a) Readiness of Federal agencies to issue warnings to state and local officials - The
President shall insure that all appropriate Federal agencies are prepared to issue
wamings ofdisasters to State and local officials.

(b) Technical assistance to State and local govemments for effective wamings - The
President shall direct appropriate Federal agencies to provide technical assistance
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to State and local governments to insure that timely and effective disaster warning
is provided.

(c) Warnings to governmental authorities and public endangered by disaster - The
President is authorized to utilize or to make available to Federal, State, and local
agencies the facilities of the civil defense communications system established and
maintained pursuant to section 5196(c) of this title or any other Federal
communications system for the purpose of providing warning to governmental
authorities and the civilian population in areas endangered by disasters.

(d) Agreements with commercial comnnmications systems for use of facilities - The
President is authorized to enter into agreements with the officers or agents of any
private or commercial communications systems who volunteer the use of their
systems on a reimbursable or nonreimbursable basis for the purpose of providing
warning to governmental authorities and the civilian population endangered by
disasters.

Sec. 203. Predisaster Hazard Mitigation (42 U.S.c. 5133)

(a) Definition of Small Impoverished Community· In this section, the tenn "small
impoverished conul1unity" means a community of 3,000 or fewer individuals that
is economically disadvantaged, as detennined by the State in which the community
is located and based on criteria established by the President.

(b) Establishment of Program - The President may establish a program to provide
technical and financial assistance to States and local governments to assist in the
implementation of predisaster hazard mitigation measures that are cost-effective
and are designed to reduce injuries, loss of life, and damage and destruction of
property, including damage to critical services and facilities under the jurisdiction
of the States or local govenunents.

(c) Approval by President . If the President detemlines that a State or local
govenunent has identified natural disaster hazards in areas under its jurisdiction
and has demonstrated the ability to fonn effective public-private natural disaster
hazard mitigation partnerships, the President, using amounts in the National
Predisaster Mitigation Fund established under subsection (i) (referred to in this
section as the "Fund"), may provide technical and financial assistance to the State
or local govenunent to be llsed in accordance with subsection (e).

(d) State Recommendations-

(1) In general -

(A) Recommendations -111e Governor of each State may recommend to
the President nol fewer than five local governments to receive
assistance under this section.
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(B) Deadline for submission -TIle recommendations under subparagraph
(A) shall be submitted to the President not later than October 1,
2001, and each October 1st thereafter or such later date in the year
as the President may establish.

(C) Criteria· In making recommendations under subparagraph (A), a
Governor shall consider the criteria specified in subsection (g).

(2) Use -

(A) In general - Except as provided in subparagraph (B), in providing
assistance to local governments under this section, the President
shall select from local govenunents recommended by the Governors
under this subsection.

(8) EX1raordinary circumstances - In providing assistance to local
governments under this section, the President may select a local
government that has not been reconilllended by a Governor under
this subsection if the President deternlines that eX1raordinary
circumstances justify the selection and that making the selection
will further the purpose of this section.

(3) Effect of failure to nominate - If a Governor of a State fails to submit
recommendations under this subsection in a timely manner, the President
may select, subject to the criteria specified in subsection (g), any local
governments of the State to receive assistance under this section.

(e) Uses of Technical and Financial Assistance-

(1) In general - Technical and financial assistance provided under this section

(A) shall be llsed by States and local governments principally to
implement predisaster hazard mitigation measures that are cost
effective and are described in proposals approved by the President
under this section; and

(8) may be used -
(i) to support effective public-private natural disaster hazard

mitigation partnerships;
(ii) to improve the assessment of a community's vulnerability to

natural hazards; or
(iii)to establish hazard mitigation priorities, and an appropriate

hazard mitigation plan, for a community

(2) Dissemination - A State or local govenunent may use not more than 10
percent of the financial assistance received by the State or local government
under this section for a fiscal year to fund activities to disseminate
infonnation regarding cost-effective mitigation technologies.
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(1) Allocation of Funds - The amount of financial assistance made available to a State
(including amounts made available to local govenmlents of the State) under this
section for a fiscal year -

(1) shall be not less than the lesser of -

(A) $500,000; or
(B) the amount that is equal to 1.0 percent of the total funds

appropriated to carry out this section for the fiscal year;

(2) shall not exceed] 5 percent of the total funds described in paragraph (I)(B);
and

(3) shall be subject to the criteria specified in subsection (g).

(g) Criteria for Assistance Awards - In detennining whether to provide technical and
financial assistance to a State or local govemment under this section, the President
shall take into account -

(I) the ex1ent and nature of the hazards to be mitigated;

(2) the degree of commitment by the State or local government to reduce
damages from future natural disasters;

(3) the degree of commitment by the State or local goverrunent to support
ongoing non-Federal support for the hazard mitigation measures to be
carried out using the technical and financial assistance;

(4) the ex1ent to which the hazard mitigation measures to be carried out using
the technical and financial assistance contribute to the mitigation goals and
priorities established by the State;

(5) the ex1ent to which the technical and financial assistance is consistent with
other assistance provided under this Act;

(6) the ex1ent to which prioritized, cost-effective mitigation activities that
produce meaningful and definable outcomes are clearly identified;

(7) if the State or local government has submitted a mitigation plan under
section 5165 of this title, the ex1ent to which the activities identified under
paragraph (6) are consistent with the mitigation plan;

(8) the opportunity to fund activities that maximize net benefits to society;

(9) the extent to which assistance will fund mitigation activities in small
impoverished comnllmities; and
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(10) such other criteria as the President establishes in consultation with State
and local govemments.

(h) Federal Share-

(1) In general - Financial assistance provided under this section may contribute
up to 75 percent of the total cost of mitigation activities approved by the
President.

(2) Small impoverished communities - Notwithstanding paragraph (1), the
President may contribute up to 90 percent of the total cost of a mitigation
activity carried out in a small impoverished conilllllnity.

(i) National Predisaster Mitigation Fund-

(1) Establishment - llJe President may establish in the Treasury of the United
States a fund to be known as the "National Predisaster rv1itigation Fund", to
be used in carrying out this section.

(2) Transfers to fund - There shall be deposited in the Fund -

(A) amounts appropriated to carry out this section, which shall remain
available until expended; 1U1d

(B) sums available from gifts, bequests, or donations of services or
property received by the President for the purpose of predisaster
hazard mitigation.

(3) E;"''Penditures from fund· Upon request by the President, the Secretary of
the Treasury shall transfer from the Fund to the President such amounts as
the President detennines are necessary to provide technical and financial
assistance under this section.

(4) Investment of amounts·

(A) In general - TIle Secretary of the Treasury shall invest such portion
of the Fund as is not, in the judgment of the Secretary of the
Treasury, required to meet current withdrawals. Investments may be
made only in interest-bearing obligations of the United States.

(B) Acquisition of obligations - For the purpose of investments under
subparagraph (A), obligations may be acquired·

(i) on original issue at the issue price; or
(ii) by purchase of outstanding obligations at the market price.

(C) Sale of obligations· Any obligation acquired by the Fund may be
sold by the Secretary of the Treasury at the market price.

(D) Credits to fund - TIle interest on, and the proceeds from the sale or
redemption of, any obligations held in the Fund shall be credited to
and fonn a part of the Fund.
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(E) Transfers of amounts·
(i) In general - The amowlts required to be transferred to the

Fund under lhis subsection shall be transferred at least
monthly from the general fund of the Treasury to the Fund
on the basis of estimates made by the Secretary of the
Treasury.

(ii) Adjustments - Proper adjustment shall be made in mllounts
subsequently transferred to the e;..1ent prior estimates were in
excess of or less than the mllounts required to be transferred.

(j) Limitation on Total Amount of Financial Assistance - TIle President shall nOl
provide financial assistance under this section in an amount greater than the
amount available in the Fund.

(k) Multihazard Advisory Maps-

(I) Definition of multihazard advisory map - In lhis subsection, the ternl
"multihazard advisory map" means a map on which hazard data concerning
each type of natural disaster is identified simultaneously for the purpose of
showing areas of hazard overlap.

(2) Development of maps - In consultation with States, local governments, and
appropriate Federal agencies, the President shall develop multihazard
advisory maps for areas, in not fewer than five States, that are subject to
commonly recurring natural hazards (including flooding, hurriclUles and
severe winds, and seismic events).

(3) Use of teclmology • In developing multihazard advisory maps lUldcr this
subsection, the President shall use, to the maximum e:--1ent practicable, the
most cost-effective and efficient technology available.

(4) Use of maps -

(A) Advisory nature - TIle Illllitihazard advisory maps shall be
considered to be advisory and shall not require the development of
any new policy by, or impose any new policy on, any govenUllent or
private entity.

(8) Availability of maps - The mliltihazard advisory maps shall be made
available to the appropriate State and local govenmlents for the
purposes of·

(i) infonning the general public about the risks of natural
hazards in the areas described in paragraph (2);

(ii) supporting the activities described in subsection (e); and
(iii)other public uses.
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(I) Report on Federal and State Administration - Not later than Oct. 30, 2000, the
President, in consultation with State and local governments, shall submit to
Congress a report evaluating efforts to implement this section and recommending a
process for transferring greater authority and responsibility for administering the
assistance program established under this section to capable States.

(m)Termination of Authority - TIle authority provided by this section temlinates
September 30, 2008.

Sec. 2~. Inte....gency T..sk Fo..ce (42 U.S.c. 5134)

(a) In General - l11e President shall establish a Federal interagency tllsk force for the
purpose of coordinating the implementation of predisaster hazard mitigation
programs administered by the Federal Government.

(b) Chairperson - The Director of the Federal Emergency Management Agency shall
serve as the chairperson of the task force.

(c) Membership· TIle membership of the task force shall include representatives of

(1) relevant Federal agencies;

(2) Stale and local government organizations (including Indian tribes); and

(3) the American Red Cross.

Title III -- Major Disaster and Emergency Assistance
Administration

Sec. 301. Wilivel' of Administrative Conditions (42 U.S.c. 5141)

Any Federal agency charged with the administration of a Federal assistance program may,
if so requested by the applicant State or local authorities, modify or waive, for a major
disaster, such administrative conditions for assistance as would otherwise prevent the
giving of assistance lUlder such programs if the inability to meet such conditions is a result
of the major disaster.

Sec. 302. Coo..din.. ting Officers (42 U.S.c. 5143)'

(a) Appointment of Federal coordinating officer - Immediately upon his declaration of
a major disaster or emergency, the President shall appoint a Federal coordinating
officer to operate in the affected area.

10



 

(b) Functions of Fcderal coordinating officer - In order to effectuate the purposes of
this Act, the Federal coordinating officer, within the affected area, shall

(1) make an initial appraisal of the types of relief most urgently needed;

(2) establish such field offices as he deems necessary and as are authorized by
the President;

(3) coordinate the administration of relief, including activities of the State and
local governments, the American National Red Cross, the Salvation Anny,
the Mennonite Disaster Service, and other relief or disaster assistance
organizations, which agree to operate under his advice or direction, except
that nothing contained in this Act shall limit or in any way affect the
responsibilities of the Americ:m National Red Cross under the Act of
January 5, 1905, as amended (33 Stat. 599) and

(4) take such other action, consistent with authority delegated to him by the
President, and consistent with the provisions of this Act, as he may deem
necessary to assist local citizens and public officials in promptly obtaining
assistance to which they are entitled.

(c) State Coordinating officer - When the President deternlines assistance under this
Act is necess:rry, he shall request that the Governor of the affected State designate
a State coordinating officer for the purpose of coordinating State and local disaster
assistance efforts with those of the Federal Govenunent.

(d) Where the area affected by a major disaster or emergency includes parts of more
than 1 State, the President, at the discretion of the President, may appoint a single
Federal coordinating officer for the entire affected area, and may appoint such
deputy Federal coordinating officers to assist the Federal coordinating officer as
the President detennines appropriate.

Sec. 303. Emergency Support and Response Teams (42 U.S.c. 5144)"

(a) Emergency Support Teams -TIle President shall fornl emergency support teams of
Fedenll personnel to be deployed in an area affected by a major disaster or
emergency. Such emergency support teams shall assist the Federal coordinating
officer in carrying out his responsibilities pursuant to this Act. Upon request of the
President, the head of any Federal agency is directed to detail to temporary duty
with the emergency support teams on either a reimbursable or nonreimbursable
basis, as is deternlined necessary by the President, such personnel within the
administrative jurisdiction of the head of the Federal agency as the President may
need or believe to be lIseful for carrying out the functions of the emergency support
teams, each such detail to be without loss of seniority, pay, or other employee
status.
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(b) Emergency Response Teams-

(1) Establishment - In carrying out subsection (a), the President, acting through
the Director of the Federal Emergency i\,[anagement Agency, shall
establish-

(A) at a minilmml 3 national response teams; and
(E) sufficient regional response teams, including Regional Office strike

teams under section 507 of the Homeland Security Act of2002; and
(C) other response teams as may be necessary to meet the incident

management responsibilities of the Federal Govenullenl.

(2) Target Capability Level· The Director shall ensure that specific target
capability levels, as defined pursuant to the guidelines established under
section 646(a) of the Post-Katrina Emergency Management Refonn Act of
2006, are established for Federal emergency response teams.

(3) Personnel - The President, acting through the Director, shall ensure that the
Federal emergency response teamS consist of adequate numbers of properly
planned, organized, equipped, trained, and exercised persOlUlel to achieve
the established target capability levels. Each emergency response team
shall work in coordination with State and local officials and onsite
personnel associated with a particular incident.

(4) Readiness Reporting - TIle Director shall evaluate teanl readiness on a
regular basis and report team readiness levels in the report required under
section 652(a) of the Post-Katrina Emergency Management Refornl Act of
2006.

Sec. 304. Reimbursement of FedCl"al Agencies (42 U.s.c. 5147)

Federal agencies may be reimbursed for expenditures under this Act from funds
appropriated for the purposes of this Act. Any funds received by Federal agencies as
reimbursement for services or supplies furnished under the authority of this Act shall be
deposited to the credit of the appropriation or appropriations currently available for such
services or supplies.

Sec. 305. Nonliability of Federal Government (42 U.S.c. 5148)

The Federal Govemment shall not be liable for any claim based upon the exercise or
perfonnance of or the failure to exercise or perfonn a discretionary function or duty on the
part of a Federal agency or 11ll employee of the Federal Government in carrying out the
provisions of this Act.
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Sec. 306. Performance of Services (42 U.S.c. 5149)

(a) Utilization of services or facilities of State and local govemmcnts - In carrying out
the purposes of this Act, any Federal agency is authorized to accept and utilize the
services or facilities of any State or IOCll1 govenunent, or of ,my agency, office, or
employee thereof, with the consent of such govemmcnt.

(b) Appointment oftcmporary personnel, experts, and consultants; acquisition, rental,
or hire of equipment, services, materials and supplies - In perfonning any services
under this Act, any Federal agency is authorized

(I) to appoint and fix the compensation of such temporary personnel as may be
necessary, without regard to the provisions of title 5, goveming
appointments in competitive service;

(2) to employ experts and cOllSultrnlts in accordance with the provisions of
section 3109 of such title, without regard to the provisions of chapter 51
llIId subchapter 111 of chapter 53 of such title relating to classification and
General Schedule pay rates; and

(3) to incur obligations on behalf of the United States by contract or otherwise
for the acquisition, rental, or hire of equipment, services, materials, and
supplies for shipping, drayage, travel, and communications, and for the
supervision and administration of such activities. Such obligations,
including obligations arising out of the temporary employment of additional
personnel, may be incurred by an agency in such amount as may be made
available to it by the President.

Sec. 307. Usc of Locnl Firms nnd 1ndividuals (42 U.S.c. 5150)'

(a) Contracts or Agreements With Private Entities-

(l) In General . In the e>"1>enditure of Federal funds for debris clearance,
distribution of supplies, reconstruction, and other major disaster or
emergency assistance activities which may be carried out by contract or
agreement with private organizations, finns, or individuals, preference shall
be given, to the c;..1ent feasible and practicable, to those organizations,
finllS, and individuals residing or doing business primarily in the area
affected by such major disaster or emergency.

(2) Construction· This section shall not be considered to restrict the use of
Department of Defense resources under this Act in the provision of
assistance in a major disaster.

(3) Speci.fic Geographic Area - In carrying out this section, a contract or
agreement may be set aside for award based on a specific geographic area.
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(b) Implementation-

(1) Contracts not to entities in area - Any expenditure of Federal funds for
debris clearance, distribution of supplies, reconstmction, and other major
disaster or emergency assistance activities which may be carried out by
contract or agreement with private organizations, fimls, or individuals, 110t
awarded to an organization, fiml, or individual residing or doing business
primarily in the area affected by such major disaster shall be justified in
writing in the contract file.

(2) Transition - Following the declaration of an emergency or major disaster,
an agency performing response, relief, and reconstnJction activities shall
transition work perfonned under contracts in effect on the date on which the
President declares the emergency or major disaster to organizations, finns,
and individuals residing or doing business primarily in any area affected by
the major disaster or emergency, unless the head of such agency detemlines
that it is not feasible or practicable to do so.

(3) Fonnation of Requirements - The head of a Federal agency, as feasible and
practicable, shall fonnulate appropriate requirements to facilitate
compliance with this section.

(c) Prior Contracts - Nothing in this section shall be constnled to require any Federal
agency to breach or renegotiate any contract in effect before the occurrence of a
major disaster or emergency.

Sec. 308. Nondiscdmimltion in Disaster Assistance (42 U.S.C. 5151)'"

(a) Regulations for equitable and impartial relief operations -TIle President shall issue,
and may alter and amend, such regulations as may be necessary for the guidance of
personnel carrying out Federal assistance functions at the site ofa major disaster or
emergency. Such regulations shall include provisions for insuring that the
distribution of supplies, the processing of applications, and other relief and
assistance activities shall be accomplished in an equitable and impartial maimer,
without discrimination on the grounds of race, color, religion, nationality, sex, age,
disability, English proficiency, or economic status.

(b) Compliance with regulations as prerequisite to participation by other bodies in
relief operations - As a condition of participation in the distribution of assistance or
supplies under this Act or of receiving assistance under this Act, govenmlental
bodies and other organizations shall be required to comply with regulations relating
to nondiscrimination promulgated by the President, and such other regulations
applicable to activities within an area affected by a major disaster or emergency as
he deems necessary for the effective coordination of relief efforts.
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Sec. 309. Use nnd Coordjnation of Relief Organizntions (42 U.S.c. 5152)

(a) In providing relief and assistance under this Act, the President may utilize, with
their consent, the persolUlei and facilities of the American National Red Cross, the
Salvation Anny, the Mennonite Disaster Service, and other relief or disaster
assistance organizations, in the distribution of medicine, food, supplies, or other
items, and in the restoration, rehabilitation, or reconstmction of community
services hOllsing and essential facilities, whenever the President finds that such
utilization is necessary.

(b) TIle President is authorized to enter into agreements with thc American National
Red Cross, lhe Salvation Army, the Mennonite Disaster Service, and other relief or
disaster assistance organizations under which the disaster relief activities of such
organizations may be coordinated by the Federal coordinating officer whenever
such organizations are engaged in providing relief during and after a major disaster
or emergency. A.ny such agreement shall include provisions assuring that use of
Federal facilities, supplies, and services win be in compliance with regulations
prohibiting duplication of benefits and guarantecing nondiscrimination
promulgated by the President under this Act, and such other regulation as the
Presidcnt may rcquire.

Sec. 310. Priority to Certain Applicutions for' Public Fucility and Public
Housing Assistance (42 U.S.c. 5153)

(a) Priority· In the processing of applications for assistance, priority and immediate
considcration shall bc givcn by thc hcad of the appropriate Fcderal agency, during
such period as the President shall prescribe, to applications from public bodies
situated in areas affected by major disasters under the following Acts:

(1) The United Statcs Housing Act of 1937 for thc provision of low-incomc
housing.

(2) Section 702 of the HOllsing Act of 1954 for assistance in public works
planning.

(3) Thc Community Dcvclopmcnt Block Grant Program undcr titlc I of thc
Housing and Community Development Act of 1974.

(4) Section 306 of the Consolidated Fann and Rural Development Act.

(5) The Public V./orks and Economic Development Act of 1965.

(6) TIle Appalachian Regional Development Act of 1965.

(7) Thc Fcdcral Watcr Pollution Control Act.
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(b) Obligation of certain discretionary funds - In the obligation of discretionary funds
or funds which are not allocated among the States or political subdivisions of a
State, the Secretary of Housing and Urban Development and the Secretary of
Commerce shall give priority to applications for projects for major disaster areas.

Sec. 311. Insu!'ance (42 U.S.c. 5154)

(a) Applicants for replacement of damaged facilities

(I) Compliance with certain regulations - An applicant for assistance under
section 5172 of this title (relating to repair, restoration, and replacement of
damaged facilities), section 5189 of this title (relating to simplified
procedure) or section 3149(c)(2) of this title) shall comply with regulations
prescribed by the President to assure that, with respect to any property to be
replaced, restored, repaired, or constructed with such assistance, such types
and exient of insurance will be obtained and maintained as may be
reasonably available, adequa.te, and necessary, to protect against future loss
to such property.

(2) Detennination - In making a detem1ination with respect to availability,
adequacy, and necessity under paragraph (1), the President shall not require
greater types and extent of insurance than are certified to him as reasonable
by the appropriate State insurance commissioner responsible for regulation
of such insurance.

(b) Maintenance of insurance - No applicant for assistance under section 5172 of this
title (relating to repair, restoration, and replacement of damaged facilities), section
5189 of this title (relating to simplified procedure), or section 3149(cX2) of this
title) may receive such assistance for any property or part thereof for which the
applicant has previously received assistimce under this Act unless all insurance
required pursuant to this section has been obtained and maintained with respect to
such property. TIle requirements of this subsection may not be waived under
section 5141 of this title.

(c) State acting as self-insurer· A State may elect to act as a self-insurer with respect
to any or all of the facilities owned by the State. Such an election, if declared in
writing at the time of accept:Ulce of assistance under section 5172 or 5189 of this
title or section 3149(c)(2) of this title) or subsequently and accompanied by a plan
for self-insurance which is satisfactory to the President, shall be deemed
compliance with subse(..1ion (a). No such self-insurer may receive assistance under
section 5172 or 5189 of this title for any property or part thereof for which it has
previously received assistance under this Act, to the exient that insurance for such
property or part thereof would have been reasonably available.

16



 

Pl'Ohibited Flood Disaste.. Assistance (42 U.S.c. 5154a)

(a) General prohibition - Notwithstanding any other provision of law, no Federal
disaster relief assistance made available in a flood disaster area may be used to
make a p1.\yment (including any 10<11\ assistance payment) to a person for repair,
replacement, or restoration for damage to any personal, residential, or commercial
property if that person at any time has received flood disaster assistance that was
conditional on the person first having obtained flood insurance under applicable
Federal!aw and subsequently having failed to obtain and maintain flood insurance
as required under applicable Federal law on such property.

(b) Transfer of property -

(1) Duty to notify ·In the event of the transfer of any property described in
paragraph (3), the transferor shall, not later than the date on which such
transfer occurs, notify the transferee in writing of the requirements to -

(A) obtain flood insurance in accordance with applicable Federal law
with respect to such property, if the property is not so insured as of
the date on which the property is transferred; and

(B) maintain flood insurance in accordance with applicable Federal law
with respect to such property. Such written notification shall be
contained in documents evidencing the transfer of ownership of the
property.

(2) Failure to notify -lfa transferor described in paragraph (I) t:'lils to make a
notification in accordance with such paragraph and, subsequent to the
transfer of the property -

(A) the transferee fails to obtain or maintain flood insurance in
accordance with applicable Federal law with respect to the property,

(B) the property is damaged by a flood disaster, and
(C) Federal disaster relief assistance is provided for the repair,

replacement, or restoration of the property as a result of such
damage, the transferor shall be required to reimburse the Federal
Govenunent in an amount equal to the amount of the Federal
disaster relief assistance provided with respect 10 the property.

(3) Property described - For purposes of paragraph (1), a property is described
in Ihis paragraph if it is personal, commercial, or residential property for
which Federal disaster relief assistance made available in a flood disaster
area has been provided, prior to the date on which the property is
transferred, for repair, replacement, or restoration of the property, if such
assistance was conditioned upon obtaining flood insurance in accordance
with applicable Federal law with respect to such property.

(e) [Omincd]
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(£I) Definition - For purposes of this section, the tcnn ''flood disastcr area" means an
area with respect to which -

(1) the Secretary of Agriculnlre finds, or has found, to have been substantially
affected by a natural disaster in the United States pursuant to section
1961(a) of the Consolidated Fann and Rural Development Act (7 U.S.c.
1961(a»); or

(2) the President declares, or has declared, the existence of a major disaster or
emergency pursuant to the Robert T. Stafford Disaster Relief and
Emergency Assistance Act (42 V.S.C. 5121 et seq.), as a result of flood
conditions existing in or affecting that area.

(e) Effective date - 111is section and the amendments made by this section [adding this
section and amending 42 V.S.c. 4012a(a)1 shall apply to disasters declared after
September 23, 1994.

Sec. 312. Duplication of Benefits (42 U.S.c. 5155)

(a) General prohibition· TIle President, in consultation with the head of each Federal
agency administering any program providing financial assistance to persons,
business concerns, or other entities suffering losses as a result of a major disaster or
emergency, shall assure that no such person, business concern, or other entity will
receive such assistance with rcspect to any part of such loss as to which he has
received financial assistance under any other program or from insurance or any
other source.

(b) Special rulcs-

(1) Limitation - TIlis section shall not prohibit the provision of Federal
assistm1Ce to a person who is or may be entitled to receive benefits for the
same purposes from another source if such person has not received such
other benefits by the time of application for Federal assistance and if such
person agrees to repay all duplicative assistance to the agency providing the
Federal assistance.

(2) Procedures - TIle President shall cstablish such procedures as the Presidcnt
considers necessary to ensure unifonnity in preventing duplication of
benefits.

(3) Effect of partial benefits - Receipt of partial benefits for a major disaster or
cmcrgency shall not preclude provision of additional Federal assistance for
any part of a loss or need for which benefits have not been provided.

(c) Recovery of duplicative benefits - A person receiving Federal assistance for a
major disaster or emergency shall be liable to the United States to the ex1ent that
such assistance duplicates benefits available to the person for the same purpose
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(d) Assistance not income· Federal major disaster and emergency assistance provided
to individuals and families under this Act, and comparable disaster assistance
provided by States, local governments, and disaster assistance organizations, shall
nol be considered as income or a resource when deternlining eligibility for or
benefit levels under federally funded income assistance or resource-tested benefit
prognuns.

Sec. 313. Stltndal'd of Review (42 U.S.c. 5156)

lbe President shall establish comprehensive standards which shall be used to assess the
efficiency and effectiveness of Federal major disaster and emergency assistance programs
administered under this Act. TIle President shall conduct annual reviews of the activities of
Federal agencies and State and local governments in major disaster lU1d emergency
preparedness and in providing major disaster and emergency assistance in order to assure
maximum coordination and effectiveness of such programs and consistency in policies for
reimbursement of States under this Act.

Sec. 314. Penltlties (42 U.S.c. 5157)

(a) Misuse of funds - Any person who knowingly misapplies the proceeds of a loan or
othcr cash benefit obtained under this Act shall be fined an amount equal to one
and one-halftimes the misapplied amount of the proceeds or ca<;h benefit.

(b) Civil enforcement - Whenever it appears that any person has violated or is about to
violate any provision of this Act, including any civil penalty imposed under this
Act, the Attorney General may bring a civil action for such rclicf as may bc
appropriate. Such action may be brought in Ill] appropriate United States district
COllrt.

(c) Referral to Attorney General - The President shall cxpeditiously refer to the
Attomey General for appropriate action any evidence developed in the
perfommllce of functions under this Act that may warrant consideration for
criminal prosecution.

(d) Civil penalty - Any individual who knowingly violates any order or regulation
issued under this Act shall be subject to a civil penalty of not more than $5,000 for
each violation.
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Sec. 315. Availability of Materials (42 U.S.c. 5158)

TIle President is authorized, at the request of the Govemor of an affected State, to provide
for a survey of constmction materials needed in the area affected by a major disaster on an
emergency basis for hOllsing repairs, replacement housing, public facilities repairs and
replacement, famling operations, and business enterprises and to take appropriate action to
asSLIre the availability and fair distribution of needed materials, including, where possible,
the allocation of such materials for a period ornot more than one hundred and eighty days
after such major disaster. Any allocation program shall be implemented by the President to
the cxient {X'Issible, by working with and through those companies which traditionally
supply construction materials in the affected area. For the purposes of this section
"construction materials" shall include building materials and materials required for
repairing housing, replacement housing, public facilities repairs and replacement, and for
nomlal farm and business operations.

Sec. 316. Protection of Environment (42 U.S.c. 5159)

An action which is taken or assistance which is provided pursuant to section 5170a, 5170b,
5172, 5173, or 5192 of this title, including such assistance providcd pursuant to the
procedures provided for in section 5189 of this title, which has the effect of restoring a
facility substantially to its condition prior to the disaster or emergency, shall not be deemed
a major Fcderal action significantly affccting thc quality ofthc Inunan cnvirolUncnt within
the meaning of the National Environmental Policy Act of 1969 (83 Stat. 852) r42 U.s.C.
§4321 et seq.]. Nothing in this section shall alter or affect the applicability of thc National
EnvirolUllcntal Policy Act of 1969 [42 U.S.C. §4321 ct scq.] to othcr Fcdcral actions takcn
under this Act or under allY other provisions of law.

Sec. 317. Recovel'Y of Assistance (42 U.S.c. 5160)

(a) Party liable - Any person who intentionally causes a condition for which Federal
assistimce is provided under this Act or under any other Federal law as a result of a
dcclaration of a major disastcr or cmcrgcncy undcr this Act shall bc liablc to thc
United States for the reasonable costs incurred by the United States in responding
to such disaster or emergency to the e.\.1ent that such costs are attributable to the
intcntional act or omission of such pcrson which caused such condition. Such
action for reasonable costs shall be brought in all appropriate United States district
court.

(b) Rendering of care - A person shall not be liable under this section for costs
incurred by the United States as a result of actions taken or omitted by such person
in the course of rendering care or assistance in response to a major disaster or
emergcncy.
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Sec. 318. Audits and Investigations (42 U.S.c. 5161)

(a) In general - Subject to the provisions of chapter 75 of title 31, relating to
requirements for single audits, the l1"csident shall conduct audits and investigations
as necessary to assure compliance with this Act, and in cOImection therewith may
question such persons a<, may be necessary to carry out such audits and
investigations.

(b) Access to records - For purposes of audits and investigations under this section, the
President and Comptroller General may inspect any books, documents, papers, and
records of any person relating to any activity undertaken or flmded under this Act.

(c) State and local audits - TIle President may require audits by State and local
govemments in connection with assistance under this Act when necessary to assure
compliance with this Act or related regulations.

Sec. 319. Advance of Non-Fedel'al Sh'lI'e (42 U.S.c. 5162)

(a) In general ~ TIle President may lend or advance to an eligible applicant or a State
the portion of assistance for which the State is responsible under the cost~sharing

provisions of this Act in any case in which·-

(1) the State is unable to assume its financial responsibility under such cost~

sharing provisions-

(A) with respect to concurrent, multiple major disasters in a jurisdiction,
or

(B) after incurring e).,1raordinary costs as a result of a particular disaster;
and

(2) the dmnages caused by such disasters or disaster are so overwhelming and
severe that it is not possible for the applicant or the State to assume
inunediately their financial responsibility under this Act.

(b) Tenus of loans and advances ~

(l) In general ~ Any loan or advance under this section Shlill be repaid to the
United States.

(2) Interest ~ Loans and advances under this section shall bear interest at a rate
detemlined by the Secretary of the Treasury, taking into consideration the
current market yields on outstanding marketable obligations of the United
States with remaining periods to maturity comparable to the reimbursement
period of the loan or advance.
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(c) Regulations - TIle President shall issue regulations describing the tcrnlS and
conditions under which any loan or advance authorized by this section may be
made.

Sec. 320. Lim itation on Use 0" Sliding Scale (42 U.S.C 5163)

No geographic area shall be precluded from receiving assistance under this Act solely by
virtue of an aritlmletic fonnula or sliding scale based on income or population.

Sec. 321. Rules and Regulations (42 U.S.C 5164)

The President may prescribe such rules and regulations as may be necessary and proper to
carry out the provisions of this Act, :Uld may exercise, either directly or through such
Federal agency as the President may designate, lmy power or authority conferred to the
President by this Act.

Sec. 322. Mitigation Planning (42 U.S.C 5165)

(a) Requirement of Mitigation Plan - As a condition of receipt of an increased Federal
share for hazard mitigation measures under subsection (e), a State, local, or tribal
government shall develop and submit for approval to the President a mitigation
plan that olltlines processes for identifying the natural hazards, risks, and
vulnerabilities of the area under the jurisdiction of the government.

(b) Local and Tribal Plans - Each mitigation plan developed by a local or tribal
govenunent shall -

(I) describe actions to mitigate hazards, risks, and vulnerabilities identified
under the plan; and

(2) establish a strategy to implement those actions.

(c) State Plans - '£be State process of development of a mitigation plml under this
section shall .

(1) identify the natural hazards, risks, and vulnerabilities of areas in the State;

(2) support development of local mitigation plans;

(3) provide for teclmical assistance to local and tribal governments for
mitigation planning; and

(4) identify and prioritize mitigation actions that the State will support, as
resources become available.
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(d) Funding·

(1) In general - Federal contributions under section 5170c of this title may be
used to fund the development and updating of mitigation plans under this
section.

(2) Maximum federal contribution - V·lith respect to any mitigation plan, a
State, local, or tribal govenunent may use an amount of Federal
contributions under section 5170c of this title not to exceed 7 percent of the
amOllnt of such contributions available to the govenUllent as of a date
detennined by the govemment.

(e) Increased Federal Share for Hazard Mitigation Measures·

(1) In general· If, at the time of the declaration of a major disaster, a State has
in effect an approved mitigation plan under this section, the President may
increase to 20 percent, with respect to the nutior disaster, the maximum
percentage specified in the last sentence of section 517Oc(a) of this title.

(2) Factors for consideration -In detennilling whether to increase the maximum
percentage under paragraph (I), the President shall consider whether the
State has established -

(A) eligibility criteria for property acquisition and other types of
mitigation measures;

(E) requirements for cost effectiveness that are related to the eligibility
criteria;

(C) a system of priorities that is related to the eligibility criteria; and
(D) a process by which an assessment of the effectiveness of a

mitigation action may be carried out after the mitigation action is
complete.

Sec. 323. Standalods for Public and Pl"iv~lte Structures (42 U.S.c. 5165a)

(a) In General· As a condition of receipt of a disaster loan or grant under this Act -

(1) the recipient shall carry out IUly repair or construction to be financed with
the loan or grant in accordance with applicable standards of safety,
decency, and sanitation and in confonnity with applicable codes,
specifications, and standards; IUld

(2) the President may require safe land use and construction practices, after
adequate consultation with appropriate State and local govenunent officials.

(b) Evidence of Compliance - A recipient of a disaster loan or grant under this Act
shall provide such evidence of compliance with this section as the President may
require by regulation.
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Note: Section 324 becomes effectil'e wlten FElvlA "as promulgated a managemem cost
rate regulation. Umil tlten subsectioIJ 406(/) of the Stafford Act is used to establish
management cost rates.

Sec. 324. Management Costs (42 U.S.c. 5165b)

(a) Definition of Management Cost - In this section, the term "m~Ulagement cost"
includes any indirect cost, any administrative expense, and mlY other c:\'})cnsc not
directly chargeable to a specific project under a major disaster, emergency, or
disaster preparedness or mitigation activity or measure.

(b) Establishment of Management Cost Rates - Notwithstanding any other provision of
law (including any administrative rule or guidmlce), the President shall by
regulation establish management cost rates, for grantees and subgrantees, that shall
be lIsed to determine contributions under this Act for management costs.

(c) Review· The President shall review the management cost rates established under
subsection (b) not later than 3 years after the date of establishment of the rates and
periodically thereafter.

Sec. 325. Public Notice, Comment, and Consultation Requirements (42
U.S.c. 5165c)

(a) Public Notice and Comment Conceming New or Modified Policies-

(1) In general - 'I11e President shall provide for public notice and opportunity
for comment before adopting any new or modified policy that -

(A) govems implementation of the public assistance progrmll
administered by the Federal Emergency 1'Ianagement Agency under
this Act; mld

(B) could result in a significant reduction of assistance under the
program.

(2) Application - Any policy adopted under paragraph (1) shall apply only to a
major disaster or emergency declared on or after the date on which the
policy is adopted.

(b) Consultation Concerning Interim Policies -

(1) In general - Before adopting any interim policy under the public assistmlce
program to address specific conditions that relate to a major disaster or
emergency that has been declared under this Act, the President, to the
maximum e:\1ent practicable, shall solicit the views and recommendations
of grantees and subgrantees with respect to the major disaster or emergency
conceming the potential interim policy, if the interim policy is likely-
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(A) to result in a significant reduction of assistance to applicants for the
assistance with respect to the m.yor disaster or emergency; or

(B) to change the tenns of a written agreement to which the Federal
Govenunent is a party concerning the declaration of the major
disaster or emergency.

(2) No legal right of action - Nothing in this subsection confers a legal right of
action on any party.

(c) Public Access - The President shall promote public access to policies governing the
implementation of the public assistance program.

Sec. 326. Designation of Small State and Rural Advocate (42 U.S.C.
5165d)'

(a) In General· TIle President shall designate in the Federal Emergency Management
Agency a Small State and Rural Advocate.

(b) Responsibilities - The Small State and Rural Advocate shall be an advocate for the
fair treatment of small States and mral communities in the provision of assistance
under this Act.

(c) Duties - The Small State and Rural Advocate shall

(I) participate in the disaster declaration process under section 401 and the
emergency declaration process under section 501, to ensure that the needs
of mral communities are being addressed;

(2) assist small population States in the preparation of requests for major
disasters or emergency declarations; and

(3) conduct such other activities as the Director of the Federal Emergency
Management Agency considers appropriate.
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Title IV - Major Disaster Assistance Programs

Sec. 401. Procedu..e (01· Decla ..ation (42 U.S.c. 5170)

All requests for a declaration by the President that a major disaster exists shall be made by
the Govemor of the affected State. Such a request shall be based on a finding that the
disaster is of such severity and magnitude that effective response is beyond the capabilities
of the State and the affected local govemments lUld that Federal assistance is necessary. As
part of such request, and as a prerequisite to major disaster assistance lmder this Act, the
Govemor shall take appropriate response action under State law and direct execution of the
State's emergency plan. The Governor shall fumish infonnation on the nature and amount
of State and local resources which have been or will be committed to alleviating the results
of the disaster, and shall certify that, for the current disaster, State and local government
obligations and expenditures (of which State commitments must be a significant
proportion) will comply with all applicable cost-sharing requirements of this Act. Based on
the request of a Govemor under this section, the President may declare under this Act that a
major disaster or emergency exists.

Sec. 402. Gene..al Fede..al Assistance (42 U.S.c. 51703)"

In any major disaster, the President may ~

(1) direct any Federal agency, with or without reimbursement, to utilize its authorities
and the resources granted to it under Federal law (including persOlmel, equipment,
supplies, facilities, and managerial, technical, and advisory services) in support of
State and local assistance response and recovery efforts, including precautionary
evacuations;

(2) coordinate all disaster relief assistance (including voluntary assistance) provided by
Federal agencies, private organizations, and State and local govenllnents, including
precautionary evacuations and recovery;

(3) provide technical and advisory assist:mce to affected State and local governments
for·

(A) the perfonnance of essential community services;
(B) issuance ofwamings of risks and hazards;
(C)public health and safety infomlation, including dissemination of such

infonnation;
(D) provision of health and safety measures;
(E) management, control, and reduction of immediate threats to public health
and safety; and
(F) recovery activities, including disaster impact assessments and planning;
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(4) assist State and local govcmmcnts in the distribution of medicine, food, and other
consumable supplies, and emergency assistance; and

(5) provide accelerated Federal assistance and Federal support where necessary to save
lives, prevent human suffering, or mitigate severe damage, which may be provided
In the absence of a specific request and in which case the President

(A)sl1all, to the fullest extent practicable, promptly notify and coordinate with
officials in a State in which such assistance or support is provided; and

(B) shall not, in notifying and coordinating with a State under subparagraph (A),
delay or impede the rapid deployment, use, and distribution of critical
resources to victims of a major disaster.

Sec. 403. Essential Assistance (42 U.S.c. 5170b)"

(a) In general - Federal agencies may on the direction of the President, provide
assistance essential to meeting immediate threats to life and property resulting from
a major disaster, as follows:

(1) Federal resources, generally - Utilizing, lending, or donating to State and
local govemments Federal equipment, supplies, facilities, personnel, and
other resources, other than the eX1ension of credit, for use or distribution by
such govemments in accordance with the purposes of this Act.

(2) Medicine, durable medical equipment, food, and other consumables
. Distributing or rendering through State and local govemments, the

American National Red Cross, the Salvation Anny, the Mennonite Disaster
Service, and other relief and disaster assistance organizations medicine,
durable medical equipment, food, and other consllmable supplies, and other
services and assistance to disaster victims.

(3) Work and services to save lives and protect property - Perfonning on public
or private lands or waters any work or services essential to saving lives and
protecting and preserving property or public health and safety, including·

(A) debris removal;
(B) search and rescue, emergency medical care, emergency mass care,

emergency shelter, and provision of food, water, medicine, durable
medical equipment, and other essential necds, including movemcnt
of supplies or persons;

(C) clearance of roads and construction of temporary bridges necessary
to the petfonnance of emergency tasks and essential community
services;

(D) provision of temporary facilities for schools and other essential
community services;

(E) demolition of unsafe stmctures which endanger the public;
(F) waming of further risks and hazards;
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(G) dissemination of public information and assistance regarding health
and safety measures;

(H) provision of technical advice to State mld local govenUllents on
disaster management and control;

(I) reduction of immediate threats to life, property, and public health
and safety; and

(J) provision of rescue, care, shelter, and essential needs-
(i) to individuals with household pets and service animals; and
(ii) to such pets and animals.

(4) Contributions - Making contributions to State or local govenunents or
owners or operators of private nonprofit facilities for the purpose of
carrying out the provisions of this subsection.

(b) Federal share - The Federal share of assistance under this section shall be not less
than 75 percent of the eligible cost of such assistance.

(c) Utilization of DOD resources-

(I) General nile - During the immediate afternlath of an incident which may
ultimately qualify for assistance under this title or title V of this Act, the
Governor of the State in which such incident occurred may request the
President to direct the Secretary of Defense to utilize the resources of the
Department of Defense for the purpose of perfonning on public and private
lands any emergency work which is made necessary by such incident and
which is essential for the preservation of life and property. If the President
deternlines that such work is essential for the preservation of life and
property, the President shall grant such request to the extent the President
deternlines practicable. Such emergency work may only be carried Ollt for a
period not to exceed 10 days.

(2) Rules applicable to dcbris removal - Any removal of debris and wreckage
earned out under this subsection shall be subject to section 5173(b) of this
title, relating to unconditional authorization and indemnification for debris
removal.

(3) Expenditures out of disaster relief funds - The cost of any assistance
provided pursumlt to this subsection shall be reimbursed oul of funds made
available to carry out this Act.

(4) Federal share - TI1C Federal share of assistance under this subsection shall
be not less than 75 percent.

(5) Guidelines - Not later thml 180 days after the date of the enactment of the
Disaster Relief and Emergency Assistance Amendments of 1988 [enacted
Nov. 23, 1988], the President shall issue guidelines for carrying out this
subsection. Such guidelines shall consider any likely effect assistance under
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this subsection will have on the availability of other fonns of assistance
under this Act.

(6) Definitions - For purposes of this section

(A) Department of Defense - TIle teml "Department of Defense" has the
mcaning the tcnn "department" has under section 101 oftille to.

(B) Emergency work - The teml "emergency work" includes clearance
and removal of debris and wreckage and temporary restoration of
essential public facilities and services.

Sec. 404. Hazard Mitigation (42 V.S.c. 5170c)"

(a) In General· The President may contribute up to 75 percent of the cost of hazard
mitigation measures which the President has determined are cost-effective and
which substantially reduce the risk of future damage, hardship, loss, or suffering in
any area affected by a major disaster. Such measures shall bc identified following
the evaluation of natural hazards under section 5165 of this title and shall be
subject to approval by the President. Subject to section 5165 of this title, the total
of contributions under this section for a m~or disaster shall not exceed 15 percent
for amounts not more than $2,000,000,000, 10 percent for amounts of more than
$2,000,000,000 and not more than $10,000,000,000, and 7.5 percent on amounts of
more than $10,000,000,000 and not more than $35,333,000,000 of the estimated
aggregate amount of grants to be made (less any associated administrative costs)
under this Act with respect to the major disaster.

(b) Property acquisition and relocation assistance-

(l) General authority· In providing hazard mitigation assistance under this
section in connection with flooding, the Director of the Federal Emergency
Mtmagement Agency may provide property acquisition and relocation
assistance for projects that meet the requirements of paragraph (2).

(2) Tenns and conditions - An acquisition or relocation project shall be eligible
to receive assistance pursuant to paragraph (1) only if

(A) the applicant for the assistance is otherwise eligible to receive
assistance under the hazard mitigation grant program established
under subsection (a); and

(B) on or after December 3, 1993, the applicant for the assistance entcrs
into an agreement with the Director that provides assurances that -

(i) any property acquired, accepted, or from which a structure
will be rcmoved pursuant to the project will be dedicated and
maintained in perpetuity for a lise that is compatible with
open space, recreational, or wetlands management practices;
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(ii) no new structure will be erected on property acquired,
accepted or from which a structure was removed under the
acquisition or relocation program other than--

(I) a public facility that is open 011 all sides and
functionally related to a designated open space;

(l1)a rest room; or
(III) a structure that the Director approves in writing

before the commencement of the construction of the
structure; and

(iii)after receipt of the assistance, with respect to any property
acquired, accepted or from which a stmcture was removed
under the acquisition or relocation program--

(I) no subsequent application for additional disaster
assistance for any purpose will be made by the
recipient to any Federal entity; and

(H)no assistance referred to in subclause (I) will be
provided to the applicant by any Federal source.

(3) Statutory construction - Nothing in this subsection is intended to alter or
otherwise affect an agreement for an acquisition or relocation project
carried out pursuant to this section that was in effect on the day before
December 3, 1993.

(c) Program Administration by States-

(1) In general - A State desiring to administer the hazard mitigation grant
program established by this section with respect to hazard mitigation
assistance in the State may submit to the President an application for the
delegation of the autllOrity to administer the program.

(2) Criteria - TIle President, in consultation and coordination with States and
local governments, shall establish criteria for the approval of applications
submitted under paragraph (1). TIle criteria shall include, at a minimum -

(A) the demonstrated ability of the State to manage the grant progrant
under this section;

(8) there being in effect an approved mitigation plml under section 5165
of this title; and

(C) a demonstrated commitment to mitigation activities.

(3) Approval - "nle President shall approve an application submitted under
paragraph (I) that meets the criteria established under paragraph (2).

(4) Withdrawal of approval - If, after approving an application of a State
submitted under paragraph (1), the President detennines that the State is not
administering the hazard mitigation grant program established by this
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section in a manner satisfactory to the President, the President shall
withdraw the approva1.

(5) Audits - l'lJe President shall provide for periodic audits of the hazard
mitigation grant progrmns administered by States under this subsection.

Sec. 405. Fedentl FlIcilities (42 U.S.c. 5171)

(a) Repair, reconstruction, restoration or replacement of United States facilities - 111e
President may authorize any Federal agency to repair, reconstruct, restore, or
replace any facility owned by the United Stales and under Ihe jurisdiction of such
agency which is dmll11ged or destroyed by 1Uly major disaster if he detennines that
such repair, reconstruction, restoration, or replacement is of such importance and
urgency that it emmot reasonably be deferred pending the enactment of specific
authorizing legislation or the making of an appropriation lor such purposes, or the
obtaining of congressional committee approval.

(b) Availability of funds appropriated to agency for repair, reconstruction, restoration,
or rep1<lCement of agency facilities - In order to carry out the provisions of this
section, such repair, reconstruction, restoration, or replacement may be begun
notwithstanding a lack or an insufficiency of funds appropriated for such purpose,
where stich lack or insufficiency cml be remedied by the tnUlsfer, in accordance
with law, of funds appropriated to that agency for ml0ther purpose.

(c) Steps for mitigation of hazards· In implementing this section, Federal agencies
shall evaluate the natural hazards to which these facilities are exposed and shall
take appropriate action to mitigate such hazards, including safe land-lise and
construction practices, in accordance with standards prescribed by the President.

Sec. 406. Repail', Restoration, and Replacement of Damaged Facilities (42
U.S.c. 5172)"

(a) Contributions-

(1) In general·The President may make contributions -

(A) to a State or local government for the rcpair, restoration,
reconstruction, or replacement of a public facility damaged or
destroyed by a major disaster and for associated expenses incurred
by the government; and

(8) subject to paragraph (3), to a person that owns or operates a private
nonprofit facility damaged or destroyed by a major disaster for the
repair, restoration, reconstruction, or replacement of the facility and
for associated expenses incurred by the person.
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(2) Associated expenses· For the purposes of this section, associated expenses
shall include -

(A) the costs of mobilizing and employing the National Guard for
perfomlance of eligible work;

(B) the costs of using prison labor to perform eligible work. including
wages actually paid, transportation to a worksite, and eX1raordinary
costs of guards, food, and lodging; and

(C) base and overtime wages for the employees and e;..ira hires of a
State, local govemment, or person described in paragraph (I) that
perfoml eligible work. plus fringe benefits on such wages to the
e;..1ent that such benefits were being paid before the major disaster.

(3) Conditions for assistance to private nonprofit facilities-

(A) In general - 111e President may make contributions to a private
nonprofit facility under paragraph (lXB) only if-

(i) the facility provides critical services (as defined by the
President) in the event of a major disaster; or

(ii) the owner or operator of the facility -
(I) has applied for a disaster loan lmder section 7(b) of

the Small Business Act (15 V.S.c. 636(b»; and
(lI)(aa) has been detemlined to be ineligible for such a

loan; or
(bb) has obtained such a loan in the maximum
amount for which the Small Business Administration
detemlines the facility is eligible.

(B) Definition of critical services - In this paragraph, the term "critical
services" includes power, water (including water provided by an
irrigation organization or facility), sewer, wastewater treatment,
communications, education, and emergency medical care.

(4) Notification to Congress - Before making any contribution under this
section in an amount greater than $20,000,000, the President shall notify

(A) the Committee on Environment and Public \Vorles of the Senate;
(B) the Committee on Transportation and lnfrastmcture of the House of

Representatives;
(C) the Committee on Appropriations of the Senate; and
(D) the Committee Oll Appropriations of the House of Representatives.

(b) Federal Share -

(1) Minimum federal share - Except as provided in paragraph (2), the Federal
share of assistance under this section shall be not less than 75 percent of the
eligible cost of repair, restoration, reconstruction, or replacement carried
out under this section.

32



 

Note: Paragrap" (2) takes effect after FEMA "as pronUllgared all
impiemelllillg regulation.

(2) Reduced federal share - TIle President shall promulgate regulations to
reduce the Federal share of assistance under this section to not less than 25
percent in the case of the repair, restoration, reconstruction, or replacement
of any eligible public facility or private nonprofit facility following an
event associated with a major disaster-

(A) that has been damaged, on more than one occasion within the
preceding IO-year period, by the same type of event; and

(B) the owner of which has failed to implement appropriate mitigation
measures to address the hazard that caused the damage to the
facility.

(c) Large In-Lieu Contributions -

(I) For public facilities-

(A) In general - In any case in which a State or local government
detennines that the public welfare would not best be served by
repairing, restoring, reconstructing, or replacing any public facility
owned or controlled by the State or local govenunent, the State or
local govemment may elect to receive, in lieu of a contribution under
subsection (a)(1XA), a contribution in an amount equal to 90 percent
of the Federal share of the Federal estimate of the cost of repairing,
restoring, reconstructing, or replacing the facility and of
management expenses.

(B) Use of funds - Funds contributed to a State or local government
under this paragraph may be used -

(i) to repair, restore, or expand other selected public facilities;
(ii) to construct new facilities; or
(iii)to fund hazard mitigation measures that the State or local

government detemlines to be necessary to meet a need for
governmental services and functions in the area affected by
the major disaster.

(C) Limitations - Funds made available to a State or local govenmlent
under this paragraph may not be used for -

(i) any public facility located in a regulatory floodway (as
defined in section 59.1 of title 44, Code of Federal
Regulations (or a successor regulation»; or

(ii) any uninsured public facility located in a special flood
hazard area identified by the Director of the Federal
Emergency Management Agency under the National Flood
InsuflUlce Act of 1968 (42 V.S.c. 4001 et seq.).
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(2) For private nonprofit facilities·

(A) In general - In any case in which a person that owns or operates a
private nonprofit facility detemlines that the public welfare would
not best be served by repairing, restoring, reconstnlcting, or
replacing the facility, the person may elect to receive, in lieu of a
contribution under subsection (a)(IXB), a contribution in an amount
equal to 75 percent of the Federal share of the Federal estimate of the
cost of repairing, restoring, reconstnlcting, or replacing the facility
and of management expenses.

(B) Use of funds - Funds contributed to a person under this paragraph
may be used·

(i) to repair, restore, or expand other selected private nonprofit
facilities owned or operated by the person;

(ii) to constnlct new private nonprofit facilities to be owned or
operated by the person; or

(iii)to fund hazard mitigation measures that the person
detennines to be necessary to meet a need for the person's
services and functions in the area affected by the major
disaster.

(C) Limitations - Funds made available to a person under this paragraph
may not be used for--

(i) any private nonprofit facility located in a regulatory
floodway (as defined in section 59.1 of title 44, Code of
Federal Regulations (or a successor regulation»; or

(ii) any uninsured private nonprofit facility located in a special
flood hazard area identified by the Director of the Federal
Emergency Management Agency under the National Flood
Insurance Act of 1968 (42 U.S.C. 4001 et seq.).

(d) Flood insurance-

(1) Reduction of Federal assistance· If a public facility or private nonprofit
facility located in a special flood hazard area identified for more than I year
by the Director pursuant to the National Flood Insurance Act of 1968 (42
U.S.C. 4001 et seq.) is damaged or destroyed, after the I80th day following
November 23, 1988, by flooding in a major disaster and such facility is not
covered on the date of such flooding by flood insurance, the Federal
assistance which would otherwise be available under this section with
respect to repair, restoration, reconstmction, and replacement of such
facility and associated expenses shall be reduced in accordance with
paragraph (2).
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(2) Amount of reduction - The amount of a reduction in Federal assistance
under this section with respect to a facility shall be the lesser of-

(A) the value of such facility on the date of the flood damage or
destmction, or

(B) the maximum amount of insurance proceeds which would have been
payable with respect to such facility if such facility had been covered
by flood insurance under the National Flood Insurance Act of 1968
on such date.

(3) Exception - Paragraphs (I) and (2) shall not apply to a private nonprofit
facility which is not covered by flood insurance solely because of the local
government's failure to participate in the flood insurance program
established by the National Flood Insurance Act.

(4) Dissemination of infornlation - The President shall disseminate information
regarding the reduction in Federal assistance provided for by this subsection
to State and local govenmlents and the owners and operators of private
nonprofit facilities who may be affected by such a reduction.

Note: The folJowulg I'ersioll ofs"bsectioll (e) remau,s in effect "lItil the cost estimation
procedures established ""der paragraph (3) ofthe rel·ised ,'enio" ofsubseaioll 406(e) 
see Ilext subsectioll -lake effect.

(e) Net Eligible Cost-

(1) General Rule - For purposes of this section, the cost of repairing, restoring,
reconstmcting, or replacing a public facility or private nonprofit facility on
the basis of the design of such facility as it existed immediately prior to the
mrtior disaster and in confonl1ity with current applicable codes,
specifications, and standards (including floodplain management and hazard
mitigation criteria required by the President or by the Coastal Barrier
Resources Act (16 U.S.C. 3501 et seq.» shall, at a minimum, be treated as
the net eligible cost of such repair, restoration, rcconstmction, or
replacement.

(2) Special Rule - In any case in which the facility being repaired, restored,
reconstmcted, or replaced, lmder this section was under constmction on the
datcd of the major disastcr, the cost of repairing, restoring, reconstmction,
or replacing stich facility shall include, for purposes of this section, only
those costs which, under the contract for such constmction, are the owner's
rcsponsibility and not the contractor's responsibility.

35



 

Note: ThefolJowing version ofsubsectioll 406(e)(1) and (2) becomes eJJectil'e when the
procedures established by paragraph (3) ofthis subsection take eJJect. Subsection
406(e)(4) is Cllrrell1(V in eJJect.

( e ) Eligible Cost -

(1) Determination -

(A) In general - For the purposes of this section, the President shall
estimate the eligible cost of repairing, restoring, reconstnlcting, or
replacing a public facility or private nonprofit facility--

(i) on the basis orthe design of the facility as the facility existed
immediately before the major disaster; and

(ii) in confonnity with codes, specifications, and standards
(including floodplain management and hazard mitigation
criteria required by the President or under the Coastal
Barrier Resources Act (16 U.S.C. 3501 et seq.» applicable at
the time at which the disaster occurred.

(B) Cost estimation procedures -
(i) In general - Subject to paragraph (2), the President shall use

the cost estimation procedures established tmder paragraph
(3) to determine the eligible cost under this subsection.

(ii) Applicability - TIle procedures specified in this paragraph
and paragraph (2) shall apply only to projects the eligible
cost of which is equal to or greater than the amount specified
in section 5189 of this title.

(2) Modification of eligible cost-

(A) Actual cost greater than ceiling percentage of estimated cost - In any
case in which tlle actual cost of repairing, restoring, reconstnlcting,
or replacing a facility under this section is greater than the ceiling
percentage established under paragraph (3) of the cost estimated
under paragraph (I), the President may detennine that the eligible
cost includes a portion of the actual cost of the repair, restoration,
reconstnlction, or replacement that exceeds the cost estimated under
paragraph (I).

(B) Actual cost less than estimated cost -
(i) Greater than or equal to floor percentage of estimated cost 

In any case in which the actual cost of repairing, restoring,
reconstructing, or replacing a facility under this section is
less than 100 percent of the cost estimated under paragraph
(l), but is greater than or equal to the noor percentage
established under paragraph (3) of tlle cost estimated under
paragraph (I), the State or local government or persoll
receiving funds under this section shall use the excess funds
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to carry out cost-effective activities that reduce the risk of
future damage, hardship, or suffering from a major disaster.

(ii) Less than floor percentage of estimated cost - In any case in
which the actual cost of repairing, restoring, reconstmcting,
or replacing a facility under this section is less than the floor
percentage established under paragraph (3) of the cost
estimated under paragraph (I), the State or local govemment
or person receiving assistance under this section shall
reimburse the President in the amount of the difference.

(C) No effect on appeals process - Nothing in this paragraph affects any
right of appeal under section 5189a of this title.

(3) Expert panel -

(A) Establishment - Not later than 18 months after October 30, 2000, the
President, acting through the Director of the Federal Emergency
Mmlagement Agency, shall establish an expert pancl, which shall
include representatives fr0111 the constmction industry and Stale and
local govemment.

(B) Duties - The expert panel shall develop recommendations
conceming

(i) procedures for estimating the cost of repairing, restoring,
reconstmcting, or replacing a facility consistent with
industry practices; and

(ii) the ceiling and floor percentages referred to in paragraph (2).
(C) Regulations· Taking into account the recommendations of the expert

panel under subparagraph (8), the President shaH promulgate
regulations that establish

(i) cost estimation procedures described in subparagraph (B)(i);
and

(ii) the ceiling and floor percentages referred to in paragraph (2).
(D) Review by President • Not later than 2 years after the date of

promulgation of regulations under subparagraph (C) and periodically
thereafter, the President shall review the cost estimation procedures
and the ceiling and floor percentages established under this
paragraph.

(E) Report to Congress • Not later than I year after the date of
promulgation of regulations under subparagraph (C), 3 years after
that date, and at the end of each 2-year period thereafter, the e~'Pert

panel shall submit to Congress a report on the appropriateness of the
cost estimation procedures.

(4) Special mle . In mlY case in which the facility being repaired, restored,
reconstmcted, or replaced under this section was under constmctioll on the
date of the major disaster, the cost of repairing, restoring, reconstructing, or
replacing the facility shall include, for the purposes of this section, only
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Note: Thefollolliug S"bsectioll406(f) will be repealed whell the regulatioll to implement
sectioll 3241J{U' been promulgated.

(f) Associated Expenses - For purposes of this sectioll, associated expenses include
the following-

(l) Necessary costs - Necessary costs of requesting, obtaining, and
administering Federal assistance based on a percentage of assistance
provided as follows:

(A) For an applicant whose net eligible costs equal SIOO,OOO, 3 percent
of such net eligible costs.

(B) For an applicant whose net eligible cost equal $100,000 or more but
less than $1,000,000, $3,000 plus 2 percent of such net eligible costs
in excess of SI 00,000.

(C) For an applicant whose net eligible costs equal $1,000,000 or more
but less than $5,000,000, $21,000 plus I percent of such net eligible
costs in excess or $1,000,000.

(D) For an applicant whose net eligible costs equal $5,000,000 or more,
$61,000 plus 1/2 percent of such eligible costs in excess of
$5,000,000.

(2) E:\.1raordinary Costs - E;.,,1raordinary costs incurred by a State for
preparation of damage survey reports, final inspection reports, project
applications, final audits, and related field inspections by State employees,
including overtime pay and per diem <md travel expense of such employees,
but not including pay for regular time of such employees, based on the total
amount of assistance provided under section 403, 404, 406, 407, 502, and
503 in such State in connection with the major disaster as follows.

(A) If such total amount is less than $100,000, 3 percent of such total
amount

(B) If such total amount is Sl00,OOO or more but less than $1,000,000,
$3,000 plus 2 percent of such total amount in excess of$100,000.

(C) If such total amount is $1,000,000 or more but less than $5,000,000,
S21,000 plus I percent ofstLch total amount in excess 0[$1,000,000.

(D) If such total amoullt is $5,000,000 or more, $61,000 plus 1/2 per cent
of such total amount in excess of $5,000,000.

(3) Costs of National Guard - l1te costs of mobilizing and entploying the
National Guard for perfomlance of eligible work.
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(4) Costs of Prison Labor - The costs of using prison labor to perfonn eligible
work, including wages actually paid, transportation to a worksite, and
extraordinary costs of guards, food, and lodging.

(5) Other L1bor Costs - Base and overtime wages for an applicant's employees
and ex1ra hires perfonning eligible work plus fringe benefits on such wages
to the extent that such benefits were being paid before the disaster.

Sec. 407. Deb,·is Removal (42 V.S.c. 5173)"

(a) Presidential Authority - TIle President, whenever he detemlines it to be in the
public interest, is authorized -

(1) through the use of Federal departments, agencies, and instnlmentalities, to
clear debris and wreckage resulting from a major disaster from publicly and
privately owned lands and waters; and

(2) to make grants to any State or local govemment or owner or operator of a
private non-profit facility for the purpose of removing debris or wreckage
resulting from a major disaster from publicly or privately owned lands and
waters.

(b) Authorization by State or local govemment; indenmification agreement - No
authority under this section shall be exercised unless the affected State or local
govenunent shall first arrange an unconditional authorization for removal of such
debris or wreckage from public and private property, and, in the case of removal of
debris or wreckage from private property, shall first agree to indenmify the Federal
Govenunent against any claim arising from such removal.

(c) Rules relating to large lots - l1te President shall issue rules which provide for
recognition of differences existing among urban, suburban, and nlral lands in
implementation of this section so as to facilitate adequate removal of debris and
wreckage from large lots.

(d) Federal share· The Federal share of assistance lmder this section shall be not less
than 75 percent of the eligible cost of debris and wreckage removal carried out
under Ihis section.

(e) Expedited Payments -

(1) Grant Assistance - In making a grant under subsection (a)(2), the President
shall provide not less than 50 percent of the President's initial estimate of
the Federal share of assistance as an initial payment in accordance with
paragraph (2).

(2) Dale of Payment - Not later than 60 days after Ihe date of the estimate
described in paragraph (I) and not later than 90 days after the date on which
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the State or local govemment or owner or operator of a private nonprofit
facility applies for assistance under this section, an initial payment
described in paragraph (I) shall be paid.

Sec. 408. Feder'al Assistance to Individuals and Households (42 U.S.c.
5174)"

(a) In General-

(1) Provision of assistance - In accordance with this section, the President, in
consultation with the Governor of a State, may provide financial assistance,
and, if necessary, direct services, to individuals and households in the State
who, as a direct result of a major disaster, have necessary expenses and
serious needs in cases in which the individuals and households are lUlable to
meet such expenses or needs through other means.

(2) Relationship to other assistance - Under paragraph (1), an individual or
household shall not be denied assistance under paragraph (I), (3), or (4) of
subsection (c) solely on the basis that the individual or household has not
applied for or received any loan or other financial assistance from the Small
Business Administration or any other Federal agency.

(b) Housing Assistance -

(l) Eligibility - TIle President may provide financial or other assistance under
this section to individuals and households to respond to the disaster-related
housing needs of individuals and households who are displaced from their
predisaster primary residences or whose predisaster primary residences are
rendered uninhabitable, or with respect to individuals with disabilities,
rendered inaccessible or uninhabitable, as a result of damage caused by a
major disaster.

(2) Detennination of appropriate types of assistance -

(A) In general - TIle President shall detennine appropriate types of
housing assistance to be provided under this section to individuals
and households described in subsection (a)(1) based on
considerations of cost effectiveness, convenience to the individuals
and households, and such other factors as the President may
cOllSider appropriate.

(B) Multiple types of assistance - One or more types of housing
assistllilce may be made available under this section, based on the
suitability and availability of the types of assistllilce, to meet the
needs of individuals and households in the particular disaster
situation.
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(c) Types of Housing Assistance-

(1) Temporary housing-

(A) Financial assistance-
(;) In geneml - The P'esidenl may pmv;de financial assistance

to individuals or households to rent altemate housing
accommodations, existing rental units, manufactured
housing, recreational vehicles, or other readily fabricated
dwellings. Such assistance may include the payment of the
cost of utilities, excluding telephone service.

(ii) Amount - TIle amount of assistance under clause (i) shall be
based on the fair market rent for the accommodation
provided plus the cost of any transportation, utility hookups,
security deposits, or unit installation not provided directly by
the President.

(B) Direct assistance -
(i) In general - The President may provide temporary housing

units, acquired by purchase or lease, directly to individuals
or households who, because of a lack of available housing
resources, would be unable to make use of the assistance
provided under subparagraph (A).

(ii) Period of assistance - TIle President may not provide direct
assistance under clause (i) with respect to a major disaster
after the end of the 18-month period beginning on the date of
the dcclaration of the major disaster by the President, except
that the President may ex1end that period if the President
detennines that due to eX1raordinary circumstances illl

eX1ension would be in the public interest.
(iii)Collection of rental charges - After the end of the 18-month

period referred to in clause (ii), the President may charge fair
market rent for cach tcmporary hOlLSing unit provided.

(2) Repairs -

(A) In general - TIle President may provide financial assistance for -
(i) the repair of owner-occupied private residences, utilities, and

residential infrastmcture (such as a private access rOllte)
damaged by a major disaster to a safe and sanitary living or
functioning condition; and

(ii) eligible hazard mitigation measures that reduce the
likelihood of future damage to such residences, utilities, or
infrastmeture.

(B) Relationship to other assistance - A recipient of assistance provided
under this paragraph shall not be required to show that the
assistance can be met through other means, except insurance
proceeds.
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(3) Replacement -

(A) In general - TIle President may provide financial assistance for the
replacement of owner-occupied private residences damaged by a
major disaster.

(B) Applicability of flood insurance requirement - With respect to
assistance provided under this paragraph, the President may not
waive any provision of Federal law requiring the purchase of flood
insurance as a condition of the receipt of Federal disaster assistance.

(4) Pennanent or semi-pemmnent housing construction - The President may
provide financial assistance or direct assistance to individuals or households
to construct pennanent or semi-permanent housing in insular areas outside
the continental United States and in other locations in cases in which

(A) no altemative housing resources are available; and
(B) the types of temporary housing assistance described in pllragraph (I)

are unavailable, infeasible, or not cost-effective.

(d) TemlS and Conditions Relating to Housing Assistance-

(1) Sites -

(A) In general -Any readily fabricated dwelling provided under this
section shall, whenever practicable, be located on a site that -

(i) is complete with utilities;
(ii) meets the physical accessibility requirements for individuals

with disabilities; and
(iii) is provided by the State or local government, by the owner

of the site, or by the occupant who was displaced by the
major disaster.

(B) Sites provided by the President - A readily fabricated dwelling may
be located on a site provided by the President if the President
detennines that such a site would be more economical or accessible.

(2) Disposal of units -

(A) Sale to occupants -
(i) In general - Notwithstanding any other provision of law, a

temporary housing lUlit purchased under this section by the
President for the purpose of housing disaster victims may be
sold directly to the individual or household who is
occupying the unit if the individual or household lacks
pennanent housing.

(ii) Sale price - A sale of a temporary housing unit under clause
(i) shall be at a price that is fair and equitable.
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(iii)Deposit of proceeds - Notwithstanding any other provision
of law, the proceeds of a sale under clause (i) shall be
deposited in the appropriate Disaster Re1iefFund account.

(iv)Hazard and flood insurance - A sale of a temporary housing
unit under clause (i) shall be made on the condition that the
individua.l or household purchasing the housing unit agrees
to obtain and maintain hazard and flood insurance on the
housing unit.

(v) Use of GSA services - TIle President may use the services of
the General Services Administration to accomplish a sale
under clause (i).

(8) Other methods of disposal -If not disposed of under subparagraph
(A), a temporary housing unit purchased under this section by the
President for the purpose of housing disaster victims -

(i) may be sold to any person; or
(ii) may be sold, transferred, donated, or otherwise made

available directly to a State or other govemmental entity or
to a voluntary organization for the sole purpose of providing
temporary housing to disaster victims in major disasters and
emergencies if, as a condition of the sale, transfer, or
donation, the State, other govenmlental agency, or voluntary
organization agrees -

(a) to comply with the nondiscrimination provisions
of section 5151 of this title; and

(b) to obtain and maintain hazard and flood insurance
on the housing unit.

(e) Financial Assistance To Address Other Needs-

(1) Medical, dental, and funeral expenses - The President, in consultation with
the Governor of a State, may provide financial assistance under this section
to an individual or household in the State who is adversely affected by a
major disaster to meet disaster-related medical, dental, and funeral
expenses.

(2) Personal property, transportation, and other expenses - The President, in
consultation with the Govemor of a State, may provide financial assistance
under this section to an individual or household described in paragraph (1)
to address personal property, transportation, and other necessary expenses
or serious needs resulting from the major disaster.
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(1) State Role·

(1) Financial assistance to address other needs -

(A) Grant to state - Subject to subsection (g), a Governor may request a
grant from the President to provide financial assistance to
individuals and households in the State under subsection (e).

(B) Administrative costs - A State that receives a grant under
subparagraph (A) may expend not more than S percent of the
amount of the grant for the administrative costs of providing
financial assistance to individuals and households in the State under
subsection (e).

(2) Access to records - In providing assistance 10 individuals and households
under this section, the President shall provide for the substantial and
ongoing involvement of the States ill which the individuals and households
are located, including by providing to the Stlltes access to the electronic
records of individuals and households receiving assistance under this
section in order for the States to make available any additional State and
local assistance to lhe individuals and households.

(g) Cost Sharing -

(1) Federal share - Except as provided in paragraph (2), the Federal share of the
costs eligible to be paid using assistance provided under this section shall
be 100 percent.

(2) Financial assistance to address other needs - In the case of financial
assistance provided under subsection (e) -

(A) the Federal share shall be 7S percent; and
(B) the non-Federal share shall be paid from funds made available by

the State.

(h) Maximum AmOlmt of Assistance-

(1) In general - No individual or household shall receive financial assistance
greater than $25,000 under this section with respect to a single major
disaster.

(2) Adjustment of limit - TIle limit established lmder paragraph (1) shall be
adjusted annually to reflect changes in the Consumer Price Index for All
Urban Consumers published by the Department of Labor.

(i) Verification Measures· In carrying out this section, the President shall develop a
system, including an electronic database, that shall allow the President, or the
designee of the President, to
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(1) verify the identity and address of recipients of assistance under this section
to provide reasonable assurance that payments are made only to an
individual or household that is eligible for such assist:mce;

(2) minimize the risk of making duplicative payments or payments for
fraudulent claims under this section;

(3) collect any duplicative payment on a claim under this section, or reduce the
amount of subsequent payments to offset the amount of any such duplicate
payment;

(4) provide instructions to recipients of assistance under this section regarding
the proper use of any such assistance, regardless of how such assistance is
distributed; and

(5) conduct an expedited and simplified review and appeal process for an
individual or household whose application for assistance under this section
is denied.

(j) Rules and Regulations - The President shall prescribe rules and regulations to carry
out this section, including criteria, standards, and procedures for deternlining
eligibility for assistance.

Sec. 410. Unemployment Assistance (42 U.S.c. 5177)

(a) Benefit assistance - The President is authorized to provide to any individual
unemployed as a result of a major disaster such benefit assistance as he deems
appropriate while such individual is Imemployed for the weeks of such
unemployment with respect to which the individual is not entitled to any other
unemployment compensation (as that tenn is defined in section 85(b) of the
Internal Revenue Code of 1986) or a waiting period credit. Such assistance as the
President shall provide shall be available to an individual as long as the individual's
unemployment caused by the mrtior disaster continues or lU1til the individual is
reemployed in a suitable position, but no longer than 26 weeks after the major
disaster is declared. Such assistance for a week of unemployment shall not exceed
the maximum weekly amount authorized under the unemployment compensation
law of the State ill which the disaster occurred. TIle President is directed to provide
such assistance through agreements with States which, in his judgment, have an
adequate system for administering such assistance through existing State agencies.

(b) Reemployment assistance

(1) State assistance· A State shall provide, without reimbursement from any
funds provided under this Act, reemployment assistance services under allY
other law administered by the State to individuals receiving benefits under
this section.
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(2) Federal assistance - The President may provide reemployment assistance
services under other laws to individuals who are unemployed as a result of
a major disaster and who reside in a State which does not provide such
services.

Sec. 412. Food Coupons and Dist";bution (42 V.S.c. 5179)

(a) Persons eligible; tenns and conditions· Whenever the President detennines that, as
a result of a major disaster, low-income households are tmable to purchase
adequate amounts of nutritious food, he is authorized, under such tenns and
conditions as he may prescribe, to distribute through the Secretary of Agriculture
or other appropriate agencies coupon allotments to such households pursuant to the
provisions of the Food Stamp Act of 1964 (P.L. 91-671; 84 Stat. 2048), 7 U.S.C.
2011 et seq., and to make surplus commodities available pursuant to the provisions
of this Act.

(b) Duration of assistance; factors considered - TIle President, through the Secretary of
Agriclliture or other appropriate agencies, is authorized to continue to make such
coupon allotments and surplus commodities available to such households for so
long as he deternlines necessary, taking into consideration such factors as he deems
appropriate, including the consequences of the mitior disaster on the earning power
of the households, to which assistance is made available under this section.

(c) Food Stamp Act provisions unaffected· Nothing in this section shall be con~1rued

as amending or othenvise changing the provisions of the Food Stamp Act of 1964,
7 U.S.C. 2011 et seq., except as they relate to the availability of food stamps in an
area affected by a major disaster.

Sec. 413. Food Commodities (42 V.S.c. 5180)

(a) Emergency mass feeding· The President is authorized and directed to assure that
adequate stocks of food will be ready and conveniently available for emergency
mass feeding or distribution in any area of the United States which suffers a major
disaster or emergency.

(b) Funds for purchase of food commodities - TIle Secretary of Agriculture shall utilize
funds appropriated under section 612c of title 7, to purchase food commodities
necessary to provide adequate supplies for use in any area of the United States in
the event of a major disaster or emergency in such area.

Sec. 414. Relocation Assistance (42 V.S.c. 5181)

Notwithstanding any other provision of law, no person otherwise eligible for any kind of
replacement housing payment under the Unifonn Relocation Assistance and Real Property
Acquisition Policies Act of 1970, P.L. 91·646, 42 U.S.c. 4601 et seq., shall be denied such
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eligibility as a result of his being unable, because of a major disaster as determined by the
President, to meet the occupancy requirements set by such Act.

Sec. 415. Legal Sel'vices (42 V.S.c. 5182)

Whenever the President determines that low-income individuals are unable to secure legal
services adequate to meet their needs as a consequence of a major disaster, consistent with
the goals of the programs authorized by this Act, the President shall assure that such
programs are conducted with the advice and assistance of appropriate Federal agencies and
State and local bar associations.

Sec. 416. Cl'isis Counseling Assistance and Training (42 U.S.c. 5183)

'Ine President is authorized to provide professional counseling services, including financial
assistance to State or local agencies or private mental health organizations to provide such
services or training of disaster workers, to victims of major disasters in order to relieve
mental helilth problems caused or aggravated by such major disaster or its af'tennatl1.

Sec. 417. Community Disaster' Loans (42 U.S.c. 5184)'"

(11) In General - "Ine President is authorized to make loans to any local government
which may suffer a substantial loss of tax and other revenues as a result of a major
disaster, and has demonstrated a need for financial assistance in order to perfoml
its governmental functions.

(b) Amount - The amount of any such loan shall be based on need, shall not exceed

(1) 25 percent of the annual operating budget of that local government for the
fiscal year in which the major disaster occurs, and shall not exceed
$5,000,000; or

(2) if the loss of tax and other revenues of the local government as a result of
the major disaster is at least 75 percent of the aJlliual operating budget of
that local government for the fiscal year in which the major disaster occurs,
50 percent of the mUllIal operating budget of that local govermnent for the
fiscal year in which the major disaster occurs, and shall not exceed
$5,000,000.

(c) Repayment -

(1) Cancellation - Repayment of all or any part of such loan to the e>..ient that
revenues of the local government during the three full fiscal year period
following the major disaster are insufficient to meet the operating budget of
the local govenunent, including additional disaster-related e>"'Penses of a
municipal operation character shall be cancelled.
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(2) Condition on continuing eligibility - A local govemment shall not be
eligible for further assistance under this section during any period in which
the local govemment is in arrears with respect to a required repayment of a
loan under this section.

(d) Effect on Other Assistance - Any loans made under this section shall not reduce or
otherwise affect any grants or other assistance under this Act.

Sec. 418. Emergency Communications (42 V.S.C 5185)

TIle President is authorized during, or in anticipation of an emergency or major disaster to
establish temporary communications systems and to make such comnllmications available
to State and local govenunent officials and other persons as he deems appropriate.

Sec 419. Emergency PubUc Tl"lll1spo,~ation (42 V.S.C 5186)

TIle President is authorized to provide temporary public transportation service in an area
affected by a major disaster to meet emergency needs and to provide transportation to
govenunental offices, supply centers, stores, post offices, schools, major employment
centers, and such other places as may be necessary in order to enable the community to
resume its nonnal patlern of life as soon as possible.

Sec. 420. Fire Management Assistance (42 V.S.C 5187)

(a) In General - The President is authorized to provide assistance, including grants,
equipment, supplies, and persolUlel, to any State or local govemment for the
mitigation, management, and control of any fire on public or private forest land or
grassland that threatens such destruction as would constitute a major disaster.

(b) Coordination with State and Tribal Departments of Forestry - In providing
assistance under this section, the President shall coordinate with State and tribal
departments of forestry.

(c) Essential Assistance - In providing assistance under this section, the President may
use the authority provided under section 517Gb of this title.

(d) Rules and Regulations - The President shall prescribe such rules and regulations as
are necessary to carry out this section.

Sec. 421. Timber S"le Cont,·"cts (42 V.S.C 5188)

(a) Cost-sharing arrangement - Where an existing timber sale contract between the
Secretary of Agriculture or the Secretary of the Interior and a timber purchaser
docs not provide relief from major physical change not due to negligence of the
purchaser prior to approval of construction of any section of specified road or of
any other specified development facility and, as a resull of a major disaster, a major
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physical change results in additional construction work in connection with such
road or facility by such purchaser with an estimated cost, as determined by the
appropriate Secretary, (1) of more than $ 1,000 for sales under one million board
feet, (2) of more than $1 per thousand board feet for sales of one to three million
board feet, or (3) of more than $3,000 for sales over three million board feet, such
increased construction cost shall be bome by the United States.

(b) Crulcellation of authority - If the appropriate Secretary detennines that damages are
so great that restoration, reconstruction, or construction is not practical under the
cost-sharing arrangement authorized by subsection (n) of this section, he may allow
c<lIlcellation of a contract entered into by his Department notwithstanding contrary
provisions therein.

(c) Public notice of sale -111e Secretary of Agriculture is authorized to reduce to seven
days the minimum period of advance public notice required by section 476 of title
16, in connection with the sale of timber from national forests, whenever the
Secretary detennines that (1) the sale of such timber will assist in the construction
of any area of a State danlaged by a major disaster, (2) the sale of such timber will
assist in sustaining the economy of such area, or (3) the sale of such timber is
necessary to salvage the value of timber damaged in such major disaster or to
protect undamaged timber.

(d) State grants for removal of damaged timber; reimbursement of expenses limited to
salvage value of removed timber· The President, when he detennines it to be in the
public interest, is authorized to make grants to any State or local government for
the purpose of removing from privately owned lands timber damaged as a result of
a major disaster, and such State or local government is authorized upon application,
to make payments out of such grants to any persoll for reimbursement of expenses
actually incurred by such person in the removal of damaged timber, not to exceed
the amowlt that such expenses exceed the salvage value of such timber.

Sec. 422. Simplified Pl'Ocedul'es (42 U.S.c. 5189)

If the Federal estimate of the cost of-

(I) repairing, restoring, reconstructing, or replacing under section 5172 of this title any
damaged or destroyed public facility or private nonprofit facility,

(2) emergency assistance under section 5170b or 5192 of this title, or

(3) debris rellloved under section 5173 of this title, is less than $35,000, the President
(on application of the State or local govenunent or the owner or operator of the
private nonprofit facility) may make the contribution to such State or local
govenunent or owner or operator under section 5 J70b, 5172, 5173, or 5192 of this
title, as the case Illay be, on the basis of such Federal estimate. Such $35,000
amount shall be adjusted annually to reflect changes in the Consumer Price Index
for All Urban Consumers published by the Department of Labor.
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Sec. 423. Appeals of Assistance Decisions (42 U.S.c. 5189a)

(a) Right of appeal - Any decision regarding eligibility for, from, or amount of
assistance under this title may be appealed within 60 days after the date on which
the applicant for such assistance is notified of the award or denial of award of such
assistance.

(b) Period for decision - A decision regarding an appeal under subsection (a) shall be
rendered within 90 days after the date on which the Federal official designated to
administer such appeals receives notice of such appeal.

(c) Rules - The President shall issue niles which provide for the fair and impartial
consideration of appeals under this section.

Sec. 424. Date of Eligibility; Expenses Incun'ed Hero.'c Date of Disaste.r (42
U.S.c. 5189b)

Eligibility for Federal assistance under this title shall begin on the date of the occurrence of
the event which results in a declaration by the President that a m~or disaster exists; except
that reasonable expenses which are incurred in anticipation of and immediately preceding
such event may be eligible for Federal assistance under this Act.

Sec. 425. Transportation Assistance to Individuals and Households (42
U.S.c. 5189c)"

The President may provide transportation assistance to relocate individuals displaced from
their predisaster primary residences as a result of an incident declared under this Act or
otherwise transported from their predisaster primary residences under section 403(aX3) or
502, to and from altemative locations for short or long-tenn accommodation or to retllm an
individual or household to their predisaster primary residence or altemative location, as
detennined necessary by the President.

Sec. 426. Case Management Services (42 U.S.c. 5189d)"

The President may provide case management services, including financial assistance, to
State or local govemment agencies or qualified private organizations to provide such
services, to victims of major disasters to identify and address unmet needs.

Sec. 427. Essential Service Providers (42 U.S.c. 518ge)"

(a) Definition - In this section, the teml 'essential service provider' means an entity
that

(I) provides -

(A) telecommunications service;
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(B) electrical power;
(C) natural gas;
(D) water and sewer services; or
(E) any other essential service, as deternlined by the President;

(A) a municipal entity;
(B) a nonprofit entity; or
(C) a private, for profit entity; and

(3) is contributing to efforts to respond to an emergency or major disaster.

(b) Authorization for accessibility· Unless exceptional circumstances apply, in an
emergency or major disaster, the head of a Federal agency, to the greatest ex1ent
practicable, shall not -

(1) deny or impede access to the disaster site to an essential service provider
whose access is necessary to restore and repair an essential service; or

(2) impede the restoration or repair of the services described in subsection
(a)(I).

(c) Implementation· In implementing this section, the head of a Federal agency
shall follow all applicable Federal laws, regulation, and policies.

Title V -- Emergency Assistance Programs

Sec. 501. Pl'Ocedu,'e (0" Declaration (42 U.s.c. 5191)

(a) Request and declaration· All requests for a declaration by the President that an
emergency exists shall be made by the Governor of the affected State. Such a
request shall be based on a finding that the situation is of such severity and
magnitude that effective response is beyond the capabilities of the State and the
affected local goverrunents and that Federal assistance is necessary. As a part of
such request, and as a prerequisite to emergency assistance under Lhis Act, the
Governor shall take appropriate action under State law and direct execution of the
State's emergency plan. TIle Governor shall furnish infornlation describing the
State and local efforts and resources which have been or will be used to alleviate
the emergency, and will define the type and ex1enl of Federal aid required. Based
upon such Governor's request, the President may declare that an emergency exists.

(b) Certain emergencies involving Federal primary responsibility - The President may
exercise any authority vested in him by section 502 or section 503 with respect to
an emergency when he detennines that an emergency exists for which the primary
responsibility for response rests with the United States because the emergency
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involves a subject area for which, under the Constitution or laws of the United
States, the United States exercises exclusive or preeminent responsibility and
authority. In deternlining whether or not such an emergency exists, the President
shall consult the Governor of any affected State, if practicable. The President's
detennination may be made without regard to subsection (a).

Sec. 502. Federal emergency assistance (42 U.S.c. 5192)'"

(a) Specified· In any emergency, the President may·

(1) direct any Federal agency, with or without reimbursement, to utilize its
authorities and the resources granted to it under Federal law (including
personnel, equipment, supplies, facilities, and managerial, technical and
advisory services) in support of State and local emergency assistance efforts
to save lives, protect property and public health and safety, and lessen or
avert the threat of a catastrophe, including precautionary evacuations;

(2) coordinate all disaster relief assistance (including voluntary assistance)
provided by Federal agencies, private organizations, and State and local
governments;

(3) provide technical and advisory assistance to affected State and local
governments for-

(A) the perfom111l1ce of essential comnllmity services;
(B) issuance ofwamings of risks or hazards;
(C) public health and safety infonnation, including dissemination of

such information;
(D) provision of health and safety measures; and
(E) management, control, and reduction of immediate threats to public

heliith and safety;

(4) provide emergency assistance through Federal age-ncies;

(5) remove debris in accord,Ulce with the temlS and conditions of section 407;

(6) provide assistance in accordance with section 408;

(7) assist State and local goverrunents in the distribution of medicine, food, and
other consumable supplies, and emergency assistance; and

(8) provide accelerated Federal assistlmce llild Federal support where necessary
to save lives, prevent human suffering, or mitigate severe damage, which
may be provided in the absence of a specific request and in which case the
President -
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(A) shall, to the fullest e>.1ent practicable, promptly notify and
coordinate with a State in which such assistance or support is
provided; and

(B) shall not, in notifying and coordinating with a State under
subparagraph (A), delay or impede the rapid deployment, usc, and
distribution of critical resources to victims of an emergency.

(b) Gencral - Whenever the Fcderal assistance provided under subsection (a) with
respect to an emergency is inadequate, the President may also provide assistance
with respect to efforts to save lives, protect property and public health and safety,
and lessen or avert the threat of a catastrophe, including precautionary evacuations.

(c) Guidelines - The President shall promulgate and maintain guidelines to assist
Govemors in requesting the declaration of an emergency in advance of a natural or
man-made disaster (including for the purpose of sceking assistance with special
needs and other evacuation efforts) under this section by defining the types of
assistance available to affected States and the circumstances tmder which such
requests are likely to be approved.

Sec. 503. Amount of Assistance (42 U.S.c. 5193)

(a) Federal share - 'Ole Federal share for assistance provided under this title shall be
equal to not less than 75 percent of the eligible costs.

(b) Limit on amount ofassistancc-

(1) In general - Except as provided in paragraph (2), total assistance provided
under this title for a single emergency shall not exceed $5,000,000.

(2) Additional assist1mce - The limitation described in paragraph (I) may be
exceeded when the President detennines that -

(A) continucd emergency assistance is immediately required;
(B) there is a continuing and immediate risk to lives, property, public

health or safety; and
(C) necessary assistance will not otherwise be provided on a timely

basis.

(3) Report - Whenever the limitation described in paragraph (1) is exceeded,
the President shall report to the Congress on the nature and e>.1ent of
emergency assistance requirements and shall propose additional legislation
if necessary.
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Title VI - Emergency Preparedness

Sec. 601. Declaration of policy (42 U.S.c. 5195)

lne purpose of this title is to provide a system of emergency preparedness for the
protection of life and property in the United States from hazards and to vest responsibility
for emergency preparedness jointly in the Federal Government and the States and their
political subdivisions. Tbe Congress recognizes that the organizational structure established
jointly by the Federal Government and the States and their political subdivisions for
emergency preparedness purposes can be effectively utilized to provide relief and
assiSL.1.l1ce to people in areas of the United States stmek by a hazard. The Federal
Govemment shall provide necessary direction, coordination, and guidance, mId shall
provide necessary assistance, as authorized in this title so that a comprehensive emergency
preparedness system exists for all hazards.

Sec. 602. Definitions (42 U.S.c. 5195a)

(a) Definitions - For purposes of this title only:

(l) Hazard • l1le tenn "hazard" means an emergency or disaster resulting
from-

(A) a natural disaster; or
(8) an accidental or man-caused event.

(2) Natural disaster ·l1le tenn "natural disaster" means any hurricmle, tornado,
stonn, flood, high water, wind·driven water, tidal wave, tsunami,
earthquake, volcanic eruption, landslide, mudslide, snowstorm, drought,
fire, or other catastrophe in any part of the United States which causes, or
which may cause, substantial damage or injury to civilian property or
persons.

(3) Emergency preparedness - The ternl "emergency preparedness" means all
those activities and measures designed or undertaken to prepare for or
minimize the effects of a hazard upon the civilian population, to deal with
the immediate emergency conditions which would be created by the hazard,
and to effectuate emergency repairs to, or the emergency restoration of,
vital utilities and facilities destroyed or damaged by the hazard. Such tenn
includes the following:

(A) Measures to be undertaken in preparation for anticipated hazards
(including the establislunent of appropriate organizations,
operational plans, and supporting agreements, the recruitment and
training of persOlUlel, the conduct of research, the procurement and
stockpiling of necessary materials and supplies, the provision of
suitable warning systems, the construction or preparation of shelters,
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shelter areas, and control ccnters, and, whcn appropriate, thc non
military evacuation of the civilian population).

(B) Measures to be undertaken during a hazard (including the
enforccment of passive defense regulations prescribed by duly
established military or civil authorities, the evacuation of persOlUlel
to shelter areas, the control of traffic and panic, and the control and
use of lighting and civil communications).

(C) Measures to he undertakcn following a hazard (including activities
for fire fighting, rescue, emergency medical, health and sanitation
services, monitoring for specific dangers of special weapons,
unexplodcd bomb reconnaissance, essential debris clearance,
emergency welfare measures, and immediately essential emergency
repair or restoration of damaged vital facilities).

(4) Organizational equipment - TIle ternl "organizational equipment" means
equipment deternlined by the Director to be necessary to an emergency
preparedness organization, as distinguished from personal equipment, and
of such a type or nature as to require it to be financed in whole or in part by
the Federal Government. Such leon does not include those items which the
local community noonally uses in combating local disasters, except when
required in unusual quantities dictated by the requirements of the
emergency preparedness plans.

(5) Materials - The ternl "materials" includes raw materials, supplies,
medicines, equipment, component parts and technical infonnation and
processes necessary for emergency preparedness.

(6) Facilities - The leon "facilities", except as otherwise provided in this title,
includes buildings, shelters, utilities, and land.

(7) Director . TIle teon "Director" means the Director of the Federal
Emcrgency Management Agcncy.

(8) Neighboring countries - The teon "neighboring countries" includes Canada
and Mexico.

(9) United States and States - TIle terms "United States" and "States" includes
the several States, the District of Cohmlbia , and territorics and possessions
of the United States.

(10) State - 'flle tenn "State" includes interstate emergency preparedness
authorities established under section 5196(h) of this title.

(b) Cross Reference - The tcnns "national defensc" and "defense," as uscd in the
Defense Production Act of 1950 (50 U.S.c. ApI'. 2061 et seq.), includes [include]
emergency preparedness activities conducted pursuant to this title.
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Sec. 603. Administration of Title (42 U.S.c. 5195b)

111is title shall be carried out by the Director of the Federal Emergency Management
Agency.

SUBTITLE A - POWERS AN)) ))UTIES

Sec. 611. Detailed Functions or' Administration (42 U.S.c. 5196)"

(a) In General - In order to carry out the policy described in section 5195 of this litle,
the Director shall have the authorities provided in this section.

(b) Federal Emergency Response Plans and Programs - TIle Director may prepare
Federal response plans and programs for the emergency preparedness ofille United
States and sponsor and direct such plans and programs. To prepare such plans and
programs and coordinate such plans and programs with State efforts, the Director
may request such reports on State plans and operations for emergency preparedness
as may be necessary to keep the President, Congress, and the States advised of the
status of emergency preparedness in the United States.

(c) Delegation of emergency preparedness responsibilities - With the approval of the
President, the Director may delegate to other departments and agencies of the
Federal Government appropriate emergency preparedness responsibilities and
review and coordinate the emergency preparedness activities of the departments
and agencies with each other and with the activities of the States and neighboring
countries.

(d) Communications and warnings - 'I11e Director may make appropriate provision for
necessary emergency preparedness communications and for dissemination of
warnings to the civilian population of a hazard.

(e) Emergency preparedness measures - 'nle Director may study and develop
emergency preparedness measures designed to afford adequate protection of life
and property, including-

(1) research and studies as to the best methods of treating the effects of
hazards;

(2) developing shelter designs ~U1d materials for protective covering or
construction;

(3) developing equipment or facilities and effecting the standardization thereof
to meet emergency preparedness requirements; and

(4) plans that take into account the needs of individuals with pets and service
animals prior to, during, and following a major disaster or emergency.
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(1) Training programs·

(1) The Director may·

(A) conduct or arrange, by contract or otherwise, for training programs
for the instnlction of emergency preparedness officials and other
persons in the organization, operation, and techniques of emergency
preparedness;

(B) conduct or operate schools or including the payment of travel
expenses, in accordance with subchapter I of chapter 57 of title 5,
and the Standardized Govenunent Travel Regulations, and per diem
allowances, in lieu of subsistence for trainees in attendance or the
fumishing of subsistence and quarters for trainees and instructors on
terms prescribed by the Director; and

(C) provide instructors and training aids as necessary.

(2) 11le teons prescribed by the Director for the payment of travel expenses and
per diem allowances authorized by this subsection shall include a provision
that such payment shall not exceed one-half of the total cost of such
expenses.

(3) TIle Director may lease real property required for the purpose of carrying
out this subsection, but may not acquire fee title to property lU1less
specifically authorized by law.

(g) Public dissemination of emergency preparedness infomlution - 'nle Director may
publicly disseminate appropriate emergency preparedness infomlation by all
appropriate means.

(h) Emergency preparedness compacts -

(1) The Director shall establish a program supporting the development of
emergency preparedness compacts for acts of terrorism, disasters, and
emergencies throughout the Nation, by -

(A) identifying and cataloging existing emergency preparedness
compacts for acts of terrorism, disasters, and emergencies at the
State and local levels of government;

(8) disseminating to State and local govenunents exanlples of best
practices in the development of emergency preparedness compacts
and models of existing emergency preparedness compacts, including
agreements involving interstate jurisdictions; and

(C) completing an inventory of Federal response capabilities for acts of
terrorism, disasters, and emergencies, making such inventory
available to appropriate Federal, State, and local government
officials, and ensuring that such inventory is as current and accurate
as practicable.
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(2) The Director may -

(A) assist and encourage the States to negotiate and enter into interstate
emergency preparedness compacts;

(8) review the tenns and conditions of such proposed compacts in order
to assist, to the e),,1ent feasible, in obtaining unifornlity between such
compacts and consistency with Federal emergency response plans
and programs;

(C) assist and coordinate the activities under such compacts; and
(D) aid and assist in encouraging reciprocal emergency preparedness

legislation by the States which will permit the furnishing of mutual
aid for emergency preparedness purposes in the event of a hazard
which cannot be adequately met or controlled by a State or political
subdivision thereof threatened with or experiencing a hazard.

(3) A copy of each interstate emergency preparedness compact shall be
transmitted promptly to the Senate and the House of Representatives. The
consent of Congress is deemed to be granted to each such compact upon the
expiration of the GO-day period beginning on the date on which the compact
is transmitted to Congress.

(4) Nothing in this subsection shall be construed as preventing Congress from
disapproving, or withdrawing at ,my time its consent to, any interstate
emergency preparedness compact.

(i) Materials and facilities·
(1) The Director may procure by condemnation or otherwise, construct, lease,

transport, store, maintain, renovate or distribute materials and facilities for
emergency preparedness, with the right to take immediate possession
thereof.

(2) Facilities acquired by purchase, donation, or other means of transfer may be
occupied, used, and improved for the purposes of this title before the
approval of title by the Attorney General as required by section 255 of title
40.

(3) TIle Director may lease real property required for the purpose of carrying
out the provisions of this subsection, but shall not acquire fec title to
property unless specifically authorized by law.

(4) The Director may procure and maintain under this subsection radiological,
chemical, bacteriological, and biological agent monitoring and
decontamination devices and distribute such devices by loan or grant to the
States for emergency preparedness purposes, under such tenns and
conditions as the Director shall prescribe.
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(j) Financial contributions-

(l) The Director may make financial contributions, on the basis of programs or
projects approved by the Director, to the States for emergency preparedness
purposes, including the procurement, constmction, leasing, or renovating of
materials and facilities. Such contributions shall be made on such terms or
conditions as the Director shall prescribe, including the method of purchase,
the quantity, quality, or specifications of the materials or facilities, and sllch
other factors or care or treatment to assure the uniformity, availability, and
good condition of such materials or facilities.

(2) The Director may make financial contributions, on the basis of programs or
projects approved by the Director, to the States and local authorities for
animal emergency preparedness purposes, including the procurement,
construction, leasing, or renovating of emergency shelter facilities and
materials that will accommodate people with pets and service animals.

(3) No contribution may be made under this subsection for the procurement of
land or for the purchase of personal equipment for State or local emergency
preparedness workers.

(4) TIle amounts authorized to be contributed by the Director to each State for
organizational equipment shall be equally matched by such State from any
source it detemlines is consistent with its laws.

(5) Financial contributions to the States for shelters and other protective
facilities shall be detennined by taking the amount of funds appropriated or
available to the Director for such facilities in each fiscal year and
apportioning such funds mllong the States in the ratio which the urbmt
population of the critical target areas (as detennined by the Director) in
each State, at the time of the determination, bears to the total urban
population of the critical target areas of all of the States.

(6) The mnounts authorized to be contributed by the Director to each State for
such shelters and protective facilities shall be equally matched by such
State frolll any source it detemlines is consistent with its laws and, if not
matched within a reasonable time, the Director may reallocate such
amounts to other States under the fomlllia described in paragraph (4). The
value of any land contributed by any State or political subdivision thereof
shall be excluded from the computation of the State share under this
subsection.

(7) The amounts paid to any State under this subsection shall be expended
solely in canying out the purposes set forth herein and in accordance with
State emergency preparedness programs or projects approved by the
Director. TIle Director shall make no contribution toward the cost of any
program or project for the procurement, constnlction, or leasing of any
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facility which (A) is intended for use, in whole or in part, for any purpose
other than emergency preparedness, and (B) is of such kind that upon
completion it will, in thejudgmenl of the Director, be capable of producing
sufficient revenue to provide reasonable assurance of the retirement or
repayment of such cost; except that (subject to the preceding provisions of
this subsection) the Director may make a contribution to any State toward
that portion of the cost of the construction, reconstruction, or enlargement
of any facility which the Director detemlines to be directly attributable to
the incorporation in such facility of any feature of constmction or design
not necessary for the principal intended purpose thereof but which is, in the
judgment of the Director necessary for the use of such facility for
emergency preparedness purposes.

(8) The Director shall submit to Congress a report, at least annually, regarding
all contributions made pursuant to this subsection.

(9) All laborers and mechanics employed by contractors or subcontractors in
the perfomlatlCe of constructiOIl work financed with the assistance of any
contribution of Federal funds made by the Director under this subsection
shall be paid wages at rates not less than those prevailing on similar
constmction in the locality as detennined by the Secretary of Labor in
accordance with the Act of March 3, 1931 (commonly known as the Davis
Bacon Act, 40 U.S.C. 276a - 276a·5), and every such employee shall
receive compensation at a rate not less than one and 1/2 times the basic rate
of pay of the employee for all hours worked in any workweek in excess of
eight hours in any workday or 40 hours in the workweek, as the case may
be. TIle Director shall make no contribution of Federal funds without first
obtaining adequate assurance that these labor stand1rds will be maintained
upon the construction work. TIle Secretary of Labor shalt have, with respect
to the labor standards specified in this subsection, the authority and
functions set forth in Reorganization Plan Numbered 14 of 1950 (5 U.S.C.
App.) and section 276c of title 40.

(k) Sale or disposal of certain materials and facilities - The Director lllay arrange for
the sale or disposal of materials and facilities found by the Director to be
unnecessary or unsuitable for emergency preparedness purposes in the s.Ul1e
manner as provided for excess property under the Federal Property and
Administrative Services Act of 1949 (40 U.S.C. 471 el seq.). Any funds received
as proceeds from the sale or other disposition of such materials ~U1d facilities shall
be deposited into the Treasury as miscellaneous receipts.
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Sec. 612. Mutual Aid Puets Between States nnd Neighboring Countries (42
U.S.c. 5196a)

The Director shall give all practicable assistance to States in arranging, through the
Department of State, mutual emergency preparedness aid between the States and
neighboring countries.

Sec. 613. Contributions fol' Pel'sonnet and Administrative Expenses (42
U.S.c. 5196b)"

(a) General authority - To further assist in carrying out the purposes of this title, the
Director may make financial contributions to the States (including interstate
emergency preparedness authorities established pursuant to section 5196(h) of this
title) for necessary and essential State and local emergency preparedness personnel
and administrative expenses, on the basis of approved plans (which shall be
consistent with the Federal emergency response plans for emergency preparedness)
for the emergency preparedness of the States. The financial contributions to the
States under this section may not exceed one-half of the total cost of such
necessary and essential State and local emergency preparedness personnel and
administrative expenses.

(b) Plan requirements - A plan submitted under this section shall -

(1) provide, pursuant to State law, that the plan shall be in effect in all political
subdivisions of the State and be mandatory Oil them and be administered or
supervised by a single State agency;

(2) provide that the State shall share the financial assistance with that provided
by the Federal Government under this section from any source detennined
by it to be consistent with State law;

(3) provide for the development of State and local emergency preparedness
operational plans, including a catastrophic incident annex, pursuant to
standards approved by the Director;

(4) provide for the employment of a full-time emergency preparedness director,
or deputy director, by the State;

(5) provide that the State shall make such reports in such fonn and content as
the Director may require;

(6) make available to duly authorized representatives of the Director and the
Comptroller General, books, records, and papers necessary to conduct
audits for the purposes of this section; and

(7) include a plan for providing illfonnation to the public in a coordinated
marmer.
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(c) Catastrophic Incident Annex-

(l) Consistency - A catastrophic incident annex submitted under subsection
(b)(3) shall be-

(A) modeled after the catastrophic incident annex of the National
Response Plan; and

(B) consistent with the national preparedness goal established under
section 643 of the Post-Katrina Emergency Management Refornl
Act of 2006, the National Incident Management System, the
National Response Plan, and other related plans and strategies.

(2) Consultation - In developing a catastrophic incident annex submitted under
subsection (b)(3), a State shall consult with and seek appropriate comments
from local governments, emergency response providers, locally governed
multijurisdictional councils of government, and regional planning
cOllllnissiollS.

(d) Tenus and conditions -TIle Director shall establish such other tenus and conditions
as the Director considers necessary and proper to carry out this section.

(e) Application of other provisions - In carrying out this section, the provisions of
sections 5196(h) and 5197(h) of this title shall apply.

(f) Allocation of funds - For each fiscal year concerned, the Director shall allocate to
each State, in accordance with regulations and the total SUIll appropriated under this
title, amounts to be made available to the States for the purposes of this section.
Regulations governing allocations to the States under this subsection shall give due
regard to (1) the criticality of the areas which may be affected by hazards with
respect to the development of the total emergency preparedness readiness of the
United States, (2) the relative state of development of emergency preparedness
readiness of the State, (3) population, and (4) such other factors as the Director
shall prescribe. The Director may reallocate the excess of any allocation not used
by a State in a plan submitted under this section. Amounts paid to any State or
political subdivision under this section shall be expended solely for the purposes
set forth in this sectioll.

(g) Standards for State and Local Emergency Preparedness Operational Plans - In
approving standards for State and local emergency preparedness operational plans
pursuant to subsection (bX3), the Director shall ensure that such plans take into
account the needs of individuals with household pets and service animals prior to,
during, and following a major disaster or emergency.

(11) Submission of plan - If a State fails to submit a plan for approval as required by
this section within 60 days after the Director notifies the States of the allocations
under this section, the Director may reallocate such funds, or portions thereof,
among the other States in such amounts as, in the judgment of the Director, will
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best assure the adequate development of the emergency preparedness capability of
the United States.

(i) Annual reports - The Director shall report annually to the Congress all
contributions made pursuant to this section.

Sec. 614. Requil'ement for State Matching Funds for Constr'uction of
Emergency Operating Centers (42 U.s.c. 5196c)

Notwithstanding any other provision of this title, funds appropriated to cany out this title
may not be used for the purpose of constmcting emergency operating centers (or similar
facilities) in any State unless such State matches in an equal amount the amount made
available to such State under this title for stich purpose.

Sec. 615. Use of Funds to Prepare for and Respond to Hazards (42 U.S.c.
5196d)

Funds made available to the States under this title Illay be used by the States for the
purposes of preparing for hazards and providing emergency assistance in response to
hazards. Regulations prescribed to carry out this section shall authorize the use of
emergency preparedness personnel, materials, and facilities supported ill whole or in part
through contributions under this title for emergency preparedness activities and measures
related to hazards.

Sec. 616. Disaster Relaled Informalion Services (42 U.S.c. 5196tY

(a) In General- Consistent with section 308(a), the Director of the Federal Emergency
1'lanagement Agency shall •

(1) identify, in coordination with State and local governments, population
groups with limited English proficiency and take into account such groups
in planning for an emergency or major disaster;

(2) ensure that illfomlatioll mllde available to individuals affected by a major
disaster or emergency is made available in fornlats that Cllll be understood
by -

(A) population groups identified under paragraph (1); and
(B) individuals with disllbilities or other special needs; and

(3) develop and maintain an infonnational clearinghouse of model language
assistance programs and best practices for State llnd local governments in
providing services related to a major disaster or emergency.

(b) Group Size - For purposes of subsection (a), the Director of the Federal Emergency
Management Agency shall define the size of a population group.
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SUBTITLE B - GENERAL PROVISIONS

Sec. 621. Administrative Authority (42 U.S.c. 5197)

(a) In General- For the purpose of carrying out the powers and duties assigned to the
Director under this title, the Director may exercise the administrative authorities
provided under this section.

(b) Advisory personnel - The Director may employ not more than 100 part-time or
temporary advisory personnel (including not to exceed 25 subjects of the United
Kingdom or citizens of Canada) as the Director considers to be necessary in
carrying Ollt the provisions of this title.

(1) Persons holding other offices or positions under the United States for which
they receive compensation, while serving as advisory personnel, shall
receive no additional compensation for such service. Other part-time or
temporary advisory personnel so employed may serve without
compensation or may receive compensation at a rate not to exceed $180 for
each day of service, plus authorized subsistence and travel, as detemlined
by the Director.

(c) Services of other agency persOlUlel and volunteers - The Director may-

(1) use the services of Federal agencies and, with the consent of any State or
local government, accept and use the services of State and local agencies;

(2) est11blish and use such regional and otJler offices as may be necessary; and

(3) use such voluntary and uncompensated services by individuals or
organizations as may from time to time be needed,

(d) Gifts - Notwithstanding any other provision of law, the Director may accept gifts of
supplies, equipment, and facilities and may use or distribute such gifts for
emergency preparedness purposes in accordance with the provisions of this title.

(e) Reimbursement - TIle Director may reimburse any Federal agency for any of its
expenditures or for compensation of its personnel and use or consumption of its
materials and facilities under tJlis title to the ehient funds are available.

(f) Printing - TIle Director may purchase such printing, binding, and blank-book work
from public, commercial, or private printing establishments or binderies as the
Director considers necessary upon orders placed by the Public Printer or upon
waivers issued in accordance with section 504 of title 44.

(g) Rules and regulations - TIle Director may prescribe such mles and regulations as
may be necessary and proper to carry out 1my of the provisions of this title and
perfonn any of the powers and duties provided by this title. TIle Director may
petfonn any of the powers and duties provided by this title through or with the aid
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of such officials of the Federal Emergency Management Agency as the Director
may designate.

(h) Failure to expend contributions correctly - When, after reasonable notice and
opportunity for hearing to the State or other person involved, the Director finds that
there is a failure to expend funds in accordance with tlle regulations, temls, and
conditions established under this subchapter for approved emergency preparedness
plans, programs, or projects, the Director may notify such State or person that
further payments will not be made to the State or person from appropriations under
this subchapter (or from funds otherwise available for the pUfl)Oses of this
subchapter for ~my approved plan, program, or project with respect to which there
is such failure to comply) until the Director is satisfied that there will no longer be
any such failure.

(1) When, after reasonable notice and opportunity for hearing to the State or
other person involved, the Director finds that there is a failure to ex'Pend
funds in accordance with the regulations, temls, and conditions established
under this title for approved emergency preparedness plans, programs, or
projects, the Director may notify such State or person that further payments
will not be made to the State or person from appropriations under this title
(or from funds otherwise available for the pU'l)oses of this title for any
approved plan, program, or project with respect to which there is such
failure to comply) lUltil the Director is satisfied that there will no longer be
any such failure.

(2) Until so satisfied, the Director shall either withhold the payment of any
financial contribution to such State or person or limit payments to those
programs or projects with respect to which there is substantial compliance
with the regulations, tenns, and conditions governing plans, prognuns, or
projects hereunder.

(3) As llsed in this subsection, the ternl "person" means the political
subdivision of any State or combination or group thereof or any person,
corporation, association, or other entity of any nature whatsoever, including
instrumentalities of States and political subdivisions.

Sec. 622. Secul'ity Regullltions (42 U.S.c. 519711)

(a) Establishment - TIle Director shall establish such security requirements and
safeguards, including restrictions with respect to access to information and
property as the Director considers necessary.

(b) Limitation on Employee access to infonnation - No employee of the Federal
Emergency Management Agency shall be pemlitted to have access to infomlation
or property with respect to which access restrictions have been established under
this section, until it shall have been detennined that no infonnation is contained in
the files of the Federal Bureau of Investigation or any other investigative agency of
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the Govenunent indicating that such employee is of questionable loyalty or
reliability for security purposes, or if any such infonnation is so disclosed, until the
Federal Bureau of Investigation shall have conducted a full field investigation
concerning such person and a report thereon shall have been evaluated in writing
by the Director.

(c) National Security Positions - No employee of the Federal Emergency Management
Agency shall occupy any position detemlined by the Director to be of critical
importance from the standpoint of national security until a full field investigation
concerning such employee shall have been conducted by the Director of the Office
of Personnel Mtmagement tmd a report thereon shall have been evaluated in writing
by the Director of the Federal Emergency ~\llanagement Agency. In the event such
full field investigation by the Director of the Office of Personnel Management
develops any data reflecting that such applicant for a position of critical importance
is of questionable loyalty or reliability for security purposes, or if the Director of
the Federal Emergency Management Agency for any other reason considers it to be
advisable, such investigation shall be discontinued and a report thereon shall be
referred to the Director of the Federal Emergency ~\llanagement Agency for
evaluation in writing. ll1ereafter, the Director of the Federal Emergency
Management Agency may refer the matter to the Federal Bureau of Investigation
for the conduct of a full field investigation by such Bureau. TIle result of such latter
investigation by such Bureau shall be furnished to the Director of the Federal
Emergency Management Agency for action.

(d) Employee Oaths - Each Federal employee of the Federal Emergency Management
Agency acting lUldcr the authority of this title, except the subjects of the United
Kingdom and citizens of Canada specified in section 5197(b) of this title, shall
execute the loyalty oath or appointment affidavits prescribed by the Director of the
Office of Personnel Managemcnt. Each person other than a Federal employee who
is appointed to serve in a State or local organization for emergency preparedness
shall before entering upon duties, take an oath in writing before a person authorized
to administer oaths, whieh oath shall be substantially as follows:

(e) "1-, do solemnly swear (or affirnl) that I will support and defend the
Constitution of the United States against all enemies, foreign and domestic; that I
will bear tflle faith and allegiance to the same; that I take tllis obligation freely,
without any mental reservation or purpose of evasion; and that I will well and
faithfully discharge the duties upon which I am about to enler.

"And I do further swear (or affinn) that I do not advocate, nor am I a member or all
affiliate of any organization, group, or combination of persons that advocates the
overthrow of the Government of the United States by force or violence; and Ihat
during such time as I am a member of (name of emergency preparedness
organization), I will not advocate nor become a member or an affiliate of any
organization, group, or combination of persons that advocates the overthrow of the
Govenunent of the United States by force or violence."
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Sec. 623. Use of Existing Facilities (42 U.S.c. 5197b)

In performing duties under this title, the Director-

(1) shall cooperate with the various departments and agencies of the Federal
Government;

(2) shall use, to the maximum e:\1ent, the existing facilities and resources oCthe Federal
Government and, with their consent, the facilities and resources of the States and
political subdivisions thereof, and of other organizations and agencies; and

(3) shall refnlin from engaging in lIny faml of activity which would duplicate or
parallel activity of any other Federal department or agency unless the Director, with
the written approval of the President, shall detennille that such duplication is
necessary to accomplish the purposes of this title.

Sec. 624. Annual RepOl·t to Cong.·ess (42 U.S.c. 5197c)

llle Director shall annually submit II written repoft to the President and Congress covering
e),:pendinlres, contributions, work, and accomplishments of the Federal Emergency
Management Agency pursuant to this title, accompanied by such recommendations as the
Director considers appropriate.

Sec. 625. Applicability of Subcbapt... (42 U.S.c. 5197d)

The provisions of this title shall be applicable to the United States, its States, Territories
and possessions, and the District of Columbia, and their political subdivisions.

Sec. 626. Authodzation of Appropriittion aDd Tnmsfcrs of Funds (42 U.S.c.
5197e)

(a) Authorization of appropriations ~ 11Iere are authorized to be appropriated slIch
sums as may be necessary to call)' out the provisions of this title.

(b) Transfer Authority - Funds made available for the purposes of this title may be
allocated or transferred for any of the purposes of this title, with the approval of the
Director of thc Officc of Managcmcnt and Budgct, to any agency or govcnlmcnt
corporation designated to assist in carrying out this title. Each such allocation or
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Sec. 627. Relation to Atomic Energy Act of 1954 (42 U.S.C 51971)

Nothing in this title shall be constmed to alter or modify the provisions of the Atomic
Energy Act of 1954 (42 U.S.C. 2011 et seq.).

Sec. 628. Federal Bureau oflnvestigation (42 U.S.C 5197g)

Nothing in this title shall be constmcd to authorize investig<ltions of espionage, sabotage, or
subversive acts by any persons other than personnel oflhe Federal Bureau ofInvestigation.

Title VII -- Miscellaneous

Sec. 701. Rules and Regulations (42 U.S.C 5201)

(a) Rules and regulations

(1) The President may prescribe such rules and regulations as may be necessary
and proper to carry out any of the provisions of this Act, and he may
exercise any power or authority conferred on him by any section of this Act
either directly or through such Federal agency or agencies as he may
designate.

(2) Deadline for payment of assistance - Rules and regulations authorized by
paragraph (1) shall provide that payment of any assistance wlder this Act to
a State shall be completed within 60 days after the date of approval of such
assistance.

(b) In furtherance of the purposes of this Act, the President or his delegate may accept
and use bequests, gifts, or donations of service, money, or property, real, personal,
or mixed, tangible, or intangible. All Slims received under this subsection shall be
deposited in a separate fund on the books of the Treasury and shall be available for
expenditure upon the certification of the President or his delegate. At the request of
the President or his delegate, the Secretary of the Treasury may invest and reinvest
excess monies in the fund. Such investments shall be in public debt securities with
maturities suitable for the needs of the fund and shall bear interest at rates
detemlined by the Secretary of the Treasury, taking into consideration current
market yields on outsttmding marketable obligations of the United Stales of
comparable maturities. The interest on such investments shall be credited to, and
fonn a part of, the fund.

Sec. 705. Disaster Grant Closeout Procedures (42 U.S.C 5205)

(a) Statute of Limitations-
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(1) In general - Except as provided in paragraph (2), no administrative action to
recover any payment made to a State or local government for disaster or
emergency assistance under this Act shall be initiated in any forum after the
date that is 3 years after the date of transmission of the final expenditure
report for the disaster or emergency.

(2) Fraud exception - The limitation under paragraph (1) shall apply unless
there is evidence of civil or criminal fraud.

(b) Rebuttal of Presumption of Record Maintenance -

(1) In general - In any dispute arising under this section after the date that is 3
years after the date of transmission of the final expenditure report for the
disaster or emergency, there shall be a presumption that accounting records
were maintained that adequately identify the source and application of
funds provided for financially assisted activities.

(2) Affirnlative evidence - The presumption described in paragraph (I) may be
rebutted only on production of affirnlative evidence that the State or local
government did not maintain documentation described in that paragraph.

(3) Inability to produce documentation - TIle inability of the Federal, State, or
local government to produce source documentation supporting expenditure
reports later than 3 years after the date of transmission of the final
expenditure report shall not constitute evidence to rebut the presumption
described in paragraph (I).

(4) Right of access - TIle period during which the Federal, State, or local
government has the right to access source documentation shall not be
limited to the required 3-year retention period referred to in paragraph (3),
but shall last as long as the records are maintained.

(c) Binding Nature of Grant Requirements - A State or local govenunent shall not be
liable for reimbursement or any other penalty for any payment made under this Act
if -

(1) the payment was authorized by an approved agreement specifying the costs;

(2) the costs were reasonable; and

(3) the purpose of the grant was accomplished.

Sec. 706. Firearms Policies (42 U.S.c. 5207)"

(a) Prohibition on Confiscation of Firearms - No officer or employee of the United
States (including any member of the unifornled services), or person operating
pursuant to or under color of Federal law, or receiving Federal funds, or under
control oflmy Federal official, or providing services to such an officer,
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(1) temporarily or pennanently seize, or authorize seizure of, any fireann the
possession of which is not prohibited under Federal, State, or local law,
other than for forfeiture in compliance with Federal law or as evidence in a
criminal investigation;

(2) require registration of any fireann for which registration is not required by
Federal, State, or local law;

(3) prohibit possession of any fireann, or promulgate any mle, regulation, or
order prohibiting possession of any firearnl, in any place or by any person
where such possession is not otherwise prohibited by Federal, State, or
local law; or

(4) prohibit the clUTying of fireanns under Federal, State, or local law, solely
because such person is operating under the direction, control, or supervision
of a Federal agency in support of relief from the major disaster or
emergency.

(b) Limitation - Nothing in this section shall be constmed to prohibit any person in
subsection (a) from requiring the temporary surrender of a fireaml as a
condition for entry into any mode of transportation used for rescue or
evacuation during a major disaster or emergency, provided that such
temporarily surrendered fireann is returned at the completion of such rescue or
evacuation.

(c) Private Rights of Action-

(1) In General - Any individual aggrieved by a violation of this section may
seek relief in an action at law, suit in equity, or other proper proceeding for
redress against any person who subjects such individual, or causes such
individual to be subjected, to the deprivation of any of the rights, privileges,
or immunities secured by this section.

(2) Remedies· In addition to any existing remedy in law or equity, under any
law, an individual aggrieved by the seizure or confiscation of a fireann in
violation of this section may bring an action for return of such fireann in
the United States district court in the district in which that individual resides
or in which such fireann may be found.

(3) Attorney Fees - In any action or proceeding to enforce this section, the
court shall award the prevailing party, other than the United States, a
reasonable attorney's fee as part of the costs.
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MISCELLANEOUS STATUTORY PROVISIONS
THAT RELATE TO THE

STAFFORD ACT

Excess Disaster Assistance Payments as Budgetary Emel'gency
Requi"ements (42 U.S.c. 5203)

Hereafter, hegilUling in fiscal year 1993, and in each year thereafter,
notwithstanding any other provision of law, all amounts appropriated for disaster
assistance payments under the Robert T. Stafford Disaster Relief and Emergency
Assistance Act (42 U.S.C. 5121 et seq.) that are in excess of either the historical
affilllal average obligation of $320,000,000, or the runount submined in the
President's initial budget request, whichever is lower, shall be considered as
"emergency requirements" pursuant to section 901(bX2)(D) of title 2, and such
amounts shall hereafter be so designated.

Insular Areas Disaster Survival and Recovel'Y; Defmitions
(42 U.s.c. 5204)

As used in sections 5204 to 5204c of this title -

(I) the teon "insular area" means any of the following: American Samoa, the
Federated States of Micronesia, Guam, the Marshall Islands, the Northem Mariana
Islands, and the Virgin Islands;

(2) the lenn "disaster" means a declaration of a major disaster by the President after
September 1,1989, pursuant to section 401 of the Robert T. Stafford Disaster Relief
and Emergency Assistance Act (42 U.S.C. 5170); and

(3) the tenn "Secretary" means the Secretary of the Interior.

Note: See tire note preceding 48 U.S.c. § 1681 terminating tire Trust Territory of
tire Pacific [slands wlriclr efJectil'e~JI remOl'es tire Federated States ofMicronesia
and tire /Yfarslwll Islallllsfrom tire definiJion of"immlar area".

Authorization of Appropriations for Insular Areas
(Disaster RecovelJ ) (42 U.S.c. 5204a)

111ere are hereby authorized to be appropriated to the Secretary such sums as may
be necessary to -

(1) reconstruct essential public facilities damaged by disasters in the insular areas
that occLUTed prior to February 24, 1992; and
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(2) enhance the survivability of essential public facilities in the event of disasters in
the insular areas, except that with respect to the disaster declared by the President in
the case of Hurricane Hugo, September 1989, amounts for any fiscal year shall not
exceed 25 percent of the estimated aggregate amOlmt of grants to be made under
sections 5170b and 5172 of this title for such disaster. Such sums shall remain
available until expended.

Technical Assistance for Insular Areas (Disaster Recovery) (42
U.S.c. 5204b)

(a) Upon the declaration by the President of a disaster in an insular area, the
President, acting through the Director of the Federal Emergency Management
Agency, shall assess, in cooperation with the Secretary and chief executive of such
insular area, the capability of the insular govemment to respond to the disaster,
including the capability to assess damage; coordinate activities with Federal
agencies, particularly the Federal Emergency Management Agency; develop
recovery plans, including recommendations for enhancing the survivability of
essential infrastmcture; negotiate and manage reconstruction contracts; and prevent
the misuse of funds. If the President finds that the insular govennnent lacks any of
these or other capabilities essential to the recovery effort, then the President shall
provide technical assistance to the insular area which the President deems necessary
for the recovel)' effort.

(b) One year following the declaration by the President of a disaster in an insular
area, the Secretary, in consultation with the Director of the Federal Emergency
Management Agency, shall submit to the Senate Committee on Energy ~md Natural
Resources and the House Committee on Natural Resources a report on the status of
the recovery effort, including an audit of Federal funds expended in the recovery
effort and recommendations on how to improve public health and safety,
survivability of infrastructure, recovery efforts, and effective use of funds in the
event of future disasters.

Note: The!ollowing prOJ'ision is superseded by Section 404 ofthe Stafford Act.

Hllzard MitigntioD for Insultu' Al'cas (Limitation on Amount of
Contributions, Local Match) (42 U.S.c. 5204c)

TIle total of contributions under the last sentence of section 5170c of this title for
the insular areas shall not exceed 10 percent of the estimated aggregate amOlmts of
grants to be made under sections 5170c, 5172, 5173, 5174 and 5178 of this title for
any disaster: Provided, That the President shall require a 50 percent local match for
assistance in excess of 10 perccllt of the estimatcd aggrcgate amount of grants to be
made under section 5172 of this title for ,my disaster.
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Buy American (Requirements) (42 U.S.c. 52(6)

(a) Compliance With Buy American Act - No funds authorized to be appropriated
under this Act [Disaster Mitigation Act of 2000, Pub. L. No,106-390] or any
amendment made by this Act [Disllster Mitigation Act of 2000, Pub. L. NO.I06
390] may be expended by an entity unless the entity, in expending the funds,
complies with the Buy American Act (41 U.S.C. lOa et seq.).

(b) Debannent of Persons Convicted of Fraudulent Use of "Made in America"
Labels -

(1) In general - If the Director of the Federal Emergency .Management Agency
detennines that a person has been convicted of intentionally affixing a label
bearing a "Made in America" inscription to any product sold in or shipped to
the United States that is not made in America, the Director shall detennine, not
later than 90 days after deternlining that the person has been so convicted,
whether the person should be debarred from contracting under the Robert T.
Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5121 et
seq.).

(2) Definition of debar - In this subsection, the tenn "debar" has the meaning
given the ternl in section 2393(c) of title 10, United States Code.
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U.S. Troop Readiness, Veterans' Care. Katrina Recovery, and Iraq
Accountability Appropriations Act, 2007, Pub. L. No. 110-28, 121
Stat. 112 (2007), Signed on May 25, 2007.

Sec. 4501.

(a) IN GENERAL - Notwithstanding any other provision of law, including any
agreement, the Federal share of assistance, including any direct Federal assistance,
providcd for the States of Louisiana, Mississippi, Florida, Alabama, and Texas in
connection with Hurricanes Katrina, Wilma, Dennis, and Rita under sections 403,
406, 407, and 408 of the Robert T. Stafford Disaster Relief and Emergency
Assistance Act (42 U.S.C. 5170b, 5172, 5173, and 5174) shall be 100 percent of the
eligible costs under such sections.

(b) APPLICABILITY -
(1) IN GENERAL - The Federal share provided by subsection (a) shall apply to

disaster assistance applied for before the date of enactment of this Act.
(2) LIMITATION - In the case of disaster assistance provided under sections

403, 406, and 407 of the Robert T. Stafford Disaster Relief and Emergency
Assistance Act, the Federal share provided by subsection (a) shall be limited
to assistance provided for projects for which a "request for public assistance
foml" has been submitted.

Sec. 4502.

(a) COMMUNITY DISASTER LOAN ACT-
(1) IN GENERAL - Section 2(a) of the Community Disaster Loan Act of 2005

(Public Law 109·88) is amended by striking "Provided further. 111at
notwithstanding section 417(c)(I) of the Stafford Act, such loans may not be
canceled:".

(2) EFFECTIVE DATE - The amendment made by paragraph (1) shall be
effective on the date of enactment of the Community Disaster LolUl Act of
2005 (Public Law 109-88).

(b) EMERGENCY SUPPLEMENTAL APPROPRIATIONS ACT-
(1) IN GENERAL - Chapter 4 of title II of the Emergency Supplemental

Appropriations Act for Defense, the Global War on Terror, and Hurricane
Recovery, 2006 (Public Law 109·234) is amended under Federal Emergency
~lrUlagement Agency, "Disaster Assistance Direct Loan Program ACCOlUlt" by
striking "Provided further, That notwithstanding section 417(c)(1) of such
Act, stich loans may not be canceled:".

(2) EFFECTIVE DATE - TIle runendment made by paragraph (I) shall be
effective on the date of enactment of the Emergency Supplemental
Appropriations Act for Defense, Global War on Terror, and Hurricane
Recovery, 2006 (Public Law 109-234).
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Sec. 4503.

(a) IN GENERAL - Section 2401 of the Emergency Supplemental Appropriations
Act for Defense, the Global War on Terror, and Hurricane Recovery, 2006 (Public
Law 109-234) is amended by striking "12 months" and inserting "24 months",

Note: Sectioll 2401 is set/ortlt below.

(b) EFFECTIVE DATE - The amendment made by this section shall be effective on
the date of enactment of the Emergency Supplemental Appropriations Act for
Defense, the Global War 011 Terror, and Hurricane Recovery, 2006 (Public Law 109
234).

Department of Homeland Security Appropriations Act, 2007, Pub. L.
No. 109-295, 120 Stat. 1355 (2006), Signed on October 4,2006.
[Inellldes Post-Katrina EmergencY Management Reform Act (pKEMRA))

Sec. 508.

None of the funds in this Act may be used to make a grant allocation, discretionary
grant award, discretionary contract award, or to issue a letter of intent totaling in
excess of $1,000,000, or to announce publicly the intention to make such an award,
unless the Secretary of Homeland Security notifies the Committees on Appropriations
of the Senate and the House of Representatives at least three full business days in
advance: Provided, That no notification shall involve funds that are not available for
obligation: Provided further, That the Office of Grants and Training shall brief the
Committees on Appropriations of the Senate and the House of Representatives five
full business days in advance of announcing publicly the intention of making an
award of fonnula·based grants; law enforcement terrorism prevention grants; or high·
threat, high-density urban areas grants.

Sec. 536.

TIle Department of Homeland Security shall, in approving standards for State and
local emergency preparedness operational plans under section 613(b)(3) of tile Robert
T. Stafford Disaster and Emergency Assistance Act (42 U.S.C. 5196b(bX3)), account
for the needs of individuals with household pets and service animals before, during,
and following a major disaster or emergency: Provided. That Federal agencies may
provide assistance as described in section 403(a) of the Robert T. Stafford Disaster
and Emergency Assistance Act (42 U.S.C. 5170b(a)) to carry out plans described in
the previous proviso.
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TITLE VI - NATIONAL EMERGENCY MANAGEMENT

Sec. 601. Sh0l1 Title (6 U.S.c. 701 note)

ll1is title may be cited as the ·Post·Katrina Emergency Management Refonn Act of
2006""

Sec. 612. (6 U.S.c. 313 note and 6 U.S.c. 311 note)

(c) References- Any reference to the Director oflhe Federal Emergency Management
Agency. in any law. mle. regulation. certificate. directive. instnlctioll, or other official
paper shall be considered to refer and apply to the Administrator of the Federal
Emergency ~-lanagetl1ent Agency.

(f) Interim Actions-
(1) IN GENERAL- During the period beginning on the date of enactment of

this Act and ending on March 31. 2007, the Secretary. the Under Secretary
for Preparedness, and the Director orthe Federal Emergency Management
Agency shall take such actions as are necessary to provide for the orderly
implemcntation of any amendmcnt under this subtitle that takcs cffect on
March 31, 2007.

(2) REFERENCES· Any reference to the Administrator of the Federal
Emergcncy rvlanagcment Agency in this title or an amcndmcnt by this titlc
shall be considered 10 refer and apply to the Director of the Federal
Emergency ~-lanagement Agency until March 31, 2007.

Sec. 640:1. Disclosure ofCcl1:uninfonmltion to L:m' EnfOl·cement Agencies (6
U.S.C.727)

In the event of circumstances requiring an evacuation, sheltering, or mass relocation,
the Administrator may disclose infomlation in any individual assistance database of
the Agency in accordance with section 552a(b) of title 5, United States Code
(commonly referred to as the "Privacy Act"), to any law enforcement agency of the
Federal Government or a State, local, or tribal goverru11ent in order to identity illegal
conduct or address public safety or security issues, including compliance with sex
offender notification laws.

Sec. 653. Federal Preparedness (6 U.S.c. 753)

(c) Mission Assignments - To expedite the provision of assistance under the National
Response Plan, the President shall ensure that the Administrator, in coordination with
Federal agencies with responsibilities under the National Response Plan, develops
prescripted mission assignments, including logistics, communications, mass Cllre,
health services, and public safety.
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Subtitle E - Staffonl Act Amendments

Sec. 682. Nation:d Disastcr Rccovcr)! Stratcg)! (6 U.S.c. 771)

(a) In General - The Administrator, in coordination with the Secretary of Housing
and Urban Development, the Administrator of the Environmental Protection Agency,
the Secretary of Agriculture, the Secretary of Commerce, the Secretary of the
Treasury, the Secretary of Transportation, the Administrator of the Small Business
Administration, the Assistant Secretary for Indian Affairs of the Department of the
Interior, and the heads of other appropriate Federal agencies, State, local, and tribal
govemment officials (including through the National Advisory Council), and
representatives of appropriate nongovemmental organizations shall develop,
coordinate, and maintain a National Disaster Recovery Strategy to serve as a guide to
recovery efforts after major disasters and emergencies.

(b) Contents - The National Disaster Recovery Strategy shall -
(1) outline the most efficient and cost-effectivc Fcderal programs that will

meet the recovery needs of States, local and tribal govemments, and
individuals and households affected by a major disaster;

(2) clcarly define the role, programs, authorities, and responsibilities of each
Federal agency that may be of assistance in providing assistance in the
recovery from a major disaster;

(3) promote the use of the most appropriate and cost-effective building
materials (based on the hazards present in an area) in any area affected by
a major disaster, with the goal of encouraging the construction of disaster
resistant buildings; and

(4) describe in detail the programs that may be offered by the agencies
described in paragraph (2), including-

(A) discussing funding issues;
(B) detailing how responsibilities under the National Disaster Recovery

Strategy will be shared; and
(C) addressing other matters conceming the cooperative effort to provide

recovery assistance.

(c) Report-
(I) IN GENERAL - Not later than 270 days after the date of enactment of this

Act, the Administrator shall submit to the appropriate committees of
Congress a report describing in detail the National Disaster Recovery
Strategy and any additional authorities necessary to implement any portion
of the National Disaster Recovery Strategy.

(2) UPDATE -TIle Administrator shall submit to the appropriate committees
of Congress a report updating the report submitted under paragraph (1)

(A) on the same date that any change is made to the National Disaster
Recovery Strategy; and
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(B) on a periodic basis after the submission of the report under
paragraph (I), but not less than once every 5 years after the date of
the submission of the report under paragraph (1).

Sec. 683. National Disaster' Housing Strategy (6 U.S.c. 772)

(a) In General - The Administrator, in coordination with representatives of the
Federal agencies, governments, and organizations listed in subsection (b)(2) of this
section, the National Advisory Council, the National Council on Disability, and other
entities at the Administrator's discretion, shall develop, coordinate, and maintain a
National Disaster Housing Strategy.

(b) Contents - The National Disaster Housing Strategy shall -
(1) outline the most efficient and cost effective Federal programs that will best

meet the short-tenn and long-ternl housing needs of individuals and
households affected by a major disaster;

(2) clearly define the role, programs, authorities, and responsibilities of each
entity in providing housing a'isistance in the event of a major disaster,
including -

(A) the Agency;
(B) the Department of Housing and Urban Development;
(C) the Department of Agriculture;
(D) the Department of Veterans Affairs;
(E) the Department of Health and Human Services;
(F) the Bureau of Indian Affairs;
(G) any other Federal agency that may provide hOLLsing assistance in the

event of a major disaster;
(H) the American Red Cross; and
(I) State, local, and tribal governments;

(3) describe in detail the programs that may be offered by the entities
described in paragraph (2), including-

(A) outlining any funding issues;
(B) detailing how responsibilities lUlder the National Disaster Housing

Strategy will be shared; and
(C) addressing other matters concerning the cooperative effort to

provide housing assistance during a major disaster;
(4) consider methods through which hOllsing assistnnce Clli) be provided to

individuals and households where employment lli1d other resources for
living are available;

(5) describe programs directed to meet the needs of special needs and low
income populations and ensure that a sufficient number of housing units are
provided for individuals with disabilities;

(6) describe plans for operation of clusters of housing provided to individuals
and households, including access to public services, site management,
security, and site density;
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(7) describe plans for promoting the repair or rehabilitation of existing rental
housing, including through lease agreements or other means, in order to
improve the provision of housing to individuals and households under
section 408 of the Robert T. Stafford Disaster Relief and Emergency
Assistance Act (42 U.S.C. 5174); and

(8) describe any additional authorities necessary to carry out any portion of the
strategy.

(c) Guidance - The Administrator should develop and make publicly available
guidance on -

(I) types of housing assistance available under the Robert T. Stafford Disaster
Relief and Emergency Assistance Act (42 U.S.C. 5121 et seq.) to
individuals and households affected by an emergency or major disaster;

(2) eligibility for such assistance (including, where appropriate, the continuation
of such assistance); and

(3) application procedures for such assistance.

(d) Report-
(1) IN GENERAL - Not later thml 270 days after the date of enactment of this

Act, the Administrator shall submit to the appropriate committees of
Congress a report describing in detail the National Disaster Housing
Strategy, including programs directed to meeting the needs of special needs
populations.

(2) UPDATED REPORT - The Administrator shall submit to the appropriate
committees of Congress a report updating the report submitted under
paragraph (I) -

(A) on the same date that any change is made to the National Disaster
I·lousing Strategy; and

(8) on a periodic basis after the submission of the report under
paragraph (I), but not less than once every 5 years after the date of
the submission of the report WIder paragraph (1).

Sec. 689. Individuals with Ilisnbilities (6 V.S.c. 773)

(a) Guidelines - Not later than 90 days after the date of enactment of this Act, and in
coordination with the National Advisory Council, the National Council on Disability,
the Interagency Coordinating Council on Preparedness and Individuals With
Disabilities established under Executive Order No. 13347 (6 U.S.C. 312 note), and
the Disability Coordinator (established under section 513 of the Homeland Security
Act of 2002, as added by this Act), the Administrator shall develop guidelines to
accommodate individuals with disabilities, which shall include guidelines for-

(I) the accessibility of, and communications and programs in, shelters, recovery
centers, and other facilities; and

(2) devices used in connection with disaster operations, including first aid
stations, mass feeding areas, portable payphone stations, portable toilets, and
temporary housing.

79



 

Sec. 689b. Rewli.fication (6 U.S.c. 774)

(a) Definitions - In this section:
(1) Child Locator Center - TIle teml "Child Locator Center" means the

National Emergency Child Locator Center established under subsection
(b).

(2) Declared Event - The term "declared event" means a major disaster or
emergency.

(3) Displaced Adult - TIle teml "displaced adult" means an individual 21
years of age or older who is displaced from the habitual residence of that
individual as a result of a declared event.

(4) Displaced Child -TIle ternl "displaced child" means an individual under
21 years of age who is displaced from the habitual residence of that
individual as a result of a declared event.

(b) National Emergency Child Locator Center-
(1) In general-Not later than 180 days afterthe date of enactment of this Act,

the Administrator, in coordination with the Attorney General of the United
States, shall establish within the National Center for Missing and
Exploited Children the National Emergency Child Locator Center. In
establishing the National Emergency Child Locator Center, the
Administrator shall establish procedures to make all relevant infomlation
available to the National Emergency Child Locator Center in a timely
manner to facilitate the expeditious identification and reunification of
children with their families.

(2) Purposes -TIle purposes of the Child Locator Center are to
(A) enable individuals to provide to the Child Locator Center the name

of llnd other identifying infonnlltion about a displaced child or a
displaced adult who may have infomlation about the location of a
displaced child;

(B) enable individullis to receive infomlation about other sources of
infonnation about displaced children and displaced adults; and

(C) assist law enforcement in locating displaced children.

(3) Responsibilities and Duties -TIle responsibilities and duties of the Child
Locator Center are to -

(A) establish a toll-free telephone number to receive reports of displaced
children and infonnation about displaced adults that may assist in
locating displaced children;

(B) create II website to provide infonnation llbollt displaced children;
(C) deploy its staff to the location of a declared event to gather

infomlation about displaced children;
(D) assist in the reunification of displaced children with their families;
(E) provide infonnation to the public about additional resources for

disaster assistance;
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(F) work in partnership with Federal, State, and local law enforcement
agencies;

(G) provide technical assistance in locating displaced children;
(H) share infonllation on displaced children and displaced adults with

govenunental agencies and nongovenmlental organizations
providing disaster assistance;

(I) use its resources to gather infoffilation about displaced children;
(1) refer reports of displaced adults to

(i)an entity designated by the Attorney General to provide
technical assistance in locating displaced adults; and
(ii)the National Emergency Family Registry and Locator
System as defined under section 689c(a);

(K) enter into cooperative agreements with Federal and State agencies
and other organizations such as the American Red Cross as
necessary to implement the mission of the Child Locator Center; and

(L) develop an emergency response plan to prepare for the activation of
the Child Locator Center.

(c) Confonning Amendments - Section 403(1) of the Missing Children's Assistance
Act (42 U.S.C. 5772(1)) is amended-

(1) in subparagraph (A), by striking "or" at the end;
(2) in subparagraph (B), by adding "or" after the semicolon; and
(3) by inserting after subparagraph (B) the following:
"(C) the individual is an individual under 21 years of age who is displaced
from the habitual residence of that individual as a result of an emergency or
major disaster (as those teons are defined in section 102 of the Robert T.
Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5122)).".

(d) Report - Not latcr than 270 days after the date of enactment of this Act, the
Administrator shall submit to the Committee 011 Homeland Security and
Govenunental Affairs and the Committee on the Judicial)/ of the Senate and the
Committee on Transportation and Infrastructure and the Committee on the judiciary
of the House of Representatives a report describing in detail the status of the Child
Locator Center, including funding issues and any difficulties or issues in establishing
the Center or completing the cooperative agreements described in subsection
(b)(3)(K).

Sec. 689c. National Emergenc)' Famil)' Regist'1' and Locator System (6 U.S.c.
775)

(a) Definitions - In this section-
(1) the teml "displaced individual" means an individual displaced by an

emergency or major disaster; and
(2) the tenn "National Emergency Family Registry and Locator System" means

the National Emergency Family Registry and Locator System established
under subsection (b).
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(b) Establishment ~ Not later than 180 days after the d.lte of enactment of this Act,
the Administrator shall establish a National Emergency Family Registry and Locator
System to help reunify families separated after an emergency or major disaster.

(c) Operation of System -TIle National Emergency Family Registry and Locator
System shall -

(1) allow a displaced adult (including medical patients) to volulltarily register
(and allow an adult that is the parent or guardian of a displaced child to
register such child), by submitting personal infonnation to be entered into a
database (such as the name, current location of residence, and any other
relevant infonnation that could be used by others seeking to locate that
individual);

(2) ensure that infonnation submitted under paragraph (1) is accessible to those
individuals named by a displaced individual and to those law enforcement
officials;

(3) be accessible through the Internet and through a toll-free number, to receive
reports of displaced individuals; and

(4) include a means of referring displaced children to the National Emergency
Child Locator Center established under section 689b.

(d) Publication of lnfonnation - Not later than 210 days after the date of enactment of
this Act, the Administrator shall establish a mechanism to infornl the public about the
National Emergency Family Registry and Locator System and its potential usefulness
for assisting to reunite displaced individuals with their families.

(e) Coordination - Not later than 90 days after the date of enactment of this Act, thc
Administrator shall enter a memorandum of understanding with the Department of
Justice, the National Center for .Missing and Exploited Children, the Department of
Health and Human Services, and the American Red Cross and other relevant private
organizations that will enhance the sharing of infomlation to facilitate reuniting
displaced individuals (including medical patients) with families.

(f) Report - Not later than 270 days after the date of enactment of this Act, the
Administrator shall submit to the appropriate committees of Congress a report
describing in detail the status of the National Emergency Family Registry and Locator
System, including any difficulties or issues in establishing the System, including
funding issues.

Sec. 689i. Individuuls und Households Pilot Progrnm (6 U.S.C. 776)

(a) Pilot Program-
(1) In general - The President, acting through the Administrator, in coordination

with State, local, and tribal govenunents, shall establish and conduct a pilot
program, The pilot program shall be designed to make better use of existing
rental housing, located in areas covered by a major disaster declaration, in
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order to provide timely and cost-effective temporary housing assistance to
individuals and households cligible for assistance undcr scction 408 of thc
Robert T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C.
5174) where altemative hOllsing options arc less available or cost-effectivc.

(2) Administration-
(A) In General- For the purposes of the pilot program under this section, the

Administrator may-
(i) cntcr into lcase agreements with owners of multi·family rental
property located in areas covered by a m<tior disaster declaration to
house individuals and households eligible for assistance under section
408 of the Robert T. Stafford Disaster Relief and Emergency
Assistance Act (42 U.S.C. 5174);
(ii) make improvements to properties lmder such lease agreements;
(iii) use the pilot program where the program is cost effective in that
the cost to the Government for the lease agreemcnts is in proportion to
the savings to the Govemment by not providing altemative hOllsing;
and
(iv) limit repairs to those required to ensure that the housing units shall
meet Federal housing quality shmdards.

(B) Improvements to leased properties - Under the tenns of any lease
agreement for a property described under subparagraph (A)(ii), the value
of the contribution of the Agency to such improvements-

(i) shall be deducted from the value of the lease agreement; and
(ii) may not exceed the value of the leasc agreement.

(3) Consultation - In administering the pilot program under this section, the
Administrator may consult with State, local, and tribal govemments.

(4) Report-
(A) In General - Not later than 1larch 31, 2009, the Administrator shall
submit to the appropriate committees of Congress a report regarding the
effectiveness of the pilot program.
(B) Contents -111e Administrator shall include in the report -

(i)an assessment of the effectiveness of the pilot program under this
section, including an asscssment of cost-savings to thc Federal
Government and any benefits to individuals and households eligible
for assistance under section 408 of the Robert T. Stafford Disaster
Relief and Emergency Assistance Act (42 U.S.c. 5174) lUlder the pilot
program;
(ii)findings and conclusions of the Administrator with respect to the
pilot program;
(iii) an assessment of additional authorities needed to aid the Agency
in its mission of providing disaster housing assistance to individuals
and households eligible for assistance under section 408 of the Robert
T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.c.
5174), either under the pilot program under this section or other
potential hOllsing programs; and
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(iv)any recommendations ofthc Administrator for additional authority
to continue or make permanent the pilot program.

(b) Pilot Program Project Approval - The Administrator shall not approvc a project
under the pilot program after December 31, 2008.

Sec. 689j. Public Assistance Pilot Program (6 V.S.c. 777)

(a) Pilot Program-
(I) In General - TIle President, acting through the Administrator, and in

coordination with State and local governments, shall cstablish and conduct a
pilot program 10 -

(A) reduce the costs of the Federal Government of providing assistance to
States and local govcrruncnts under scctions 403(a)(3)(A), 406, and 407
of the Robert T. Stafford Disaster Relief and Emergency Assistance Act
(42 U.S.C. 1570b(a)(3), 5172, 5172);

(B) increasc flcxibility in thc administration of scctions 403(a)(3)(A), 406,
and 407 of that Act; and

(C) expedite the provision of assistance to States and local governments
providcd under sections 403(aX3)(A), 406, and 407 of that Act.

(2) Participation - Only States and local governments that elect to participate in
the pilot program may participate in the pilot program for a particular project.

(3) Innovative Administration-
(A) In General- For purposes of the pilot program, the Administrator shall

establish new procedures to administer assistance provided under the
sections referred to in paragraph (I).

(B) New Procedures - TIle new procedures established under subparagraph
(A) may include lor more of the following:

(i)Notwithstanding section 406(cXl)(A) of the Robert T. Stafford
Disaster Relief and Emergency Assistance Act (42 U.S.c.
1571(cX1)(A)), providing an option for a State or local govenunent to
elect to reccivc an in-lieu contribution in an amount equal to 90
percent of the Federal share of the Federal estimate of the cost of
repair, restoration, reconstruction, or replacement of:l public facility
owned or controlled by the State or local govemmcnt and of
management expenses.
(ii)~'laking grants on the basis of estimates agreed to by the local
government (or where no local govemment is involved, by the State
govenllnent) and the Administrator to provide financial incentives and
disincentives for the local govemment (or where no local govenmlent
is involved, for the State govemment) for the timely or cost effective
completion of projects under section 403(a)(3)(A), 406, and 407 of
that Act.
(iii)lncreasing the Federal share for removal of debris and wreckage
for States and local governments that have a debris management plan
approved by the Administrator and have pre-qualified 1 or more debris
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and wreckage removal contractors before the date of declaration of the
major disaster.
(iv)Using a sliding scale for the Federal share for removal of debris
and wreckage based on the time it takes to complete debris and
wreckage removal.
(v) Using a financial incentive to recycle debris.
(vi) Reimbursing base wages for employees and e),.1ra hires of a State
or local govenunent involved in or administering debris and wreckage
removal.

(4) Waiver -TIle Administrator may waive such regulations or mles applicable to
the provisions of assistance under the sections referred to in paragraph (1) as
the Administrator detemlincs are necessary to carry out the pilot program
under this section.

(b) Report-
(1) In General - Not later than !\larch 31, 2009, the Administrator shall submit to

the appropriate conmlittees of Congress a report regarding the effectiveness of
the pilot program under this section.

(2) Contents -TIle report submitted under paragraph (I) shall include -
(A) An assessment by the Administrator of any administrative or financial

benefits of the pilot program;
(B) An assessment by the Administrator of the effect, including any savings

in time and cost, of the pilot program;
(C) Any identified legal or other obstacles to increasing the amount of

debris recycled after a major disaster;
(D) Any other findings and conclusions of the Administrator with respect to

the pilot program; and
(E) Any recommendations of the Administrator for additional authority to

continue or make pennanent the pilot program.

(c) Deadline for Initiation of Implementation - TIle Administrator shall initiate
implcmcntation of the pilot program under this section not later than 90 days after thc
date of enactment of the Act.

(d) Pilot Program Project Duration - TIle Administrator may not approve a project
under the pilot program under this section aftcr Deccmber 31, 2008.

Sec. 689k. Disposal of Unused Temporary Housing Units

(a) In General - Notwithstanding section 408(d)(2XB) of the Robert 1'. Stafford
Disaster Relief and Emergency Assistance Act (42 U.S.C. 5I74(d)(2XB)), if the
Administrator authorizes the disposal of an unused temporary housing unit that is
owned by the Agency on the date of enactment of this Act and is not used to house
individuals or households under section 408 of the Robert 1'. Stafford Disaster Relief
and Emergency Assistance Act (42 U.S.C. 5174) after that date, such unit shall be
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disposed of under subchapter III of chapter 5 of subtitle I of title 40, United States
Code.

(b) Tribal Govemments - Housing units described in subsection (a) shall be disposed
of in coordination with the Department of tile Interior or other appropriate agencies in
order to transfer such units to tribal govenunents if appropriate.

Subtitle F - Prevention of Fraud, Waste, and Abuse

Sec. 691. Advance Contracting (6 V.S.c. 791)

(a) Initial Report-
(1) IN GENERAL - Not later than 180 days after the date of enactment of this

Act, the Administrator shall submit a report under paragraph (2)
identifying -

(A) recurring disaster response requirements, including specific goods
and services, for which the Agency is capable of contracting for in
advance of a natural disaster or act of terrorism or other man-made
disaster in a cost effective manner;

(B) recurring disaster response requirements, including specific goods
and services, for which the Agency can not contract in advance of a
natural disaster or act of terrorism or other man-made disaster in a
cost effective maimer; and

(C) a contracting strategy that maximizes the use of advance contracts to
the e~1ent practical and cost·effective.

(2) SUBMISSION -TIle report under paragraph (1) shall be submitted to the
appropriate committees of Congress.

(b) Entering Into Contracts -
(1) IN GENERAL - Not later than 1 year after the date of enactment of this

Act, the Administrator shall enter into I or more contracts for each type of
goods or services identified under subsection (a)(1)(A), and in accordance
with the contracting strategy identified in subsection (a)(1)(C). Any
contract for goods or services identified in subsection (aXl)(A) previously
awarded may be maintained in fulfilling this requirement.

(2) CONSIDERED FACTORS - Before entering into any contract lUlder this
subsection, the Administrator shall consider section 307 of the Robert T.
Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5150),
as amended by this Act.

(3) PRENEGOTlATED FEDERAL CONTRACTS FOR GOODS AND
SERVICES - TIle Administrator, in coordination with State and local
governments and other Federal agencies, shall establish a process to
ensure that Federal prenegotiated contracts for goods and services are
coordinated with State and local governments, as appropriate.

(4) PRENEGOTlATED STATE AND LOCAL CONTRACTS FOR GOODS
AND SERVICES - TIle Administrator shall encourage State and local
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governments to establish prenegotiated contracts with vendors for goods
and services in advance of natural disasters and acts of terrorism or other
man-made disasters.

(c) Maintenance of Contracts - After the date described under subsection (b), the
Administrator shall have the responsibility to maintain contracts for appropriate levels
of goods and services in accordance with subsection (aX I)(C).

(d) Report on Contracts Not Using Competitive Procedures - At the end of each fiscal
quarter, beginning with the first fiscal quarter occurring at least 90 days after the date
of enactment of this Act, the Administrator shall submit a report on each disaster
assistance contract entered into by the Agency by other than competitive procedures
to the appropriate committees of Congress.

Sec. 692. Limjtlltions on Tiering of Subcontractors (6 U.S.C. 792)

(a) Regulations - TIle Secretary shall prollluigate regulations applicable to contracts
described in subsection (c) to minimize the excessive use by contractors of
subcontractors or tiers of subcontractors to perfoml the principal work of the contract.

(b) Specific Requirement - At a minimum, the regulations promulgated under
subsection (a) shall preclude a contractor from using subcontracts for more than 65
percent of the cost of the contract or the cost of any individual task or delivery order
(not induding overhead and profit), unless the Secretary determines that such
requirement is not feasible or practicable.

(c) Covered Contracts - This section applies to any cost-reimbursement type contract
or task or delivery order in an amount greater than the simplified acquisition
threshold (as defincd by section 4 of the Office of Fcdcral Procurement Policy Act
(41 U.S.C. 403» entered into by the Department to facilitate response to or recovery
from a natural disaster or act of terrorism or other man·made disaster.

Sec. 693. Oversight lind Accountllbility of Feder'dl Dis:lstel" Expenditures (6
U.S.C.793)

(a) Authority of Administrator to Designate Funds for Oversight Activities - The
Administrator may designate up to 1 percent of the total amount provided to a
Federal agency for a mission assignment as oversight funds to be used by the
recipient agency for perfomling oversight of activities carried Ollt under the Agency
reimbursable mission assignment process. Such funds shall remain aVlliblble until
e:\'}>ended.

(b) Use of Funds-
(1) TYPES OF OVERSIGHT ACTIVITIES - Oversight funds may be used

for the following types of oversight activities related to Agency mission
assignments:
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(A) Monitoring, tracking" and auditing expenditures of funds.
(B) Ensuring that sufficient management and internal control

mechanisms are available so that Agency funds are spent
appropriately and in accordance with all applicable laws and
regulations.

(C) Reviewing selected contracts and other activities.
(D) Investigating allegations of fraud involving Agency funds.
(E) Conducting and participating in fraud prevention activities with

other Federal, State, and local govenunent personnel and contractors.
(2) PLANS AND REPORTS - Oversight funds may be used to issue the plans

required under subsection (e) and the reports required under subsection (t).

(c) Restriction on Use of Funds - Oversight funds may not be used to finance existing
agency oversight responsibilities related to direct agency appropriations used for
disaster response, relief, and recovery activities.

(d) Methods of Oversight Activities-
(1) IN GENERAL - Oversight activities may be carried out by an agency

under this section either directly or by contract. Such activities may
include evaluations and financial and perfoffilance audits.

(2) COORDINATION OF OVERSIGHT ACTIVITIES - To Ihe ex1enl
practicable, evaluations and audits LInder this section shall be perfoffiled
by the inspector general of the agency.

(e) Development of Oversight Plans-
(l) IN GENERAL - If an agency receives oversight funds for a fiscal year,

the head of the agency shall prepare a plan describing the oversight
activities for disaster response, relief, and recovery anticipated to be
undertaken during the subsequent fiscal year.

(2) SELECTION OF OVERSIGHT ACTIVITIES - In preparing the plan, the
head of the agency shall select oversight activities based upon a risk
assessment of those areas that present the greatest risk offraud, waste, and
abuse.

(3) SCHEDULE - The plan shall include a schedule for conducting oversight
activities, including anticipated dates of completion.

(f) Federal Disaster Assistance Accountability Reports - A Federal agency receiving
oversight funds under this section shall submit annually to the Administrator and the
appropriate committees of Congress a consolidated report regarding the usc of such
funds, including infoffilation summarizing oversight activities and the results
achieved.

(g) Definition - In this section, the term 'oversight funds' means funds referred to in
subsection (a) that are designated for use in perfonning oversight activities.
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Sec. 695. Limitation on Length of Certain Noncompetitive Contracts (6 U.S.c.
794)

(a) Regulations -TIle Secretary shall promulgate regulations applicable to contracts
described in subsection (c) to restrict the contract period of any such contract entered
into using procedures other than competitive procedures pursuant to the exception
provided in paragraph (2) of section 303(c) of the Federal Property and
Administrative Services Act of 1949 (41 U.S.C. 253(c» to the minimum contract
period necessary -

(1) to meet the urgent and compelling requirements of the work to be
performed under the contract; and

(2) to enter into another contract for the required goods or services through the
use of competitive procedures.

(b) Specific Contract Period - The regulations promulgated under subsection (a) shall
require the contract period to not to exceed 150 days, unless the Secretary detennines
that exceptional circumstances apply.

(c) Covered Contracts - ll1is section applies to any contract in an amount greater than
the simplified acquisition threshold (as defined by section 4 of the Office of Federal
Procurement Policy Act (41 U.S.c. 403» entered into by the Department to facilitate
response to or recovery from a natural disaster, act of terrorism, or other man-made
disaster.

Sec. 696. Fraud, Waste, and Abuse Controls (6 U.S.C. 795)

(a) In General- The Administrator shall ensure that-
(1) all progrmns within the Agency administering Federal disaster relief

assistance develop and maintain proper intemal management controls to
prevent and detect fraud, waste, and abuse;

(2) application databases used by the Agency to collect infonnation on
eligible recipients must record disbursements;

(3) such tracking is designed to highlight and identify ineligible applications;
and

(4) the databases used to collect information from applications for such
assistance must be integrated with disbursement and payment records.

(b) Audits mld Reviews Required - TIle Administrator shall ensure that any database
or similar application processing system for Federal disaster relief assistance
programs administered by the Agency undergoes a review by the Inspector General of
the Agency to detennine the existence and implementation of such intemal controls
required under this section and the amendments made by this section.
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Sec. 697. Registry of Disaster Response Contractors (6 U.S.c. 796)

(a) Definitions -In this section-
(I) the tenn 'regist!)" means the registry created under subsection (b); and
(2) the temlS 'small business concem', 'small business concem owned and

controlled by socially and economically disadvantaged individuals', 'small
business concern owned and controlled by women', and 'small business
concem owned and controlled by service·disabled veterans' have the
meanings given those tenns under the Small Business Act (15 U.S.C. 631
et seq.).

(b) Registry-
(1) IN GENERAL - The Administrator shall establish and maintain a regist!),

of contractors who are willing to perfonn debris removal, distribution of
supplies, reconstmction, and other disa"ter or emergency relief activities.

(2) CONTENTS - The registry shall include, for each business COllcem
(A) the name of the business concern;
(B) the location of the business concem;
(C) the area served by the business concem;
(D) the type of good or service provided by the business concem;
(E) the bonding level of the business COllcem;
(F) whether the business concem is -

(i) a small business concem;
(ii) a small business concern owned and controlled by socially and

economically disadvantaged individuals;
(iii) a small business concern owned and controlled by women; or
(iv) a small business concern owned and controlled by service

disabled veterans.
(3) SOURCE OF INFORMATION-

(A) SUBMISSION - Infornlation maintained in the registry shall be
submitted on a voluntary basis and be kept current by the submitting
business concems.

(8) ATIESTATION - Each business concem submitting infonnation to
the regist!)' shall submit -

(i) an attestation that the infonnation is tme; and
(ii) documentation supporting such attestation.

(C) VERIFICATION - 11le Administrator shall verify that the
documentation submitted by each business concem supports the
infomlation submitted by that business concern.

(4) AVAILABILITY OF REGISTRY - TIle regist!)' shall be made generally
available on the lntemet site of the Agency.

(5) CONSULTATION OF REGISTRY - As part of the acquisition planning
for contracting for debris removal, distribution of supplies in a disaster,
reconstmction, and other disaster or emergency relief activities, a Federal
agency shall consult the registry.
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Sec. 698 Fraud Prevention Training Program (6 U.S.c. 797)

The Administrator shall develop and implement a program to provide training 011 the
prevention of waste, fraud, and abuse of Federal disaster relief assistance relating to
the response to or recovery from natural disasters and acts of terrorism or other man
made disasters and ways to identify such potential waste, fraud, and abuse.

Emergency Supplemental Appropriations Act for Defense, the Global
War on Terror, and Hurricane Recovery, 2006, Pub. L. No. 109-234,
120 Stat. 418 (2006), Signed on June 15,2006.

Sec. 2401.

The Federal Emergency ~-1anagell1ent Agency may provide funds to a State or local
govemment or, as necessary, assume an existing agreement from such unit of
govenunent, to pay for utility costs resulting from the provision of temporary housing
units to evacuees from Hurricane Katrina and other hurricanes of the 2005 season if
the State or local government has previously arranged to pay for such utilities on
behalf of the evacuees for the tenn of any leases, not to exceed 12 months, contracted
by or prior to Febnmry 7, 2006: Provided. That the Federal share of the costs eligible
to be paid shall be 100 percent.

Note: Section 2401 "as been extended/rom a period 0/12 mom"s to a period oJ24
months by section 4503 oj the u.s. Troop Readiness, Veterans' Care, Katrina
Recovery, ami Iraq Accoulltability Appropriation,,' Act, 2007 (siglled 011 fttlay 25,
2007), serJort" abOl'e.

Sec. 2403.

Notwithstanding any other provision of law, the Secretary of Homeland Security shall
consider eligible under the Federal Emergency Management Agency Individual
Assist.Ulce Program the costs sufficient for alternative housing pilot programs in the
areas hardest hit by Hurricane Katrina and other hurricanes of the 2005 season,
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THE HOMELAND SECURITY ACT OF 2002

6 U.S.c. 311-321j

(A$' amended by the Department ofHomeland Sewrdy AppropriatiolJS Act, 2007.
Pub. L. No. 109-295)

TITLE V

(National Emergency Management)

Sec. 501. Definitions (6 U.S.c. 311)

In this title-

(l) the ternl 'Administrator' means the Administrator ofthe Agency;

(2) the lenn 'Agency' means the Federal Emergency Management Agency;

(3) the ternl 'catastrophic incident' me:U1S any natural disaster. act of terrorism, or
other man-made disaster that results in eX1raordinary levels of casualties or damage
or dismption severely affecting the population (including mass evacuations),
infrastructure, environment, economy, national morale, or govemment functions in
an area:

(4) the lenn 'Federal coordinating officer' means a Federal coordinating onicer as
described in section 302 of the Robert T. Stafford Disaster Relief and Emergency
Assistance Act (42 U.S.C. 5143);

(5) the teon 'interoperable' has the meaning given the teon ·interoperable
communications' under section 7303(g)(1) of the Intelligence Refonn and
Ten"orism Prevention Act of 2004 (6 U.S.C. 194(g)(1 ));

(6) the tenn 'National Incident !\llanagement System' means a system to enable
effective. enicicnt, and collaborative incident management;

(7) the teon 'National Response Plan' means the National Response Plan or any
successor plan prepared under section 502(a)(6);

(8) the teon 'Regional Administrator' means a Regional Administrator appointed
under section 507;

(9) the teml 'Regional Office' means a Regional Office established under section
507:
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(10) the tenn 'surge capacity' means the ability to rapidly and substantially increase
the provision of search and rescue capabilities. food, water, medicine, shelter and
housing, medical care, evacuation capacity, staffing (including disaster assistance
employees), and other resources necessary to save lives and protect property during
a catastrophic incident; and

(l1) the tenn 'tribal govenunent' means the govemment of any entity described in
section 2( lOXB).

Sec. 502. Definition (6 U.S.c. 312)

In this subchapter, the tenn "Nuclear Incident Response Team" means a resource that
includes-

(1) those entities of the Department of Energy that perfonn nuclear or radiological
emergency support functions (including accident response, search response,
advisory, and technical operations flmctions), radiation exposure functions at the
medical assistance facility known as the Radiation Emergency Assistance
Center/Training Site (REAC/TS), radiological assistance functions, and related
functions; and

(2) those entities of the Environmental Protection Agency that perfonn such support
functions (including radiological emergency response functions) and related
functions.

Sec. 503. Federal Emergency Management Agency (6 U.S.c. 313)

(a) In General- There is in the Department the Federal Emergency Management Agency.
headed by an Administrator.

(b) !vlission-

(I) PRIMARY MISSION- The primary mission of the Agency is to reduce the
loss of life and property <md protect the Nation from all hazards, including natural
disasters. acts of terrorism, and other man-made disasters. by lcading and
supp01ting the Nation in a risk-based. comprehensive emergency management
system of preparedness. protection, response. recovery, and mitigation.

(2) SPECIFIC ACTIVITIES- In support of the primary mission of the Agency, the
Administrator shall-

(A) lead the Nation's efforts to preparc for, protect against, respond to, recover
from. and mitigate against the risk of natural disa'iters, acts ofterrorislll, and other
matHllade disasters, including catastrophic incidents;
(B) pmtner with State, local. and tribal governments and emergency response
providers, with other Federal agencies, with the private sector, and with
nongovernmental organizations to build a national system of emergency
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management that can effectively and efficiently utilize the full measure of the
Nation's resources to respond to natural disasters, acts of ten'orism, and other
man-made disasters, including catastrophic incidents;
(C) develop a Federal response capability that, when necessary and appropriate.
can act effectively and rapidly to deliver assistance essential to saving lives or
protecting or preserving propel1y or public health and safety in a natural disa'>ter,
act of terrorism, or other man-made disaster;
(D) integrate the Agency's emergency preparedness, protection. response,
recovery, and mitigation responsibilities to confront effectively the challenges of
a natural disaster_ act oftcrrorism. or other man-made disaster:
(E) develop and maintain robust Regional Offices that will work with State, local,
and tribal govemments, emergency response providers, and other appropriate
entities to identify and address regional priorities:
(F) under the leadership of the Secretary, coordinate with the Commandant of the
Coast Guard, the Director of Customs and Border Protection, the Director of
Immigration and Customs Enforcement, the National Operations Center_ and
other agencies and offices in the Department to take full advantage of the
substantial range of resources in the Department;
(G) provide funding_ training_ exercises, technical assistance_ plmming, and other
assistance to build tribal, local, State, regional. and national capabilities
(including communications capabilities)_ necessary to respond to a natural
disaster, act of terrorism_ or other num-made disaster; and
(H) develop and coordinate the implementation of a risk-based, all-hazards
strategy for preparedness that builds those common capabilities necessary to
respond to natural disasters. acts of terrorism, and other man-made disasters while
also building the unique capabilities necessary to respond to specific typcs of
incidents that pose the greatest risk to our Nation.

(c) Administrator-

(l) IN GENERAL- The Administrator shall be appointed by the President, by and
with the advice and consent of the Senate.

(2) QUALIFICATIONS- The Administrator shall be appointed from among
individuals who have-

(A) a dcmonstrated ability in and knowledge of emergency management and
homeland security: and
(B) not less than 5 years of executive leadership and management experience in
the public or private sector.

(3) REPORTlNG- TIle Administrator shall report to the Secretary, without being
required to report through any other official of the Department.
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(4) PRINCIPAL ADVISOR ON EMERGENCY MANAGEMENT-
(A) IN GENERAL- The Administrator is the principal advisor to the President.
the Homeland Security Council, and the Secretary rOT all matters relating to
emergency management in the United States.

(8) ADVICE AND RECOMMENDATIONS-
(i) IN GENERAL- In presenting advice with respect to any maner to the
President. the Homeland Security Council, or the Secretary, the
Administrator shall, as the Administrator considers appropriate, infOnll the
President. the Homeland Security Council, or the Secretary, as the case
may be. of the range of emergency preparedness. protection. response.
recovery, and mitigation options with respect to that matter.
(ii) ADV1CE ON REQUEST- The Administrator. as the principal
advisor on emergency management, shall provide advice to the President.
the Homeland Security Council, or the Secretary on a particular matter
when the President, the Homeland Security Council, or the Secretary
requests such advice.
(iii) RECOMMENDATIONS TO CONGRESS- After infonning the
Secretary, the Administrator may make such recommendations to
Congress relating to emergency management as the Administrator
considers appropriate.

(5) CABINET STATUS-
(A) IN GENERAL-TIle President Illay designate the Administrator to serve as a
member of the Cabinet in the event of natural disasters. acts of terrorism, or other
man-made disasters.
(B) RETENTION OF AUTHORITY-Nothing in this paragraph shall be
construed as affecting the authority of the Secretary under this Act.

Sec. 504. Authority and Responsihilities (6 U.S.c. 314)

(a) In General -TIle Administrator shall provide Federal leadership necessary to prepare
for. protect against. respond to, recover from, or mitigate against a natural disaster, act of
terrorism. or other man-Illade disaster, including-

(I) helping to ensure the effectiveness of emergency response providers to terrorist
attacks, major disasters, and other emergencies;

(2) with respect to the Nuclear Incident Response Team (regardless of whether it is
operating as an organizational unit of the Department pursuant to this subehapter)-

(A) establishing standards mId certifying when those standards have been met;
(B) conducting joint and other exercises and training and evaluating perfonnance;
and
(C) providing flmds to the Department of Energy ,md the Environmental
Protection Agency, as appropriate, for homeland security planning, exercises and
training, and equipment;
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(3) providing the Federal Government's response to terrorist attacks and major
disasters, including-

(A) managing such response;
(B) directing the Domestic Emergency Support Team, the National Disaster
Medical System, and (when operating as an organizational unit of the Department
pursuant to this subchapter) the Nuclear Incident Response Team;
(C) overseeing the Metropolitan Medical Response System; and
(D) coordinating other Federal response resources, including requiring
deployment of the Strategic National Stockpile, in the event of a terrorist attack or
major disaster;

(4) aiding the recovery from terrorist attacks and major disasters;

(5) building a comprehensive national incident management system with Federal,
State, and local goverrunent personnel, agencies, and authorities, to respond to such
attacks and disasters;

(6) consolidating existing Federal Government emergency response plans into a
singlc, coordinated national rcsponsc plan;

(7) helping ensure the acquisition of operable :U1d interoperable communications
capabilities by Fcderal, State, local. and tribal govcnmlcnts and cmcrgency
response providers;

(8) assisting the Prcsidcnt ill carrying out the nmctions under the Robert T. Stafford
Disaster Relief and Emergency Assistance Act (42 U.S.c. 5121 et seq.) and
carrying Ollt all nlllctions and authorities given to the Administrator under that Act;

(9) carrying out the mission of the Agcncy to reduce the loss of life and property
and protect the Nation from all hazards by leading and supporting the Nation in a
risk-bascd. comprehensive emergency managcment system of-

(A) mitigation, by taking sustained actions to reduce or eliminate long~ternl risks
10 people ,md property from hazards and their effects~

(B) preparedness, by planning. training, and building the emergency management
profession to prepare effectively for, mitigate against, respond to, and recover
from any hazard;
(C) response, by conducting emergency operations to save lives and property
through positioning emergency cquipment, personnel, and supplies, through
evacuating potential victims, through providing food, water. shelter. and medic-al
care to those in need, ,md through restoring critical public services~ and
(D) recovery. by rebuilding communitics so individuals, businesses, and
governments can function on their own, return to nonnal life. and protect against
fllture hazards;
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(10) increasing efficiencies, by coordinating efforts relating to preparedness,
protection, response, recovery, and mitigation:

(l1) helping to ensure the effectiveness of emergency response providers in
responding to a natural disaster, act ofterrorislll, or other man-made disaster;

(12) supervising grant programs administered by the Agency:

(13) administering and ensuring the implementation of the National Response Plan,
including coordinating and ensuring the readiness of each emergency support
function under the National Response Plan;

(14) coordinating with the National Advisory Council established under section
508;

(15) preparing and implementing the phUlS and programs of the Federal
Govemment for-

(A) continuity of operations;
(B) continuity of govenmlent; and
(C) continuity of plans;

(16) minimizing, to the e:\1ent practicable, overlapping planning and reporting
rcquirements applicable to State. local, and tribal gOVCnllllents and the private
sector;

(17) maintaining and operating within the Agency the National Response
Coordination Center or its successor:

(18) developing a national emergency management system that is capable of
preparing for, protecting against, responding to, recovering frolll, and mitigating
against catastrophic incidents:

(19) assisting the President in carrying out the functions under the national
preparedness goal iUld the national preparedness system and carrying out all
functions and authorities of the Administrator under the national preparedness
System;

(20) carrying out all authorities of the Federal Emergency Management Agency and
the Directorate of Preparedness of the Department as transferred under section 505;
and

(21) otherwise carrying out the mission of the Agency as described in section
503(b).

(b) All·Hazards Approach- In carrying out the responsibilities under this section, the
Administrator shall coordinate the implementation of a risk-based, all-hazards strategy that

98



 

builds those common capabilities necessary to prepare for. protect against, respond to,
recover fro111. or mitigate against natural disasters. acts of terrorism, and other man-made
disasters, while also building the unique capabilities necessary to prepare for, protect
against, respond to. recover from. or mitigate against the risks of specific types of incidents
that pose the greatest risk to the Nation.

Sec. 505. Functions Transferred (6 U.S.c. 315)

(n) In General- Except as provided in subsection (b), there are transferred to th,;:
Agency the following:

(1) All functions of the Federal Emergency Mnnagement Agency, including
existing responsibilities for emergency alert systems and continuity of operations
and continuity of government plans and programs as constituted on June 1, 2006,
including all of its personnel. assets. components, authorities, grant programs, and
liabilities. and including the functions of the Under Secretary for Federal
Emergency Management relating thereto.

(2) TIle Directorate of Preparedness, as constituted on June 1, 2006. including all of
its fUllctions, personnel, assets, components, authorities, grant programs, and
liabilities. iUld including the functions of th,;: Under Secretary for Preparedness
relating thereto.

(b) Exceplions- ·Ille following within the Preparedness Directorate shall not be
transferred:

(I) The Office of Infrastructure Protection.

(2) The National Communications System.

(3) The National Cybersecurity Division.

(4) The Office of the Chief Medical Officer.

(5) TIle functions. personnd. assets. components. authorities. and liabilities of each
component described under paragraphs (1) through (4).

Sec. 506. Preserving the Federal Emergency Management Agency (6
U.S.c. 316)

(a) Distinct Entity- The Agency shall he maintained as a distinct entity within the
Department.

(b) Reorganizalion- Section 872 shall not apply to the Agency, including any function or
organizational unit of the Agcncy.

99



 

(c) Prohibition on Changes to Missions-

(l) IN GENERAL- 111e Secretary may not substantially or significantly reduce
the authorities. responsibilities, or functions of the Agency or the capability of the
Agency to perfonll those missions, authorities, responsibilities, except as othen\lise
specifically provided in an Act enacted after the date of enactment of the Post
Katrina Emergency Management Refonll Act of 2006.

(2) CERTAIN TRANSFERS PROHIBITED- No asset. function. or mission of the
Agency may be diverted to the principal and continuing use of any other
organization, unit, or entity of the Department, except for details or assignments
that do not reduce the capability of the Agency to perfoml its missions.

(d) Reprogramming and Transfer of Funds- In reprogramming or transfen'ing funds, the
Secretary shall comply with any applicable provisions of any Act making appropriations
for the Department for fiscal year 2007. or any succeeding fiscal year. relating to the
reprogramming or transfer of funds.

Sec. 507. Regional Offices (6 U.S.c. 317)

(a) In General- l1lCre are in the Agency 10 regional offices, as identified by the
Administrator.

(b) Management of Regional Offices-

(I) REGIONAL ADMINISTRATOR- Each Regional Office shall be headed by a
Regional Administrator who shall be appointed by the Administrator, after
consulting with State, local. and tribal govenul1ent officials in the region. Each
Regional Administrator shall report directly to the Administrator and be in the
Senior Executive Service.

(2) QUALIFICATIONS-
(A) IN GENERAL- Ench Regional Administrator shall be appointed from
among individuals who have a demonstratcd ability in and knowlcdge of
emergency management and homelmld security.
(8) CONSIDERATIONS- In selecting a Regionnl Administrator for a Regional
Office. the Administrator shall consider the familiarity of an individual with the
geographical area and demographic characteristics of the population served by
such Regional Office.

(c) Responsibilities-

(1) IN GENERAL- The Regional Administrator shall work in partnership with
State, local, and tribal gove111ll1ents, emergency Immagers. emergency response
providers. medical providers. the private sector. nongovernmental organizations,
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multijurisdictional councils of governments. and regional planning commissions
and organizations in the geographical area served by the Regional Office to carry
out the responsibilities of a Regional Administrator under this section.

(2) RESPONSIBILITIES- The responsibilities of a Regional Administrator
incillde-

(A) ensuring effective, coordinated, and integrated regional preparedness,
protection, response, recovery, and mitigation activities and programs for natural
disasters, acts of terrorism, and other man-made disasters (including planning,
training. exercises, and professional development);
(B) assisting in the development of regional capabilities needed for a national
catastrophic response system;
(C) coordinating the establishment of effective regional operable and
interoperable emergency communications capabilities;
(D) staffing and overseeing 1 or mor,;: strike teams within the region under
subsection (t), to serve as the focal point of the Federal Govenmlent's initial
response efforts for natural disasters. acts of terrorism, and other man-made
disasters within that region, and otherwise building Federal response capabilities
to respond to natural disasters, acts of terrorism, and other mmHnade disasters
within that region;
(E) designating an individual responsible for the developm,;:nt of strategic and
operational regional plans in support of the National Response Plan;
(F) fostering the development of mutual aid and other cooperative agreements;
(0) identifying critical gaps in regional capabilities to respond to populations with
special ne-::ds:
(H) maintaining and operating a Regional Response Coordination Ccnter or its
successor; and
(1) perfonning such other duties relating to such responsibilities as the
Administrator may require.

(3) TRAINING AND EXERCISE REQUIREMENTS-
(A) TRAINING- The Administrator shall require each Regional Administrator
to undergo specific training periodically to complement the qualifications of the
Regional Administrator. Such training, as appropriate. shall include training wilh
respect to the National Incident 1'fanagement System. the National Response Plan,
and such other subjects as detemlined by the Administrator.
(B) EXERCISES- The Administrator shall require each Regional Administrator
to participate as appropriate in regional and national exercises.

Cd) Area Offices-

(I) IN OENERAL-lllere is an Area Office for the Pacific and an Area Office for
the Caribbean, as components in the appropriak Regional Offices.

(2) ALASKA- TIle Administrator shall establish an Area Office in Alaska. as a
compol1~nt in the appropriate Regional Office.
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(c) Regional Advisory Coullcil-

(l) ESTABLISHMENT-Each Regional Administrator shall establish a Regional
Advisory Council.

(2) NOMINATIONS- A State, locaL or tribal government located within the
geographic area served by thc Regional Office may nominate officials. including
Adjutants General and emergency managers, to serve as members of the Regional
Advisory Council for that region.

(3) RESPONSIBILITIES- Each Regional Advisory Council shall-
(A) advise the Regional Administrator on emergency management issues specific
to that region:
(B) identify any geographic, demographic, or other characteristics peculiar to any
State, locaL or tribal govenmlent within the region that might make preparedness,
protection, responsc, rccovery, or mitigation more complicated or difficult; and
(C) advise the Regional Administrator of any weaknesses or deficiencies in
preparedness, protection, response, recovery, and mitigation for any State, local,
and tribal govenmlent within the region of which the Regional Advisory Council
IS aware.

(f) Regional Office Strike Teams-

(1) IN GENERAL- In coordination with other relevant Federal agencies, each
Regional Administrator shall oversee multi-agency strike teams authorized under
scction 303 of the Robert T. Stafford Disaster Relief and Emcrgency Assistance Act
(42 U.S.C. 5144)that shall consist of

(A) a designated Federal coordinating otlieer:
(B) pcrsonnel traincd in incident management;
(C) public affairs, response and recovery, and communications support persOlmel;
(D) a defense coordinating officer;
(E) liaisons to other Federal agencies;
(F) such other persolmel as the Administrator or Regional Administrator
detennines appropriate; and
(G) individuals from the agencies with primary responsibility for each of the
emergency support functions in the National Response Plan.

(2) OTHER DUTIES- TIle duties of an individual assigned to a Regional Office
strike team from iUlother relevant agency when such individual is not functioning as
a member of the strike team shall be consistent with the emergency preparedness
activities of the agency that employs such individual.

(3) LOCATION OF ~lEMBERS- TIle members of each Regional Office strike
team, including representatives from agencies other than the Department. shall be
based primarily within the region that corresponds to that strike team.
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(4) COORDrNATION- Each Regional Office strike team shall coordinate the
training and exercises of that strike team with the State, local, and tribal
govemments and private sector and nongovernmental entities which the strike team
shall support when a natural disaster. act of terrorism. or other man-made disaster
occurs.

(5) PREPA•.REDNESS- Each Regional Office strike team shall be trained as a unit
on a regular basis and equipped and staffed to be well prepared to respond to natural
disasters, acts of terrorism. and other man-made disasters. including catastrophic
incidents.

(6) AUTHORlTIES- If the Administrator detennines that statutory authority is
inadequate for the preparedness and deployment of individuals in strike teams under
this subsection, the Administrator shall report to Congress regarding the additional
statutory authorities that the Administrator determines are necessary.

Sec. 508. Notional Advisory Council (6 U.S.c. 318)

(a) Establishment- Not later than 60 days after the date of enactment of the Post-Katrina
Emergency Management Refonn Act of 2006. the Secretary shall establish an advisory
body under section 871(a) to ensure effective and ongoing coordination of Federal
preparedness, protection, response, recovery, and mitigation for natural disasters, acts of
telTorism. and other man-made disasters, to be known as the National Advisory Council.

(b) Responsibilities-TIle National Advisory Council shall advise the Administrator on all
aspects of emergency management. The National Advisory Council shall incorporate State.
local, and tribal goverrunent ,md private sector input in the development ,md revision of the
national preparedness goal, the national preparedness system, the National Incident
M,magemellt System, the National Response Plan, and other rdated pl<U1S and strategies.

(c) Membcrship-

(I) IN GENERAL- TIle members of the National Advisory Council shall be
appointed by the Administrator, and shall, to the extent practicable. represent a
geographic (including urban and rural) and substantive cross section of officials,
emergency managers, and emergency response providers from State, local, and
tribal govenunents. the private sector. and nongovernmental organizations,
including as appropriate

(A) members selected from the emergency management field and emergency
response providers, including fire service, law enforcement, hazardolls materials
response, emergency medical services, and emergency management personnel, or
organizations representing such individuals:
(B) health scientists, emergency and inpatient medical providers, and public
health professionals;
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(C) experts from Federal, State, local, and tribal govenllnents, and the private
sector, representing standards-setting and accrediting organizations, including
representatives from the voluntary consensus codes and standards development
community, particularly those with expertise in the emergency preparedness and
response field:
(0) State, locaL and tribal govemment officials with expertise in preparedness,
protection. response, recovery, and mitigation, including Adjutants General:
(E) elected State. local, and tribal govenmlent executives;
(F) experts in public and private sector infrastmcture protection, cybersecurity,
and communications;
(G) representatives of individuals with disabilities and other populations with
special needs; and
(H) such other individuals as the Administrator determines to be appropriate.

(2) COORDINATION WITH THE DEPARTMENTS OF HEALTH AND
HU1,IAN SERVICES AND TRANSPORTATION- In the selection of members
of the National Advisory Council who arc health or emergency medical services
professionals, the Administrator shall work with the Secretary of Health and Human
Services and the Secretary of Transportation.

(3) EX OFFICIO MEMBERS- The Administrator shall designate 1 or more
officers of the Federal Govenllnent to serve as ex officio members of the National
Advisory Council.

(4) TERMS OF OFFICE-
(A) IN GENERAL- Except as provided in subparagraph (B). the tenn of office
of each member of the National Advisory Council shall be 3 years.
(8) INITIAL APPOINTMENTS- Of the members initially appointed to the
National Advisory Council

(i) one-third shall be appointed for a tenn of I year; and
(ii) one~thjrd shall be appointed for a tenn 0[2 years.

(d) Applicability of Federal Advisof)' Committee Act-

(I) IN GENERAL- Notwithstanding section 871(a) and subject to paragraph (2).
the Federal Advisory Committee Act (5 U.S.C. App.), including subsections (a),
(b), and (d) of section 10 of such Act, and section 552b(c) of title 5. United States
Code. shall apply to the National Advisory COlillCil.

(2) TERMINATION- Section 14(1IX2) of the Federal Advisory Committee Act (5
U.S.C. App.) shall not apply to the National Advisory Council.

Sec. 509. National Integration Center (6 U.S.c. 319)

(a) In General-111ere is established in the Agency a National Integration Center.
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(b) Responsibilities-

(I) IN GENERAI....-- The Administrator, through the National Integration Center.
and in consultation with other Federal departments and agencies and the National
Advisory Counci1. shall ensure ongoing management and maintenance of the
National Incident Management System. the National Response Plan, and allY
successor to such system or plan.

(2) SPECIFIC RESPONSIBILITIES- TIle National Integration Center shall
periodically review. and revise as appropriate. the National Incident Management
System and the National Response Plan. including-

(A) establishing, in consultation with the Director of the Corporation for National
and Community Service. a process to better use volunteers and donations:
(B) improving the use of FederaL State, local, and tribal resources and ensuring
the effective use of emergency response providers at emergency scenes; and
(C) revising the Catastrophic Incident Annex, finalizing and releasing the
Catastrophic I.ncident Supplement to the National Response Plan, and ensuring
that both effectively address response requirements in the event of a catastrophic
incident.

(c) Incident Management-

(1) IN GENERAL-
(A) NATIONAL RESPONSE PLAN- TIle Secretary, acting through the
Administrator. shall ensure that the National Response Plan provides for a clear
chain of command to Icad and coordinate the Fcderal response to any natural
disaster, act oftcrrorism, or other man-made disaster.
(B) ADMINISTRATOR- 111e chain of the command specified in the National
Response Plan shall

(i) provide for a role for the Administrator consistent with the role of the
Administrator as the principal emergency management advisor to the
President, the Homeland Security COlmciL and the Secrctary under section
503(cX4) and the responsibility of the Administrator under the Post
Katrina Emergency Management Refonn Act of 2006. and the
amendments made by that Act. relating to natural disasters, acts of
terrorism, and other man-made disasters; and
(ii) provide for a role for the Federal Coordinating Officer consistent with
the responsibilities under section 302(b) of the Robert T. Stafford Disaster
Relief and Emergency Assistance Act (42 U.S.C. 5143(b)).

(2) PRINCIPAL FEDERAL OFFICIAL- 111e Principal Federal Official (or the
successor thereto) shall 110t-

(A) direct or replace the incident command structure established at the incident or
(B) have directive authority over the Senior Federal Law Enforcement Oflicial,
Federal Coordinating Officer, or other Federal and State officials.
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Sec. 510. Credenlialing and Typing (6 U.S.c. 320)

TIle Administrator shall enter into a memorandum of understanding with the administrators
of the Emergency Management Assistance Compact, State, local, and tribal govemments,
and organizations that represent emergency response providers. to collaborate on
developing standards for deployment capabilities, including credentialing of personnel and
typing of resources likely needed to respond to nalural disasters, acts of terrorism, and
other man-made disasters.

Sec. 511. The Nationullnfrastructurc Simuhltion and Analysis Center (6
U.s.c. 321)

(a) Derinitioll- In this section, the term 'National Infrastructure Simulation and Analysis
Center' means the Nationallnfrastmcture Simulation and Analysis Center established under
section 1016(d) of the USA PATRIOT Act (42 U.S.c. 5I95c(d».

(b) Authority-

(I) IN GENERAL- There is in tht: Departmt:nt the National Infrastructure
Simulation and Analysis Center which shall serve as a source of national e).'Pertise
to address critical infrastructure protection and continuity through support for
activities related to

(A) counterterrorism_ threat assessment. and risk mitigation; and
(8) a natural disaster, act ofterrorislll. or other man-made disaster.

(2) INFRASTRUCTURE MODELlNG-
(A) PARTICULAR SUPPORT-TIle support provided under paragraph (I) shall
include modeling, simulation, and analysis of the systems and assets comprising
critical infrastructure, in order to enh,Ulce preparedness_ protection. response.
recovery, and mitigation activities.
(8) RELATIONSHIP WITH OTHER AGENCIES- Each Federal agency and
department with critical infrastructure responsibilities under Homeland Security
Presidcntial Directivc 7, or any successor to such directive, shall establish a
fonnal relationship, including an agreement regarding information sharing,
between the elemt:nts of such agency or department and the National
Infrastmcture Simulation and Analysis Center, through thc Departmcnt.
(C) PURPOSF~

(i) IN GENERAL- 'nle purpose of tht: relationship under subparagraph
(B) shall he to pennit each Fcdcral agcncy and dcpartment dcscribed ill
subparagraph (8) to take full advantage of the capabilities of the National
Infrastructure Simulation and Analysis Center (particularly vulnerability
and consequencc analysis), consistent with its work load capacity and
priorities, for real-timc rcsponse to reported and projccted natural
disasters. acts of terrorism. and other man-madt: disasters.
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(ii) RECIPIENT OF CERTAIN SUPPORT- Modeling, simulation. and
analysis provided under this subsection shall be provided to relevant
Federal agencies and departments, including Federal agencies and
departments with critical infrastructure responsibilities under Homeland
Security Presidential Directive 7. or any successor to such directive.

Sec. 512. Evacuation Plans and Exercises (6 U.S.c. 321a)

(a) In General- Notwithstanding any other provision of law, and subject to subsection (d),
grants made to States or local or tribal govermnents by the Department through the State
Homeland Security Grant Program or the Urban Area Security Initiative may be lIsed to-

(l) establish programs for the development and maintenance of mass evacuation
plans under subsection (b) in the event of a natural disaster, act of terrorism, or
other man-made disaster:

(2) prepare for the execution of such plans, including the development of
evacuation rOlltes and the purchase and stockpiling of necessary supplies and
shelters; and

(3) conduct exercises of such pl<ms.

(b) Plan Development- In developing the mass evacuation plans authorized under
subsection (a), each State, local, or tribal govemment shall. to the maximum e.\.1ent
pract icable-

(I) establish incident command and decision making processes;

(2) ensure that State, local. and tribal govcmmcnt plans, including evacuation
routes, are coordinated and integrated;

(3) identify primary and altemative evacuation routes and methods to increasc
evacuation capabilities along such routes such as conversion of two-way traffic to
one·way evncuntion routes;

(4) identify evacuation transportntion modes and capabilities, including the use of
mass and public transit capabilities, and coordinating and integrating evncuation
plans for all populations including for those individuals located in hospitals. nursing
homes. and other institutional living facilities:

(5) develop procedures for infonning the public of evacuation plans before and
during an evacuation, including individuals--

(A) with disabilities or other special needs;
(B) with limited English proficiency; or
(C) who might otherwise have difficulty ill obtaining such infomlatioll; and
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(6) identify shelter locations and capabilities.

(c) Assistance-

(I) IN GENERAL- TIle Administrator may establish any guidelines. standards, or
requirements detemlined appropriate to administer this section and to ensure
effective mass evacuation planning for State, locaL and tribal areas.

(2) REQUESTED ASSISTANCE- TIle Administrator shall make assistance
available upon request of a State. local. or tribal govemment to assist hospitals.
nursing homes, and other institutions that house individuals with special needs to
establish, maintain, and exercise mass evacuation plans that are coordinated and
integrated into the plans developed by that State, local, or tribal govemment under
this section.

(d) Multipurpose Funds- Nothing in this section may be construed to preclude a State,
local, or tribal government from llsing grant funds in a maimer that enhances preparedness
for a natural or man-made disaster unrelated to an act of tetTorism, if such use assists such
govenunent in building capabilities for terrorism preparedness.

Sec. 513. Disability Coordinator (6 U.S.c. 32\ b)

(a) In General- After consultation with organizations representing individuals with
disabilities_ the National Council on Disabilities, and the Interagency Coordinating Council
on Preparedness and Individuals with Disabilities_ established under Executive Order No.
13347 (6 U.S.C. 312 note), the Administrator shall appoint a Disability Coordinator. TIle
Disability Coordinator shall repolt directly 10 the Administrator, in order 10 ensure Ihallhe
needs of individuals with disabilities are being properly addressed in emergency
preparedness and disaster relief.

(b) Responsibilities TIle Disability Coordinator shall be responsible for-

(I) providing guidance and coordination on matters related to individuals with
disabilities in emergency planning requirements and relief efforts in the event of a
natural disaster. act of terrorism_ or other man-made disaster:

(2) interacting with the staff of the Agency, the National Council on Disabilities, the
Interagcncy Coordinating Council on Preparcdncss and Individuals with Disabilitics
esLablished under Executive Order No. 13347 (6 U.S.C. 312 note), other agencies of
the Federal Govemment, and State, locaL and tribal govermnent authorities
regarding the needs of individuals with disabilities in emergency planning
requirements and relief eITorts in the event of a natural disaster, act of terrorism, or
other man-made disaster:

(3) consulting with organizations that represent the interests and rights of
individuals with disabilities about the needs of individuals with disabilities in

108



 

emergency planning requirements and relief efforts in thc cvent of a natural
disaster, act oftelTorism, or other man-made disaster;

(4) ensuring the coordination and dissemination of best practices and model
evacuation plans for individuals with disabilities:

(5) ensuring the development of training materials and a curriculum for training of
emergency response providers, State, local. and tribal govemment officials. and
others on the needs of individuals with disabilities:

(6) promoting the accessibility of telephone h01lines and websites regarding
emergency preparedness, evacuations, and disaster relief;

(7) working to ensure that video programming distributors. including broadcasters.
cable operators, and satellite television services, make emergency infOllllUtion
accessible to individuals with hearing and vision disabilities;

(8) ensuring the availability of accessible transportation options for individuals with
disabilities in the event of an evacuation;

(9) providing guidance and implementing policies to ensure that the rights and
wishes of individuals with disabilities regarding post·evacuation residency and
relocation are respected:

(1O) ensuring that meeting the needs of individuals with disabilities are included in
the componcnts of the national preparcdness system established under section 644
of the Post-Katrina Emergency !vlanagement Reform Act of2006; and

(11) any other duties as assigned by the Administrator.

Sec. 514. Department and Agency Officials (6 V.S.c. 321c)

(a) Deputy Administrators- '111e President may appoint, by :md with the advice and
consent of the Senate, not more than 4 Deputy Administrators to assist the Administrator in
cafl)'ing out this title.

(b) Cybersecurity and Communications- There is in the Department an Assistant
Scerctary for Cybersccurity and Communications.

(c) United States Fire Administration- "111e Administrator of the United States Fire
Administration shall have a rank equivalent to an assistant secretary of the Dcpartmcnt.
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Sec. 515. National Operations Center (6 U.S.c. 321d)

(<1) Definition- In this section, the IcOlt 'situational awareness' means information
gathered from a variety of sources that. when cOllulllmicated to emergency managers and
decision makers, can fOOll the basis for incident management decision making.

(b) Establishment-TIle National Operations Center is the principal operations center for
the Department and shall-

(l) provide situational awareness and a common operating picture for the entire
Federal GOVCf1Ullent, and for State, local, and tribal govemmcnts as appropriate, in
the event of a natural disaster, act often'orism, or other man-made disaster; and

(2) ensure that critical terrorism and disaster-related infonnation reaches
govemment decision-makers.

Sec. 516. Chief Medical Officer (6 U.S.c. 321e)

(a) In General-1l1ere is in the Department a Chief ~'[edical Officer, who shall be
appointed by the President, by and with the advice and consent of the Senate.

(b) Qualifications- TIle individual appointed as Chief Medical Oflicer shall possess a
demonstrated ability in and knowledge of medicine and public health.

(c) Responsibilities- TIle Chief Medical Officer shall have the primary responsibility
within the Department for medical issues related to natural disasters, acts of terrorism, and
olher mIDI-made disasters, including-

(1) serving as the principal advisor to the Secretary and the Administrator on
medical and public health issues;

(2) coordinating the biodefense activitics ofthe Department;

(3) ensuring intemal and e;..1emal coordination of all medical preparedness and
rcsponsc activities of the Dcpartmcnt, including training, excrcises. and equipmcnt
support;

(4) scrving as thc Departmcnt's primary point of contact with the Departmcnt of
Agriculture. the Department of Defense, the Department of Health and Humml
Services. the Department of Tnmsportation, the Department of Veterans Affairs,
and othcr Federal departments or agencies, on medical and public health issues;

(5) serving as the Department's primary point of contact for State, local, and tribal
govemments, the medical community. and others within and outside the
Department, with respect 10 medical and public health matters;
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(6) discharging, in coordination with the Under Secretary for Science and
Technology, the responsibilities of the Department rdated to Project Bioshield; and

(7) perfonning such other duties relating to such responsibilities as the Secretary
Illay require.

Sec. 517. Nuclear incident response (6 U.S.c. 32t t)

(a) In gene"ll
At the direction of the Secretary (in connection with an actual or threatened terrorist attack,
major disaster, or other emergency in the United States), the Nuclear Incident Response
Team shall operate as an organizational unit of the Department. \l,Ihile so operating, the
Nuclear Incident Response Team shall be subject to the direction, authority, and control of
the Secretary.

(b) Rule of constrU(~tion
Nothing in this subchapter shall be construed to limit the ordinary responsibility of the
Secretary of Energy and the Administrator of the Environmental Protection Agency for
organizing, training, equipping, and utilizing their respective entities in the Nuclear
Incident Response Team, or (subject to the provisions of this subchapter) from exercising
direction, authority, and control over them when they are not operating as a unit of the
Department.

Sec. 518. Conduct of certain public health-related activities (6 U.S.c.
321g)

(a) In general
With respect to all public health-related activities to improve State, local, and hospital
preparedness and response to chemical, biological, radiological, and nuclear and other
emerging terrorist threats carried out by the Department of Health and Human Services
(including the Public Health Service), the Secretary of Health and Human Services shall set
priorities and preparedness goals and further develop a coordinated strategy for stich
activities in collaboration with the Secretary.

(b) Evaluiltion of progress
In carrying out subsection (a) of this section, the Secretary of Health and Human Services
shall collaborate with the Secretary in developing specific benchmarks and outcome
measurements for evaluating progress toward achieving the priorities and goals described
in such subsection.

Sec. 519. Usc of national private sector networks in emergency response
(6 U.S.c. 32th)

To the maximum extent practicable, the Secretary shall use national private sector networks
and infrastructure for emergency response to chemical, biological, radiological, nuclear, or
e),:p!osive disasters, and other major disasters.
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Sec. 520. Use of commercially available technology, goods, and services (6
U.S.c. 321i)

It is the sense of Congress that-

(I) the Secretary should, to the maximum extent possible, use off·the·shelf
commercially developed technologies to ensure that the Department's information
technology systems allow the Department to collect, manage, share, analyze, and
disseminate information securely over multiple channels of communication; and

(2) in order to further the policy of the United States to avoid competing
commercially with the private sector, the Secretary should rely on commercial
sources to supply the goods and services needed by the Department.

Sec. 521. Procurement of sccurit)' countermeasures for Strategic National
Stockpile (6 U.S.c. 321j)

(a) Authorization of appropliations
For the procurement of security countenlleasures under section 247d--6b (c) of title 42
(referred to in this section as the "security countenlleasures program"), there is authorized
to be appropriated up to $5,593,000,000 for the fiscal years 2004 through 2013, Of the
amounts appropriated under the preceding sentence, not to exceed $3,418,000,000 may be
obligated during the fiscal years 2004 through 2008, of which not to exceed $890,000,000
may be obligated during fiscal year 2004.

(b) Special reserve fund
For purposes of the security countemleasures program, the tenn "special reserve fund"
means the "Biodefense Countemleasures" appropriations account or any other
appropriation made lmder subsection (a) of this section.

(c) A vail:lbilit)'
Amounts appropriated lmder subsection (a) of this section become available for a
procurement under the security countenneasures program only upon the approval by the
President of such availability for the procurement in accordance with paragraph (6XB) of
such program.

(d) Related authorizations of appropriations

(I) Threat assessment capabilities
For the purpose of carrying out the responsibilities of the Secretary for terror threat
assessment under the security countenneasures program, there are authorized to be
appropriated such sums as may be necessary for each of the fiscal years 2004
through 2006, for the hiring of professional persolmel within the Directorate for
lnfonnation Analysis and Infrastructure Protection, who shall be tmalysts
responsible for chemical, biological, radiological, and nuclear threat assessmcnt
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(including but not limited to analysis of chemical, biological, radiological, and
nuclear agents, the means by which such agents could be weaponized or used in a
terrorist attack, and the capabilities, plans, and intentions of terrorists and other non
state actors who may have or acquire such agents). All such analysts shall meet the
applicable standards and qualifications for the performance of intelligence activities
promulgated by the Director of Central Intelligence pursuant 10 section 403-4 of
title 50.

(2) Intelligence sharing infmstmeture
For the purpose of carrying out the acquisition and deployment of secure facilities
(including infomlation technology and physical infrastructure, whether mobile and
temporary, or pemlanent) sufficient to pennit the Secretary to receive, not later than
180 days after July 21, 2004, all classified information and products to which the
Under Secretary for Infomlation Analysis and Infrastructure Protection is entitled
under part A of subchapter II of this chapter, there are authorized to be appropriated
such sums as may be necessary for each of the fiscal years 2004 through 2006.
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APPENDIX 2-16: 3025.1, MILITARY SUPPORT TO CIVIL AUTHORITIES 

Department of Defense
 
DIRECTIVE
 

NUMBER 3025.1 

January 15, 1993 

USD(P) 

SUBJECT: Military Support to Civil Authorities (MSCA) 

References: 

(a) DoD Directive 3025.1, "Use of Military Resources During Peacetime Civil 

Emergencies within the United States, its Territories, and Possessions," May 23, 1980 

(hereby canceled) 

(b) DoD Directive 3025.10, "Military Support of Civil Defense," July 22, 1981 (hereby 

canceled) 

(c) DoD Directive 5030.45, "DoD Representation on Federal Emergency Management 

Agency (FEMA) Regional Preparedness Committees and Regional Field Boards," 

November 29, 1983 (hereby canceled) 

(d) Executive Order 12656, "Assignment of Emergency Preparedness Responsibilities," 

November 18, 1988 

(e) through (u), see enclosure 1 

1. REISSUANCE AND PURPOSE 

This Directive reissues reference (a) and replaces references (b) and (c) to: 

1.1. Consolidate all policy and responsibilities previously known as "Military Assistance to Civil 

Authorities (MACA)," applicable to disaster-related civil emergencies within the United States, its 

territories, and possessions under reference 

(a), with those related to attacks on the United States, which previously were known as "Military Support to 

Civil Defense (MSCD)" under reference (b). 

1.2. Provide for continuation of the DoD Regional Military Emergency Coordinator (RMEC) 

teams, previously developed under reference (c), to facilitate peacetime planning for MSCA and to provide 

trained teams of DoD liaison personnel to represent essential DoD Components, as appropriate, for 

response to any national security emergency. 

1.3. Constitute a single system for MSCA, by which DoD Components (as defined in subsection 

2.1., below) shall plan for, and respond to, requests from civil government agencies for military support in 

dealing with the actual or anticipated consequences of civil emergencies requiring Federal response, or 

attacks, including national security emergencies as defined in reference (d). 

1.4. State the policy and responsibilities by which the Department of Defense responds to major 

disasters or emergencies in accordance with the Stafford Act, as amended (reference (e)), and supports the 

national civil defense policy and Federal or State civil defense programs, in cooperation with the Federal 

Emergency Management Agency (FEMA), under the authority of The Federal Civil Defense Act of 1950 

(reference (f)). 

1.5. Designate the Secretary of the Army as the DoD Executive Agent for MSCA. 



 

       

    

 

  

 

  

 

            

           

        

          

           

    

 

           

        

 

           

 

         

          

 

          

            

 

        

 

  

 

       

 

  

 

   

 

         

          

              

 

            

          

        

            

          

        

           

          

  

 

          

         

      

        

     

          

    

1.6. Authorize the publication of DoD 3025.1-M, "DoD Manual for Civil Emergencies," 

consistent with DoD 5025.1-M, reference (g). 

2. APPLICABILITY AND SCOPE 

This Directive: 

2.1. Applies to the Office of the Secretary of Defense, the Military Departments, the Chairman of 

the Joint Chiefs of Staff and the Joint Staff, the Unified and Specified Commands, the Inspector General of 

the Department of Defense, the Defense Agencies, and the DoD Field Activities (hereafter referred to 

collectively as "the DoD Components"). The term "Military Services," as used herein, refers to the Army, 

the Navy, the Air Force, the Marine Corps, and the Coast Guard (when it is operating, or planning for 

operations, as a Service in the Navy). 

2.2. Shall govern MSCA activities of all DoD Components in the 50 States, the District of 

Columbia, the Commonwealth of Puerto Rico, and U.S. territories and possessions. 

2.3. Does not apply to foreign disasters covered by DoD Directive 5100.46 (reference (h)). 

2.4. Focuses on the assignment and allocation of DoD resources to support civilian authorities 

during civil emergencies arising during peace, war, or transition to war. 

2.5. Does not integrate contingency war planning as a subelement of MSCA, and does not relieve 

the Chairman of the Joint Chiefs of Staff of his authority to supervise contingency planning. 

2.6. Does not include military support to civil law enforcement. (See paragraph 4.2., below.) 

3. DEFINITIONS 

Terms used in this Directive are defined in enclosure 2. 

4. POLICY 

4.1. National Policy 

4.1.1. Planning and preparedness by the Federal Government for civil emergencies and 

attacks are important due to the severity of the consequences of emergencies for the Nation and the 

population, and to the sophistication of means of attack on the United States and its territories. 

4.1.2. Under the Stafford Act, as amended (reference (e)), it is the policy of the Federal 

Government to provide an orderly and continuing means of supplemental assistance to State and local 

governments in their responsibilities to alleviate the suffering and damage that result from major disasters 

or emergencies. Upon declaring a major disaster or emergency under reference (e), the President may direct 

any Agency of the Federal Government to undertake missions and tasks (on either a reimbursable or non

reimbursable basis) to provide assistance to State and local agencies. The President appoints a Federal 

Coordinating Officer (FCO) to operate in the affected area, and delegates authority to the FCO. The 

President has delegated to the Director of FEMA the authority to appoint FCOs; and FEMA officials 

frequently serve as FCOs. 

4.1.3. In accordance with the Federal Civil Defense Act of 1950, as amended (reference 

(f)), the national civil defense policy is to have a civil defense program to develop capabilities common to 

all catastrophic emergencies and those unique to attack emergencies, which will support all hazard 

emergency management at State and local levels, in order to protect the population and vital infrastructure. 

Under the national civil defense policy, the Department of Defense will support civil authorities in civil 

defense, to include facilitating the use of the National Guard in each State for response in both peacetime 

disasters and national security emergencies. 



 

 

            

       

   

 

            

           

         

 

           

     

 

        

           

         

          

            

           

          

    

 

          

            

         

              

 

          

       

          

         

          

   

 

           

 

         

 

          

 

 

           

    

 

         

           

 

    

 

          

          

        

     

 

           

        

     

4.1.4. Under E.O. 12656 (reference (d)), it is the policy of the Federal Government to 

have sufficient capabilities at all levels of government to meet essential defense and civilian needs during 

any national security emergency. 

4.2. Scope. This Directive governs all planning and response by DoD Components for civil 

defense or other assistance to civil authorities, with the exception of military support to law enforcement 

operations under DoD Directive 3025.12 (reference (i)) and contingency war plans. 

4.3. Delegations of Authority. The Secretary of Defense shall be assisted in executing his 

responsibility for MSCA by the following: 

4.3.1. The Secretary of the Army shall be the DoD Executive Agent and shall act for the 

Secretary of Defense in accordance with this Directive and any supplemental direction or guidance 

received from the Secretary of Defense. In that capacity, the DoD Executive Agent will develop planning 

guidance, plans, and procedures for MSCA in accordance with this Directive. The DoD Executive Agent 

has the authority of the Secretary of Defense to task the DoD Components to plan for and to commit DoD 

resources, in response to requests from civil authorities under MSCA. The Secretary of the Army shall 

coordinate with the Chairman of the Joint Chiefs of Staff any commitment of military forces assigned to the 

Unified and Specified Commands. 

4.3.2. The Chairman of the Joint Chiefs of Staff shall communicate to the Commanders 

of the Unified and Specified Commands appropriate guidance issued by the Secretary of the Army for their 

compliance with this Directive, and also shall assist the DoD Executive Agent in developing MSCA 

planning guidance for all conditions of war or attacks on the United States or its territories. 

4.3.3. The Commander in Chief, Forces Command (CINCFOR); the Commander in 

Chief, U.S. Atlantic Command (USCINCLANT); and the Commander in Chief, U.S. Pacific Command 

(USCINCPAC), shall serve as "DoD Planning Agents" for MSCA. Pursuant to guidance issued by the DoD 

Executive Agent, after coordination with the Chairman of the Joint Chiefs of Staff, the DoD Planning 

Agents shall conduct MSCA planning, and shall lead MSCA planning activities of all DoD Components 

within the following geographic areas: 

4.3.3.1. CINCFOR (48 contiguous States and the District of Columbia). 

4.3.3.2. USCINCLANT (Puerto Rico and the U.S. Virgin Islands). 

4.3.3.3. USCINCPAC (Alaska, Hawaii, and U.S. possessions and territories in the Pacific 

area). 

4.3.4. The Commanders of the Unified and Specified Commands shall provide MSCA 

response, as directed by the DoD Executive Agent. 

4.3.5. The Secretary of Defense reserves the authority to modify or terminate the 

executive agency established by this Directive if operational needs so require in a particular situation. 

4.4. MSCA Policy 

4.4.1. MSCA shall include (but not be limited to) support similar to that described for 

Immediate Response (subsection 5.4., below), in either civil emergencies or attacks, during any period of 

peace, war, or transition to war. It shall include response to civil defense agencies, but shall not include 

military assistance for civil law enforcement operations. 

4.4.1.1. DoD Directive 3025.12 (reference (i)) governs use of military resources 

in the event of civil disturbances, which may include providing physical security for DoD Key Assets, as 

defined in DoD Directive 5160.54 (reference (j)). 



 

 

            

        

 

 

        

         

 

          

          

          

  

 

           

         

   

 

          

 

 

          

         

    

 

          

   

 

             

       

 

        

          

            

 

     

 

             

          

   

 

          

         

   

 

           

        

           

     

 

            

          

           

   

 

         

          

4.4.1.2. Materiel, logistic, communications, and other assistance to law 

enforcement (especially drug enforcement operations) is provided under DoD Directive 5525.5 (reference 

(k)). 

4.4.2. The DoD Components shall respond to requirements of the DoD Executive Agent 

and DoD Planning Agents for MSCA, as authorized by this Directive. 

4.4.3. To ensure sound management of DoD resources, MSCA planning will stress 

centralized direction of peacetime planning with civil authorities, with decentralized planning by DoD 

Components with civil agencies, where appropriate, and decentralized execution of approved plans in time 

of emergency. 

4.4.4. Subject to priorities established by the President or the Secretary of Defense, all 

DoD resources are potentially available for MSCA. MSCA planning and execution will encourage and 

adhere to the following premises: 

4.4.4.1. That civil resources are applied first in meeting requirements of civil 

authorities. 

4.4.4.2. That DoD resources are provided only when response or recovery 

requirements are beyond the capabilities of civil authorities (as determined by FEMA or another lead 

Federal Agency for emergency response). 

4.4.4.3. That specialized DoD capabilities requested for MSCA (e.g., airlift and 

airborne reconnaissance) are used efficiently. 

4.4.4.4. Generally, military operations other than MSCA will have priority over 

MSCA, unless otherwise directed by the Secretary of Defense. 

4.4.5. MSCA shall provide a mechanism to facilitate continuous and cooperative civil 

and military planning and preparedness to mobilize all appropriate resources and capabilities of the civil 

sector and the Department of Defense, whenever required for any form of national security emergency. 

4.4.6. DoD planning shall recognize that: 

4.4.6.1. Army and Air National Guard forces, acting under State orders (i.e., not 

in Federal service), have primary responsibility for providing military assistance to State and local 

government agencies in civil emergencies. 

4.4.6.2. The Army National Guard State Area Command (STARC), when 

ordered to Federal Active Duty, will be the DoD focal point for delivery of MSCA at State and local levels 

in time of war. 

4.4.6.3. Plans and preparedness measures for MSCA must foster close and 

continuous coordination for efficient employment of DoD resources of the National Guard (whether 

employed under State or Federal authority), as well as resources of the DoD Components, in time of peace, 

war, or transition to war. 

4.4.6.4. In the event of an attack on the United States, its territories, or 

possessions, the scope of MSCA in each geographical area will depend upon the commitment of military 

resources to military operations, the extent of damage sustained by the civilian communities, and the status 

of Active and Reserve Component forces. 

4.4.7. DoD Components shall augment staffs responsible for MSCA, as appropriate, with 

personnel from Reserve components of all Military Services who are specifically trained for civil-military 



 

          

         

            

          

 

        

          

            

 

 

         

            

         

             

 

 

        

          

   

 

               

   

 

            

      

 

         

            

        

 

 

   

 

             

          

         

       

           

            

          

 

        

           

      

 

           

    

       

 

         

    

 

          

         

 

planning and emergency liaison duties. (See enclosure 3 in DoD Directive 1215.6 (reference (l))). The 

Military Services also shall ensure that all Active or Reserve component military personnel assigned or 

attached to FEMA are appropriately trained and employed to enhance DoD capabilities for MSCA in time 

of war or attack on the United States or its territories. 

4.4.8. The DoD Components ordinarily shall provide DoD resources in response to civil 

emergencies on a cost reimbursable basis. However, see paragraph 4.5.2., below, for circumstances in 

which an inability or unwillingness of a requester to commit to reimbursement will not preclude action by 

DoD Components. 

4.4.8.1. The DoD Components shall comply with legal and accounting 

requirements for the loan, grant, or consumption of DoD resources for MSCA, as necessary, to ensure 

reimbursement of costs to the DoD Components under the Stafford Act, as amended (reference (e)); the 

Defense Emergency Response Fund established by Pub. L. No. 101-165 (1989) (reference (m)); or other 

applicable authority. 

4.4.8.2. The DoD Components shall not procure or maintain any supplies, 

materiel, or equipment exclusively for providing MSCA in civil emergencies, unless otherwise directed by 

the Secretary of Defense. 

4.4.8.3. Planning for MSCA during any time of attack on the United States shall 

assume that financial requirements will be met through appropriate legal processes. 

4.4.9. Military forces employed in MSCA activities shall remain under military command 

and control under the authority of the DoD Executive Agent at all times. 

4.4.10. The DoD Components shall not perform any function of civil government unless 

absolutely necessary on a temporary basis under conditions of Immediate Response. Any commander who 

is directed, or undertakes, to perform such functions shall facilitate the reestablishment of civil 

responsibility at the earliest time possible. 

4.5. Immediate Response 

4.5.1. Imminently serious conditions resulting from any civil emergency or attack may 

require immediate action by military commanders, or by responsible officials of other DoD Agencies, to 

save lives, prevent human suffering, or mitigate great property damage. When such conditions exist and 

time does not permit prior approval from higher headquarters, local military commanders and responsible 

officials of other DoD Components are authorized by this Directive, subject to any supplemental direction 

that may be provided by their DoD Component, to take necessary action to respond to requests of civil 

authorities. All such necessary action is referred to in this Directive as "Immediate Response." 

4.5.2. While Immediate Response should be provided to civil agencies on a cost-

reimbursable basis if possible, it should not be delayed or denied because of the inability or unwillingness 

of the requester to make a commitment to reimburse the Department of Defense. 

4.5.3. Any commander or official acting under the Immediate Response authority of this 

Directive shall advise the DoD Executive Agent through command channels, by the most expeditious 

means available, and shall seek approval or additional authorizations as needed. 

4.5.4. Immediate Response may include DoD assistance to civil agencies in meeting the 

following types of need: 

4.5.4.1. Rescue, evacuation, and emergency medical treatment of casualties, 

maintenance or restoration of emergency medical capabilities, and safeguarding the public health. 



 

        

       

 

            

         

 

 

          

 

         

         

 

       

 

           

    

 

     

 

       

 

       

 

      

 

               

        

         

         

          

 

 

             

      

 

            

         

 

      

             

     

 

         

           

    

 

        

         

     

         

   

 

           

     

 

4.5.4.2. Emergency restoration of essential public services (including fire-

fighting, water, communications, transportation, power, and fuel). 

4.5.4.3. Emergency clearance of debris, rubble, and explosive ordnance from 

public facilities and other areas to permit rescue or movement of people and restoration of essential 

services. 

4.5.4.4. Recovery, identification, registration, and disposal of the dead. 

4.5.4.5. Monitoring and decontaminating radiological, chemical, and biological 

effects; controlling contaminated areas; and reporting through national warning and hazard control systems. 

4.5.4.6. Roadway movement control and planning. 

4.5.4.7. Safeguarding, collecting, and distributing food, essential supplies, and 

materiel on the basis of critical priorities. 

4.5.4.8. Damage assessment. 

4.5.4.9. Interim emergency communications. 

4.5.4.10. Facilitating the reestablishment of civil government functions. 

4.6. Military Cooperation With Civil Agencies 

4.6.1. Under E.O. 12148 (reference (n)) and E.O. 12656 (reference (d)), FEMA is 

responsible for coordinating Federal plans and programs for response to civil emergencies at the national 

and regional levels, and for Federal assistance to the States in civil emergencies. Other Federal 

Departments and Agencies have specific responsibilities for emergency planning and response under 

reference (d), and under statutory authorities not listed in this Directive. The DoD Executive Agent shall 

ensure: 

4.6.1.1. Coordination of MSCA plans and procedures with FEMA, and with 

other civil agencies as appropriate, at the national and Federal Region level. 

4.6.1.2. Facilitation of direct planning for MSCA by DoD facilities and 

installations with their local communities, and with their respective STARCs, as appropriate. 

4.6.2. The DoD Executive Agent also shall provide appropriate guidance to facilitate 

MSCA planning and response with the American Red Cross and other civilian disaster and emergency 

assistance organizations where authorized by law. 

4.7. Response Under Other Authorities. DoD response to emergencies under authorities not cited 

in this Directive also may be directed, coordinated, or supplemented by the DoD Executive Agent, as 

circumstances require. For example: 

4.7.1. The U.S. Coast Guard (USCG) or the U.S. Environmental Protection Agency 

(EPA) will coordinate Federal response to oil or hazardous material spills, other than those occurring 

within DoD jurisdictions. The DoD Executive Agent will provide MSCA to the USCG or the EPA; but 

responsibilities of DoD Components in areas under DoD jurisdiction are covered by DoD Directive 

5030.41 (reference (o)). 

4.7.2. Emergencies or other incidents involving radiological materials shall be handled in 

accordance with DoD Directive 5100.52 (reference (p)). 



 

         

             

         

 

      

        

        

   

 

        

              

            

      

     

 

          

       

  

 

      

              

               

           

         

       

     

 

         

        

        

 

         

          

         

 

           

             

          

 

          

 

 

       

 

       

 

           

 

       

 

         

 

  

 

        

 

4.7.3. The Secretary of the Army shall ensure the implementation of DoD responsibilities 

for emergency water requirements, as specified in E.O. 12656 (reference (d)), and response to flooding, as 

provided in Pub. L. No. 84-99 (1941), as amended (reference (q)). 

4.7.4. Forest fire emergencies are responsibilities of the U.S. Department of Agriculture 

or Interior. The Boise Interagency Fire Center (BIFC) may request DoD assistance; and specific details 

regarding DoD support are covered by agreements between the Department of Defense and the BIFC that 

are administered by the DoD Executive Agent. 

4.7.5. The DoD Executive Agent is delegated the authority to direct DoD Components in 

planning for and responding to any civil emergency that may arise out of any mass immigration by aliens 

into the land territory of the United States, its territories, or possessions, consistent with applicable law and 

this Directive. The DoD Executive Agent should ensure appropriate coordination with Federal law 

enforcement authorities in exercising this authority. 

4.7.6. Use of DoD transportation resources in response to a non-declared civil emergency 

shall be directed by the DoD Executive Agent under this Directive. (See also DoD Directive 4500.9 

(reference (r)).) 

4.8. Non-Declared Emergencies. The DoD Executive Agent may direct DoD Components to 

respond to any emergency, based on authority that is provided by this Directive or obtained from the 

Secretary or Deputy Secretary of Defense. If an emergency of any kind or size requires a response on 

behalf of the Department of Defense, where there has not been any declaration of major disaster or 

emergency by the President, or if reimbursement of funds to the Department of Defense is otherwise not 

certain, the DoD Executive Agent shall ascertain the authority necessary to commit DoD resources for 

response to requests from civil authorities. 

4.8.1. Authorizations by the DoD Executive Agent under this subsection (4.7.) shall 

include (but not be limited to) commitment of funds from the Defense Emergency Response Fund 

(reference (m)) in anticipation of reimbursements to that fund. 

4.8.2. The DoD Executive Agent shall obtain authorization from the Secretary of Defense 

or Deputy Secretary of Defense to provide support in those cases in which DoD response is not clearly 

required by Federal law or by DoD plans approved by the DoD Executive Agent. 

4.9. Emergency Priorities. When guidance cannot be obtained from higher headquarters on a 

timely basis, due to attack on the United States or other emergency circumstances, the DoD Components 

should apply DoD resources to MSCA in the following order of priority: 

4.9.1. To save human life and mitigate human suffering, and to protect essential U.S. 

Government capabilities, including: 

4.9.1.1. Continuity of the U.S. Government. 

4.9.1.2. Protection of U.S. Government officials. 

4.9.1.3. Prevention of loss or destruction to Federal property. 

4.9.1.4. Restoration of essential Federal functions. 

4.9.2. To preserve or restore services of State and local government. 

5. RESPONSIBILITIES 

5.1. The Under Secretary of Defense for Policy shall: 



 

           

          

        

 

          

          

   

 

         

          

     

 

     

           

      

 

      

 

      

         

 

          

        

  

 

         

 

       

      

 

         

   

 

           

 

         

       

 

          

            

 

      

 

            

           

      

 

         

          

      

 

         

        

      

 

           

5.1.1. Exercise policy oversight of MSCA for the Secretary of Defense, and ensure 

compatibility of MSCA with National Security Emergency Preparedness, in accordance with DoD 

Directive 3020.36 (reference (s)) and E.O. 12656 (reference (d)). 

5.1.2. Coordinate DoD policy governing plans and operations with FEMA; and assist the 

DoD Executive Agent, the Chairman of the Joint Chiefs of Staff, and others, as appropriate, in their 

coordination with FEMA. 

5.2. The Assistant Secretary of Defense (Health Affairs) shall coordinate policy for emergency 

medical support to civil authorities in consonance with this Directive, to include participation by the 

Department of Defense in the National Disaster Medical System (NDMS). 

5.3. The Assistant Secretary of Defense (Reserve Affairs) shall advise the DoD Executive Agent, 

the Chairman of the Joint Chiefs of Staff, the USD(P), and the Secretaries of the Military Departments, as 

required, on Reserve component matters impacting on MSCA. 

5.4. The Comptroller of the Department of Defense shall: 

5.4.1. Facilitate accounting procedures that will enable the Department of Defense to 

respond on a timely basis to all emergency requirements for MSCA; and 

5.4.2. In conjunction with the DoD Executive Agent, provide for accounting and other 

procedures necessary to manage expenditures for MSCA from the Defense Emergency Response Fund 

(reference (m)). 

5.5. The Chairman of the Joint Chiefs of Staff shall: 

5.5.1. Advise the Secretary of Defense and the DoD Executive Agent on policies, 

responsibilities, and programs bearing on MSCA. 

5.5.2. In coordination with the DoD Executive Agent, facilitate communications by the 

DoD Executive Agent with commanders, as appropriate. 

5.5.3. Ensure the compatibility of MSCA plans with other military plans. 

5.5.4. Facilitate CINCFOR's development of an MSCA database and emergency 

reporting system, as described in paragraph 5.10.3., below. 

5.5.5. Facilitate coordinated evaluation of MSCA plans and capabilities by the 

Commanders of the Unified and Specified Commands through exercises or other means, as appropriate. 

5.6. The Secretaries of the Military Departments shall: 

5.6.1. Provide for participation by the Military Services in MSCA planning, in 

accordance with this Directive and with guidance of the DoD Executive Agent; and ensure readiness of 

Active and Reserve components to execute plans for MSCA. 

5.6.2. Ensure the designation of a principal planning agent and regional planning agents 

for MSCA for each Military Service, and advise the DoD Executive Agent and the Chairman of the Joint 

Chiefs of Staff of such agents. 

5.6.3. Ensure effective and efficient coordination of MSCA planning by Service 

installations with Federal Regions, STARCs, and State and local civil authorities, through the DoD 

Planning Agents, as directed by the DoD Executive Agent. 

5.6.4. Furnish available resources for MSCA when directed by the DoD Executive Agent. 



 

 

         

        

            

       

 

         

        

 

         

    

 

           

        

            

   

 

        

     

 

          

       

 

            

   

 

            

           

 

        

           

          

          

     

 

        

     

 

         

        

      

 

         

             

          

  

 

           

 

           

      

 

            

   

 

5.6.5. Identify to the DoD Executive Agent the resources of their respective Military 

Services that are potentially available for MSCA within the parameters of the DoD Resources Data Base 

(DODRDB) for MSCA, which is described in paragraph 5.10.3., below. Facilitate use of that database to 

support decentralized management of MSCA in time of emergency, as appropriate. 

5.6.6. Prepare to support civil requests for damage and residual capability assessment 

following civil emergencies or attacks, to include providing aerial reconnaissance as appropriate. 

5.6.7. Provide Military Department representatives to serve on RMEC teams, as 

requested by the DoD Executive Agent. 

5.6.8. Based on validated military planning and operational requirements, assign 

individual Reservists from Military Services to FEMA and other appropriate civil government offices and 

headquarters to provide liaison for planning and emergency operations for MSCA. (See enclosure 3 in DoD 

Directive 1215.6 (reference (l)).) 

5.6.9. Provide available Military Service personnel for MSCA training, including courses 

conducted by CINCFOR and FEMA. 

5.6.10. Provide for application of critical emergency capabilities of the Services (such as 

disposal of explosive ordnance and nuclear devices) for MSCA, as required. 

5.7. In addition to the responsibilities assigned under subsection 5.6., above, the Secretary of the 

Army, as DoD Executive Agent, shall: 

5.7.1. Coordinate with the Chairman of the Joint Chiefs of Staff, in advance, for the 

employment of forces assigned to the Unified and Specified Commands in MSCA missions. 

5.7.2. Establish a single headquarters element (to be denominated the "Directorate of 

Military Support (DOMS)") under the Secretary of the Army, through which the Secretary of the Army 

issues orders necessary to perform the duties of the DoD Executive Agent under this Directive. The 

Secretary of the Army shall ensure that the staff element includes specially qualified and trained officers of 

all Military Services, including those at senior levels in the element. 

5.7.3. Manage expenditures for MSCA from the Defense Emergency Response Fund 

(reference (m)). (See paragraph 4.4.2., above.) 

5.7.4. Direct and coordinate the development of both generic and incident specific plans 

for MSCA through the DoD Planning Agents designated in paragraph 

4.4.3., above, and through the DoD Components, as appropriate. 

5.7.5. Establish appropriate guidance, through the National Guard Bureau, for the 

Adjutants General of the 50 States, District of Columbia, Guam, Puerto Rico, and the Virgin Islands to 

ensure compliance by the Army National Guard with this Directive. Such guidance shall provide for the 

following, as appropriate: 

5.7.5.1. Resourcing the STARCs for MSCA planning and response tasks. 

5.7.5.2. STARC interfaces with commands and installations of all Services, 

including the DoD Planning Agents, and with State civil agencies. 

5.7.5.3. STARC acceptance, support, and utilization of liaison and augmentation 

from all Military Services, as appropriate. 



 

           

     

    

 

            

         

        

 

         

         

            

      

 

          

              

         

 

         

 

           

      

        

       

 

       

          

       

 

 

           

          

       

 

           

           

       

             

           

            

 

            

  

 

          

      

 

            

          

          

 

            

   

 

         

             

       

5.7.6. Provide for the manning and operation of RMEC teams to coordinate the interface 

between the Defense Components and all Federal regional emergency management structures established 

by FEMA that may affect MSCA. 

5.7.7. Provide for effective utilization in MSCA planning of the U.S. Army Corps of 

Engineers, the Naval Construction Force, and the U.S. Air Force Civil Engineers, to include all civil works 

authorities and other unique civil emergency capabilities, as permitted by law. 

5.7.8. Delegate as appropriate authority under this Directive to the DoD Planning Agents, 

to Defense Coordinating Officers (DCOs) appointed for response to civil emergencies under the Stafford 

Act, as amended (reference (e)), or to other DoD officials to accomplish any requirement for MSCA 

planning or operations under this Directive. 

5.7.9. Provide guidance to CINCFOR for content, dissemination, and use of the 

DODRDB for MSCA, which is described in paragraph 5.10.3., below; and ensure opportunity for input by 

the Chairman of the Joint Chiefs of Staff in the continuing development of that database. 

5.7.10. Maintain national-level liaison with FEMA for MSCA. 

5.7.11. Provide Army Reserve support to FEMA, on a reimbursable basis, for emergency 

communications, security operations, and associated management support, at the Federal Regions, as 

determined by agreement between FEMA and the DoD Executive Agent; and ensure the availability of 

such support during any time of war or national mobilization. 

5.7.12. Provide full-time Army personnel, as required, to manage the Military Support 

Liaison Office established by agreement between the Secretary of Defense and the Director of FEMA. 

Utilize that office to facilitate requirements and communications of the DoD Executive Agent under this 

Directive. 

5.7.13. Develop training courses for MSCA, including specialized training for Reserve 

component emergency preparedness liaison officers of all Military Services who will work with civilian 

communities and agencies as authorized for MSCA missions. 

5.7.14. Provide authorizations to DoD Components to perform emergency work under 

Section 403(c) of the Stafford Act, as amended (reference (e)). That statute provides that, when authorized 

by the President at the request of a State Governor, under certain conditions, the Department of Defense 

may perform on public or private lands emergency work that is essential for the preservation of life or 

property. Emergency work by the Department of Defense under that provision may be carried out only for 

a period not to exceed 10 days, and is only 75 percent funded by Federal funds. 

5.8. In addition to the responsibilities assigned under subsection 5.6., above, the Secretary of the 

Navy shall: 

5.8.1. Maintain liaison and coordinate planning with the Department of Transportation 

for participation by USCG forces in MSCA. 

5.8.2. Furnish technical advice and support for MSCA planning and implementation in 

areas that are uniquely within the competence of the Navy, Marine Corps, or USCG (e.g., nuclear material 

disposal for coastal and maritime areas, and emergency protection or restoration of seaport capabilities). 

5.9. In addition to the responsibilities assigned under subsection 5.6., above, the Secretary of the 

Air Force shall: 

5.9.1. Establish appropriate guidance, through the National Guard Bureau, for the 

Adjutants General of the 50 States, District of Columbia, Guam, Puerto Rico, and the Virgin Islands to 

ensure compliance by the Air National Guard with this Directive. 



 

 

          

 

            

            

      

    

 

         

    

 

           

         

 

 

           

    

 

          

     

 

        

 

         

          

         

          

 

 

           

           

         

           

             

    

 

          

       

            

 

             

 

 

          

      

 

         

      

 

            

             

 

 

         

       

 

5.9.2. Facilitate planning by the Civil Air Patrol for participation in MSCA. 

5.9.3. Furnish technical advice and support for MSCA planning and implementation in 

areas that are uniquely within the competence of the Air Force and its wartime augmentation elements (e.g., 

coordination with the Federal Aviation Administration, the National Aeronautics and Space 

Administration, and the National Oceanic and Atmospheric Administration). 

5.9.4. Facilitate the conduct and coordination of aerial reconnaissance missions to 

perform damage assessment in support of MSCA. 

5.10. In addition to serving as a DoD Planning Agent under subsection 5.11., below, the 

Commander in Chief Forces Command CINCFOR, subject to the direction of the DoD Executive Agent, 

shall: 

5.10.1. Maintain liaison with FEMA to facilitate cooperative civil and military planning 

and training for MSCA. 

5.10.2. Lead DoD liaison with FEMA and other Federal Agencies at the Federal Regions, 

including utilization of the RMEC Teams. 

5.10.3. Continue to develop, maintain, and disseminate the DODRDB. 

5.10.3.1. The DODRDB shall support MSCA planning for civil emergencies or 

attacks, as well as post-disaster and post-attack damage and residual capability assessment by field 

elements of the DoD Components. It shall include essential information on resources routinely held by the 

DoD Components and directly applicable to lifesaving, survival, and immediate recovery aspects of 

MSCA. 

5.10.3.2. Forces to be included in the DODRDB are those that are based in the 

United States and its territories and most capable of supporting civil emergency functions. Those forces 

include (but are not limited to) construction, airlift, medical, signal, transportation, and military police 

elements, and training base forces of all Services. The DODRDB will not include strategic forces or any 

other forces identified for exclusion by the Chairman of the Joint Chiefs of Staff, unless otherwise directed 

by the Secretary of Defense. 

5.10.3.3. The DODRDB shall serve as the basis for emergency reports under 

continuity of operations, damage assessment, and residual capabilities, and shall include (but not be limited 

to) reports through the STARCs required by subsection 6.2. of DoD Directive 3020.26 (reference (t)). 

5.10.4. Plan and conduct civil-military training courses and exercises in conjunction with 

FEMA. 

5.11. The Commander in Chief, Forces Command; the Commander in Chief, U.S. Atlantic 

Command; and the Commander in Chief, U.S. Pacific Command, shall: 

5.11.1. In accordance with guidance from the DoD Executive Agent communicated 

through the Chairman of the Joint Chiefs of Staff: 

5.11.1.1. Serve as DoD Planning Agents for MSCA for the areas specified in 

paragraph 4.3.3., above; and develop MSCA plans and preparedness measures for their MSCA areas of 

responsibility. 

5.11.1.2. Ensure cooperative planning for MSCA operations between DoD 

Components, FEMA, and other Federal or State civil agencies, as required. 



 

          

 

          

            

       

 

           

                 

 

          

  

 

          

          

     

 

            

   

 

     

 

          

    

 

          

         

   

 

           

 

       

     

 

           

 

 

          

 

 

  

 

            

    

 

    

 

     

          

           

       

      

 

        

          

           

   

5.11.1.3. Utilize RMEC teams to assist in plan development. 

5.11.1.4. Coordinate with the STARCs through channels established by the 

Secretary of the Army; and utilize liaison officers provided for in DoD Directive 1215.6 (reference (l)) and 

others, as appropriate, to facilitate coordination of emergency planning. 

5.11.1.5. Plan to perform any designated function of the DoD Executive Agent 

under this Directive, if ordered by the Secretary of Defense in time of war or attack on the United States. 

5.11.1.6. Evaluate MSCA plans, preparedness measures, and training in joint 

civil military exercises. 

5.11.2. Furnish MSCA as directed by the DoD Executive Agent. Employ RMEC Teams 

and liaison officers, as appropriate, to coordinate emergency response operations with civil agencies, the 

National Guard, the Military Departments and the CINCs. 

5.11.3. Furnish assistance to civil authorities in non-declared emergency situations when 

directed by the DoD Executive Agent. 

5.12. The Directors of the Defense Agencies shall: 

5.12.1. Designate a principal planning agent and regional planning agents for MSCA, and 

advise the DoD Executive Agent of such designated agents. 

5.12.2. Ensure effective and efficient coordination of planning by subordinate elements 

with Federal Regions, STARCs, and State and local civil authorities, through the DoD Planning Agents, as 

directed by the DoD Executive Agent. 

5.12.3. Furnish resources for MSCA when directed by the DoD Executive Agent. 

5.12.4. Make DoD resources available for technical support to the other DoD 

Components for MSCA, when required. 

5.12.5. Respond to requests by the DoD Executive Agent to identify resources for the 

DODRDB. 

5.12.6. Provide representatives to serve on RMEC teams, as requested by the DoD 

Executive Agent. 

6. INFORMATION REQUIREMENTS 

The reporting requirements in section 5., above, are exempt from licensing in accordance with paragraph 

5.4.2. of DoD 7750.5-M (reference (u)). 

7. EFFECTIVE DATE AND IMPLEMENTATION 

This Directive is effective immediately. The DoD Executive Agent shall publish DoD 3025.1-M, "DoD 

Manual for Civil Emergencies," in accordance with this Directive within 120 days; and DoD Components 

shall revise existing documents or develop implementing documents as necessary to comply with this 

Directive or supplement that Manual. Forward one copy of implementing documents to the DoD Executive 

Agent within 120 days of receipt of that Manual. 

/S/ 

Donald J. Atwood 

Deputy Secretary of Defense 

Enclosures - 2 



 

   

  

   

  

 

              

        

          

 

        

    

        

        

  

        

          

          

           

         

         

   

       

    

            

  

       

       

     

          

        

     

         

       

 

   

 

 

                

              

            

         

  

 

         

 

          

           

 

           

     

 

           

              

 

            

            

E1. References, continued 

E2. Definitions 

E1. ENCLOSURE 1 

REFERENCES, continued 

(e) Sections 5121, et seq., of title 42, United States Code App., "The Robert T. Stafford Disaster Relief and 

Emergency Assistance Act," as amended (referred to as "the Stafford Act") 

(f) Sections 2251, et seq., of title 50, United States Code App.,"The Federal Civil Defense Act of 1950," as 

amended 

(g) DoD 5025.1-M, "DoD Directives System Procedures," December 1990, authorized by DoD Directive 

5025.1, December 23, 1988 

(h) DoD Directive 5100.46, "Foreign Disaster Relief," December 4, 1975 

(i) DoD Directive 3025.12, "Employment of Military Resources in the Event of Civil Disturbances," 

August 19, 1971 

(j) DoD Directive 5160.54, "DoD Key Assets Protection Program (KAPP)," June 26, 1989 

(k) DoD Directive 5525.5, "DoD Cooperation with Civilian Law Enforcement Officials," January 15, 1986 

(l) DoD Directive 1215.6, "Uniform Reserve, Training and Retirement Categories," December 18, 1990 

(m) Title V of Public Law No. 101-165, "Emergency Response Fund," November 21, 1989 

(n) Executive Order 12148, "Federal Emergency Management," July 20, 1979, as amended 

(o) DoD Directive 5030.41, "Oil and Hazardous Substances Pollution Prevention and Contingency 

Program," June 1, 1977 

(p) DoD Directive 5100.52, "DoD Response to an Accident or Significant Incident Involving Radioactive 

Materials," December 21, 1989 

(q) Public Law No. 84-99, "The Flood Control Act of 1941," August 18, 1941, as amended (33 U.S.C. 

701n et seq.) 

(r) DoD Directive 4500.9, "Transportation and Traffic Management," January 26, 1989 

(s) DoD Directive 3020.36, "Assignment of National Security Emergency Preparedness (NSEP) 

Responsibilities to DoD Components," November 2, 1988 

(t) DoD Directive 3020.26, "Continuity of Operations Policies and Planning," October 24, 1985 

(u) DoD 7750.5-M, "DoD Procedures for Management of Information Requirements," November 1986, 

authorized by DoD Directive 7750.5, August 7, 1986 

(v) Memorandum, Deputy Secretary of Defense, "DoD Executive Agent for Support to Federal Agencies 

in Immigration Emergencies," August 20, 1991 (hereby superseded)
 

E2. ENCLOSURE 2
 
DEFINITIONS
 

E2.1.1. Attack. Any attack or series of attacks by an enemy of the United States causing, or that 

may cause, substantial damage or injury to civilian property or persons in the United States (or its 

territories) in any manner, by sabotage or by the use of bombs, shellfire, or nuclear, radiological chemical, 

bacteriological, or biological means, or other weapons or processes (Federal Civil Defense Act of 1950 

(reference (f))). 

E2.1.2. Civil Defense. All those activities and measures designed or undertaken to: 

E2.1.2.1. Minimize the effects upon the civilian population caused, or that would be 

caused, by an attack upon the United States or by a natural or technological disaster; 

E2.1.2.2. Deal with the immediate emergency conditions that would be created by any 

such attack or natural or technological disaster; and 

E2.1.2.3. Effectuate emergency repairs to, or the emergency restoration of, vital utilities 

and facilities destroyed or damaged by any such attack or natural or technological disaster (reference (f)). 

E2.1.3. Civil Disturbances. Group acts of violence and disorders prejudicial to public law and 

order within the 50 States, District of Columbia, Commonwealth of Puerto Rico, U.S. possessions and 



 

       

         

   

 

          

           

          

             

          

          

 

         

         

         

         

     

 

          

         

 

        

           

        

       

 

 

       

         

         

  

 

           

         

         

         

              

        

     

 

           

        

          

          

           

         

          

              

 

 

         

             

 

          

            

         

 

territories, or any political subdivision thereof. The term "civil disturbance" includes all domestic 

conditions requiring the use of Federal Armed Forces, as more specifically defined in DoD Directive 

3025.12 (reference (i)). 

E2.1.4. Civil Emergency. Any natural or manmade disaster or emergency that causes or could 

cause substantial harm to the population or infrastructure. This term can include a "major disaster" or 

"emergency," as those terms are defined in the Stafford Act, as amended (reference (e)), as well as 

consequences of an attack or a national security emergency. Under reference (e), the terms "major disaster" 

and "emergency" are defined substantially by action of the President in declaring that extant circumstances 

and risks justify his implementation of the legal powers provided by those statutes. 

E2.1.5. Civil Emergency Preparedness. The non-military actions taken by Federal Agencies, the 

private sector, and individual citizens to meet essential human needs, to support the military effort, to 

ensure continuity of Federal authority at national and regional levels, and to ensure survival as a free and 

independent nation under all emergency conditions, including a national emergency caused by threatened 

or actual attack on the United States. 

E2.1.6. Civil Government Resources. Civil resources owned by, controlled by, or under the 

jurisdiction of civilian agencies of the U.S. Government, or of State and local government agencies. 

E2.1.7. Civil Resources. Resources that normally are not controlled by the Government, including 

work force, food and water, health resources, industrial production, housing and construction, 

telecommunications, energy, transportation, minerals, materials, supplies, and other essential resources and 

services. Such resources cannot be ordered to support needs of the public except by competent civil 

government authority. 

E2.1.8. Continental United States Airborne Reconnaissance for Damage Assessment (CARDA). A 

system of aerial reconnaissance of the Continental United States for determining the effects of a nuclear 

attack. CARDA integrates the combined resources of all Government Agencies and Military Services for 

the National Command Authority. 

E2.1.9. Defense Coordinating Officer (DCO). A military or civilian official of any DoD 

Component, who has been designated by the DoD Executive Agent to exercise some delegated authority of 

the DoD Executive Agent to coordinate MSCA activities under this Directive. The authority of each DCO 

will be defined in documentation issued or authorized by the DoD Executive Agent, and will be limited 

either to the requirements of a specified interagency planning process or to a specified geographic area or 

emergency. (The DoD Executive Agent also may delegate authority to designate DCOs to any DoD 

Planning Agent specified in this Directive.) 

E2.1.10. Defense Emergency Response Fund. Established by Pub. L. No. 101-165 (1989) 

(reference (m)). That law provides that, "The Fund shall be available for providing reimbursement to 

currently applicable appropriations of the Department of Defense for supplies and services provided in 

anticipation of requests from other Federal Departments and Agencies and from State and local 

governments for assistance on a reimbursable basis to respond to natural or manmade disasters. The Fund 

may be used upon a determination by the Secretary of Defense that immediate action is necessary before a 

formal request for assistance on a reimbursable basis is received." The Fund is applicable to Foreign 

Disaster Assistance under DoD Directive 5100.46 (reference (h)), and to MSCA under the authority of this 

Directive. 

E2.1.11. DoD Executive Agent. The individual designated by position to have and to exercise the 

assigned responsibility and delegated authority of the Secretary of Defense, as specified in this Directive. 

E2.1.12. DoD Planning Agent. An individual designated by position to facilitate and coordinate 

MSCA contingency planning (and MSCA operations when ordered) by all DoD Components within an 

assigned geographic area in accordance with the requirements of this Directive. 



 

            

            

   

 

            

               

  

 

           

 

 

             

        

          

           

           

           

        

 

       

          

        

        

 

           

           

        

        

          

 

            

         

         

         

     

 

          

   

 

          

         

             

        

 

       

            

           

           

       

      

     

 

          

        

        

 

E2.1.13. DoD Resources. Military and civilian personnel, including Selected and Ready Reservists 

of the Military Services, and facilities, equipment, supplies, and services owned by, controlled by, or under 

the jurisdiction of a DoD Component. 

E2.1.14. Federal Function. Any function, operation, or action carried out under the laws of the 

United States by any Department, Agency, or instrumentality of the United States, or by an officer or 

employee thereof. 

E2.1.15. Federal Property. Property that is owned, leased, possessed, or occupied by the Federal 

Government. 

E2.1.16. Federal Region. A grouping of States and territories of the United States, by which 

FEMA coordinates responsibilities of the State governments with those of Federal Departments and 

Agencies, for disaster relief, civil defense, and planning for both civil and national security emergencies. 

These regions are sometimes referred to as "FEMA Regions" to distinguish them from any one of the 

various regional alignments of other Federal Departments and Agencies, all of which are circumscribed by 

FEMA's coordination authority. Today, there are ten Federal Regions, but the term is used generally to 

facilitate MSCA regardless of the number of Federal Regions at any time. 

E2.1.17. Federal Response Plan. The inter-departmental planning mechanism, developed under 

FEMA leadership, by which the Federal Government prepares for and responds to the consequences of 

catastrophic disasters. Federal planning and response are coordinated on a functional group basis, with 

designated lead and support agencies for each identified functional area. 

E2.1.18. Immediate Response. Any form of immediate action taken by a DoD Component or 

military commander, under the authority of this Directive and any supplemental guidance prescribed by the 

Head of a DoD Component, to assist civil authorities or the public to save lives, prevent human suffering, 

or mitigate great property damage under imminently serious conditions occurring where there has not been 

any declaration of major disaster or emergency by the President or attack. 

E2.1.19. Imminently Serious Conditions. Emergency conditions in which, in the judgment of the 

military commander or responsible DoD official, immediate and possibly serious danger threatens the 

public and prompt action is needed to save lives, prevent human suffering, or mitigate great property 

damage. Under these conditions, timely prior approval from higher headquarters may not be possible 

before action is necessary for effective response. 

E2.1.20. Military Resources. Military and civilian personnel, facilities, equipment, and supplies 

under the control of a DoD Component. 

E2.1.21. Military Support to Civil Authorities (MSCA). Those activities and measures taken by 

the DoD Components to foster mutual assistance and support between the Department of Defense and any 

civil government agency in planning or preparedness for, or in the application of resources for response to, 

the consequences of civil emergencies or attacks, including national security emergencies. 

E2.1.22. National Disaster Medical System (NDMS). An inter-departmental national mutual aid 

system developed by Federal Departments and Agencies to provide for the medical needs of victims of 

major disasters, and to provide backup support for medical systems of the Departments of Defense and 

Veterans Affairs in caring for casualties from military conflicts. The Department of Health and Human 

Services serves as the lead Federal Agency for administering NDMS, and would coordinate NDMS 

operations in response to civil emergencies. The Department of Defense could activate and coordinate 

NDMS operations in support of military contingencies. 

E2.1.23. National Security Emergency. Any occurrence, including natural disaster, military attack, 

technological emergency, or other emergency, that seriously degrades or seriously threatens the national 

security of the United States (E.O. 12656 (reference (d)). 



 

            

             

          

          

        

            

     

 

           

         

          

        

           

  

 

          

           

        

         

 

            

       

          

        

           

       

 

         

            

 

 

E2.1.24. Planning Agent. A military or civilian official of any DoD Component, who has been 

designated by the Head of that Component to exercise delegated authority for MSCA planning for the 

entire Component (i.e., "principal planning agent") or for certain subordinate elements or a specified 

geographic area (e.g., "regional planning agents"). Authority and responsibilities of each planning agent 

will be defined by the Component, and may include MSCA response as well as planning at the election of 

any Component. The actual authority of planning agents will be communicated to others, as determined by 

the DoD Component, or when requested by the DoD Executive Agent. 

E2.1.25. Regional Military Emergency Coordinator (RMEC). An individual, designated on behalf 

of the Secretary of Defense and the DoD Executive Agent, to perform coordination, information exchange, 

and liaison functions on behalf of the Department of Defense with any Federal emergency management 

structure established at the Region level. Alternate RMECs are designated by other DoD Components, as 

required, in accordance with this Directive; and the RMECs and alternates collectively are referred to as 

"RMEC Teams." 

E2.1.26. Residual Capability Assessment (RECA). An assessment of the effects of a nuclear or 

conventional attack on U.S. resources, or of a major peacetime disaster that results in the declaration of a 

national security emergency. Such an assessment is made (through all appropriate means) to determine the 

remaining capabilities of the United States with emphasis on military preparedness. 

E2.1.27. Resource Claimancy. The procedure, employed during any period of attack or national 

security emergency, whereby authorized Federal Agencies determine definitive requirements and justify 

the allocation of civil government and civil resources needed to support programs under their cognizance. It 

does not imply procurement activity, nor does it involve the Government as an intermediary in the normal 

mechanisms of trade other than in expediting essential activities and ensuring equitable distribution of civil 

resources. Resource claimancy occurs at both the national and regional levels. 

E2.1.28. State Area Commands (STARCs). Specific headquarters units of the Army National 

Guard for each State, the District of Columbia, Guam, Puerto Rico, and the Virgin Islands. 



 

 



 

  

 

 

  

 

 

 

 

 

 

   

 

 

 

 

 

APPENDIX 2-17: National Oil and Hazardous Substances Pollution 

Contingency Plan 

For the complete text of 40 CFR 300, see: 

http://ecfr.gpoaccess.gov/cgi/t/text/text

idx?c=ecfr&sid=8f2a607e9d482ff9f41b1f7baf4aeb28&rgn=div5&view=text 

&node=40:26.0.1.1.1&idno=40 

The following article summarizes National Oil and Hazardous Substances 

Pollution Plan: 

Source: http://homer.ornl.gov/oepa/guidance/cwa/ncp_rev.pdf 

http://ecfr.gpoaccess.gov/cgi/t/text/text-idx?c=ecfr&sid=8f2a607e9d482ff9f41b1f7baf4aeb28&rgn=div5&view=text&node=40:26.0.1.1.1&idno=40
http://ecfr.gpoaccess.gov/cgi/t/text/text-idx?c=ecfr&sid=8f2a607e9d482ff9f41b1f7baf4aeb28&rgn=div5&view=text&node=40:26.0.1.1.1&idno=40
http://ecfr.gpoaccess.gov/cgi/t/text/text-idx?c=ecfr&sid=8f2a607e9d482ff9f41b1f7baf4aeb28&rgn=div5&view=text&node=40:26.0.1.1.1&idno=40
http://homer.ornl.gov/oepa/guidance/cwa/ncp_rev.pdf
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Introduction

On September 15.1994. at 59 FR 47384-47495, the
Environmental Protection Agency promulgated a Final Rule
revising 40 CFR Part 300·; the National Oil and Hazardous
Substances PollUlion Contingency Plan (NCP). One of the
primary pUiposes of the revised NCP is to provide for
efficien!. coordinated. and effective action to minimize
adverse impact from oil discharges and hazardous substance
releases. The NCP is required by Section lOS of the Compre
hensive Environmental Response, Compensation and
Liability Act and Section 311 (c) (2) of the Clean Water Act.
The NCP establishes an organizational stl1lcture and proce
dures for preparing for and responding to discharges of oil
and releases of hazardous substances. pollutants. and
contaminallls under these two Acts, The Oil Pollution Act of
1990 (OPA) amends the existing provisions of the Clean
\Vater Act (C\VA) and creates major new authOlities address
ing oil. and to a lesser extelll. hazardous substance spill
response, These amendmellls to the C\VA. in turn, require
revision of the NCP. TIle OPA specifies a number of
revisions to the NCP that enllance and expand upon the
current framework. stancL1rds. and procedures for response. A
Notice of Proposed Rulemaking on changes to the NCP was
issued on October 22.1993 (58.ER 54702). DOE solicited
comments on the proposed l1I1e from DOE program and field
offices. and submitted those conunellls to EPA on December
20,1993.

Specific aspects of the revisions to the NCP that affect
DOE programs and facilities include:

o Role of on-scene coordinators and remedial project
managers

o Response operations

o Federal agency participation

o Natural resomce tl1lstee responsibilities

The NCP and Executive Order 12580 (issued JanualY 23,
1987) are the basis for DOFs implementation of the Compre
hensive Environmental Response. Compensation. and
Liability Act (CERCLA) at DOE facilities. The Executive
Order delegates response authority to DOE from the Presi
dent. while the NCP establishes EPA's procedures for
implementing the CERCLA program and for responding to oil
and hazardous substance discharges. DOE is required to
callY out a number of key functions. including providing
representatives to the National Response Team (NRT). the
interagency organization responsible for planning for and
responding to CERCLA releases and CWA discharges (see
Definitions Table): acting as a nalllral resource tl1lstee for
land that DOE manages: perfollning nalllral resource damage
assessments (NRDA): and assuming authority for certain
response aCllons.

The NCP applies to
I) discharges of oil into or on the navigable waters of the

United States, the adjoining shorelines, the waters of the
contiguous zone, the exclusive economic zone: or that may
affect namral resources belonging to. appertaining to. or under
the exclusive management aUlhority of the United States.

2) releases into the environment of hazardous substances
and pollUlants or contaminants which may preselll an
imminelll and present cL1nger to public health and welfare

For a discussion of the provisions of Executive Order
12580 signed on January 23.1987. please refer to the
"Executive Order 12580: Superfund Implementation"
Infollnation Blief(EH-231-015/0593, May 1993).

The major revisions to the NCP reflect OPA revisions to
CWA section 311. These changes increase Presidelllial
authority to direct cleanup of oil spills and hazardous
substance releases and augmelll preparedness and planning
activities on the part of the federal govemmelll. as well as
vessel and facility owners and operators. The OPA was
enacted to strengthen the national response system and
provide for beller coordination of spill contingency planning
among federal. state, and local authorities. Because Presiden
tial authOlity for response to CERCLA oil and hazardous
substance releases was delegated to DOE and other specified
federal agencies lmder E.O, 12580, the revisions to the NCP
do not substantially alter CUITelll DOE responsibilities in this
area. The majority of changes to the NCP, resulting from the
OPA. address responses to discharges, or threatened

·.~/so 40 CFR ParI 9: "OMB ctppromls UndlZr IhlZ PaplZrwork RlZduction .~CI," 1994, p. 183



 

discharges. of oil under CWA section 311 The language of
the final Rule uses the tenn "discharge," as defined by
section 311(a)(2) of the CWA to refer TO oil, and "releases,"
as defined under CERCLA. TO refer TO hazardous subsTance
spills or releases.

Organization for Response

The NCP establishes a national response system for
responding to discharges of oil and releases of hazardous
substances. figure 1a and 1b of the Final Rule illusTrate The
roles of the national response system. DOE's request That
EPA differentiate between responses to discharges of oil
under the C\VA and releases of hazardous substances under
CERCLA was not incotporated in the revised 11I1e, EPA
believes these figures accurately reflect all categories of
response without requiring additional explanation. DOE
provides represelltation to the NRT, which is responsible for
national response and preparedness activities. coordinating
regional planning. and for providing policy guidance and
support to the Regional Response Teams (RRTs). Under 40
CFR 300.120, federal agencies should also provide represen
tation to the RRTs for the regions in which they have
facilities, The regions. for the putposes of eSTablishing RRT
authoriTy, correspond to existing EPA regions and U.S. CoasT
Guard (USCG) disTrictS. Regions are fm1her divided into
areas which are managed by Area CommiTtees.

On-Scene Coordinators (OSC) and Remedial Project
Managers (RPM)

The OSC or RPM directs response efforts and coordi
nates all other effol1s at the scene of the discharge of oil or
release of hazardous substances. Revised 40 CfR 300.120
provides that the EPA or the USCG will predesignate OSCs
for all areas in each region.

o The USCG shall provide OSCs for all oil discharges.
including discharges from facilities or vessels under
the jurisdiction of another federal agency. within or
threatening the coastal zone. The USCG will also
provide OSCs for removal of releases of hazardous
substances except:

where the release of hazardous substances.
pollutants or contaminants is on. or the sole
source of the release is from. any facility or
vessel. under the jmisdiction, custody. or
control of DOE. DOD, or any other federal
agency.

o The EPA shall provide OSCs for discharges or
releases into or threatening the inland zone except:

where the release of hazardous substances.
pollutants or contaminants is on. or the sole
source of the release is from. any facility or
vessel. under the jmisdiction, custody. or
control of DOE. DOD, or any other federal
agency.

EH-413 ReglllatOly Bulletin

o DOE shall provide RPMs who are responsible for
taking all response actions where the sole source of
the release is from any facility or vessel under the
jurisdiction. custody, or control of DOE.

In its conUllents on the proposed mle. DOE requeSTed
clarification in The finall1lle on EPA's responsibiliTy to
provide OSCs for oil discharges into or threatening the inland
zone even where those discharges are from facilities or
vessels under the jurisdiction of anOTher federal agency, EPA
declined to address this conunent in the final mle. However.
following an infollllal request for clarification. an Environ
mental Protection Specialist of the Emergency Response
Division stated that EPA will provide OSCs for all oil
discharges in the inland zone

In addition to providing OSCs or RPMs for hazardous
substance releases from its facilities. DOE also provides
advice and assiSTance to other OSCs or RPMs for emergency
actions esselltial for the control of inullediate radiological
hazards

Under revised 40 CFR 300, 170. federal agencies are
responsible for repol1ing TO the National Response Celller
releases of hazardous substances from faciliTies or vessels
under their jmisdiction or cOlllrol in accordance with section
103 of CERCLA. In addition. all federal agencies are now
reqUired to repol1 discharges of oil that are in violation of
section 311(b)(3) of the CWA from facilities or vessels under
their jmisdiction or control to the National Response Center
(NRC). Discharges of oil thaT meet the requirements of
section 311(b) of the CWA are those that:

o violate applicable water quality standards, or

o cause a film or sheen upon or discoloration of the
surface of the water or adjoining shorelines or cause a
sludge or emulsion to be deposited beneath the
surface of the water or upon the adjoining shorelines

Definitions

The finall1lle amended the CWA definition of oil to
reflect the OPA. In addition to the CWA definition of oil. the
revised definition at 40 CFR 300,5 also states'

o Oil. as defined by section 1001 ofOPA. means oil of
any kind or in any fonn. including, but not limited to.
petroleum. fuel oiL sludge. oil refuse. and oil mixed
with wastes other than dredge spoil. but does not
include cl1lde oil or any fraction thereof, which is
specifically listed or designated as a hazardous
substance tUlder subparagraphs (A) tlrrough (F) of
section 101(14) ofCERCLA and which is subject to
provisions of that act.

In response to the public comments on the proposed
changes to the NCP. EPA received a request to address both
I) the appropriate response and fimding for spills of statutoli
ly defined "oil" which may exhibit. if tested. characteristics of
a CERCLA ·'hazardous substance" in eiTher iTS iniTial or

2



 

weathered state: and 2) response funding where bOTh ·'oil"
and CERCLA "hazardous substances'· may be involved in a
discharge. The commenter had previously experienced
difficulty where the USCG defined the discharge as CERCLA
hazardous substance. while the EPA defined it as an oil. EPA
dttlined to clarify the definition stating that the commenter"s
concelllS ·'touch on interagency policy issues that will be
dttided on a case-by-case basis between EPA and the
USCG·' (59 FR 47386). This definitional issue may become
impol1ant TO DOE because DOE will provide OSCs for
releases of CERCLA hazardous subsTances ThaT do not meet
the definition of "oil" as defined aT 40 CFR 300,5. Either the
USCG or EPA. as appropriaTe. will provide OSCs for
discharges of oil.

The revised NCP provides addiTional response actions
and planning requiremellls for "worst case·' discharges. DOE
requested clalification of The Tellll "worst case" discharge as iT
is used in The revised NCP. For example. s~Tion 311(aX24)
of the C\VA does noT specify whether "worst case" discharge
applies only TO oil or also to hazardous substances. EPA
cOllllllented that. for the purposes of responding TO a "worST
case" discharge. The tellll applies only TO discharges of oil
However. for planning purposes. CWA secTion 311(j)(5)
requires tank vessel and facility response plans to address
worsT case discharges of oil or hazardous subsTances

Response operations

Under revised 40 CFR 300.135, The OSC is required to
coordinate all response aCTivities with The affected namral
resource tlllsTees, and for discharges of oil. shall consult WiTh
the affecTed tlllsTees on The appropliate removal action TO be
taken. EPA has indicaTed That iT does not intetpreT "consulTa
tion with" the affecTed tlllsTees as a requiremelll for obtaining
concurrence of The tlllstees "although such conCIUTence is
highly desirable" (59 .ER 47390).

Under 40 CFR 300,600(b)(3), DOE is designated a
federalnatlUlIl resource TmsTee for resources on. over. or
under land iT adminiSTers, OTher federal agencies may also
serve as natlU1l1 resource TmsTees for resources found on DOE
faciliTies, The lead federal administraTive tlllsTee for a
response is designaTed on an incident-by-incidell1 basis by The
oTher Tl1Istees whose nalllral resources are affected by the
incidelll. The lead federal administrative tlllstee facilitates
communication between The OSC and OTher federal tmstees
dllling response operations and is responsible for applying TO
the OSC for non-monetary (personnel and equipment) federal
response resources on behalf of all TmsTees

Revised 40 CFR 300,305(e) sTates That The OSC and The
tl1\stees shall coordinaTe assessments. evaluations. investiga
tions, and planning WiTh respect TO removal actions, The
tl1\stees are required TO provide "timely" advice conceming
recommended removal acTions WiTh regard to Tmstee
resources thaT may poTentia11y be affeCTed. The TmsTees are
also required to infollll the OSC of activiTies relaTed to namral
resource damage assessment (NRDA) That lIlay affect
response, The tl1\stees. Through The lead federal Tmstee. will
ensure that all daTa from NRDA activities that may suppol1
lIlore effeCTive operaTional decisions are provided to the OSC
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in a Timely manner. \Vhere circumstances pellllit, the OSC
sha11 provide the Tl1\stees with non-monetary response
resources (personnel and equipment) for condUCTing damage
assessments. In The response TO comments on The proposed
11I1e, EPA sTates ThaT activiTies of the tmsTees and the OSC
should be coordinated to prevent duplication of effort and
promOTe effective use of resources.

PIli lining lind PI't'(lIlI't'dllt'SS

CWA section 311 (j), as revised by the OPA. requires the
development of Area COIllluiltees (ACs) composed of
representatives from federal, sTate and local agencies. TIle
ACs are responsible for developing an Area Contingency
Plan (ACP) which. when implemented, is adequaTe to remove
a worst case discharge of oil under secTion 300.324 and to
miTigate or prevent a subSTantial threat of such discharge from
a vessel. offshore facility, or onshore faciliTy operating in or
near The area. An Apli124. 1992 Federal Register notice (57
FR 15198) designates The initial areas. However, EPA has
indicaTed That boTh area bOlmdmies and ACPs are expected to
change as The national response system evolves. Changes to
area boundalies wi11 be published in the Federal Register

Each ACP shall include a deTailed annex containing a
Fish and Wildlife Sensitive Environmental Plan (FWSEP)
which shall address fish and wildlife resources and Theil'
habiTaT and shall include oTher areas considered sensitive
environments. TIle F\VSEP annex shall:

o identify and establish plioriTies for fish and wildlife
resources and their habitats and other impol1ant
sensitive areas requiring protecTion from discharges:

o provide a mechanism for timely identification of
protection priorities:

o identify potential environmental effects on fish and
wildlife. their habitat. and other sensitive environ
ments resulting from removal actions or COIUltermea
slll·es:

o provide for pre-approval of application of specific
COlllllermeasures or removal actions which will
minimize adverse impacts:

o provide monitoring plans to evaluate the effectiveness
of different countellueasures or removal actions:

o identify and plan for the acquisiTion and utilizaTion of
necessmy response capabilities for protection. rescue,
and rehabilitation of fish and wildlife resources and
habitat: and

o identify appropriate federal and staTe agency contacts
and altemaTives responsible for coordination of fish
and wildlife rescue and rehabiliTation and protection
of sensiTive environments

Rtn·ised Rille Issl/ed



 

Because of the requiremenT to pre-approve removal
actions or countermeasures, DOE requested dmification of
the application of the FWSEP annex; specifically requesting
that the atmex apply only to discharges of oil and nOT releases
of hazardous subsTances under CERCLA. In iTS response.
EPA staTed that ACPs are currently required TO only address
discharges of oil: however, "plmming for hazardous substance
response is already being addressed in the area comingency
planning process because individual Area Comminees will
consider plmming for such releases, as appropri1lle"(59 FR
47397). Both Local Emergency Planning Committees
(LEPCs) and StaTe Emergency Response Committees
(SERCs) may provide input to ACPs. The palticipation by
these comminees allows the ACPs TO "effectively address
hazardous substance planning issues, as necessalY:' The
implication of this response appears to be that the extent TO
which ACPs address hazardous substances will be on a case
by-case basis and will be lefi to The Area Committee.

DOE also conunented on The burden placed on fedeml
agencies with conTrol over extensive land and resources in the
collection of fish and wildlife and sensitive envirolllnent
infonnation by the proposed mle. In the final Rule, EPA
dalified thaT although ACs, not facility owners. are responsi
ble for idelllifying fish and wildlife resources and sensitive
environmenTs for inclusion in the ACP, ·'the faciliTy owners
and opemtors remain responsible for ensuling protection of
sensiTive environmenTs in their proximiTy for inclusion in
facility response plans" (59 EE.. 47397) ImTiithe geographic
specific annexes of the ACPs have been completed. TIle
guidance for plalllling for these responsibilities on an imerim
basis is provided in a Federal RegiSTer notice published
March 29.1994 (59 FR 147t3). However, EPA has reaf
finned the major role of the AC and has sTated: "Ultimately.
the Area Conuniltee deliberations and their ACPs will specify
infonnation on fish. wildlife. and sensitive envirolllnents with

which the facility plans musT be consisTelll" (59 FR 47397).

The FWSEP annex is required TO be prepared in consulta
tion with NOAA. the U.S. fish and Wildlife Service. and
other interesTed namral resource managemetll agencies.
T11Istee concurrence on the pre-approval of CO\\lllenneasures
and response acTions is required

DOE facilities have several roles in The development of
ACPs. Fedeml agency particip1llion is required on the Area
Conullinees which develop The ACPs and the FWSEPs. DOE
must also cooperate with the AC TO ensure th1ll the Depart
ment adequ1llely prOTects fish and wildlife and sensitive
environments on, or in proximiTy to, its facilities, Once fish.
wildlife and sensitive environmenTs have been identified.
DOE remains responsible for ensUling that those resources
on, or in proximity to. its facilities are protected. Finally, as a
natural resource tmsTee for resources on. in. or under land
which it owns or manages. DOE concurrence on the pre
approval of countenneasures and response acTions is required.

Designation of Fedel'n1 TrusTees

As established by the NCP, natural resource tmsTees
have the responsibility for proteCTion of resources, assessmenT
of damage, and restoration, rehabilitation. replacement, or
acquisiTion of resources equivalenT to those impacted by a
CERCLA hazardous subsTance release or a discharge of oil.
Preplatming and coordination for damage assessmelll
activities are strongly encouraged at the regional and area
levels. both during the area and regional planning and
preparation, and during specific incidenTs where coordination
with the OSC is required. In the final Rule, EPA has revised
40 CFR 300.600 to clarify That tl1lsteeship eXTends to the
ecosystems suppolting specific natural resources. and that
habitat is included as pmt of the ecosystem.

Definitions
m~ans all Unil~d Stat~s ,,"al~rs subj~cl to Ih~ tick.
Unit~d Stal~s wat~rs of Gr~at Lak~s, sP'"<'ifi~d ports
and harbors on inland ri\-~rs. wat~rs of th~ contiguous
zon~. O1h~ wal...,; oflh.- high ""as subj""t to Ih~ NCP.
and th~ land surfac~ or land subsITala. ground wat~rs.

and ambi~1l1 air proximal to Iho"" wal~rs. Th~ I~nn

cklin~at~s an ar~a of f~ckral r~sponsibilily for
respon.., action. Pr""i... boundaries ar~ ckt~r:minffl by
EPAIUSCG agr...,m~nts and id~ll1ifi~d in f~d~ral

r~gional cOll1ingmcy plans

Rplpasp

of f~<kral r~spo",ibility for r~spons~ action. Pr""i""
boundaries ar~ ckt~rminffl by EPAtUSCG agr~n~nts

and ickntifi~d in f~ckral r~gional conting~ncy plans

as d~fin~d by s""tion 101(22) ofCERCLA m~ans any
spilling, I~aking, pumping, pouring. .-mining.
~mpty1ng, discharging, inj""ting, ~5Caping, I~aching,

d\lInping. or disposing into Ih~ ~nvironm~nt (s~~

s«:tion 101(22) ofCERCLA for ~l<d",ions) For th~

p\lrpos~s oflh~ "KCP. it also m~ans th~ Tl1t~at of a
rd~as~

DischarlJ:p as ckfinffl by s""lion 3ll(a)(2) oflh~ CWA indud~s.

but is not limit~d to. any spilling, l~aking, pmnping.
pouring, ~mining. ~mplying or dumping of oil. but
~xdud~s di5Charg~s in complianc~with a ~nnil

unckr ...clion402 ofTh~ CWA. For {h~ purpos~s of
th~ NCP, discharg~ also m~a", Ih~ subsTantial thr~al

of di5Charg~

Inland Warp,', for Ih~ purpos~s of dassifying Ih~ siz~ of di5Charg~s,
m~ans thos~ wat~fS of Ih~ Unil~d Stal~s in th~ inland
zon~. wat~rs of th~ Gr~at lak~s. and sp~cifi~d ports
and harbors on inland riv...,;

Inland Zonp m~ans of Ih~ ~n\'ironm~1l1 inland of th~ coa"al zon~

~xduding th~ Gr~at Lak~s and s~cififfl pom and
harbors on inland ri\'~rs. Th~ t~rm cklin~al~s an ar~a

EH-413 ReglllatOly Bulletin

"'m'st Ca.... Discha,'\:p
as d~fin~d by s""tion 3ll(a)(24) oflh~ CWA m~ans,

in Ih~ ca... of a v~s""l. a discharg~ in ad\'~ts<' w~alh~r

condilions of iTs ~ll1ir~ cargo, and. in Ih~ cas~ of an
offshor~ facility. th~ larg~S1 fOf~ ...~abl~ discharg~ in
ad\'.-rs<" w~alh~r condilions

Please direct questions ~bout the NCP Final Rule to:
K~therine N~kata

DOE Office of Environment~1Policy ~nd Assistance

RCRAICERCLA Oi,i,io" ~m~EH-413
1000 Independence Ave. SW
Washington, DC 20585
(202) 586-0801
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This National Response Framework (NRF) is a guide to how the Nation conducts all-hazards
response. It is built upon scalable, flexible, and adaptable coordinating structures to align
key roles and responsibilities across the Nation, linking all levels of government,
nongovernmental organizations, and the private sector. It is intended to capture specific
authorities and best practices for managing incidents that range from the serious but purely
local, to large-scale terrorist attacks or catastrophic natural disasters.

This core document, along with the Emergency Support Function Annexes and Support
Annexes (available at the NRF Resource Center, http://www.fema.gov/NRF), supersedes
the corresponding sections of the National Response Plan (2004, with 2006 revisions). The
Incident Annexes remain in effect until superseded at a later date. The President has
approved this National Response Framework.

Washington, DC
Januarv 2008
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INTRODUCTION

OVERVIEW

This National Response Framework (NRF) [or Framework] is a guide to how the
Nation conducts all-hazards response. It is built upon scalable, flexible, and adaptable
coordinating structures to align key roles and responsibilities across the Nation. It describes
specific authorities and best practices for managing incidents that range from the serious
but purely local, to large-scale terrorist attacks or catastrophic natural disasters.

This document explains the common discipline and structures that have been exercised and
matured at the local, tribal, State, and national levels over time. It describes key lessons
learned from Hurricanes Katrina and Rita, focusing particularly on how the Federal
Government is organized to support communities and States in catastrophic incidents. Most
importantly, it builds upon the National Inc;dent Management System (NIMS), which
provides a consistent template for managing incidents.

The term "response" as used in this Framework includes immediate actions to
save lives, protect property and the environment, and meet basic human needs.
Response also includes the execution of emergency plans and actions to support short-term
recovery. The Framework is always in effect, and elements can be implemented as needed
on a flexible, scalable basis to improve response.

INTENDED AUDIENCE

The Framework is written especially for government executives, private-sector
and nongovernmental organization (NGO) leaders, and emergency management
practitioners. First, it is addressed to senior elected and appointed leaders, such as
Federal department or agency heads, State Governors, mayors, tribal leaders, and city or
county officials - those who have a responsibility to provide for effective response. For the
Nation to be prepared for any and all hazards, its leaders must have a baseline familiarity
with the concepts and mechanics of the Framework.

At the same time, the Framework informs emergency management practitioners, explaining
the operating structures and tools used routinely by first responders and emergency
managers at all levels of government. For these readers, the Framework is augmented with
online access to supporting documents, further training, and an evolVing resource for
exchanging lessons learned.!

1 To support users of the Fri!1mework, the Department of Homeland Security has cre<lted <In online NRF Resource
Center, <lvailable <It http://www.fem<l.gov/NRF.This online resource will routinely grow <lnd evolve in support of
the Fri!1mework and those who work with it. The initial postings contain multiple supporting documents, operation<ll
pl<lns, standard forms, and other tools th<lt <Ire commonly used by the incident m<ln<lgement community. The site
will further expl<lin technical aspects of the Framework, and will routinely post supporting documents as they are
newly generated or improved.
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INTRODUCTION

One of the challenges to effective response is the relatively high turnover and
short tenure among elected and appointed officials responsible for response at all
levels. Effective response hinges upon well-trained leaders and responders who have
invested in response preparedness, developed engaged partnerships, and are able to
achieve shared objectives. The players' bench is constantly changing, but a concise,
common playbook is needed by all.

This Framework is intended to supply that essential playbook. It is rooted in extensive
consultation among practitioners and policymakers at all levels. Operational planning for
specific types of incidents has accelerated and improved nationwide since the terrorist
attacks of September 11, 2001 (or 9/11). Such plans will continue to evolve in alignment
with the Framework.

EVOLUTION OF THE FRAMEWORK

This document is an outgrowth of previous iterations of Federal planning
documents. A brief discussion of its history underscores important elements of the
Framework and highlights improvements to the previous National Response Plan (NRP).
This Framework was preceded 15 years earlier by a Federal Response Plan (1992) that
focused largely on Federal roles and responsibilities.

Following the 9/11 attacks, more urgent efforts were made to understand and implement
common incident management and response principles and to develop common planning
frameworks. The 2004 NRP was an early outgrowth of those discussions, replacing the
Federal Response Plan. It was published one year after creation of the Department of
Homeland Security (DHS). The NRP broke new ground in integrating all levels of
government in a common incident management framework. It incorporated incident
coordination roles for Federal agencies2 as defined by several new laws and Presidential
directives. Nine months after Katrina's landfall, a notice of change to the NRP was released,
incorporating preliminary lessons learned from the 2005 hurricane season.

Stakeholders suggested changes to the NRP - both structural and substantive.
Stakeholders have advised that both the initial NRP and its 2006 iteration were bureaucratic
and internally repetitive.

Users also suggested the NRP was still insufficiently national in its focus, which is to say that
it should speak more clearly to the roles and responsibilities of all parties involved in
response. Moreover, it was evident that the NRP and its supporting documents did not
constitute a true operational plan in the sense understood by emergency managers. Its
content was inconsistent with the promise of its title.

In the last several years, operational planning on a national basis for specific types of
incidents has matured. Both public and private sectors are making significant homeland
security investments to strengthen the Nation's response capability.

~ Note that within this document, use of the term "agency· when referring to federal entities is inclusive of
executive agencies, departments, and Government corporations.
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INTRODUCTION

By adopting the term "framework" within the title, this document is now more
accurately aligned with its intended purpose. Effective response to an incident is a
shared responsibility of governments at all levels, the private sector and NGOs, and
individual citizens. This Framework commits the Federal Government, in partnership with
local, tribal, and State governments and the private sector, to complete both strategic and
operational plans for the incident scenarios specified in the National Preparedness
Guidelines. 3 These plans will ultimately improve significantly the Incident Annexes to this
Framework, which have been carried forward from the NRP.

FRAMEWORK UNPACKED

The Framework presents the key response principles, participants, roles, and structures that
gUide the Nation's response operations. The remainder of the Framework is organized as
follows:

Chapter I - Roles and Responsibilities. This chapter sharpens the focus on who
is involved with emergency management activities at the local, tribal, State, and
Federal levels and with the private sector and NGOs.

Chapter II - Response Actions. This chapter describes what we as a Nation
collectively do to respond to incidents.

Chapter III - Response Organization. This chapter explains how we as a Nation
are organized to implement response actions.

Chapter IV - Planning: A Critical Element of Effective Response. This chapter
emphasizes the importance of planning and summarizes the elements of national
planning structures.

Chapter V - Additional Resources. This final chapter summarizes the content
and plan for the online NRF Resource Center, a new, actively managed
DHS/Federal Emergency Management Agency Web site that will deliver state-of-the
art support for the Framework with additional support tools shaped by and addressed
to the response community.

HOW THE FRAMEWORK IS ORGANIZED

The National Response Framework is comprised of the core document, the
Emergency Support Function (ESF), Support, and Incident Annexes, and the
Partner Guides. The core document describes the doctrine that gUides our national
response, roles and responsibilities, response actions, response organizations, and planning
requirements to achieve an effective national response to any incident that occurs. The
core document of the National Response Framework is effective 60 days after publication.
The annexes and Partner Guides will be updated periodically and effective 60 days after
publication.

3 The set of sceni.'lrios, while not exhi.'lustive, is rePfesenti.'ltive of a broad ri.'lnge of terrorist atti.'lcks i.'Ind natural
disasters that would stretch the Ni.'Ition·s prevention and response caPi.'lbilities. Collectively, they yield core
prevention and response requirements that can help direct comprehensive pli.'lnning efforts.
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INTRODUCTION

The following documents provide more
detailed information to assist practitioners
in implementing the Framework:

Figure 1. Organization of the Framework

Emergency Support Function Annexes group
Federal resources and capabilities into functional
areas that are most frequently needed in a
national response (e.g., Transportation,
Firefighting, Mass care).

Support Annexes describe essential supporting
aspects that are common to all incidents (e.g.,
Financial Management, Volunteer and Donations
Management, Private-Sector Coordination).

Incident Annexes address the unique aspects of
how we respond to seven broad incident
categories (e.g., Biological, Nuclear/Radiological,
Cyber, Mass Evacuation).

Core Document

Emergency Support
Function Annexes

Support
Annexes

Incident
Annexes

Partner
Guides

Partner Guides provide ready references describing key roles and actions for local,
tribal, State, Federal, and private-sector response partners.

The National Incident Management System (NIMS) is a companion document that
provides standard command and management structures that apply to response activities.
This system provides a consistent, nationwide template to enable Federal, State, tribal, and
local governments, the private sector, and NGOs to work together to prepare for, prevent,
respond to, recover from, and mitigate the effects of incidents regardless of cause, size,
location, or compleXity. This consistency prOVides the foundation for utilization of the NIMS
for all incidents, ranging from daily occurrences to incidents requiring a coordinated Federal
response.

These documents are available at the NRF Resource Center, http;//www.fema.gov/NRF.

RESPONSE: THE WHO

An effective, unified national response requires layered, mutually supporting
capabilities. The Framework systematically incorporates public-sector agencies, the
private sector, and NGOs. It also emphasizes the importance of personal preparedness by
individuals and households.

Communities, tribes, States, the Federal Government, NGOs, and the private sector should
each understand their respective roles and responsibilities, and complement each other in
achieving shared goals. Each governmental level plays a prominent role in developing
capabilities needed to respond to incidents. This includes developing plans, conducting
assessments and exercises, providing and directing resources and capabilities, and
gathering lessons learned. These activities require that involved organizations understand
their roles and responsibilities, and how they fit within and are supported by the
Framework.
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It is important that each level of government adapt and apply the general roles
outlined in the Framework. To do this, organizations should define key leadership and
staff functions, adopt capabilities~based planning as the method to build response
capabilities, and impose the discipline needed to plan and operate effectively. Partner
Guides that summarize core Framework concepts and are tailored specifically to leaders at
different levels and types of organizations are provided through the online NRF Resource
Center.

Even when a community is overwhelmed by an incident, there is still a core, sovereign
responsibility to be exercised at this local level, with unique response obligations to
coordinate with State, Federal, and private-sector support teams. Each organization or
level of government therefore has an imperative to fund and execute its own core
emergency management responsibilities.

Below is a brief summary of emergency management roles at the local, tribal, State, and
Federal levels, as well as the roles of private-sector organizations. Emergency management
is the coordination and integration of all activities necessary to build, sustain, and improve
the capability to prepare for, protect against, respond to, recover from, or mitigate against
threatened or actual natural disasters, acts of terrorism, or other manmade disasters.

Local Governments. Resilient communities begin with prepared individuals and
depend on the leadership and engagement of local government, NGOs, and the
private sector. Individuals, families, and caregivers to those with special needs should
enhance their awareness of risk and threats, develop household emergency plans that
include care for pets and service animals, and prepare emergency supply kits. 4 100 ividuals
can also volunteer in their communities.

Local police, fire, emergency medical services, public health and medical providers,
emergency management, public works, environmental response professionals, and others in
the community are often the first to detect a threat or hazard, or respond to an incident.
They also are often the last to leave an incident site or otherwise to cope with the effects of
an incident. The local senior elected or appointed official (the mayor, city manager, or
county manager) is responsible for ensuring the public safety and welfare of residents. In
today's world, senior officials and their emergency managers build the foundation for an
effective response. They organize and integrate their capabilities and resources with
neighboring jurisdictions, the State, NGOs, and the private sector. Increasingly, businesses
are vital partners within communities wherever retail locations, service sites, manufacturing
facilities, or management offices are located. NGOs and not-for-profit organizations also
playa key role in strengthening communities' response efforts through their knowledge of
hard-to-reach populations, outreach, and services.

States, Territories, and Tribal Governments. States, territories, and tribal
governments have responsibility for the public health and welfare of the people in
their jurisdiction. State and local governments are dosest to those impacted by
incidents, and have always had the lead in response and recovery. During response, States
playa key role coordinating resources and capabilities throughout the State and obtaining
resources and capabilities from other States. States are sovereign entities, and the
Governor has responsibility for public safety and welfare. While U.S. territories,

~ More information on preparing a household emergency plan is available at http://www.ready.gov.
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possessions, freely associated states, S and tribal governments also have sovereign rights,
there are unique factors involved in working with these entities. Stafford Act assistance is
available to States and to Puerto Rico, the Virgin Islands, Guam, American Samoa, and the
Commonwealth of the Northern Mariana Islands, which are included in the definition of
"State" in the Stafford Act. 6

States have significant resources of their own, including State emergency management and
homeland security agencies, State police, health agencies, transportation agencies, incident
management teams, specialized teams, and the National Guard. The role of the State
government in response is to supplement local efforts before, during, and after incidents. If
a State anticipates that its resources may be exceeded, the Governor can request
assistance from the Federal Government and/or from other States through mutual
aid and assistance agreements such as the Emergency Management Assistance
Compact (EMAC).7

The Federal Government. The Federal Government maintains a wide array of
capabilities and resources that can be made available upon request of the
Governor. When an incident occurs that exceeds or is anticipated to exceed State, tribal,
or local resources, the Federal Government may provide resources and capabilities to
support the State response. For incidents involving primary Federal jurisdiction or
authorities (e.g., on a military base or a Federal facility or lands), Federal departments or
agencies may be the first responders and first line of defense, coordinating activities with
State, territorial, tribal, and local partners. The Federal Government also maintains working
relationships with the private sector and NGOs.

Pursuant to the Homeland Security Act of 2002 and Homeland Security Presidential
Directive (HSPD) 5, the Secretary of Homeland Security is the principal Federal official for
domestic incident management. Incident management refers to how incidents are managed
across all homeland security activities, including prevention, protection, and response and
recovery. Other Federal departments and agencies have key responsibilities to support
national response activities and carry out those responsibilities within the overarching
coordinating mechanisms of this Framework. DHS coord inates with other agencies to surge
Federal support at the headquarters, regional, and field levels.

The Private Sector and NGOs. The private sector and NGOs contribute to response
efforts through engaged partnerships with each level of government. Private-sector
organizations and NGOs are encouraged to develop contingency plans and to work with
State and local planners to ensure that their plans are consistent with pertinent plans, the
NIMS, and this Framework.

~ The Fu,mework is <lpplicable to U.S. possessions <lnd insul<lr <lreas, as well as the federated States of Micronesi<l
and the Republic of the M<lrsh<lll Isl<lnds. The U.S. Government does not provide disaster assist<lnce to the
Republic of P<lI<lu, in <lccordance with the Compact of free Association. Insul<lr <lre<ls inciude Guam, the
Commonwe<llth of the Northern Mari<ln<l lsl<lnds, American Samo<l, <lnd the U.S. Virgin Islands.
6 Often throughout this Framework, discussion of <luthorities and roles of States is also intended to incorporate
those of U.S. territories and possessions <lnd trib<ll n<ltions.
? A reference paper on EMAC is available at the NRF Resource Center, http://www.fema.govINRf.
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Private-sector organizations play an essential role in protecting critical
infrastructure systems and implementing plans for the rapid restoration of normal
commercial activities and critical infrastructure operations in the event of
disruption,S The protection of critical infrastructure and the ability to rapidly restore
normal commercial activities can mitigate the impact of an incident, improve the quality of
life of individuals, and accelerate the pace of recovery for communities and the Nation.
There are not-for-profit owners/operators of critical infrastructure and key resources (CIKR)
facilities, notably in healthcare and power generation.

NGOs also serve a vital role at the local, State, and national levels by performing
essential service missions in times of need. They provide sheltering, emergency food
supplies, and other vital support services. NGOs bolster and support government efforts at
alilevels. 9

RESPONSE: THE WHAT AND THE HOW

The National Response Framework is always in effect, and elements can be
implemented at any level at any time. The Framework is capabilities based, which is to
say that local governments, tribes, States, and the Federal Government all develop
functional capabilities and identify resources that may be required based on hazard
identification and risk assessment, threats, and other potential incidents such as those
represented by the National Planning Scenarios.

The Framework describes what we do and how we respond. In short, the National
Response Framework explains how, at all levels, the Nation effectively manages all-hazards
response consistent with the National Strategy for Homeland Security. The remainder of
this Introduction explains the Framework's scope, the response doctrine that animates it,
and the preparedness strategy of which it is a part. It correlates with an outline of the
overall document.

SCOPE

The Framework provides structures for implementing nationwide response policy
and operational coordination for all types of domestic incidents. It can be partially
or fully implemented in the context of a threat, in anticipation of a significant event, or in
response to an incident. Selective implementation allows for a scaled response, delivery of
the resources needed, and an appropriate level of coordination.

In this document, incidents include actual or potential emergencies or all-hazards events
that range from accidents and natural disasters to actual or potential terrorist attacks. They
include events wholly contained within a single jurisdiction and others that are catastrophic
in nature and national in their scope or consequences.

Q Additioni.'ll informi.'ltion on protection of critiCi.'ll infri.'lstructure i.'Ind key resources (CIKR) ci.'In be found in the CIKR
Support Annex availi.'lble i.'It the NRF Resource Center, http;//www.fema.gov/NRF.
~ The American Red Cross is a federallY chartered instrumentality of the U.S. Government, but it is not a federal
agency under this Framework.
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It is not always obvious at the outset whether a seemingly minor event might be
the initial phase of a larger, rapidly growing threat. The Framework incorporates
standardized organizational structures that promote on-scene initiative, innovation, and
sharing of essential resources drawn from all levels of government, NGOs, and the private
sector. Response must be qUickly scalable, flexible, and adaptable.

The Framework is also intended to accelerate the assessment and response to incidents that
may require Federal assistance. In practice, many incidents require virtually reflexive
activation of interagency coordination protocols to forestall the incident from becoming
worse or to surge more aggressively to contain it. A Federal department or agency acting
on independent authority may be the initial and the primary Federal responder, but
incidents that require more systematic Federal response efforts are now actively
coordinated through the appropriate Framework mechanisms described in this document
and in its supporting annexes. This initial coordination of Federal incident assessment and
response efforts is intended to occur seamlessly, without the need for any formal trigger
mechanism.

This Framework, therefore, eliminates the Incident of National Significance
declaration. No such declaration is required by the Framework and none will be made.
The authorities of the Secretary of Homeland security to coordinate large-scale national
responses are unaltered by this change. Elimination of this declaration will, however,
support a more nimble, scalable, and coordinated response by the entire national
emergency management community.

RESPONSE DOCTRINE

Response doctrine defines basic roles,
responsibilities, and operational
concepts for response across all levels
of government and with NGOs and the
private sector. The overarching objective
of response activities centers upon saving
lives and protecting property and the
environment. Five key principles of
operations define response actions in
support of the Nation's response mission.
Taken together, these five principles of
operation constitute national response
doctrine.

Response Doctrine:
Five Key Principles

1. Engaged partnership

2. Tiered response

3. SCalable, flexible, and adaptable
operational capabilities

4. Unity of effort through unified command

5. Readiness to act

Response doctrine is rooted in America's Federal system and the Constitution's
division of responsibilities between Federal and State governments. Because this
doctrine reflects the history of emergency management and the distilled wisdom of
responders and leaders at all levels, it gives elemental form to the Framework.

This doctrine "evolves in response to changes in the political and strategic landscape,
lessons learned from operations, and the introduction of new technologies. Doctrine
influences the way in which policy and plans are developed, forces are organized and

PageS National Response Framework January 2008

APPENDIX 2: NATIONAL PLAN FOR 

INCIDENT MANAGEMENT 



 

  

 

INTRODUCTION

trained, and equipment is procured. It promotes unity of purpose, gUides professional
judgment, and enables responders to best fulfill their responsibilities. ,,10

Response doctrine evolves slowly. Response strategy and the Framework merit periodic
review and revision, while operational plans supporting the Framework must be tested and
improved through a process of continuous innovation. The last is especially true regarding
operational plans to counter the threat of a terrorist attack.

Response doct..-ine is comprised of five key p..-inciples: (1) engaged partnership, (2)
tiered response, (3) scalable, flexible, and adaptable operational capabilities, (4) unity of
effort through unified command, and (5) readiness to act. An introductory word about each
follows.

ENGAGED PARTNERSHIP

Leaders at all levels must communicate and actively support engaged partnerships by
developing shared goals and aligning capabilities so that no one is overwhelmed in times of
crisis. Layered, mutually supporting capabilities at Federal, State, tribal, and local levels
allow for planning together in times of calm and responding together effectively in times of
need. Engaged partnership includes ongoing communication of incident activity among all
partners to the Framework, and shared situational awareness for a more rapid response. In
particular, the potential for terrorist incidents requires a heightened state of readiness and
nimble, practiced capabilities baked into the heart of our preparedness and response
planning.

Engaged partne..-ships a..-e essential to pl"€pa..-edness. Effective response activities
begin with a host of preparedness activities conducted well in advance of an incident.
Preparedness involves a combination of planning, resources, training, exercising, and
organizing to bUild, sustain, and improve operational capabilities. Preparedness is the
process of identifying the personnel, training, and equipment needed for a wide range of
potential incidents, and developing jurisdiction-specific plans for delivering capabilities when
needed for an incident.

Preparedness activities should be coordinated among all involved agencies within the
jurisdiction, as well as across jurisdictions. Integrated planning, described later in this
Framework, will assist in identifying gaps in capability and developing strategies to fill those
gaps.

Nationwide preparedness is described in the National Preparedness Guidelines and the
National Exercise Program. 11 These documents layout 15 National Planning Scenarios that
form the basis of the newly coordinated national exercise schedule and priorities, and
identify 37 core capabilities that are needed to support response across the Nation. The
Guidelines identify core local, tribal, community, and State capabilities that will be
supported by the DHS homeland security grant programs.

10 United Stiltes CO(1st Gu"rd: Americ,,'s M"ritime Gu"rdi(1n, Coast Guard Publication 1 (Washington, DC: January
2002, second printing), p. 3. The term ~doctrinen has clear and rich meaning as a guide to action within the
military services. See also U.S. Department of Defense's Joint Operations Planning (1nd Execution System, an
overview of which is available at http:l{www.dtic.mil{doctrine{jel/other_pubs/jopes.pdf.
11 Information on the National PreP8redness Guidelines can be found at the NRF Resource Center,
http://www.fema.gov/NRF.
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A basic premise of the
Framework is that incidents
are generally handled at the
lowest jurisdictional level
possible.

INTRODUCTION

TIERED RESPONSE

Incidents must be managed at the lowest possible jurisdictional level and
supported by additional capabilities when needed. It is not necessary that each level
be overwhelmed prior to requesting resources from another level.

Incidents begin and end locally, and most are wholly
managed at the local level. Many incidents require
unified response from local agencies, NGOs, and the
private sector, and some require additional support from
neighboring jurisdictions or the State. A small number
require Federal support. National response protocols
recognize this and are structured to provide additional,
tiered levels of support when there is a need for more resources or capabilities to support
and sustain the response and initial recovery. All levels should be prepared to respond,
anticipating resources that may be required.

SCALABLE, FLEXIBLE, AND ADAPTABLE OPERATIONAL CAPABILITIES

As incidents change in size, scope, and complexity, the response must adapt to
meet requirements. The number, type, and sources of resources must be able to expand
rapidly to meet needs associated with a given incident. The Framework's disciplined and
coordinated process can provide for a rapid surge of resources from all levels of
government, appropriately scaled to need. Execution must be flexible and adapted to fit
each individual incident. For the duration of a response, and as needs grow and change,
responders must remain nimble and adaptable. Equally, the overall response should be
flexible as it transitions from the response effort to recovery.

This Framework is grounded in doctrine that demands a tested inventory of common
organizational structures and capabilities that are scalable, flexible, and adaptable for
diverse operations. Adoption of the Framework across all levels of government and with
businesses and NGOs will facilitate interoperability and improve operational coordination.

UNITY OF EFFORT THROUGH UNIFIED COMMAND

Effective unified command is indispensable to response activities and requires a
clear understanding of the roles and responsibilities of each participating
organization. Success requires unity ofeffort, which respects the chain of command of
each participating organization while harnessing seamless coordination across jurisdictions
in support of common objectives.

Use of the Incident Command System (ICS) is an important element across
multijurisdictional or multiagency incident management activities. It provides a structure to
enable agencies with different legal, jurisdictional, and functional responsibilities to
coordinate, plan, and interact effectively on scene. As a team effort, unified command
allows all agencies with jurisdictional authority and/or functional responsibility for the
incident to provide joint support through mutually developed incident objectives and
strateg ies established at the command level. Each participating agency maintains its own
authority, responsibility, and accountability. This Framework employs the NIMS
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standardized structures and tools that enable a unified approach to be effective both on
scene and at the emergency operations centers.

The Department of Defense (DOD) is a full partner in the Federal response to domestic
incidents, and its response is fully coordinated through the mechanisms of this
Framework. 12 Concepts of "command" and "unity of command" have distinct legal and
cultural meanings for military forces and military operations. For Federal military forces,
command runs from the President to the Secretary of Defense to the Commander of the
combatant command to the DOD on-scene commander. Military forces will always remain
under the operational and administrative control of the military chain of command, and
these forces are subject to redirection or recall at any time. The ICS "unified command"
concept is distinct from the military chain of command use of this term. And, as such,
military forces do not operate under the command of the Incident Commander or under the
unified command structure.

The NIMS 13 supports response through the following elements of unified command: (1)
developing a single set of objectives; (2) using a collective, strategic approach; (3)
improving information flow and coordination; (4) creating common understanding of joint
priorities and restrictions; (5) ensuring that no agency's legal authorities are compromised
or neglected; and (6) optimizing the combined efforts of all agencies under a single plan.

READINESS TO ACT

Effective response requires readiness to act balanced with an understanding of
risk. From individuals, households, and communities to local, tribal, State, and Federal
governments, national response depends on the instinct and ability to act. A forward
leaning posture is imperative for incidents that have the potential to expand rapidly in size,
scope, or complexity, and for no-notice incidents.

Once response activities have begun, on-scene actions are based on NIMS
principles. To save lives and protect property and the environment, decisive action on
scene is often required of responders. Although some risk may be unavoidable, first
responders can effectively anticipate and manage risk through proper training and planning.

Command, single or unified, is responsible for establishing immediate priorities for the
safety of not only the public, but the responders and other emergency workers involved in
the response, and for ensuring that adequate health and safety measures are in place. The
Incident Commander should ensure that each incident has a designated safety officer who
has been trained and eqUipped to assess the operation, identify hazardous and unsafe
situations, and implement effective safety plans.

Acting swiftly and effectively requires clear, focused communication and the
processes to support it. Without effective communication, a bias toward action will be
ineffectual at best, likely perilous. An effective national response relies on disciplined
processes, procedures, and systems to communicate timely, accurate, and accessible
information on the incident's cause, size, and current situation to the public, responders,

'. The Secretary of Defense retains command of DOD military forces providing Defense Support of Civil Authorities.
National Guard forces under the command and control of a Governor are not DOD military forces. Nothing in this
rriJmework impairs or otherwise affects the authority of the Secretary of Defense over the DOD.
H The NlItioniJllncident Mllnagement System is available at the NRF Resource Center,
http://wwwlema.gov/NRF.
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and others. Well-developed public information, education strategies, and communication
plans help to ensure that lifesaving measures, evacuation routes, threat and alert systems,
and other public safety information are coordinated and communicated to numerous diverse
aud iences in a consistent, accessible, and timely manner.

PART OF A BROADER STRATEGY

The National Response Framework is required by, and integrates under, a larger National
Strategy for Homeland Security (Strategy) that selVes to gUide, organize, and unify our
Nation's homeland security efforts. The Strategy reflects our increased understanding of
the threats confronting the United States, incorporates lessons learned from exercises and
real-world catastrophes, and articulates how we should ensure our long-term success by
strengthening the homeland security foundation we have built. It provides a common
framework by which our entire Nation should focus its homeland security efforts on
achieving the following four goals:

1. Prevent and disrupt terrorist attacks.

2. Protect the American people and our critical infrastructure and key resources.

3. Respond to and recover from incidents that do occur.

4. Continue to strengthen the foundation to ensure our long-term success.

While the first three goals help to organize our national efforts, the last goal entails creating
and transforming our homeland security principles, systems, structures, and institutions.
This includes applying a comprehensive approach to risk management, building a culture of
preparedness, developing a comprehensive Homeland Security Management System,
improving incident management, better utilizing science and technology, and leveraging all
instruments of national power and influence.

The Framework primarily focuses on the third goal: respond to and recover from incidents
that do occur. The Strategy also provides the context that given the certainty of
catastrophes on our soil - no matter how unprecedented or extraordinary - it is our
collective duty to provide the best response possible. It states that, when needed, we will
bring to bear the Nation's full capabilities and resources to save lives, mitigate suffering,
and protect property. The Strategy also reminds us that as the Nation responds to an
incident, we must also begin to lay the foundation not only for a strong recovery over the
short term but also for the rebUilding and revitalization of affected communities and regions
over the long term.

The Strategy calls for a National Response Framework that helps to strengthen the
foundation for an effective national response, rapidly assess emerging incidents, take initial
actions, expand operations as needed, and commence recovery actions to stabilize the area.
It also calls for the Framework to be clearly written, easy to understand, and designed to be
truly national in scope, meeting the needs of State, local, and tribal governments and the
private sector and NGOs, as well as the Federal Government. In addition, the Strategy
underscores the need to ensure that those communities devastated or severely affected by
a catastrophic incident are set on a sustainable path for long-term rebuilding and
revitalization. The Framework is designed to respond to and support the Strategy and is
intended to be informed by and tie seamlessly to national, State, tribal, and local
preparedness activities and investments.
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The Strategy further describes how the other three national goals are SUpported through
other strategies, plans, and ongoing efforts. For example, the national goal to prevent and
disrupt terrorist attacks is further supported by the updated National Strategy for
Combating Terrorism, released in September 2006, which articulates our Nation's strategy
for winning the War on Terror. The sections in both on preventing and disrupting terrorist
attacks are complementary and mutually reinforcing. In order to prevent and disrupt
terrorist attacks in the United States, we are working to deny terrorists and terrorist-related
weapons and materials entry into our country and across all international borders, disrupt
their ability to operate within our borders, and prevent the emergence of violent Islamic
radicalization in order to deny terrorists future recruits and defeat homegrown extremism.
Our National Strategy to Combat Terrorist Travel, National Strategy for Maritime Security,
and National Strategy for Aviation Security are helping to guide our efforts in this area.

The national goal to protect the American people and our critical infrastructure and key
resources is also supported by existing plans. The Strategy sets forth that to protect the
lives and livelihoods of the American people, we must undertake measures to deter the
threat of terrorism, mitigate the Nation's vulnerability to acts of terror and the full range of
manmade and natural catastrophes, and minimize the consequences of an attack or disaster
should it occur. Safeguarding the American people also includes the preservation of the
Nation's CIKR. Guiding our efforts to protect the Nation's CIKR is the 2006 National
Infrastructure Protection Plan (NIPP) and its supporting Sector-Specific Plans, which were
developed pursuant to HSPD-7, issued on December 17,2003. The NIPP sets forth a
comprehensive risk management framework and provides a coordinated approach to CIKR
protection roles and responsibilities for Federal, State, local, and private-sector security
partners. It sets national priorities, goals, and requirements for the effective distribution of
funding and resources that will help ensure that our government, economy, and public
services continue to function in the event of a manmade or natural disaster.

The last national goal is to continue to strengthen the foundation to ensure our long-term
success. To fulfill these responsibilities over the long term, we will continue to strengthen
the principles, systems, structures, and institutions that cut across the homeland security
enterprise and support our activities to secure the homeland. Ultimately, this will help
ensure the success of our Strategy to secure the Nation.
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CHAPTER I

ROLES AND RESPONSIBILITIES

This chapter provides an overview of the roles and responsibilities of key partners
at the local, tribal, Slale, and Federal levels who implement the Framework. This
includes an important role for the private sector and nongovernmental
organizations (NGOs). This chapter sharpens the focus on who is involved with
the Framework and what must be done to build and maintain essential response
capabilities.

LOCAL

The responsibility for responding to incidents, both natural and manmade, begins
at the local level - with individuals and public officials in the county, city, or town
affected by the incident. Local leaders and emergency managers prepare their
communities to manage incidents locally. The Framework's response doctrine plays a key
role in helping community leaders to coordinate resources within jurisdictions, among
adjacent jurisdictions, and with the private sector and NGOs such as the American Red
Cross. This section describes the roles and responsibilities of key leadership elements
within communities.

Chief Elected or Appointed Official. A mayor, city manager, or county manager,
as a jurisdiction's chief executive officer, is responsible for ensuring the public
safety and welfare of the people of that jurisdiction. Specifically, this official provides
strategic gUidance and resources during preparedness, response, and recovery efforts.
Emergency management, including preparation and training for effective response, is a core
obligation of local leaders.

Chief elected or appointed officials must have a clear understanding of their roles and
responsibilities for successful emergency management and response. At times, these roles
may require providing direction and gUidance to constituents during an incident, but their
day-to-day activities do not focus on emergency management and response. On an
ongoing basis, elected and appointed officials may be called upon to help shape or modify
laws, policies, and budgets to aid preparedness efforts and to improve emergency
management and response capabilities.

Any incident can have a mix of public health, economic, social, environmental, criminal, and
political implications with potentially serious long-term effects. Significant incidents
require a coordinated response across agencies and jurisdictions, political
boundaries, sectors of society, organizations, etc. These incidents will require
that publicly elected and appointed officials, as well as business owners and
community leaders, make difficult decisions for the benefit of the community as a
whole.
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CHAPTER I: ROLES AND RESPONSIBILITIES

Elected and appointed officials help their communities prepare for, respond to, and recover
from potential incidents. Key responsibilities include:

Establishing strong working relationships with local jurisdictional leaders and core
private-sector organizations, voluntary agencies, and community partners. The
objective is to get to know, coordinate with, and train with local partners in advance
of an incident and to develop mutual aid and/or assistance agreements for support in
response to an incident.

Leading and encouraging local leaders to focus on preparedness by participating in
planning, training, and exercises.

Supporting participation in local mitigation efforts within the jurisdiction and, as
appropriate, with the private sector.

Understanding and implementing laws and regulations that support emergency
management and response.

Ensuring that local emergency plans take into account the needs of:

- The jurisdiction, including persons, property, and structures.

- Individuals with special needs, including those with service animals.

- Individuals with household pets.

Encouraging residents to participate in volunteer organizations and training courses.

Local leaders also work closely with their Members of Congress during incidents
and on an ongoing basis regarding local preparedness capabilities and needs.
Members of Congress play an important, ongoing role in supporting their
constituents for effective local response and emergency planning. Members often
help local leaders understand the Federal resources that are available to prepare for
incidents. Especially during high-consequence events, many citizens traditionally contact
Members for assistance or information on Federal response policies and assistance. The
Department of Homeland Security (DHS) recognizes a special obligation to provide Members
representing affected areas with timely information about incidents that involve Federal
response.

Emergency Manager. The local emergency manager has the day-to-day
authority and responsibility for overseeing emergency management programs and
activities. He or she works with chief elected and appointed officials to ensure that there
are unified objectives with regard to the jurisdiction's emergency plans and activities. This
role entails coordinating all aspects of a jurisdiction's capabilities.

The emergency manager coordinates all components of the local emergency management
program, to include assessing the availability and readiness of local resources most likely
required during an incident and identifying and correcting any shortfalls.

Page 16 National Response Framework Januarv 2008

APPENDIX 2: NATIONAL PLAN FOR 

INCIDENT MANAGEMENT 



 

  

 

CHAPTER I: ROLES AND RESPONSIBILITIES

Other duties of the local emergency manager might include the following:

Coordinating the planning process and working cooperatively with other local
agencies and private-sector organizations.

Developing mutual aid and assistance agreements.

Coordinating damage assessments during an incident.

Advising and informing local officials about emergency management activities during
an incident.

Developing and executing public awareness and education programs.

Conducting exercises to test plans and systems and obtain lessons learned.

Involving the private sector and NGOs in planning, training, and exercises.

Department and Agency Heads. The local emergency manager is assisted by,
and coordinates the efforts of, employees in departments and agencies that
perform emergency management functions. Department and agency heads collaborate
with the emergency manager during development of local emergency plans and provide key
response resources. Participation in the planning process ensures that specific capabilities
(e.g., firefighting, law enforcement, emergency medical services, public works,
environmental and natural resources agencies) are integrated into a workable plan to
safeguard the community.

These department and agency heads and their staffs develop, plan, and train to internal
policies and procedures to meet response and recovery needs safely. They should also
participate in interagency training and exercises to develop and maintain the necessary
capabilities.

Individuals and Households. Although not formally a part of emergency management
operations, individuals and households play an important role in the overall emergency
management strategy. Community members can contribute by:

Reducing hazards in and around their homes. By taking simple actions, such as
raising utilities above flood level or taking in unanchored objects during high Winds,
people can reduce the amount of damage caused by an incident.

Preparing an emergency supply kit and household emergency plan. By
developing a household emergency plan and assembling disaster supplies in advance
of an event, people can take care of themselves until assistance arrives. This
includes supplies for household pets and service animals. See the recommended
disaster supplies list at http://www.ready.gov.

Monitoring emergency communications carefully. Throughout an emergency,
critical information and direction will be released to the public via various media. By
carefully following the directions provided, residents can reduce their risk of injury,
keep emergency routes open to response personnel, and reduce demands on
land line and cellular communication.
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Volunteering with an established organization. Organizations and agencies
with a role in response and recovery are always seeking hardworking, dedicated
volunteers. By volunteering with an established voluntary agency, individuals and
households become part of the emergency management system and ensure that
their efforts are directed where they are needed most.

Enrolling in emergency response training courses. Emergency response
training, whether basic first aid through the American Red Cross or a more complex
course through a local college, will enable residents to take initial response actions
required to take care of themselves and their households, thus allowing first
responders to focus on higher priority tasks that affect the entire community.

Citizen Corps brings together local leaders from government and civic leaders from NGOs
and the private sector to prepare for and respond to incidents. Citizen Corps Councils are
typically sponsored by elected or appointed officials and/or emergency managers. These
Councils provide leadership and support for programs that educate, train, and engage
community volunteers to support emergency management and responders.

THE PRIVATE SECTOR AND NGOs

Government agencies are responsible for protecting the lives and property of their citizens
and promoting their well-being. However, the government does not, and cannot, work
alone. In many facets of an incident, the government works with private-sector
groups as partners in emergency management.

Private Sector. Private sector organizations playa key role before, during, and after an
incident. First, they must provide for the welfare and protection of their employees in the
workplace. In addition, emergency managers must work seamlessly with businesses that
provide water, power, communication networks, transportation, medical care, security, and
numerous other services upon which both response and recovery are particularly
dependent.

Participation of the private sector varies based on the nature of the organization and the
nature of the incident. The five distinct roles that private-sector organizations play are
summarized in Table 1.

Table 1. Private-Sector Response Role

Category

Impacted
Organization or
Infrastructure

Role in This Category

Private-sector organizations may be impacted by direct or indirect
consequences of the incident. These include privately owned critical
infrastructure, key resources, and other private-sector entities that are
significant to local, regional, and national economic recovery from the
incident. Examples of privately owned infrastructure include transportation,
telecommunications, private utilities, financial institutions, and hospitals.
Critical infrastructure and key resources (CIKR) are grouped into 17 sectors
that together provide essential functions and services supporting various
aspects of the American government, economy, and society.

Page 18 National Response Framework Januarv 2008

APPENDIX 2: NATIONAL PLAN FOR 

INCIDENT MANAGEMENT 



 

  

 

CHAPTER I: ROLES AND RESPONSIBILITIES

Category

Regulated and/or
Responsible Party

Response Resource

Partner With
State/Local
Emergency
Organizations

Components of the
Nation's Economy

Role in This Category

Owners/operators of certain regulated facilities or hazardous operations may
be legally responsible for preparing for and preventing incidents from
occurring and responding to an incident once it occurs. For example, Federal
regulations require owners/operators of nuclear power plants to maintain
emergency plans and facilities and to perfOITTl assessments, prompt
notifications, and training for a response to an incident.

Private-sector entities provide response resources (donated or compensated)
during an incident - including specialized teams, essential service providers,
equipment, and advanced technologies - through local public-private
emergency plans or mutual aid and assistance agreements, or in response to
requests from government and nongovernmental-volunteer initiatives.

Private-sector entities may serve as partners in local and State emergency
preparedness and response organizations and activities.

As the key element of the national economy, private-sector resilience and
continuity of operations planning, as well as recovery and restoration from an
actual incident, represent essential homeland security activities.

Many private-sector organizations are responsible for operating and maintaining
portions of the Nation's critical infrastructure. Critical infrastructures include those
assets, systems, networks, and functions - physical or virtual- so vital to the United States
that their incapacitation or destruction would have a debilitating impact on security, national
economic security, public health or safety, or any combination of those matters. Key
resources are publicly or privately controlled resources essential to minimal operation of the
economy and the government, 14 DHS has developed a comprehensive National
Infrastructure Protection Plan (NIPP) that is synchronized with this Framework. 1s The CIKR
Support Annex discusses necessary support by and for CIKR during an incident and
mechanisms in place to implement that support.

During an incident, key private-sector partners should be involved in the local
crisis decisionmaking process or at least have a direct link to key local emergency
managers. Communities cannot effectively respond to, or recover from, incidents without
strong cooperative relations with the private sector.

Essential private-sector responsibilities include:

Planning for the protection of employees, infrastructure, and facilities.

Planning for the protection of information and the continuity of business operations.

Planning for responding to and recovering from incidents that impact their own
infrastructure and facilities.

H National Infr<1structtJre Pro~ction Plan, 2006, Glossary of Key Terms, is the source for the definitions of critical
infr"structure and key resources. These definitions are derived from the provisions of the Homeland Security Act
of 2002 and Homeland Se<urity Presidential Dire<tive (HSPD) 7.
15 The goal of the NIPP is to build a SOIfer, more secure, and more resilient America by enhancing protection of the
Nation's critical infr"structure "nd key resources (CIKR). See http://www.dhs.gov/nippforadditional information.
The CIKR Support Annex and Private-Sector Coordin"tion Support Annex provide detailed guidance reg"rding
implementi.'ltion of the NIPP, including roles and responsibilities, concept of operations, and incident-related "ctions.
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Collaborating with emergency management personnel before an incident occurs to
ascertain what assistance may be necessary and how they can help.

Developing and exercising emergency plans before an incident occurs.

Where appropriate, establishing mutual aid and assistance agreements to provide
specific response capabilities.

Providing assistance (including volunteers) to support local emergency management
and public awareness during response and throughout the recovery process.

Nongovernmental Organizations. NGOs play enormously important roles
before, during, and after an incident. For example, NGOs provide sheltering,
emergency food supplies, counseling services, and other vital support services to support
response and promote the recovery of disaster victims. These groups often provide
specialized services that help individuals with special needs, including those with disabilities.

A key feature of NGOs is their inherent independence and commitment to specific sets of
interests and values. These interests and values drive the groups' operational priorities and
shape the resources they provide. Such NGOs bolster and support government efforts at all
levels - for response operations and planning. However, NGOs may also need government
assistance, and when planning the allocation of local community emergency management
resources and structures, some government organizations provide direct assistance to
NGOs. NGOs collaborate with responders, governments at all levels, and other agencies
and organizations.

Examples of NGO and voluntary organization contributions include:

Training and managing volunteer resources.

Identifying shelter locations and needed supplies.

Providing critical emergency services to those in need, such as cleaning supplies,
clothing, food and shelter, or assistance with post-emergency cleanup.

Identifying those whose needs have not been met and helping coordinate the
provision of assistance.

Some NGOs are officially designated as support elements to national response
capabilities.

The American Red Cross. The American Red Cross is a supporting agency to the
mass care functions of Emergency Support Function (ESF) #6. While it does not
direct other NGOs, the American Red Cross takes the lead in integrating the efforts
of the national NGOs that prOVide mass care services during response operations.

National Voluntary Organizations Active in Disaster (National VOAD).
National VOAD 16 is the forum where organizations share knowledge and resources
throughout the disaster cycle - preparation, response, and recovery - to help
disaster survivors and their communities. National VOAD is a consortium of

16 Additional information is available at http://................ nvoad.org.
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approximately 50 national organizations and 55 State and territory equivalents.
During major incidents, National VOAD typically sends representatives to the
DHS/Federal Emergency Management Agency (FEMA)'s National Response
Coordination center to represent the voluntary organizations and assist in response
coordination.

Volunteers and Donations. Responding to incidents frequently exceeds the resources
of government organizations. Volunteers and donors can support response efforts in many
ways, and it is essential that governments at all levels plan ahead to effectively incorporate
volunteers and donated goods into their response activities.

The Volunteer and Donations Management Support Annex provides detailed guidance from a
national standpoint. State, tribal, and local planners should include similar volunteer and
donations management provisions in their emergency plans.

For major incidents in which foreign governments, individuals, or organizations wish to
make donations, the U.S. Department of State is responsible for managing such donations.
Detailed guidance regarding the process for managing international donations is provided in
the International Coordination Support Annex. 17

STATES, TERRITORIES, AND TRIBAL GOVERNMENTS

A primary role of State govemment is to supplement and facilitate local efforts
before, during, and after incidents. The State provides direct and routine assistance to
its local jurisdictions through emergency management program development and by
routinely coordinating in these efforts with Federal officials. States must be prepared to
maintain or accelerate the provision of commodities and services to local governments when
local capabilities fall short of demands.

Under the Framework, the term "State" and discussion of the roles and responsibilities of
States typically also include similar responsibilities that apply to U.S. territories and
possessions and tribal governments. Under the Stafford Act, States are also responsible for
requesting Federal emergency assistance for communities and tribal governments within
their jurisdiction. In response to an incident, the State helps coordinate and integrate
resources and applies them to local needs.

Governor. Public safety and welfare of a State's citizens are fundamental
responsibilities of every Governor. For the purposes of the Framework, any reference
to a State Governor also references the chief executive of a U.S. territory. The Governor:

Is responsible for coordinating State resources and providing the strategic guidance
needed to prevent, mitigate, prepare for, respond to, and recover from incidents of
all types.

In accordance with State law, may be able to make, amend, or suspend certain
orders or regulations associated with response.

\7 The Framework's Support Annexes are available at the NRF Resource Center, http://www.fema.gov/NRf.
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Communicates to the public and helps people, businesses, and organizations cope
with the consequences of any type of incident.

Commands the State military forces (National Guard personnel not in Federal service
and State militias).

Coordinates assistance from other States through interstate mutual aid and
assistance compacts, such as the Emergency Management Assistance Compact.

Requests Federal assistance including, if appropriate, a Stafford Act Presidential
declaration of an emergency or major disaster, when it becomes clear that State
capabilities will be insufficient or have been exceeded.

Coordinates with impacted tribal governments within the State and initiates requests
for a Stafford Act Presidential declaration of an emergency or major disaster on
behalf of an impacted tribe when appropriate.

As noted in A Governor's Guide to Homeland Security,18 before being sworn in, each new
Governor should:

Avoid vacancies in key homeland security positions such as the State homeland
security director or the State emergency manager. A newly elected Governor should
work with his or her transition team to identify these key personnel early to minimize
vacancies and encourage overlap with the outgoing administration As soon as a
new Governor selects people for these positions, the department or agency they are
about to lead should be informed.

Ensure that a staff able to manage a disaster response operation is in place on their
inauguration day.

Task their incoming gubernatorial staff, particularly the legal counsel, with reviewing
the procedures necessary for them to declare a State emergency and use their
emergency powers.

State Homeland Security Advisor. The State Homeland Security Advisor serves as
counsel to the Governor on homeland security issues and may seNe as a liaison
between the Governor's office, the State homeland security structure, DHS, and
other organizations both inside and outside of the State. The advisor often chairs a
committee comprised of representatives of relevant State agencies, including public safety,
the National Guard, emergency management, public health, and others charged with
developing prevention, protection, response, and recovery strategies. This also includes
preparedness activities associated with these strategies.

Director, State Emergency Management Agency. All States have laws mandating
establishment of a State emergency management agency and the emergency plans
coordinated by that agency. The Director of the State emergency management
agency ensures that the State is prepared to deal with large-scale emergencies
and is responsible for coordinating the State response in any incident.

18 National Governors Association, A Governor's Guide to Homeland Security, 2007, p. 11. Available at
http://www.nga.org.
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This includes supporting local governments as needed or requested and coordinating
assistance with other States and/or the Federal Government.

If local resources are not adequate, authorities can seek additional assistance from the
county emergency manager or the State Director of Emergency Management. The State
emergency management agency may dispatch personnel to the scene to assist in the
response and recovery effort. If a jurisdiction requires resources beyond those available
within the State, local agencies may request certain types of Federal assistance directly in
non~Stafford Act situations. For example, the Environmental Protection Agency or U.S.
Coast Guard may assess or mitigate oil or chemical spills without waiting fo.- .-equests
from State, tribal, or local officials. However, only the Governor can request a
Presidential declaration under the Stafford Act.

Othe.- State Departments and Agencies. State department and agency heads and
their staffs develop, plan, and train to internal policies and procedures to meet response
and recovery needs safely. They should also participate in interagency training and
exercises to develop and maintain the necessary capabilities. They are vital to the State's
overall emergency management and homeland security programs, as they bring expertise
spanning the ESFs and serve as core members of the State emergency operations center.

Indian T.-ibes. The United States has a trust .-elationship with Indian tribes and
recognizes their right to self-government. As such, tribal governments are responsible for
coordinating resources to address actual or potential incidents. When local resources are
not adequate, tribal leaders seek assistance from States or the Federal Government.

For certain types of Federal assistance, tribal governments work with the State, but as
sovereign entities they can elect to deal directly with the Federal Government for other
types of assistance. In order to obtain Federal assistance via the Stafford Act, a State
Gove.-nor must request a Presidential decla.-ation on behalf of a t.-ibe.

Tr-ibal Leader. The tribal leader is responsible for the public safety and welfare of
the people of that tribe. As authorized by tribal government, the tribal leader:

Is responsible for coordinating tribal resources needed to prevent, protect against,
respond to, and recover from incidents of all types. This also includes preparedness
and mitigation activities.

May have powers to amend or suspend certain tribal laws or ordinances associated
with response.

Communicates with the tribal community, and helps people, businesses, and
organizations cope with the consequences of any type of incident.

Negotiates mutual aid and assistance agreements with other tribes or jurisdictions.

can request Federal assistance under the Stafford Act through the Governor of the
State when it becomes clear that the tribe's capabilities will be insufficient or have
been exceeded.

can elect to deal directly with the Federal Government. Although a State Governor
must request a Presidential declaration on behalf of a tribe under the Stafford Act,
Federal departments or agencies can work directly with the tribe within existing
authorities and resources.
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FEDERAL

When an incident occurs that exceeds or is anticipated to exceed local or State resources
or when an incident is managed by Federal departments or agencies acting under their own
authorities - the Federal Government uses the Framework to involve all necessary
department and agency capabilities, organize the Federal response, and ensure coordination
with response partners.

The Federal Government's response structures are scalable and flexible - adaptable
specifically to the nature and scope of a given incident. The Federal Government has
strengthened its capabilities to act in emergencies, and to do so more qUickly and
comprehensively, based on lessons learned.

The principles of unified command are applied at the headquarters, regional, and field
levels to enable diverse departments and agencies to work together effectively. Using
unified command principles, participants share common goals and synchronize their
activities to achieve those goals. The Federal Government also works to establish engaged
partnerships with States, as well as the private sector. Our national response is more
effective when all levels and branches of government work together well before an incident
to develop effective plans and achieve a heightened state of preparedness.

Coordination of Federal Responsibilities. The President leads the Federal
Government response effort to ensure that the necessary coordinating structures,
leadership, and resources are applied quickly and efficiently to large-scale and catastrophic
incidents. The President's Homeland Security Council and National Security Council,
which bring together Cabinet officers and other department or agency heads as necessary,
provide national strategic and policy advice to the President during large-scale incidents that
affect the Nation.

Federal disaster assistance is often thought of as synonymous with Presidential declarations
and the Stafford Act. The fact is that Federal assistance can be provided to State, tribal,
and local jurisdictions, and to other Federal departments and agencies, in a number of
different ways through various mechanisms and authorities. Often, Federal assistance does
not require coordination by DHS and can be provided without a Presidential major disaster
or emergency declaration. Examples of these types of Federal assistance include that
described in the National Oil and Hazardous Substances Pollution Contingency Plan, the
Mass Migration Emergency Plan, the National Search and Rescue Plan, and the National
Maritime Security Plan. These and other supplemental agency or interagency plans,
compacts, and agreements may be implemented concurrently with the Framework, but are
subordinated to its overarching coordinating structures, processes, and protocols.

When the overall coordination of Federal response activities is required, it is
implemented through the Secretary of Homeland Security consistent with
Homeland Security Presidential Directive (HSPD) 5. Other Federal departments and
agencies carry out their response authorities and responsibilities within this overarching
construct. Nothing in this Framework alters or impedes the ability of Federal,
State, tribal, or local departments and agencies to carry out their specific
authorities or perform their responsibilities under all applicable laws, Executive
orders, and directives. Additionally, nothing in this Framework is intended to impact or
impede the ability of any Federal department or agency to take an issue of concern directly
to the President or any member of the President's staff.
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Presidential directives19 outline the following six primary lanes of responsibility that guide
Federal support at national, regional, and field levels.

Incident Management. The Secretary of Homeland Security is the principal Federal
official for domestic incident management. By Presidential directive and statute, the
Secretary is responsible for coordination of Federal resources utilized in the prevention of,
preparation for, response to, or recovery from terrorist attacks, major disasters, or other
emergencies. The role of the Secretary of Homeland Security is to provide the President
with an overall architecture for domestic incident management and to coordinate the
Federal response, when required, while relying upon the support of other Federal partners.
Depending upon the incident, the Secretary also contributes elements of the response
consistent with DHS's mission, capabilities, and authorities.

The FEMA Administrator, as the principal advisor to the President, the Secretary, and the
Homeland Security Council on all matters regarding emergency management/o helps the
Secretary in meeting these HSPD-5 responsibilities.

Federal assistance for incidents that do not require DHS coordination may be led by other
Federal departments and agencies consistent with their authorities. The Secretary of
Homeland Security may monitor such incidents and may activate specific Framework
mechanisms to provide support to departments and agencies without assuming overall
leadership for the Federal response to the incident.

The following four HSPD-5 criteria define situations for which DHS shall assume overall
Federal incident management coordination responsibilities within the Framework and
implement the Framework's coordinating mechanisms: (1) a Federal department or agency
acting under its own authority has requested DHS assistance, (2) the resources of State and
local authorities are overwhelmed and Federal assistance has been requested, (3) more
than one Federal department or agency has become substantially involved in responding to
the incident, or (4) the Secretary has been directed by the President to assume incident
management responsibilities.

Law Enforcement. The Attorney General is the chief law enforcement officer of the
United States. Generally acting through the Federal Bureau of Investigation, the Attorney
General has the lead responsibility for criminal investigations of terrorist acts or terrorist
threats by individuals or groups inside the United States or directed at U.S. citizens or
institutions abroad, as well as for coordinating activities of the other members of the law
enforcement community to detect, prevent, and disrupt terrorist attacks against the United
States. This includes actions that are based on specific intelligence or law enforcement
information. In addition, the Attorney General approves requests submitted by State
Governors pursuant to the Emergency Federal Law Enforcement Assistance Act for
personnel and other Federal law enforcement support during incidents. The Attorney
General also enforces Federal civil rights laws and will prOVide expertise to ensure that
these laws are appropriately addressed.

19 The core Presidential dire<:tive in this regard is HSPD-5, ~Mani!lgement of Domestic Incidents/ which is available
at the NRF Resource Center, http://www.femi!l.gov/NRF.
:ro See the Post-Katrina Emergency Reform Act, enacted i!lS Pi!lrt of the FY 2007 DHS Appropriations Act,
P.L. 109-295.
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National Defense and Defense Support of Civil Authorities. The primary
mission of the Department of Defense (DOD) and its components is national defense.
Because of this critical role, resources are committed after approval by the Secretary of
Defense or at the direction of the President. Many DOD components and agencies are
authorized to respond to save lives, protect property and the environment, and mitigate
human suffering under imminently serious conditions, as well as to provide support under
their separate established authorities, as appropriate. The provision of defense support is
evaluated by its legality, lethality, risk, cost, appropriateness, and impact on readiness.
When Federal military and civilian personnel and resources are authorized to support civil
authorities, command of those forces will remain with the Secretary of Defense. DOD
elements in the incident area of operations and National Guard forces under the command
of a Governor will coordinate closely with response organizations at all levels. 21

International Coordination. The Secretary of State is responsible for managing
international preparedness, response, and recovery activities relating to domestic incidents
and the protection of u.s. citizens and U.S. interests overseas.

Intelligence. The Director of National Intelligence leads the Intelligence Community,
serves as the President's principal intelligence advisor, and oversees and directs the
implementation of the National Intelligence Program.

Other Federal Departments and Agencies. Under the Framework, various
Federal departments or agencies may play primary, coordinating, and/or support
roles based on their authorities and resources and the nature of the threat or
incident. 22

In situations where a Federal department or agency has responsibility for directing or
managing a major aspect of a response being coordinated by DHS, that organization is part
of the national leadership for the incident and is represented in the field at the Joint Field
Office in the Unified Coordination Group, and at headquarters through the National
Operations center and the National Response Coordination center, which is part of the
National Operations Center. 23

In addition, several Federal departments and agencies have their own authorities to declare
disasters or emergencies. For example, the Secretary of Health and Human Services can
declare a public health emergency. These declarations may be made independently or as
part of a coord inated Federal response. Where those declarations are part of an incident
requiring a coordinated Federal response, those Federal departments or agencies act within
the overall coordination structure of the Framework.

21 Additional information on DOD support is available at the NRF Resource Center, http://www.fema.gov/NRf.
2. Additional information about the roles of federal departments and agencies can be found in the annexes
available at the NRF Resource Center, http://www,fema.gov/NRf
2~ Additional information on these entities can be found in Chapter III, Response Organi2ation.
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CHAPTER II

RESPONSE ACTIONS

This chapter describes what we as a Nation collectively do to respond to incidents.

INTRODUCTION

The Framework is intended to strengthen, organize, and coordinate response actions
across all levels. The doctrine of tiered response emphasizes that response to incidents
should be handled at the lowest jurisd ictional level capable of handling the work. The vast
majority of incidents are, in fact, managed locally.

The Framework is focused on incidents of all types, including acts of terrorism, major
disasters, and other emergencies. For the purpose of this document, the term "incident"
refers to an actual or potential occurrence or event.

Responders and emergency managers are both doers and planners, which is to say that to
lead response and recovery efforts effectively, they must also prepare effectively (Le.,
plan, organize, equip, train, exercise, and continuously evaluate actual performance).

This chapter describes and outlines key tasks related to the three phases of effective
response: prepare, respond, and recover.

Each member of our society - including our leaders, professional emergency managers,
private-sector representatives, and nongovernmental organizations (NGOs) - has a role to
play in strengthening the Nation's response capabilities. The discussion below provides an
overview of the key tasks associated with preparedness, response, and recovery. In each
case, the general discussion is augmented by examples of how the key tasks are tailored to
align with the needs of responders and emergency managers at all levels.

Mastery of these key tasks supports unity of effort, and thus improves our ability
to save lives, protect property and the environment, and meet basic human needs.

PREPARE

Preparedness is essential for effective
response. This section discusses the six
essential activities for responding to an
incident: plan, organize, train, equip, exercise,
and evaluate and improve.

Figure 2 illustrates the preparedness cycle.

Figure 2. The Preparedness Cycle

The PreptlredMss Cycle Bulfd5 CtlpalJllltle.
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1. PLAN

Planning makes it possible to manage the entire life cycle of a potential crisis,
determine capability requirements, and help stakeholders learn their roles. It
includes the collection and analysis of intelligence and information, as well as the
development of policies, plans, procedures, mutual aid and assistance agreements,
strategies, and other arrangements to perform missions and tasks. Planning also improves
effectiveness by clearly defining required capabilities, shortening the time required to gain
control of an incident, and facilitating the rapid exchange of infonnation about a situation.

Governments at all levels have a responsibility to develop detailed, robust, all
hazards response plans. These plans should have clearly defined leadership roles and
responsibilities, and they should clearly articulate the decisions that need to be made, who
will make them, and when. These plans should include both hazard-specific as well as
comprehensive all-hazards plans that are tailored to each respective jurisdiction. They
should be integrated, operational, and incorporate key private-sector and NGO elements
and persons with disabilities.

Among the many contingencies that response plans must address, planning for evacuations
presents particular challenges. In this area, plans must include:

The lead time required for various scenarios, including no-notice and forewarned
events.

Weather contingencies.

Transportation.

Interdependencies between shelter locations and transportation.

Provisions for special needs populations and those with household pets.

Specific procedures and protocols should augment these plans to guide rapid
implementation.

Virtually every Federal department and agency possesses personnel and resources that may
be needed in response to an incident. Some Federal departments and agencies have
primary responsibility for certain aspects of response, such as hazardous materials removal.
Others may have supporting roles in providing different types of resources, such as
communications personnel and equipment. Regardless of their roles, all Federal
departments and agencies must develop policies, plans, and procedures governing how they
will effectively locate resources and provide them as part of a coordinated response.

The Integrated Planning System is the national planning system used to develop
interagency and intergovernmental plans based upon the National Planning Scenarios.
Local, tribal, State, regional, and Federal plans are mutually supportive. See Chapter N for
significant additional detail regarding planning.
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2. ORGANIZE

Organizing to execute response activities includes developing an overall
organizational structure, strengthening leadership at each level, and assembling
well-qualified teams of paid and volunteer staff for essential response and
recovery tasks. The National Incident Management System (NIMS) provides standard
command and management structures that apply to response. This common system
enables responders from different jurisdictions and disciplines to work together to respond
to incidents.

Governments at all levels should organize to support effective response. The leader
of each government organization should vest the official responsible for response activities
with sufficient authority to meet the organization's responsibilities under the Framework.

Government agencies at all levels are encouraged to conduct a thorough, systematic
inventory of their response resources and to conform to NIMS organizational and
management principles as noted above. Government agencies should also ensure they
have a cadre of personnel (which can include full-time employees, temporary or surge
personnel, and contractors) who are trained in incident management and response
principles and organized into teams. Personnel and equipment can be organized to provide
a particular function or mission capability.

Governments at all levels should use the NIMS resource management principles
described below to enhance response capabilities.

Individual Resources. Resources are organized by category, kind, size, capacity,
skill, and other characteristics. This organization makes resource management more
efficient and ensures that similar resources from different agencies are organized
according to standard principles.

Emergency Support Functions. The Federal Government and many State
governments organize much of their resources and capabilities - as well as those of
certain private-sector and nongovernmental organizations - under 15 Emergency
Support Functions (ESFs). ESFs align categories of resources and provide strategic
objectives for their use. ESFs utilize standardized resource management concepts
such as typing, inventorying, and tracking to facilitate the dispatch, deployment, and
recovery of resources before, during, and after an incident. ESF coordinators and
primary agencies are identified on the basis of authorities and resources. Support
agencies are assigned based on the availability of resources in a given functional
area. ESFs prOVide the greatest possible access to Federal department and agency
resources regardless of which organization has those resources. See Chapter III for
significant additional detail regarding ESFs.2~

Pre-Scripted Mission Assignments. The Federal Government and many State
governments use pre-scripted mission assignments to assist in planning and to
reduce the time it takes to deploy response resources. Pre-scripted mission
assignments identify resources or capabilities of government organizations that are
commonly called upon during response to an incident. Pre-scripted mission
assignments allow primary and supporting ESF agencies to organize resources that
can be tailored to develop, train, and exercise rosters of deployable response

Z' ESF Annexes are available at the NRF Resource Center, http://www,fema.gov/NRF.
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personnel. All local, tribal, and State governments are encouraged to use pre
scripted mission assignments to expedite the delivery of services and commodities in
response to an incident.

Advanced Readiness Contracting. While the Federal Government and many State
governments have tremendous resources on hand to support local governments,
certain resources are more efficiently deployed when procured from the private
sector. Advanced readiness contracting ensures that contracts are in place before an
incident for commonly needed commodities and services such as ice, water, plastic
sheeting, temporary power, and debris removal. This type of contracting improves
the ability to secure supplies and services by streamlining the process of ordering,
acquiring, and distributing resources when needed.

Pre-Positioned Resources. Since virtually all incidents are local in nature,
resources should be positioned close to those localities most at risk for particular
types of events. For example, the Federal Government pre-positions resource
stockpiles to leverage the geographic distribution of Federal regional, district, and
field offices across the country. Additionally, federally administered response
networks such as the National Urban Search and Rescue Response System and the
National Disaster Medical System utilize locally sponsored resources to enhance
Federal response efforts, reduce response times, and strengthen preparedness in
their communities.

3. EQUIP

Local, tribal, State, and Federal jurisdictions need to establish a common
understanding of the capabilities of distinct types of response equipment. This
facilitates planning before an incident, as well as rapid scaling and flexibility in meeting the
needs of an incident. A critical component of preparedness is the acquisition of equipment
that will perform to established standards, including the capability to be interoperable with
equipment used by other jurisdictions and/or participating organizations.

Effective preparedness requires jurisdictions to identify and have strategies to obtain and
deploy major equipment, supplies, facilities, and systems in sufficient quantities to perform
assigned missions and tasks. The mobilization, tracking, use, sustaining, and
demobilization of physical and human resources require an effective logistics system. That
system must support both the residents in need and the teams that are responding to the
incident. Resource typing provides a uniform method of sharing commonly understood
resources when needed in a major incident.

Governments at all levels should ensure that their personnel have the necessary resources
to perform assigned response missions and tasks. This includes obtaining equipment
needed to conduct specific response missions and maintaining core capabilities to
communicate effectively among Federal, State, tribal, and local responders using the
incident management and response structures described in the Framework.

Government organizations responsible for prOViding equipment for response activities
should bundle that equipment into standardized equipment caches and be prepared to
prOVide for its safe transportation. They must also routinely service and maintain such
equipment and support the resources needed to maintain, repair, and operate it in the field.
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4. TRAIN

Building essential response capabilities nationwide requires a systematic program
to train individual teams and organizations - to include governmental,
nongovernmental, private-sector, and voluntary organizations - to meet a
common baseline of performance and certification standards. Professionalism and
experience are the foundation upon which successful response is built. Rigorous, ongoing
training is thus imperative. 25

Individuals and teams, whether paid or volunteer, should meet relevant local, tribal, State,
Federal, or professional qualifications, certifications, or performance standards. Content
and methods of training must comply with applicable standards and produce required skills
and measurable proficiency. FEMA and other organizations offer response and incident
management training in online and classroom formats.

5. EXERCISE

Exercises provide opportunities to test plans and improve proficiency in a risk-free
environment. Exercises assess and validate proficiency levels. They also clarify and
familiarize personnel with roles and responsibilities. Well-designed exercises improve
interagency coordination and communications, highlight capability gaps, and identify
opportunities for improvement. Exercises should:

Include multidisciplinary, multijurisdictional incidents.

Include participation of private-sector and nongovernmental organizations.

Cover aspects of preparedness plans, particularly the processes and procedures for
activating local, intrastate, or interstate mutual aid and assistance agreements.

Contain a mechanism for incorporating corrective actions.

Local, tribal, State, and Federal jurisdictions should exercise their own response
capabilities and evaluate their abilities to perform expected responsibilities and
tasks. This is a basic responsibility of all entities and is distinct from participation in other
interagency exercise programs.

In addition, the Department of Homeland Security (DHS) coordinates the National Exercise
Program,26 which reqUires Federal departments and agencies to participate in an exercise
program based upon the National Planning Scenarios contained in the National
Preparedness Guidelines. This program coordinates and, where appropriate, integrates a
S-year homeland security exercise schedule across Federal agencies and incorporates
exercises at the State and local levels.

4!i Links to training resources are available at the NRF Resource Center, http://www.fema.govINRF.
Z~ The Homeland Se.:urity Exercise and Evaluation Program (HSEEP) provides a standardized policy, methodology,
and language for designing, developing, conducting, and evaluating all exercises. Information on HSEEP and the
National Exercise Program is available at the NRF Resource Center, http://www.fema.gov/NRf.
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6. EVALUATE AND IMPROVE

Evaluation and continual process improvement are cornerstones of effective preparedness.
Upon concluding an exercise, jurisdictions shoukl evaluate performance against relevant
capability objectives, identify deficits, and institute corrective action plans. Improvement
planning shoukl develop specific recommendations for changes in practice, timelines for
implementation, and assignments for completion.

All local, tribal, State, and Federal entities should institute a corrective action
program to evaluate exercise participation and response, capture lessons learned,
and make improvements in their response capabilities. An active corrective action
program will provide a method and define roles and responsibilities for identification,
prioritization, assignment, monitoring, and reporting of corrective actions arising from
exercises and real-world events. The Homeland Security Exercise and Evaluation Program
(HSEEP) Toolkit is a Web-based system that enables implementation of the corrective action
program process. In this way, the continuous cycle of preparedness yields enhancements
to national preparedness.

RESPOND

Once an incident occurs, priorities shift - from
building capabilities to employing resources to
save lives, protect property and the environment,
and preserve the social, economic, and political
structure of the jurisdiction. Depending on the size,
scope, and magnitude of an incident, communities,
States, and, in some cases, the Federal Government will
be called to action.

Four key actions typically occur in support of a response:
(1) gain and maintain situational awareness; (2) activate
and deploy key resources and capabilities; (3) effectively
coordinate response actions; then, as the situation
permits, (4) demobilize. These response actions are
illustrated in Figure 3, and their core elements are
described below.

Figure 3. The Response Process

Gain and Maintain
Situational Awareness

Activate and Deploy
Resources and Capabilities

Coordinate Response
Actions

,------------------------.., '! Demobilize i
~•••••••_ ••••_•••_ ••••J

1. GAIN AND MAINTAIN SITUATIONAL AWARENESS

Baseline Priorities. Situational awareness requires continuous monitoring of
relevant sources of information regarding actual and developing incidents. The
scope and type of monitoring vary based on the type of incidents being evaluated and
needed reporting thresholds. Critical information is passed through established reporting
channels according to established security protocols. Priorities include:

Providing the right information at the right time. For an effective national
response, jurisdictions must continuously refine their ability to assess the situation
as an incident unfolds and rapidly prOVide accurate and accessible information to
decisionmakers in a user-friendly manner. It is essential that all levels of
government, the private sector (in particular, owners/operators of critical
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infrastructure and key resources (CIKR», and NGOs share information to develop a
common operating picture and synchronize their response operations and resources.

Improving and integrating national reporting. Situational awareness must start
at the incident scene and be effectively communicated to local, tribal, State, and
Federal governments and the private sector, to include CIKR. Jurisdictions must
integrate existing reporting systems to develop an information and knowledge
management system that fulfills national information requirements.

Linking operations centers and tapping subject-matter experts. Local
governments, tribes, States, and the Federal Government have a wide range of
operations centers that monitor events and provide situational awareness. Based on
their roles and responsibilities, operations centers should identify information
requirements, establish reporting thresholds, and be familiar with the expectations of
decisionmakers and partners. Situational awareness is greatly improved when
experienced technical specialists identify critical elements of information and use
them to form a common operating picture.

Reporting and documentation procedures should be standardized to enhance situational
awareness and provide emergency management and response personnel with ready access
to critical information. Situation reports should contain verified information and explicit
details (who, what, where, when, and how) related to the incident. Status reports, which
may be contained in situation reports, relay specific information about resources. Based on
an analysis of the threats, jurisdictions issue accessible warnings to the public and provide
emergency public information.

Local, Tribal, and State Actions. Local, tribal, and State governments can address
the inherent challenges in establishing successful information-sharing networks by:

Creating fusion centers that bring together into one central location law enforcement,
intelligence, emergency management, public health, and other agencies, as well as
private-sector and nongovernmental organizations when appropriate, and that have
the capabilities to evaluate and act appropriately on all available information.

Implementing the National Information Sharing Guidelines to share intelligence and
information and improve the ability of systems to exchange data.

Establishing information requirements and reporting protocols to enable effective and
timely decisionmaking during response to incidents. Terrorist threats and actual
incidents with a potential or actual terrorist link should be reported immediately to a
local or regional Joint Terrorism Task Force.

Federal Actions. The National Operations Center (NOe) serves as the national fusion
center, collecting and synthesizing all-source information, including information from State
fusion centers, across all-threats and all-hazards information covering the spectrum of
homeland security partners. Federal departments and agencies should report information
regarding actual or potential incidents requiring a coordinated Federal response to the NOe.
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Such information may include:

Implementation of a Federal department or agency emergency plan.

Actions to prevent or respond to an incident requiring a coordinated Federal response
for which a Federal department or agency has responsibility under law or directive.

Submission of requests for coordinated Federal assistance to, or receipt of a request
from, another Federal department or agency.

Requests for coordinated Federal assistance from State, tribal, or local governments,
the private sector, and NGOs.

Suspicious activities or threats, which are closely coordinated among the Department
of Justice/Federal Bureau of Investigation (FBI) Strategic Information and Operations
center (SIOC), the NOC, and the National Counterterrorism center (NCTC).

The primary reporting method for information flow is the Homeland Security Information
Network (HSIN). Additionally, there are threat reporting mechanisms in place through the
FBI where information is assessed for credibility and possible criminal investigation. Each
Federal department and agency must work with DHS to ensure that its response personnel
have access to and are trained to use the HSIN common operating picture for incident
reporting. 27

Alerts. When notified of a threat or an incident that potentially requires a coordinated
Federal response, the NOC evaluates the information and notifies appropriate senior
Federal officials and Federal operations centers: the National Response Coordination
Center (NRCC), the FBI SIOC, the NCTC, and the National Military Command center. The
NOC serves as the primary coordinating center for these and other operations centers.

The NOC alerts department and agency leadership to critical information to inform
decisionmaking. Based on that information, the Secretary of Homeland Security coordinates
with other appropriate departments and agencies to activate plans and applicable
coordination structures of the Framework as required. Officials should be prepared to
participate, either in person or by secure video teleconference, with departments or
agencies involved in responding to the incident. The Noe maintains the common operating
picture that provides overall situational awareness for incident information. Each Federal
department and agency must ensure that its response personnel are trained to utilize these
tools.

Operations Centers. Federal operations centers maintain active situational awareness
and communications within and among Federal department and agency regional, district,
and sector offices across the country. These operations centers are often connected with
their State, tribal, and local counterparts, and can exchange information and draw and
direct resources in the event of an incident.

U Additional information concerning HSIN and federal reporting requirements is found in the HSIN Concept of
Operations, available at the NRF Resource Center, http://www-fema.gov/NRf.
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2. ACTIVATE AND DEPLOY RESOURCES AND CAPABILITIES

Baseline Priorities. When an incident or potential incident occurs, responders
assess the situation, identify and prioritize requirements, and activate available
resources and capabilities to save lives, protect property and the environment, and meet
basic human needs. In most cases, this includes development of incident objectives based
on incident priorities, development of an Incident Action Plan by the Incident Command
in the field, and development of support plans by the appropriate local, tribal, State, and/or
Federal Government entities. Key activities include:

Activating people, resources, and capabilities. Across all levels, initial actions
may include activation of people and teams and establishment of incident
management and response structures to organize and coordinate an effective
response. The resources and capabilities deployed and the activation of supporting
incident management structures should be directly related to the size, scope, nature,
and complexity of the incident. All responders should maintain and regularly
exercise notification systems and protocols.

Requesting additional resources and capabilities. Responders and capabilities
may be requested through mutual aid and assistance agreements, the State, or the
Federal Government. For all incidents, especially large-scale incidents, it is essential
to prioritize and clearly communicate incident requirements so that resources can be
efficiently matched, typed, and mobilized to support operations.

Identifying needs and pre-positioning resources. When planning for
heightened threats or in anticipation of large-scale incidents, local or tribal
jurisdictions, States, or the Federal Government should anticipate resources and
capabilities that may be needed. Based on asset availability, resources should be
pre-positioned and response teams and other support resources may be placed on
alert or deployed to a staging area. As noted above, mobilization and deployment
will be most effective when supported by planning that includes pre-scripted mission
assignments, advance readiness contracting, and staged resources.

Local, Tribal, and State Actions. In the event of, or in anticipation of, an incident
requiring a coordinated response, local, tribal, and State jurisdictions should:

Identify staff for deployment to the emergency operations center (EOC), which
should have standard procedures and call-down lists to notify department and
agency points of contact.

Work with emergency management officials to take the necessary steps to provide
for continuity of operations.

Activate Incident Management Teams (IMTs) as required. IMTs are incident
command organizations made up of the command and general staff members and
appropriate functional units of an Incident Command System organization. The level
of training and experience of the IMT members, coupled with the identified formal
response requirements and responsibilities of the IMT, are factors in determining the
"type," or level, of the IMT.

Activate specialized response teams as required. Jurisdictions may have
specialized teams including search and rescue teams, crime scene investigators,
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public works teams, hazardous materials response teams, public health specialists,
or veterinarians/animal response teams.

Activate mutual aid and assistance agreements as required.

Federal Actions. In the event of, or in anticipation of, an incident requiring a
coordinated federal response, the National Operations Center, in many cases acting through
the National Response Coordination Center, notifies other Federal departments and agencies
of the situation and specifies the level of activation required. After being notified,
departments and agencies should:

Identify and mobilize staff to fulfill their department's or agency's responsibilities,
including identifying appropriate subject-matter experts and other staff to support
department operations centers.

Identify staff for deployment to the NOC, the NRCC, FEMA Regional Response
Coordination centers (RRCCs), or other operations centers as needed, such as the
FBI's Joint Operations Center. These organizations have standard procedures and
call-down lists, and will notify department or agency points of contact if deployment
is necessary.

Identify staff that can be dispatched to the Joint Field Office (JFO), including Federal
officials representing those departments and agencies with specific authorities, lead
personnel for the JFO Sections (Operations, Planning, Logistics, and Administration
and Finance) and the ESFs.

Begin activating and staging Federal teams and other resources in support of the
Federal response as requested by DHS or in accordance with department or agency
authorities.

Execute pre-scripted mission assignments and readiness contracts, as directed by
DHS.

Some Federal departments or agencies may deploy to an incident under their own
authorities. In these instances, Federal departments or agencies will notify the appropriate
entities such as the NOC, JFO, State EOCs, and the local Incident Command.

3. COORDINATE RESPONSE ACTIONS

Baseline Priorities. Coordination of response activities occurs through response
structures based on assigned roles, responsibilities, and reporting protocols. Critical
information is provided through established reporting mechanisms. The efficiency and
effectiveness of response operations are enhanced by full application of the NIMS with its
common principles, structures, and coordinating processes. Specific priorities include:

Managing emergency functions. Local, tribal, and State governments are
responsible for the management of their emergency functions. Such management
includes mobilizing the National Guard, pre-positioning assets, and supporting
communities. Local, tribal, and State governments, in conjunction with their
voluntary organization partners, are also responsible for implementing plans to
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ensure the effective management of the flow of volunteers and goods in the affected
area.

Coordinating initial actions. Initial actions are coord inated through the on~scene

Incident Command and may include: immediate law enforcement, rescue,
firefighting, and emergency medical services; emergency flood fighting; evacuations;
transportation detours; and emergency information for the public. As the incident
unfolds, the on-scene Incident Command develops and updates an Incident Action
Plan, revising courses of action based on changing circumstances.

Coordinating requests for additional support. If additional resources are
required, the on-scene Incident Command requests the needed support. Additional
incident management and response structures and personnel are activated to
support the response. It is critical that personnel understand roles, structures,
protocols, and concepts to ensure clear, coordinated actions. Resources are
activated through established procedures and integrated into a standardized
organizational structure at the appropriate levels.

Identifying and integrating resources and capabilities. Resources and
capabilities must be deployed, received, staged, and efficiently integrated into
ongoing operations. For large, complex incidents, this may include working with a
diverse array of organizations, including multiple private-sector entities and NGOs
through prearranged agreements and contracts. Large-scale events may also
require sophisticated coordination and time-phased deployment of resources through
an integrated logistics system. Systems and venues must be established to receive,
stage, track, and integrate resources into ongoing operations. Incident Command
should continually assess operations and scale and adapt existing plans to meet
evolving circumstances.

Coordinating information. Effective public information strategies are essential
following an incident. Incident Command may elect to establish a Joint Information
Center (JIC), a physical location where the coordination and dissemination of
information for the public and media concerning the incident are managed. JICs may
be established locally, regionally, or nationally depending on the size and magnitude
of an incident. In the event of incidents requiring a coordinated federal response,
JICs are established to coordinate federal, State, tribal, local, and private-sector
incident communications with the public. By developing media lists, contact
information for relevant stakeholders, and coordinated news releases, the lIC staff
facilitates dissemination of accurate, consistent, accessible, and timely public
information to numerous aud iences.

Specific response actions will vary depending upon the scope and nature of the
incident. Response actions are based on the objectives established by the Incident
Command and Unified Coordination Group. Response actions include, but are not limited
to:

Warning the public and prOViding accessible emergency public infonnation.

Implementing evacuation and sheltering plans that include provisions for special
needs populations and household pets.
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Sheltering evacuees in preidentified, physically accessible shelters and providing
food, water, and other necessities to meet the needs of all people, including persons
with disabilities and other special needs.

Performing search and rescue.

Treating the injured.

Provid ing law enforcement and investigation.

Controlling hazards (extinguishing fires, containing hazardous materials spills, etc.).

Ensuring responder safety and health.

Local, Tribal, and State Actions. Within communities, NIMS principles are applied to
integrate response plans and resources across jurisdictions and departments and with the
private sector and NGOs. Neighboring communities playa key role in providing
support through a framework of mutual aid and assistance agreements. These
agreements are formal documents that identify the resources that communities are willing
to share during an incident. Such agreements should include:

Definitions of key terms used in the ag reement.

Roles and responsibilities of individual parties.

Procedures for requesting and providing assistance.

Procedures, authorities, and rules for allocation and reimbursement of costs.

Notification procedures.

Protocols for interoperable communications.

Relationships with other agreements among jurisdictions.

Treatment of workers' compensation, liability, and immunity.

Recognition of qualifications and certifications.

While States typically act as the conduit between the Federal and local governments when
Federal assistance is supporting a local jurisdiction, there are certain instances in which
Federal partners may play an active role in a unified command. For example, wildfires on
Federal land or oil spills are activities for which certain Federal departments or agencies
may have authority to respond under their own statutes and jurisdictions.

States provide the majority of the external assistance to communities. The State is
the gateway to several government programs that help communities prepare. When an
incident grows beyond the capability of a local jurisdiction, and responders cannot meet the
needs with mutual aid and assistance resources, the local emergency manager contacts the
State. Upon receiving a request for assistance from a local government, immediate State
response activities may include:
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Coordinating warnings and public information through the activation of the State's
public communications strategy and the establishment of a ne.

Distributing supplies stockpiled to meet the emergency.

Providing needed technical assistance and support to meet the response and
recovery needs of individuals and households.

The Governor suspending existing statutes, rutes, ordinances, and orders for the
duration of the emergency, to the extent permitted by law, to ensure timely
performance of response functions.

Implementing State donations management plans and coordinating with NGOs and
the private sector.

Ordering the evacuation of persons from any portions of the State threatened by the
incident, giving consideration to the requirements of special needs populations and
those with household pets or service animals.

Mobilizing resources to meet the requirements of people with special needs, in
accordance with the State's preexisting plan and in compliance with Federal civil
rights laws.

In addition to these actions, the Governor may activate elements of the National Guard.
The National Guard is a crucial State resource, with expertise in communications, logistics,
search and rescue, and decontamination. National Guard forces employed under State
Active Duty or Title 32 status are under the command and control of the Governor
of their State and are not part of Federal military response efforts.

Title 32 Full-Time National Guard Duty refers to Federal training or other duty, other than
inactive duty, performed by a member of the National Guard. Title 32 is not subject to
posse comitatus restrictions28 and allows the Governor, with the approval of the President
or the Secretary of Defense, to order a Guard member to duty to:

Perform training and other operational activities.

Conduct homeland defense activities for the military protection of the territory or
domestic population of the United States, or of the infrastructure or other assets of
the United States determined by the Secretary of Defense to be critical to national
security, from a threat or aggression against the United States.

In rare circumstances, the President can federalize National Guard forces for domestic
duties under Title 10 (e.g., in cases of invasion by a foreign nation, rebellion against the
authority of the United States, or where the President is unable to execute the laws of the
United States with regular forces (10 U.S.c. 12406)). When mobilized under Title 10 of the
U.S. Code, the forces are no longer under the command of the Governor. Instead, the
Department of Defense assumes full responsibility for all aspects of the deployment,
including command and control over National Guard forces.

~e for more information on posse comitatus, see the Authorities i.'Ind References section of the NRF Resource
Center, http;//www,femi.'l.govINRF.
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State-to-State Assistance. If additional resources are required, the State
should request assistance from other States by using interstate mutual aid and
assistance agreements such as the Emergency Management Assistance Compact
(EMAC). Administered by the National Emergency Management Association, EMAC is a
congressionally ratified organization that provides form and structure to the interstate
mutual aid and assistance process. Through EMAC or other mutual aid or assistance
agreements, a State can request and receive assistance from other member States. 29 Such
State-to-State assistance may include:

Invoking and administering a Statewide Mutual Aid Agreement, as well as
coordinating the allocation of resources under that agreement.

Invoking and administering EMAC and/or other compacts and agreements, and
coordinating the allocation of resources that are made available to and from other
States.

Requesting Federal Assistance. When an incident overwhelms or is anticipated to
overwhelm State resources, the Governor may request Federal assistance. 3o In such cases,
the affected local jurisdiction, tribe, State, and the Federal Government will collaborate to
provide the necessary assistance. The Federal Government may provide assistance in the
form of funding, resources, and critical services. Federal departments and agencies
respect the sovereignty and responsibilities of local, tribal, and State governments
while rendering assistance. The intention of the Federal Government in these situations
is not to command the response, but rather to support the affected local, tribal, and/or
State governments.

Robert T. Stafford Disaster Relief and Emergency Assistance Act. When it is
clear that State capabilities will be exceeded, the Governor can request Federal assistance,
including assistance under the Robert T. Stafford Disaster Relief and Emergency
Assistance Act (Stafford Act).31 The Stafford Act authorizes the President to provide
financial and other assistance to State and local governments, certain private nonprofit
organizations, and individuals to support response, recovery, and mitigation efforts
following Presidential emergency or major disaster declarations.

The Stafford Act is triggered by a Presidential declaration of a major disaster or emergency,
when an event causes damage of sufficient severity and magnitude to warrant Federal
disaster assistance to supplement the efforts and available resources of States, local
governments, and the disaster relief organizations in alleviating the damage, loss, hardship,
or suffering.

~. fQr more detail about EMAC, see http://www.emacweb.org/.
,0 Additional guidi!lnce on requesting Federal support can be found in the Overview document at the NRF Resource
Center, http://www.fema.govINRF.
31 Details regarding Federal involvement under the Stafford Act are available at the NRF Resource Center,
http;//www/fema.gov/NRF. Additional information about the Stafford Act's disaster process and disaster aid
programs is available at http://www.fema.gov/hazard/dproc.shtm.
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The forms of public assistance typically flow either from a major disaster declaration or an
emergency declaration. 32 A major disaster could result from any natural or manmade
event that the President determines warrants supplemental Federal aid. The event must be
clearly more than State or local governments can hand Ie alone.

If declared, funding comes from the President's Disaster Relief Fund, which is managed by
FEMA, and the disaster aid programs of other participating Federal departments and
agencies. A Presidential major disaster declaration triggers long-term Federal recovery
programs, some of which are matched by State programs, and designed to help disaster
victims, businesses, and public entities. An emergency declaration is more limited in
scope and without the long-term Federal recovery programs of a major disaster declaration.
Generally, Federal assistance and funding are provided to meet a specific emergency need
or to help prevent a major disaster from occurring.

Requesting a Presidential Declaration. Most incidents are not of sufficient magnitude to
warrant a Presidential declaration. However, if State and local resources are insufficient, a
Governor may ask the President to make such a declaration. Before making a
declaration request, the Governor must activate the State's emergency plan and ensure that
all appropriate State and local actions have been taken or initiated, including:

Surveying the affected areas to determine the extent of private and public damage.

Conducting joint preliminary damage assessments with FEMA officials to estimate the
types and extent of Federal disaster assistance required.

Consulting with the FEMA Regional Administrator on Federal disaster assistance
eligibility, and advising the FEMA regional office if a Presidential declaration will be
requested.

Ordinarily, only a Governor can initiate a request for a Presidential emergency or major
disaster declaration. In extraordinary circumstances, the President may unilaterally declare
a major disaster or emergency.33 This request is made through the FEMA Regional
Administrator and based on a finding that the disaster is of such severity and magnitude
that effective response is beyond the capabilities of the State and affected local
governments, and that Federal assistance is necessary. The request must include:

Information on the extent and nature of State resources that have been or will be
used to address the consequences of the disaster.

A certification by the Governor that State and local governments will assume all
applicable non-Federal costs reqUired by the Stafford Act.

An estimate of the types and amounts of supplementary Federal assistance required.

3> The Stafford Act defines en emergency es "eny occesion or instance for which, in the determinetion of the
President, Federel essis~nce is needed to supplement State end locel efforts <lnd ceP<lbilities to seve lives <lnd to
protect property end public health and safety, or to lessen or avert the threat of a cat<lstrophe in any pert of the
United States.N A mtljor diSlIster is defined as '<lny natur<ll catastrophe (including any hurricane, tornado, storm,
high w<lter, wind-driven water, tid<ll wave, tsunami, earthquake, volc<lnic eruption, landslide, mudslide, snowstorm,
or drought), or, regardless of cause, any fire, flood, or explosion in any part of the United S~tes, which in the
determination of the President causes damage of sufficient severity and magnitude to warr<lnt major disaster
assistance under this Act to supplement the efforts and avail<lble resources of States, local governments, and
disaster relief org<'lnizations in alleviating the damage, loss, hardship, or suffering caused thereby."
33 Per section 501(b) of the Stafford Act.
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A catastrophic incident is defined as
any natural or manmade incident,
including terrorism, that results in
extraordinary levels of mass
casualties, damage, or disruption
severely affecting the population,
infrastructure, environment,
economy, national morale, and/or
government functions.

CHAPTER II: RESPONSE ACTIONS

Designation of a State Coordinating Officer.

The completed request, addressed to the President, is submitted through the FEMA Regional
Administrator, who evaluates the damage and requirements for Federal assistance and
makes a recommendation to the FEMA Administrator. The FEMA Administrator, acting
through the Secretary of Homeland Security, may then recommend a course of action to the
President. The Governor, appropriate Members of Congress, and Federal departments and
agencies are immed iately notified of a Presidential declaration.

Proactive Response to Catastrophic
Incidents. Prior to and during catastrophic
incidents, especially those that occur with little or
no notice, the State and Federal governments may
take proactive measures to mobilize and deploy
assets in anticipation of a fonnal request from the
State for Federal assistance. 34 Such deployments
of significant Federal assets would likely occur for
catastrophic events involVing chemical, biological,
radiological, nuclear, or high-yield explosive
weapons of mass destruction, large-magnitude earthquakes, or other catastrophic incidents
affecting heavily populated areas. The proactive responses are utilized to ensure that
resources reach the scene in a timely manner to assist in restoring any disruption of normal
function of State or local governments. Proactive notification and deployment of Federal
resources in anticipation of or in response to catastrophic events will be done in
coord ination and collaboration with State, tribal, and local governments and private-sector
entities when possible.

Federal Assistance Available Without a Presidential Declaration. In many
cases, assistance may be obtained from the Federal Government without a Presidential
declaration. For example, FEMA places liaisons in State EOCs and moves commod ities near
incident sites that may require Federal assistance prior to a Presidential declaration.
Additionally, some types of assistance, such as Fire Management Assistance Grants - which
provide support to States experiencing severe wildfires - are performed by Federal
departments or agencies under their own authorities and do not require Presidential
approval. Finally, Federal departments and agencies may provide immediate lifesaving
assistance to States under their own statutory authorities without a formal Presidential
declaration.

Other Federal or Federally Facilitated Assistance. The Framework covers the full
range of complex and constantly changing requirements in anticipation of, or in response to,
threats or actual incidents, including terrorism and major disasters. In addition to Stafford
Act support, the Framework may be applied to prOVide other forms of support to Federal
partners. Federal departments and agencies must remain flexible and adaptable in order to
provide the support that is required for a particular incident.

,. Additional information on proactive response can be found in the Catastrophic Incident Annex, available at the
NRF Resource Center, http://www.fema.gov/NRf.
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CHAPTER II: RESPONSE ACTIONS

Federal-to-Federal Support. Federal departments and agencies execute interagency or
intra-agency reimbursable agreements, in accordance with the Economy Act or other
applicable authorities. The Framework's Financial Management Support Annex3s contains
additional information on this process. Additionally, a Federal department or agency
responding to an incident under its own jurisdictional authorities may request DHS
coordination to obtain additional Federal assistance.

In such cases, DHS may activate one or more Emergency Support Functions to coordinate
required support. Federal departments and agencies must plan for FederaHo-Federal
support missions, identify additional issues that may arise when providing assistance to
other Federal departments and agencies, and address those issues in the planning process.
When providing Federal-to-Federal support, DHS may designate a Federal Resource
Coordinator to perform the resource coordination function.

International Assistance. A domestic incident may have international and diplomatic
implications that call for coordination and consultations with foreig n governments and
international organizations. An incident may also require direct bilateral and multilateral
actions on foreign affairs issues related to the incident. The Department of State has
responsibility for coordinating bilateral and multilateral actions, and for coordinating
international assistance. International coordination within the context of a domestic
incident requires close cooperative efforts with foreign counterparts, multilateral!
international organizations, and the private sector. Federal departments and agencies
should consider in advance what resources or other assistance they may require or be asked
to accept from foreign sources and address issues that may arise in receiving such
resources. Detailed information on coordination with international partners is further
defined in the International Coordination Support Annex. 36

Response Activities. Specific response actions will vary depending upon the scope and
nature of an incident. Response actions are based on the objectives established by the
Incident Command and Joint Field Office (JFO)'s Unified Coordination Group. Detailed
information about the full range of potential response capabilities is contained in the
Emergency Support Function Annexes, Incident Annexes, and Support Annexes. See
Chapter V for additional detail about these items.

Department and Agency Activities. Federal departments and agencies, upon receiving
notification or activation requests, implement their specific emergency plans to activate
resources and organize their response actions. Department and agency plans should
incorporate procedures for:

Designation of department or agency representatives for interagency coordination,
and identification of State, tribal, and local points of contact.

Activation of coordination groups managed by the department or agency in
accordance with roles and responsibilities.

Activation, mobilization, deployment, and ongoing status reporting for resource
typed teams with responsibilities for providing capabilities under the Framework.

35 AVi.'Iili.'lble i.'It the NRF Resource Center, http://www,fema.gov/NRF.
>0; Available at the NRF Resource Center, http://www.fema.gov/NRF.
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Readiness to execute mission assignments in response to requests for assistance
(including pre-scripted mission assignments), and to support all levels of department
or agency participation in the response, at both the field and national levels.

Ensuring that department or agency resources (e.g., personnel, teams, or
equipment) fit into the interagency structures and processes set out in the
Framework.

Regional Response Activities. The FEMA Regional Administrator deploys a liaison to the
State EOC to provide technical assistance and also activates the Regional Response
Coordination Center (RRCC). Federal department and agency personnel, including ESF
primary and support agency personnel, staff the RRCC as required. The RRCCs:

Coordinate initial regional and field activities.

In coordination with State, tribal, and local officials, deploy regional teams to assess
the impact of the event, gauge immediate State needs, and make preliminary
arrangements to set up operational field facilities.

Coordinate Federal support until a JFO is established.

Establish a JIC to provide a central point for coord inating emergency public
information activities.

Incident Management Assistance Team (IMAT). In coordination with the RRCC and
the State, FEMA may deploy an IMAT. IMATs are interagency teams composed of subject
matter experts and incident management professionals. IMAT personnel may be drawn
from national or regional Federal department and agency staff according to established
protocols. IMAT teams make preliminary arrangements to set up Federal field facilities and
initiate establishment of the JFO.

Emergency Support Functions (ESFs). The NRCC or RRCC may also activate specific
ESFs by directing appropriate departments and agencies to initiate the initial actions
delineated in the ESF Annexes. 37

4. DEMOBILIZE

Demobilization is the orderly, safe, and efficient return of a resource to its original location
and status. Demobilization should begin as soon as possible to facilitate accountability of
the resources and be fully coordinated with other incident management and response
structu res.

Local, Tribal, and State Actions. At the local, tribal, and State levels, demobilization
planning and activities should include:

Provisions to address and validate the safe return of resources to their original
locations.

Processes for tracking resources and ensuring applicable reimbursement.

37 Available at the NRF Resource Center, http://www.fema.gov/NRF.
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Accountability for compliance with mutual aid and assistance provisions.

Federal Actions. The Unified Coordination Group oversees the development of an exit
strategy and demobilization plan. As the need for full-time interagency response
coordination at the JFO wanes, the Unified Coordination Group plans for selective release of
Federal resources, demobilization, transfer of responsibilities, and closeout. The JFO,
however, continues to operate as needed into the recovery phase to coordinate those
resources that are still active. ESF representatives assist in demobiliZing resources and
organiZing their orderly return to regular operations, warehouses, or other locations.

RECOVER

Once immediate lifesaving activities are complete, the focus shifts to assisting
individuals, households, critical infrastructure,. and businesses in meeting basic
needs and returning to self-sufficiency. Even as the immediate imperatives for
response to an incident are being addressed, the need to begin recovery operations
emerges. The emphasis upon response will gradually give way to recovery operations.
Within recovery, actions are taken to help individuals, communities, and the Nation return
to normal. Depending on the complexity of this phase, recovery and cleanup efforts involve
significant contributions from all sectors of our society.

Short-term recovery is immediate and overlaps with response. It includes actions
such as providing essential public health and safety services, restoring interrupted
utility and other essential services, reestablishing transportation routes, and
providing food and shelter for those displaced by the incident. Although called "short
term," some of these activities may last for weeks.

Long-term recovery, which is outside the scope of the Framework, may involve
some of the same actions but may continue for a number of months or years,
depending on the severity and extent of the damage sustained. For example, long
term recovery may include the complete redevelopment of damaged areas. 38

Recovery from an incident is unique to each community and depends on the
amount and kind of damage caused by the incident and the resources that the
jurisdiction has ready or can quickly obtain. In the short term, recovery is an
extension of the response phase in which basic services and functions are restored. In the
long term, recovery is a restoration of both the personal lives of individuals and the
livelihood of the community. Recovery can include the development, coordination, and
execution of service- and site-restoration plans; reconstitution of government operations
and services; programs to provide housing and promote restoration; long-term care and
treatment of affected persons; and additional measures for social, political, enVironmental,
and economic restoration. Recovery programs:

Identify needs and resources.

Provide accessible housing and promote restoration.

,e Additional information on long-term recovery can be found in the ESF # 14 Annex at the NRF Resource Center,
http://www.fema.gov/NRF.
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Address care and treatment of affected persons.

Inform residents and prevent unrealistic expectations.

Implement additional measures for community restoration.

Incorporate mitigation measures and techniques, as feasible.

Recovery Coordination. The JFO remains the central coordination point among
local, tribal, State, and Federal governments, as well as private-sector and
nongovernmental entities that are providing recovery assistance. Examples of
Federal and State recovery actions include:

Coordinating assistance programs to help individuals, households, and
businesses meet basic needs and return to self-sufficiency. Such programs
include housing assistance, other needs assistance, crisis counseling services,
disaster legal services, and unemployment or reemployment programs. other
activities include coordinating with local and tribal governments the need for and
locations of Disaster Recovery Centers.

Establishing Disaster Recovery Centers. Federal, State, tribal, local, voluntary,
and nongovernmental organizations determine the need for and location of Disaster
Recovery Centers. Staff provide recovery and mitigation program information,
advice, counseling, and related technical assistance.

Coordinating with private-sector and nongovernmental organizations
involved in donations management and other recovery activities.

Coordinating public assistance grant programs authorized by the Stafford
Act. These programs aid local, tribal, and State governments and eligible private
nonprofit organizations with the cost of emergency protective services, debris
removal, and the repair or replacement of disaster-damaged public facilities and
associated environmental restoration.

Coordinating with the private sector on restoration and recovery of CIKR.
Activities include working with owners/operators to ensure the restoration of critical
services, including water, power, natural gas and petroleum, emergency
communications, and healthcare.

Coordinating mitigation grant programs to help communities reduce the
potential impacts of future disasters. Activities include developing strateg ies to
rebuild resilient communities.

After the JFO closes, ongoing activities transition to individual agencies with primary
recovery responsibilities, federal partners then work directly with their regional or
headquarters offices to administer and monitor recovery programs, support, and technical
services.
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CHAPTER III

RESPONSE ORGANIZATION

This chapter explains how we as a Nation are organized to implement response
actions. It describes the organizational structures that have been developed,
tested, and refined over time and how these structures are applied at all levels to
support an effective response. The key staff positions needed to operate this system are
explained and their relationships and dependencies outlined. The Framework's response
structures are based on the National Incident Management System (NIMS), particularly on
its Incident Command System (leS).

INTRODUCTION

Homeland Security Presidential Directive (HSPD) 5 called for a single, comprehensive
system to enhance the ability of the United States to manage domestic incidents. NIMS
provides a consistent nationwide template to enable all levels of government, the private
sector, and nongovernmental organizations (NGOs) to work together during an incident. 39

Integrating these NIMS principles into all phases of an incident and throughout all levels of
government ensures that all stakeholders have a common set of principles from which to
operate during an incident.

Scope of the Framework. The Framework provides structures for implementing
national-level policy and operational coordination for domestic response. It can be
partially or fully implemented in the context of a threat, in anticipation of a significant
event, or in response to an incident. Selective implementation allows for a scaled response,
delivery of the exact resources needed, and a level of coordination appropriate to each
event.

The Framework incorporates organizational structures that promote on-scene initiative,
innovation, and sharing of essential resources drawn from aU levels of government and the
private sector. It is not always obvious whether a seemingly minor incident might be the
initial phase of a larger, rapidly growing threat. Response must be qUickly scalable, fleXible,
and adaptable.

3'1 The NIMS is available at the NRF Re50urce Center, http://www.fema.gov/NRF.
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CHAPTER III: RESPONSE ORGANIZATION

KEY CONCEPTS

NIMS provides a core set of common concepts, principles, terminology, and technologies in
the following areas:

Incident Command System (ICS). Much of NIMS is built upon leS, which was
developed by the Federal, State, and local wildland fire agencies during the 1970s.
ICS is normally structured to facilitate activities in five major functional areas:
command, operations, planning, logistics, and finance/administration. In some
circumstances, intelligence and investigations may be added as a sixth functional
area.

Multiagency Coordination System (MACS). The primary function of MACS is to
coordinate activities above the field level and to prioritize the incident demands for
critical or competing resources, thereby assisting the coordination of the operations
in the field. MACS consists of a combination of elements: personnel, procedures,
protocols, business practices, and communications integrated into a common
system. For the purpose of coordinating resources and support between multiple
jurisdictions, MACS can be implemented from a fixed facility or by other
arrangements outlined within the system. Examples of multiagency coordination
include a State or county emergency operations center, a State intelligence fusion
center, the National Operations Center, the Department of Homeland
Security/Federal Emergency Management Agency (FEMA) National Response
Coordination Center, the Department of Justice/Federal Bureau of Investigation (FBI)
Strategic Information and Operations Center, the FBI Joint Operations Center, and
the National Counterterrorism Center.

Unified Command. Unified command is an important element in multijurisdictional
or multiagency incident management. It provides guidelines to enable agencies with
different legal, geographic, and functional responsibilities to coordinate, plan, and
interact effectively. As a team effort, unified command allows all agencies with
jurisdictional authority or functional responsibility for the incident to jointly provide
management direction to an incident through a common set of incident objectives
and strategies and a single Incident Action Plan. Each participating agency maintains
its authority, responsibility, and accountability.

Training. Leaders and staff require initial training on response principles, as well as
ongoing training to provide updates on current concepts and procedures.

Identification and Management of Resources. Classifying types of resources is
essential to ensure that multiple agencies can effectively communicate and prOVide
resources during a crisis, including implementing a plan to inventory, mobilize, and
track resources prior to, during, and after an incident.

Mutual Aid and Assistance. Executing mutual aid and other agreements
established prior to an incident with appropriate entities at the local, tribal, State,
and Federal levels is an important element of preparedness, along with the readiness
to develop/implement new agreements during the life cycle of an incident.

Situational Awareness. Situational awareness is the ability to identify, process,
and comprehend the critical information about an incident. More simply, it is
knOWing what is going on around you. Situational awareness requires continuous

Page 48 National Response Framework Januarv 2008

APPENDIX 2: NATIONAL PLAN FOR 

INCIDENT MANAGEMENT 



 

  

 

CHAPTER III: RESPONSE ORGANIZATION

monitoring of relevant sources of information regard ing actual incidents and
developing hazards.

Qualifications and Certification. Competent staff is a requirement for any leader
managing an incident. During a crisis there will not be time to determine staff
qualifications, if such information has not yet been compiled and available for review
by leaders. To identify the appropriate staff to support a leader during a crisis,
qualifications based on training and expertise of staff should be identified and
evidenced by certification, if appropriate.

Collection, Tracking, and Reporting of Incident Information. Information
today is transmitted instantly via the Internet and the 24/7 news channels. While
timely information is valuable, it also can be overwhelming. For an effective
response, expertise and experience must be leveraged to support decisionmaking
and to summarize and prioritize information rapidly. Information must be gathered
accurately at the scene and effectively communicated to those who need it. To be
successful, clear lines of information flow and a common operating picture are
essential.

Crisis Action Planning. Deliberative planning during nonincident periods should
quickly transition to crisis action planning when an incident occurs. Crisis action
planning is the process for rapidly adapting existing deliberative plans and
procedures during an incident based on the actual circumstances of an event. Crisis
action planning should also include the provision of decision tools for senior leaders
to guide their decisionmaking.

Exercises. Consistent with the National Exercise Program, all stakeholders should
regularly exercise their incident management and response capabilities and
procedures to ensure that they are fully capable of executing their response
responsibilities.

LOCAL RESPONSE: STRUCTURES AND STAFFING

Figure 4. Incident Command Structure
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ICS is used by aU levels of government - Federal, State, tribal, and local - as well as by
many private-sector and nongovernmental organizations. Typically, the incident command
is structured to facilitate activities in five major functional areas: command, operations,
planning, logistics, and finance/administration.

ICS defines certain key roles for managing an ICS incident, as follows:

The Incident Commander is the individual responsible for all response activities,
including the development of strategies and tactics and the ordering and release of
resources. The Incident Commander has overall authority and responsibility for
conducting incident operations and is responsible for the management of all incident
operations at the incident site. When multiple command authorities are involved, the
incident may be led by a unified command comprised of officials who have
jurisdictional authority or functional responsibility for the incident under an
appropriate law, ordinance, or agreement. The unified command provides
direct, on-scene control of tactical operations.

The Command Staff consists of a Public Information Officer, Safety Officer, Liaison
Officer, and other positions. The Command Staff reports directly to the Incident
Commander. The General Staff normally consists of an Operations Section Chief,
Planning Section Chief, Logistics Section Chief, and Finance/Administration Section
Chief. An Intelligence/Investigations Section may be established, if required, to
meet response needs.

At the tactical level, on-scene incident command and management organization are located
at an Incident Command Post, which is typically comprised of local and mutual aid
responders.

Field Level: Area Command. If
necessary, an Area Command may be Figure 5. Area Command Structure
established to assist the agency
administrator/executive in providing oversight
for the management of multiple incidents being
handled by separate Incident Command Posts or
to oversee management of a complex incident
dispersed over a larger area and broker critical
resources. The Area Command does not have
operational responsibilities and is activated only
if necessary, depending on the complexity of the
incident and incident management span-of
control considerations. The Area Command or Incident Command Post provides information
to, and may request assistance from, the local emergency operations center.

Local Emergency Operations Center (EOC). If the Incident Commander
determines that additional resources or capabilities are needed, he or she will contact the
local EOC and relay requirements to the local emergency manager.

Local EOCs are the physical locations where multiagency coordination occurs. EOCs help
form a common operating picture of the incident, relieve on-scene command of the
burden of external coordination, and secure additional resources. The core functions of an
EOC include coordination, communications, resource allocation and tracking, and
information collection, analysis, and dissemination.
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EOCs may be permanent organizations and facilities that are staffed 24 hours a day, 7 days
a week, or they may be established to meet short-term needs. Standing EOCs (or those
activated to support larger, more complex incidents) are typically established in a central or
permanently established facility. Such permanent facilities in larger communities are
typically directed by a full-time emergency manager. EOCs may be organized by major
discipline (fire, law enforcement, medical serVices, etc.), by jurisdiction (city, county,
region, etc.), by Emergency Support Function (communications, public works, engineering,
transportation, resource support, etc.) or, more likely, by some combination thereof.

During an incident, the local emergency manager ensures the EOC is staffed to support the
incident command and arranges needed resources. The chief elected or appointed
official provides policy direction and supports the Incident Commander and emergency
manager, as needed.

EOCs at all levels of government often encourage and accommodate private-sector
participation. The private sector, in turn, can maintain parallel structures to respond to the
needs of the EOC. This representation should complement, not replace, presence in the
EOC granted currently to public utilities.

STATE RESPONSE: STRUCTURES AND STAFFING

State Emergency Operations Center (EOC). State EOCs are the physical location
where multiagency coordination occurs. Every State maintains an EOC configured to
expand as necessary to manage events requiring State-level assistance.

The local incident command structure directs on
scene emergency management activities and
maintains command and control of on-scene incident
operations. State EOCs are activated as necessary
to support local EOCs. Therefore, the State EOC is
the central location from which off-scene activities
supported by the State are coordinated. Chief
elected and appointed officials are located at the
State EOC, as well as personnel supporting core
functions. The key function of State EOC personnel
is to ensure that those who are located at the scene
have the resources (e.g., personnel, tools, and
eqUipment) they need for the response.

State and tribal officials typically take the lead to
communicate public information regarding incidents
occurring in their jurisdictions. It is essential that
immed iately folloWing the onset of an incident, the
State or tribal government, in collaboration with local
officials, ensures that:

Figure 6. State and Emergency
Operations Center
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Communication lines with the press are open, questions receive prompt responses,
and false rumors are refuted before they spread.

Information about where to receive help is communicated directly to victims and
victims' families.
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In order to coordinate the release of emergency information and other public affairs
functions, a Joint Information Center (JIC) may be established. The HC serves as a
focal point for coord inated and timely release of incident~related information to the public
and the media. Information about where to receive assistance is communicated directly to
victims and their families in an accessible format and in appropriate languages for those
with limited English proficiency.

Requesting and Managing Federal Assistance. The Governor is responsible for
requesting Federal assistance for incidents within his or her State. Overall, Federal incident
support to the State is generally coordinated through a Joint Field Office (JFO). The JFO
provides the means to integrate diverse Federal resources and engage directly with the
State. Using unified command principles, a Unified Coordination Group comprised of
senior officials from the State and key Federal departments and agencies is established at
the JFO. This group of senior officials provides the breadth of national support to achieve
shared objectives.

Details of the structures and staffing models associated with a JFO, the FEMA Regional
Response Coordination Centers (RRCCs), and other organizations that support State
response are described below, in the section regarding Federal response structures. By way
of introduction, the Framework recognizes two senior leaders appointed by the Governor to
work in coordination with the Federal JFO team.

State Coordinating Officer (SCO). The SCO plays a critical role in managing the
State response and recovery operations following Stafford Act declarations. The
Governor of the affected State appoints the SCO, and lines of authority flow from the
Governor to the SCO, following the State's policies and laws. For certain anticipated events
in which a Stafford Act declaration is expected, such as an approaching hurricane, the
Secretary of Homeland Security or the FEMA Administrator may pre-designate one or more
Federal officials to coordinate with the SCO to determine resources and actions that will
likely be required, and begin deployment of assets. The specific roles and responsibilities of
the SCO include;

Serving as the primary representative of the Governor for the affected State or
locality with the RRCC or within the JFO once it is established.

Working with the Federal Coordinating Officer to formulate State requirements,
including those that are beyond State capability, and set priorities for employment of
federal resources prOVided to the State.

Ensuring coordination of resources provided to the State via mutual aid and
assistance compacts.

Providing a linkage to local government.

Serving in the Unified Coordination Group in the JFO.

Governor's Authorized Representative. As the complexity of the response dictates,
the Framework recog nizes that the Governor may empower a Governor's Authorized
Representative to:

Execute all necessary documents for disaster assistance on behalf of the State,
including certification of applications for public assistance.
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Represent the Governor of the impacted State in the Unified Coordination Group,
when required.

Coordinate and supervise the State disaster assistance program to include serving as
its grant administrator.

Identify, in coordination with the SCO, the State's critical information needs for
incorporation into a list of Essential Elements of Information (critical items of specific
information required to plan and execute an operation and to support timely, logical
decisions).

u.s. Territories. Within the Framework, U.S. territories use the same incident
management and response structures and mechanisms as State governments for requesting
and receiving Federal assistance. Territories pose special response challenges. Working in
partnership with territorial governments, the Framework is adapted to meet these
geographic challenges through preparedness plans and pre-staging of assets.

Territorial governments may receive federally coordinated response within the U.S.
possessions, including the insular areas, and within the Federated States of Micronesia and
the Republic of the Marshall Islands. 40 Stafford Act assistance is available to Puerto Rico,
the U.S. Virgin Islands, Guam, American Samoa, and the Commonwealth of the Northern
Mariana Islands, which are included in the definition of "State" in the Stafford Act. Stafford
Act assistance also is available to the Federated States of Micronesia and the Republic of the
Marshall Islands under the Compact of Free Association.

FEDERAL RESPONSE: STRUCTURES AND STAFFING

POLICY DEVELOPMENT AND OPERATIONS COORDINATION

Policy Development. The President leads the Nation in responding effectively and
ensuring the necessary coordinating structure, leadership, and resources are applied quickly
and efficiently to large-scale incidents. The Homeland Security Council (HSC) and National
Security Council (NSC) advise the President on national strategic and policy during large
scale incidents. The HSC and NSC ensure coordination for all homeland and national
security-related activities among executive departments and agencies and promote effective
development and implementation of related policy. The HSC and NSC ensure unified
leadership across the Federal Government.

The Assistant to the President for Homeland Security and Counterterrorism and the
Assistant to the President for National Security Affairs coordinate interagency policy for
domestic and international incident management, respectively, and convene interagency
meetings to coordinate policy issues. Both Councils use well-established policy development
structures to identify issues that require interagency coordination.

To support domestic interagency policy coordination on a routine basis, HSC and NSC
deputies and principals convene to resolve significant policy issues. They are supported by
the follOWing two Policy Coordination Committees at the assistant secretary level:

40 Refer to footnote 5 for more information on U.S. possessions and freely associated states.
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Domestic Readiness Group (DRG). The DRG is an interagency body convened on
a regular basis to develop and coordinate preparedness, response, and incident
management policy. This group evaluates various policy issues of interagency
importance regarding domestic preparedness and incident management and makes
recommendations to senior levels of the policymaking structure for decision. During
an incident, the DRG may be convened by DHS to evaluate relevant interagency
policy issues regarding response and develop recommendations as may be required.

Counterterrorism Security Group (CSG). The CSG is an interagency body
convened on a regular basis to develop terrorism prevention policy and to coordinate
threat response and law enforcement investigations associated with terrorism. This
group evaluates various policy issues of interagency importance regarding
counterterrorism and makes recommendations to senior levels of the policymaking
structure for decision.

Within the structure described above, Federal departments and agencies support
policy development based on responsibilities assigned by statute, by HSPD-S, and
in specific detail in Chapter I of this document.

Operations Coordination. The Secretary of Homeland Security is the principal
Federal official responsible for domestic incident management. This includes coordinating
Federal operations and resource deployments within the United States to prepare for,
respond to, and recover from terrorist attacks, major disasters, or other emergencies. 41

All Federal departments and agencies may play significant roles in incident management
and response activities, depending on the nature and size of an event. The policies,
operational structures, and capabilities to support an integrated Federal response have
grown swiftly since the 9/11 attacks, and continue to evolve. Many of these arrangements
are defined in the Emergency Support Functions, coordinated through pre-scripted mission
assignments, and formalized in interagency agreements.

Communications among Federal departments and agencies, particularly in an era
when the Nation is at war with terrorists, requires a highly integrated capacity to
share information efficiently and effectively. By doing so, responders can effectively
manage incidents that start small but may have large consequences, such as a deliberate
attack on the food supply that might initially appear localized or even commonplace. At the
same time, these Framework mechanisms do not interfere with the established operations
of local, tribal, State, and federal agencies.

The Department of Homeland security (DHS) was created in 2003 in part to serve
as the planning integrator for the President of a more robust Federal incident
management capability and to coordinate Federal incident management activities
in support of our State and local partners. DHS is responsible for the overall
architecture of how these capabilities are executed and sustained. The Department has
considerable responsibilities and resources for emergency response, and also relies on the
statutory authorities, subject-matter expertise, and range of assets and operational
capabilities of other Federal departments and agencies.

., Per HSPD-S, paragraph 8, the Secretary of Homeland Security's operational coordination role excludes law
enforcement coordination activities assigned to the Attorney General and generally delegated to the Director of the
FBI.
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The FEMA Administrator is the principal advisor to the President, the Secretary of
Homeland Security, and the Homeland Security Council regarding emergency management.
The FEMA Administrator's duties include operation of the National Response Coordination
Center, the effective support of all Emergency Support Functions, and, more generally,
preparation for, protection against, response to, and recovery from all-hazards incidents.
Reporting to the Secretary of Homeland Security, the Administrator also is responsible for
management of the core DHS grant programs supporting homeland security. 42

Other DHS agency heads have a lead response role or an otherwise significant role,
depending upon the type and severity of the event. For example, the U.S. Coast Guard
Commandant has statutory lead authority for certain mass migration management scenarios
and significant oil/hazardous substance spill incidents in the maritime environment.

The DHS Director of Operations Coordination is the Secretary's principal advisor for the
overall departmental level of integration of incident management operations and oversees
the National Operations Center. Run by the Director, the National Operations Center is
intended to provide a one-stop information source for incident information sharing with the
White House and other Federal departments and agencies at the headquarters level.

The role of DHS in coordinating Federal response operations must be highly
collaborative. There must be excellent, mutual transparency among DHS and its Federal
partners into each other's response capabilities. The same is true with regard to States.
This requires extraordinarily close, daily operational connectivity among States, DHS,
and other departments and agencies at senior levels and at operational levels.

HEADQUARTERS-LEVEL SUPPORT STRUCTURES

National Operations Center (NOC). The NOC is the primary national hub for
situational awareness and operations coordination across the Federal Government
for incident management. It prOVides the Secretary of Homeland Security and other
principals with information necessary to make critical national-level incident management
decisions.

The NOC is a continuously operating multiagency operations center. The NOe's staff
monitors many sources of threat and hazard information from across the United States and
abroad. It is supported by a 24/7 watch officer contingent, including: (1) NOC managers;
(2) selected Federal interagency, State, and local law enforcement representatives; (3)
intelligence community liaison officers provided by the DHS Chief Intelligence Officer; (4)
analysts from the Operations Division's interagency planning element; and (5) watch
standers representing dozens of organizations and disciplines from the Federal Government
and others from the private sector.

The NOC facilitates homeland security information sharing and operations coordination with
other Federal, State, tribal, local, and nongovernmental partners. During a response to a
significant incident, the NOC meets its infonnation-fusion and information-sharing
responsibilities by prOViding spot reports, situation reports, and other information-sharing
tools, all supported by and distributed through its common operating picture. The
continued development and rapid integration at the Federal, State, tribal, and local levels of

4< See the Post-Katrina Emergency Reform Act, enacted as part of the FY 2007 DHS Appropriations Act,
P.L. 109-295.
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electronic reporting and information-sharing tools supporting the NOe's common operating
picture is a very high priority of the Framework.

NOC Ope,.ational Components. The following components of the NOC provide
integrated mission support:

National Response Coordination Center (NRCC). The NRCC is FEMA's
primary operations management center, as well as the focal point for
national resource coordination. As a 24(7 operations center, the NRCC monitors
potential or developing incidents and supports the efforts of regional and field
components.

The NRCC also has the capacity to increase staffing immediately in anticipation of or
in response to an incident by activating the full range of ESFs and other personnel as
needed to provide resources and policy guidance to a JFO or other local incident
management structures. The NRCC provides overall emergency management
coordination, conducts operational planning, deploys national-level entities, and
collects and disseminates incident information as it builds and maintains a common
operating picture. Representatives of nonprofit organizations within the private
sector may participate in the NRCC to enhance information exchange and
cooperation between these entities and the Federal Government.

National Infrastructure Coordinating Center (NICC). The NICC monitors the
Nation's critical infrastructure and key resources on an ongoing basis. During an
incident, the NICC provides a coordinating forum to share information across
infrastructure and key resources sectors through appropriate information-sharing
entities such as the Information Sharing and Analysis Centers and the Sector
Coord inating Councils.-43

Supporting Federal Operations Centers. The Federal Government has a wide range
of headquarters-level operations centers that maintain situational awareness within their
functional areas and proVide relevant information to the NOe. Most Cabinet departments
and agencies have at least one such facility. Below are examples of other Federal
operations centers that have key roles in provid ing situational awareness and interagency
coordination during incidents.

National Military Command Center (NMCC). The NMCC is the Nation's focal
point for continuous monitoring and coordination of worldwide military operations. It
directly supports combatant commanders, the Chairman of the Joint Chiefs of Staff,
the Secretary of Defense, and the President in the command of U.S. Armed Forces in
peacetime contingencies and war. Structured to support the President and Secretary
of Defense effectively and efficiently, the Center participates in a wide variety of
activities, ranging from missile warning and attack assessment to management of
peacetime contingencies such as Defense Support of Civil Authorities (DSCA)
activities. In conjunction with monitoring the current worldwide situation, the center
alerts the Joint Staff and other national agencies to developing crises and will initially
coordinate any military response reqUired.

4~ See http;//www.fema.gov/NRFforadditional information.
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National Counterterrorism Center (NCrC). The NCTC serves as the primary
Federal organization for integrating and analyzing all intelligence pertaining to
terrorism and counterterrorism and for conducting strategic operational planning by
integrating all instruments of national power.

Strategic Information and Operations Center (SIOC). The FBI SIOC is the focal
point and operational control center for all Federal intelligence, law enforcement, and
investigative law enforcement activities related to domestic terrorist incidents or
credible threats, including leading attribution investigations. The SIOC serves as an
information clearinghouse to help collect, process, vet, and disseminate information
relevant to law enforcement and criminal investigation efforts in a timely manner.
The SIOC maintains direct connectivity with the NOe. The SIOC, located at FBI
Headquarters, supports the FBI's mission in leading efforts of the law enforcement
community to detect, prevent, preempt, and disrupt terrorist attacks against the
United States.

The SIOC maintains liaison with the National Joint Terrorism Task Force (NJTIF).
The mission of the NJTIF is to enhance communications, coordination, and
cooperation among Federal, State, tribal, and local agencies representing the
intelligence, law enforcement, defense, diplomatic, public safety, and homeland
security communities by providing a point of fusion for terrorism intelligence and by
supporting Joint Terrorism Task Forces throughout the United States.

Other DHS Operations Centers. Depending upon the type of incident (e.g.,
National Special Security Events), the operations centers of other DHS operating
Components may serve as the primary operations management center in support of
the Secretary. These are the U.S. Coast Guard, Transportation Security
Administration, U.S. Secret Service, and U.S. Customs and Border Protection
operations centers.

Emergency Support Functions (ESFs). FEMA coordinates response support
from across the Federal Government and certain NGOs by calling up, as needed,
one or more of the 15 ESFs. The ESFs are coordinated by FEMA through its NRCC.
During a response, ESFs are a critical mechanism to coordinate functional capabilities and
resources provided by Federal departments and agencies, along with certain private-sector
and nongovernmental organizations. They represent an effective way to bundle and funnel
resources and capabilities to local, tribal, State, and other responders. These functions are
coordinated by a single agency but may rely on several agencies that provide resources for
each functional area. The mission of the ESFs is to provide the greatest possible access to
capabilities of the Federal Government regardless of which agency has those capabilities.

The ESFs serve as the primary operational-level mechanism to provide assistance in
functional areas such as transportation, communications, public works and engineering,
firefighting, mass care, housing, human services, public health and medical services, search
and rescue, agriculture and natural resources, and energy. A list of the 15 ESFs and a
description of the scope of each is found in Table 2.
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Table 2. Emergency Support Functions and ESF Coordinators

ESF #1 - Transportation
ESF Coordinator: Department of Transportation

· Aviation/ai~pace management and control

· Transportation safety

· Restoration and recovery of transportation infrastructure

· Movement restrictions

· Damage and impact assessment
ESF#2 Communications
ESF Coordinator: DHS (National Communications System)

· Coordination with telecommunications and information technology industries

· Restoration and repair of telecommunications infrastructure

· Protection, restoration, and sustainment of national cyber and information
technology resources

· Oversight of communications within the Federal incident management and
response structures

ESF #3 - Public Works and Engineering
ESF Coordinator: Department of Defense (U.S. Army Corps of Engineers)

· Infrastructure protection and emergency repair

· Infrastt1Jcture restoration

· Engineering services and construction management

· Emergency contracting support for life-saving and life-sustaining services

ESF#4 Firefighting
ESF Coordinator: Department of Agrk:ulture (U.S. Forest Service)

· Coordination of Federal firefighting activities

· Support to wildland, rural, and urban firefighting operations
ESF #5 Emergency Management
ESF Coordinator: DHS (FEMA)

· Coordination of incident management and response efforts

· Issuance of mission assignments

· Resource and human capital

· Incident action planning

· Financial management
ESF #6 - Mass Care,. Emergency Assistance,. Housing, and Human Services
ESF Coordinator: DHS (FEMA)

· Mass care

· Emergency assistance

· Disaster housing

· Human services
ESF #7 Logistics Management and Resource Support
ESF Coordinator: General Services Administration and DHS (FEMA)

· Comprehensive, national incident logistics planning, management, and
sustainment capability

· Resource support (facility space, office eqUipment and supplies, contracting
services, etc.)
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ESF #8 - Public Health and Medical Services
ESF Coordinator: Department of Health and Human Services

· Public health

· Medical

· Mental health services

· Mass fatalitv management

ESF #9 - Search and Rescue
ESF Coordinator: DHS (FEMAl

· Life-saving assistance

· Search and rescue operations

ESF #10 - Oil and Hazardous Materials Response
ESF Coordinator: Environmental Protection Agency

· Oil and hazardous materials (chemical, biological, radiological, etc.) response

· Environmental short- and long-term cleanup

ESF #11 Agriculture and Natural Resources
ESF Coordinator: Department of Agriculture

· Nutrition assistance

· Animal and plant disease and pest response

· Food safety and security

· Natural and cultural resources and historic properties protection

· Safety and well-being of household pets

ESF #12 - Energy
ESF Coordinator: Department of Energy

· Energy infrastructure assessment, repair, and restoration

· Energy industry utilities coordination

· Energy forecast

ESF #13 PublK: Safety and Security
ESF Coordinator: Department of Justice

· Facility and resource security

· Security planning and technical resource assistance

· Public safety and security support

· Support to access, traffic, and crowd control
ESF #14 - long-Term Community Recovery
ESF Coordinator: DHS (FEMA)

· Social and economic community impact assessment

· Long-term community recovery assistance to States, tribes, local govemments,
and the private sector

· Analysis and review of mitigation program implementation

ESF #15 - External Affairs
ESF Coordinator: DHS

· Emergency PJblic information and protective action guidance

· Media and community relations

· Congressional and international affairs

· Tribal and insular affairs
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Each ESF is comprised of a coordinator and primary and support agencies. The Framework
identifies primary agencies on the basis of authorities, resources, and capabilities. Support
agencies are assigned based on resources and capabilities in a given functional area. The
resources provided by the ESFs are consistent with resource-typing categories identified in
the NIMS.

ESFs may be selectively activated for both Stafford Act and non-Stafford Act incidents under
circumstances as defined in HSPD-S. Not all incidents requiring Federal support result in
the activation of ESFs. FEMA can deploy assets and capabilities through ESFs into an area
in anticipation of an approaching storm or event that is expected to cause a significant
impact and result. This coordination through ESFs allows FEMA to position Federal support
for a quick response, though actual assistance cannot normally be provided until the
Governor requests and receives a Presidential major disaster or emergency declaration.
Many States have also organized an ESF structure along this approach.

When ESFs are activated, they may have a headquarters, regional, and field
presence. At FEMA headquarters, the ESFs support decisionmaking and coordination of
field operations within the NRCC. The ESFs deliver a broad range of technical support and
other services at the regional level in the Regional Response Coordination Centers, and in
the Joint Field Office and Incident Command Posts, as required by the incident. At all
levels, FEMA issues mission assignments to obtain resources and capabilities from across
the ESFs in support of the State. 44

The ESFs plan and support response activities. At the headquarters, regional, and field
levels, ESFs provide staff to support the incident command sections for operations,
planning, logistics, and finance/administration, as requested. The incident command
structure enables the ESFs to work collaboratively. For example, if a State requests
assistance with a mass evacuation, the JFO would request personnel from ESF #1
(Transportation), ESF #6 (Mass Care, Emergency Assistance, Housing, and Human
SelVices), and ESF #8 (Public Health and Medical SelVices). These would then be
integrated into a single branch or group within the Operations Section to ensure effective
coordination of evacuation services. The same structures are used to organize ESF
response at the field, regional, and headquarters levels.

To support an effective response, all ESFs are required to have both strategic and more
detailed operational plans that include all participating organizations and engage the private
sector and NGOs as appropriate. The ongoing support, coordination, and integration of
ESFs and their work are core responsibilities of FEMA in its response leadership role for
DHS.

4. Additional information on the mission assignment process is contained in the Financial Management Support
Annex, which is l'Ivl'Iilable vil'l the NRF Resource Center at http://www-feml'l.gov/NRF.
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Support and Incident Annexes. Other mechanisms by which support is
harnessed among Federal, private-sector, and NGO partners are the Support and
Incident Annexes. By serving as coordinating or cooperating agencies for various Support
or Incident Annexes, Federal departments and agencies conduct a variety of activities to
include managing specific functions and missions or providing overarching Federal support
within their functional areas. Specifics on these positions are provided in the Introductions
to the Support and Incident Annexes at the NRF Resource Center.

REGIONAL SUPPORT STRUCTURE

FEMA Regional Offices. FEMA has 10 regional offices, each headed by a Regional
Administrator. The regional field structures are FEMA's permanent presence for
communities and States across the Nation. The staff at these offices support development
of all-hazards operational plans and generally help States and communities become better
prepared. These regional offices mobilize Federal assets and evaluation teams to work with
State and local agencies. Many of FEMA's most experienced response personnel are
employed at regional offices.

Figure 7. FEMA Regions

•

Each of FEMA's regional offices
maintains a Regional Response
Coordination Center (RRCC). The
RRCCs are 24/7 coordination centers
that expand to become an interagency
facility staffed by ESFs in anticipation of
a serious incident in the region or
immediately following an incident.
Operating under the direction of the
FEMA Regional Administrator, the
RRCCs coordinate Federal regional
response efforts, and maintain
connectivity with State EOCs, State
fusion centers, Federal Executive
Boards, and other Federal and State
operations and coordination centers
that have potential to contribute to development of situational awareness. Ongoing RRCC
operations transition to a JFO once it is established, so that the RRCC can remain ready to
deal with new incidents.

other Federal departments and agencies have regional or field offices that may participate
with State, tribal, and local governments in planning for incidents under their jurisdiction
and prOVide initial response assets to the incident.

FIELD SUPPORT STRUCTURE

Initial Response. Depending upon the type and scope of incident, in coordination
with State and local agencies, Federal assets may be dispatched during the first
hours following an incident. Of course, in some cases, the proximity of Federal response
employees already working in a community may be able to deliver Federal support that
ranges from experienced and professional emergency management teams to other
temporary and ad hoc assistance.
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Following a Presidential disaster declaration, a wide array of Federal assets can be deployed
as needed. For example, FEMA may deploy Incident Management Assistance Teams
(IMATs), which are interagency, regionally based response teams that provide a forward
Federal presence to improve response to serious incidents.

The IMATs support efforts to meet the emergent needs of State and local jurisdictions,
possess the capability to provide initial situational awareness for Federal decisionmakers,
and support the establishment of Federal coord ination efforts with the State.

Other initial response and coordination tools deployed by FEMA in conjunction with declared
emergencies and disasters include:

Hurricane Liaison Team (HLT). The HLT is a small team designed to enhance
hurricane disaster response by facilitating information exchange between the
National Hurricane Center in Miami and other National Oceanic and Atmospheric
Administration components, as well as Federal, State, tribal, and local government
officials.

Urban Search and Rescue (U5&R) Task Forces. The National US&R Response
System is a framework for structuring local emergency services personnel into
integrated response task forces. The 28 National US&R Task Forces, complete with
the necessary tools, equipment, skills, and techniques, can be deployed by FEMA to
assist State, tribal, and local governments in rescuing victims of structural collapse
incidents or to assist in other search and rescue missions. Each task force must
have all its personnel and equipment at the embarkation point within 6 hours of
activation. The task force can be dispatched and en route to its destination within a
matter of hours.

Mobile Emergency Response Support (MERS). The primary function of MERS is
to prOVide mobile telecommunications capabilities and life, logistics, operational, and
power-generation support required for the on-site management of response
activities. MERS support falls into three broad categories: (1) operational support
elements, (2) communications equipment and operators, and (3) logistics support.

MERS supports Federal, State, tribal, and local responders in their efforts to save
lives, protect property, and coordinate response operations. Staged in six strategic
locations, one with offshore capabilities, the MERS detachments can concurrently
support multiple field operating sites within an incident area.

Joint Field Office (JFO). The JFO is the primary Federal incident management
field structure. The JFO is a temporary Federal facility that provides a central location for
the coordination of Federal, State, tribal, and local governments and private-sector and
nongovernmental organizations with primary responsibility for response and recovery. The
JFO structure is organized, staffed, and managed in a manner consistent with NIMS
principles and is led by the Unified Coordination Group. Although the JFO uses an ICS
structure, the JFO does not manage on-scene operations. Instead, the JFO focuses on
prOViding support to on-scene efforts and conducting broader support operations that may
extend beyond the incident site.

Personnel fmm Federal and State departments and agencies, other jurisdictional
entities, the private sector, and NGOs may be requested to staff various levels of
the JFO, depending on the requirements of the incident. When incidents impact the
entire Nation or multiple States or localities, multiple JFOs may be established. In these

Page 62 National Response Framework Januarv 2008

APPENDIX 2: NATIONAL PLAN FOR 

INCIDENT MANAGEMENT 



 

  

 

CHAPTER III: RESPONSE ORGANIZATION

situations, coordination will occur following the principles of Unified Area Command. The
physical location of such a coord ination entity depends on the situation.

As the primary field structure, the JFO provides the organizing structure to integrate diverse
Federal authorities and capabilities and coordinate Federal response and recovery
operations. For additional information on staffing and procedures, see the JFO Standard
Operating Procedure. <45 The JFO is internally organized and operated using the concepts
and principles of the NIMS.

The figure below represents an overview of the JFO and its key components.

Figure 8. Joint Field Office
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and Others

I
Defense

~ -1 ICOOfdlnatlng Safety Ollicer
Element

Operations II Planning II loglsllcs II Finance/Admin I

Emergency Support Functions

45 This and other Standard Operating Procedures are available at the NRF Resource Center,
http://wwwJema.gov/NRF.
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Unified Coordination Group. The JFO is led by the Unified Coordination Group,
which is comprised of specified senior leaders representing State and Federal
interests, and in certain circumstances tribal governments, local jurisdictions, the private
sector, or NGOs. The Unified Coordination Group typically consists of the Principal Federal
Official (if designated), Federal Coordinating Officer (FCO), State Coordinating Officer, and
senior officials from other entities with primary statutory or jurisdictional responsibility and
significant operational responsibility for an aspect of an incident (e.g., the Senior Health
Official, Department of Defense representative, or Senior Federal Law Enforcement Official if
assigned). Within the Unified Coordination Group, the FCO is the primary Federal official
responsible for coordinating, integrating, and synchronizing Federal response activities.

The composition of the Unified Coordination Group will vary, depending upon the
scope and nature of the incident and the assets deployed in support of the affected
jurisdiction.

The JFO structure normally includes a Unified Coordination Staff. The Unified Coordination
Group determines the extent of staffing based on the type and magnitude of the incident.
See the JFO Standard Operating Procedure for further details on these and other Federal
staff positions supporting the field operation.

Infrastructure Liaison. The Infrastructure Liaison is assigned by the DHS Office of
Infrastructure Protection and advises the Unified Coordination Group on regionally or
nationally significant CIKR issues. 46

Safety Officer. The JFO Safety Officer is the senior advisor on all occupational safety and
health concerns affecting and arising from the incident.

The JFO is organized into four sections based on the les standard organization as follows:

Operations Section. The Operations Section coordinates operational support with
on-scene incident management efforts. Branches, divisions, and groups may be
added or deleted as required, depending on the nature of the incident. The
Operations Section is also responsible for coordinating with other Federal facilities
that may be established to support incident management activities.

Planning Section. The Planning Section's functions include the collection,
evaluation, dissemination, and use of information regarding the threat or incident
and the status of Federal resources. The Planning Section prepares and documents
Federal support actions and develops unified action, contingency, long-term, and
other plans.

Logistics section. The Logistics Section coordinates logistics support that includes:
control of and accountability for Federal supplies and equipment; resource ordering;
delivery of equipment, supplies, and services to the JFO and other field locations;
facility location, setup, space management, bUilding services, and general facility
operations; transportation coordination and fleet management services; information
and technology systems selVices; administrative services such as mail management
and reproduction; and customer assistance.

.... For more information see the CIKR Support Annex, available at the NRF Resource Center,
http://wwwJema.gov/NRF.
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Finance and Administration Section. The Finance and Administration Section is
responsible for the financial management, monitoring, and tracking of all Federal
costs relating to the incident and the functioning of the JFO while adhering to all
Federal laws and regulations.

All or portions of this organizational structure may be activated based on the nature and
magnitude of the threat or incident.

Depending on the scope and nature of the incident, the Unified Coordination Group identifies
what Federal capabilities are needed and requests Federal staff from these areas to support
the JFO structure.

The JFO is the primary, but not the only, Federal field structure. Presidential
directives47 and other authorities outline the primary areas of responsibility that guide
Federal support at national, regional, and field levels. The field structures are designed to
implement these lanes of responsibility and provide coordination to ensure an effective
response. In addition to the JFO, these include:

Joint Operations Center (JOC). The JOC is an interagency command post
established by the FBI to manage terrorist threats or incidents and investigative and
intelligence activities. The JOC coordinates the necessary local, State, and Federal
assets required to support the investigation, and to prepare for, respond to, and
resolve the threat or incident. 40

Joint Information Center (JIC). The JIC is responsible for the coordination and
dissemination of information for the public and media concerning an incident. JICs
may be established locally, regionally, or nationally depending on the size and
magnitude of the incident.

The JIC is established at or Virtually connected to the JFO, through the ESF #15 
External Affairs staff. JICs may be established at multiple locations if the nature and
magnitude of the incident require. Co-location of the Federal, State, tribal, and local
JICs is encouraged.

There may be additional field structures. These facilities should be co-located to the extent
possible, or otherwise established in close proximity. While these structures may not be
physically co-located, they will, when and if established, maintain connectivity to share
information and remain aligned in purpose and intent. Each coordination center will
nonnally assign liaisons to each of the other coordination centers to ensure alignment.

FIELD SUPPORT ROLES

The Federal team that assembles to provide unified coordination is composed of multiple
senior leaders performing supporting roles tailored to the specific event. Not all of these will
be deployed at every incident that involves a Federal response.

<1 HSPD-S, -Management of Domestic Incidents"
413 for detail on the relationship between the Joe and the JfO. see the Terrorism Incident Law Enforcement Annex,
available at the NRF Resource Center, http://www.fema.govINRf.
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Obviously, not aU Federal response efforts come with Stafford Act funding and the full array
of Stafford Act staffing. However, a Stafford Act incident, such as a large hurricane or
earthquake, will generate a very disciplined and scripted deployment. An equally disciplined
yet different array of Federal personnel and alternative leadership positions may be
deployed for other non-Stafford Act incidents. All necessary staffing options are provided
for by the Framework and anticipated with its various incident scenario plans.

For example, a mass migration event in the Gulf of Mexico would entail a U.S. Coast Guard
response lead. An oil spill for which the Coast Guard has cleanup responsibility under the
Oil Pollution Act of 1990 does not result in establishment of a JFO, but it employs similar
organizational structures under the leadership of the Coast Guard's On-Scene Coordinator. 49

Alternatively, the criminal investigation following a car bomb attack on an airport will be
directed by the Attorney General, and would closely involve the Transportation Security
Administration from the moment of an explosion to institute appropriate airport security
measures, yet may not generate a Stafford Act declaration.

Key senior Federal officials that typically may be deployed with a Federal incident
management team include those discussed below.

Principal Federal Official (PFO). By law and by Presidential directive, the Secretary
of Homeland Security is the principal Federal official responsible for coordination of all
domestic incidents requiring multiagency Federal response. The Secretary may elect to
designate a single individual to serve as his or her primary representative to ensure
consistency of Federal support as well as the overall effectiveness of the Federal incident
management. When appointed, such an individual serves in the field as the PFO for the
incident.

Congress has provided that, notwithstanding the general prohibition on appointing a PFO for
Stafford Act incidents, "there may be instances in which FEMA should not be the lead
agency in charge of the response, such as a pandemic outbreak or an Olympic event." In
such cases, the Secretary may assign a PFO. Congress also recognized that there may be
"major non-Stafford Act responses that may include a Stafford Act component." In such
cases, also, the Secretary may assign a PFO.

The Secretary will only appoint a PFO for catastrophic or unusually complex incidents that
require extraordinary coordination. When appointed, the PFO interfaces with Federal, State,
tribal, and local jurisdictional officials regard ing the overall Federal incident management
strategy and acts as the primary Federal spokesperson for coordinated media and public
communications. The PFO serves as a member of the Unified Coordination Group and
provides a primary point of contact and situational awareness locally for the Secretary of
Homela nd 5ecu rity.

A PFO is a senior Federal official with proven management experience and strong
leadership capabilities. The PFO deploys with a smal!l highly trained mobile
support staff. Both the PFO and support staff undergo specific training prior to
appointment to their respective positions. Once formally designated for an ongoing
incident, a PFO relinquishes the conduct of all previous duties to focus exclusively on his or
her incident management responsibilities.

4'" See U.S. Coast Guard Marine Safety Manual, available at http://www.uscg.mil/hq/g-m/nmc/pubs/msm.
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The same individual will not serve as the Principal Federal Official and the Federal
Coordinating Officer (see below) at the same time for the same incident. When
both positions are assigned, the FCO will have responsibility for administering Stafford Act
authorities, as described below. The Secretary is not restricted to DHS officials when
selecting a PFO.

The PFO does not direct or replace the incident command structure established at
the incident. Nor does the PFO have directive authority over a Federal Coordinating
Officer, a Senior Federal Law Enforcement Official, a DOD Joint Task Force Commander, or
any other Federal or State official. Other Federal incident management officials retain their
authorities as defined in existing statutes and directives. Rather, the PFO promotes
collaboration and, as possible, resolves any Federal interagency conflict that may arise. The
PFO identifies and presents to the Secretary of Homeland Security any policy issues that
require resolution.

Federal Coordinating Officer (FCO). For Stafford Act incidents (i.e., emergencies or
major disasters), upon the recommendation of the FEMA Administrator and the Secretary of
Homeland Security, the President appoints an FCO. The FCO is a senior FEMA official
trained, certified, and well experienced in emergency management, and
specifically appointed to coordinate Federal support in the response to and
recovery from emergencies and major disasters. The FCO executes Stafford Act
authorities, including commitment of FEMA resources and the mission assignment of other
Federal departments or agencies. If a major disaster or emergency declaration covers a
geographic area that spans all or parts of more than one State, the President may decide to
appoint a single FCO for the entire incident, with other individuals as needed serving as
Deputy FCOs.

In all cases, the FCO represents the FEMA Administrator in the field to discharge
all FEMA responsibilities for the response and recovery efforts underway. For
Stafford Act events, the FCO is the primary Federal representative with whom the SCO and
other State, tribal, and local response officials interface to determine the most urgent needs
and set objectives for an effective response in collaboration with the Unified Coord ination
Group.

In Stafford Act incidents, the FCO is the focal point of coordination within the Unified
Coordination Group, ensuring overall integration of federal emergency management,
resource allocation, and seamless integration of Federal activities in support of, and in
coordination With, State, tribal, and local requirements.

Some FCOs are given additional, specialized training regarding unusually complex incidents.
For example, one may be further trained for catastrophic earthquake response, whereas
another might cultivate unique skills for response related to weapons of mass destruction or
pandemic influenza.

Pre-Oesignated PFOs and FCOs. In certain scenarios, the Secretary of
Homeland Security may pre-designate a PFO and/or FCO. Such pre-designation can
focus on specified geographic areas or be based on specific potential threats - or a
combination of both. For example, beginning in 2007, the Secretary pre-designated a
national PFO and five regional PFOs together with a national FCO and regional FCOs, who
will serve in the event of a nationwide outbreak of pandemic influenza or other similar
nationwide biolog ical event.
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Pre-designation of these leadership teams is allowing for sustained advance planning
conducted with State, tribal, and local leaders.

Fede...al Resou ...ce Coo...dinato... (FRC). In non~Stafford Act situations, when a Federal
department or agency acting under its own authority has requested the assistance of the
Secretary of Homeland Security to obtain support from other Federal departments and
agencies, DHS may designate an FRC. In these situations, the FRC coordinates support
through interagency agreements and memorandums of understanding. Relying on the
same skill set, DHS may select the FRC from the FCO cadre or other personnel with
equivalent knowledge, skills, and abilities. The FRC is responsible for coordinating timely
delivery of resources to the requesting agency.

Defense Coo...dinating Office... (DCO). DOD has appointed 10 DCOs and assigned
one to each FEMA region. If requested and approved, the DCO serves as DOD's single point
of contact at the JFO for requesting assistance from DOD. With few exceptions, requests for
Defense Support of Civil Authorities (DSCA) originating at the JFO are coordinated with and
processed through the DCO. The DCO may have a Defense Coordinating Element consisting
of a staff and military liaison officers to facilitate coordination and support to activated ESFs.

Specific responsibilities of the DCO (subject to modification based on the situation) include
processing requirements for military support, forwarding mission assignments to the
appropriate military organizations through DOD-designated channels, and assigning military
liaisons, as appropriate, to activated ESFs.

Senio... Fede...allaw Enfo...cement Official (SFlEO). The SFLEO is an official
appointed by the Attorney General during an incident requiring a coordinated Federal
response to coordinate all law enforcement, public safety, and security operations with
intelligence or investigative law enforcement operations directly related to the incident. The
SFLEO is a member of the Unified Coordination Group and, as such, is responsible to ensure
that allocation of law enforcement requirements and resource allocations are coordinated as
appropriate with all other members of the Group. In the event of a terrorist incident, the
SFLEO will normally be a senior FBI official who has coordinating authority over all law
enforcement activities related to the incident, both those falling within the Attorney
General's explicit authority as recognized in HSPD-S and those otherwise directly related to
the incident itself.

Joint Task Fo...ce (JTF) Commande.... Based on the complexity and type of incident,
and the anticipated level of DOD resource involvement, DOD may elect to designate a JTF to
command Federal (Title 10) military activities in support of the incident objectives. If a JTF
is established, consistent with operational requirements, its command and control element
will be co-located with the senior on-scene leadership at the JFO to ensure coordination and
unity of effort. The co-location of the JTF command and control element does not replace
the requirement for a DCO/Defense Coordinating Element as part of the JFO Unified
Coordination Staff. The DCO remains the DOD single point of contact in the JFO for
requesting assistance from DOD.
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The JTF Commander exercises operational control of Federal military personnel and most
defense resources in a Federal response. Some DOD entities, such as the U.S. Anny Corps
of Engineers, may respond under separate established authorities and do not provide
support under the operational control of a JTF Commander. Unless federalized, National
Guard forces remain under the control of a State Governor. Close coordination between
Federal military, other DOD entities, and National Guard forces in a response is critical.

Other Senior Officials. Based on the scope and nature of an incident, senior officials
from other Federal departments and agencies, State, tribal, or local governments, and the
private sector or NGOs may participate in a Unified Coordination Group. Usually, the larger
and more complex the incident, the greater the number of entities represented.
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CHAPTER IV

PLANNING: A CRITICAL ELEMENT OF

EFFECTIVE RESPONSE

This chapter emphasizes the importance of planning as the cornerstone of national
preparedness and briefly summarizes planning structures that are relevant to the
Framework.

Federal, State, tribal, and local government planning is mutually supportive. Planning for
low-probability, high-consequence scenarios is a Federal focus and complements a State,
tribal, and local focus on more likely and frequently experienced smaller-scale events.

THE FRAMEWORK AND PLANNING

Planning across the full range of homeland security operations is an inherent responsibility
of every level of government. This Framework fosters unity of effort for emergency
operations planning by providing common doctrine and purpose.

A plan is a continuous, evolving instrument of anticipated actions that maximize
opportunities and gUide response operations. Since planning is an ongoing process, a plan
is an interim product based on information and understanding at the moment, and is
subject to revision. That is why plans are best described as "living" documents.

THE VALUE OF PLANNING

Planning provides three principal benefits: (1) it allows jurisdictions to influence the course
of events in an emergency by determining in advance the actions, policies, and processes
that will be followed; (2) it guides other preparedness activities; and (3) it contributes to
unity of effort by providing a common blueprint for activity in the event of an emergency.
Planning is a foundational element of both preparedness and response and thus is an
essential homeland security activity. Emergency planning is a national priority, as reflected
in the National Preparedness Guidelines. 50

50 HSPD-8, ~National Preparedness, ~ required the development of the National Preparedness Goal, since renamed
the Nationa! Preparedness Guidelines.
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NATIONAL PREPAREDNESS ARCIllTECTURE

A great deal has been accomplished in developing a rigorous national preparedness
architecture that enables all levels of government to successfully plan for response
operations. These efforts have yielded the National Preparedness Guidelines; the National
Infrastructure Protection Plan (NIPP) and 17 sector-specific plans to protect critical
infrastructure; the National Incident Management System (NIMS); National Continuity
policies and directives; a coordinated National Exercise Schedule; and support through an
extensive portfolio of grant programs.

A national focus on preparedness is imperative to develop the capabilities that
empower the Framework and response planning. The National Preparedness
Guidelines and the NIPP focus on preparedness activities conducted in the absence of a
specific threat or hazard. The Framework uses these programs and investments to build the
capacity to respond to all manner and magnitude of threats and hazards.

The National Preparedness Guidelines are comprised of four critical elements:

The National Preparedness Vision provides a concise statement of the core
preparedness goal for the Nation.

The National Planning Scenarios are planning tools that represent a minimum
number of credible scenarios depicting the range of potential terrorist attacks and
natural disasters and related impacts facing our Nation. They form a basis for
coordinated Federal planning, training, and exercises.

The Universal Task List is a menu of unique tasks that link strategies to
prevention, protection, response, and recovery tasks for the major events
represented by the National Planning Scenarios. It provides a common vocabulary of
critical tasks that support development of essential capabilities among organizations
at all levels. The List was used to assist in creating the Target Capabilities List.

The Target Capabilities List defines specific capabilities that all levels of
government should possess in order to respond effectively to incidents.

The NIPP and its 17 sector-specific plans create a system for protection of critical
infrastructure and key resources that includes both the public and private sectors.
It establishes protection standards and objectives developed in partnership with each of the
17 sectors, and creates consultative mechanisms, including those for sharing key threat
information, with the private sector which owns or operates most of the Nation's critical
infrastructure.

Publication of these strategic documents - supported by others developed at the Federal,
State, tribal, and local levels - defines the essential architecture of our national
preparedness system and marks a significant milestone in post-gIll preparedness.
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THEFEDERALPLANNmGSTRUCTURE

The Federal planning structure supports the Framework and the State, tribal, and local
planning structure through the National Preparedness Guidelines, including the National
Planning Scenarios and core capabilities; the NIMS; the NIPP and sector-specific plans;
Federal strategic and concept plans for each set of National Planning Scenarios, supported
by department and agency operations plans; National Continuity policies and directives; and
a National Exercise Schedule that incorporates Federal, State, tribal, and local exercises.

The National Planning SCenarios are the focus of Federal planning efforts. They
represent examples of the gravest dangers facing the United States and have been
accorded the highest priority for Federal planning. Using a shared set of scenarios
provides a common yardstick for determining how to achieve expected planning results.
Homeland Security Presidential Directive 8, "National Preparedness," Annex I (National
Planning), describes use of the National Planning Scenarios. The 15 scenarios have been
grouped into 8 key scenario sets that reflect common characteristics in order to integrate
planning for like events, and to conduct cross-cutting capability development. The
scenarios will be updated and amended on a biennial basis using risk-based analysis to
ascertain the most likely or most dangerous threats to the homeland.

Building on the principles described within the Framework, the Federal planning structure
calls for three levels of Federal plans for each National Planning Scenario:

A Strategic Guidance Statement and Strategic Plan that together define the
broad national strategic objectives; delineate authorities, roles, and responsibilities;
determine required capabilities; and develop performance and effectiveness
measures essential to prevent, protect against, respond to, and recover from
domestic incidents.

A National-Level Interagency Concept Plan (CONPLAN) that describes the
concept of operations for integrating and synchronizing Federal capabilities to
accomplish critical tasks, and describes how Federal capabilities will be integrated
into and support regional, State, and local plans to meet the objectives described in
the Strategic Plan.

Federal Department and Agency Operations Plans (OPLANs) developed by and
for each Federal department or agency describing detailed resource, personnel, and
asset allocations necessary to support the concept of operations detailed in the
CONPLAN.

The Framework and planning structure leverage existing plans and planning activities. For
example, pandemic influenza is one of the scenarios in the Guidelines. A National Strategy
for Pandemic Influenza was published in November 2005 for this scenario. S1 It included
extensive public comment and collaboration with public health and emergency management
professionals at all levels. That document is available at the NRF Resource Center in
support of the Framework. A detailed concept of operations consistent with the Framework
has been drafted, and each department and agency has drafted individual operational plans
that describe how they will employ specific resources, personnel, and assets.

51 See http://www.whitehouse.gov/homeIClnd/pandemic-influenza.html.
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THE STATE, TRIBAL, AND LOCAL PLANNING STRUCTURE

State, tribal, and local governments have responsibility to develop detailed, robust all
hazards plans and hazard- or incident-specific annexes with supporting procedures and
protocols to address their locally identified hazards and risks. They use hazard identification
and risk assessment (HIRA) to identify hazards and associated risk to persons, property,
and structures and to improve protection from natural- and human-caused hazards. HIRA
serves as a foundation for planning, resource management, capability development, public
education, and training and exercises.

The State, tribal, and local planning structure is supported by Federal preparedness
assistance. This structure in turn supports the Framework and the Federal planning
structure by building capabilities that contribute to national response capacity. The key
scenario sets represent hazards of nationwide concern. They should be included in State,
tribal, and local governments' HIRA processes in order to ensure plans are tested against all
manner and magnitude of threats and hazards, and that national planning is fully integrated
and mutually supportive.

In most instances, Federal plans are implemented when a State's resources are not
sufficient to cope with an incident and the Governor has requested Federal assistance. The
intersection of the Federal and State, tribal, and local plans and planning is described in the
new Comprehensive Preparedness Guide (CPG) 101, "Producing Emergency Plans: A Guide
for All-Hazard Emergency Operations Planning for State, Territorial, Local and Tribal
Governments," which replaces State and Local Guide (SLG) 101, "Guide for All-Hazards
Emergency Operations Planning."

CRITERIA FOR SUCCESSFUL PLANNING

The Framework employs common criteria to measure key aspects of response planning:

Acceptability. A plan is acceptable if it can meet the requirements of anticipated
scenarios, can be implemented within the costs and timeframes that senior officials
and the public can support, and is consistent with applicable laws.

Adequacy. A plan is adequate if it complies with applicable planning guidance,
planning assumptions are valid and relevant, and the concept of operations identifies
and add resses critical tasks specific to the plan's objectives.

Completeness. A plan is complete if it incorporates major actions, objectives, and
tasks to be accomplished. The complete plan addresses the personnel and resources
required and sound concepts for how those will be deployed, employed, sustained,
and demobilized. It also addresses timelines and criteria for measuring success in
achieving objectives, and the desired end state. Completeness of a plan can be
greatly enhanced by including in the planning process all those who could be
affected.

Consistency and Standardization of Products. Standardized planning processes
and products foster consistency, interoperability, and collaboration.
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Feasibility. A plan is considered feasible if the critical tasks can be accomplished
with the resources available internally or through mutual aid, immediate need for
additional resources from other sources (in the case of a local plan, from State or
Federal partners) are identified in detail and coordinated in advance, and procedures
are in place to integrate and employ resources effectively from all potential
providers.

Flexibility. Flexibility and adaptability are promoted by decentralized
decisionmaking and by accommodating all hazards ranging from smaller~scale

incidents to wider national contingencies.

Interoperability and Collaboration. A plan is interoperable and collaborative if it
identifies other plan holders with similar and complementary plans and objectives,
and supports regular collaboration focused on integrating with those plans to
optimize achievement of individual and collective goals and objectives in an incident.

Table 3 shows the relationship of the scenario sets to the National Planning Scenarios.

Table 3. Relationship of Scenario Sets to Planning Scenarios

Key Scenario Sets National Planning Scenarios

1. Explosives Attack - Bombing Using · Scenario 12: Explosives Attack - Bombing Using
Improvised Explosive Device Improvised Explosive Device

2. Nuclear Attack · Scenario 1: Nuclear Detonation - Improvised
Nuclear Device

3. Radiological Attack - Radiological · Scenario 11: Radiological Attack Radiological

Dispersal Device Dispersal Device

4. Biological Attack - With annexes for · Scenario 2: Biological Attack - Aerosol Anthrax
different pathogens · Scenario 4: Biological Attack - Plague

· Scenario 13: Biological Attack - Food
Contamination

· Scenario 14: Biological Attack - Foreign Animal
Disease

5. Chemical Attack - With annexes for · Scenario 5: Chemical Attack - Blister Agent
different agents · Scenario 6: Chemical Attack - Toxic Industrial

Chemicals

· Scenario 7: Chemical Attack - Nerve Agent

· Scenario 8: Chemical Attack - Chlorine Tank
Explosion

6. Natural Disaster - With annexes for · Scenario 9: Natural Disaster - MajOr Earthquake
different disasters · Scenario 10: Natural Disaster - Major Hurricane

7. Cyber Attack · Scenario 15: Cyber Attack

•• Pandemic Influenza · Scenario 3: Biological Disease Outbreak -
Pandemic Influenza
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CHAPTER V

ADDITIONAL RESOURCES

As indicated earlier, the National Response Framework is comprised of the core
document, the Emergency Support Function (ESF), Support, and Incident Annexes,
and the Partner Guides. The Framework is supported by an online tool designed
especially for emergency management practitioners, the NRF Resource Center
(http://www.fema.gov/NRF).This online resource will grow and routinely evolve in support
of the Framework and those who work with it. The core Framework should require
significant change only infrequently. However, the operational planning and detailed work
of developing stronger emergency management plans and capabilities will require a
continued rapid pace of change in the months and years ahead.

The NRF Resource Center is intended to supply a nimble, state-of-the-art forum for
sharing and encouraging such improvement. This chapter describes how additional
resources and operational information will be made available, especially to
emergency management practitioners, in support of the Framework.

SUPPORTING DOCUMENTS AND THE NRF RESOURCE CENTER

To assist readers in implementing the Framework, the Resource Center is an
online repository of supporting documents, resources, and educational materials.
It is intended especially to assist emergency management practitioners. This repository
provides a single, Web-based portal for documents, information, training materials, and
other tools needed for response partners to understand and execute their roles under the
Framework.

Formally cleared annexes, resources, and other reference material associated with the
Framework are posted on this portal. In addition, the Resource Center portal will be
dynamic, providing links to additional preparedness resources and updating the
Framework's formal supporting documents as necessary.

The online Resource Center's home page may be found at http://www.fema.gov/NRF. As all
Resource Center postings will be routinely evaluated, updated, and augmented, the
remainder of this chapter contains a roadmap of what initially conveys from the National
Response Plan (NRP) and an outline of work to come.

The Resource Center contains multiple supporting documents, including ESF, Support, and
Incident Annexes and several informational documents, such as an overview of the main
Stafford Act provisions, a guide to authorities and references, and an acronym list. As
noted in Chapter IV, ongoing planning activities will result in the development of additional
strategic gUidance and plans, which will be added to the Resource Center upon approval and
as necessary.

As mentioned earlier, the Emergency Support Function Annexes group Federal resources
and capabilities into functional areas that are most frequently needed in a national
response. The revised ESF Annexes reflect real-world experience. For example, at a Joint
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Field Office, instead of working in separate ESF structures, the Operations Section Chief
might establish a mass evacuation branch or group to examine cross-cutting issues and
request representatives from Transportation (ESF #1), Public Health and Medical Services
(ESF #8) and Mass Care, Emergency Assistance, Housing, and Human Services (ESF #6).
This approach retains the functional expertise of ESFs but leverages cross-cutting teams to
ensure an effective and integrated response.

The Support Annexes describe how Federal departments and agencies, the private sector,
volunteer organizations, and NGOs coordinate and execute the common support processes
and administrative tasks required during an incident. The actions described in the Support
Annexes are not limited to particular types of events, but are overarching in nature and
applicable to nearly every type of incident. In addition, they may support several ESFs.

The Support Annexes provide a starting point to understand support needed under the
Framework. Further assessment is required to evaluate essential local, tribal, State,
Federal, and private-sector resources needed to execute the capabilities specified by the
National Preparedness Guidelines. We will then build repeatedly on these annexes to
develop support tools tailored to meet the Nation's response requirements.

The Incident Annexes describe the concept of operations to address specific contingency or
hazard situations or an element of an incident requiring specialized application of the
Framework. The overarching nature of functions described in these annexes frequently
involves either support to or cooperation of all Federal departments and agencies involved
in incident management efforts to ensure seamless integration of and transitions between
preparedness, prevention, response, recovery, and mitigation activities.

Initial NRF Resource Center Documentation. Initial postings to the Web page
supporting the Framework include the following:

1. Emergency Support Function Annexes

ESF #1 - Transportation
ESF #2 - Communications
ESF #3 - Public Works and Engineering
ESF #4 - Firefighting
ESF #5 - Emergency Management
ESF #6 - Mass Care, Emergency Assistance, Housing, and Human Services
ESF #7 - Logistics Management and Resource Support
ESF #8 - Public Health and Medical Services
ESF #9 - Search and Rescue
ESF #10 - Oil and Hazardous Materials Response
ESF #11 - Agriculture and Natural Resources
ESF #12 - Energy
ESF #13 - Public Safety and Security
ESF #14 - Long-Term Community Recovery
ESF #15 - External Affairs

2. Support Annexes

Critical Infrastructure and Key Resources
Financial Management
International Coordination
Private-Sector Coordination
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Public Affairs
Tribal Relations
Volunteer and Donations Management
Worker Safety and Health

3. Incident Annexes

Biological Incident
catastrophic Incident
Cyber Incident
Food and Agriculture Incident
Mass Evacuation Incident
Nuclear/Radiological Incident
Terrorism Incident Law Enforcement and Investigation

4. Partner Guides

Local Government Response Partner Guide
State Response Partner Guide
Private-Sector and Nongovernmental Response Partner Guide
Federal Response Partner Guide

s. References

Glossary of Key Terms
List of Acronyms
Authorities and References
Overview of Stafford Act
Key resource references: The National Incident Management System; National
Infrastructure Protection Plan; sector-specific plans, etc.

6. Learning Center

The Framework will incorporate a learning center that includes job aids, educational
tools, links to the broader range of preparedness reports and documentation, and access
to Web-based training courses. It will contain material that is routinely evaluated and
updated for accuracy and currency.

EFFECTIVE DATE AND FRAMEWORK IMPLEMENTATION

The National Response Framework builds upon and supersedes the National Response Plan
(December 2004, as amended May 2006). The changes reflected in this document are not
substantively dramatic, and in no regard does this Framework alter the basic NIMS-based
structures adopted for field-based incident management structures and activities.

Because the Framework builds on capabilities developed under the NRP, its implementation
will be streamlined and reqUirements for new training will be minimal.

The effective date for implementation will be 60 days after final publication.
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ACRONYMS

CIKR: Critical Infrastructure and Key
Resources

CONPLAN: (National-Level Interagency]
Concept Plan

CPG: Comprehensive Preparedness Guide

CSG: Counterterrorism Security Group

DCO: Defense Coordinating Officer

DHS: Department of Homeland Security

DOD: Department of Defense

DRG: Domestic Readiness Group

DSCA: Defense Support of Civil
Authorities

EMAC: Emergency Management
Assistance Compact

EOC: Emergency Operations Center

ESF: Emergency Support Function

FBI: Federal Bureau of Investigation

FCO: Federal Coordinating Officer

FEMA: Federal Emergency Management
Agency

FRC: Federal Resource Coordinator

HIRA: Hazard Identification and Risk
Assessment

HLT: Hurricane Liaison Team

HSC: Homeland Security Council

HSEEP: Homeland Security Exercise and
Evaluation Program

HSIN: Homeland Security Information
Network

HSPD: Homeland Security Presidential
Directive

ICS: Incident Command System

IMAT: Incident Management Assistance
Team

IMT: Incident Management Team

JFO: Joint Field Office

lIC: Joint Information Center

JOC: Joint Operations Center

JTF: Joint Task Force

MACS: Multiagency Coordination System

MERS: Mobile Emergency Response
Support

NCTC: National Counterterrorism Center

NGQ: Nongovernmental Organization

NICC: National Infrastructure
Coordinating Center

NIMS: National Incident Management
System

NIPP: National Infrastructure Protection
Plan

NJTTF: National Joint Terrorism Task
Force

NMCC: National Military Command
Center

NOC: National Operations Center

NRCC: National Response Coordination
Center

NRF: National Response Framework

NRP: National Response Plan

NSC: National Security Council

QPLAN: Operations Plan

P.L.: Public Law

PFO: Principal Federal Official

RRCC: Regional Response Coordination
Center

SCQ: State Coordinating Officer

SIOC: Strategic Information and
Operations Center

sLG: State and Local Guide

SFLEO: Senior Federal Law Enforcement
Official

U.S.C.: U.S. Code

US&R: Urban Search and Rescue

[National] VQAD: Voluntary
Organizations Active in Disaster
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APPENDIX 3 

DOD CBRNE CONSEQUENCE MANAGEMENT 

APPENDIX 3-1: DoDD 3025.12, MILITARY ASSISTANCE FOR CIVIL 

DISTURBANCES 

Department of Defense
 
DIRECTIVE
 

NUMBER 3025.12 

February 4, 1994 

USD(P) 

SUBJECT: Military Assistance for Civil Disturbances (MACDIS) 

References: 

(a) DoD Directive 3025.12, "Employment of Military Resources in the Event of Civil 

Disturbances," August 19, 1971 (hereby canceled) 

(b) Executive Order, 12656 "Assignment of Emergency Preparedness Responsibilities," 

November 18, 1988 

(c) DoD Directive 5160.54, "DoD Key Asset Protection Program (KAPP)," June 26, 1989 

(d) DoD Directive 3025.1, "Military Support to Civil Authorities (MSCA)," January 15, 1993 

(e) through (r), see enclosure 1 

1. REISSUANCE AND PURPOSE 

This Directive reissues reference (a) to: 

1.1. Update policy and responsibilities governing planning and response by the DoD Components for 

military assistance to Federal, State, and local government (including government of U.S. territories) and their law 

enforcement agencies for civil disturbances and civil disturbance operations, including response to terrorist 

incidents, which hereafter are referred to cumulatively as "Military Assistance for Civil Disturbances (MACDIS)." 

1.2. Designate the Secretary of the Army as the "DoD Executive Agent for MACDIS." 

1.3. Ensure continuous planning by the DoD Components, both in the Department of Defense and in 

cooperation with civil government agencies for MACDIS operations that may be required during any time or 

condition of peace, war, or transition to war, including any national security emergency, as defined in reference (b). 

1.4. Provide for the inclusion in MACDIS of appropriate measures to support civil law enforcement in 

providing for the physical security of Federal property and DoD key assets (as defined by reference (c)) when they 

are threatened by a civil disturbance or terrorist incident. 

1.5. Facilitate the coordination of MACDIS with Military Support to Civil Authorities (MSCA) under 

reference (d), when required in civil emergencies, particularly those following any attack on the United States. 

1.6. Authorize the publication of DoD 3025.12-R, "Military Assistance for Civil Disturbances (MACDIS) 

Regulation," consistent with DoD 5025.1-M (reference (e)), at the election of the DoD Executive Agent. 

Alternatively, the DoD Executive Agent is authorized to include in the DoD Civil Disturbance Plan (GARDEN 

PLOT) all material that might otherwise be publishable by a DoD Regulation, to provide administrative and logistics 

procedures and operational guidance for implementation of this Directive by all the DoD Components. 
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2. APPLICABILITY AND SCOPE 

This Directive: 

2.1. Applies to the Office of the Secretary of Defense, the Military Departments, the Chairman of the Joint 

Chiefs of Staff, the Combatant Commands, the Inspector General of the Department of Defense, the Defense 

Agencies, and the DoD Field Activities (hereafter referred to collectively as "the DoD Components"). The term 

"Military Services," as used herein, refers to the Army, the Navy, the Air Force, the Marine Corps, and the U.S. 

Coast Guard (USCG) (when it is operating, or planning for operations, as a Service of the Navy). 

2.2. Shall govern MACDIS activities of all the DoD Components in the 50 States, the District of Columbia, 

the Commonwealth of Puerto Rico, and the U.S. territories and possessions. 

2.3. Normally, shall be applied separately from DoD Directives 5525.5 and 5030.46 (references (f) and 

(g)). It may be applied with either or both references (f) and (g) under certain circumstances, as determined by the 

DoD Executive Agent. 

2.4. Governs all planning and response by the DoD Components for MACDIS. Where applicable in the 50 

States, the District of Columbia, the Commonwealth of Puerto Rico, and the U.S. territories and possessions, 

contingency war plans also shall provide for use of the DoD Executive Agency established in subparagraph 4.3.1., 

this Directive, until otherwise directed by the Secretary of Defense. 

2.5. Shall not include responsibility for response to aircraft piracy or counterdrug operations that are 

governed by other legal authorities and DoD Directives. Responsibilities of the DoD Components for aircraft piracy 

and counterdrug operations shall be communicated by the Chairman of the Joint Chiefs of Staff for the Secretary of 

Defense under authorities other than this Directive. 

3. DEFINITIONS 

Terms used in this Directive are defined in enclosure 2. 

4. POLICY 

4.1. National Policy 

4.1.1. The President is authorized by the Constitution and laws of the United States to employ the 

Armed Forces of the United States to suppress insurrections, rebellions, and domestic violence under various 

conditions and circumstances. Planning and preparedness by the Federal Government and the Department of 

Defense for civil disturbances are important due to the potential severity of the consequences of such events for the 

Nation and the population. 

4.1.2. Military resources may be employed in support of civilian law enforcement operations in 

the 50 States, the District of Columbia, the Commonwealth of Puerto Rico, and the U.S. territories and possessions 

only in the parameters of the Constitution and laws of the United States and the authority of the President and the 

Secretary of Defense, including delegations of that authority through this Directive or other means. 

4.1.3. The primary responsibility for protecting life and property and maintaining law and order in 

the civilian community is vested in the State and local governments. Supplementary responsibility is vested by 

statute in specific Agencies of the Federal Government other than the Department of Defense. The President has 

additional powers and responsibilities under the Constitution of the United States to ensure that law and order are 

maintained. 

4.1.4. Responsibility for the management of the Federal response to civil disturbances rests with 

the Attorney General of the United States. 
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4.1.5. Any employment of Military Forces in support of law enforcement operations shall 

maintain the primacy of civilian authority. Requests from the Attorney General to the Department of Defense shall 

be provided in response to an official request by State or Federal civil law enforcement or Executive authorities. 

4.1.6. The employment of U.S. Military Forces to control civil disturbances shall be authorized by 

the President through an Executive order directing the Secretary of Defense to act in a specified civil jurisdiction 

under specific circumstances. 

4.1.7. Planning by the DoD Components for MACDIS shall be compatible with contingency plans 

for national security emergencies, and with planning for MSCA under DoD Directive 3025.1 (reference (d)). For 

example: 

4.1.7.1. Under E.O. 12656 (reference (b)), it is the policy of the Federal Government to 

have sufficient capabilities at all levels of government to meet essential defense and civilian needs during any 

national security emergency. That policy directs the Heads of the Federal Departments and Agencies to identify 

facilities and resources, both Government and private, essential to the national defense and national welfare, and to 

develop strategies, plans, and programs to provide for the security of such facilities and resources, and avoid or 

minimize disruptions during any national security emergency. In some circumstances, risks to such facilities and 

resources may coincide with or constitute civil disturbances. 

4.1.7.2. Under the national civil defense policy, the Department of Defense shall support 

civil authorities in civil defense, to include facilitating the use of the National Guard in each State for response in 

both peacetime disasters and national security emergencies. In some circumstances, an attack may coincide with or 

encompass civil disturbances. 

4.2. Department of Defense Policy 

4.2.1. The DoD Executive Agent under this Directive shall be the principal point of contact 

between the Department of Defense and the Department of Justice (DoJ) for planning and executing MACDIS. 

4.2.2. Military Forces shall not be used for MACDIS unless specifically authorized by the 

President, except in the following emergency circumstances. In these circumstances, responsible DoD officials and 

commanders will use all available means to seek Presidential authorization through the chain of command while 

applying their emergency authority under this Directive. 

4.2.2.1. When the use of Military Forces is necessary to prevent loss of life or wanton 

destruction of property, or to restore governmental functioning and public order. That "emergency authority" applies 

when sudden and unexpected civil disturbances (including civil disturbances incident to earthquake, fire, flood, or 

other such calamity endangering life) occur, if duly constituted local authorities are unable to control the situation 

and circumstances preclude obtaining prior authorization by the President. 

4.2.2.2. When duly constituted State or local authorities are unable or decline to provide 

adequate protection for Federal property or Federal governmental functions, Federal action (including the use of 

Military Forces) is authorized, as necessary, to protect the Federal property or functions. 

4.2.3. Military Forces shall be made available for MACDIS, consistent with DoD priorities, which 

shall be coordinated by the DoD Executive Agent, as required by this Directive. 

4.2.4. The DoD Components shall strictly comply with planning and operational guidance from 

the DoD Executive Agent. 

4.2.5. The Military Forces employed in MACDIS operations shall remain under military command 

and control at all times. 
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4.2.6. The pre-positioning of Military Forces for MACDIS operations shall not exceed a battalion-

sized unit unless a larger force is authorized by the President. 

4.2.7. The DoD Components shall not take charge of any function of civil government unless 

absolutely necessary under conditions of extreme emergency. Any commander who is directed, or undertakes, to 

control such functions shall strictly limit military actions to the emergency needs, and shall facilitate the 

reestablishment of civil responsibility at the earliest time possible. 

4.3. Delegations of Authority. The Secretary of Defense shall be assisted in executing his responsibility for 

MACDIS by the following: 

4.3.1. The Secretary of the Army shall be the DoD Executive Agent and shall act for the Secretary 

of Defense in accordance with this Directive and any supplemental direction or guidance received from the 

Secretary of Defense. In that capacity, the DoD Executive Agent shall develop planning guidance, plans, and 

procedures for MACDIS, in accordance with this Directive. The DoD Executive Agent has the authority of the 

Secretary of Defense to task the DoD Components to plan for and to commit DoD resources, in response to requests 

from civil authorities under MACDIS. The DoD Executive Agent shall coordinate with the Chairman of the Joint 

Chiefs of Staff any commitment of Military Forces assigned to the Combatant Commands. 

4.3.2. The Chairman of the Joint Chiefs of Staff shall communicate to the Commanders of the 

Combatant Commands appropriate guidance issued by the DoD Executive Agent for their compliance with this 

Directive, and also shall assist the DoD Executive Agent in developing MACDIS planning guidance for all 

conditions of war or attacks on the United States or its territories. 

4.3.3. The Commander in Chief, U.S. Atlantic Command (USCINCACOM); the Commander in 

Chief, U.S. Pacific Command (USCINCPAC); and the Commander in Chief, U.S. Special Operations Command 

(USCINCSOC), shall serve as DoD Planning Agents for MACDIS. Under guidance issued by the DoD Executive 

Agent, after coordination with the Chairman of the Joint Chiefs of Staff, the DoD Planning Agents shall conduct 

MACDIS planning, execute MACDIS as directed by the DoD Executive Agent, and lead MACDIS planning 

activities of the DoD Components in the following areas: 

4.3.3.1. The USCINCACOM (48 contiguous States, the District of Columbia, the 

Commonwealth of Puerto Rico, and the territory of the U.S. Virgin Islands). 

4.3.3.2. USCINCPAC (Alaska, Hawaii, and the U.S. possessions, and territories in the 

Pacific area). 

4.3.3.3. USCINCSOC (For DoD response to a terrorist incident). 

4.3.4. For response to domestic terrorist incidents and other purposes, the DoD Executive Agent 

shall obtain authority from the Secretary of Defense for any employment of U.S. counterterrorism forces. The DoD 

Executive Agent shall coordinate with the Chairman of the Joint Chiefs of Staff any request, contingency plan, 

directive, or order affecting the employment of such forces and, simultaneously, shall provide all applicable 

information to the Assistant Secretary of Defense (Special Operations and Low-Intensity Conflict), who provides 

policy oversight for the Secretary of Defense, in accordance with DoD Directive 5138.3 (reference (h)). 

4.3.5. The Secretary of Defense reserves the authority to modify or terminate the Executive 

Agency established by this Directive if operational needs so require in a particular situation. 

4.4. MACDIS Policy 

4.4.1. The DoD Components shall respond to requirements of the DoD Executive Agent and DoD 

Planning Agents for MACDIS planning and operations, in accordance with any of the following: 

4.4.1.1. This Directive; 
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4.4.1.2. DoD 3025.12-R, if published; 

4.4.1.3. The DoD Civil Disturbance Plan ("GARDEN PLOT"); or 

4.4.1.4. Any other plans or orders published by the DoD Executive Agent. 

4.4.2. To ensure essential control and sound management of all Military Forces employed in 

MACDIS operations, centralized direction from the DoD Executive Agent shall guide planning by the DoD 

Components, whether alone or with civil authorities; and execution of MACDIS missions shall be decentralized 

through the DoD Planning Agents or other Joint Task Force Commanders only when specifically directed by the 

DoD Executive Agent. 

4.4.3. MACDIS operations are unprogrammed emergency requirements for the Department of 

Defense. DoD Instruction 7200.9 (reference (i)) prescribes procedures for financing and reporting costs associated 

with civil disturbance operations. The DoD Components shall comply with the procedures in that Instruction to 

determine whether financing is to be accomplished on a reimbursable or non-reimbursable basis. 

4.4.4. MACDIS plans and preparedness measures must foster efficient employment of Federal 

resources controlled by the National Guard (whether employed under State or Federal authority), as well as 

resources of the DoD Components. 

4.5. Role of the National Guard 

4.5.1. Army and Air National Guard Forces have primary responsibility for providing military 

assistance to State and local government agencies in civil disturbances, normally serving on State active duty status 

under the command of the State's governor, in accordance with State law. 

4.5.2. Federal Forces shall not be placed under the command of National Guard authorities who 

are not on Federal active duty. Federal Military Forces may conduct MACDIS operations with National Guard 

Forces, or otherwise support National Guard Forces that are operating under State orders. 

4.5.3. National Guard Forces may be ordered into Federal service to ensure unified command and 

control of all Military Forces for MACDIS operations, if the President determines that action to be necessary in 

extreme circumstances. 

4.5.4. The Army National Guard State Area Commands (STARCs) shall plan for contingency use 

of non-Federalized National Guard Forces for civil disturbance operations, and to facilitate MACDIS operations 

within its State, if federalized. 

4.6. Cooperation With Civil Agencies 

4.6.1. The Attorney General of the United States is designated to receive and coordinate 

preliminary requests for MACDIS from civil agencies. 

4.6.1.1. Formal requests shall be addressed to the President, who shall determine the 

Federal action to be taken. 

4.6.1.2. In the DoJ, the Federal Bureau of Investigation (FBI) leads the operational 

response to a civil disturbance incident. 

4.6.1.3. The President may provide, through the Attorney General or other source, a 

personal representative to communicate the President's policy guidance to the military commander for MACDIS 

operations. That representative may augment, but shall not replace, the military chain of command. In addition, an 

individual may be designated by the Attorney General as the Senior Civilian Representative of the Attorney General. 
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4.6.2. The DoD Executive Agent shall represent the Department of Defense in coordinating with 

the DoJ on MACDIS planning and execution. 

4.6.3. The DoD Executive Agent also shall represent the Department of Defense in coordinating 

MACDIS planning and execution with other Federal and State law enforcement agencies, and shall delegate 

authority for such coordination to others, as appropriate. 

4.7. DoD Key Asset Protection Program (KAPP) 

4.7.1. DoD Directive 5160.54 (reference (c)) directs compliance by the Department of Defense 

with E.O. 12656 (reference (b)), in part, through establishing the DoD KAPP to ensure the identification, planning, 

and protection of key industrial and infrastructure assets not owned by the Department of Defense, but of critical 

importance to the Department of Defense 

4.7.2. MACDIS shall not include any responsibility to develop plans to protect specific DoD key 

assets. The DoD Executive Agent and the DoD Planning Agents established by this Directive shall be cognizant of 

the KAPP, and shall do the following: 

4.7.2.1. Plan to provide assistance to civil law enforcement, if required, to ensure the 

physical security of DoD key assets, if necessary, as a primary or secondary mission with MACDIS operations. 

4.7.2.2. Prepare to use existing plans for the protection of DoD key assets to help 

MACDIS operations, where such plans can increase effectiveness and efficiency of Military Forces under conditions 

short of mobilization or attack. 

4.8. Domestic Terrorist Incidents 

4.8.1. Responsibility for managing the Federal response to acts of terrorism in the United States 

rests with the Attorney General of the United States. 

4.8.1.1. The Attorney General coordinates all Federal Government activities during a 

major terrorist incident and advises the President as to whether and when to commit Military Forces in response to 

such a situation. 

4.8.1.2. In the DoJ, the lead Agency for the operational response to a terrorist incident is 

the FBI. The initial tactical response to such incidents is made by the FBI Special Agent in Charge at the scene, 

under the supervision of the Director of the FBI, who has overall responsibility for ongoing operations to contain 

and resolve the incident. 

4.8.2. All military preparations and operations, including the employment of Military Forces at the 

scene, for any terrorist incident in the 50 States, the District of Columbia, the Commonwealth of Puerto Rico, and 

the U.S. territories and possessions, shall be the primary responsibility of the DoD Executive Agent under this 

Directive. 

4.8.2.1. In discharging those functions, the DoD Executive Agent shall observe such law 

enforcement policies as the Attorney General may determine. 

4.8.2.2. When a terrorist incident develops, having a potential for military involvement, 

the DoD Executive Agent may dispatch military observers to the incident site, on mutual agreement between 

Department of Defense and the FBI, to appraise the situation before any decision is made to commit Federal 

Military Forces. Any dispatch of U.S. counterterrorism forces as observers shall be specifically authorized by the 

Secretary of Defense through the Chairman of the Joint Chiefs of Staff. 
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4.8.3. When U.S. counterterrorism forces are authorized to assist with the resolution of a domestic 

terrorist incident, the Chairman of the Joint Chiefs of Staff shall issue the appropriate order for the Secretary of 

Defense. That order shall designate the command relationships for the deploying forces. 

5. RESPONSIBILITIES 

5.1. The Under Secretary of Defense for Policy shall: 

5.1.1. Exercise policy oversight of MACDIS for the Secretary of Defense, and ensure 

compatibility of MACDIS with National Security Emergency Preparedness, in accordance with DoD Directive 

3020.36 and E.O. 12656 (references (j) and (b)). 

5.1.2. Assist the DoD Executive Agent in coordinating DoD policy governing MACDIS with the 

DoJ and other Federal and State agencies, and with the DoD Components, as required. 

5.2. The Comptroller of the Department of Defense shall facilitate accounting procedures that shall enable 

the Department of Defense to respond expeditiously to all emergency requirements for MACDIS. 

5.3. The Assistant to the Secretary of Defense for Public Affairs shall: 

5.3.1. Advise the DoD Executive Agent, the Chairman of the Joint Chiefs of Staff, the Under 

Secretary of Defense for Policy, the DoD Planning Agents, and others, as required, on public affairs matters 

impacting on MACDIS. 

5.3.2. Provide assistance and guidance to the DoD Executive Agent, and provide personnel to 

serve as DoD points of contact with other Federal and State or local civil agencies on public affairs matters, as 

required, for MACDIS operations. 

5.4. The Assistant Secretary of Defense (Legislative Affairs) shall: 

5.4.1. Advise the DoD Executive Agent, the Chairman of the Joint Chiefs of Staff, the Under 

Secretary of Defense for Policy, the DoD Planning Agents, and others, as required, on legislative affairs impacting 

on MACDIS. 

5.4.2. Provide legislative liaison on all matters involving MACDIS, including guidance to the 

DoD Executive Agent (and to others as appropriate) on the release of information to the Congress related to 

assistance given to civil authorities during MACDIS operations. 

5.5. The Assistant Secretary of Defense (Special Operations and Low-Intensity Conflict) shall: 

5.5.1. Facilitate and support planning by the DoD Executive Agent under this Directive for the 

contingent use of U.S. counterterrorism forces in response to domestic terrorist incidents. 

5.5.2. Provide civilian policy oversight for the Secretary of Defense, and provide policy 

recommendations on the use of U.S. counterterrorism forces. 

5.6. The Assistant Secretary of Defense (Reserve Affairs) shall provide advice to the DoD Executive 

Agent, the Chairman o the Joint Chiefs of Staff, the Under Secretary of Defense for Policy, and others, as required 

on Reserve component matters impacting on MACDIS, particularly any consideration of the activation of Reserve 

component forces or the federalization of the National Guard for MACDIS operations. 

5.7. The General Counsel of the Department of Defense shall advise the Secretary of Defense and the 

Under Secretary of Defense for Policy, as required, on legal matters impacting on MACDIS, and assist the DoD 

Executive Agent, as required. 

5.8. The Chairman of the Joint Chiefs of Staff shall: 
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5.8.1. Advise the Secretary of Defense and the DoD Executive Agent on policies, responsibilities, 

and programs bearing on MACDIS. 

5.8.2. In coordination with the DoD Executive Agent, facilitate communications by the DoD 

Executive Agent with Commanders of Combatant Commands, as appropriate. 

5.8.3. Ensure the compatibility of MACDIS plans with other military plans. 

5.8.4. Assist in the DoD Executive Agent's determination of military units and capabilities 

sufficient for all contingencies of the GARDEN PLOT plan. 

5.8.5. Support training for and coordinated evaluation of MACDIS plans and capabilities by the 

Commanders of the Combatant Commands through exercises or other means, as appropriate. 

5.9. The Secretary of the Army, as the DoD Executive Agent, shall: 

5.9.1. Provide for participation by all the components of the Army in MACDIS planning, in 

accordance with this Directive; and ensure readiness of Active and Reserve components of the Army to execute 

plans for MACDIS. 

5.9.2. Represent the Secretary of Defense in communications and negotiations on MACDIS with 

the DoJ or other Agencies of Federal, State, or local government. 

5.9.3. Coordinate with the Chairman of the Joint Chiefs of Staff, in advance, for the employment 

of forces assigned to the Combatant Commands in MACDIS missions. 

5.6.4. Use the "Directorate of Military Support (DOMS)" established by the Secretary of the 

Army, as the DoD Executive Agent under DoD Directive 3025.1 (reference (d)), to also serve as the principal 

coordinator of duties of the DoD Executive Agent under this Directive. 

5.9.5. Establish guidance, through the National Guard Bureau, for the Adjutants General of the 50 

States, the District of Columbia, the territory of Guam, the Commonwealth of Puerto Rico, and the territory of the 

Virgin Islands to ensure compliance by the National Guard with this Directive. Such guidance shall provide for the 

following: 

5.9.5.1. Resourcing the National Guard for MACDIS planning and response tasks. This 

shall include nonstandard equipment and materiel items required for MACDIS (e.g., body and face shields, and riot 

batons, etc.). 

5.9.5.2. National Guard interfaces with commands and installations of all the Services, 

including the DoD Planning Agents, and with State civil agencies. 5.9.5.3. National Guard acceptance, support, and 

utilization of liaison and augmentation from all Military Services, as appropriate. 

5.9.5.4. Continuous evaluation of the capabilities of the Army National Guard to deal 

with civil disturbances when operating under either State or Federal authority, and facilitate training for the 

enhancement of those capabilities. 

5.9.6. With the Secretaries of the Military Departments and the Assistant Secretary of Defense (Reserve 

Affairs), establish DoD policies and procedures for timely action to: 

5.9.6.1. Call the Army and Air National Guard to active Federal service; 

5.9.6.2. Order the National Guard or other Reserve components to active duty; and 
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5.9.6.3. Employ such forces, when any of such actions are authorized by law, to carry out 

this Directive under specific conditions and circumstances. (See 10 U.S.C. 331-335 and 672 (d) (reference (k)).) 

5.9.7. Direct the DoD Planning Agents designated in subparagraph 4.3.3., above, to develop 

generic and incident-specific plans for MACDIS. 5.9.8. Promulgate orders, rules, and regulations, as appropriate, to 

govern all MACDIS operations in which the use of force or deadly force is or can be authorized, and all essential 

guidance on applicability of the the Insurrection Act and the Posse Comitatus Act (references (k) and (l)). Also 

ensure that all Joint Task Force or other commanders who are authorized to execute MACDIS missions promulgate 

supplemental rules of engagement and rules for the use of force, to cover the current circumstances of each 

MACDIS operation. 

5.9.10. Maintain liaison with the DoJ and other Federal law enforcement agencies for MACDIS. 

5.9.11. In accordance with the DoD Directives 5200.27 and 5240.1 (references (m) and (n)), and 

all governing regulations promulgated thereunder, the DoD Executive Agent shall promulgate policy guidelines and 

operational procedures that shall restrict, to the maximum extent consistent with effective conduct of MACDIS 

missions, the collection, retention, and dissemination of information on persons not affiliated with Department of 

Defense in support of MACDIS planning and operations. 

5.9.12. Develop or select, and recommend to the DoD Components, MACDIS training programs, 

courses, and materials. Include specialized training for liaison officers and elements who will provide DoD interface 

with the National Guard, or with Federal and State law enforcement agencies when authorized, for MACDIS 

operations. 

5.9.13. Publish planning guidance, administrative and logistics procedures, rules and regulations, 

and orders, to be followed by the DoD Components in providing resources for MACDIS. Such essential guidance 

and direction may be published in DoD 3025.12-R, or covered under the GARDEN PLOT Plan, at the election of 

the DoD Executive Agent. 

5.9.14. Delegate authority under this Directive, as appropriate, except that any authority delegated 

to the DoD Executive Agent by the Secretary of Defense for the use of U.S. counterterrorism forces may be 

redelegated in each instance only as specifically approved by the Secretary of Defense. 

5.10. The Secretary of the Navy shall: 

5.10.1. Provide for participation by all the components of the Navy and the Marine Corps in 

MACDIS planning, to include assigning planning agents as directed by the DoD Executive Agent. 

5.10.2. Ensure the readiness of Active and Reserve components to execute plans for MACDIS. 

5.10.3. Maintain liaison and coordinate planning with the Department of Transportation for 

participation by USCG forces in MACDIS. 

5.10.4. Furnish technical advice and support for MACDIS planning and implementation in areas 

that are unique to the Navy, the Marine Corps, and the USCG. 

5.11. The Secretary of the Air Force shall: 

5.11.1. Provide for participation by all the components of the Air Force in MACDIS planning, to 

include assigning planning agents as directed by the DoD Executive Agent. 

5.11.2. Ensure readiness of Active and Reserve components to execute plans for MACDIS. 

5.11.3. Facilitate planning by the Civil Air Patrol for participation in MACDIS. 
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5.11.4. Furnish technical advice and support for MACDIS planning and implementation in areas 

that are unique to the Air Force and its wartime augmentation elements. 

5.12. The Commander in Chief, U.S. Atlantic Command; the Commander in Chief, U.S. Pacific Command; 

and the Commander in Chief, U.S. Special Operations Command shall: 

5.12.1. In accordance with guidance from the DoD Executive Agent, as communicated through the 

Chairman of the Joint Chiefs of Staff: 

5.12.1.1. Serve as DoD Planning Agents for MACDIS for the areas specified in 

subparagraph 4.3.3., above, and develop MACDIS plans and preparedness measures for their MACDIS areas of 

responsibility. 

5.12.1.2. Ensure cooperative planning of operations for MACDIS between the DoD 

Components and other Federal or State civil agencies, as required. 

5.12.1.3. Coordinate with the State Adjutants General through channels established by 

the Secretary of the Army. 

5.12.1.4. Plan to perform any designated function of the DoD Executive Agent under this 

Directive, if ordered by the Secretary of Defense. 

5.12.1.5. Evaluate MACDIS plans, preparedness measures, and training in joint civil 

military exercises. 

5.12.2. Prepare and execute MACDIS as directed by the DoD Executive Agent. Employ liaison 

officers to coordinate emergency response operations with civil agencies, the National Guard, the Military 

Departments, and the other commanders in chief. 

5.13. The Directors of the Defense Agencies shall: 

5.13.1. Designate a "principal planning agent" and "regional planning agents" for MACDIS, and 

advise the DoD Executive Agent of such designated agents. 

5.13.2. Ensure effective and efficient coordination of planning by subordinate elements with the 

STARCs, and State and local civil authorities, through the DoD Planning Agents, as directed by the DoD Executive 

Agent. 

5.12.3. Furnish technical advice and support for MACDIS planning and implementation in areas 

that are uniquely within the competence of the Defense Agency. 

6. INFORMATION REQUIREMENTS 

The reporting requirements in section 5., above, are exempt from licensing in accordance with DoD 8910.1-M 

(formerly DoD 7750.5-M) (reference (o)). 

7. EFFECTIVE DATE AND IMPLEMENTATION 

This Directive is effective immediately. The Secretary of the Army, as DoD Executive Agent, shall provide 

guidance to the other DoD Components, through DoD 3025.12-R, the DoD Civil Disturbance Plan (GARDEN 

PLOT), or both, in accordance with this Directive within 120 days; and the DoD Components shall revise existing 

documents or develop implementing documents, as necessary, to comply with that guidance and this Directive. 

Forward one copy of implementing documents to the Secretary of the Army within 120 days of receipt of that 

guidance. 
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APPENDIX 3: DOD CBRNE 

CONSEQUENCE MANAGEMENT 

/S/ 

William J. Perry 

Secretary of Defense 

Enclosures - 2 

E1. References, continued 

E2. Definitions 

E1. ENCLOSURE 1
 
REFERENCES, continued
 

(e) DoD 5025.1-M, "DoD Directives System Procedures," December 1990 

(f) DoD Directive 5525.5, "DoD Cooperation with Civilian Law Enforcement Officials," January 15, 1986 

(g) DoD Directive 5030.46, "Assistance to the District of Columbia Government in Combating Crime," March 26, 

1971 

(h) DoD Directive 5138.3, "Assistant Secretary of Defense (Special Operations and Low-Intensity Conflict)," 

January 4, 1988 

(i) DoD Instruction 7200.9, "Financing and Reporting Costs of Military Resources Used in Civil Disturbances," 

January 26, 1970 

(j) DoD Directive 3020.36, "Assignment of National Security Emergency Preparedness (NSEP) Responsibilities to 

DoD Components," November 2, 1988 

(k) Sections 331-335 and 672 of title 10, United States Code, "The Insurrection Act" 

(l) Section 1385 of title 18, United States Code, "The Posse Comitatus Act" 

(m) DoD Directive 5200.27, "Acquisition of Information Concerning Persons and Organizations Not Affiliated with 

the Department of Defense," January 7, 1980 

(n) DoD Directive 5240.1, "DoD Intelligence Activities," April 25, 1988 

(o) DoD 8910.1-M, "DoD Procedures for Management of Information Requirements," November 1986 

(p) Section 1472i of title 49, United States Code, "The Federal Aviation Act of 1958" 

(q) Section 2251 of title 50, United States Code, "The Federal Civil Defense Act of 1950" 

(r) Section 5121 of title 42, United States Code, "The Robert T. Stafford Disaster Relief and Emergency Assistance 

Act"f 

E2. ENCLOSURE 2
 
DEFINITIONS
 

E2.1.1. Air Piracy. Any seizure or exercise of control, by force or violence, or threat of force or violence, or 

by any other form of intimidation, and with wrongful intent, of an aircraft. See 49 U.S.C. 1472i (reference (p)). 

E2.1.2. Attack. Any attack or series of attacks by an enemy of the United States causing, or that may cause, 

substantial damage or injury to civilian property or persons in the United States (or its territories) in any manner, by 

sabotage or by the use of bombs, shellfire, or nuclear, radiological chemical, bacteriological, or biological means, or 

other weapons or processes. See 50 U.S.C. 2251 (reference (q)). 

E2.1.3. Civil Defense. All those activities and measures designed or undertaken to do the following: 

E2.1.3.1. Minimize the effects on the civilian population caused, or that would be caused, by an 

attack on the United States or by a natural or technological disaster. 

E2.1.3.2. Deal with the immediate emergency conditions that would be created by any such attack 

or natural or technological disaster. 

E2.1.3.3. Effectuate emergency repairs to, or the emergency restoration of, vital utilities and 

facilities destroyed or damaged by any such attack or natural or technological disaster. 
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APPENDIX 3: DOD CBRNE 

CONSEQUENCE MANAGEMENT 

E2.1.4. Civil Disturbances. Group acts of violence and disorders prejudicial to public law and order in the 

50 States, the District of Columbia, the Commonwealth of Puerto Rico, the U.S. possessions and territories, or any 

political subdivision thereof. The term "civil disturbance" includes all domestic conditions requiring the use of 

Federal Armed Forces under this Directive. (Also see definition E2.1.12., below.) 

E2.1.5. Civil Emergency. Any natural or manmade disaster or emergency that causes or could cause 

substantial harm to the population or infrastructure. That term can include a "major disaster" or "emergency," as 

those terms are defined in the Stafford Act, as amended (reference (r)), as well as consequences of an attack or a 

national security emergency. Under reference (r), the terms "major disaster" and "emergency" are defined 

substantially by action of the President in declaring that extant circumstances and risks justify Presidential 

implementation of the legal powers in those statutes. 

E2.1.6. Civil Emergency Preparedness. The nonmilitary actions taken by Federal Agencies, the private 

sector, and individual citizens to meet essential human needs, to support the military effort, to ensure continuity of 

Federal authority at national and regional levels, and to ensure survival as a free and independent nation under all 

emergency conditions, including a national emergency caused by threatened or actual attack on the United States. 

E2.1.7. Civil Government Resources. Civil resources owned by, controlled by, or under the jurisdiction of 

civilian Agencies of the U.S. Government, or of State and local government agencies. 

E2.1.8. Civil Resources. Resources that normally are not controlled by the Government, including 

workforce, food and water, health resources, industrial production, housing and construction, telecommunications, 

energy, transportation, minerals, materials, supplies, and other essential resources and services. Such resources 

cannot be ordered to support needs of the public except by competent civil government authority. 

E2.1.9. DoD Executive Agent. The individual designated by position to have and to exercise the assigned 

responsibility and delegated authority of the Secretary of Defense, as specified in this Directive. 

E2.1.10. DoD Planning Agent. An individual designated by position to facilitate and coordinate MACDIS 

contingency planning (and MACDIS operations when ordered) by all the DoD Components in an assigned 

geographic area inaccordance with this Directive. 

E2.1.11. DoD Resources. Military and civilian personnel, including Selected and Ready Reservists of the 

Military Services, and facilities, equipment, supplies, and services owned by, controlled by, or under the jurisdiction 

of a DoD Component. 

E2.1.12. Domestic Terrorist Incident. A form of civil disturbance, that is a distinct criminal act that is 

committed or threatened to be committed by a group or single individual to advance a political objective, and which 

endangers safety of people, property, or a Federal function in the 50 States, the District of Columbia, the 

Commonwealth of Puerto Rico, and the U.S. territories and possessions. Domestic terrorist incidents do not include 

"air piracy," as defined above. 

E2.1.13. Federal Function. Any function, operation, or action carried out under the laws of the United 

States by any Department, Agency, or instrumentality of the United States, or by an officer or employee thereof. 

E2.1.14. Federal Property. Property that is owned, leased, possessed, or occupied by the Federal 

Government. 

E2.1.15. Military Resources. Military and civilian personnel, facilities, equipment, and supplies under the 

control of a DoD Component. 

E2.1.16. Military Support to Civil Authorities (MSCA). Those activities and measures taken by the DoD 

Components to foster mutual assistance and support between the Department of Defense and any civil government 

agency in planning or preparedness for, or in the application of resources for response to, the consequences of civil 

emergencies or attacks, including national security emergencies. 
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E2.1.17. National Security Emergency. Any occurrence, including natural disaster, military attack, 

technological emergency, or other emergency, that seriously degrades or seriously threatens the national security of 

the United States. (See E.O. 12656 (reference (b)).) 

E2.1.18. Planning Agent. A military or civilian official of any DoD Component, who has been designated 

by the Head of that Component to exercise delegated authority for MACDIS planning for the entire DoD 

Component (i.e., "principal planning agent") or for certain subordinate elements or a specified geographic area (e.g., 

"regional planning agents"). Authority and responsibilities of each planning agent shall be defined by the DoD 

Component, and may include MACDIS response as well as planning at the election of any DoD Component. The 

actual authority of planning agents shall be communicated to others, as determined by the DoD Component, or when 

requested by the DoD Executive Agent. 

E2.1.19. State Area Commands (STARCs). Specific headquarters units of the Army National Guard for 

each State, the District of Columbia, the territory of Guam, the Commonwealth of Puerto Rico, and the territory of 

the Virgin Islands. 

E2.1.20. U.S. Counterterrorism Forces. Those Military Forces that are specifically organized, trained, and 

equipped to conduct counterterrorist operations. 

APPENDIX 3-2: DoDD 3025.15, Military Assistance to Civil Authorities 

See next page. 
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Department of Defense

DIRECTIVE
NUMBER 3025.15
February 18, 1997

ASD(S0ILIC)

SUBJECf :Military Assistance to Civil Authorities

Reference' (a) Secretary of Defense Mem orandum, ":Military Assistance to Civil
Authorities,' December 12, 1995 (hereby canceled)

(b) Deputy Secretary of Defense Memorandum, "Support of Civil
Authorities in Airplane Hijacking Emergencies,' July 29, 1972 (hereby
canceled)

(c) AR 385-70/AFR 55-13/0PNAVINST 3710 18B, "Unmanned Free
Balloons and Kites, and Unmanned Rockets," December 13, 1965
(hereby canceled)

(d) DoD Directive S-5210.36, "Provision of DoD Sensitive Support to DoD
Components and ether Departments and Agencies of the U.S
Government,' June 10, 1986

(e) through (q), ,ee enclosure 1

1. PURPOSE

This Directive

1. 1. Establishes DoD policy and as signs responsi bilities for provi ding military
assistance to civil authocities

1.2 Supersedes reference (a)

1.3 Cancel, references (b) and (c)

2. AFPLICABIUTY AND SCOPE

This Directive
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2.1. Applies to the Office of the Secretary of Defense (OSD), the Military
Departments, the Chairman of the Joint Chiefs of Staff, the Combatant Commands, the
Office of the Inspector General of the Department of Defense, the Defense Agencies, and
the DoD Field Activities (hereafter referred to collectively as "the DoD Components").
The term "Military Services," as used herein, refers to the Army, the Navy, the Air Force,
the Marine Corps, and the Coast Guard (when it is operating, or planning for operations,
as a Service in the Navy).

2.2. Governs all DoD military assistance provided to civil authorities within the 50
States, District of Columbia, Commonwealth of Puerto Rico, U. S. possessions and
territories, or any political subdivision thereof, including sensitive support requests under
reference (d), civil disturbances under DoD Directive 3025.12, protection of key assets
under DoD Directive 5160.54, DoD responses to civil emergencies under DoD Directive
3025.1, acts or threats of terrorism under DoD Directive 2000.12, and requests for aid to
civil law enforcement authorities under DoD Directive 5525.5 (references (e) through
(i)).

2.3. Does not apply to military service community affairs programs or innovative
readiness training (formerly called "civil-military cooperative action programs").

2.4. Does not apply to the Inspector General of the Department of Defense, the
Defense Criminal Investigative Service, or the military criminal investigative
organizations (MCIOs) when they are conducting joint investigations with civil law
enforcement agencies of matters within their respective jurisdictions, using their own
forces and equipment. Support by other components of the Department to such joint
investigations is covered by this Directive.

3. DEFINITIONS

Definitions used in this Directive are defined in enclosure 2.

4. POLICY

It is DoD policy that:

4.1. The Department of Defense shall cooperate with and provide military
assistance to civil authorities as directed by and consistent with applicable law,
Presidential Directives, Executive orders, and this Directive.

4.2. All requests by civil authorities for DoD military assistance shall be evaluated
by DoD approval authorities against the following criteria:

4.2.1. Legality (compliance with laws).

2
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4.2.2. Lethality (potential use oflethal force by or against DoD Forces).

4.2.3. Risk (safety of DoD Forces).

4.2.4. Cost (who pays, impact on DoD budget).

4.2.5. Appropriateness (whether the requested mission is in the interest of the
Department to conduct).

4.2.6. Readiness (impact on the Department of Defense's ability to perform its
primary mission).

4.3. The Secretary of the Army is approval authority for emergency support in
response to natural or man-made disasters, as specified by this Directive.

4.4. The Secretary of Defense retains approval authority for support to civil
authorities involving: use of Commander in Chief (CINC)-assigned forces (personnel,
units, and equipment) when required under paragraph 4.5., below; DoD support to civil
disturbances; DoD responses to acts of terrorism; and DoD support that will result in a
planned event with the potential for confrontation with specifically identified individuals
and/or groups or will result in the use oflethal force. Nothing in this Directive prevents a
commander from exercising his or her immediate emergency response authority as
outlined in DoD Directive 3025.1 (reference (g)).

4.5. With the exception of immediate responses under imminently serious
conditions, as provided in subparagraph 4.7.1., below, any support that requires the
deployment of forces or equipment assigned to a Combatant Command by Secretary of
Defense Memorandum (reference (j)), must be coordinated with the Chairman of the
Joint Chiefs of Staff. The Chairman shall evaluate each request to use Combatant
Command forces or equipment to determine ifthere is a significant issue requiring
Secretary of Defense approval. Orders providing assistance to civil authorities that are
approved by the Secretary of Defense involving the use of Combatant Command forces
or equipment shall be issued through the Chairman of the Joint Chiefs of Staff. Upon
Secretary of Defense approval, the Secretary of the Army, when designated "the DoD
Executive Agent," shall implement and oversee DoD support in accordance with such
approved orders.

4.6. This Directive does not address non-Federalized National Guard assets in
support of local and/or State civil agencies approved by the Governor. However, there
exists potential for such deployments to result in confrontation, use oflethal force, or
national media attention. Therefore, the Director of Military Support (DaMS) shall keep
the Chairman of the Joint Chiefs of Staff and the Secretary of Defense informed of such
support.

3
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4.7. Requests for military assistance should be made and approved in the following
ways:

4.7.1. Immediate Response. Requests for an immediate response (i.e., any
form of immediate action taken by a DoD Component or military commander to save
lives, prevent human suffering, or mitigate great property damage under imminently
serious conditions) may be made to any Component or Command. The DoD
Components that receive verbal requests from civil authorities for support in an exigent
emergency may initiate informal planning and, if required, immediately respond as
authorized in DoD Directive 3025.1 (reference (g)). Civil authorities shall be informed
that verbal requests for support in an emergency must be followed by a written request.
As soon as practical, the DoD Component or Command rendering assistance shall report
the fact of the request, the nature of the response, and any other pertinent information
through the chain of command to the DoD Executive Secretary, who shall notify the
Secretary of Defense, the Chairman of the Joint Chiefs of Staff, and any other appropriate
officials. If the report does not include a copy of the civil authorities' written request, that
request shall be forwarded to the DoD Executive Secretary as soon as it is available.

4.7.2. Loans of Equipment, Facilities, or Personnel to Law Enforcement.
Requests for loans of equipment, facilities, or personnel made by law enforcement
agencies, including the Coast Guard when not acting as part of the Navy, other than
requests made under subparagraph 4.7.1., above, shall be made and approved in
accordance with DoD Directive 5525.5 (reference (i)), but at a level no lower than a flag
or general officer, or equivalent civilian, with the following exceptions:

4.7.2.1. The Secretary of Defense is the approval authority for any
requests for potentially lethal support (i.e., lethal to the public, a member of law
enforcement, or a Service member) made by law enforcement agencies. Lethal support
includes: loans of arms; combat and tactical vehicles, vessels or aircraft; or ammunition.
It also includes: all requests for support under 10 U.S.C. 382 and 18 U.S.C. 831
(references (k) and (I)); all support to counter-terrorism operations; and all support to law
enforcement when there is a potential for confrontation between law enforcement and
specifically identified civilian individuals or groups.

4.7.2.2. The Secretary of Defense is the approval authority for all
assistance with the potential for confrontation between Department personnel and civilian
individuals or groups.

4.7.2.3. If a DoD Component has a question on the appropriateness or
legality of providing requested support, such requests shall be forwarded to the Secretary
of Defense for review and approval.

4.7.2.4. Orders approved by the Secretary of Defense under this
paragraph shall be processed, as prescribed in subparagraph 4.7.3.5., below.

4
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4.7.3. Support for Civil Disasters

4.7.3.1. When the Department of Defense is called upon to respond to
civil emergencies (i.e., natural or man-made disasters) other than terrorism, and subject to
paragraph 4.5., above, the Secretary of the Army, as the DoD Executive Agent for the
Secretary of Defense, is the approval authority for emergency support, as provided in
DoD Directive 3025.1 (reference (g)).

4.7.3.2. A request for civil disaster support shall be made to the DOMS.

4.7.3.3. The DOMS, in coordination with the Director of Operations of
the Joint Staff, shall review a support request to determine recommended courses of
action that may be taken in response to the request. If approval of the Secretary of
Defense is not required under paragraph 4.5. or subparagraph 4.7.2., above, or because
support can be met by the Military Services or Defense Agency assets, DOMS shall
submit the request for assistance, with recommended execute orders, to the Secretary of
the Army for approval and subsequent tasking of the appropriate DoD Components, in
accordance with DoD Directive 3025.1 (reference (g)). Ifbased on initial coordination
with the Director of Operations, Joint Staff, Secretary of Defense approval is required (as
provided in paragraph 4.5., above), DOMS shall develop and staff recommended execute
orders and obtain concurrences or comments from appropriate DoD offices and the
Secretary of the Army before forwarding the request, through the Chairman of the Joint
Chiefs of Staff, to the Secretary of Defense for approval.

4.7.3.4. Requests for loans of equipment, facilities, or personnel by law
enforcement agencies shall be processed under subparagraph 4.7.2., above.

4.7.3.5. All orders approved by the Secretary of Defense shall be issued
by DOMS upon the Chairman of the Joint Chiefs of Staff verification of such approval,
and all orders approved by the Secretary of the Army acting as Executive Agent for the
Secretary of Defense shall be issued through the DOMS to the appropriate DoD
Component for execution, in accordance with DoD Directive 3025.1 (reference (g)).
Such orders shall provide for post-deployment management of the Department's response
by the Secretary of the Army, as the DoD Executive Agent for the Secretary of Defense.

4.7.4. Support for Domestic Civil Disturbances. The employment of active
duty military forces in domestic civil disturbances may be requested only by the
President or Attorney General and authorized only by the President. When requested by
the Attorney General and approved by the Secretary of Defense or when authorized by
the President, the Secretary of Defense shall employ active Federal military forces under
rules of engagement approved by General Counsel of the Department of Defense (GC,
DoD) and the Attorney General. The Secretary of the Army, as Executive Agent for the
Secretary of Defense, and with the advice and assistance of the Chairman of the Joint
Chiefs of Staff, and the DOMS, shall direct the required DoD assistance, in accordance
with DoD Directive 3025.12 (reference (e)), DoD Directive 5160.54 (reference (f)), and
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DoD Directive 3025.1 (reference (g)), unless otherwise directed by the Secretary of
Defense. The Secretary of the Army, in coordination with the Chainnan of the Joint
Chiefs of Staff, shall at all times maintain contingency plans, with rules of engagement
approved by the Department of Justice, for use in civil disturbance situations.

4.7.5. Support for Domestic Counter-terrorism Operations. The employment
of U. S. military forces in response to acts or threats of domestic terrorism may be
requested only by the President (or in accordance with Presidential Decision Directives)
and must be authorized by the President. All requests for assistance in responding to acts
or threats of domestic terrorism must also be approved by the Secretary of Defense.

4.7.5.1. Infonnal action on counter-terrorist support requests shall
nonnally be requested by contacting the Assistant Secretary of Defense for Special
Operations and Low Intensity Conflict (ASD(SO/LIC)), who shall review such requests
or actions from a policy perspective. Following the policy review, the infonnal request
will be passed to the Joint Staff for operational analysis. Any requests requiring
consequence management preparation shall be coordinated between the Joint Staff and
DOMS staff.

4.7.5.2. When a fonnal or infonnal request for support is made, or the
ASD(SO/LIC) detennines that such a request is imminent, the ASD(SO/LIC) shall
establish a Crisis Coordination Group (consisting of, at a minimum, representatives from
the Office of the ASD(SO/LIC), Office of the Under Secretary of Defense (Comptroller)
(USD(C)), Department of the Army, Joint Staff, and the office of the GC, DoD, to
coordinate and integrate all aspects of the DoD response actions. Before submission of a
request to the Secretary of Defense for approval, all crisis management requests shall be
coordinated by the ASD(SO/LIC) with the GC, DoD and the USD(C), and shall be
submitted to the Under Secretary of Defense for Policy (USD(P)) for a policy review.

4.7.5.3. The Secretary of Defense shall manage the Department of
Defense's response to any acts or threats of terrorism.

4.7.5.4. The Chainnan of the Joint Chiefs of Staff shall assist the
Secretary of Defense when he or she is implementing the DoD operational response to
acts or threats of terrorism. The Chainnan of the Joint Chiefs of Staff shall at all times
maintain contingency plans for use in counter-terrorism situations.

4.7.5.5. The Secretary of the Army, as the DoD Executive Agent of the
Secretary of Defense for civil emergencies, shall direct and execute DoD consequence
management assistance, in accordance with DoD Directive 3025.1 (reference (g)) and
applicable Presidential Decision Directives, unless otherwise directed by the Secretary of
Defense. The Secretary of the Army shall be assisted by the DOMS.

4.7.6. Sensitive Support Operations. Requests for sensitive support to civil
authorities shall be governed by DoD Directive S-5210.36 (reference (d)).
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4.7.7. Counter-drug Operational Support. Counter-drug operational support is
not covered by this Directive.

4.8. Requests for any support that may require the approval of the Secretary of
Defense shall be made in writing to the DoD Executive Secretary. Exceptions to this
general rule are, as follows:

4.8.1. Requests made by the Federal Emergency Management Agency for
disaster support (other than support required by a response to a terrorist event) shall be
made to the DOMS, who shall promptly notify the Executive Secretary.

4.8.2. Requests for sensitive support shall be made in accordance with DoD
Directive S-5210.36 (reference (d)).

4.8.3. Requests for immediate support under imminently serious conditions
made under subparagraph 4.7.1., above may be made to the nearest DoD Component or
military commander. Verbal requests shall be reduced to writing, and the DoD
Component or military commander who approved the support shall forward that request
to the DoD Executive Secretary of the Department of Defense as soon as possible after
receipt.

4.9. Requests for support that are received by a DoD Component, other than the
approval authority specified in section 4., above, shall be promptly forwarded by the
receiving DoD Component to the approval authority or, if the approval authority cannot
be determined, to the DoD Executive Secretary of the Department of Defense.

4.10. All requests for support from other Federal Agencies must be in writing. Each
request for non-reimbursable support must provide a legal and factual justification for a
waiver of reimbursement. All other requests must be accompanied by a fund citation
pursuant to the "Economy Act" (reference (m)) or other reimbursement mechanism.

4.11. All requests for non-reimbursable support made by another Federal Agency
must be approved by the Secretary of Defense. Upon receipt of such a request, the DoD
Executive Secretary shall notify the Secretary of Defense and shall also forward copies to
the USD(P), the USD(C), and the GC, DoD.

4.12. All requests for support from State and local agencies must be in writing.
Each request for non-reimbursable support must provide a legal and factual justification
for a waiver of reimbursement. All other requests must be accompanied by a statement
that reimbursement will be made. Requests for non-reimbursable support made by State
or local civil authorities shall be approved as provided in DoD Directive 5525.5
(reference (i)).
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5. RESPONSIBILITIES

5.1. The Under Secretary of Defense for Policy shall:

5.1.1. Develop, coordinate, and oversee the implementation of policy for DoD
assistance to civil authorities; and, in coordination with the GC, DoD, shall ensure that
such assistance is in compliance with applicable law, Presidential Directives, Executive
orders, and DoD Directives and CONPLANS and/or functional plans.

5.1.2. Ensure that the Deputy to the USD(P) for Policy Support shall:

5.1.2.1. Provide policy oversight for DoD responses to civil disturbances
and civil emergencies pursuant to DoD Directive 5160.54 (reference (f)) and DoD
Directive 3025.1 (reference (g)), respectively.

5.1.2.2. Coordinate with the ASD(SO/LIC) on matters covered by
subparagraph 5.1.3.1., below, as appropriate.

5.1.3. Ensure that the ASD(SO/LIC) shall:

5.1.3.1. Exercise policy oversight for and make recommendations on the
use of U.S. counter-terrorism special mission units, pursuant to DoD Directive 3025.12
(reference (e)).

5.1.3.2. Serve as the primary informal DoD entry point and coordination
and policy review office for all actions dealing with counter-terrorism crisis management,
to include DoD responses to terrorism incidents, including weapons of mass destruction
(WMD).

5.1.3.3. Serve as the DoD coordination and policy review office for all
actions dealing with domestic civil authorities on matters that involve combating
terrorism.

5.2. The Under Secretary of Defense for Personnel and Readiness shall:

5.2.1. In coordination with the GC, DoD, develop, coordinate, and oversee the
implementation of policy for all DoD non-counter-drug support to civil law enforcement
authorities in accordance with DoD Directive 5525.5 (reference (i)) and as prescribed
herein.

5.2.2. Coordinate long-range policies and procedures that govern the provision
of non-emergency, non-counter-drug support to civilian law enforcement agencies or
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authorities in order to further DoD cooperation with public safety agencies under
reference (i).

5.3. The Under Secretary of Defense (Comptroller) shall issue guidance for the
funding of all DoD training and exercises involving DoD support to civil authorities, and
shall designate the appropriate DoD office and/or command to consolidate DoD costs
associated with DoD responses under the provisions of this and supporting DoD
Directives.

5.4. The General Counsel of the Department of Defense shall coordinate with and
advise the USD(P), the Under Secretary of Defense for Personnel and Readiness
(USD(P&R)), the Chairman of the Joint Chiefs of Staff, and other DoD officials, as
appropriate, to ensure DoD military assistance to civil authorities is consistent with
applicable law, Presidential Directives, Executive orders, and DoD Directives.

5.5. The Under Secretary of Defense for Acquisition and Technology shall ensure
that the Assistant to the Secretary of Defense for Nuclear and Chemical and Biological
Defense Programs shall:

5.5.1. Serve as the technological advisor to the Secretary of Defense, the OSD
Principal Staff Assistants, and the Secretary of the Army when designated as the DoD
Executive Agent, on radiological accidents and WMD incidents, and terrorist incidents
involving chemical and biological agents; system characteristics, composition, and safety
features; inter-departmental technical responsibilities and the Federal radiological
emergency response system; and technical capabilities of the various Federal response
elements.

5.5.2. Ensure that all technological support provided under the Joint Chemical
and/or Biological Defense Program and by the Defense Special Weapons Agency is
coordinated with responsible Federal consequence and crisis management agencies and
the GC, DoD, and is in compliance with applicable law, Presidential Directives,
Executive orders, and DoD Directives and CONPLANS and/or functional plans.

5.6. The Assistant Secretary of Defense for Command, ControL Communications,
and Intelligence, shall exercise policy oversight and provide coordination or
recommendations concerning the use of DoD intelligence, information systems, and
telecommunications assets in response to requests for assistance from civil authorities.

5.7. The DoD Executive Secretary shall be the principal OSD official responsible
for keeping the Secretary of Defense and cognizant senior OSD officials informed of
emergency and routine DoD military assistance requests from civil authorities, and shall
be the DoD office of record for all such assistance, to include all relevant memoranda of
understanding or agreement negotiated between the DoD Components and any external
agency under DoD Instruction 4000.19 (reference (n)). The DoD Executive Secretary
shall establish specific procedures to carry out those responsibilities.

9
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5.8. The Secretary of the Anny shall:

5.8.1. Serve as the DoD Executive Agent and act for the Secretary of Defense
for the development of planning guidance, implementation, and procedures as delineated
in DoD Directives 3025.12, 3025.1 (references (e) and (g)), and this Directive. In the
event Combatant Command-assigned forces or equipment are not required, the Secretary
of the Army, as the DoD Executive Agent, may task the DoD Components directly to
provide support. For requests of forces assigned to the Combatant Commands, the
DOMS, as directed by the DoD Executive Agent, shall develop an execute order for
submission through the Joint Staff to the Chairman of the Joint Chiefs of Staff to the
Secretary of Defense, if required under paragraph 4.5. or subparagraph 4.7.2., above, for
approval. Upon such approval, the Secretary of the Anny shall direct and implement
DoD support, in accordance with such approved orders.

5.8.2. Maintain a dedicated staff, established under the DOMS, to assist in
carrying out assigned DoD Executive Agent responsibilities for responding to any of the
following: civil disturbances, and civil emergencies, including disasters resulting from
terrorism incidents involving WMD. Identify, in coordination with the Chairman of the
Joint Chiefs of Staff, full-time positions in the DOMS staff that are designated joint
critical and necessary augmentation from the Joint Staff to reinforce the DOMS staff in
the event such is needed during a crisis.

5.8.3. When forces assigned to the Combatant Commands are required for
responses to civil disturbances and civil emergencies (natural or man-made disasters),
provide, through the DOMS, to the Chairman of the Joint Chiefs of Staff all initial orders
and subsequent orders modifying the forces required or rules of engagement to determine
if Secretary of Defense approval is required under paragraph 4.5. or subparagraph 4.7.2.,
above. After approval by either the Secretary of Defense or the Secretary of the Army,
direct and implement such orders. Nothing in this Directive shall prevent a commander
from exercising his or her immediate emergency response authority, as outlined in
reference (g).

5.8.4. Approve the deployment and employment of Military Department,
Defense Agency, and DoD Field Activity resources, and transmit appropriate orders
directing such deployment and employment in DoD responses to natural or man-made
disasters that do not include forces assigned to the Combatant Commands.

5.8.5. Assist the Secretary of Defense as the DoD Executive Agent for civil
emergencies (disaster consequence management) during the consequence management
phase of terrorist incidents.

5.9. The Secretaries ofthe Military Departments shall:

5.9.1. Provide military support to civil authorities, in accordance with this
Directive.

10
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5.9.2. Ensure internal compliance with the approval authorities and execution
procedures contained in this Directive when providing military assistance to civil law
enforcement authorities.

5.9.3. Inform the Chairman of the Joint Chiefs of Staff and the USD(P&R) of
any military support provided to civil authorities that affects readiness of military forces.

5.9.4. Ensure that all technological support provided to civil authorities is
coordinated with responsible DoD offices of primary responsibility within the OSD.

5.10. The Chairman of the Joint Chiefs of Staff shall:

5.10.1. Advise the Secretary of Defense on operational policies,
responsibilities, and programs on the provision of military assistance to civil authorities.

5.10.2. Review all requests or proposals for DoD military assistance to civil
authorities that involve the operational deployment and employment offorces (personnel
and equipment), assigned to the Combatant Commands, as defined in Secretary of
Defense Memorandum (reference (j)).

5.10.3. Forward, if required under paragraph 4.5. or subparagraph 4.7.2.,
above, for Secretary of Defense approval, all requests for support, operational
deployment and execution orders for the deployment and employment offorces assigned
to the Combatant Commands to assist civil authorities.

5.10.4. Assist the Secretary of Defense when he or she is implementing DoD
operational responses to threats or acts of terrorism.

5.10.5. Coordinate with the GC, DoD, and the USD(P) to ensure that DoD
operational procedures for responding to threats or acts of terrorism comply with
applicable law, Presidential Directives, Executive orders, this Directive and other DoD
guidance.

5.10.6. Assist the Secretary of the Army, in his or her DoD Executive Agent
responsibilities for civil disturbance and disaster support and management, in developing
planning guidance for providing military assistance to civil authorities under all
conditions of war or attacks on the United States or its territories. Facilitate
communications on such matters with the Commanders of the Combatant Commands, as
appropriate; such communications will normally be transmitted through the DaMS,
unless the Secretary of Defense directs otherwise.

5.10.7. To the extent feasible, ensure that the plans and operations for military
support to civil authorities are compatible with other military plans. Inform the Secretary
of Defense when such compatibility cannot be achieved or when plans and operations for
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military support to civil authorities will adversely affect military readiness. Adverse
affects on military readiness shall also be reported to the USD(P&R).

5.10.8. Assist Commanders of the Combatant Commands to meet their
operational requirements for providing military assistance to civil authorities that has
been approved and directed by the Secretary of Defense.

5.10.9. Assist the Secretary of the Army in identifying select full-time
positions as joint critical and designating Joint Staff members to augment the DOMS
staff during a crisis to ensure the DOMS staff has adequate joint and Joint Staff
expertise. In coordination with the DOMS, establish procedures for gaining approval for
and directing the execution of DoD assistance to civil authorities by forces assigned to
the Combatant Commands.

5.10.10. As part of the Chairman of the Joint Chiefs of Staff Exercise
Evaluation Program, assess combatant command exercises that focus on military
operational support for civil authorities to ensure that j oint doctrinal and interoperability
issues and appropriate lessons learned are captured.

5.11. The Heads of the DoD Components responsible for related DoD issuances,
concept plans, and memoranda of understanding or agreement with external agencies
shall ensure that such documents are in full compliance with this Directive.

6. INFORMATION REOUIREMENTS

6.1. The USD(C) shall establish procedures to capture financial costs and types
and/or amount of support provided to civil authorities. Procedures shall include methods
to obtain reimbursement from civil authorities, as appropriate.

6.2. Quarterly reports of support provided or denied shall be forwarded to the
Executive Secretary for information. Support provided to civilian law enforcement
authorities and agencies by the DoD Criminal Investigative Organizations under DoD
Directive 5525.7 (reference (0)) shall be reported annually to the DoD Executive
Secretary. Readiness issues shall be forwarded to the Chairman of the Joint Chiefs of
Staff and the USD(P&R) for assessment and to the DoD Executive Secretary for
information.

6.3. DoD Directive 8910.1 (reference (p)) establishes policy for managing and
controlling information requirements. DoD 891O.1-M (reference (q)) provides
procedures for establishing, revising, and canceling information requirements; obtaining
information from the public, non-DoD Federal Agencies, and the DoD Components; and
operating reports management programs.

12
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7. EFFECTIVE DATE

This Directive is effective immediately

Enclosures - 2
E 1 References, continued
E2. Definitions
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John P. ile
Deputy Secretary of Defense
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E1. ENCLOSURE 1

REFERENCES, continued

(e) DoD Directive 3025.12, "Military Assistance for Civil Disturbances (MACDIS),"
February 4, 1994

(f) DoD Directive 5160.54, "DoD Key Assets Protection Program (KAPP)," June 10,
1994

(g) DoD Directive 3025.1, "Military Support to Civil Authorities (MSCA)," January 15,
1993

(h) DoD Directive 2000.12, "DoD Combating Terrorism Program," September 15,1996
(i) DoD Directive 5525.5, "DoD Cooperation with Civilian Law Enforcement

Officials," January 15, 1986
(j) Secretary of Defense Memorandum, "Forces for Unified Command-FY 1996,"

November 18, 1995
(k) Sections 382 and 1416 of title 10, United States Code
(I) Section 831 of title 18, United States Code
(m) Section 377 of title 10, United States Code, "Economy Act"
(n) DoD Instruction 4000.19, "Interservice and Intragovernmental Support," August 9,

1995
(0) DoD Directive 5525.7, "Implementation of the Memorandum of Understanding

Between the Department of Justice and the Department of Defense Relating to the
Investigation and Prosecution of Certain Crimes," January 22, 1985

(p) DoD Directive 8910.1, "Management and Control ofInforrnation Requirements,"
June 11, 1993

(q) DoD 8910.1-M, "DoD Procedures for Management ofInforrnation Requirements,"
November 1986
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E2. ENCLOSURE 2

DEFINITIONS

E2.1.1. Civil Authorities. Nonmilitary Federal, State, or local government agencies.

E2.1.2. Civil Disturbances. Group acts of violence and disorders prejudicial to
public law and order in the 50 States, the District of Columbia, the Commonwealth of
Puerto Rico, the U. S. possessions and territories, or any political subdivision thereof.

E2.1.3. Civil Emergency. Any natural or manmade disaster or emergency that
causes or could cause substantial harm to the population or infrastructure, as defined in
DoD Directive 3025.1 (reference (g)).

E2.1.4. CINC-Assigned Forces. Any and all personnel and equipment of units
assigned to the Combatant Commands by the Secretary of Defense Memorandum
(reference (j)), or assets determined by the Chairman of the Joint Chiefs of Staff to have
an impact on operational requirements or readiness. A list of assets not covered in
reference (j) that have an impact on operations or readiness shall be provided by the
Chairman of the Joint Chiefs of Staff to the DoD Components and updated on a periodic
basis.

E2.1.5. Consequence Management. Comprises those essential services and
activities required to manage and mitigate problems resulting from disasters and
catastrophes. Such services and activities may include transportation, communications,
public works and engineering, fire fighting, information planning, mass care, resources
support, health and medical services, urban search and rescue, hazardous materials, food,
and energy.

E2.1.6. DoD Executive Agent. The individual designated by position to have and to
exercise the assigned responsibility and delegated authority of the Secretary of Defense,
as specified in DoD Directive 3025.1 (reference (g)).

E2.1.7. Immediate Response. Any form of immediate action taken by a DoD
Component or military commander, under the authorities outlined in DoD Directive
3025.12 (reference (e)), to assist civil authorities or the public to save lives, prevent
human suffering, or mitigate great property damage under imminently serious conditions
occurring where there has not been any declaration of major disaster or emergency by the
President or attack.

E2.1.8. Military Assistance to Civil Authorities. Those DoD activities and
measures covered under MSCA (natural and manmade disasters, see definition E2.1.9.)

15 ENCLOSURE 2
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plus DoD assistance for civil disturbances, counter-drug, sensitive support, counter
terrorism, and law enforcement.

E2.1.9. Military Support to Civil Authorities (MSCA). Those activities and
measures taken by the DoD Components to foster mutual assistance and support between
the Department of Defense and any civil government agency in planning or preparedness
for, or in the application of resources for response to, the consequences of civil
emergencies or attacks, including national security emergencies.

E2.1.10. Terrorism. The calculated use of violence or threat of violence to inculcate
fear; intended to coerce; or to intimidate governments or societies in the pursuit of goals
that are generally political, religious, or ideological.

16 ENCLOSURE 2
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APPENDIX 3-3: DoDD 5525.5, DOD COPERATION WITH CIVILIAN LAW 

ENFORCEMENT OFFICIALS 

Department of Defense 

DIRECTIVE
 
NUMBER 5525.5 

January 15, 1986 

Incorporating Change 1, December 20, 1989 

ASD(FM&P) 

SUBJECT:  DoD Cooperation with Civilian Law Enforcement Officials 

References: (a)  through (ll), see enclosure 1 

1. REISSUANCE AND PURPOSE 

This Directive reissues reference (a) to update uniform DoD policies and procedures to be 

followed with respect to support provided to Federal, State, and local civilian law enforcement 

efforts; and assigns responsibilities. 

2. APPLICABILITY AND SCOPE 

2.1. This Directive applies to the Office of the Secretary of Defense (OSD), the Military 

Departments, the Organization of the Joint Chiefs of Staff (OJCS), the Unified and Specified 

Commands, and the Defense Agencies (hereafter referred to collectively as DoD Components). 

The term "Military Service," as used herein, refers to the Army, the Navy, the Air Force, and the 

Marine Corps. 

2.2. DoD policy on assistance to law enforcement officials in foreign governments is not 

governed by this Directive except as specified by other DoD issuances. 

3. DEFINITIONS 

3.1. Civilian Agency.  An agency of one of the following jurisdictions: 
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3.1.1. The United States (other than the Department of Defense, but including the U.S. 

Coast Guard).  This includes U.S. agencies in international areas dealing with U.S. flag vessels 

or aircraft in violation of U.S. law. 

3.1.2. A State (or political subdivision of it) of the United States. 

3.1.3. Commonwealth, Territory, or Possession (or political subdivision of it) of the 

United States. 

3.2. Civilian Law Enforcement Official. An officer or employee of a civilian agency with 

responsibility for enforcement of the laws within the jurisdiction of that agency. 

3.3. DoD Intelligence Component. An organization listed in paragraph 3.4. of DoD 

Directive 5240.1 (reference (b)). 

4. POLICY 

It is DoD policy to cooperate with civilian law enforcement officials to the extent practical.  The 

implementation of this policy shall be consistent with the needs of national security and military 

preparedness, the historic tradition of limiting direct military involvement in civilian law 

enforcement activities, and the requirements of applicable law, as developed in enclosures 2 

through 7. 

5. RESPONSIBILITIES 

5.1. The Assistant Secretary of Defense (Force Management and Personnel) 

(ASD(FM&P)) shall: 

5.1.1. Coordinate with civilian law enforcement agencies on long range policies to 

further DoD cooperation with civilian law enforcement officials. 

5.1.2. Provide information to civilian agencies and the National Narcotics Border 

Interdiction System (NNBIS) to facilitate access to DoD resources. 

5.1.3. Coordinate with the Department of Justice, the Department of Transportation 

(U.S. Coast Guard), and the Department of the Treasury (U.S. Customs Service) and represent 

the Department of Defense on interagency organizations regarding matters involving the 

interdiction of the flow of illegal drugs into the United States. 

5.1.4. Develop guidance and, as required, take other actions as specified in enclosures 

2 through 7, taking into account the requirements of DoD intelligence components and the 
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interests of the Assistant Secretary of Defense (Health Affairs) (ASD(HA)) and the Assistant 

Secretary of Defense (Reserve Affairs) (ASD(RA)). 

5.1.5. Inform the ASD(RA) of all requests for and taskings concerning National Guard 

and Reserve personnel and resources in support of civilian law enforcement. 

5.1.6. Modify the sample report formats at enclosures 6 and 7. 

5.2. The Inspector General of the Department of Defense (IG, DoD) shall issue guidance on 

cooperation with civilian law enforcement officials with respect to audits and investigations 

conducted, supervised, monitored, or initiated under DoD Directive 5106.1 (reference (c)), 

subject to coordination with the General Counsel. 

5.3. The Assistant Secretary of Defense (Reserve Affairs) (ASD(RA)) shall: 

5.3.1. Assist the ASD(FM&P) in the development of guidance for use by approving 

authorities in evaluating the impact on military preparedness of any request for assistance from 

units of the National Guard and Reserve. 

5.3.2. At the request of the Secretary of Defense or the ASD(FM&P), determine the 

impact on military preparedness of any request for military assistance from units of the National 

Guard and Reserve. 

5.4. The Secretaries of the Military Departments and the Directors of the Defense 

Agencies, as appropriate, shall: 

5.4.1. Disseminate the guidance issued by the ASD(FM&P) under subparagraph 

5.1.4., above. 

5.4.2. Review training and operational programs to determine how and where 

assistance can best be provided civilian law enforcement officials consistent with the policy in 

section 4., above.  This review should identify those programs under which reimbursement 

would not be required under enclosure 5. 

5.4.3. Issue implementing documents incorporating the guidelines and procedures of 

this Directive, including the following: 

5.4.3.1. Procedures for prompt transfer of relevant information to law 

enforcement agencies. 

5.4.3.2. Procedures for establishing local contact points in subordinate commands 

for purposes of coordination with Federal, State, and local civilian law enforcement officials. 
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5.4.3.3. Guidelines for evaluating requests for assistance in terms of impact on 

national security and military preparedness. 

5.4.4. Inform the Joint Chiefs of Staff (JCS), through the ASD(FM&P) of all requests 

for and taskings in support of civilian law enforcement that involve the resources of a Unified or 

Specified Command, which, if provided, could have significant impact on military preparedness 

or national security. 

5.5. The Director, National Security Agency/Chief, Central Security Service 

(DIRNSA/CHCSS) shall establish appropriate guidance for the National Security 

Agency/Central Security Service (NSA/CSS). 

5.6. The Joint Chiefs of Staff shall: 

5.6.1. Assist the ASD(FM&P) in the development of guidance for use by approving 

authorities in evaluating the impact of requests for assistance on national security and military 

preparedness. 

5.6.2. Provide advice on the impact on national security and military preparedness of 

any request for military assistance at the request of the Secretary of Defense, the ASD(FM&P), 

the Secretaries of the Military Departments, the Directors of Defense Agencies, or the 

Commanders of the Unified and Specified Commands. 

6. INFORMATION REQUIREMENTS 

A quarterly report of all requests for assistance (approved, denied, or pending) shall be submitted 

by the Secretaries of the Military Departments and the Directors of Defense Agencies to the 

ASD(FM&P), the General Counsel, the ASD(HA), and the ASD(RA), not later than 30 days 

after the end of each quarter.  The report will show action taken (approval, denial, or pending) 

and other appropriate information.  This information requirement has been assigned Report 

Control Symbol DD-FM&P(Q)1595.  Actions involving the use of classified information or 

techniques may be exempted from such report with the concurrence of the ASD(FM&P) if it is 

impractical to prepare an unclassified summary.  The sample format at enclosure will be used to 

record all aviation assistance. 

7. RELEASE OF INFORMATION 

7.1. Release of information to the public concerning law enforcement operations is the 

primary responsibility of the civilian agency that is performing the law enforcement function. 

The Military Departments and the Directors of the Defense Agencies may release such 

information, however, when approved under the procedures established by the Secretaries of the 

Military Departments and the Directors of the Defense Agencies concerned.  To the extent 
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possible, the affected civilian law enforcement agencies shall be consulted before releasing such 

information. 

7.2. When assistance is provided under this Directive, such assistance may be conditioned 

upon control by the Secretaries of the Military Departments and Directors of the Defense 

Agencies before information is released to the public. 

8. EFFECTIVE DATE AND IMPLEMENTATION 

8.1. This Directive is effective immediately.  Forward two copies of implementing 

documents to the Assistant Secretary of Defense (Force Management and Personnel) within 120 

days. 

8.2. Miscellaneous.  The provisions of paragraph E4.1.3. of enclosure 4 of Department of 

Defense Directive 5525.5 reference (a)), entitled "Restrictions on Direct Assistance," will 

continue to apply to all actions conducted by military personnel within the territorial boundaries 

of the United States.  With regard to military actions conducted outside the territorial 

jurisdiction of the United States, however, the Secretary of Defense or the Deputy Secretary of 

Defense will consider for approval, on a case by case basis, requests for exceptions to the policy 

restrictions against direct assistance by military personnel to execute the laws.  Such requests 

for exceptions to policy outside the territorial jurisdiction of the United States should be made 

only when there are compelling and extraordinary circumstances to justify them. 

Enclosures - 7 

E1.  References, continued 

E2.  Use of Information Collected During Military Operations 

E3.  Use of Military Equipment and Facilities 

E4.  Restrictions on Participation of DoD Personnel in Civilian Law Enforcement Activities 

E5.  Funding 

E6.  Sample Format for Preparing, "Report on Support to Civilian Law Enforcement (RCS 

DD-FM&P(Q)1595)" 

E7.  Aviation Assistance to Law Enforcement Agencies (Sample Format) 
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E1.  ENCLOSURE 1 

REFERENCES, continued 

(a)	  DoD Directive 5525.5, subject as above, March 22, 1982 (hereby canceled) 

(b)	  DoD Directive 5240.1, "Activities of DoD Intelligence Components that Affect U.S. 

Persons," December 3, 1982 

(c)	  DoD Directive 5106.1, "Inspector General of the Department of Defense," March 14, 1983 

(d)	  Title 10, United States Code (10 U.S.C.), §§331-334, 337, 371-378, 2576, and 2667; and 

Chapter 47 (Uniform Code of Military Justice) 

(e)	  DoD Directive 5200.27, "Acquisition of Information Concerning Persons and Organizations 

not Affiliated with the Department of Defense," January 7, 1980 

(f)	  DoD 5240.1-R, "Procedures Governing the Activities of DoD Intelligence Components that 

Affect United States Persons," December 1982 

(g)	  DoD Directive 5400.11, "Department of Defense Privacy Program," June 9, 1982 

(h)	  DoD 4515.13-R, "Air Transportation Eligibility," January 1980 

(i)	  Public Law, "The Economy Act, " (31 U.S.C. §1535) 

(j)	  Public Law, "The Intergovernmental Cooperation Act of 1968," (40 U.S.C. §§531-535 and 

42 U.S.C. §§4201, 4211-4124, 4221-4225, 4231-4233, 4241-4244) 

(k)	  Public Law, "Federal Property and Administrative Services Act of 1949," (40 U.S.C. 

§§471-476, 481, 483, 483c, 484-492, 512, 514, 531-535, 541-544, 751-759; 41 U.S.C. §§5, 

251-255, 257-260; 44 U.S.C., Chapters 21, 25, 29, 31; and 50 U.S.C. Appendix 1622) 

(l)	  DoD Directive 3025.12, "Employment of Military Resources in the Event of Civil 

Disturbances," August 19, 1971 

(m)	  DoD Instruction 4160.23, "Sale of Surplus Military Equipment to State and Local Law 

Enforcement and Firefighting Agencies," January 27, 1981 

(n)	  DoD Instruction 4160.24, "Disposal of Foreign Excess Personal Property for Substantial 

Benefits or the Discharge of Claims," July 24, 1981 

(o)	  DoD Directive 4165.6, "Real Property Acquisition, Management and Disposal," December 

22, 1976 

(p)	  DoD Directive 4165.20, "Utilization and Retention of Real Property," January 31, 1985 

(q)	  DoD Directive 5410.12, "Economic Adjustment Assistance to Defense-Impacted 

Communities," April 21, 1973 

(r)	  DoD Instruction 7230.7, "User Charges," January 29, 1985 

(s)	  DoD Instruction 7310.1, "Disposition of Proceeds from Sales of DoD Excess and Surplus 

Personal Property," November 15, 1984 

(t)	  DoD Instruction 7730.53, "Specialized or Technical Services Provided to State and Local 

Government," December 23, 1982 

(u)	  DoD Directive 5030.46, "Assistance to the District of Columbia Government in Combating 

Crime," March 26, 1971 

(v)	  Public Law, "Posse Comitatus Act," (18 U.S.C. §1385) 

(w)	  DoD Directive 5525.7, "Implementation of the Memorandum of Understanding Between 

the Department of Justice and the Department of Defense Relating to the Investigation and 

Prosecution of Certain Crimes," January 22, 1985 

(x)	  Appendix 3, Section 8(g) of title 5, United States Code 
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(y)  Sections 23, 78, 593, and 1861(a) of title 16, United States Code 

(z)  Sections 112, 351, 831, 1116, 1751, and 3056 of title 18, United States Code; "Presidential 

Protection Assistance Act of 1976," Public Law 94-524, 90 Stat. 2475 

(aa)  Sections 408 and 461-462 of title 22, United States Code 

(bb)  Section 180 of title 25, United States Code 

(cc)  Sections 97, 1989, and 3789 of title 42, United States Code 

(dd)  Section 1065 of title 43, United States Code 

(ee)  Sections 1418, 1422, and 1591 of title 48, United States Code 

(ff)  Section 220 of title 50, United States Code 

(gg)  Public Law, "The Controlled Substances Act," (21 U.S.C. §801 et seq.) 

(hh)  Public Law, "The Controlled Substances Import and Export Act," (21 U.S.C. §951 et seq.) 

(ii)  Public Law, "The Immigration and Nationality Act," (8 U.S.C. §§1324-1328) 

(jj)  Section 1401 of title 19, United States Code (The Tariff Act of 1930) and Section 1202 

(Tariff Schedules of the United States) 

(kk)  Section 873(b) of title 21, United States Code 

(ll)  DoD 7220.9-M, "Department of Defense Accounting Manual," October 1983 
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E2.  ENCLOSURE 2 

USE OF INFORMATION COLLECTED DURING MILITARY OPERATIONS 

E2.1.  ACQUISITION AND DISSEMINATION 

Military Departments and Defense Agencies are encouraged to provide to Federal, State, or local 

civilian law enforcement officials any information collected during the normal course of military 

operations that may be relevant to a violation of any Federal or State law within the jurisdiction 

of such officials.  The Secretaries of the Military Departments and Directors of the Defense 

Agencies shall prescribe procedures for releasing information upon reasonable belief that there 

has been such a violation. 

E2.1.1.  The assistance provided under this enclosure shall be in accordance with 10 U.S.C. 

§371 (reference (d)) and other applicable laws. 

E2.1.2.  The acquisition and dissemination of information under this enclosure shall be in 

accordance with DoD Directive 5200.27 (reference (e)), DoD Directive 5240.1 (reference (b)), 

and DoD 5240.1-R (reference (f)). 

E2.1.3.  Military Departments and Defense Agencies shall establish procedures for "routine 

use" disclosures of such information in accordance with DoD Directive 5400.11 (reference (g)). 

E2.1.4.  Under guidance established by the Secretaries of the Military Departments and the 

Directors of the Defense Agencies concerned, the planning and execution of compatible military 

training and operations may take into account the needs of civilian law enforcement officials for 

information when the collection of the information is an incidental aspect of training performed 

for a military purpose.  In this regard, the needs of civilian law enforcement officials may be 

considered when scheduling routine training missions.  This does not permit the planning or 

creation of missions or training for the primary purpose of aiding civilian law enforcement 

officials, and it does not permit conducting training or missions for the purpose of routinely 

collecting information about U.S. citizens.  Local law enforcement agents may accompany 

routinely scheduled training flights as observers for the purpose of collecting law enforcement 

information.  This provision does not authorize the use of DoD aircraft to provide point-to-point 

transportation and training flights for civilian law enforcement officials.  Such assistance may be 

provided only in accordance with DoD 4515.13-R (reference (h)). 

E2.1.5.  Under procedures established by the Secretaries of Military Departments and the 

Directors of the Defense Agencies concerned, information concerning illegal drugs that is 

provided to civilian law enforcement officials under this provision (reference (f)) may be 

provided to the El Paso Intelligence Center. 
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E2.1.6.  Nothing in this section modifies DoD policies or procedures concerning 

dissemination of information for foreign intelligence or counterintelligence purposes. 

E2.1.7.  The Military Departments and Defense Agencies are encouraged to participate in 

Department of Justice Law Enforcement Coordinating Committees situated in each Federal 

Judicial District. 

E2.1.8.  The assistance provided under this enclosure may not include or permit direct 

participation by a member of a Military Service in the interdiction of a vessel, aircraft, or a land 

vehicle, a search or seizure, arrest, or other similar activity unless participation in such activity 

by the member is otherwise authorized by law.  See enclosure 4. 

E2.2.  MILITARY PREPAREDNESS 

Assistance may not be provided under this enclosure if it could adversely affect national security 

or military preparedness. 

E2.3.  FUNDING 

To the extent that assistance under this enclosure requires Military Departments and Defense 

Agencies to incur costs beyond those that are incurred in the normal course of military 

operations, the funding provisions of enclosure 5 apply. 

360 ENCLOSURE 2
 



    

 

 

  

 

  

 

  

 

 

  

 

   

 

  

  

 

 

  

 

 

   

 

 

  

 

  

  

APPENDIX 3: DOD CBRNE 

CONSEQUENCE MANAGEMENT 

E3.  ENCLOSURE 3 

USE OF MILITARY EQUIPMENT AND FACILITIES 

E3.1.  EQUIPMENT AND FACILITIES 

Military Departments and Defense Agencies may make equipment, base facilities, or research 

facilities available to Federal, State, or local civilian law enforcement officials for law 

enforcement purposes in accordance with this enclosure. 

E3.1.1.  The ASD(FM&P) shall issue guidance to ensure that the assistance provided under 

this enclosure is in accordance with applicable provisions of 10 U.S.C. §§372, 2576, and 2667 

(reference (d)); the Economy Act(reference (i)); the Intergovernmental Cooperation Act of 1968 

(reference (j)); the Federal Property and Administrative Services Act of 1949 (reference (k)); and 

other applicable laws. 

E3.1.2.  The guidance in paragraph E3.1.1., above, shall ensure that the following 

Directives are complied with:  DoD Directive 3025.12 (reference (l)); DoD Instruction 4160.23 

(reference (m)); DoD Instruction 4160.24 (reference (n)); DoD Directive 4165.6 (reference (o)); 

DoD Directive 4165.20 (reference (p)); DoD Directive 5410.12 (reference (q)); DoD Instruction 

7230.7 (reference (r)); DoD Instruction 7310.1 (reference (s)); DoD Instruction 7730.53 

(reference (t)); and other guidance that may be issued by the ASD(FM&P) and the Assistant 

Secretary of Defense (Comptroller) (ASD(C)). 

E3.1.3.  The assistance provided by DoD Intelligence Components is subject to DoD 

Directive 5240.1 (reference (b)) and DoD 5240.1-R (reference (f)). 

E3.2. LIMITATIONS ON THE USE OF PERSONNEL 

E3.2.1.  A request for DoD personnel to operate or maintain or to assist in operating or 

maintaining equipment made available under section E3.1., above, shall be considered under the 

guidance in paragraph E4.1.6. (enclosure 4). 

E3.2.2.  Personnel in DoD intelligence components also are subject to the limitations in 

DoD Directive 5240.1 (reference (b)) and DoD 5240.1-R (reference (f)). 

E3.3.  MILITARY PREPAREDNESS 

Assistance may not be provided under this enclosure if such assistance could adversely affect 

national security or military preparedness.  The implementing documents issued by the 

Secretaries of the Military Departments and the Directors of the Defense Agencies shall ensure 

that approval for the disposition of equipment is vested in officials who can assess the impact of 

such disposition on national security and military preparedness. 
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E3.4.  APPROVAL AUTHORITY 

Requests by civilian law enforcement officials for DoD assistance in civilian law enforcement 

functions shall be forwarded to the appropriate approval authority under the guidance in this 

section. 

E3.4.1.  Approval authority for military assistance if there is a civil disturbance or related 

matters requiring immediate action is governed by DoD Directive 3025.12 (reference (l)). 

E3.4.2.  Approval authority for assistance to the government of the District of Columbia is 

governed by DoD Directive 5030.46 (reference (u)). 

E3.4.3.  The following governs approval for assistance to civilian law enforcement officials 

in other circumstances: 

E3.4.3.1.  Requests for training, expert advice, or use of personnel to operate or 

maintain equipment shall be forwarded for consideration under section E4.5. of enclosure 4. 

E3.4.3.2.  Requests for DoD intelligence components to provide assistance shall be 

forwarded for consideration under DoD Directive 5240.1 (reference (b)) and DoD 5240.1-R 

(reference (f)). 

E3.4.3.3. Loans under the Economy Act (reference (i)) are limited to agencies of the 

Federal Government. Leases under 10 U.S.C. 2667 (reference (d)) may be made to entities 

outside the Federal Government. 

E3.4.3.3.1.  Requests for arms, ammunition, combat vehicles, vessels, and aircraft 

are subject to approval by the Secretaries of the Military Departments and the Directors of 

Defense Agencies.  A notice of approval or denial shall be reported to the ASD(FM&P) within 

48 hours after such action. 

E3.4.3.3.2.  Requests for loan or lease or other use of equipment or facilities are 

subject to approval by the Secretaries of the Military Departments and the Directors of the 

Defense Agencies, unless approval by a higher official is required by statute or DoD Directive 

applicable to the particular disposition.  This authority may be delegated. The Secretaries of the 

Military Departments and the Directors of the Defense Agencies shall issue rules for taking 

action on requests for loan, lease, or other use of equipment or facilities that are not governed by 

subparagraphs E3.4.3.1. through E3.4.3.3., above, subject to the following: 

E3.4.3.3.2.1.  Such rules shall ensure compliance with applicable statutes and 

DoD Directives requiring specific levels of approval with respect to particular dispositions. 
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E3.4.3.3.2.2.  The ASD(FM&P) shall be notified within 48 hours after action 

is taken approving or denying a request for a loan, lease, or other use of equipment or facilities 

for more than 60 days. 

E3.4.3.4.  Requests for the use of equipment or facilities outside the Continental 

United States (CONUS) other than arms, ammunition, combat vehicles, vessels, and aircraft shall 

be approved in accordance with procedures established by the applicable Military Department or 

Defense Agency. 

E3.4.3.5.  Requests from Federal Agencies for purchase of equipment (permanent 

retention) that are accompanied by appropriate funding documents may be submitted directly to 

the Military Departments or Defense Agencies.  Requests for transferring equipment to non-

Federal agencies must be processed under DoD Instruction 4160.23 (reference (m)) or DoD 

Directive 4165.20 (reference (p)). 

E3.4.3.6.  All requests, including those in which subordinate authorities recommend 

denial, shall be submitted promptly to the approving authority using the format and channels 

established by the ASD(FM&P).  Requests will be forwarded and processed according to the 

urgency of the situation. 

E3.5.  FUNDING 

Funding requirements for assistance under this enclosure shall be established under the guidance 

in enclosure 5. 
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E4.  ENCLOSURE 4 

RESTRICTIONS ON PARTICIPATION OF DoD 

PERSONNEL IN CIVILIAN LAW ENFORCEMENT ACTIVITIES
 

E4.1.  STATUTORY REQUIREMENTS 

E4.1.1.  Posse Comitatus Act. The primary restriction on military participation in civilian 

law enforcement activities is the Posse Comitatus Act (reference (v)), which provides: 

"Whoever, except in cases and under circumstances expressly authorized by the Constitution or 

Act of Congress, willfully uses any part of the Army or the Air Force as a posse comitatus or 

otherwise to execute the laws shall be fined not more than $10,000 or imprisoned not more than 

two years or both." 

E4.1.2.  Permissible Direct Assistance. The following activities are not restricted by 

reference (v). 

E4.1.2.1.  Actions that are taken for the primary purpose of furthering a military or 

foreign affairs function of the United States, regardless of incidental benefits to civilian 

authorities.  This provision must be used with caution, and does not include actions taken for the 

primary purpose of aiding civilian law enforcement officials or otherwise serving as a subterfuge 

to avoid the restrictions of reference (v).  Actions under this provision may include the 

following, depending on the nature of the DoD interest and the authority governing the specific 

action in question: 

E4.1.2.1.1. Investigations and other actions related to enforcement of the 

Uniform Code of Military Justice (UCMJ) (reference (d)). 

E4.1.2.1.2. Investigations and other actions that are likely to result in 

administrative proceedings by the Department of Defense, regardless of whether there is a 

related civil or criminal proceeding.  See DoD Directive 5525.7 (reference (w)) with respect to 

matters in which the Departments of Defense and Justice both have an interest. 

E4.1.2.1.3. Investigations and other actions related to the commander's inherent 

authority to maintain law and order on a military installation or facility. 

E4.1.2.1.4.  Protection of classified military information or equipment. 

E4.1.2.1.5.  Protection of DoD personnel, DoD equipment, and official guests of 

the Department of Defense. 
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E4.1.2.1.6.  Such other actions that are undertaken primarily for a military or 

foreign affair's purpose. 

E4.1.2.2.  Audits and investigations conducted by, under the direction of, or at the 

request of IG, DoD, 5 U.S.C., Appendix 3, §8(g) (reference (x)), subject to applicable limitations 

on direct participation in law enforcement activities. 

E4.1.2.3.  Actions that are taken under the inherent right of the U.S. Government, a 

sovereign national entity under the U.S. Constitution, to ensure the preservation of public order 

and to carry out governmental operations within its territorial limits, or otherwise in accordance 

with applicable law, by force, if necessary.  This authority is reserved for unusual circumstances, 

and will be used only under DoD Directive 3025.12 (reference (l)), which permits use of this 

power in two circumstances: 

E4.1.2.3.1.  The emergency authority authorizes prompt and vigorous Federal 

action, including use of military forces, to prevent loss of life or wanton destruction of property 

and to restore governmental functioning and public order when sudden and unexpected civil 

disturbances, disaster, or calamities seriously endanger life and property and disrupt normal 

governmental functions to such an extent that duly constituted local authorities are unable to 

control the situation. 

E4.1.2.3.2.  Protection of Federal property and functions authorizes Federal 

action, including the use of military forces, to protect Federal property and Federal Government 

functions when the need for protection exists and duly constituted local authorities are unable or 

decline to provide adequate protection. 

E4.1.2.4.  Actions taken pursuant to DoD responsibilities under 10 U.S.C. §§331-334 

(reference (d)), relating to the use of the military forces with respect to insurgency or domestic 

violence or conspiracy that hinders the execution of State or Federal law in specified 

circumstances.  Actions under this authority are governed by DoD Directive 3025.12 (reference 

(l)). 

E4.1.2.5.  Actions taken under express statutory authority to assist officials in 

executing the laws, subject to applicable limitations.  The laws that permit direct military 

participation in civilian law enforcement, include the following: 

E4.1.2.5.1.  Protection of national parks and certain other Federal lands.  See 16 

U.S.C. §§23, 78, and 593 (reference (y)). 

E4.1.2.5.2.  Enforcement of the Fishery Conservation and Management Act of 

1976. See 16 U.S.C. §1861(a) (reference (y)). 
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E4.1.2.5.3.  Assistance in the case of crimes against foreign officials, official 

guests of the United States, and other internationally protected persons.  See 18 U.S.C. §§112 

and 1116 (reference (z)). 

E4.1.2.5.4.  Assistance in the case of crimes against members of Congress.  See 

18 U.S.C. §351 (reference (z)). 

E4.1.2.5.5.  Assistance in the case of crimes involving nuclear materials.  See 18 

U.S.C. §831 (reference (z)). 

E4.1.2.5.6.  Protection of the President, Vice President, and other designated 

dignitaries.  See 18 U.S.C. §§1751 and the Presidential Protection Assistance Act of 1976 

(reference (z)). 

E4.1.2.5.7.  Actions taken in support of the neutrality laws.  See 22 U.S.C. §§408 

and 461-462 (reference (aa)). 

E4.1.2.5.8.  Removal of persons unlawfully present on Indian lands.  See 25 

U.S.C. §180 (reference (bb)). 

E4.1.2.5.9.  Execution of quarantine and certain health laws.  See 42 U.S.C. §97 

(reference (cc)). 

E4.1.2.5.10.  Execution of certain warrants relating to enforcement of specified 

civil rights laws.  See 42 U.S.C. §1989 (reference (cc)). 

E4.1.2.5.11.  Removal of unlawful enclosures from public lands.  See 43 U.S.C. 

§1065 (reference (dd)). 

E4.1.2.5.12.  Protection of the rights of a discoverer of a guano island.  See 48 

U.S.C. §1418 (reference (ee)). 

E4.1.2.5.13.  Support of territorial governors if a civil disorder occurs.  See 48 

U.S.C. §§1422 and 1591 (reference (ee)). 

E4.1.2.5.14.  Actions in support of certain customs laws.  See 50 U.S.C. §220 

(reference (ff)). 

E4.1.3.  Restrictions on Direct Assistance. Except as otherwise provided in this enclosure, 

the prohibition on the use of military personnel "as a posse comitatus or otherwise to execute the 

laws" prohibits the following forms of direct assistance: 

E4.1.3.1. Interdiction of a vehicle, vessel, aircraft, or other similar activity. 
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E4.1.3.2.  A search or seizure. 

E4.1.3.3.  An arrest, apprehension, stop and frisk, or similar activity. 

E4.1.3.4.  Use of military personnel for surveillance or pursuit of individuals, or as 

undercover agents, informants, investigators, or interrogators. 

E4.1.4.  Training 

E4.1.4.1.  The Military Departments and Defense Agencies may provide training to 

Federal, State, and local civilian law enforcement officials.  Such assistance may include training 

in the operation and maintenance of equipment made available under section E3.1. of enclosure 

3. This does not permit large scale or elaborate training, and does not permit regular or direct 

involvement of military personnel in activities that are fundamentally civilian law enforcement 

operations, except as otherwise authorized in this enclosure. 

E4.1.4.2.  Training of Federal, State, and local civilian law enforcement officials shall 

be provided under the following guidance: 

E4.1.4.2.1.  This assistance shall be limited to situations when the use of non-DoD 

personnel would be unfeasible or impractical from a cost or time perspective and would not 

otherwise compromise national security or military preparedness concerns. 

E4.1.4.2.2.  Such assistance may not involve DoD personnel in a direct role in a 

law enforcement operation, except as otherwise authorized by law. 

E4.1.4.2.3.  Except as otherwise authorized by law, the performance of such 

assistance by DoD personnel shall be at a location where there is not a reasonable likelihood of a 

law enforcement confrontation. 

E4.1.5.  Expert Advice. Military Departments and Defense Agencies may provide expert 

advice to Federal, State, or local law enforcement officials in accordance with 10 U.S.C. 

§sect;371-378 (reference (d)).  This does not permit regular or direct involvement of military 

personnel in activities that are fundamentally civilian law enforcement operations, except as 

otherwise authorized in this enclosure. 

E4.1.6.  Use of DoD Personnel to Operate or Maintain Equipment. The use of DoD 

personnel to operate or maintain or to assist in operating or maintaining equipment shall be 

limited to situations when the training of non-DoD personnel would be unfeasible or impractical 

from a cost or time perspective and would not otherwise compromise national security or 

military preparedness concerns. 

E4.1.6.1. In general, the head of the civilian law enforcement agency may request a 

Military Department or Defense Agency to provide DoD personnel to operate or maintain or 
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assist in operating or maintaining equipment for the civilian agency.  This assistance shall be 

subject to the following guidance: 

E4.1.6.1.1.  Such assistance may not involve DoD personnel in a direct role in a 

law enforcement operation (see paragraph E4.1.3., above), except as provided in subparagraph 

E4.1.6.3., below, or as otherwise authorized by law. 

E4.1.6.1.2. Except as otherwise authorized by law, the performance of such 

assistance by DoD personnel shall be at a location where there is not a reasonable likelihood of a 

law enforcement confrontation. 

E4.1.6.1.3.  The use of military aircraft to provide point-to-point transportation 

and training flights for civilian law enforcement officials may be provided only in accordance 

with DoD 4515.13-R (reference (h)). 

E4.1.6.2.  Additional provisions concerning drug, customs, immigration, and certain 

other laws: a request under this provision for DoD personnel to operate or maintain or to assist in 

operating or maintaining equipment made available under section E3.1. of enclosure 3 may be 

made by the head of a civilian agency empowered to enforce the following laws: 

E4.1.6.2.1.  The Controlled Substances Act (reference (gg)) or the Controlled 

Substances Import and Export Act (reference (hh)). 

E4.1.6.2.2.  Any of Sections 274 through 278 of the Immigration and Nationality 

Act (reference (ii)). 

E4.1.6.2.3.  A law relating to the arrival or departure of merchandise, as defined 

in Section 1401 of the Tariff Act of 1930 (reference (jj)), into or out of the Customs territory of 

the United States, as defined in the Tariff Schedules of the United States, (reference (jj)) or any 

other territory or possession of the United States; or 

E4.1.6.2.4.  Any other law that establishes authority for DoD personnel to provide 

direct assistance to civilian law enforcement officials. In addition to the assistance authorized 

under this paragraph, the following assistance may be provided: 

E4.1.6.2.4.1.  DoD personnel may be assigned to operate or assist in 

operating equipment to the extent the equipment is used for monitoring and communicating to 

civilian law enforcement officials the movement of air and sea traffic with respect to any 

criminal violation of the laws specified in subparagraph E4.1.2.5., above. This includes 

communicating information concerning the relative position of civilian law enforcement officials 

and other air and sea traffic. 

E4.1.6.2.4.2. In an emergency circumstance, equipment operated by or with 

the assistance of DoD personnel may be used outside the land area of the United States (or any 
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Commonwealth, territory, or possession of the United States) as a base of operations by Federal 

law enforcement officials to facilitate the enforcement of a law in subparagraph E4.1.2.3.1., 

above, and to transport such law enforcement officials in connection with such operations, 

subject to the following limitations: 

E4.1.6.2.4.2.1.  Equipment operated by or with the assistance of DoD 

personnel may not be used to interdict or interrupt the passage of vessels or aircraft, except when 

DoD personnel are otherwise authorized to take such action with respect to a civilian law 

enforcement operation. 

E4.1.6.2.4.2.2.  There must be a joint determination by the Secretary of 

Defense and the Attorney General that an emergency circumstance exists under 10 U.S.C. 

§374(c)(2) (reference (d)).  An emergency circumstance may be determined to exist for purposes 

of this subparagraph only when the size and scope of the suspected criminal activity in a given 

situation poses a serious threat to the interests of the United States; and enforcement of laws in 

subparagraph E4.1.2.5., above, would be impaired seriously if the assistance described in this 

subparagraph were not provided. 

E4.1.6.2.4.3.  The emergency authority in this subparagraph may be used 

only with respect to large scale criminal activity at a particular point in time or over a fixed 

period. It does not permit use of this authority on a routine or extended basis. 

E4.1.6.2.4.4.  Nothing in this subparagraph restricts the authority of military 

personnel to take immediate action to save life or property or to protect a Federal function as 

provided in subparagraph E4.1.2.2., above. 

E4.1.6.3.  When DoD personnel are otherwise assigned to provide assistance with 

respect to the laws specified in subparagraph E4.1.2.5., above, the participation of such 

personnel shall be consistent with the limitations in such laws, if any, and such restrictions as 

may be established by the Secretary of Defense, the ASD(FM&P), or the Secretaries of the 

Military Departments and the Directors of the Defense Agencies concerned. 

E4.1.7.  Other Permissible Assistance. The following forms of indirect assistance are not 

restricted by the Posse Comitatus Act (reference (d)) (see enclosure 3): 

E4.1.7.1.  Transfer of information acquired in the normal course of military 

operations.  See enclosure 2. 

E4.1.7.2.  Such other actions, approved in accordance with procedures established by 

the Secretaries of the Military Departments and the directors of the Defense Agencies concerned, 

that do not subject civilians to use military power that is regulatory, prescriptive, or compulsory. 
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E4.2.  EXCEPTIONS BASED ON STATUS
 

The restrictions in section E4.1., above, do not apply to the following persons: 

E4.2.1.  A member of a Reserve component when not on active duty, active duty for 

training, or inactive duty for training. 

E4.2.2.  A member of the National Guard when not in the Federal Service. 

E4.2.3.  A civilian employee of the Department of Defense. If the civilian employee is 

under the direct command and control of a military officer, assistance will not be provided unless 

it would be permitted under section E4.3., below. 

E4.2.4.  A member of a Military Service when off duty, and in a private capacity. A 

member is not acting in a private capacity when assistance to law enforcement officials is 

rendered under the direction or control of DoD authorities. 

E4.3.  EXCEPTIONS BASED ON MILITARY SERVICE 

DoD guidance on the Posse Comitatus Act (reference (v)), as stated in enclosure 3, is applicable 

to the Department of the Navy and the Marine Corps as a matter of DoD policy, with such 

exceptions as may be provided by the Secretary of the Navy on a case-by-case basis. 

E4.3.1.  Such exceptions shall include requests from the Attorney General for assistance 

under 21 U.S.C. §873(b) (reference (kk)). 

E4.3.2.  Prior approval from the Secretary of Defense shall be obtained for exceptions that 

are likely to involve participation by members of the Navy or Marine Corps in an interdiction of 

a vessel or aircraft, a law enforcement search or seizure, an arrest, apprehension, or other activity 

that is likely to subject civilians to use military power that is regulatory, prescriptive, or 

compulsory.  Such approval may be granted only when the head of the civilian agency concerned 

verifies that: 

E4.3.2.1.  The size or scope of the suspected criminal activity poses a serious threat to 

the interests of the United States and enforcement of a law within the jurisdiction of the civilian 

agency would be impaired seriously if the assistance were not provided because civilian assets 

are not available to perform the missions; or 

E4.3.2.2.  Civilian law enforcement assets are not available to perform the mission and 

temporary assistance is required on an emergency basis to prevent loss of life or wanton 

destruction of property. 
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E4.4.  MILITARY PREPAREDNESS 

Assistance may not be provided under this enclosure if such assistance could adversely affect 

national security or military preparedness.  The implementing documents issued by the 

Secretaries of the Military Departments and the Directors of the Defense Agencies shall ensure 

that approval for the disposition of equipment is vested in officials who can assess the impact of 

such disposition on national security and military preparedness. 

E4.5.  APPROVAL AUTHORITY 

Requests by civilian law enforcement officials for use of DoD personnel in civilian law 

enforcement functions shall be forwarded to the appropriate approval authority under the 

guidance in this section. 

E4.5.1.  The use of DoD personnel in civil disturbances and related matters is governed by 

DoD Directive 3025.12 (reference (l)), which includes the approval authorities. 

E4.5.2.  Approval authority for assistance to the government of the District of Columbia is 

governed by DoD Directive 5030.46 (reference (u)). 

E4.5.3.  The following governs approval for assistance to civilian law enforcement officials 

in other circumstances. 

E4.5.3.1.  The Secretary of Defense is the approval authority for requests that involve 

assignment of 50 or more DoD personnel or a period of assignment of more than 30 days. 

E4.5.3.2.  The Secretaries of the Military Departments and Directors of Defense 

Agencies may approve the following types of assistance, except as provided in subparagraph 

E4.5.3.1., above: 

E4.5.3.2.1.  Use of DoD personnel to provide training or expert advice in 

accordance with paragraphs E4.1.4. and E4.1.5., above. 

E4.5.3.2.2.  Use of DoD personnel for equipment maintenance in accordance with 

subparagraph E4.1.6.2.1., above. 

E4.5.3.2.3.  Use of DoD personnel to monitor and communicate the movement of 

air and sea traffic in accordance with subparagraph E4.1.6.2.1., above. 

E4.5.3.3.  The ASD(FM&P) is the approval authority for other requests for assignment 

of personnel.  This authority may be delegated to the Secretaries of the Military Departments and 

the Directors of the Defense Agencies with respect to specific categories of assistance. 
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APPENDIX 3: DOD CBRNE 

CONSEQUENCE MANAGEMENT 

E4.5.3.4.  Requests that involve DoD intelligence components are subject to the 

limitations in DoD Directive 5240.1 (reference (b)) and DoD 5240.1-R (reference (f)), and are 

subject to approval by the Secretary of Defense. 

E4.5.3.5.  The views of the JCS shall be obtained on all requests that are considered by 

the Secretary of Defense or the ASD(FM&P) or that otherwise involve personnel assigned to a 

Unified or Specified Command. 

E4.5.3.6.  The view of the ASD(RA) shall be obtained on all requests that are to be 

considered by the Secretary of Defense or the ASD(FM&P) that involve Reserve component 

personnel or equipment. 

E4.5.3.7.  All requests, including those in which subordinate authorities recommend 

denial, shall be submitted promptly to the approving authority using the format and channels 

established by the ASD(FM&P).  Requests will be forwarded and processed according to 

priority. 

E4.6.  FUNDING 

Funding requirements for assistance under this enclosure shall be established by the 

ASD(FM&P) under the guidance in enclosure 5. 
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APPENDIX 3: DOD CBRNE
 
CONSEQUENCE MANAGEMENT
 

E5.  ENCLOSURE 5 

FUNDING 

E5.1.  ESTABLISHMENT OF GUIDANCE 

Funding requirements and related reporting procedures shall be established by the ASD(FM&P), 

after consultation with the Assistant Secretary of Defense (Comptroller) (ASD(C)), subject to the 

guidance of this enclosure. 

E5.2.  PROCEDURAL REQUIREMENTS 

E5.2.1.  As a general matter, reimbursement is required when equipment or services are 

provided to agencies outside the Department of Defense.  The primary sources of law for 

reimbursement requirements are the Economy Act (reference (i)) for Federal Agencies and the 

Leasing Statute, 10 U.S.C. §2667 (reference (d)).  Other statutes may apply to particular types of 

assistance.  (See section E3.1. of enclosure 3.) 

E5.2.2. If reimbursement is not required by law for a particular form of assistance, the 

authority to waive reimbursement is delegated to the ASD(FM&P).  The ASD(FM&P) may 

delegate to the Secretaries of the Military Departments and the Directors of the Defense 

Agencies (or designees) the authority to waive reimbursement on matters within their approval 

authority.  See 10 U.S.C. §377 (reference (d)).  The dollar value of a waiver shall be determined 

in accordance with Chapter 26 of DoD 7220.9-M (reference (ll)). A request for waiver may be 

granted if reimbursement is not otherwise required by law and: 

E5.2.2.1. Is provided as an incidental aspect of the activity that is conducted for 

military purposes. 

E5.2.2.2. Involves the use of DoD personnel in an activity that provides DoD training 

operational benefits that are substantially equivalent to the benefit of DoD training or operations. 

E5.2.3.  The Secretary of the Military Department or the Director of the Defense Agency (or 

his or her designees) may request the views of the Joint Chiefs of Staff when acting on a request 

for waiver of reimbursement when such waiver may adversely affect military preparedness. 

E5.2.4. In evaluating requests for waiver of reimbursement, consideration shall be given to 

the budgetary resources available to civilian law enforcement agencies. 

E5.3.  MILITARY PREPAREDNESS 
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Reimbursement may not be waived if deletion of such funds from a DoD account could 

adversely affect the national security or military preparedness of the United States. 
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APPENDIX 3: DOD CBRNE
 
CONSEQUENCE MANAGEMENT
 

E6.  ENCLOSURE 6
 

SAMPLE FORMAT FOR PREPARING, "REPORT ON SUPPORT
 
TO CIVILIAN LAW ENFORCEMENT (RCS DD-FM&P(Q)1595)"
 

The quarterly report shall contain the following information for each request considered: 

1. Number and type of assistance requested. 

a.  Facilities. 

b. Information. 

c.  Equipment. 

(1) Aircraft 

(2) Vehicles 

(3) Vessels 

(4) Special (night vision goggles, weapons, etc.) 

(5) Miscellaneous 

d. Aviation Mission Support. 

(1) Surveillance 

(2) Identification aircraft support 

(3) Logistics 

(4) Miscellaneous 

e.  Surface Mission Support. 

(1) Surveillance 

(2) Ship services (towing, tactical law enforcement teams TACLETs, etc.) 

(3) Logistics 
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CONSEQUENCE MANAGEMENT 

(4) Miscellaneous 

f.  Ground-based Mission Support. 

(1) Radar/Sensor Surveillance 

(2) Aerostats 

(3) Transportation of law enforcement personnel 

(4) Border air and ground surveillance 

(5) Logistics 

(6) Miscellaneous 

g.  Explosive Ordnance Disposal. 

h. Training provided to law enforcement agencies. 

i.  Personnel. 

j.  Other support not specifically addressed. 

2. The length of time for which assistance is requested, if appropriate (if the request is for 

information or support for a brief time, enter "NA"). 

3. Status of the requests: 

a.  Number approved. 

b. Number denied. 

c.  Number pending. 

4. A brief discussion of the reason for any denial. 

5. Manhours/mandays expended to support law enforcement agencies. 
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APPENDIX 3: DOD CBRNE 

CONSEQUENCE MANAGEMENT 

E7.  ENCLOSURE 7 

AVIATION ASSISTANCE TO LAW ENFORCEMENT AGENCIES 

(Sample Format) 

Surveillance 

Region Flight Passed to
 
Aircraft State Sorties Hours Gained LEA's Remarks
 

E-2C Pacific 18 76 10A 9	 No CS support available 

E-2C Atlantic 23 88 13A 10	 CHET successful intercept of one acft. 
Flown by Reserves. 

P-3C Atlantic 103 712 32S 28S	 CG seized 3 vessels. 

Identification 

Region Flight Visual/IRDS Detections 
Aircraft State Sorties Hours Attempts Successful Remarks 

OV-10	 New 17 35 3A 1 Handover to USCS, 1200# Marijuana 
Mexico seized. 

Logistics/Miscellaneous Support 

Region Flight
 
Aircraft State Sorties Hours Remarks
 

UH-IN	 Bahamas 332 299 Bahamas police seized 12,200# marijuana, 2000# cocaine. 

RF-4C	 Texas 4 7 Reconnaissance of remote airfields 

Abbreviation Key: 

A - Airborne SS - Secret Service 
Acft- Aircraft Res - Reserve 
S - Surface ANG - Air Nat'l Guard 
L - Land ARNG - Army Nat'l Guard 
C S - U.S. Customs Service LEA - Law Enforcement Agency 
CG - U.S. Coast Guard CHET - Customs High Endurance Tracker (aircraft) 
D - DEA IRDS - Infrared Detection System 

Attachments - 1 

E7.A1.  Aid for Completing Aviation Assistance Portion of Quarterly Report 
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APPENDIX 4: MILITARY SUPPORT TO 

CIVILIAN LAW ENFORCEMENT 

E7.A1.  ENCLOSURE 7, ATTACHMENT 1
 

AID FOR COMPLETING AVIATION ASSISTANCE PORTION OF QUARTERLY 

REPORT
 

Aviation assistance is the largest area of DoD support to law enforcement agencies. This section 
is used to report to DoD the Services' aviation assistance. The following is an aid to complete 
this section. 

Acft - Aircraft," if flown by other than active duty units, indicate in the "Remarks" 
column (e.g., Res, ANG, ARNG). 

Region State - Where sorties were flown (e.g., Pacific, Caribbean, GA, TX, Bahamas, etc.). 

Sorties - Number of flights flown by the platform aircraft during the quarter. 

Flt Hrs. - Number of flight hours flown by the aircraft during the quarter. 

Detections - Number of "raw data" detections against suspect air Gained or surface 
vessels. 

Detections - The number of detections passed to law enforcement agency for possible 
Gained investigation. 

Remarks - Used for comments to specify sorties flown by Reserve, ARG, ARNG units; 
amplify support contributing to known law enforcement success or failure, etc. 

Visual/IRDS - Applies to visual or infrared detection to identify suspect vessel. 

Identification - Aircraft (e.g., OV-10, OV-1) used to identify suspect aircraft prior to handover 
to the U.S. Customs Service tracker/interceptor aircraft. 
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APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

APPENDIX 4 

MILITARY SUPPORT TO LAW ENFORCEMENT 

Appendix 4-1: 18 U.S.C. § 1385 - The Posse Comitatus Act (PCA) 

18 U.S.C. §1385 (2002) 

Crimes and Criminal Procedure 

Sec. 1385 Use of Army and Air Force as Posse Comitatus 

Whoever, except in cases and under circumstances expressly authorized by the Constitution or Act of Congress, 

willfully uses any part of the Army or the Air Force as a posse comitatus or otherwise to execute the laws shall be 

fined under this title or imprisoned not more than two years, or both. 

Source 

(Added Aug. 10, 1956, ch. 1041, Sec. 18(a), 70A Stat. 626; amended Pub. L. 86-70, Sec. 17(d), June 25, 1959, 73 

Stat. 144; Pub. L.103-322, title XXXIII, Sec. 330016(1)(L), Sept. 13, 1994, 108 Stat. 2147.) 

Historical and Revision Note 

Revised Section Source (U.S. Code) Source (Statutes at Large) 

1385 10:15. June 18, 1878, ch. 263, Sec. 15, 20 Stat. 152; Mar. 

3, 1899, ch. 429, Sec. 363 (proviso); added June 6, 

1900, ch. 786, Sec. 29 (less last proviso), 31 Stat. 330. 

This section is revised to conform to the style and terminology used in title 18. It is not enacted as a part of title 10, 

United States Code, since it is more properly allocated to title 18. 

Amendments 

1994 - Pub. L. 103-322 substituted ''fined under this title'' for ''fined not more than $10,000''. 

1959 - Pub. L. 86-70 struck out provisions which made section inapplicable in Alaska. 

Section Referred to in Other Sections 

This section is referred to in section 831 of this title. 

UPDATE: None 

Appendix 4-2: 10 U.S.C. §§ 371-382 - Military Support to Civilian Law 

Enforcement Agencies 

10 U.S.C. § 371, et seq. (2002)
 

Military Support for Civilian Law Enforcement Agencies
 

Section 371. Use of information collected during military operations 

(a) The Secretary of Defense may, in accordance with other applicable law, provide to Federal, State, or local 

civilian law enforcement officials any information collected during the normal course of military training or 

operations that may be relevant to a violation of any Federal or State law within the jurisdiction of such officials. 
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APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

(b) The needs of civilian law enforcement officials for information shall, to the maximum extent practicable, be 

taken into account in the planning and execution of military training or operations. 

(c) The Secretary of Defense shall ensure, to the extent consistent with national security, that intelligence 

information held by the Department of Defense and relevant to drug interdiction or other civilian law enforcement 

matters is provided promptly to appropriate civilian law enforcement officials. 

Section 372. Use of military equipment and facilities 

(a) In General. - The Secretary of Defense may, in accordance with other applicable law, make available any 

equipment (including associated supplies or spare parts), base facility, or research facility of the Department of 

Defense to any Federal, State, or local civilian law enforcement official for law enforcement purposes. 

(b) Emergencies Involving Chemical and Biological Agents. - (1) In addition to equipment and facilities 

described in subsection (a), the Secretary may provide an item referred to in paragraph (2) to a Federal, State, or 

local law enforcement or emergency response agency to prepare for or respond to an emergency involving chemical 

or biological agents if the Secretary determines that the item is not reasonably available from another source. The 

requirement for a determination that an item is not reasonably available from another source does not apply to 

assistance provided under section 382 of this title pursuant to a request of the Attorney General for the assistance. 

(2) An item referred to in paragraph (1) is any material or expertise of the Department of Defense appropriate for 

use in preparing for or responding to an emergency involving chemical or biological agents, including the following: 

(A) Training facilities. 

(B) Sensors. 

(C) Protective clothing. 

(D) Antidotes. 

Section 373. Training and advising civilian law enforcement officials 

The Secretary of Defense may, in accordance with other applicable law, make Department of Defense personnel 

available 

(1) to train Federal, State, and local civilian law enforcement officials in the operation and maintenance of 

equipment, including equipment made available under section 372 of this title; and 

(2) to provide such law enforcement officials with expert advice relevant to the purposes of this chapter. 

Section 374. Maintenance and operation of equipment 

(a) The Secretary of Defense may, in accordance with other applicable law, make Department of Defense 

personnel available for the maintenance of equipment for Federal, State, and local civilianlaw enforcement officials, 

including equipment made available under section 372 of this title. 

(b)(1) Subject to paragraph (2) and in accordance with other applicable law, the Secretary of Defense may, 

upon request from the head of a Federal law enforcement agency, make Department of Defense personnel 

available to operate equipment (including equipment made available under section 372 of this title) with respect 

to 

(A) a criminal violation of a provision of law specified in
 

paragraph (4)(A);
 

(B) assistance that such agency is authorized to furnish to a State, local, or foreign government which is 

involved in the enforcement of similar laws; 

(C) a foreign or domestic counter-terrorism operation; or 

(D) a rendition of a suspected terrorist from a foreign country to the United States to stand trial. 

(2) Department of Defense personnel made available to a civilian law enforcement agency under this subsection 

may operate equipment for the following purposes: 

(A) Detection, monitoring, and communication of the movement of air and sea traffic. 

(B) Detection, monitoring, and communication of the movement of surface traffic outside of the geographic 

boundary of the United States and within the United States not to exceed 25 miles of the boundary if the initial 

detection occurred outside of the boundary. 

(C) Aerial reconnaissance. 
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APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

(D) Interception of vessels or aircraft detected outside the land area of the United States for the purposes of 

communicating with such vessels and aircraft to direct such vessels and aircraft to go to a location designated by 

appropriate civilian officials. 

(E) Operation of equipment to facilitate communications in connection with law enforcement programs 

specified in paragraph 

(4)(A). 

(F) Subject to joint approval by the Secretary of Defense and the Attorney General (and the Secretary of State 

in the case of a law enforcement operation outside of the land area of the United States) 

(i) the transportation of civilian law enforcement personnel along with any other civilian or military personnel 

who are supporting, or conducting, a joint operation with civilian law enforcement personnel; 

(ii) the operation of a base of operations for civilian law enforcement and supporting personnel; and 

(iii) the transportation of suspected terrorists from foreign countries to the United States for trial (so long as 

the requesting Federal law enforcement agency provides all security for such transportation and maintains 

custody over the suspect through the duration of the transportation). 

(3) Department of Defense personnel made available to operate equipment for the purpose stated in paragraph 

(2)(D) may continue to operate such equipment into the land area of the United States in cases involving the pursuit 

of vessels or aircraft where the detection began outside such land area. 

(4) In this subsection: 

(A) The term ''Federal law enforcement agency'' means a Federal agency with jurisdiction to enforce any of the 

following: 

(i) The Controlled Substances Act (21 U.S.C. 801 et seq.) or the Controlled Substances Import and Export Act 

(21 U.S.C. 951 et seq.). 

(ii) Any of sections 274 through 278 of the Immigration and Nationality Act (8 U.S.C. 1324-1328). 

(iii) A law relating to the arrival or departure of merchandise (as defined in section 401 of the Tariff Act 

of 1930 (19 U.S.C. 1401) into or out of the customs territory of the United States (as defined in general note 2 of 

the Harmonized Tariff Schedule of the United States) or any other territory or possession of the United States. 

(iv) The Maritime Drug Law Enforcement Act (46 U.S.C. App. 1901 et seq.). 

(v) Any law, foreign or domestic, prohibiting terrorist activities. 

(B) The term ''land area of the United States'' includes the land area of any territory, commonwealth, or 

possession of the United States. 

(c) The Secretary of Defense may, in accordance with other applicable law, make Department of Defense 

personnel available to any Federal, State, or local civilian law enforcement agency to operate equipment for 

purposes other than described in subsection (b)(2) only to the extent that such support does not involve direct 

participation by such personnel in a civilian law enforcement operation unless such direct participation is otherwise 

authorized by law. 

Section 375. Restriction on direct participation by military personnel 

The Secretary of Defense shall prescribe such regulations as may be necessary to ensure that any activity 

(including the provision of any equipment or facility or the assignment or detail of any personnel) under this chapter 

does not include or permit direct participation by a member of the Army, Navy, Air Force, or Marine Corps in a 

search, seizure, arrest, or other similar activity unless participation in such activity by such member is otherwise 

authorized by law. 

Section 376. Support not to affect adversely military preparedness 

Support (including the provision of any equipment or facility or the assignment or detail of any personnel) may 

not be provided to any civilian law enforcement official under this chapter if the provision of such support will 

adversely affect the military preparedness of the United States. The Secretary of Defense shall prescribe such 

regulations as may be necessary to ensure that the provision of any such support does not adversely affect the 

military preparedness of the United States. 

Section 377. Reimbursement 
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TO LAW ENFORCEMENT 

(a) To the extent otherwise required by section 1535 of title 31 (popularly known as the ''Economy Act'') or other 

applicable law, the Secretary of Defense shall require a civilian law enforcement agency to which support is 

provided under this chapter to reimburse the Department of Defense for that support. 

(b) An agency to which support is provided under this chapter is not required to reimburse the Department of 

Defense for such support if such support 

(1) is provided in the normal course of military training or operations; or 

(2) results in a benefit to the element of the Department of Defense providing the support that is substantially 

equivalent to that which would otherwise be obtained from military operations or training. 

Section 378. Nonpreemption of other law 

Nothing in this chapter shall be construed to limit the authority of the executive branch in the use of military 

personnel or equipment for civilian law enforcement purposes beyond that provided by law before December 1, 

1981. 

Section 379. Assignment of Coast Guard personnel to naval vessels for law enforcement purposes 

(a) The Secretary of Defense and the Secretary of Transportation shall provide that there be assigned on board 

every appropriate surface naval vessel at sea in a drug-interdiction area members of the Coast Guard who are trained 

in law enforcement and have powers of the Coast Guard under title 14, including the power to make arrests and to 

carry out searches and seizures. 

(b) Members of the Coast Guard assigned to duty on board naval vessels under this section shall perform such 

law enforcement functions (including drug-interdiction functions) 

(1) as may be agreed upon by the Secretary of Defense and the Secretary of Transportation; and 

(2) as are otherwise within the jurisdiction of the Coast Guard. 

(c) No fewer than 500 active duty personnel of the Coast Guard shall be assigned each fiscal year to duty under 

this section. However, if at any time the Secretary of Transportation, after consultation with the Secretary of 

Defense, determines that there are insufficient naval vessels available for purposes of this section, such personnel 

may be assigned other duty involving enforcement of laws listed in section 374(b)(4)(A) of this title. 

(d) In this section, the term ''drug-interdiction area'' means an area outside the land area of the United States (as 

defined in section 374(b)(4)(B) of this title) in which the Secretary of Defense (in consultation with the Attorney 

General) determines that activities involving smuggling of drugs into the United States are ongoing. 

Section 380. Enhancement of cooperation with civilian law enforcement officials 

(a) The Secretary of Defense, in cooperation with the Attorney General, shall conduct an annual briefing of 

law enforcement personnel of each State (including law enforcement personnel of the political subdivisions of each 

State) regarding information, training, technical support, and equipment and facilities available to civilian law 

enforcement personnel from the Department of Defense. 

(b) Each briefing conducted under subsection (a) shall include the following: 

(1) An explanation of the procedures for civilian law enforcement officials 

(A) to obtain information, equipment, training, expert advice, and other personnel support under this chapter; and 

(B) to obtain surplus military equipment. 

(2) A description of the types of information, equipment and facilities, and training and advice available to 

civilian law enforcement officials from the Department of Defense. 

(3) A current, comprehensive list of military equipment which is suitable for law enforcement officials 

from the Department of Defense or available as surplus property from the Administrator of General Services. 

(c) The Attorney General and the Administrator of General Services shall 

(1) establish or designate an appropriate office or offices to maintain the list described in subsection (b)(3) 

and to furnish information to civilian law enforcement officials on the availability of surplus military equipment; 

and 

(2) make available to civilian law enforcement personnel nationwide, toll free telephone communication 

with such office or offices 

Section 382. Emergency situations involving chemical or biological weapons of mass destruction 
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TO LAW ENFORCEMENT 

(a) In General. - The Secretary of Defense, upon the request of the Attorney General, may provide 

assistance in support of Department of Justice activities relating to the enforcement of section 175 or 2332c 

(FOOTNOTE 1) of title 18 during an emergency situation involving a biological or chemical weapon of mass 

destruction. Department of Defense resources, including personnel of the Department of Defense, may be used to 

provide such assistance if 

(FOOTNOTE 1) See References in Text note below. 

(1) the Secretary of Defense and the Attorney General jointly determine that an emergency situation exists; 

and 

(2) the Secretary of Defense determines that the provision of such assistance will not adversely affect the 

military preparedness of the United States. 

(b) Emergency Situations Covered. - In this section, the term ''emergency situation involving a biological or 

chemical weapon of mass destruction'' means a circumstance involving a biological or chemical weapon of mass 

destruction 

(1) that poses a serious threat to the interests of the United States; and 

(2) in which 

(A) civilian expertise and capabilities are not readily available to provide the required assistance to 

counter the threat immediately posed by the weapon involved; 

(B) special capabilities and expertise of the Department of Defense are necessary and critical to 

counter the threat posed by the weapon involved; and 

(C) enforcement of section 175 or 2332c (FOOTNOTE 1) of title 18 would be seriously impaired 

if the Department of Defense assistance were not provided. 

(c) Forms of Assistance. - The assistance referred to in subsection (a) includes the operation of equipment 

(including equipment made available under section 372 of this title) to monitor, contain, disable, or dispose of the 

weapon involved or elements of the weapon. 

(d) Regulations. - (1) The Secretary of Defense and the Attorney General shall jointly prescribe regulations 

concerning the types of assistance that may be provided under this section. Such regulations shall also describe the 

actions that Department of Defense personnel may take in circumstances incident to the provision of assistance 

under this section. 

(2)(A) Except as provided in subparagraph (B), the regulations may not authorize the following actions: 

(i) Arrest. 

(ii) Any direct participation in conducting a search for or seizure of evidence related to a violation of section 

175 or 2332c (FOOTNOTE 1) of title 18. 

(iii) Any direct participation in the collection of intelligence for law enforcement purposes. 

(B) The regulations may authorize an action described in subparagraph (A) to be taken under the following 

conditions: 

(i) The action is considered necessary for the immediate protection of human life, and civilian law enforcement 

officials are not capable of taking the action. 

(ii) The action is otherwise authorized under subsection (c) or under otherwise applicable law. 

(e) Reimbursements. - The Secretary of Defense shall require reimbursement as a condition for providing 

assistance under this section to the extent required under section 377 of this title. 

(f) Delegations of Authority. - (1) Except to the extent otherwise provided by the Secretary of Defense, the 

Deputy Secretary of Defense may exercise the authority of the Secretary of Defense under this section. The 

Secretary of Defense may delegate the Secretary's authority under this section only to an Under Secretary of 

Defense or an Assistant Secretary of Defense and only if the Under Secretary or Assistant Secretary to whom 

delegated has been designated by the Secretary to act for, and to exercise the general powers of, the Secretary. 

(2) Except to the extent otherwise provided by the Attorney General, the Deputy Attorney General may exercise 

the authority of the Attorney General under this section. The Attorney General may delegate that authority only to 

the Associate Attorney General or an Assistant Attorney General and only if the Associate Attorney General or 

Assistant Attorney General to whom delegated has been designated by the Attorney General to act for, and to 

exercise the general powers of, the Attorney General. 

(g) Relationship to Other Authority. - Nothing in this section shall be construed to restrict any executive branch 

authority regarding use of members of the armed forces or equipment of the Department of Defense that was in 

effect before September 23, 1996. 
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UPDATES 

Pub. L. 107-248
 

Section 374. New note added by Pub. L. 107-248, sec. 8058(a), 116 Stat. 1549.
 

Pub. L. 108-87
 

Section 374. New note added by Pub. L. 108-87, sec. 8057(a), 117 Stat. 1085.
 

Pub. L. 107-296
 

Section 379. Amended by Pub. L. 107-296, sec. 1704(b)(1), 116 Stat. 2314.
 


Appendix 4-3: DODD 5200.27 - Acquisition of Information Concerning 

Persons and Organizations not Affiliated with the Department of Defense 

Department of Defense
 

DIRECTIVE
 


NUMBER 5200.27 

January 7, 1980 

USD(P) 

SUBJECT: Acquisition of Information Concerning Persons and Organizations not Affiliated with the Department of 

Defense 

References: 

(a) DoD Directive 5200.27, subject as above, December 8, 1975 (hereby canceled) 

(b) DoD Directive 5240.1, "Activities of DoD Intelligence Components that Affect U.S. 

Persons," November 30, 1979 

1. REISSUANCE AND PURPOSE 

This Directive reissues reference (a) to establish for the Defense Investigative Program general policy, limitations, 

procedures, and operational guidance pertaining to the collecting, processing, storing, and disseminating of 

information concerning persons and organizations not affiliated with the Department of Defense. 

2. APPLICABILITY AND SCOPE 

2.1. Except as provided by paragraph 2.3., below, this Directive is applicable to the Office of the Secretary 

of Defense, Military Departments, Office of the Joint Chiefs of Staff, Unified and Specified Commands, and the 

Defense Agencies (hereafter referred to as "DoD Components"). 

2.2. The provisions of this Directive encompass the acquisition of information concerning the activities of: 

2.2.1. Persons and organizations, not affiliated with the Department of Defense, within the 50 

States, the District of Columbia, the Commonwealth of Puerto Rico, and U.S. territories and possessions; and 

2.2.2. Non-DoD-affiliated U.S. citizens anywhere in the world. 

2.3. This Directive is not applicable to DoD intelligence components as defined by DoD Directive 5240.1 

(reference (b)). 
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2.4. Authority to act for the Secretary of Defense in matters in this Directive that require specific approval 

are delineated in enclosure 1. 

3. POLICY 

3.1. DoD policy prohibits collecting, reporting, processing, or storing information on individuals or 

organizations not affiliated with the Department of Defense, except in those limited circumstances where such 

information is essential to the accomplishment of the DoD missions outlined below. 

3.2. Information-gathering activities shall be subject to overall civilian control, a high level of general 

supervision and frequent inspections at the field level. 

3.3. Where collection activities are authorized to meet an essential requirement for information, maximum 

reliance shall be placed upon domestic civilian investigative agencies, Federal, State, and local. 

3.4. In applying the criteria for the acquisition and retention of information established pursuant to this 

Directive, due consideration shall be given to the need to protect DoD functions and property in the different 

circumstances existing in geographic areas outside the United States. Relevant factors include: 

3.4.1. The level of disruptive activity against U.S. Forces; 

3.4.2. The competence of host-country investigative agencies; 

3.4.3. The degree to which U.S. Military and host-country agencies exchange investigative 

information; 

3.4.4. The absence of other U.S. investigative capabilities; and 

3.4.5. The unique and vulnerable position of U.S. Forces abroad. 

4. AUTHORIZED ACTIVITIES 

The DoD Components are authorized to gather information essential to the accomplishment of the following defense 

missions: 

4.1. Protection of DoD Functions and Property. Information may be acquired about activities threatening 

defense military and civilian personnel and defense activities and installations, including vessels, aircraft, 

communications equipment, and supplies. Only the following types of activities justify acquisition of information 

under the authority of this paragraph: 

4.1.1. Subversion of loyalty, discipline, or morale of DoD military or civilian personnel by 

actively encouraging violation of law, disobedience of lawful order or regulation, or disruption of military activities. 

4.1.2. Theft of arms, ammunition, or equipment, or destruction or sabotage of facilities, 

equipment, or records belonging to DoD units or installations. 

4.1.3. Acts jeopardizing the security of DoD elements or operations or compromising classified 

defense information by unauthorized disclosure or by espionage. 

4.1.4. Unauthorized demonstrations on Active or Reserve DoD installations. 

4.1.5. Direct threats to DoD military or civilian personnel in connection with their official duties 

or to other persons who have been authorized protection by DoD resources. 

4.1.6. Activities endangering facilities that have classified defense contracts or that have been 

officially designated as key defense facilities. 
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4.1.7. Crimes for which the Department of Defense has responsibility for investigating or 

prosecuting. 

4.2. Personnel Security. Investigations may be conducted in relation to the following categories of persons: 

4.2.1. Members of the Armed Forces, including retired personnel, members of the Reserve 

components, and applicants for commission or enlistment. 

4.2.2. DoD civilian personnel and applicants for such status. 

4.2.3. Persons having need for access to official information requiring protection in the interest of 

national defense under the DoD Industrial Security Program or being considered for participation in other authorized 

DoD programs. 

4.3. Operations Related to Civil Disturbance. The Attorney General is the chief civilian officer in charge of 

coordinating all Federal Government activities relating to civil disturbances. Upon specific prior authorization of the 

Secretary of Defense or his designee, information may be acquired that is essential to meet operational requirements 

flowing from the mission assigned to the Department of Defense to assist civil authorities in dealing with civil 

disturbances. Such authorization will only be granted when there is a distinct threat of a civil disturbance exceeding 

the law enforcement capabilities of State and local authorities. 

5. PROHIBITED ACTIVITIES 

5.1. The acquisition of information on individuals or organizations not affiliated with the DoD will be 

restricted to that which is essential to the accomplishment of assigned DoD missions under this Directive. 

5.2. No information shall be acquired about a person or organization solely because of lawful advocacy of 

measures in opposition to Government policy. 

5.3. There shall be no physical or electronic surveillance of Federal, State, or local officials or of candidates 

for such offices. 

5.4. There shall be no electronic surveillance of any individual or organization, except as authorized by 

law. 

5.5. There shall be no covert or otherwise deceptive surveillance or penetration of civilian organizations 

unless specifically authorized by the Secretary of Defense, or his designee. 

5.6. No DoD personnel will be assigned to attend public or private meetings, demonstrations, or other 

similar activities for the purpose of acquiring information, the collection of which is authorized by this Directive 

without specific prior approval by the Secretary of Defense, or his designee. An exception to this policy may be 

made by the local commander concerned, or higher authority, when, in his judgment, the threat is direct and 

immediate and time precludes obtaining prior approval. In each such case a report will be made immediately to the 

Secretary of Defense, or his designee. 

5.7. No computerized data banks shall be maintained relating to individuals or organizations not affiliated 

with the Department of Defense, unless authorized by the Secretary of Defense, or his designee. 

6. OPERATIONAL GUIDANCE 

6.1. Nothing in this Directive shall be construed to prohibit the prompt reporting to law enforcement 

agencies of any information indicating the existence of a threat to life or property, or the violation of law, nor to 

prohibit keeping a record of such a report. 

386 ENCLOSURE 7
 



 

 

  

           

  

 

              

        

 

         

         

 

             

         

 

              

                  

        

 

        

          

        

 

    

 

            

       

 

        

           

           

 

  

     

 

   

 

 

             

             

 

            

           

            

          

    

 

          

              

            

           

            

 

          

            

                

    

 

APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

6.2. Nothing in this Directive shall be construed to restrict the direct acquisition by overt means of the 

following information: 

6.2.1. Listings of Federal, State, and local officials who have official responsibilities related to the 

control of civil disturbances. Such listings may be maintained currently. 

6.2.2. Physical data on vital public or private installations, facilities, highways, and utilities, as 

appropriate, to carry out a mission assigned by this Directive. 

6.3. Access to information obtained under the provisions of this Directive shall be restricted to 

Governmental Agencies that require such information in the execution of their duties. 

6.4. Information within the purview of this Directive, regardless of when acquired, shall be destroyed 

within 90 days unless its retention is required by law or unless its retention is specifically authorized under criteria 

established by the Secretary of Defense, or his designee. 

6.5. This Directive does not abrogate any provision of the Agreement Governing the Conduct of Defense 

Department Counterintelligence Activities in Conjunction with the Federal Bureau of Investigation, April 5, 1979, 

nor preclude the collection of information required by Federal statute or Executive order. 

7. EFFECTIVE DATE AND IMPLEMENTATION 

This Directive is effective immediately. Forward two copies of implementing regulations to the Deputy Under 

Secretary of Defense (Policy Review) within 120 days. 

/S/ 

W. Graham Claytor, Jr. 

Deputy Secretary of Defense 

Enclosures - 1 

E1. Delegation of Authority 

E1. ENCLOSURE 1
 

DELEGATION OF AUTHORITY
 


E1.1.1. The Secretary of the Army is designated to authorize those activities delineated in paragraph 4.3., 

basic Directive. This authority may not be further delegated to other than the Under Secretary of the Army. 

E1.1.2. The Deputy Under Secretary of Defense (Policy Review) (DUSD(PR)) is designated to authorize 

those activities delineated in paragraph 5.5., basic Directive, within the 50 States, the District of Columbia, the 

Commonwealth of Puerto Rico, and U.S. territories and possessions. This authority may not be delegated. The 

investigating DoD Component, prior to requesting approval for authorizations under this provision, shall coordinate 

prospective activities with the Federal Bureau of Investigation. 

E1.1.3. The DUSD(PR) and the Secretaries of the Military Departments are designated to authorize those 

activities (delineated in paragraph 5.5., basic Directive) abroad 
1 

when membership of the civilian organization is 

reasonably expected to include a significant number of non-DoD-affiliated U.S. citizens. This authority may not be 

further delegated to other than the Under Secretaries of the Military Departments. When the Military Department 

Secretary or Under Secretary exercises this delegation of authority, the DUSD(PR) shall be advised promptly. 

E1.1.4. The Secretaries of the Military Departments are designated to authorize in their Departments those 

activities delineated in paragraph 5.6., basic Directive, within the 50 States, the District of Columbia, the Common 

wealth of Puerto Rico, and U.S. territories and possessions. This authority may not be further delegated to other than 

the Under Secretaries of the Military Departments. 
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E1.1.5. The Secretaries of the Military Departments are designated to authorize in their Departments those 

activities (delineated in paragraph 5.6., basic Directive) abroad 1 when a significant number of non-DoD-affiliated 

U.S. citizens are expected to be present. This authority may be further delegated, in writing, as circumstances 

warrant, to an authorized designee. The DUSD(PR) will be notified immediately of such further delegations of 

authority. When the Secretary or Under Secretary of a Military Department or his designee exercises this delegated 

authority, the DUSD(PR) shall be advised promptly. 

E1.1.6. The DUSD(PR) is designated to authorize those activities delineated in paragraphs 5.7. and 6.4., 

basic Directive. These authorities may not be further delegated. 

1 
"Abroad" means "outside the United States, its territories, and possessions." 

Appendix 4-4: DOD 5240.1-R - Procedures Governing the Activities of DOD 

Intelligence Components that Affect U.S. Persons 

TITLE: DoD 5240.1-R, "Procedures Governing the Activities of DoD Intelligence Components that Affect United 

States Persons", 12/1982 

SUMMARY: This DoD regulation sets forth procedures governing the activities of DoD intelligence components 

that affect United States persons. It implements DoD Directives 5260.1, and replaces the November 30, 1979 

version of DoD Regulation 5240.1-R. It is applicable to all DoD intelligence components. Executive Order 12333, 

"United States Intelligence Activities," stipulates that certain activities of intelligence components that affect U.S. 

persons be governed by procedures issued by the agency head and approved by the Attorney General. 

Source: http://www.dtic.mil/whs/directives/corres/pdf/52401r_1282/p52401r.pdf 
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DoD 5240.1-R, December 198}

FOREWORD

This DoD regulation sets forth procedures governing the activities of DoD
intelligence components that affect United States persoDS. It ~lement5 DoD
Directive 5240.1. and replaces the November 30. 1919 version of DoD Regulation
5240.1-R. It is applicable to all DoD intelligence components.

Executive Order 12333, "United States Intelligence Activities." stipulates
that certain activities of intelligence components that affect U.S~-per$on~e

governed by procedures issued by tbe agency bead and approved by the Attorney
GeneraL Specifically, procedores 1 through 10. as well as Appendix A, herein,
require approval by the Attorney General. Procedures 11 through 15, wbile not
requiring approval by tbo Attorney General. contain furtber gUidance to DoD
Components in i~lementing Executive Order 11333 as well as Executive Order
12334, "President's Intelligence Oversig:ht Board".

Accordingly, by this memorandum, these procedures are approved for use
within the Department of Defense. Heads of DoD components shall issue such
implementing instructions as ~ey be necessary for the conduct of authorized
functions in a manner consistent with the procedures set forth herein.

This regulation is affective ~ediately.

///,j.i.. ,1'//:@"AZ/ /(,(/{t- ..
~~ ~0/4/82 //t~f'~ l ~1. "1_'_'_'_...;12,,11182

Attorney Genoral of e .'./ Secretary of DJienso
United States

2 FOREWORD
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DLl. DEFINITIONS

DL1.1.1. Administrative Pumoses. Information is collected for "administrative
purposes" when it is necessary for the administration of the component concemed, but
is not collected directly in performance of the intelligence activities assigned such
component. Examples include information relating to the past performance of
potential contractors; information to enable such components to discharge their public
affairs and legislative duties, including the maintenance of conespondence files; the
maintenance of employee personnel and training records; and u·aining materials or
documents produced at training facilities.

DLl.l.2. Available Publicly. Information that has been published or broadcast for
general public consumption, is available on request to a member of the general public,
could lawfully be seen or heard by any casual obselver, or is made available at a meeting
open to the general public. In this context, the "general public"also means general
availability to persons in a military community even though the military community is
not open to the civilian general public.

DLI 1 3 ConunUlllcatlons Seculltv Protective measures taken to deny
unauthorized persons information derived from telecommunications of the u.s.
Govennnent related to national security and to ensure the authenticity of such
teleconnnunica tions.

DLl.l.4. Consent. The agreement by a person or organization to pertnit DoD
intelligence components to take particular actions that affect the person or
organization. Consent may be oral or written unless a specific form of consent is
required by a particular procedure. Consent may be implied if adequate notice is
provided that a particular action (such as entering a building) carries with it the
presumption of consent to an accompanying action (such as search of briefcases).
(Questions regarding what is adequate notice in particular circumstances should be
referred to the legal office responsible for advising the DoD intelligence component
concerned.)

DLl.l.5. Counterintelligence. Information gathered and activities conducted to
protect against espionage, other intelligence activities, sabotage, or assassinations
conducted for or on behalf of foreign powers, organizations, or persons, or intemational
terrorist activities, but not including personnel, physical, document, or connnunications
security programs.
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DL1.1.6. Counterintelligence Investigation. Includes inquiries and other activities
undertaken to determine whether a particular United States person is acting for, or on
behalf of, a foreign power for purposes of conducting espionage and other intelligence
activities, sabotage, assassinations, international terrorist activities, and actions to
neutralize such acts.

DLl.l.7. DoD Component. Includes the Office of the Secretary of Defense, each
of the Military Departments, the Organization of the Joint Chiefs of Staff, the Unified
and Specified Commands, and the Defense Agencies.

DL1.1.8. DoD Intelligence Components. Include the following organizations:

DL1.1.8.1. TIle National Security Agency/Central Security Service.

DL1.1.8.2. TIle Defense Intelligence Agency.

DLl.l.8.3. TIle offices within the Department of Defense for the collection
of specialized national foreign intelligence through reconnaissance programs.

DLl.l.8.4. TIle Assistant Chief of Staff for Intelligence, Army General Staff.

DL1.1.8.5. TIle Office of Naval Intelligence.

DL1.1.8.6. TIle Assistant Chief of Staff, Intelligence, U. S. Air Force.

DLl.l.8. 7. TIle Army Intelligence and Security Comllland.

DL1.1.8.8. TIle Naval Intelligence Comnl<lnd.

DLl.l.8.9. TIle Naval Security Group COlllmand.

DLl.l.8.1O. The Director of Intelligence, U.S. Marine Corps.

DL1.1.8.l1. The Air Force Intelligence Service.

DLl.l.8.l2. The Electronic Security Command, U.S. Air Force.

DL1.1.8.13. The counterintelligence elements of the Naval Investigative
Service.

DL1.1.8.l4. The counterintelligence elements of the Air Force Office of
Special Investigations.
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DLl.l.8.15. The 650th Military Intelligence Group, SHAPE.

DLl.l.8.16. Other organizations, staffs, and offices, when used for foreign
intelligence or counterintelligence activities to which part 2 ofE.O. 12333 (reference
(a)), applies, provided that the heads of such organizations, staffs, and offices shall not
be considered as heads of DoD intelligence components for purposes of this
Regulation.

DLl.l.9. Electronic Surveillance. Acquisition of a nonpublic communication by
electronic means without the consent of a person who is a pally to an electronic
conullunication or, in the case of a non-electronic communication, without the consent
of a person who is visibly present at the place of communication, but not including the
use of radio direction finding equipment solely to determine the location of a
transmitter. (Electronic surveillance within the United States is subject to the
definitions in the Foreign Intelligence Surveillance Act of 1978 (reference (b)).)

DLl.1.10. Emplovee. Aperson employed by, assigned to, or acting for an agency
within the intelligence community, including contractors and persons otherwise acting at
the direction of such an agency.

DL1.1.11. Forei gn Intelligence. Information relating to the capabilities, intentions,
and activities of foreign powers, organizations, or persons, but not including
counterintelligence except for information on intemational terrorist activities.

DLl.1.12. Foreign Power. Any foreign government (regardless of whether
recognized by the United States), foreign-based political party (or faction thereof),
foreign military force, foreign-based tenorist group, or any organization composed, in
major part, of any such entity or entities.

DL1. 1. 13. Intelligence Activities. Refers to all activities that DoD intelligence
components are authorized to undertake pursuant to Executive Order 12333 (reference
(a)).

DLI 1.14. Intelligence Community and an Agency of Or Within the Intelligence
Community. Refers to the following organizations:

DLU .14.1. The Central Intelligence Agency (CIA).

DLl.l.14.2. The National Security Agency (NSA).

DLl.l.14.3. The Defense Intelligence Agency (DIA).

9 DEFINITIONS
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DLl.l.14.4. The Offices within the Department of Defense for the collection
of specialized national foreign intelligence through reconnaissance programs.

DLl.l.14.5. The Bureau of Intelligence and Research of the Depal1ment of
State.

DLl.l.14.6. The intelligence elements of the AllUY, the Navy, the Air Force
and the Marine Corps, the Federal Bureau of Investigation (FBI), the Department of the
Treasury, and the Department of Energy.

DLl.l.14. 7. The staff elements of the Office of the Director of Central
Intelligence.

DLl.l.15. International Narcotics Activities. Refers to activities outside the
United States to produce, transfer or sell narcotics or other substances controlled in
accordance with Sections 811 and 812 of title 21, United States Code.

DLl.1.16. International Terrorist Activities. Activities undertaken by or in support
of terrorists or terrorist organizations that occur totally outside the United States, or
that transcend national boundaries in terms of the means by which they are
accomplished, the persons they appear intended to coerce or intimidate, or the locale in
which the perpetrators operate or seek asylum.

DLl.1.17. Lawful Investigation. An investigation qualifies as a lawful investigation
if the subject of the investigation is within DoD investigative jurisdiction; if it is
conducted by a DoD Component that has authorization to conduct the particular type of
investigation concerned (for example, counterintelligence, personnel security, physical
security, conullunications security); and if the investigation is conducted in accordance
with applicable law and policy, including E.O. 12333 and this Regulation.

DLl.l.18. Personnel Security. Measures designed to insure that persons
employed, or being considered for employment, in sensitive positions of trust are
suitable for such employment with respect to loyalty, character, emotional stability, and
reliability and that such employment is clearly consisteut with the interests of the
national security. It includes measures designed to ensure that persons granted access
to classified information remain suitable for such access and that access is consistent
with the interests of national security.

DLl.1.19. Personnel Security Investigation:

10 DEFINITIONS
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DL1.1.19.1. An inquily into the activities of a person granted access to
intelligence or other classified information; or a person who is being considered for
access to intelligence or other classified information, including persons who are
granted or may be granted access to facilities of DoD intelligence components; or a
person to be assigned or retained in a position with sensitive duties.emsp; TIle
investigation is designed to develop information pertaining to the suitability, eligibility,
and trustworthiness of the individual with respect to loyalty, character, emotional
stability and reliability.

DL1.1.19.2. Inquiries and other activities directed against DoD employees or
members of a Military Service to determine the facts of possible voluntmyor
involuntmy compromise of classified information by them.

DLl.l.19.3. The collection of information about or from military personnel in
the course of tactical training exercises for security training purposes.

DL1.1.20. Physical Security. The physical measures taken to prevent unauthorized
access to, and prevent the damage or loss of, equipment, facilities, materiel and
documents; and measures undertaken to protect DoD personnel from physical threats to
their safety.

DL1.1.21. Physical Security Investigation. All inquiries, inspections, or surveys
of the effectiveness of controls and procedures designed to provide physical security;
and all inquiries and other actions undertaken to obtain information pertaining to
physical threats to DoD personnel or property.

DLl.I.22. Reasonable Belief. Areasonable belief arises when the facts and
circumstances are such that a reasonable person would hold the belief. Reasonable
belief must rest on facts and circumstances that can be articulated; "lnmches" or
intuitions are not sufficient. Reasonable belief can be based on experience, training,
and knowledge in foreign intelligence or counterintelligence work applied to facts and
circumstances at hand, so that a trained and experienced "reasonable person" might hold a
reasonable belief sufficient to satisfy this criterion when someone unfamiliar with
foreign intelligence or counterintelligence work might not.

DLl.I.23. Signals Intelligence. AcategOlY of intelligence including
conllllunications intelligence, electronic intelligence, and foreign instnuuentation
signals intelligence, either individually or in combination.

DLl.I.24. United States. When used to describe a place, the term shall include
the territories under the sovereignty of the United States.

II DEFINITIONS
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DL1.1.25. United States Person

DL1.1.25.1. The term "United States person" means:

DLl.1.25.1.1. A United States citizen;

DL1.l.25.1.2. An alien known by the DoD intelligence component
concerned to be a permanent resident alien;

DL1.l.25.1.3. An unincorporated association substantially composed of
United States citizens or permanent resident aliens;

DLl.1.25.1.4. A corporation incorporated in the United States, except for
a corporation directed and controlled by a foreign govenunent or governments. A
corporation or corporate subsidiary incorporated abroad, even if pal1ially or wholly
owned by a corporation incorporated in the United States, is not a United States person.

DL1.l.25.2. A person or organization outside the United States shall be
presumed not to be a United States person unless specific information to the contrary is
obtained. An alien in the United States shall be presumed not to be a United States
person unless specific information to the contrary is obtained.

DL1.l.25.3. A permanent resident alien is a foreign national lawfully admitted
into the United States for permanent residence.

12 DEFINITIONS
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C 1. CHAPTER 1

PROCEDURE 1. GENERAL PROVISIONS

C 1.1. APPLICABILITY Ai'lD SCOPE

Cl.l.l. These procedures apply only to "DoD intelligence components," as defined
in the Definitions Section. Procedures 2 through 4 provide the sole authority by which
such components may collect, retain and disseminate information concerning United
States persons. Procedures 5 through 10 set forth applicable guidance with respect to
the use of certain collection techniques to obtain information for foreign intelligence
and counterintelligence purposes. Authority to employ such techniques shall be limited
to that necessary to perform functions assigned the DoD intelligence component
concerned. Procedures 11 through IS govem other aspects of DoD intelligence
activities, including the oversight of such activities.

Cl.l.2. The functions of DoD intelligence components not specifically addressed
herein shall be carried out in accordance with applicable policy and procedure.

Cl.l.3. These procedures do not apply to law enforcement activities, including
civil dishlrbance activities, that may be lUldertaken by DoD intelligence components.
When an investigation or inquily undertaken pursuant to these procedures establishes
reasonable belief that a crime has been committed, the DoD intelligence component
concerned shall refer the matter to the appropriate law enforcement agency in
accordance with procedures 12 and 15 or, if the DoD intelligence component is
otherwise authorized to conduct law enforcement activities, shall continue such
investigation under appropriate law enforcement procedures.

CI.I.4. DoD intelligence components shall not request any person or entity to
undertake any activity forbidden by Executive Order 12333 (reference (a)).

cu. PURPOSE

The purpose of these procedures is to enable DoD intelligence components to cany out
effectively their authorized functions while ensuring their activities that affect U.S.
persons are canied out in a manner that protects the constihltional rights and privacy of
such persons.
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cu. INTERPRETATION

Cl.3.l. These procedures shall be interpreted in accordance with their stated
purpose.

C1.3.2. All defined terms appear in the Definitions Section. Additioml terms, not
otherwise defined, me explained in the text of each procedure, as appropriate.

Cl.3.3. All questions of interpretation shall be referred to the legal office
responsible for advising the DoD intelligence component concerned. Questions that
cannot be resolved in this manner shall be referred to the General Counsel of the
Militmy Department concerned, or, as appropriate, the General Counsel of the
Department of Defense for resolution.

CIA. EXCEPTIONS TO POLICY

Requests for exception to the policies and procedures established herein shall be made
in writing to the Deputy Under Secretary of Defense (Policy), who shall obtain the
written approval of the Secretmy of Defense and, if required, the Attorney General for
any such exception.

cu. AMENDMENT

Requests for amendment of these procedures shall be made to the Deputy Under
Secretmy of Defense (Policy), who shall obtain the written approval of the Secretary of
Defense, and, if required, the Attomey General, for any such amendment.
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C2. CHAPTER 2

PROCEDURE 2. COLLECTION OF
INFORMATION ABOUTUNI1ED STATES PERSONS

C2.1. APPLICABILITY AL'ID SCOPE

This procedure specifies the kinds of information about United States persons that may
be collected by DoD intelligence components and sets forth general criteria goveming
the means used to collect such information. Additional limitations are imposed in
Procedures 5 through 10 on the use of specific collection techniques.

C2.2. EXPLANATION OF UNDEFINED TERMS

C2.2.1. Collection. Information shall be considered as "collected" only when it has
been received for use by an employee of a DoD intelligence component in the course of
his official duties. l1lUS, information volunteered to a DoD intelligence component by a
cooperating source would be "collected"under this procedure when an employee of such
component officially accepts, in some manner, such information for use within that
component. Data acquired by electronic means is "collected" only when it has been
processed into intelligible form.

C2.2.2. Cooperating sources means persons or organizations that knowingly and
voluntarily provide information to DoD intelligence components, or access to
information, at the request of such components or on their own initiative. These
include Government Agencies, law enforcement authorities, credit agencies, academic
instihltions, employers, and foreign governments.

C2.2.3. Domestic activities refers to activities that take place within the United
States that do not involve a significant connection with a foreign power, organization, or
person.

C2.2.4. Overt means refers to methods of collection whereby the source of the
information being collected is advised, or is otherwise aware, that he is providing such
information to the DepaIlment of Defense or a component thereof.
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C2.3. TYPES OF INFORMATION THAT MAY BE COLLECTED ABOUT UNITED
STATES PERSONS

Information that identifies a United States person may be collected by a DoD
intelligence component only if it is necessary to the conduct of a function assigned the
collecting component, and only if it falls within one of the following categories:

C2.3.1. Information Obtained With Consent. Information may be collected about a
United States person who consents to such collection.

C2.3.2. Publicly Available Information. Information may be collected about a
United States person if it is publicly available.

C2.3.3. Foreign Intelligence. Subject to the special limitation contained in section
C2.5., below, information may be collected about a United States person if the
information constitutes foreign intelligence, provided the intentional collection of
foreign intelligence about United States persons shall be limited to persons who are:

C2.3.3.1. Individuals reasonably believed to be officers or employees, or
otherwise acting for or on behalf, of a foreign power;

C2.3.3.2. An organization reasonably believed to be owned or controlled,
directly or indirectly, by a foreign power;

C2.3.3.3. Persons or organizations reasonably believed to be engaged or about
to engage, in international terrorist or intel1lationalnarcotics activities;

C2.3.3.4. Persons who are reasonably believed to be prisoners of war; missing
in action; or are the targets, the hostages, or victims of intel1lational terrorist
organizations; or

C2.3.3.5. Corporations or other commercial organizations believed to have
some relationship with foreign powers, organizations, or persons.

C2.3.4. Counterintelligence. Information may be collected about a United States
person if the information constitutes counterintelligence, provided the intentional
collection of counterintelligence about United States persons must be limited to:

C2.3.4.1. Persons who are reasonably believed to be engaged in, or about to
engage in, intelligence activities on behalf of a foreign power, or intel1lational terrorist
activities.
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C2.3.4.2. Persons in contact with persons described in subparagraph C2.3.4.1.,
above, for the purpose of identifying such person and assessing their relationship with
persons described in subparagraph C2.3.4.1., above.

C2.3.5. Potential Sources of Assistance to Intelligence Activities. Information
may be collected about United States persons reasonably believed to be potential
sources of intelligence, or potential sources of assistance to intelligence activities, for
the purpose of assessing their suitability or credibility. This category does not include
investigations undertaken for personnel security purposes.

C2.3.6. Protection of Intelligence Sources and Methods. Information may be
collected about a United States person who has access to, had access to, or is otherwise
in possession of, information that reveals foreign intelligence and counterintelligence
sources or methods, when collection is reasonably believed necessary to protect against
the unauthorized disclosure of such infollllation; provided that within the United States,
intentional collection of such information shall be limited to persons who are:

C2.3.6.1. Present and fonner DoD employees;

C2.3.6.2. Present or fonner employees of a present or fonner DoD
contractor; and

C2.3.6.3. Applicants for employment at the Department of Defense or at a
contractor of the DepaIlment of Defense.

C2.3.7. Physical Security. Infollllation maybe collected about a United States
person who is reasonably believed to threaten the physical security of DoD employees,
installations, operations, or official visitors. Information may also be collected in the
course of a lawful physical security investigation.

C2.3.8. Personnel Security. Information may be collected about a United States
person that arises out of a lawful personnel security investigation.

C2.3.9. Communications Security. Information may be collected about a United
States person that arises out of a lawful communications security investigation.

C2.3.10. Narcotics. Information may be collected about a United States person
who is reasonably believed to be engaged in international narcotics activities.

C2.3.11. Threats to Safety. Infollllation may be collected about a United States
person when the information is needed to protect the safety of any person or
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organization, including those who are targets, victims, or hostages of international
terrorist organizations.

C2.3.12. Overhead Reconnaissance. Information may be collected from overhead
reconnaissance not directed at specific United States persons.

C2 3 13 Adnumstlatlve Pumoses Information may be collected about a United
States person that is necessary for administrative purposes.

C2.4. GENERAL CRITERIA GOVERL'IING THE MEANS USED TO COLLECT
INFORMATION ABOUT UNITED STATES PERSONS

C2.4.1. Means of Collection. DoD intelligence components are authorized to
collect information about United States persons by any lawful means, provided that all
such collection activities shall be canied out in accordance with E.O. 12333 (reference
(a)), and this Regulation, as appropriate.

C2.4.2. Least Intmsive Means. TIle collection of information about United States
persons shall be accomplished by the least intrusive means. In general, this means the
following:

C2.4.2.1. To the extent feasible, such information shall be collected from
publicly available information or with the consent of the person concerned;

C2.4.2.2. If collection from these sources is not feasible or sufficient, such
information may be collected from cooperating sources;

C2.4.2.3. If collection from cooperating sources is not feasible or sufficient,
such information may be collected, as appropriate, using other lawful investigative
techniques that do not require a judicial wanant or the approval of the Attorney
General; then

C2.4.2.4. If collection through use of these techniques is not feasible or
sufficient, approval for use of investigative techniques that do require a judicial wanant
or the approval of the Attomey General may be sought.

C2.5. SPECIAL LIMITATION ON THE COLLECTION OF FOREIGN INTELLIGENCE
WITHIN THE UNITED STATES

Within the United States, foreign intelligence concerning United States persons may be
collected only by overt means unless all the following conditions are met:
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C2.5.1. The foreign intelligence sought is significant and collection is not
undertaken for the purpose of acquiring information concerning the domestic activities
of any United States person;

C2.5.2. Such foreign intelligence cannot be reasonably obtained by overt means;

C2.5.3. The collection of such foreign intelligence has been coordinated with the
Federal Bureau of Investigation (FBI); and

C2.5.4. The use of other than overt means has been approved in writing by the head
of the DoD intelligence component concerned, or his single designee, as being
consistent with these procedures. A copy of any approval made pursuant to this section
shall be provided the Deputy Under Secretary of Defense (Policy).
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C3. CHAPTER 3

PROCEDURE 3. RETENTION OF INFORMATION
ABOUTUNrrEDSTA~PERSONS

C3.1. APPLICABILITY

This procedure govems the kinds of information about United States persons that lllay
knowingly be retained by a DoD intelligence component without the consent of the
person whom the information concerns. It does not apply when the information in
question is retained solely for administrative purposes or is required by law to be
maintained.

C3.2. EXPLANATION OF UNDEFINED TERMS

The term "retention," as used in this procedure, refers only to the maintenance of
information about United States persons that can be retrieved by reference to the
person's name or other identifying data.

C3.3. CRITERIA FOR RETENTION

C3.3.l. Retention of Information Collected Under Procedure 2. Information about
United States persons may be retained if it was collected pursuant to Procedure 2.

C3.3.2. Retention of Information Acquired Incidentally. Information about United
States persons collected incidentally to authorized collection may be retained if:

C3.3.2.l. Such information could have been collected intentionally under
Procedure 2;

C3.3.2.2. Such information is necessary to understand or assess foreign
intelligence or counterintelligence;

C3.3.2.3. TIle information is foreign intelligence or counterintelligence
collected from electronic surveillance conducted in compliance with this Regulation; or

C3.3.2.4. Such information is incidental to authorized collection and may
indicate involvement in activities that may violate Federal, State, local, or foreign law.
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C3.3.3. Retention of Information Relating to Functions of Other DoD Components
or non-DoD Agencies. Information about United States persons that pertains solely to
the functions of other DoD Components or Agencies outside the Department of
Defense shall be retained only as necessary to transmit or deliver such information to
the appropriate recipients.

C3 3 4 Temporarv RetentIOn Information about United States persons may be
retained temporarily, for a period not to exceed 90 days, solely for the purpose of
determining whether that information may be permanently retained under these
procedures.

C3.3.5. Retention of Other Information. Information about United States persons
other than that covered by paragraphs C3.3.l. through C3.3.4., above, shall be retained
only for purposes of reporting such collection for oversight purposes and for any
subsequent proceedings that may be necessary.

C3.4. ACCESS Ai'll) RETENTION

C3.4.l. Controls On Access to Retained Information. Access within a DoD
intelligence component to information about United States persons retained pursuant to
this procedure shall be limited to those with a need to know.

C3.4.2. Duration of Retention. Disposition of information about United States
Persons retained in the files of DoD intelligence components will comply with the
disposition schedules approved by the Archivist of the United States for the files or
records in which the information is retained.

C3.4.3. Information Acquired Prior to Effective Date. Information acquired prior
to the effective date of this procedure may be retained by DoD intelligence components
without being screened for compliance with this procedure or Executive Order 12333
(reference (a)), so long as retention was in compliance with applicable law and previous
Executive orders.
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C4. CHAPTER4

PROCEDURE 4. DISSEMINATION OF INFORMATION
ABOUT UNITED STATES PERSONS

C4.1. APPLICABILITY Ai'lD SCOPE

This procedure govems the kinds of information about United States persons that may
be disseminated, without their consent, outside the DoD intelligence component that
collected and retained the information. It does not apply to information collected
solely for administrative purposes; or disseminated pursuant to law; or pursuant to a
court order that otherwise imposes controls upon such dissemination.

C4.2. CRITERIA FOR DISSEMINATION

Except as provided in section C4.3., below, information about United States persons that
identifies those persons may be disseminated without the consent of those persons only
under the following conditions:

C4.2.1. The information was collected or retained or both under Procedures 2 and

C4.2.2. The recipient is reasonably believed to have a need to receive such
information for the performance of a lawful govenllnental function, and is one of the
following:

C4.2.2.1. Anemployee of the Department of Defense, or an employee of a
contractor of the DepaIlment of Defense, and has a need for such information in the
course of his or her official duties;

C4.2.2.2. A law enforcement entity of Federal, State, or local govenlluent, and
the information may indicate involvement in activities that may violate laws that the
recipient is responsible to enforce;

C4.2.2.3. An Agency within the intelligence conuuunity; provided that within
the intelligence community, information other than information derived from signals
intelligence, may be disseminated to each appropriate Agency for the purpose of
allowing the recipient Agency to determine whether the information is relevant to its
responsibilities without such a determination being required of the disseminating DoD
intelligence component;
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C4.2.2.4. An Agency of the Federal Govenllllent authorized to receive such
information in the performance of a lawful govenllllental function; or

C4.2.2.5. A foreign govenlluent, and dissemination is undel1aken pursuant to an
agreement or other understanding with such govemment.

C4.3. OIHERDISSEMINATION

Any dissemination that does not conform to the conditions set forth in section C4.2.,
above, must be approved by the legal office responsible for advising the DoD
Component concerned after consultation with the Department of Justice and General
Counsel of the Department of Defense. Such approval shall be based on detenuination
that the proposed dissemination complies with applicable laws, Executive orders, and
regulations.
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C5. CHAPTER 5

PROCEDURE 5. ELECTRONIC SURVEILLAL'ICE

C5.I. PART j: ELECTRONIC SURVEILLAL'ICE IN THE UNITED STATES FOR
INTELLIGENCE PURPOSES

C5.1.1. Applicability. This pmt of Procedure 5 implements the Foreign
Intelligence Surveillance Act of 1979 (reference (b)), and applies to electronic
surveillance, as defined in that Act, conducted by DoD intelligence components within
the United States to collect "foreign intelligence information," as defined in that Act.

C5.1.2. General Rules

C5.1.2.1. Electronic Surveillance Pursuant to the Foreign Intelligence
Surveillance Act. ADoD intelligence component may conduct electronic surveillance
within the United States for foreign intelligence and counterintelligence purposes only
pursuant to an order issued by a judge of the court appointed pursuant to the Foreign
Intelligence Surveillance Act of 1978 (reference (b)), or pursuant to a certification of
the Attorney General issued under the authority of Section 102(a) of the Act.

C5.1.2.2. Authority to Request Electronic Surveillance. Authority to approve
the submission of applications or requests for electronic surveillance under the Foreign
Intelligence Surveillance Act of 1978 (reference (b)) shall be limited to the Secretmy
of Defense, the Deputy Secretary of Defense, the Secretary or Under Secretary of a
Military Department, and the Director of the National Security Agency. Applications
for court orders will be made through the Attorney General after prior clearance by the
General Counsel, DoD. Requests for Attorney General certification shall be made only
after prior clearance by the General Counsel, DoD.

C5.1.2.3. Electronic Surveillance In Emergency Sihmtions

CS.1.2.3.1. ADoD intelligence component may conduct electronic
surveillance within the United States in emergency sihlations under an approval from the
Attomey General in accordance with Section 105(e) of reference (b).

CS.l.2.3.2. TIle head of a DoD intelligence component may request that
the DoD General Counsel seek such authority directly from the Attomey General in an
emergency, if it is not feasible to submit such request through an official designated in
subparagraph CS.l.2 .2., above, provided the appropriate official concerned shall be
advised of such requests as soon as possible thereafter.
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C5.2. PART 2: ELECTRONIC SURVEILLAL'ICE OUTSIDE THE UNITED STATES FOR
INTELLIGENCE PURPOSES

C5.2.1. Applicability. This pmt of Procedure 5 applies to electronic surveillance,
as defined in the Definitions Section, for foreign intelligence and counterintelligence
purposes directed against United States persons who are outside the United States, and
who, under the circumstances, have a reasonable expectation of privacy. It is intended
to be applied in conjunction with the regulation of electronic sUlveillance "within the
United States"under Pmt 1 and the regulation of "signals intelligence activities"under
Part 3 so that the intentional interception for foreign intelligence and
counterintelligence purposes of all wire or radio communications of persons within the
United States and against United States persons abroad where such persons enjoy a
reasonable expectation of privacy is covered by one of the three paIls. In addition, this
part governs the use of electronic, mechanical, or other sUlveillance devices for foreign
intelligence and counterintelligence purposes against a United States person abroad in
circumstances where such person has a reasonable expectation of privacy. This paIl
does not apply to the electronic sUlveillance of communications of other than United
States persons abroad or the interception of the conllllunications of United States
persons abroad that do not constitute electronic surveillance.

C5.2.2. Explanation of Undefined Tenlls

C5.2.2.1. Electronic sUlveillance is "directed against a United States person"
when the sUlveillance is intentionally targeted against or designed to intercept the
conllllunications of that person. Electronic sUlveillance directed against persons who
me not United States persons that results in the incidental acquisition of the
conllllunications of a United States person does not thereby become electronic
surveillance directed against a United States person.

C5.2.2.2. Electronic sUlveillance is "outside the United States" if the person
against whom the electronic sUlveillance is directed is physically outside the United
States, regardless of the location at which surveillance is conducted. For example, the
interception of conullunications that originate and terminate outside the United States
can be conducted from within the United States and still fall under this part rather than
Part 1.

C5.2.3. Procedures. Except as provided in paragraph C5.2.5., below, DoD
intelligence components may conduct electronic surveillance against a United States
person who is outside the United States for foreign intelligence and counterintelligence
purposes only if the sUlveillance is approved by the Attomey General. Requests for
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approval will be forwarded to the Attorney General by an official designated in
subparagraph C5.2.5 .1., below. Each request shall include:

C5.2.3.I. An identification or description of the target.

C5.2.3.2. A statement of the facts supporting a finding that:

C5.2.3.2.1. There is probable cause to believe the target of the electronic
surveillance is one of the following:

C5.2.3.2.1.1. Aperson who, for or on behalf of a foreign power is
engaged in clandestine intelligence activities (including covert activities intended to
affect the political or governmental process), sabotage, or international tenorist
activities, or activities in preparation for international terrorist activities; or who
conspires with, or knowingly aids and abets a person engaging in such activities;

C5.2.3.2.1.2. Aperson who is an officer or employee of a foreign
power;

C5.2.3.2.1.3. Aperson unlawfully acting for, or pursuant to the
direction of, a foreign power. The mere fact that a person's activities may benefit or
further the aims of a foreign power is not enough to bring that person under this
paragraph, absent evidence that the person is taking direction from, or acting in knowing
concert with, the foreign power;

C5.2.3.2.1.4. Acorporation or other entity that is owned or
controlled directly or indirectly by a foreign power; or

C5.2.3.2.1.5. Aperson in contact with, or acting in collaboration with,
an intelligence or security service of a foreign power for the purpose of providing
access to information or material classified by the United States to which such person
has access.

C5.2.3.2.2. TIle electronic surveillance is necessary to obtain significant
foreign intelligence or counterintelligence.

C5.2.3.2.3. TIle significant foreign intelligence or counterintelligence
expected to be obtained from the electronic sUlveillance could not reasonably be
obtained by other less intmsive collection techniques.

C5.2.3.3. Adescription of the significant foreign intelligence or
counterintelligence expected to be obtained from the electronic sUlveillance.
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C5.2.3.4. Adescription of the means by which the electronic surveillance will
be effected.

C5.2.3.5. If physical trespass is required to effect the surveillance, a
statement of facts sUPPol1ing a finding that the means involve the least amount of
intlllsion that will accomplish the objective.

C5.2.3.6. A statement of period of time, not to exceed 90 days, for which the
electronic surveillance is required.

C5.2.3.7. Adescription of the expected dissemination of the product of the
surveillance, including a description of the procedures that will govern the retention and
dissemination of conununications of or concerning United States persons other than
those targeted, acquired incidental to such surveillance.

C5.2.4. Electronic Surveillance in Emergency Sihmtions. Notwithstanding
paragraph C5.2.3., above, a DoD intelligence component may conduct surveillance
directed at a United States person who is outside the United States in emergency
sihmtions under the following limitations:

C5.2.4.1. Officials designated in paragraph C5.2.5., below, may authorize
electronic surveillance directed at a United States person outside the United States in
emergency situations, when securing the prior approval of the Attorney General is not
practical because:

C5.2.4.1.l. TIle time required would cause failure or delay in obtaining
significant foreign intelligence or counterintelligence and such failure or delay would
result in substantial hann to the national security;

C5.2.4.1.2. A person's life or physical safety is reasonably believed to be
in immediate danger; or

C5.2.4.1.3. TIle physical security of a defense installation or Govenunent
property is reasonably believed to be in immediate danger.

C5.2.4.2. Except for actions taken under subparagraph C5.2.4.l.2., above, any
official authorizing such emergency surveillance shall find that one of the criteria
contained in subparagraph C5.2.3.2.l., above, is met. Such officials shall notify the
DoD General Counsel promptly of any such sUlveillance, the reason for authorizing such
surveillance on an emergency basis, and the expected results.
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C5.2.4.3. TIle Attomey General shall be notified by the General Counsel,
DoD, as soon as possible of the sUlveillance, the circumstances sUlTounding its
authorization, and the results thereof, and such other information as may be required to
authorize continuation of such sUlveillance.

C5.2.4.4. Electronic sUlveillance authorized pursuant to this section may not
continue longer than the time required for a decision by the Attorney General and in no
event longer than 72 hours.

C5.2.5. Officials Authorized to Request and Approve Electronic Surveillance
Outside the United States

C5.2.5.1. TIle following officials may request approval of electronic
surveillance outside the United States under paragraph C5.2.3., above, and approve
emergency sUlveillance under paragraph C5.2.4., above:

C5.2.5.1.1. TIle Secretary and Deputy Secretary of Defense.

C5.2.5.1.2. TIle Secretaries and Under Secretaries of the Militmy
Departments.

C5.2.5.1.3. TIle Director and Deputy Director of the National Security
Agency/Chief, Central Security Selvice.

C5.2.5.2. Authorization for emergency electronic surveillance under paragraph
C5.2.4., may also be granted by:

C5.2.5.2.1. Any general or flag officer at the overseas location in
question, having responsibility for either the subject of the surveillance, or
responsibility for the protection of the persons, installations, or property that is
endangered, or

C5.2.5.2.2. TIle Deputy Director for Operations, National Security
Agency.

C5.3. PART 3: SIGNALSINTELLIGENCEAcrrvrrrES

C5.3.1. ApplicabilitvandScope

C5.3.1.1. This procedure governs the conduct by the United States Signals
Intelligence System of signals intelligence activities that involve the collection,
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retention, and dissemination of foreign communications and military tactical
conlluunications. Such activities may incidentally involve the collection of information
concerning United States persons without their consent, or may involve conllllunications
originated or intended for receipt in the United States, without the consent of a party
thereto.

C5.3.1.2. This part of Procedure 5 shall be supplemented by a classified
Annex promulgated by the Director, National Security Agency/Chief, Central Security
Service, which shall also be approved by the Attorney General. That regulation shall
provide that signals intelligence activities that constitute electronic surveillance, as
defined in Parts 1, and 2 of this procedure, will be authorized in accordance with those
palls. Any information collected incidentally about United States persons shall be
subjected to minimization procedures approved by the Attorney General.

C5.3.2. Explanation of Undefined Tenus

C5.3.2.1. Communications concerning a United States person are those in
which the United States person is identified in the communication. AUnited States
person is identified when the person's name, unique title, address or other personal
identifier is revealed in the communication in the context of activities conducted by that
person or activities conducted by others and related to that person. Areference to a
product by brand name or manufachlrer's name or the use of a name in a descriptive
sense, as, for example, "Monroe Doctrine," is not an identification of a United States
person.

C5.3.2.2. Interception means the acquisition by the United States Signals
Intelligence system through electronic means of a nonpublic communication to which it
is not an intended paI1y, and the processing of the contents of that conllllunication into
an intelligible form, but not including the display of signals on visual display devices
intended to permit the examination of the technical characteristics of the signals
without reference to the information content carried by the signals.

C5.3.2.3. MilitaIy tactical communications means United States and allied
military exercise conlluunications within the United States and abroad necessary for the
production of simulated foreign intelligence and counterintelligence or to permit an
analysis of communications security.

C5.3.2.4. United States Person. For purposes of signals intelligence
activities only, the following guidelines will apply in determining whether a person is a
United States person:

29 CHAPTER 5

APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

421 ENCLOSURE 7 



 

 

  

 

DoD 5140.1-R, December 1982

C5.3.2.4.1. Aperson known to be cunently in the United States will be
treated as a United States person unless the nahlre of the person's communications or
other available information concel1ling the person gives rise to a reasonable belief that
such person is not a United States citizen or permanent resident alien.

C5.3.2.4.2. Aperson known to be cunently outside the United States, or
whose location is not known, will not be treated as a United States person unless the
nahlre of the person's communications or other available information concerning the
person give rise to a reasonable belief that such person is a United States citizen or
pennanent resident alien.

C5.3.2.4.3. Aperson known to be an alien admitted for permanent
residence may be assumed to have lost stahlS as a United States person if the person
leaves the United States and it is known that the person is not in compliance with the
administrative formalities provided by law that enable such persons to reenter the United
States without regard to the provisions of law that would otherwise restrict an alien's
entry into the United States. The failure to follow the stahltory procedures provides a
reasonable basis to conclude that such alien has abandoned any intention of maintaining
stahlS as a pennanent resident alien.

C5.3.2.4.4. An unincorporated association whose headquarters are located
outside the United States may be presumed not to be a United States person unless the
collecting agency has information indicating that a substantial number of members are
citizens of the United States or aliens lawfully admitted for permanent residence.

C5.3.2.5. United States Signals Intelligence System means the unified
organization for signals intelligence activities under the direction of the Director,
National Security Agency/Chief, Central Security Service, comprised of the National
Security Agency, the Central Security Service, the components of the Military Services
authorized to conduct signals intelligence and such other entities (other than the Federal
Bureau of Investigation) as are authorized by the National Security Councilor the
Secretary of Defense to conduct signals intelligence. FBI activities are govel1led by
procedures promulgated by the Attol1ley General.

C5.3.3. Procedures

C5.3.3.1. ForeiQ"n Communications. The United States Signals Intelligence
Systelllmay collect, process, retain, and disseminate foreign communications that are
also communications of or concerning United States persons, but only in accordance
with the classified annex to this procedure.
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C5.3.3.2. Militmy Tactical Communications. TIle United States Signals
Intelligence System may collect, process, retain, and disseminate militmy tactical
conllllunications that are also conllllunications of or concerning United States persons
but only in accordance with the classified annex to this procedure.

C5.3.3.2.1. Collection. Collection efforts will be conducted in the same
manner as in the case of signals intelligence for foreign intelligence purposes and must
be designed in such a manner as to avoid to the extent feasible the intercept of
conllllunications not related to militmy exercises.

C5.3.3.2.2. Retention and Processing. Military tactical communications
may be retained and processed without deletion of references to United States persons
who are participants in, or are otherwise mentioned in exercise-related conllllunications,
provided that the conllllunications of United States persons not pmticipating in the
exercise that are inadvertently intercepted during the exercise shall be destroyed as
soon as feasible.

C5.3.3.2.3. Dissemination. Dissemination of military tactical
conllllunications and exercise reports or information files derived from such
conllllunications shall be limited to those authorities and persons participating in or
conducting reviews and critiques of such exercise.

C5.4. PART 4: TECHNICAL SURVEILLAl'lCE COUNTERMEASURES

C5.4.1. Applicabilitv and Scope. This pan of Procedure 5 applies to the use of
electronic equipment to determine the existence and capability of electronic
surveillance equipment being used by persons not authorized to conduct electronic
surveillance. It implements Section 105(f)(2) of the Foreign Intelligence Surveillance
Act (reference (b)).

C5.4.2. Explanation of Undefined Tenlls. The term technical surveillance
countermeasures refers to activities authorized pursuant to DoD Directive 5200.29
(reference (c)), and, as used in this procedure, refers to the use of electronic
surveillance equipment, or electronic or mechanical devices, solely for determining the
existence and capability of electronic sUlveillance equipment being used by persons not
authorized to conduct electronic surveillance, or for determining the susceptibility of
electronic equipment to unlawful electronic surveillance.
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C5.4.3. Procedures ADoD intelligence component nl<lY use technical surveillance
countermeasures that involve the incidental acquisition of the nonpublic
conllllunications of United States persons without their consent, provided:

C5.4.3.l. TIle use of such countermeasures has been authorized or consented
to by the official in charge of the facility, organization, or installation where the
countermeasures are to be lUldertaken;

C5.4.3.2. TIle use of such countermeasures is limited in that necessary to
determine the existence and capability of such equipment; and

C5.4.3.3. Access to the content of communications acquired dming the use of
countermeasures is limited to persons involved directly in conducting such measmes,
and any content acquired is destroyed as soon as practical or upon completion of the
particular use. However, if the content is acquired within the United States, only
information that is necessary to protect against unauthorized electronic surveillance, or
to enforce Chapter 119 of title 18, United States Code (reference (d)) and Section 605
of the Communication Act of 1934 (reference (e)), may be retained and disseminated
only for these purposes. If acquired outside the United States, information that
indicates a violation of Federal law, including the Uniform Code of Military Justice
(reference (f)), or a clear and imminent threat to life or property, may also be
disseminated to appropriate law enforcement authorities. A record of the types of
conllllunications and information subject to acquisition by the illegal electronic
surveillance equipment may be retained.

C5.5. PART 5: DEVELOPING TESTING AND CALIBRATION OF ELECTRONIC
EOUIPMENT

C5 5 1 ADDhcabrhty This pmt of Procedure 5 applies to developing, testing, or
calibrating electronic equipment that can intercept or process communications and
non-communications signals. It also includes research and development that needs
electronic communications as a signal source.

C5.5.2. Procedures

C5.5.2.1. Signals Authorized for Use

C5.5.2.1.1. TIle following maybe used without restriction:

C5.5.2.1.1.1. Laboratory-generated signals.
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C5.5.2.1.1.2. Communications signals with the consent of the
conullunicator.

C5.5.2.1.1.3. Communications in the commercial or public service
broadcast bands.

C5.5.2.1.1.4. Communications transmitted between terminals located
outside of the United States not used by any known United States person.

C5. 5.2.1.1.5. Non-communications signals (including telemetry, and
radar).

C5.5.2.1.2. Communications subject to lawful electronic surveillance
under the provisions of Parts 1, 2, or 3, of this procedure may be used subject to the
minimization procedures applicable to such surveillance.

C5.5.2.1.3. Any of the following may be used subject to the restrictions
of subparagraph C5.5.2.2., below.

C5.5.2 .1.3.1. Communications over official GovenUllent
conullunications circuits with consent from an appropriate official of the controlling
agency.

C5.5.2.1.3.2. Communications in the citizens and amateur-radio
bands.

C5.5.2.1.4. Other signals may be used only when it is determined that it is
not practical to use the signals described above and it is not reasonable to obtain the
consent of persons incidentally subjected to the surveillance. TIle restrictions of
subparagraph C5.5.2.2., below, will apply in such cases. TIle Attorney General must
approve use of signals pursuant to this subsection for the purpose of development,
testing, or calibration when the period of use exceeds 90 days. When Attomey General
approval is required, the DoD intelligence component shall submit a test proposal to the
General Counsel, DoD, or the NSA General Counsel for transmission to the Attorney
General for approval. The test proposal shall state the requirement for a period beyond
90 days, the nature of the activity, the organization that will conduct the activity, and the
proposed disposition of any signals or communications acquired during the activity.

C5.5.2.2. Restrictions. For signals described in subparagraphs C5.5.2.1.3. and
C5.5.2.1.4., above, the following restrictions apply:
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C5.5.2.2.1. TIle surveillance shall be limited in scope and duration to that
necessary for the purposes referred to in paragraph C5.5.1., above.

C5.5.2.2.2. No particular United States person shall be targeted
intentionally without consent.

C5.5.2.2.3. TIle content of any communication shall:

C5.5.2.2.3.1. Be retained only when actually needed for the purposes
referred to in paragraph C5.5.1., above;

C5.5.2.2.3.2. Be disseminated only to persons conducting the
activity; and

C5.5.2 .2.3.3. Be destroyed immediately upon completion of the
activity.

C5.5.2.2.4. TIle technical parameters of a conullunication (such as
frequency, modulation, bearing, signal strength, and time of activity) may be retained and
used for the purposes outlined in paragraph C5.5.1., above, or for collection avoidance
purposes. Such parameters may be disseminated to other DoD intelligence components
and other entities authorized to conduct electronic surveillance or related development,
testing, and calibration of electronic equipment provided such dissemination and use are
limited to the purposes outlined in paragraph C5.5.1., or collection avoidance purposes.
No content of any conllllunicationmay be retained or used other than as provided in
subparagraph C5.5.2.2.3., above.

C5.6. PART 6: IRAINING OF PERSONNEL IN THE OPERATION Ai'll) USE OF
ELECTRONIC COMMUNICATIONS AND SURVEILLAi'lCE EQUIPMENT

C5.6.1. Applicability. This pmt of Procedure 5 applies to the training of
personnel by DoD intelligence components in the operation and use of electronic
conllllunications and sUlveillance equipment. It does not apply to the interception of
conllllunications with the consent of one of the parties to the conllllunication or to the
training of intelligence personnel by non-intelligence components.

C5.6.2. Procedures

C5.6.2.1. Training Guidance. The u·aining of personnel by DoD intelligence
components in the operation and use of electronic conllllunications and sUlveillance
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equipment shall include guidance concerning the requirements and restrictions of the
Foreign Intelligence Surveillance Act of 1978 (reference (b)), and E.o. 12333
(reference (a)), with respect to the unauthorized acquisition and use of the content of
conllllunications of United States persons.

C5.6.2.2. Training Limitations

C5.6.2.2.1. Except as permitted by paragraph C5.6.2 .2.2. and C5.6.2.2 .3.,
below, the use of electronic communications and sUlveillance equipment for training
purposes is permitted, subject to the following limitations:

C5.6.2.2.1.1. To the maximum extent practical, use of such
equipment for training purposes shall be directed against communications that are
subject to lawful electronic surveillance for foreign intelligence and
counterintelligence purposes under Parts 1, 2, and 3 of this procedure.

C5.6.2.2.1.2. TIle contents of private conullunications of
non-consenting United States persons may not be acquired aurally unless the person is
an authorized target of electronic surveillance.

C5.6.2.2.1.3. TIle electronic surveillance will be limited in extent
and duration to that necessmy to train personnel in the use of the equipment.

C5.6.2.2.2. Public broadcasts, distress signals, or official U.s.
Govenullent communications may be monitored, provided that when Government
Agency conullunications are monitored, the consent of an appropriate official is
obtained.

C5.6.2.2.3. Minimal acquisition of information is permitted as required
for calibration purposes.

C5.6.2.3. Retention and Dissemination. Information collected during u·aining
that involves communications described in subparagraph C5.6.2.2.1.1., above, shall be
retained and disseminated in accordance with minimization procedures applicable to that
electronic sUlveillance. Information collected during training that does not involve
conllllunications described in subparagraph C5.6.2.2.1.1., above, or that is acquired
inadvertently, shall be destroyed as soon as practical or upon completion of the u·aining
and may not be disseminated for any purpose. This limitation does not apply to distress
signals.
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C5.7. PART 7: CONDUCT OF VULNERABILITY ANDHEARABILITYSURVEYS

C5.7.1. Applicability and Scope This part of Procedure 5 applies to the conduct
of vulnerability surveys and hem·ability surveys by DoD intelligence components.

C5.7.2. Explanation of Undefined Tenus

C5. 7.2.1. TIle term vulnerability survey refers to the acquisition of radio
frequency propagation and its subsequent analysis to determine empirically the
vulnerability of the transmission media to interception by foreign intelligence services.

C5.7.2.2. TIle term hearability survey refers to monitoring radio
conlluunications to determine whether a particular radio signal can be received at one
or more locations and, if reception is possible, to determine the hearability of reception
over time.

C5.7.3. Procedures

C5. 7.3.1. Conduct of Vulnerability SUlveys. Nonconsensual surveys may be
conducted to determine the potential vulnerability to intelligence selvices of a foreign
power of transmission facilities of conlluunications common caniers, other private
commercial entities, and entities of the federal govenuuent, subject of the following
limitations:

C5. 7.3.1.1. No vulnerability survey may be conducted without the prior
written approval of the Director, National Security Agency, or his designee.

C5. 7.3.1.2. No transmission may be acquired aurally.

C5. 7.3.1.3. No content of any transmission may be acquired by any means.

C5. 7.3.1.4. No transmissions may be recorded.

C5.7.3.1.5. No report or log may identify any United States person or
entity except to the extent of identifying transmission facilities that are vulnerable to
surveillance by foreign powers. If the identities of the users of such facilities are not
identical with the identities of the owners of the facilities, the identity of such users
may be obtained but not from the content of the transmissions themselves, and may be
included in such report or log. Reports may be disseminated. Logs may be
disseminated only if required to verify results contained in reports.

36 CHAPTER 5

APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

428 ENCLOSURE 7 



 

 

  

 

DoD 5140.1-R, December 1982

C5. 7.3.2. Conduct of Hearabilitv Smveys. The Director, National Security
Agency, may conduct, or may authorize the conduct by other Agencies, of hem·ability
surveys of telecommunications that me transmitted in the United States.

C5.7.3.2.1. Collection. When practicable, consent will be secured from
the owner or user of the facility against which the hem·ability smvey is to be conducted
prior to the commencement of the sUlvey.

C5.7.3.2.2. Processing and Storage. Infol111ation collected dming a
hearability sUlvey must processed and stored as follows:

C5. 7.3 .2.2.1. TIle content of communications may not be recorded
or included in any report.

C5. 7.3 .2.2.2. No microwave transmission may be de-multiplexed or
demodulated for any purpose.

C5.7.3.2.2.3. No report or log may identify any person or entity
except to the extent of identifying the transmissiou facility that can be intercepted from
the intercept site. If the identities of the users of such facilities are not identical with
the identities of the owners of the facilities, and their identities are relevant to the
purpose for which the hem·ability smvey has been conducted, the identity of such users
may be obtained provided such identities may not be obtained from the contents of the
transmissions themselves.

C5. 7.3.2.3. Dissemination. Reports may be disseminated only within the
U.S. GoVel1Ullent. Logs may not be disseminated unless required to verify results
contained in reports.
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C6. CHAPTER 6

PROCEDURE 6. CONCEALED MONITORING

C6.1. APPLICABILITY AL'ID SCOPE

C6.1.1. This procedure applies to concealed monitoring only for foreign
intelligence and counterintelligence purposes conducted by a DoD intelligence
component within the United States or directed against a United States person who is
outside the United States where the subject of such monitoring does not have a
reasonable expectation of privacy, as explained in section 6.2., below, and no wanant
would be required if undertaken for law enforcement purposes.

C6.1.2. Concealed monitoring in the United States for foreign intelligence and
counterintelligence purposes where the subject of such monitoring has a reasonable
expectation of privacy and a wanant would be required for law enforcement purposes
shall be treated as "electronic surveillance within the United States" under Part 1 of
Procedure 5, and processed pursuant to that procedure.

C6.1.3. Concealed monitoring for foreign intelligence and counterintelligence
purposes of a United States person abroad where the subject of such monitoring has a
reasonable expectation of privacy and a wanant would be required for law enforcement
purposes shall be treated as "electronic surveillance outside the United States"under
Part 2 of Procedure 5, and processed pursuant to that procedure.

C6.1.4. Concealed monitoring for foreign intelligence and counterintelligence
purposes when the monitoring is a signals intelligence activity shall be conducted
pursuant to Part 3 of Procedure 5.

C6.2. EXPLANATION OF UNDEFINED TERMS

C6.2.1. Concealed monitoring means targeting by electronic, optical, or
mechanical devices a particular person or a group of persons without their consent in a
surreptitious and continuous manner. Monitoring is surreptitious when it is targeted in
a manner designed to keep the subject of the monitoring unaware of it. Monitoring is
continuous if it is conducted without intermption for a substantial period of time.

C6.2.2. Monitoring is within the United States if the monitoring device, or the
target of the monitoring, is located within the United States.
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C6.2.3. Whether concealed monitoring is to occur where the subject has i:L
reasonable expectation of privacy is a determination that depends upon the
circumstances of a pmticular case, and shall be made only after consultation with the
legal office responsible for advising the DoD intelligence component concemed.
Reasonable expectation of privacy is the extent to which a reasonable person in the
particular circumstances involved is entitled to believe his or her actions are not
subject to monitoring by electronic, optical, or mechanical devices. For example, there
are ordinarily reasonable expectations of privacy in work spaces if a person's actions
and papers me not subject to ready obselvation by others lUlder normal working
conditions. Conversely, a person walking out of his or her residence into a public
street ordinarily would not have a reasonable expectation that he or she is not being
observed or even photographed; however, such a person ordinarily would have an
expectation of privacy within his or her residence.

C6.3. PROCEDURES

C6.3.l. Limitations On Use of Concealed Monitoring. Use of concealed
monitoring under circumstances when the subject of such monitoring has no reasonable
expectation of privacy is subject to the following limitations:

C6.3.l.l. Within the United States, a DoD intelligence component may
conduct concealed monitoring only on an installation or facility owned or leased by the
Department of Defense or otherwise in the course of an investigation conducted
pursuant to the Agreement Between the Secretary of Defense and the Attomey General
(reference (g)).

C6.3.1.2. Outside the United States, such monitoring may be conducted on
installations and facilities owned or leased by the Department of Defense. Monitoring
outside such facilities shall be conducted after coordination with appropriate host
country officials, if such coordination is required by the goveming Stants of Forces
Agreement, and with the Central Intelligence Agency.

C6.3.2. Required Determination. Concealed monitoring conducted under
paragraph C6.3.I., requires approval by an official designated in paragraph C6.3.3.,
below, based on a determination that such monitoring is necessary to the conduct of
assigned foreign intelligence or counterintelligence functions, and does not constitute
electronic sUlveillance under Parts 1 or 2 of Procedure 5.

C6.3.3. Officials Authorized to Approve Concealed Monitoring. Officials
authorized to approve concealed monitoring under this procedure include the Deputy

39 CHAPTER 6

APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

431 ENCLOSURE 7 



 

 

  

 

DoD 5140.1-R, December 1982

Under Secretary of Defense (Policy); the Director, Defense Intelligence Agency; the
Director, National Security Agency; the Assistant Chief of Staff for Intelligence,
Department of Anny; the Director, Naval Intelligence; the Director of Intelligence, U.S.
Marine Corps; the Assistant Chief of Staff, Intelligence, U.S. Air Force; the
Commanding General, Anny Intelligence and Security Command; the Director, Naval
Investigative Service; and the Commanding Officer, Air Force Office of Special
Investiga tions.
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C7. CHAPTER 7

PROCEDURE 7. PHYSICAL SEARCHES

C7.1. APPLICABILITY

This procedure applies to nonconsensual physical searches of any person or property
within the United States and to physical searches of the person or property of a United
States person outside the United States by DoD intelligence components for foreign
intelligence or counterintelligence purposes. DoD intelligence components may
provide assistance to the Federal Bureau of Investigation and other law enforcement
authorities in accordance with Procedure 12.

C7.2. EXPLANATION OF UNDEFINED TERMS

Physical search means any intrusion upon a person or a person's property or possessions
to obtain items of property or information. TIle term does not include examination of
areas that are in plain view and visible to the lUlaided eye if no physical trespass is
undertaken, and does not include examinations of abandoned property left in a public
place. The term also does not include any intlllsion authorized as necessary to
accomplish lawful electronic surveillance conducted pursuant to Parts 1 and 2 of
Procedure 5.

C7.3. PROCEDURES

C7.3.1. Nonconsensual Physical Searches Within the United States

C7.3.1.l. Searches of Active Duty Militaty Personnel for Counterintelligence
Purposes. The counterintelligence elements of the Military Departments are
authorized to conduct nonconsensual physical searches in the United States for
counterintelligence purposes of the person or property of active duty military
personnel, when authorized by a military commander empowered to approve physical
searches for law enforcement purposes pursuant to rule 3l5(d) of the Manual for
Courts Martial, Executive Order 12198 (reference (h», based upon a finding of
probable cause to believe such persons are acting as agents of foreign powers. For
purposes of this section, the term "agent of a foreign power"refers to an individual who
meets the criteria set forth in subparagraph C7 .3.1.2., below.
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C7.3.1.2. Other Nonconsensual Physical Searches. Except as permitted by
section C7 .1., above, DoD intelligence components may not conduct nonconsensua}
physical searches of persons and property within the United States for foreign
intelligence or counterintelligence purposes. DoD intelligence components may,
however, request the FBI to conduct such searches. All such requests, shall be in
writing; shall contain the information required in subparagraphs C7 .3.2.2.1., through
C7.3.2.2.2.6., below; and be approved by an official designated in subparagraph
C7.3.2.2.2.3., below. Acopy of each such request shall be fUl1lished the General
Counsel, DoD.

C7.3.2. Nonconsensual Physical Searches Outside the United States

C7.3.2.1. Searches of Active Duty Militarv Personnel for Counterintelligence
Purposes. The counterintelligence elements of the Military Departments may conduct
nonconsensual physical searches of the person or property of active duty militmy
personnel outside the United States for counterintelligence purposes when authorized
by a military commander empowered to approve physical searches for law enforcement
purposes pursuant to mle 315(d) of the Manual for Courts Martial, Executive Order
12198 (reference (h)), based upon a finding of probable cause to believe such persons
are acting as agents of foreign powers. For purposes of this section, the term "agent of
a foreign power" refers to an individual who meets the criteria set forth in subparagraph
C7.3.2.2.2., below.

C7.3.2.2. Other Nonconsensual Physical Searches. DoD intelligence
components may conduct other nonconsensual physical searches for foreign
intelligence and counterintelligence purposes of the person or property of United States
persons outside the United States only pursuant to the approval of the Attol1ley
General. Requests for such approval will be forwarded by a senior official designated
in subparagraph C7.3.2.3., below, to the Attol1ley General and shall include:

C7.3.2.2.1. An identification of the person or description of the property
to be searched.

C7.3.2.2.2. A statement of facts supporting a finding that there is
probable cause to believe the subject of the search is:
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C7.3.2.2.2.1. Aperson who, for or on behalf of a foreign power, is
engaged in clandestine intelligence activities (including covert activities intended to
affect the political or govenuuental process), sabotage, or intemational tenorist
activities, activities in preparation for international terrorist activities, or who conspires
with, or knowingly aids and abets a person engaging in such activities;

C7.3.2.2.2.2. Aperson who is an officer or employee of a foreign
power;

C7.3.2.2.2.3. Aperson unlawfully acting for, or pursuant to the
direction of, a foreign power. The mere fact that a person's activities may benefit or
further the aims of a foreign power does not justify a nonconsensual physical search
without evidence that the person is taking direction from, or acting in knowing concert
with, the foreign power;

C7.3.2.2.2.4. Acorporation or other entity that is owned or
controlled directly or indirectly by a foreign power; or

C7.3.2.2.2.5. Aperson in contact with, or acting in collaboration with,
an intelligence or security service of a foreign power for the purpose of providing
access to information or material classified by the United States to which such person
has access.

C7.3.2.2.3. A statement of facts supporting a finding that the search is
necessary to obtain significant foreign intelligence or counterintelligence.

C7.3.2.2.4. A statement of facts supporting a finding that the significant
foreign intelligence or counterintelligence expected to be obtained could not be
obtained by less intlllsive means.

C7.3.2.2.5. Adescription of the significant foreign intelligence or
counterintelligence expected to be obtained from the search.

C7.3.2.2.6. Adescription of the extent of the search and a statement of
facts supporting a finding that the search will involve the least amount of physical
intlllsion that will accomplish the objective sought.

C7.3.2.2.7. Adescription of the expected dissemination of the product of
the search, including a description of the procedures that will govem the retention and
dissemination of information about United States persons acquired incidental to the
search.
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C7.3.2.3. Requests for approval of nonconsensual physical searches under
subparagraph C7.3.2.2., must be made by:

C7.3.2.3.1. TIle Secretary or the Deputy Secretary of Defense;

C7.3.2.3.2. TIle Secretary or the Under Secretary of a Military
DepartInent;

C7.3.2.3.3. TIle Director, National Security Agency; or

C7.3.2.3.4. TIle Director, Defense Intelligence Agency.
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C8. CHAPTER 8

PROCEDURE 8. SEARCHES Ai'lD EXAMINATION OF MAIL

C8.1. APPLICABILITY

This procedure applies to the opening of mail in United States postal channels, and the
use of mail covers with respect to such mail, for foreign intelligence and
counterintelligence purposes. It also applies to the opening of mail to or from United
States persons where such activity is conducted outside the United States and such mail
is not in United States postal channels.

C8.2. EXPLANATION OF UNDEFINED TElu\1S

C8.2.1. Mail Within United States Postal Channels includes:

C8.2.1.1. Mail while in transit within, among, and between the United States,
its territories and possessions (including mail of foreign origin that is passed by a
foreign postal administration, to the United States Postal Service for forwarding to a
foreign postal administration under a postal treaty or convention, and mail temporarily in
the hands of the United States Customs Service or the Department of Agriculhlre),
Anuy-Air Force (APO) and Navy (FPO) post offices, and mail for delivery to the United
Nations, NY; and

C8.2.1.2. Intemationalmail enroute to an addressee in the United States or its
possessions after passage to United States Postal Service from a foreign postal
administration or enroute to an addressee abroad before passage to a foreign postal
administration. As a rule, mail shall be considered in such postal channels until the
moment it is delivered manually in the United States to the specific addressee named on
the envelope, or his authorized agent.

C8.2.2. To examine mail means to employ a mail cover with respect to such mail.

C8.2.3. Mail cover means the process by which a record is made of any data
appearing on the outside cover of any class of mail matter as permitted by law, other
than that necessary for the delivery of mail or administration of the Postal Service.
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C8.3. PROCEDURES

C8.3.l. Searches of Mail Within United States Postal Channels

C8.3.l.l. Applicable postal regulations do not permit DoD intelligence
components to detain or open first-class mail within United States postal channels for
foreign intelligence and counterintelligence purposes, or to request such action by the
U.S. Postal Service.

C8.3.l.2. DoD intelligence components may request appropriate U.S. postal
authorities to inspect, or authorize the inspection, of the contents of second-, third-, or
fourth-class mail in United States postal channels, for such purposes, in accordance with
applicable postal regulations. Such components may also request appropriate U.S.
postal authorities to detain, or pertuit the detention of, mail that may become subject to
search under this section, in accordance with applicable postal regulations.

C8.3.2. Searches of Mail Outside United States Postal Channels

C8.3.2.l. DoD intelligence components are authorized to open mail to or
from a United States person that is found outside United States postal channels only
pursuant to the approval of the Attorney General. Requests for such approval shall be
treated as a request for a nonconsensual physical search under subparagraph C7.3.2.2.,
of Procedure 7.

C8.3.2.2. Heads of DoD intelligence components may authorize the opening
of mail outside U.S. postal channels when both the sender and intended recipient are
other than United States persons if such searches are otherwise lawful and consistent
with any Status of Forces Agreement that may be in effect.

C8. 3.3. Mail Covers

C8.3.3.l. DoD intelligence components may request U.S. postal authorities to
examine mail in U.S. postal channels, for counterintelligence purposes, in accordance
with applicable postal regulations.

C8.3.3.2. DoD intelligence components may also request mail covers with
respect to mail to or from a United States person that is outside U.S. postal channels, in
accordance with appropriate law and procedure of the host govenuuent, and any Status of
Forces Agreement that may be effect.
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C9. CHAPTER 9

PROCEDURE 9. PHYSICAL SURVEILLANCE

C9.1. APPLICABILITY

This procedure applies only to the physical surveillance of United States persons by
DoD intelligence components for foreign intelligence and counterintelligence
purposes. This procedure does not apply to physical surveillance conducted as pml of a
training exercise when the subjects are participants in the exercise.

C9.2. EXPLANATION OF UNDEFINED TERMS

The term physical surveillance means a systematic and deliberate observation of a
person by any means on a continuing basis, or the acquisition of a nonpublic
communication by a person not a party thereto or visibly present thereat through any
means not involving electronic surveillance.

C9.3. PROCEDURES

C9.3.1. Criteria for Physical Surveillance In the United States. Within the United
States, DoD Intelligence componeuts may conduct nonconsensual physical sUlveillances
for foreign intelligence and counterintelligence purposes against United States persons
who are present or former employees of the intelligence component concemed;
present or fonner contractors of such components or their present or fonner
employees; applicants for such employment or contracting; or military persons
employed by a non-intelligence element of a Military Selvice. Any physical
surveillance within the United States that occurs outside a DoD installation shall be
coordinated with the FBI and other law enforcement agencies, as may be appropriate.

C9.3.2. Criteria for Physical Surveillance Outside the United States. Outside the
United States, DoD Intelligence components may conduct nonconsensual physical
surveillance of United States persons in one of the categories identified in paragraph
C9.3 .1., above. In addition, such components may conduct physical sUlveillance of
other United States persons in the course of a lawful foreign intelligence or
counterintelligence investigation, provided:

C9.3.2.1. Such surveillance is consistent with the laws and policy of the host
government and does not violate any Status of Forces Agreement that may be in effect;
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C9.3.2.2. TIlat physical surveillance of a United States person abroad to
collect foreign intelligence may be authorized only to obtain significant information that
cannot be obtained by other means.

C9.3.3. Required Approvals for Physical Surveillance

C9.3.3.1. Persons Within DoD Investigative Jurisdiction. Physical
surveillances within the United States or that involve United States persons within DoD
investigative jurisdiction overseas may be approved by the head of the DoD intelligence
component concerned or by designated senior officials of such components in
accordance with this procedure.

C9.3.3.2. Persons Outside DoD Investigative Jurisdiction. Outside the United
States, physical surveillances of United States persons who are not within the
investigative jurisdiction of the DoD intelligence component concerned will be
forwarded through appropriate channels to the Deputy Under Secretary of Defense
(Policy) for approval. Such requests shall indicate coordination with the Central
Intelligence Agency.
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CIO. CHAPTER 10

PROCEDURE 10. UNDISCLOSED PARTICIPATION IN ORGANIZATIONS

CIO.!. APPLICABILITY

This procedure applies to panicipation by employees of DoD intelligence components
in any organization within the United States, or any organization outside the United
States that constitutes a United States person, when such participation is on behalf of
any entity of the intelligence cOllUllunity. These procedures do not apply to
participation in organizations for solely personal purposes.

CIO.2. EXPLAL'IATION OF UNDEFINED TERMS

C 10.2.1. Domestic activities refers to activities that take place within the United
States that do not involve a significant connection with a foreign power, organization or
person.

ClO.2.2. TIle term organization includes corporations and other commercial
organizations, academic instihltions, clubs, professional societies, associations, and any
other group whose existence is formalized in some manner or otherwise functions on a
continuing basis.

C 10.2.3. An organization within the United States means all organizations
physically located within the geographical boundaries of the United States whether or
not they constitute a United States persons. TIlliS, a branch, subsidimy, or office of an
organization within the United States, which is physically located outside the United
States, is not considered as an organization within the United States.

C 10.2.4. Participation refers to any action undertaken within the structure or
framework of the organization involved. Such actions include selving as a
representative or agent of the organization; acquiring membership; attending meetings
not open to the public, including social functions for the organization as a whole;
canying out the work or functions of the organization; and contributing funds to the
organization other than in payment for goods or services. Actions taken outside the
organizational framework, however, do not constitute participation. TIms, attendance at
meetings or social gatherings that involve organizationlllembers, but are not functions
or activities of the organization itself does not constitute participation.
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C10.2.5. Participation is on behalf of an agency within the intelligence community
when an employee is tasked or requested to take action within an organization for the
benefit of such agency. Such employee may already be a member of the organization or
may be asked to join. Actions undertaken for the benefit of an intelligence agency
include collecting information, identifying potential sources or contacts, or establishing
and maintaining cover. If a cooperating source furnishes information to an intelligence
agency that he or she obtained by participation within an organization, but was not given
prior direction or tasking by the intelligence agency to collect such information, then
such participation was not on behalf of such agency.

C10.2.6. Participation is solely for personal pumoses, if undertaken at the
initiative and expense of the employee for the employee's benefit.

ClO.3. PROCEDURES FOR UNDISCLOSED PARTICIPATION

Except as permitted herein, employees of DoD intelligence components may participate
on behalf of such components in organizations within the United States, or in
organizations outside the United States that constitute United States persons, only if
their affiliation with the intelligence component concerned is disclosed to an
appropriate official of the organization in accordance with section Cl 0.4., below.
Participation without such disclosure is permitted only if it is consistent with the
limitations set forth in paragraph Cl 0.3 .1., below, and has been approved in accordance
with paragraph ClO.3.2., below.

C10.3.1. Limitations On Undisclosed Participation

CI0.3.1.1. Lawful Pumose. No undisclosed participation shall be permitted
under this procedure unless it is essential to achieving a lawful foreign intelligence or
counterintelligence purpose within the assigned mission of the collecting DoD
intelligence component.

CI0.3.1.2. Limitations On Use of Undisclosed Participation for Foreign
Intelligence Purposes Within the United States. Undisclosed participation may not be
authorized within the United States for the purpose of collecting foreign intelligence
from or about a United States person, nor to collect information necessary to assess
United States persons as potential sources of assistance to foreign intelligence
activities. This does not preclude the collection of information about such persons,
volunteered by cooperating sources participating in organizations to which such persons
belong, however, if otherwise permitted by Procedure 2.
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Cl 0.3.1.3. Duration of Participation. Authorization to participate under
subparagraphs C10.3.2 .1., and C10.3 .2.2., shall be limited to the period covered by such
participation, which shall be no longer than 12 months. Participation that lasts longer
than 12 months shall be re-approved by the appropriate official on an annual basis in
accordance with this procedure.

Cl 0.3 .1.4. Participation for the Pumose of Influencing the Activities of the
Organization or Its Members. No participation under this procedure shall be authorized
for the purpose of influencing the activities of the organization in question, or its
members, unless such participation is undertaken on behalf of the FBI in the course of a
lawful investigation, or the organization concerned is composed primarily of individuals
who are not United States persons and is reasonably believed to be acting on behalf of a
foreign power. Any DoD intelligence component that desires to undertake participation
for such purpose shall forward its request to the Deputy Under Secretary of Defense
(Policy) setting forth the relevant facts justifying such participation and explaining the
namre of its contemplated activity. Such participation may be approved by the
DUSD(P) with the concurrence of the General Counsel, DoD.

CI0.3.2. RequiredAwrovals

CI0.3.2.1. Undisclosed Participation That May Be Approved Within the DoD
Intelligence Component. Undisclosed participation on behalf of a DoD intelligence
component may be authorized with such component under the following circumstances:

C10.3 .2.1.1. Participation in meetings open to the public. For purposes
of this section, a seminar or conference sponsored by a professional organization that is
open to persons of a particular profession, whether or not they are members of the
organization itself or have received a special invitation, shall be considered a meeting
open to the public.

C10.3 .2.1.2. Participation in organizations that permit other persons
acknowledged to the organization to be employees of the U.s. Government to
participate.

C10.3 .2.1.3. Participation in educational or professional organizations
for the purpose of enhancing the professional skills, knowledge, or capabilities of
employees.

C1O. 3.2.1.4. Participation in seminars, forums, conferences, exhibitions,
trade fairs, workshops, symposiums, and similar types of meetings, sponsored by
organizations in which the employee is a member, has been invited to participate, or
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when the sponsoring organization does not require disclosure of the participants'
employment affiliations, for the purpose of collecting significant foreign intelligence
that is generally made available to participants at such meetings, and does not involve
the domestic activities of the organization or its members.

CI0.3.2.2. Participation That May Be Approved By Senior Intelligence
Officials. Undisclosed participation may be authorized by the Deputy Under Secretary
of Defense (Policy); the Director, Defense Intelligence Agency; the Assistant Chief of
Staff for Intelligence, Department of Army; the Commanding General, U.S. Anny
Intelligence and Security Command; the Director of Naval Intelligence; the Director of
Intelligence, U.S. Marine Corps; the Assistant Chief of Staff, Intelligence, United States
Air Force; the Director, Naval Investigative Selvice; the Commanding Officer, Air Force
Office of Special Investigations; or their single designees, for the following purposes:

CIO.3.2.2.1. To collect significant foreign intelligence outside the
United States, or from or about other than United States persons within the United
States, provided no information involving the domestic activities of the organization or
its members may be collected.

CIO.3.2.2.2. For counterintelligence purposes, at the written request of
the Federal Bureau of Investigation.

CIO.3.2.2.3. To collect significant counterintelligence about other than
United States persons, or about United States persons who are within the investigative
jurisdiction of the Department of Defense, provided any such pal1icipation that occurs
within the United States shall be coordinated with the Federal Bureau of Investigation.

C 10.3 .2.2.4. To collect information necessary to identify and assess
other than United States persons as potential sources of assistance for foreign
intelligence and counterintelligence activities.

C 10.3 .2.2.5. To collect information necessary to identify United States
persons as potential sources of assistance to foreign intelligence and
counterintelligence activities.

CIO.3.2.2.6. To develop or maintain cover necessary for the security of
foreign intelligence or counterintelligence activities.

CIO.3.2.2.7. Outside the United States, to assess United States persons as
potential sources of assistance to foreign intelligence and counterintelligence activities.
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ClO.4. DISCLOSURE REOUIREMENT

C10.4.1. Disclosure of the intelligence affiliation of an employee of a DoD
intelligence component shall be made to an executive officer of the organization in
question, or to an official in charge of membership, attendance, or the records of the
organization concerned.

C10.4.2. Disclosure may be made by the DoD intelligence component involved, an
authorized DoD official, or by another component of the Intelligence Comlllunity that is
otherwise authorized to take such action on behalf of the DoD intelligence cOlllponent
concerned.
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Cll. CHAPTER 11

PROCEDURE 11. CONTRACTING FOR GOODS Ai'lD SERVICES

C 11.1. APPLICABILITY

This procedure applies to contracting or other al1"angements with United States persons
for the procurement of goods and services by DoD intelligence components within the
United States. This procedure does not apply to contracting with govenUllent entities,
or to the enrollment of individual students in academic institutions. The latter situation
is governed by Procedure 10.

Cl1.2. PROCEDURES

Cl1.2.1. Contracts with Academic Instihltions. DoD intelligence components may
enter into a contract for goods or services with an academic institution only if prior to
the making of the contract, the intelligence component has disclosed to appropriate
officials of the academic institution the fact of sponsorship by a DoD intelligence
component.

C 11.2.2. Contracts with Commercial Organizations Private Instihltions and
Individuals. Contracting by or for a DoD intelligence component with commercial
organizations, private instihltions, or private individuals within the United States may be
done without revealing the sponsorship of the intelligence component if:

Cll.2.2.1. TIle contract is for published material available to the general
public or for routine goods or services necessary for the support of approved activities,
such as credit cards, car rentals, u·avel, lodging, meals, rental of office space or
apmlments, and other items incident to approved activities; or

Cll.2.2.2. There is a written determination by the Secretary or the Under
Secretary of a Military Depmtment, the Director of the National Security Agency, the
Director of the Defense Intelligence Agency, or the Deputy Under Secretary of
Defense (Policy) that the sponsorship of a DoD intelligence component must be
concealed to protect the activities of the DoD intelligence component concerned.
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C 11.3. EFFECT OF NONCOMPLIAi'lCE

No contract shall be void or voidable for failure to comply with this procedure.
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C12. CHAPTER 12

PROCEDURE 12. PROVISION OF ASSISTAL'ICE TO LAW ENFORCEMENT
AUTHORITIES

C12.!. APPLICABILITY

This procedure applies to the provision of assistance by DoD intelligence components
to law enforcement authorities. It incorporates the specific limitations on such
assistance contained in E.O. 12333 (reference (a)), together with the general limitations
and approval requirements of DoD Directive 5525.5 (reference (i)).

C12.2. PROCEDURES

CI2.2.1. Cooperation with Law Enforcement Authorities. Consistent with the
limitations contained in DoD Directive 5525.5 (reference (i)), and paragraph C 12.2.2.,
below, DoD intelligence components me authorized to cooperate with law enforcement
authorities for the purpose of:

CI2.2.1.1. Investigating or preventing clandestine intelligence activities by
foreign powers, international narcotics activities, or international terrorist activities;

CI2.2.1.2. Protecting DoD employees, information, property, and facilities;
and

CI2 .2.1.3. Preventing, detecting, or investigating other violations of law.

CI2.2.2. Types ofPenllissible Assistance. DoD intelligence components may
provide the following types of assistance to law enforcement authorities:

CI2.2.2.1. Incidentally acquired information reasonably believed to indicate a
violation of Federal law shall be provided in accordance with the procedures adopted
pursuant to sectionI.7(a) ofE.0.12333 (reference (a));

CI2.2.2.2. Incidentially acquired information reasonably believed to indicate a
violation of State, local, or foreign law may be provided in accordance with procedures
adopted by the Heads of DoD Components;

CI2.2.2.3. Specialized equipment and facilities may be provided to Federal law
enforcement authorities, and, when lives are endangered, to State and local law
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enforcement authorities, provided such assistance is consistent with, and has been
approved by an official authorized pursuant to, Enclosure 3 of DoD Directive 5525.5
(reference (i)); and

C12.2.2.4. Personnel who are employees of DoD intelligence components
may be assigned to assist Federal law enforcement authorities, and, when lives me
endangered, State and local law enforcement authorities, provided such use is consistent
with, and has been approved by an official authorized pursuant to, Enclosure 4 of DoD
Directive 5525.5 (reference (i)). Such official shall ensure that the General Counsel
of the providing DoD Component concurs in such use.

C12.2.2.5. Assistance maybe rendered to law enforcement agencies and
security services of foreign governments or intemational organizations in accordance
with established policy and applicable Status of Forces Agreements; provided, that DoD
intelligence components may not request or pmticipate in activities of such agencies
undertaken against United States persons that would not be permitted such components
under these procedures.
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C13. CHAPTER 13

PROCEDURE 13. EXPERIMENTATION ON HUMAi'l SUBJECTS FOR
INTELLIGENCE PURPOSES

Cl3.1. APPLICABILIIY

This procedure applies to experimentation on hUlllan subjects if such experimentation is
conducted by or on behalf of a DoD intelligence component. This procedure does not
apply to experimentation on animal subjects.

CI3.2. EXPLAi'lATION OF UNDEFINED TERMS

C 13.2.1. Experimentation in this context means any research or testing activity
involving human subjects that may expose such subjects to the possibility of permanent
or temporary injury (including physical or psychological damage and damage to the
reputation of such persons) beyond the risks of injury to which such subjects are
ordinarily exposed in their daily lives.

C 13.2.2. Experimentation is conducted on behalf of a DoD intelligence component
if it is conducted under contract to that component or to another DoD Component for
the benefit of the intelligence component or at the request of such a component
regardless of the existence of a contrachml relationship.

C13.2.3. Human subjects in this context includes any person whether or not such
person is a United States person.

CI3.3. PROCEDURES

C13.3.1. Experimentation on human subjects conducted by or on behalf of a DoD
intelligence component may be undertaken only with the informed consent of the
subject, in accordance with guidelines issued by the Department of Health and Human
Services, setting out conditions that safeguard the welfare of such subjects.

58 CHAPTER 13

APPENDIX 4: MILITARY SUPPORT 

TO LAW ENFORCEMENT 

450 ENCLOSURE 7 



 

 

  

 

DoD 5140.1-R, December 1982

C 13.3.2. DoD intelligence components may not engage in or contract for
experimentation on human subjects without approval of the SecretaIy or Deputy
Secretary of Defense, or the SecretaIy or Under Secretary of a MilitaIy Department, as
appropriate.
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C14. CHAPTER 14

PROCEDURE 14. EMPLOYEE CONDUCT

C14.1. APPLICABILITY

This procedure sets forth the responsibilities of employees of DoD intelligence
components to conduct themselves in accordance with this Regulation and other
applicable policy. It also provides that DoD intelligence components shall ensure, as
appropriate, that these policies and guidelines me made known to their employees.

CI4.2. PROCEDURES

C142 1 EnlDlovee ResponsibilIties Employees shall conduct intelligence
activities only pursuant to, and in accordance with, Executive Order 12333 (reference
(a)) and this Regulation. In conducting such activities, employees shall not exceed the
authorities granted the employing DoD intelligence component by law; Executive order,
including E.O. 12333 (reference (a)), and applicable DoD Directives.

C14.2.2. Familiarity With Restrictions

C14.2.2.1. Each DoD intelligence component shall familiarize its personnel
with the provisions of E.O. 12333 (reference (a)), this Regulation, and any instmctions
implementing this Regulation that apply to the operations and activities of such
component. At a minimum, such familiarization shall contain:

C 14.2 .2.1.1. Applicable portions of Procedures 1 through 4;

C 14.2.2.1.2. A summmy of other procedures that pertains to collection
techniques that are, or may be, employed by the DoD intelligence component
concerned; and

C 14.2.2.1.3. A statement of individual employee reporting responsibility
under Procedure 15.

C14.2.2.2. TIle Assistant to the SecretaIy of Defense (Intelligence Oversight)
(ATSD(IQ)) and each Inspector General responsible for a DoD intelligence component
shall ensure, as pml of their inspections, that procedures are in effect that will achieve
the objectives set forth in subparagraph C14.2.2.1., above.
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C 14.2.3. Responsibilities of the Heads of DoD Components. TIle Heads of DoD
Components that constitute, or contain, DoD intelligence components shall:

CI4.2.3.1. Ensure that all proposals for intelligence activities that may be
unlawful, in whole or in part, or may be contrary to applicable Executive Branch or DoD
policy are referred to the General Counsel responsible for such component.

CI4.2.3.2. Ensure that no adverse action is taken against any employee
because the employee reports activities pursuant to Procedure 15.

CI4.2.3.3. Impose such sanctions as maybe appropriate upon any employee
who violates the provisions of this Regulation or any instmction promulgated
thereunder.

CI4.2.3.4. In any case involving serious or continuing breaches of security by
either DoD or non-DoD employees, recommend to the Secretary of Defense
appropriate investigative actions.

CI4.2.3.5. Ensure that the General Counsel and Inspector General with
responsibility for the component, as well as the General Counsel, DoD, and the
ATSD(IO), have access to all information concerning the intelligence activities of that
component necessary to perform their oversight responsibilities.

CI4.2.3.6. Ensure that employees cooperate fully with the Intelligence
Oversight Board and its representatives.
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CI5. CHAPTER 15

PROCEDURE 15. IDENTIFYING, INVESTIGATING, Ai'lD REPORTING
OUSTlONABLE ACTlVITTES

CI5.!. APPLICABILITY

This procedure provides for the identification, investigation, and reporting of
questionable intelligence activities.

CI5.2. EXPLAi'lATION OF UNDEFINED TERMS

C 15.2.1. TIle term "questionable activity," as used herein, refers to any conduct
that constitutes, or is related to, an intelligence activity that may violate the law, any
Executive order or Presidential directive, including E.O. 12333 (reference (a)), or
applicable DoD policy, including this Regulation.

CI5.2.2. TIle tenus "General Counsel"and "Inspector General," as used herein,
refer, unless otherwise specified, to any General Counsel or Inspector General with
responsibility for one or more DoD intelligence components. Unless otherwise
indicated, the term "Inspector General" shall also include the ATSD(IO).

CI5.3. PROCEDURES

CI5.3.1. Identification

CI5.3.1.1. Each employee shall report any questionable activity to the
General Counsel or Inspector General for the DoD intelligence component concerned,
or to the General Counsel, DoD, or ATSD(IO).

CI5.3.1.2. Inspectors General, as paIt of their inspection of DoD intelligence
components, and General Counsels, as pail of their oversight responsibilities shall seek
to determine if such components are involved in any questionable activities. If such
activities have been or me being undel1aken, the matter shall be investigated under
paragraph C 15.3 .2., below. If such activities have been undertaken, but were not
reported, the Inspector General shall also ascertain the reason for such failure and
recommend appropriate corrective action.
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CIS.3.l.3. Inspectors General, as pmt of their oversight responsibilities, shall,
as appropriate, ascertain whether any organizations, staffs, or offices within their
respective jurisdictions, but not otherwise specifically identified as DoD intelligence
components, are being used for foreign intelligence or counterintelligence purposes to
which Part 2 of E.O. 12333 (reference (a)), applies, and, if so, shall ensure the
activities of such components are in compliance with this Regulation and applicable
DoD policy.

CIS.3.l.4. Inspectors General, as pmt of their inspection of DoD intelligence
components, shall ensure that procedures exist within such components for the
reporting of questionable activities, and that employees of such components are aware
of their responsibilities to report such activities.

CIS.3.2. Investigation

CIS.3.2.1. Each report of a questionable activity shall be investigated to the
extent necessary to determine the facts and assess whether the activity is legal and is
consistent with applicable policy.

CIS.3.2.2. When appropriate, questionable activities reported to a General
Counsel shall be referred to the corresponding Inspector General for investigation, and
if reported to an Inspector General, shall be refened to the conesponding General
Counsel to determine whether the activity is legal and consistent with applicable
policy. Reports made to the DoD General Counselor the ATSD(IO) may be referred,
after consultation between these officials, to the appropriate Inspector General and
General Counsel for investigation and evaluation.

CIS.3.2.3. Investigations shall be conducted expeditiously. The officials
responsible for these investigations may, in accordance with established procedures,
obtain assistance from within the component concerned, or from other DoD
Components, when necessary, to complete such investigations in a timely manner.

CIS.3.2.4. To complete such investigations, General Counsels and Inspectors
General shall have access to all relevant information regardless of classification or
compartmentation.

CIS.3.3. Reports

CIS.3.3.1. Each General Counsel and Inspector General shall report
immediately to the General Counsel, DoD, and the ATSD(IO) questionable activities of
a serious nahlre.
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ClS.3.3.2. Each General Counsel and Inspector General shall submit to the
ATSD(IO) a quarterly report describing those activities that come to their attention
during the quarter reasonably believed to be illegal or contrary to Executive order or
Presidential directive, or applicable DoD policy; and actions taken with respect to such
activities. The reports shall also include significant oversight activities undertaken
during the quarter and any suggestions for improvements in the oversight system.
Separate, joint, or consolidated reports may be submitted. These reports should be
prepared in accordance with DoD Directive 5000.11 (reference (j)).

ClS.3.3.3. All reports made pursuant to subparagraphs ClS.3.3.1., and
C15.3 .3.2., above, which involve a possible violation of Federal criminal law shall be
considered by the General Counsel concerned in accordance with the procedures
adopted pmsuant to section 1. 7(a) of E.O. 12333 (reference (a)).

CIS .3.3.4. TIle General Counsel, DoD, and the ATSD(IO) may review the
findings of other General Counsels and Inspectors General with respect to questionable
activities.

ClS.3.3.S. TIle ATSD(IO) and the General Counsel, DoD, shall report in a
timely manner to the White House Intelligence Oversight Board all activities that come
to their attention that are reasonably believed to be illegal or contrary to Executive
order or Presidential directive. TIley will also advise appropriate officials of the
Office of the Secretary of Defense of such activities.

ClS.3.3.6. These reporting requirements are exempt from format approval and
licensing in accordance with paragraph VII.G. of Enclosure 3 to DoD Directive 5000.19
(reference (k)).
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DEPARTMENT OF THE NAVY
OFFICE OF THE SECRETARY

lOOJ NAVY PENTAGON
WASHINGTON, OC2035J-1OOO

SECNAVINST 5820.7C
N3/N5
26 January 2006

SECNAV INSTRUCTION 5820.7C

From: Secretary of the Navy

Subj: COOPERATION WITH CIVILIAN LAW ENFORCEMENT OFFICIALS

Ref: (a) DOD Directive 5525.5 of 15 Jan 86
(b) DOD Directive 3025.12 of 4 Feb 94
(c) Title 10, U.S. Code, Sections 371-382
Id) SECNAVINST 5211.50
(e) DOD 4515.13-R, Air Transportation Eligibility, of

Nov 94
If) SECNAVINST 5430.107
Ig) SECNAVINST 3820.3E
(h) Title 18, U.S. Code, Section 1385
Ii) CJCSI 3121.018

1. Purpose. This instruction implements reference (a) and
Department of the Navy (DON) policy, responsibilities, and
procedures for the transfer of relevant information, and the
provision of equipment, facilities and personnel to Federal,
State, and local civilian law enforcement officials. This
instruction has been administratively revised and should be
reviewed in its entirety.

2. Cancellation. SECNAVINST 5820.78.

3. Scope. This instruction applies to all DON commands and
activities. This instruction does not apply to cooperation with
foreign officials (which follows the guidance of applicable
international agreements and the administrative and operational
chain of command). Use of DON personnel in civil disturbances
and related matters is addressed by reference (b). Assistance
to the government of the District of Columbia is addressed by
separate Department of Defense (DOD) guidance.

4. Policy. It is DON policy to cooperate with civilian law
enforcement officials (employees with the responsibility for
enforcement of the laws within the jurisdiction of U.S. Federal,
State, or local governmental agency) to the extent practical.
The implementation of this policy shall be consistent with the
needs of national security and military preparedness, the
historic tradition of limiting direct military involvement in
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civilian law enforcement activities, and applicable law.
Assistance provided under this instruction shall be at the
lowest cost practicable. Assistance may not be provided under
this instruction if such assistance could adversely affect
national security or military preparedness.

5. Procedures for Prompt Transfer of Relevant Information

a. In accordance with reference (c), DON commands and
activities are encouraged to provide Federal, State, or local
civilian law enforcement officials any information collected
during the normal course of military operations that may be
relevant to a violation of any Federal or State law within the
jurisdiction of such officials. In the event that a system of
records maintained by DON to carry out its functions indicates a
violation or potential violation of law, whether civil, criminal
or regulatory in nature arising by general statute (or by rule,
regulation, or order issued pursuant to the statute), the
relevant records in the system of records may be referred, as a
routine use under reference (d), to the appropriate agency,
whether Federal, State, or local, charged with the
responsibility of investigating or prosecuting such violation or
charged with enforcing or implementing the statute (or rule,
regulation, or order issued pursuant to it). An exception may
be made when information is acquired and disseminated to a
civilian agency through separate channels established and
approved by the Chief of Naval Operations, the Commandant of the
Marine Corps, Director, Naval Criminal Investigative Service, or
higher authority.

b. The planning, scheduling, and execution of compatible
military training or operations may take into account the needs
of civilian law enforcement officials when the collection of
information is an incidental aspect of training performed for a
military purpose. This does not permit the planning, scheduling
or execution of military training or operations for the primary
purpose of aiding civilian law enforcement officials, or the
purpose of routinely collecting information about u.s. citizens.
Local law enforcement agents may accompany routinely scheduled
training flights as observers for the purpose of collecting law
enforcement information. This provision does not authorize the
use of DOD aircraft to provide point-to-point transportation and
training flights for civilian law enforcement officials (which
may be provided only in accordance with reference (ell.

c. The transfer of such information shall be in accordance
with reference (f) (providing Naval Criminal Investigative

2
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Service exclusive authority for some matters, and primary
authority for other matters). Naval commands are authorized to
established local contact points with civilian agencies in
routine law enforcement matters; commands shall coordinate with
the local Naval Criminal Investigative Service Office for other
matters.

d. Nothing in this section modifies DON policies or
procedures concerning collection or dissemination of information
for intelligence purposes under reference (g).

6. Procedures for Request for Equipment, Facilities, Personnel

a. All requests from civilian law enforcement officials for
the use of DON equipment, facilities, or personnel under this
instruction will be submitted by the requested command via the
chain of command to the designated approval authority (unless
approval by higher authority is required by statute or DOD
guidance). On Marine Corps installations with Provost Marshals,
requests shall be coordinated with the Provost Marshal.
Requests requiring DoD approval must be forwarded with a
recommendation and justification to approve or deny the request.
Requests may be communicated by telephone when time and
circumstances require immediate action. When forwarding a
request, the command will provide all available relevant
information concerning:

(1) The ability to provide the assistance requested
without adversely affecting national security or military
preparedness, and

(2) The incremental costs DON would incur in providing
the requested assistance.

b. Approval Authority for Use of Equipment and Facilities:

(1) Requests for the loan or use of equipment or
facilities for more than 60 days (including a permanent
disposition) or for arms, ammunition, combat vehicles, vessels,
and aircraft must be approved by the Assistant Secretary of the
Navy (Manpower and Reserve Affairs) (ASN (M&RA)).

(2) All other requests may be approved by any of the
following commands (or superiors to these commands): Naval
Component and Fleet Commanders; Commanders and Commanding
Officers of major Navy shore commands; Commanding Generals of
Marine Corps operating forces; Commanders of Marine Corps bases,
camps, aviation installations, logistics installations, and unit

3
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training centers; Commanding Generals of Marine Corps Reserve
support activities.

c. Approval Authority for Use of Personnel:

(1) The Secretary of Defense, via the Joint Staff (and
Assistant Secretary of Defense (Reserve Affairs) for requests
involving reserve personnel), is the approval authority for
personnel requests that involve assignment of 50 or more DON
personnel, or a period of assignment of more than 30 days, or
DON intelligence components.

(2) The ASN (M&RA) may approve requests for the
following use of DON personnel, except as provided above, in
accordance with reference (a):

(a) To provide training or expert advice;

(b) For equipment maintenance;

(c) To monitor and communicate the movement of air
and sea traffic;

(3) The Under Secretary of Defense for Personnel and
Readiness, via the Joint Staff (and ASD(RA» for requests
involving reserve personnel) is the approval authority for other
requests that involve the assignment of personnel.

d. Delegated Denial Authority: Requests for assistance
from civilian law enforcement officials that may be approved at
the Secretary of the Navy level or below may be denied by the
appropriate Echelon 2 command if appropriate under this
instruction.

7. Permissible Forms of Equipment and Facilities Assistance

a. DON activities may make equipment and facilities (base
and research) available to Federal, State, or local civilian law
enforcement officials for law enforcement purposes when approved
as above.

b. Approval authorities shall ensure that assistance
provided under this paragraph follows applicable provisions of
Title 10, U.S. Code, Sections 372, 2576, 2667, Title 31, U.S.
Code, Sections 1535-1536, and other applicable laws and
directives (see reference (a).
8. Permissible and Impermissible Forms of Personnel Assistance

4
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a. DoD policy (reference (a), making the Posse Comitatus
Act applicable to the DON) reflects the historic tradition of
limiting direct military involvement in civilian law enforcement
activities. The Posse Comitatus Act (reference (h)) states:

"Whoever, except in cases and under circumstances expressly
authorized by the Constitution or Act of Congress, willfully
uses any part of the Army or the Air Force as a posse comitatus
or otherwise to execute the laws shall be fined under this title
or imprisoned not more than two years, or both."

Pursuant to reference (a), commands must adhere to this
paragraph in deciding on the provision of military personnel to
civilian law enforcements requests.

b. Restrictions on Direct Assistance: Except as otherwise
provided in this instruction, reference (a) prohibits the
following forms of direct assistance by military personnel:

(1) Interdiction of a vehicle, vessel, aircraft, or
other similar activity.

(2) A search or seizure.

(3) An arrest, apprehension, stop and frisk, or similar
activity.

(4) Use of military personnel for surveillance or
pursuit of individuals, or as undercover agents, informants,
investigators, or interrogators.

(5) With regard to such actions described above that are
conducted outside the territorial jurisdiction of the United
States, the Secretary of Defense or the Deputy Secretary of
Defense will consider for approval, on a case-by-case basis,
requests for exceptions to the policy restrictions against
direct assistance by military personnel to execute the laws.
Such requests for exceptions to policy outside the territorial
jurisdiction of the United States should be made only when there
are compelling and extraordinary circumstances to justify them.

(6) Further, the Secretary of the Navy may provide
exceptions to the limitations contained in this instruction on a
case-by-case basis:

5
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(a) Such exceptions shall include requests from the
Attorney General for assistance under Title 21, U.S. Code,
Section 873(b).

(b) Prior approval from the Secretary of Defense
shall be obtained for exceptions that are likely to involve
participation by members of the Navy or Marine Corps in an
interdiction of a vessel or aircraft, a law enforcement search
or seizure, an arrest, apprehension, or other activity that is
likely to subject civilians to use of military power that is
regulatory, proscriptive, or compulsory. Such approval may be
granted only when the head of the civilian agency concerned
verifies that:

1. The size or scope of the suspected criminal
activity poses a-serious threat to the interests of the United
States and enforcement of a law within the jurisdiction of the
civilian agency would be impaired seriously if the assistance
were not provided because civilian assets are not available to
perform the missions; or

2. Civilian law enforcement assets are not
available to perform the mission and temporary assistance is
required on an emergency basis to prevent loss of life or wanton
destruction of property.

c. Permissible Direct Assistance. The following activities
are permissible:

(1) Primary Purpose Military or Foreign Affairs:
Actions that are taken for the primary purpose of furthering a
military or foreign affairs function of the United States,
regardless of incidental benefits to civilian authorities. This
provision must be used with caution, and does not include
actions taken for the primary purpose of aiding civilian law
enforcement officials or otherwise serving as a subterfuge to
avoid the restrictions of the instruction. Actions under this
provision may include the following, depending on the nature of
the DOD interest and the authority governing the specific action
in question:

(a) Investigations and other actions related to
enforcement of the Uniform Code of Military Justice (UCMJ).

(b) Investigations and other actions that are likely
to result in administrative proceedings by the Department of
Defense, regardless of whether there is a related civil or
criminal proceeding.

6
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(c) Investigations and other actions related to the
commander's inherent authority to maintain law and order on a
military installation or facility.

(dl Protection of classified military information or
equipment.

(e) Protection of DoD personnel, equipment and
official guests.

(f) Such other actions that are undertaken primarily
for a military or foreign affairs purpose.

(2) Department of Defense Inspector General (DOD IG):
Audits and investigations conducted by, under the direction of,
or at the request of the DoD Inspector General. This includes
drug investigations conducted by Naval Criminal Investigative
Service under DoD IG Criminal Investigations Policy Memorandum
Number Five on Criminal Drug Investigative Activities of 1
October 1987.

(3) Preserve Public Order: Actions that are taken under
the inherent right of the U.S. Government under the Constitution
to ensure the preservation of public order and to carry out
governmental operations within its territorial limits, or
otherwise in accordance with applicable law, by force, if
necessary. This authority is reserved for unusual
circumstances, and will be used only under reference (b), which
permits use of this power in two circumstances:

(a) The emergency authority authorizes prompt and
vigorous Federal action, including use of military forces, to
prevent loss of life or wanton destruction of property and to
restore governmental functioning and public order when sudden
and unexpected civil disturbances, disasters, or calamities
seriously endanger life and property and disrupt normal
governmental functions to such an extent that duly constituted
local authorities are unable to control the situation.

(b) The emergency authority authorizes Federal
action, including the use of military forces, to protect Federal
property and Federal Government functions when the need for
protection exists and duly constituted local authorities are
unable or decline to provide adequate protection.

(4) Insurgency: Actions taken pursuant to DOD
responsibilities under Title 10, U.S. Code, Sections 331-334 and
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reference (b), relating to the use of the military forces with
respect to insurgency or domestic violence or conspiracy that
hinders the execution of State or Federal law in specified
circumstances.

(5) Assistance to Executive Officials. Actions taken
under express statutory authority to assist officials in
executing the laws, subject to applicable limitations. The laws
that permit direct military participation in civilian law
enforcement, include, but are not limited to, the following:

(a) Protection of national parks and certain other
Federal lands. Title 16, U.S. Code, Sections 23, 78 and 593.

(b) Enforcement of the Fishery Conservation and
Management Act of 1976. Title 16, u.s. Code, Section 1861(a)

(c) Assistance in the case of crimes against foreign
officials, official guests of the United States, and other
internationally protected persons. Title 18, u.S. Code,
Sectiong 112 and 1116.

(d) Assistance in the case of crimes against members
of Congress. Title 18, u.S. Code, Section 351.

(e) Assistance in the case of crimes involving
nuclear materials. Title 18, u.S. Code, Section 831.

(f) Protection of the President, Vice President, and
other designated dignitaries. Title 18, u.s. Code, Section 1751
and the Presidential Protection Assistance Act of 1976.

(g) Actions taken in support of the neutrality laws.
Title 22, U.S. Code, Sections 408 and 461-462.

(h) Removal of persons unlawfully present on Indian
lands. Title 25, u.s. Code, Section 180.

(i) Execution of quarantine and certain health laws.
42 U.S.C. § 97.

(j) Execution of certain warrants relating to
enforcement of specified civil rights laws. 42 U.S.C. § 1989.

(k) Removal of unlawful inclosures from public
lands. 43 U.S.C. § 1065.
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APPENDIX 5: CIVIL DISTURBANCE OPERATIONS 

APPENDIX 5 

CIVIL DISTURBANCE OPERATIONS 

APPENDIX 5-1: 10 U.S.C. §§ 331-335 - THE INSURRECTION ACT 

10 USC CHAPTER 15 - 01/05/99 

TITLE 10 - ARMED FORCES 

Subtitle A - General Military Law 

PART I - ORGANIZATION AND GENERAL MILITARY POWERS 

CHAPTER 15 - INSURRECTION 

CHAPTER REFERRED TO IN OTHER SECTIONS 

This chapter is referred to in sections 101, 115 of this title; title 38 

section 4312. 

10 USC Sec. 331 01/05/99 

TITLE 10 - ARMED FORCES 

Subtitle A - General Military Law 

PART I - ORGANIZATION AND GENERAL MILITARY POWERS 

CHAPTER 15 - INSURRECTION 

Sec. 331. Federal aid for State governments 

Whenever there is an insurrection in any State against its government, the 

President may, upon the request of its legislature or of its governor if the 

legislature cannot be convened, call into Federal service such of the militia 

of the other States, in the number requested by that State, and use such of 

the armed forces, 

as he considers necessary to suppress the insurrection. 

CROSS REFERENCES 

Army National Guard in Federal service, call, see section 12406 of this 

title.
 

Use of Army and Air Force as posse comitatus, see section 1385 of Title 18, 

Crimes and Criminal Procedure.
 

SECTION REFERRED TO IN OTHER SECTIONS
 

This section is referred to in title 5 section 6323.
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10 USC Sec. 332 01/05/99 

TITLE 10 - ARMED FORCES 

Subtitle A - General Military Law 

PART I - ORGANIZATION AND GENERAL MILITARY POWERS 

CHAPTER 15 - INSURRECTION 

Sec. 332. Use of militia and armed forces to enforce Federal authority 

Whenever the President considers that unlawful obstructions, combinations, or 

assemblages, or rebellion against the authority of the United States, make it 

impracticable to enforce the laws of the 

United States in any State or Territory by the ordinary course of judicial 

proceedings, he may call into Federal service such of the militia of any 

State, and use such of the armed forces, as he 

considers necessary to enforce those laws or to suppress the rebellion. 

SECTION REFERRED TO IN OTHER SECTIONS 

This section is referred to in title 5 section 6323. 

10 USC Sec. 333 01/05/99 

TITLE 10 - ARMED FORCES 

Subtitle A - General Military Law 

PART I - ORGANIZATION AND GENERAL MILITARY POWERS 

CHAPTER 15 - INSURRECTION 

Sec. 333. Interference with State and Federal law 

The President, by using the militia or the armed forces, or both, or by any 

other means, shall take such measures as he considers necessary to suppress, 

in a State, any insurrection, domestic 

violence, unlawful combination, or conspiracy, if it -

(1) so hinders the execution of the laws of that State, and of the United 

States within the State, that any part or class of its people is deprived of 

a right, privilege, immunity, or protection named in the Constitution and 

secured by law, and the constituted authorities of that State are unable, 

fail, or refuse to protect
 
that right, privilege, or immunity, or to give that protection; or
 
(2) opposes or obstructs the execution of the laws of the United States or 

impedes the course of justice under those laws.
 
In any situation covered by clause (1), the State shall be considered to have 

denied the equal protection of the laws secured by the Constitution.
 

SECTION REFERRED TO IN OTHER SECTIONS 

This section is referred to in title 5 section 6323. 
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10 USC Sec. 334 01/05/99 

TITLE 10 - ARMED FORCES 

Subtitle A - General Military Law 

PART I - ORGANIZATION AND GENERAL MILITARY POWERS 

CHAPTER 15 - INSURRECTION 

Sec. 334. Proclamation to disperse 

Whenever the President considers it necessary to use the militia or the armed 

forces under this chapter, he shall, by proclamation, immediately order the 

insurgents to disperse and retire peaceably to their abodes within a limited 

time. 

SECTION REFERRED TO IN OTHER SECTIONS
 

This section is referred to in section 2662 of this title.
 

10 USC Sec. 335 01/26/98 

TITLE 10 - ARMED FORCES 

Subtitle A - General Military Law 

PART I - ORGANIZATION AND GENERAL MILITARY POWERS 

CHAPTER 15 - INSURRECTION 

Sec. 335. Guam and Virgin Islands included as ''State'' For purposes of this chapter, the term ''State'' includes the 

unincorporated territories of Guam and the Virgin Islands. 

SOURCE (Added Pub. L. 90-497, Sec. 11, Sept. 11, 1968, 82 Stat. 847; amended Pub. L. 96-513, title V, Sec. 

511(11)(A), Dec. 12, 1980, 94 Stat. 2920.) 

APPENDIX 5-2: 10 U.S.C. § 2667 - Leases:  Non-Excess Property of Military 

Departments 

TITLE 10--ARMED FORCES 

Subtitle A--General Military Law 

PART IV--SERVICE, SUPPLY, AND PROCUREMENT 

CHAPTER 159--REAL PROPERTY; RELATED PERSONAL PROPERTY; AND LEASE OF NON-

EXCESS PROPERTY 

SEC. 2667. LEASES: NON-EXCESS PROPERTY OF MILITARY DEPARTMENTS 
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(a) Whenever the Secretary of a military department considers it advantageous to the United States, he may lease to 

such lessee and upon such terms as he considers will promote the national defense or be in the public interest, real or 

personal property that is-

(1) under the control of that department; 

(2) not for the time needed for public use; and 

(3) not excess property, as defined by section 3 of the Federal Property and Administrative Services Act of 

1949 (40 U.S.C. 472). 

(b) A lease under subsection (a)

(1) may not be for more than five years, unless the Secretary concerned determines that a lease for a longer 

period will promote the national defense or be in the public interest; 

(2) may give the lessee the first right to buy the property if the lease is revoked to allow the United States to 

sell the property under any other provision of law; 

(3) shall permit the Secretary to revoke the lease at any time, unless he determines that the omission of such 

a provision will promote the national defense or be in the public interest; 

(4) shall provide for the payment (in cash or in kind) by the lessee of consideration in an amount that is not 

less than the fair market value of the lease interest, as determined by the Secretary; and 

(5) may provide, notwithstanding section 321 of the Act of June 30, 1932 (40 U.S.C. 303b), or any other 

provision of law, for the improvement, maintenance, protection, repair, or restoration, by the lessee, of the 

property leased, or of the entire unit or installation where a substantial part of it is leased, as the payment of 

part or all of the consideration for the lease. 

(c) This section does not apply to oil, mineral, or phosphate lands. 

(d)(1)(A) All money rentals received pursuant to leases entered into by the Secretary of a military department under 

this section shall be deposited in a special account in the Treasury established for such military department, except-

(i) amounts paid for utilities and services furnished lessees by the Secretary; and 

(ii) money rentals referred to in paragraph (4) or (5). 

(B) Sums deposited in a military department's special account pursuant to subparagraph (A) shall 

be available to such military department, as provided in appropriation Acts, as follows: 

(i) 50 percent of such amount shall be available for facility maintenance and repair or 

environmental restoration at the military installation where the leased property is located. 

(ii) 50 percent of such amount shall be available for facility maintenance and repair and 

for environmental restoration by the military department concerned. 

(2) Payments for utilities and services furnished lessees pursuant to leases entered into under this section 

shall be credited to the appropriation account or working capital fund from which the cost of furnishing the 

utilities and services was paid. 
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(3) As part of the request for authorizations of appropriations submitted to the Committee on Armed 

Services of the Senate and the Committee on National Security of the House of Representatives for each 

fiscal year, the Secretary of Defense shall include-

(A) an accounting of the receipt and use of all money rentals that were deposited and expended 

under this subsection during the fiscal year preceding the fiscal year in which the request is made; 

and 

(B) a detailed explanation of each lease entered into, and of each amendment made to existing 

leases, during such preceding fiscal year. 

(4) Money rentals received by the United States directly from a lease under this section for agricultural or 

grazing purposes of lands under the control of the Secretary of a military department (other than lands 

acquired by the United States for flood control or navigation purposes or any related purpose, including the 

development of hydroelectric power) may be retained and spent by the Secretary concerned in such 

amounts as the Secretary considers necessary to cover the administrative expenses of leasing for such 

purposes and to cover the financing of multiple-land use management programs at any installation under 

the jurisdiction of the Secretary. 

(5) Money rentals received by the United States from a lease under subsection (f) shall be deposited into 

the account established under section 2906(a) of the Defense Base Closure and Realignment Act of 1990 

(part A of title XXIX of Public Law 101-510; 10 U.S.C. 2687 note). 

(e) The interest of a lessee of property leased under this section may be taxed by State or local governments. A lease 

under this section shall provide that, if and to the extent that the leased property is later made taxable by State or 

local governments under an Act of Congress, the lease shall be renegotiated. 

(f)(1) Notwithstanding subsection (a)(3), pending the final disposition of real property and personal property located 

at a military installation to be closed or realigned under a base closure law, the Secretary of the military department 

concerned may lease the property to any individual or entity under this subsection if the Secretary determines that 

such a lease would facilitate State or local economic adjustment efforts. 

(2) Notwithstanding subsection (b)(4), the Secretary concerned may accept consideration in an amount that 

is less than the fair market value of the lease interest if the Secretary concerned determines that-

(A) a public interest will be served as a result of the lease; and 

(B) the fair market value of the lease is (i) unobtainable, or (ii) not compatible with such public 

benefit. 

(3) Before entering into any lease under this subsection, the Secretary shall consult with the Administrator 

of the Environmental Protection Agency in order to determine whether the environmental condition of the 

property proposed for leasing is such that the lease of the property is advisable. The Secretary and the 

Administrator shall enter into a memorandum of understanding setting forth procedures for carrying out the 

determinations under this paragraph. 

(4) The Secretary concerned may accept under subsection (b)(5) services of a lessee for an entire 

installation to be closed or realigned under a base closure law, or for any part of such installation, without 

regard to the requirement in subsection (b)(5) that a substantial part of the installation be leased. 

(5)(A) Notwithstanding the National Environmental Policy Act of 1969 (42 U.S.C. 4321 et seq.), the scope 

of any environmental impact analysis necessary to support an interim lease of property under this 

subsection shall be limited to the environmental consequences of activities authorized under the proposed 
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lease and the cumulative impacts of other past, present, and reasonably foreseeable future actions during 

the period of the proposed lease. 

(B) Interim leases entered into under this subsection shall be deemed not to prejudice the final 

disposal decision with respect to the property, even if final disposal of the property is delayed until 

completion of the term of the interim lease. An interim lease under this subsection shall not be 

entered into without prior consultation with the redevelopment authority concerned. 

(C) Subparagraphs (A) and (B) shall not apply to an interim lease under this subsection if 

authorized activities under the lease would-

(i) significantly affect the quality of the human environment; or 

(ii) irreversibly alter the environment in a way that would preclude any reasonable 

disposal alternative of the property concerned. 

(g)(1) If a proposed lease under subsection (a) involves only personal property, the lease term exceeds one year, and 

the fair market value of the lease interest exceeds $100,000, as determined by the Secretary concerned, the Secretary 

shall use competitive procedures to select the lessee. 

(2) Not later than 45 days before entering into a lease described in paragraph (1), the Secretary concerned 

shall submit to Congress written notice describing the terms of the proposed lease and the competitive 

procedures used to select the lessee. 

(h) In this section, the term "base closure law" means each of the following: 

(1) The Defense Base Closure and Realignment Act of 1990 (part A of title XXIX of Public Law 101-510; 

10 U.S.C. 2687 note). 

(2) Title II of the Defense Authorization Amendments and Base Closure and Realignment Act (Public Law 

100-526; 10 U.S.C. 2687 note). 

(3) Section 2687 of this title. 

(Aug. 10, 1956, ch. 1041, 70A Stat. 150; Oct. 7, 1975, Pub. L. 94-107, title VI, Sec. 607(7), 89 Stat. 566; Sept. 14, 

1976, Pub. L. 94-412, title V, Sec. 501(b), 90 Stat. 1258; Dec. 12, 1980, Pub. L. 96-513, title V, Sec. 511(92), 94 

Stat. 2928; Oct. 12, 1982, Pub. L. 97-295, Sec. 1(34), 96 Stat. 1296; Oct. 15, 1982, Pub. L. 97-321, title VIII, Sec. 

803, 96 Stat. 1572; Nov. 5, 1990, Pub. L. 101-510, div. B, title XXVIII, Sec. 2806, 104 Stat. 1787; Dec. 5, 1991, 

Pub. L. 102-190, div. B, title XXVIII, Sec. 2862, 105 Stat. 1559; Oct. 23, 1992, Pub. L. 102-484, div. B, title 

XXVIII, Sec. 2851, 106 Stat. 2625; Nov. 30, 1993, Pub. L. 103-160, div. B, title XXIX, Sec. 2906, 107 Stat. 1920; 

Feb. 10, 1996, Pub. L. 104-106, div. B, title XXVIII, Sec. 2831, 110 Stat. 558; Feb. 10, 1996, Pub. L. 104-106, div. 

B, title XXVIII, Sec. 2832, 110 Stat. 559; Feb. 10, 1996, Pub. L. 104-106, div. B, title XXVIII, Sec. 2833, 110 Stat. 

559.) 

Historical and Revision Notes 

Revised section Source (U.S. Code) Source (Statutes at Large) 

2667(a) 5:626s-3 (1st sentence). 

10:1270 (1st sentence). 

Aug. 5, 1947, ch. 493, Secs. 1, 6, 61 Stat. 774, 

775; Sept. 28, 1951, ch. 434. Sec. 605 (as 
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34:522a (1st sentence). applicable to Act of Aug. 5, 1947, ch. 493, 

2667(b) 5:626s-3 (2d through 6th Sec. 1), 65 Stat. 366. 

sentences). 

10:1270 (2d through 6th 

sentences). 

34:522a (2d through 6th 

sentences). 

2667(c) 5:626s-3 (last sentence). 

10:1270 (last sentence). 

34:522a (last sentence). 

2667(d) 5:626s-3 (less 1st 6 sentences). 

10:1270 (less 1st 6 sentences). 

34:522a (less 1st 6 sentences). 

2667(e) 5:626s-6. 

10:1270d. 

34:522e. 

In subsection (a), the words ``considers * * * United States'' are substituted for the words ``shall deem * * * 

Government''. The words ``and conditions'' are omitted as surplusage. The words ``he considers'' are substituted for 

the words ``in his judgment''. 

In subsection (a)(3), the words ``excess property, as defined by section 472 of title 40'' are substituted for the words 

``surplus to the needs of the Department within the meaning of the Surplus Property Act of 1944 [Act of October 3, 

1944 (58 Stat. 765)]'', in 5:626s-3, 10:1270, and 34:522a, since the words ``excess property'' are so defined by the 

Federal Property and Administrative Services Act of 1949. 

In subsection (b)(2), the words ``may give'' are substituted for the first 12 words of the third sentence of 5:626s-3, 

10:1270, and 34:522a. 

The words ``if the lease is revoked to allow the United States to sell the property'' are substituted for the words ``in 

the event of the revocation of the lease in order to permit sale thereof by the Government''. The words ``under any 

other provision of law'' are inserted for clarity. The words ``the first right to buy'' are substituted for the words ``a 

right of first refusal''. The words ``but this section shall not be construed as authorizing the sale of any property 

unless the sale thereof is otherwise authorized by law'' are omitted as surplusage, since the revised section deals only 

with leases of property. 

In subsection (b)(3), the words ``must permit'' are substituted for the words ``Each such lease shall contain a 

provision permitting''. The words ``from the lease'' are omitted as surplusage. 

In subsection (b)(5), the words ``any such lease'' and ``of such property'' are omitted as surplusage. 

In subsection (c), the words ``This section does'' are substituted for the words ``The authority herein granted shall''. 

In subsection (e), the words ``of property'' are inserted for clarity. The words ``leased under'' are substituted for the 

words ``made or created pursuant to''. The words ``may be taxed by State or local governments'' are substituted for 

the words ``shall be made subject to State or local taxation''. The last sentence is substituted for the last sentence of 

5:626s-6, 10:1270d, and 34:522e. 

Amendments 

1993-Subsec. (f). Pub. L. 103-160, Sec. 2906(a), amended subsec. (f) generally. Prior to amendment, subsec. (f) read 

as follows: 
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``Notwithstanding clause (3) of subsection (a), real property and associated personal property, which have been 

determined excess as the result of a defense installation realignment or closure, may be leased to State or local 

governments pending final disposition of such property if-

``(1) the Secretary concerned determines that such action would facilitate State or local economic adjustment efforts, 

and 

``(2) the Administrator of General Services concurs in the action.'' 

Subsec. (g). Pub. L. 103-160, Sec. 2906(b), added subsec. (g). 

1992-Subsec. (b)(4). Pub. L. 102-484 inserted ``, in the case of the lease of real property,'' after ``shall provide''. 

1991-Subsec. (b)(3). Pub. L. 102-190, Sec. 2862(a)(1), substituted ``shall permit'' for ``must permit'' and struck out 

``and'' at end. 

Subsec. (b)(4). Pub. L. 102-190, Sec. 2862(a)(2), (3), added par. (4) and redesignated former par. (4) as (5). 

Subsec. (b)(5). Pub. L. 102-190, Sec. 2862(a)(2), (4), redesignated par. (4) as (5) and inserted ``improvement,'' 

before ``maintenance'' and ``the payment of'' before ``part or all''. 

Subsec. (d)(3). Pub. L. 102-190, Sec. 2862(b), redesignated subpar. (B) as par. (3), substituted ``As part of the 

request for authorizations of appropriations submitted to the Committees on Armed Services of the Senate and 

House of Representatives for each fiscal year'' for ``As part of the request for authorizations of appropriations to 

such Committees for each fiscal year after fiscal year 1992'', redesignated cls. (i) and (ii) as subpars. (A) and (B), 

respectively, and struck out former subpar. (A) which read as follows: ``As part of the request for authorizations of 

appropriations for fiscal year 1992 to the Committees on Armed Services of the Senate and of the House of 

Representatives, the Secretary of Defense shall include an explanation of each lease from which money rentals will 

be received and deposited under this subsection during fiscal year 1991, together with an estimate of the amount to 

be received from each such lease and an explanation of the anticipated expenditures of such receipts.'' 

1990-Subsec. (d). Pub. L. 101-510 added pars. (1) to (3), redesignated former par. (2) as (4), and struck out former 

par. (1) which read as follows: ``Except as provided in paragraph (2), money rentals received by the United States 

directly from a lease under this section shall be covered into the Treasury as miscellaneous receipts. Payments for 

utilities or services furnished to the lessee under such a lease by the department concerned may be covered into the 

Treasury to the credit of the appropriation from which the cost of furnishing them was paid.'' 

1982-Subsec. (b)(4). Pub. L. 97-295 substituted ``of'' for ``entitled `An Act making appropriations for the 

Legislative Branch of the Government for the fiscal year ending June 30, 1933, and for other purposes', approved'' 

after ``section 321 of the Act''. 

Subsec. (d). Pub. L. 97-321 designated existing provisions as par. (1), substituted ``Except as provided in paragraph 

(2), money'' for ``Money'', and added par. (2). 

1980-Subsec. (a)(3). Pub. L. 96-513, Sec. 511(92)(A), substituted ``section 3 of the Federal Property and 

Administrative Services Act of 1949 (40 U.S.C. 472)'' for ``section 472 of title 40''. 

Subsec. (b)(4). Pub. L. 96-513, Sec. 511(92)(B), substituted ``section 321 of the Act entitled `An act making 

appropriations for the Legislative Branch of the Government for the fiscal year ending June 30, 1933, and for other 

purposes', approved June 30, 1932 (40 U.S.C. 303b),'' for ``section 303b of title 40''. 

Subsec. (e). Pub. L. 96-513, Sec. 511(92)(C), substituted ``Act'' for ``act''. 

499 ENCLOSURE 7
 



   

 

  

             

         

                

      

      

        

  

           

           

    

               

      

  

              

               

          

               

               

            

            

                

               

   

            

      

         

           

      

    

     

             

  

       

APPENDIX 5: CIVIL DISTURBANCE OPERATIONS 

Subsec. (f). Pub. L. 96-513, Sec. 511(92)(D), substituted ``the Secretary'' for ``The Secretary'', and substituted ``the 

Administrator of General Services'' for ``The Administrator of the General Services Administration''. 

1976-Subsec. (b)(4), (5). Pub. L. 94-412 struck out par. (4) which required leases of nonexcess property of a military 

department include a provision making the lease revocable during a national emergency declared by the President, 

and redesignated par. (5) as (4). 

1975-Subsec. (f). Pub. L. 94-107 added subsec. (f). 

Change of Name 

Committee on Armed Services of House of Representatives changed to Committee on National Security of House of 

Representatives by House Resolution No. 6, One Hundred Fourth Congress, Jan. 4, 1995. 

Effective Date of 1980 Amendment 

Amendment by Pub. L. 96-513 effective Dec. 12, 1980, see section 701(b)(3) of Pub. L. 96-513, set out as a note 

under section 101 of this title. 

Savings Provision 

Amendment by Pub. L. 94-412 not to affect any action taken or proceeding pending at the time of amendment, see 

section 501(h) of Pub. L. 94-412, set out as a note under section 1601 of Title 50, War and National Defense. 

Leasing of Defense Property; Notification of Congress; Waiver; Report to Congress; Definition 

Pub. L. 96-533, title I, Sec. 109(a)-(e), Dec. 16, 1980, 94 Stat. 3137, which provided that before the Secretary of a 

military department exercised his authority under section 2667 of title 10, United States Code, in order to lease 

defense property to a foreign government for a period of more than six months, the President had to transmit to the 

Speaker of the House of Representatives and the chairman of the Committee on Foreign Relations of the Senate, a 

written notification of the particulars of the proposed lease, was repealed by Pub. L. 97-113, title I, Sec. 109(d)(1), 

Dec. 29, 1981, 95 Stat. 1526. See section 2795 et seq. of Title 22, Foreign Relations and Intercourse. 

Section Referred to in Other Sections 

This section is referred to in title 16 section 670a; title 22 section 2796. 

SEC. 2667a. Leases: non-excess property of Defense Agencies 

(a) LEASE AUTHORITY.—Whenever the Secretary of Defense considers it advantageous to the United States, the 

Secretary may lease to such lessee and upon such terms as the Secretary considers will promote the national defense 

or to be in the public interest, personal property that is— 

(1) under the control of a Defense Agency; 

(2) not for the time needed for public use; and 

(3) not excess property, as defined by section 3 of the Federal Property and Administrative Services Act of 1949 (40 

U.S.C. 472). 

(b) LIMITATION, TERMS, AND CONDITIONS.—A lease under subsection (a)— 
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(1) may not be for more than five years unless the Secretary of Defense determines that a lease for a longer period 

will promote the national defense or be in the public interest; 

(2) may give the lessee the first right to buy the property if the lease is revoked to allow the United States to sell the 

property under any other provision of law; 

(3) shall permit the Secretary to revoke the lease at any time, unless the Secretary determines that the omission of 

such a provision will promote the national defense or be in the public interest; 

(4) shall provide for the payment (in cash or in kind) by the lessee of consideration in an amount that is not less than 

the fair market value of the lease interest, as determined by the Secretary; and 

(5) may provide, notwithstanding any other provision of law, for the improvement, maintenance, protection, repair, 

restoration, or replacement by the lessee, of the property leased as the payment of part or all of the consideration for 

the lease. 

(c) COMPETITIVE SELECTION.—(1) If the term of a proposed lease under subsection (a) exceeds one year and 

the fair market value of the lease interest exceeds $100,000, as determined by the Secretary of Defense, the 

Secretary shall use competitive procedures to select the lessee. 

(2) Not later than 45 days before entering into a lease described in paragraph (1), the Secretary shall submit to 

Congress a written notice describing the terms of the proposed lease and the competitive procedures used to select 

the lessee. 

(d) DISPOSITION OF MONEY RENT.—Money rentals received pursuant to a lease entered into by the Secretary 

of Defense under subsection (a) shall be deposited in a special account in the Treasury established for the Defense 

Agency whose property is subject to the lease. Amounts in a Defense Agency‘s special account shall be available, to 
the extent provided in appropriations Acts, solely for the maintenance, repair, restoration, or replacement of the 

leased property. 

APPENDIX 5-3: 18 U.S.C. § 231 - Civil Disorders 

Sec. 231. - Civil disorders 

(a) 

(1) Whoever teaches or demonstrates to any other person the use, application, or making of any firearm or 

explosive or incendiary device, or technique capable of causing injury or death to persons, knowing or 

having reason to know or intending that the same will be unlawfully employed for use in, or in furtherance 

of, a civil disorder which may in any way or degree obstruct, delay, or adversely affect commerce or the 

movement of any article or commodity in commerce or the conduct or performance of any federally 

protected function; or 

(2) Whoever transports or manufactures for transportation in commerce any firearm, or explosive or 

incendiary device, knowing or having reason to know or intending that the same will be used unlawfully in 

furtherance of a civil disorder; or 

(3) Whoever commits or attempts to commit any act to obstruct, impede, or interfere with any fireman or law 

enforcement officer lawfully engaged in the lawful performance of his official duties incident to and during 

the commission of a civil disorder which in any way or degree obstructs, delays, or adversely affects 

commerce or the movement of any article or commodity in commerce or the conduct or performance of any 

federally protected function – 
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Shall be fined under this title or imprisoned not more than five years, or both. 

(b) Nothing contained in this section shall make unlawful any act of any law enforcement officer which is 

performed in the lawful performance of his official duties 

APPENDIX 5-4: 18 U.S.C. § 1382 - Entering Military, Naval, or Coast Guard 

Property 

Sec. 1382. - Entering military, naval, or Coast Guard property 

Whoever, within the jurisdiction of the United States, goes upon any military, naval, or Coast Guard 

reservation, post, fort, arsenal, yard, station, or installation, for any purpose prohibited by law or lawful 

regulation; or 

Whoever reenters or is found within any such reservation, post, fort, arsenal, yard, station, or 

installation, after having been removed therefrom or ordered not to reenter by any officer or person in 

command or charge thereof 

Shall be fined under this title or imprisoned not more than six months, or both 

APPENDIX 5-5: 28 U.S.C. § 1346, 2671-2680 - Federal Tort Claims Act 

28 U.S.C. §1346, 2002 

United States as Defendant 

Sec. 1346. United States as defendant 

(a) The district courts shall have original jurisdiction, concurrent with the United States Court of Federal Claims, of: 

(1) Any civil action against the United States for the recovery of any internal-revenue tax alleged to have been 

erroneously or illegally assessed or collected, or any penalty claimed to have been collected without authority or any 

sum alleged to have been excessive or in any manner wrongfully collected under the internal-revenue laws; 

(2) Any other civil action or claim against the United States, not exceeding $10,000 in amount, founded either upon 

the Constitution, or any Act of Congress, or any regulation of an executive department, or upon any express or 

implied contract with the United States, or for liquidated or unliquidated damages in cases not sounding in tort, 

except that the district courts shall not have jurisdiction of any civil action or claim against the United States 

founded upon any express or implied contract with the United States or for liquidated or unliquidated damages in 

cases not sounding in tort which are subject to sections 8(g)(1) and 10(a)(1) of the Contract Disputes Act of 1978. 

For the purpose of this paragraph, an express or implied contract with the Army and Air Force Exchange Service, 

Navy Exchanges, Marine Corps Exchanges, Coast Guard Exchanges, or Exchange Councils of the National 

Aeronautics and Space Administration shall be considered an express or implied contract with the United States. 

(b)(1) Subject to the provisions of chapter 171 of this title, the district courts, together with the United States 

District Court for the District of the Canal Zone and the District Court of theVirgin Islands, shall have exclusive 

jurisdiction of civil actions on claims against the United States, for money damages, accruing on and after January 

1, 1945, for injury or loss of property, or personal injury or death caused by the negligent or wrongful act or 

omission of any employee of the Government while acting within the scope of his office or employment, under 

circumstances where the United States, if a private person, would be liable to the claimant  in accordance with the 

law of the place where the act or omission occurred. 
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(2) No person convicted of a felony who is incarcerated while awaiting sentencing or while serving a sentence may 

bring a civilaction against the United States or an agency, officer, or employee of the Government, for mental or 

emotional injury suffered while in custody without a prior showing of physical injury. 

(c) The jurisdiction conferred by this section includes jurisdiction of any set-off, counterclaim, or other claim or 

demand whatever on the part of the United States against any plaintiff commencing an action under this section. 

(d) The district courts shall not have jurisdiction under this section of any civil action or claim for a pension. 

(e) The district courts shall have original jurisdiction of any civil action against the United States provided in 

section 6226, 6228(a), 7426, or 7428 (in the case of the United States district court for the District of Columbia) or 

section 7429 of the Internal Revenue Code of 1986. 

(f) The district courts shall have exclusive original jurisdiction of civil actions under section 2409a to quiet title to an 

estate or interest in real property in which an interest is claimed by the United States. 

(g) Subject to the provisions of chapter 179, the district courts of the United States shall have exclusive jurisdiction 

over anycivil action commenced under section 453(2) of title 3, by a covered employee under chapter 5 of such title. 
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SOURCE 

(June 25, 1948, ch. 646, 62 Stat. 933; Apr. 25, 1949, ch. 92, Sec. 2(a), 63 Stat. 62; May 24, 1949, ch. 139, Sec. 

80(a), (b), 63 Stat. 101; Oct. 31, 1951, ch. 655, Sec. 50(b), 65 Stat. 727; July 30, 1954, ch. 648, Sec. 1, 68 Stat. 589; 

Pub. L. 85-508, Sec. 12(e), July 7, 1958, 72 Stat. 348; Pub. L. 88-519, Aug. 30, 1964, 78 Stat. 699; Pub. L. 89-719, 

title II, Sec. 202(a), Nov. 2, 1966, 80 Stat. 1148; Pub. L. 91-350, Sec. 1(a), July 23, 1970, 84 Stat. 449; Pub. L. 92

562, Sec. 1, Oct. 25, 1972, 86 Stat. 1176; Pub. L. 94-455, title XII, Sec. 1204(c)(1), title XIII, Sec. 1306(b)(7), Oct. 

4, 1976, 90 Stat. 1697, 1719; Pub. L. 95-563, Sec. 14(a), Nov. 1, 1978, 92 Stat. 2389; Pub. L. 97-164, title I, Sec. 

129, Apr. 2, 1982, 96 Stat. 39; Pub. L. 97-248, title IV, Sec. 402(c)(17), Sept. 3, 1982, 96 Stat. 669; Pub. L. 99-514, 

Sec. 2, Oct. 22, 1986, 100 Stat. 2095; Pub. L. 102-572, title IX, Sec. 902(b)(1), Oct. 29, 1992, 106 Stat. 4516; Pub. 

L. 104-134, title I, Sec. 101((a)) (title VIII, Sec. 806), Apr. 26, 1996, 110 Stat. 1321, 1321-75; renumbered title I, 

Pub. L. 104-140, Sec. 1(a), May 2, 1996, 110 Stat. 1327; Pub. L. 104-331, Sec. 3(b)(1), Oct. 26, 1996, 110 Stat. 

4069.) 

HISTORICAL AND REVISION NOTES 

1948 ACT
 
Based on title 28, U.S.C., 1940 ed., Sec. 41(20), 931(a), 932 (Mar. 3, 1911, ch. 231, Sec. 24, par. 20, 36 Stat. 1093; 

Nov. 23,
 
1921, ch. 136, Sec. 1310(c), 42 Stat. 311; June 2, 1924, ch. 234, Sec. 1025(c), 43 Stat. 348; Feb. 24, 1925, ch. 309,
 
43 Stat. 972; Feb. 26, 1926, ch. 27, Sec. 1122(c), 1200, 44 Stat. 121, 125; Aug. 2, 1946, ch. 753, Sec. 410(a), 411,
 
60 Stat. 843).
 

Section consolidates provisions of section 41(20) conferring jurisdiction upon the district court, in civil actions
 
against the United States, with the first sentence of section 931(a) relating to jurisdiction of the district courts in tort 

claims cases, and those provisions of section 932 making the provisions of said section 41(20), relating to
 
counterclaim and set-off, applicable to tort claims cases, all of title 28, U.S.C., 1940 ed.
 
Provision in section 931(a) of title 28, U.S.C., 1940 ed., for trials without a jury, is incorporated in section 2402 of
 
this revised title. For other provisions thereof, see Distribution Table.
 
Words ''commencing an action under this section'' in subsec. (c) of this revised section cover the provision in section
 
932 of title 28, U.S.C., 1940 ed., requiring that the same provisions ''for counterclaim and set-off'' shall apply to tort 

claims cases brought in the district courts.
 
The phrase in section 931(a) of title 28, U.S.C., 1940 ed., ''accruing on and after January 1, 1945'' was omitted
 
because
 
executed as of the date of the enactment of this revised title. Provisions in section 41(20) of title 28, U.S.C., 1940
 
ed.,elating to time for commencing action against United States and jury trial constitute sections 2401 and 2402 of
 
this title. (See reviser's notes under said sections.)
 
Words in section 41(20) of title 28, U.S.C., 1940 ed., ''commenced after passage of the Revenue Act of 1921'' were 

not 

included in revised subsection (a)(1) because obsolete and superfluous. Actions under this section involving
 
erroneous or
 
illegal assessments by the collector of taxes would be barred unless filed within the 5-year limitation period of
 

section 1113(a) of the Revenue Act of 1926, 44 Stat. 9, 116. (See United States v. A. S. Kreider Co., 1941, 61 S.Ct. 

1007, 313 U.S. 443, 85 L.Ed. 1447.)
 
Words in section 41(20) of title 28, U.S.C., 1940 ed., ''if the collector of internal revenue is dead or is not in office at 

the
 
time such action or proceeding is commenced'' were omitted. The revised section retains the language of section
 
41(20) of
 
title 28, U.S.C., 1940 ed., with respect to actions against the United States if the collector is dead or not in office 

when action is commenced, and consequently maintains the long existing distinctions in practice between actions
 
against the United States and actions against the collector who made the assessment or collection. In the latter class
 
of actions either party may demand a jury trial while jury trial is denied in actions against the United States. See 

section 2402 of this title. In reality all such actions are against the United States and not against local collectors.
 
(See Lowe v. United States, 1938, 58 S.Ct. 896, 304 U.S. 302, 82 L.Ed. 1362; Manseau v. United States,
 
D.C.Mich. 1943, 52 F.Supp. 395, and Combined Metals Reduction Co. v. United States, D.C.Utah 1943, 53 F.Supp.
 
739.)
 

The revised subsection (c)(1) omitted clause: ''but no suit pending on the 27th day of June 1898 shall abate or be 
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affected by this provision,'' contained in section 41(20) of title 28, U.S.C., 1940 ed., as obsolete and superfluous.
 
The words contained in section 41(20) of title 28, U.S.C., 1940 ed., ''claims growing out of the Civil War, and
 
commonly known as 'war-claims,' or to hear and determine other claims which had been reported adversely prior to
 
the 3d day of March 1887 by any court, department, or commission authorized to have and determine the same,''
 
were omitted for the same reason.
 
The words ''in a civil action or in admiralty,'' in subsection (a)(2), were substituted for ''either in a court of law,
 
equity, or admiralty'' to conform to Rule 2 of the Federal Rules of Civil Procedure.
 
Words in section 41(20) ''in respect to which claims the party would be entitled to redress against the United States,
 
either in a court of law, equity, or admiralty, if the United States were suable'' were omitted from subsection (a)(2)
 
of this revised section as unnecessary. See reviser's note under section 1491 of this title.
 
For jurisdiction of The Tax Court to review claims for refunds of processing taxes collected under the 

unconstitutional Agriculture Adjustment Act, see sections 644-659 of title 7, U.S.C., 1940 ed., Agriculture, and the 

1942 Revenue Act, Act Oct. 21, 1942, ch. 610, title V, Sec. 510(a), (c), (d), 56 Stat. 667. (See, also, Lamborn v.
 
United States, C.C.P.A. 1939, 104 F.2d 75, certiorari denied 60 S.Ct. 115, 308 U.S. 589, 84 L.Ed. 493.) See, also,
 
reviser's note under section 1491 of this title as to jurisdiction of the Court of Claims in suits against the United
 
States generally. For venue of actions under this section, see section 1402 of this title and reviser's note thereunder.
 
Minor changes were made in phraseology.
 

SENATE REVISION AMENDMENT
 
The provision of title 28, U.S.C., Sec. 932, which related to application of the Federal Rules of Civil Procedure,
 
were originally set out in section 2676 of this revised title, but such section 2676 was eliminated by Senate 

amendment. See 80th Congress Senate Report No. 1559, amendment No. 61.
 
1949 ACT
 
This section corrects typographical errors in section 1346(a)(1) of title 28, U.S.C., and in section 1346(b) of such
 
title.
 

REFERENCES IN TEXT
 
The internal-revenue laws, referred to in subsec. (a)(1), are classified generally to Title 26, Internal Revenue Code.
 
Sections 8(g)(1) and 10(a)(1) of the Contract Disputes Act of 1978, referred to in subsec. (a)(2), are classified to
 
sections 607(g)(1) and 609(a)(1) of Title 41, Public Contracts. Sections 6226, 6228(a), 7426, 7428, and 7429 of the 

Internal Revenue Code of 1986, referred to in subsec. (e), are classified to sections 6226, 6228(a), 7426, 7428, and
 
7429, respectively, of Title 26, Internal Revenue Code.
 

AMENDMENTS
 
1996 - Subsec. (b). Pub. L. 104-134 designated existing provisions as par. (1) and added par. (2). Subsec. (g). Pub.
 
L. 104-331 added subsec. (g).
 
1992 - Subsec. (a). Pub. L. 102-572 substituted ''United States Court of Federal Claims'' for ''United States Claims
 
Court''.
 
1986 - Subsec. (e). Pub. L. 99-514 substituted ''Internal Revenue Code of 1986'' for ''Internal Revenue Code of
 
1954''.
 
1982 - Subsec. (a). Pub. L. 97-164 substituted ''United States Claims Court'' for ''Court of Claims''. Subsec. (e). Pub.
 
L. 97-248 substituted ''section 6226, 6228(a), 7426, or'' for ''section 7426 or section''.
 
1978 - Subsec. (a)(2). Pub. L. 95-563 excluded from the jurisdiction of district courts civil actions or claims against 

the United States founded upon any express or implied contract with the United States or for damages in cases not 

sounding in tort subject to sections 8(g)(1) and 10(a)(1) of the Contract Disputes Act of 1978.
 
1976 - Subsec. (e). Pub. L. 94-455 inserted ''or section 7429'' and ''or section 7428 (in the case of the United States
 
district court for the District of Columbia)'', after ''section 7426''.
 
1972 - Subsec. (f). Pub. L. 92-562 added subsec. (f).
 
1970 - Subsec. (a)(2). Pub. L. 91-350 specified that the term ''express or implied contracts with the United States''
 
includes express or implied contracts with the Army and Air Force Exchange Service, Navy Exchanges, Marine 

Corps Exchanges, Coast Guard Exchanges, or Exchange Councils of the National Aeronautics and Space 

Administration.
 
1966 - Subsec. (e). Pub. L. 89-719 added subsec. (e).
 
1964 - Subsec. (d). Pub. L. 88-519 struck out provisions which prohibited district courts from exercising jurisdiction
 
of civil  actions or claims to recover fees, salary, or compensation for official services of officers or employees of
 
the United States.
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1958 - Subsec. (b). Pub. L. 85-508 struck out reference to District Court for Territory of Alaska. See section 81A of
 
this title which establishes a United States District Court for the State of Alaska.
 
1954 - Subsec. (a)(1). Act July 30, 1954, struck out language imposing jurisdictional limitation of $10,000 on suits
 
to recover taxes.
 
1951 - Subsec. (d). Act Oct. 31, 1951, inserted references to ''claim'' and ''employees''.
 
1949 - Subsec. (a)(1). Act May 24, 1949, Sec. 80(a), inserted '', (i) if the claim does not exceed $10,000 or (ii)''.
 
Subsec. (b). Acts Apr. 25, 1949, and May 24, 1949, Sec. 80(b), made a technical change to correct ''chapter 173'' to
 
read ''chapter 171'', and inserted ''on and after January 1, 1945'' after ''for money damages''.
 

EFFECTIVE DATE OF 1996 AMENDMENT
 
Amendment by Pub. L. 104-331 effective Oct. 1, 1997, see section 3(d) of Pub. L. 104-331, set out as an Effective 

Date note under section 1296 of this title.
 

EFFECTIVE DATE OF 1992 AMENDMENT
 
Amendment by Pub. L. 102-572 effective Oct. 29, 1992, see section 911 of Pub. L. 102-572, set out as a note under
 
section 171 of this title.
 

EFFECTIVE DATE OF 1982 AMENDMENTS
 
Amendment by Pub. L. 97-248 applicable to partnership taxable years beginning after Sept. 3, 1982, with provision
 
for the applicability of the amendment to any partnership taxable year ending after Sept. 3, 1982, if the partnership,
 
each partner, and each indirect partner requests such application and the Secretary of the Treasury or his delegate 

consents to such application, see section 407(a)(1), (3) of Pub. L. 97-248, set out as an Effective Date note under
 
section 6221 of Title 26, Internal Revenue Code. Amendment by Pub. L. 97-164 effective Oct. 1, 1982, see section
 
402 of Pub. L. 97-164, set out as a note under section 171 of this title.
 

EFFECTIVE DATE OF 1978 AMENDMENT
 
Amendment by Pub. L. 95-563 effective with respect to contracts entered into 120 days after Nov. 1, 1978 and, at 

the election of the contractor, with respect to any claim pending at such time before the contracting officer or
 
initiated thereafter, see section 16 of Pub. L. 95-563, set out as an Effective Date note under section 601 of Title 41,
 
Public Contracts.
 

EFFECTIVE DATE OF 1970 AMENDMENT
 
Section 2 of Pub. L. 91-350 provided that:
 
''(a) In addition to granting jurisdiction over suits brought after the date of enactment of this Act (July 23, 1970), the 

provisions of this Act (amending this section and section 1491 of this title and section 724a of former Title 31,
 
Money and Finance) shall also apply to claims and civil actions dismissed before or pending on the date of
 
enactment of this Act if the claim or civil action is based upon a transaction, omission, or breach that occurred not 

more than six years prior to the date of enactment of this Act (July 23, 1970).
 
''(b) The provisions of subsection (a) of this section shall apply notwithstanding a determination or judgment made 

prior to the date of enactment of this Act that the United States district courts or the United States Court of Claims
 
did not have
 
jurisdiction to entertain a suit on an express or implied contract with a nonappropriated fund instrumentality of the 

United States described in section 1 of this Act.''
 

EFFECTIVE DATE OF 1966 AMENDMENT
 
Section 203 of title II of Pub. L. 89-719 provided that: ''The amendments made by this title (amending this section
 
and sections 1402 and 2410 of this title) shall apply after the date of the enactment of this Act (Nov. 2, 1966).''
 

EFFECTIVE DATE OF 1958 AMENDMENT
 
Amendment by Pub. L. 85-508 effective Jan. 3, 1959, on admission of Alaska into the Union pursuant to Proc. No.
 
3269, Jan. 3, 1959, 24 F.R. 81, 73 Stat. c16, as required by sections 1 and 8(c) of Pub. L. 85-508, see notes set out 

under section 81A of this title and preceding section 21 of Title 48, Territories and Insular Possessions.
 

TERMINATION OF UNITED STATES DISTRICT COURT FOR THE DISTRICT OF THE CANAL ZONE
 
For termination of the United States District Court for the District of the Canal Zone at end of the ''transition period'',
 
being the 30-month period beginning Oct. 1, 1979, and ending midnight Mar. 31, 1982, see Paragraph 5 of Article 
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XI of the Panama Canal Treaty of 1977 and sections 2101 and 2201 to 2203 of Pub. L. 96-70, title II, Sept. 27, 1979,
 
93 Stat. 493, formerly classified to sections 3831 and 3841 to 3843, respectively, of Title 22, Foreign Relations and
 
Intercourse.
 

SECTION REFERRED TO IN OTHER SECTIONS
 
This section is referred to in sections 995, 1295, 1402, 1413, 2402, 2409a, 2671, 2676, 2677, 2678, 2679, 2680,
 
3901, 3902, 3903, 3905 of this title; title 2 section 190g; title 3 sections 435, 451, 453; title 5 sections 3373, 3374,
 
8477; title 10 sections 1054, 1089; title 14 sections 821, 823a; title 16 sections 450ss-3, 698v-5; title 18 section
 
2712; title 22 sections 2702, 3761, 4606; title 25 sections 640d-17, 1680c; title 26 section 7422; title 29section 938; 

title 32 section 509; title 38 sections 515, 1151, 7316; title 41 sections 113, 602; title 42 sections 233, 238q, 405,
 
2212, 2221, 2223, 2458a, 4654, 5055, 7142c; title 43 section 1737; title 46 App. section 1242; title 47 section 606; 

title 48 section 1905; title 49 section 44309; title 50 App. sections 9, 2410.
 

Source: http://uscode.house.gov/usc.htm
 

UPDATE: None 

28 U.S.C. §2671, et seq., 2002 

Federal Tort Claims Act 

Section 2671. Definitions 

As used in this chapter and sections 1346(b) and 2401(b) of this title, the term "Federal agency" includes the 

executive departments, the judicial and legislative branches, the military departments, independent establishments of 

the United States, and corporations primarily acting as instrumentalities or agencies of the United States, but does 

not include any contractor with the United States. 

"Employee of the government" includes officers or employees of any federal agency, members of the military or 

naval forces of the United States, members of the National Guard while engaged in training or duty under section 

316, 502, 503, 504, or 505 of title 32, and persons acting on behalf of a federal agency in an official capacity, 

temporarily or permanently in the service of the United States, whether with or without compensation. 

"Acting within the scope of his office or employment", in the case of a member of the military or naval forces of the 

United States or a member of the National Guard as defined in section 101(3) of title 32, means acting in line of 

duty. 

Section 2672. Administrative adjustment of claims 

The head of each Federal agency or his designee, in accordance with regulations prescribed by the Attorney General, 

may consider, ascertain, adjust, determine, compromise, and settle any claim for money damages against the United 

States for injury or loss of property or personal injury or death caused by the negligent or wrongful act or omission 

of any employee of the agency while acting within the scope of his office or employment, under circumstances 

where the United States, if a private person, would be liable to the claimant in accordance with the law of the place 

where the act or omission occurred: Provided, That any award, compromise, or settlement in excess of $25,000 shall 

be effected only with the prior written approval of the Attorney General or his designee. Notwithstanding the 

proviso contained in the preceding sentence, any award, compromise, or settlement may be effected without the 

prior written approval of the Attorney General or his or her designee, to the extent that the Attorney General 

delegates to the head of the agency the authority to make such award, compromise, or settlement. Such delegations 

may not exceed the authority delegated by the Attorney General to the United States attorneys to settle claims for 

money damages against the United States. Each Federal agency may use arbitration, or other alternative means of 

dispute resolution under the provisions of subchapter IV of chapter 5 of title 5, to settle any tort claim against the 

United States, to the extent of the agency's authority to award, compromise, or settle such claim without the prior 

written approval of the Attorney General or his or her designee. 

Subject to the provisions of this title relating to civil actions on tort claims against the United States, any such 

award, compromise, settlement, or determination shall be final and conclusive on all officers of the Government, 

except when procured by means of fraud. 

Any award, compromise, or settlement in an amount of $2,500 or less made pursuant to this section shall be paid by 

the head of the Federal agency concerned out of appropriations available to that agency. Payment of any award, 
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compromise, or settlement in an amount in excess of $2,500 made pursuant to this section or made by the Attorney 

General in any amount 

pursuant to section 2677 of this title shall be paid in a manner similar to judgments and compromises in like causes 

and appropriations or funds available for the payment of such judgments and compromises are hereby made 

available for the payment of awards, compromises, or settlements under this chapter. 

The acceptance by the claimant of any such award, compromise, or settlement shall be final and conclusive on the 

claimant, and shall constitute a complete release of any claim against the United States and against the employee of 

the government whose act or omission gave rise to the claim, by reason of the same subject matter. 

Section 2673. Reports to Congress 

The head of each federal agency shall report annually to Congress all claims paid by it under section 2672 of this 

title, stating the name of each claimant, the amount claimed, the amount awarded, and a brief description of the 

claim. 

Section 2674. Liability of United States 

The United States shall be liable, respecting the provisions of this title relating to tort claims, in the same manner 

and to the same extent as a private individual under like circumstances, but shall not be liable for interest prior to 

judgment or for punitive damages. 

If, however, in any case wherein death was caused, the law of the place where the act or omission complained of 

occurred provides, or has been construed to provide, for damages only punitive in nature, the United States shall be 

liable for actual or compensatory damages, measured by the pecuniary injuries resulting from such death to the 

persons respectively, for 

whose benefit the action was brought, in lieu thereof. 

With respect to any claim under this chapter, the United States shall be entitled to assert any defense based upon 

judicial or legislative immunity which otherwise would have been available to the employee of the United States 

whose act or omission gave rise to the claim, as well as any other defenses to which the United States is entitled. 

With respect to any claim to which this section applies, the Tennessee Valley Authority shall be entitled to assert 

any defense which otherwise would have been available to the employee based upon judicial or legislative 

immunity, which otherwise would have been available to the employee of the Tennessee Valley Authority whose act 

or omission gave rise to the claim as well as any other defenses to which the Tennessee Valley Authority is entitled 

under this chapter. 

Section 2675. Disposition by federal agency as prerequisite; evidence 

(a) An action shall not be instituted upon a claim against the United States for money damages for injury or loss of 

property or personal injury or death caused by the negligent or wrongful act or omission of any employee of the 

Government while acting within the scope of his office or employment, unless the claimant shall have first presented 

the claim to the appropriate Federal agency and his claim shall have been finally denied by the agency in writing and 

sent by certified 

or registered mail. The failure of an agency to make final disposition of a claim within six months after it is filed 

shall, at the option of the claimant any time thereafter, be deemed a final denial of the claim for purposes of this 

section. The provisions of this subsection shall not apply to such claims as may be asserted under the Federal Rules 

of Civil Procedure by third party complaint, cross-claim, or counterclaim. 

(b) Action under this section shall not be instituted for any sum in excess of the amount of the claim presented to the 

federal agency, except where the increased amount is based upon newly discovered evidence not reasonably 

discoverable at the time of presenting the claim to the federal agency, or upon allegation and proof of intervening 

facts, relating to the amount of the claim. 

(c) Disposition of any claim by the Attorney General or other head of a federal agency shall not be competent 

evidence of liability or amount of damages. 

Section 2676. Judgment as bar 
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The judgment in an action under section 1346(b) of this title shall constitute a complete bar to any action by the 

claimant, by reason of the same subject matter, against the employee of the government whose act or omission gave 

rise to the claim. 

Section 2677. Compromise 

The Attorney General or his designee may arbitrate, compromise, or settle any claim cognizable under section 

1346(b) of this title, after the commencement of an action thereon. 

Section 2678. Attorney fees; penalty 

No attorney shall charge, demand, receive, or collect for services rendered, fees in excess of 25 per centum of any 

judgment rendered pursuant to section 1346(b) of this title or any settlement made pursuant to section 2677 of this 

title, or in excess of 20 per centum of any award, compromise, or settlement made pursuant to section 2672 of this 

title. 

Any attorney who charges, demands, receives, or collects for services rendered in connection with such claim any 

amount in excess of that allowed under this section, if recovery be had, shall be fined not more than $2,000 or 

imprisoned not more than one year, or both. 

Section 2679. Exclusiveness of remedy 

(a) The authority of any federal agency to sue and be sued in its own name shall not be construed to authorize suits 

against such federal agency on claims which are cognizable under section 1346(b) of this title, and the remedies 

provided by this title in such cases shall be exclusive. 

(b)(1) The remedy against the United States provided by sections 1346(b) and 2672 of this title for injury or loss of 

property, or personal injury or death arising or resulting from the negligent or wrongful act or omission of any 

employee of the Government while acting within the scope of his office or employment is exclusive of any other 

civil action or proceeding for money damages by reason of the same subject matter against the employee whose act 

or omission gave rise to the claim or against the estate of such employee. Any other civil action or proceeding for 

money damages arising out of or relating to the same subject matter against the employee or the employee's estate is 

precluded without regard to when the act or omission occurred. 

(2) Paragraph (1) does not extend or apply to a civil action against an employee of theGovernment-

(A) which is brought for a violation of the Constitution of the United States, or 

(B) which is brought for a violation of a statute of the United States under which such action against an 

individual is otherwise authorized. 

(c) The Attorney General shall defend any civil action or proceeding brought in any court against any employee of 

the Government or his estate for any such damage or injury. The employee against whom such civil action or 

proceeding is brought shall deliver within such time after date of service or knowledge of service as determined by 

the Attorney General, all process served upon him or an attested true copy thereof to his immediate superior or to 

whomever was designated by the head of his department to receive such papers and such person shall promptly 

furnish copies of the pleadings and process therein to the United States attorney for the district embracing the place 

wherein the proceeding is brought, to the Attorney General, and to the head of his employing Federal agency. 

(d)(1) Upon certification by the Attorney General that the defendant employee was acting within the scope of his 

office or employment at the time of the incident out of which the claim arose, any civil action or proceeding 

commenced upon such claim in a United States district court shall be deemed an action against the United States 

under the provisions of this title and all references thereto, and the United States shall be substituted as the party 

defendant. 

(2) Upon certification by the Attorney General that the defendant employee was acting within the scope of his office 

or employment at the time of the incident out of which the claim arose, any civil action or proceeding commenced 

upon such claim in a State court shall be removed without bond at any time before trial by the Attorney General to 

the district court of the United States for the district and division embracing the place in which the action or 

proceeding is pending. Such action or proceeding shall be deemed to be an action or proceeding brought against the 

United States under the provisions of this title and all references thereto, and the United States shall be substituted as 
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the party defendant. This certification of the Attorney General shall conclusively establish scope of office or 

employment for purposes of removal. 

(3) In the event that the Attorney General has refused to certify scope of office or employment under this section, the 

employee may at any time before trial petition the court to find and certify that the employee was acting within the 

scope of his office or employment. Upon such certification by the court, such action or proceeding shall be deemed 

to be an action or 

proceeding brought against the United States under the provisions of this title and all references thereto, and the 

United States shall be substituted as the party defendant. A copy of the petition shall be served upon the United 

States in accordance with the provisions of Rule 4(d)(4) of the Federal Rules of Civil Procedure. In the event the 

petition is filed in a civil action or proceeding pending in a State court, the action or proceeding may be removed 

without bond by the Attorney General to the district court of the United States for the district and division embracing 

the place in which it is pending. If, in considering the petition, the district court determines that the employee was 

not acting within the scope of his office or employment, the action or proceeding shall be remanded to the State 

court. 

(4) Upon certification, any action or proceeding subject to paragraph (1), (2), or (3) shall proceed in the same 

manner as any action against the United States filed pursuant to section 1346(b) of this title and shall be subject to 

the limitations and exceptions applicable to those actions. 

(5) Whenever an action or proceeding in which the United States is substituted as the party defendant under this 

subsection is dismissed for failure first to present a claim pursuant to section 2675(a) of this title, such a claim shall 

be deemed to be timely presented under section 2401(b) of this title if-

(A) the claim would have been timely had it been filed on the date the underlying civil action was 

commenced, and 

(B) the claim is presented to the appropriate Federal agency within 60 days after dismissal of the civil 

action. 

(e) The Attorney General may compromise or settle any claim asserted in such civil action or proceeding in the 

manner provided in section 2677, and with the same effect. 

Section 2680. Exceptions 

The provisions of this chapter and section 1346(b) of this title shall not apply to— 
(a) Any claim based upon an act or omission of an employee of the Government, exercising due care, in the 

execution of a statute or regulation, whether or not such statute or regulation be valid, or based upon the exercise or 

performance or the failure to exercise or perform a discretionary function or duty on the part of a federal agency or 

an employee of the Government, whether or not the discretion involved be abused. 

(b) Any claim arising out of the loss, miscarriage, or negligent transmission of letters or postal matter. 

(c) Any claim arising in respect of the assessment or collection of any tax or customs duty, or the detention of any 

goods or merchandise by any officer of customs or excise or any other 

law-enforcement officer. 

(d) Any claim for which a remedy is provided by sections 741-752, 781-790 of Title 46, relating to claims or suits in 

admiralty against the United States. 

(e) Any claim arising out of an act or omission of any employee of the Government in administering the provisions 

of sections 1-31 of Title 50, Appendix. 

(f) Any claim for damages caused by the imposition or establishment of a quarantine by the United States. 

[(g) Repealed. Sept. 26, 1950, c. 1049, § 13(5), 64 Stat. 1043.] 

(h) Any claim arising out of assault, battery, false imprisonment, false arrest, malicious prosecution, abuse of 

process, libel, slander, misrepresentation, deceit, or interference with contract rights: Provided, That, with regard to 
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acts or omissions of investigative or law enforcement officers of the United States Government, the provisions of 

this chapter and section 1346(b) of this title shall apply to any claim arising, on or after the date of the enactment of 

this proviso, out of assault, battery, false imprisonment, false arrest, abuse of process, or malicious prosecution. For 

the purpose of this subsection, "investigative or law enforcement officer" means any officer of the United States 

who is empowered by law to execute searches, to seize evidence, or to make arrests for violations of Federal law. 

(i) Any claim for damages caused by the fiscal operations of the Treasury or by the regulation of the monetary 

system. 

(j) Any claim arising out of the combatant activities of the military or naval forces, or the Coast Guard, during time 

of war. 

(k) Any claim arising in a foreign country. 

(l) Any claim arising from the activities of the Tennessee Valley Authority. 

(m) Any claim arising from the activities of the Panama Canal Company. 

(n) Any claim arising from the activities of a Federal land bank, a Federal intermediate credit bank, or a bank for 

cooperatives. 

Source: http://uscode.house.gov/usc.htm 

APPENDIX 5-6: 31 U.S.C. § 1535 - Agency Agreements 

Sec. 1535. - Agency agreements 

(a) The head of an agency or major organizational unit within an agency may place an order with a major 

organizational unit within the same agency or another agency for goods or services if 

(1) amounts are available; 

(2) the head of the ordering agency or unit decides the order is in the best interest of the United States 

Government; 

(3) the agency or unit to fill the order is able to provide or get by contract the ordered goods or services; and 

(4) the head of the agency decides ordered goods or services cannot be provided by contract as conveniently 

or cheaply by a commercial enterprise. 

(b) Payment shall be made promptly by check on the written request of the agency or unit filling the order. Payment 

may be in advance or on providing the goods or services ordered and shall be for any part of the estimated or actual 

cost as determined by the agency or unit filling the order. A bill submitted or a request for payment is not subject to 

audit or certification in advance of payment. Proper adjustment of amounts paid in advance shall be made as agreed 

to by the heads of the agencies or units on the basis of the actual cost of goods or services provided. 

(c) A condition or limitation applicable to amounts for procurement of an agency or unit placing an order or making 

a contract under this section applies to the placing of the order or the making of the contract. 

(d) An order placed or agreement made under this section obligates an appropriation of the ordering agency or unit. 

The amount obligated is deobligated to the extent that the agency or unit filling the order has not incurred 

obligations, before the end of the period of availability of the appropriation, in 
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(1) providing goods or services; or 

(2) making an authorized contract with another person to provide the requested goods or services. 

(e) This section does not 

(1) authorize orders to be placed for goods or services to be provided by convict labor; or 

(2) affect other laws about working funds 

APPENDIX 5-7: Table 2-1 and 2-2, AR 700-131 – Loan, Lease and Donation of 

Army Materiel 

Table 2-1. Equipment normally executed on a reimbursable basis: agreements, bonds, and insurance 

requirements 

Borrower Loan or lease 

agreement 

required 

Surety bond 

required 

Vehicular 

insurance 

required 

Radioactive material 

license (as applicable) 

Army or other DOD activities See note (1) No No Yes ( 5 , 6 ) 

Non-DOD Federal 

department and agencies 

Yes No No Yes 

Civil authorities (State and 

local governments 

Yes Yes ( 2 ) Yes (2) Yes ( 7 ) 

Civilian activities (veteran's 

organizations, youth groups, 

etc.) 

Yes Yes Yes Yes (7) 

Commercial Corporations Yes Yes ( 3 ) Yes ( 4 ) Yes (7) 

Notes: 

1. A hand receipt or other document assigning responsibility will suffice for retail activities. A loan agreement 

will be required for material on loan from wholesale activities. 

2. In emergency disaster relief cases, bonds and insurance will be provided within 5 days after receipt of the 

materiel. 

3. This applies when the Federal Acquisition Regulation (FAR) Part 45 and subparts are not applicable. 

4. The requirement for a surety bond or insurance may be waived if one or the other is in effect. 

5. For radioactive commodities, existing Army Commodity Licenses may cover the requirement. Contact the 

item manager for details. 

6. For other DOD organizations, the service or agency license will probably cover the requirement. The DOD 

(recipient) representative must coordinate the license information. 

7. An NRC license or a license from an NRC approved "Agreement State" will satisfy the requirement. 

Table 2-2. Loan or lease approval authority 

Requester Category of equipment Loan period/ Action office Approval authority 

extension 

Authorized recipients Wholesale (Army 120 days/none AMC MSC HQAMC (AMCOPS
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( para 2-11 ) Working Capital Fund) (1-year repair SLA) 

loans (nonexpendable program — 
items) other 

Services) 

All (leases) Prototype/ developmental As required SARD-SA ASA (ALT) 

major items 

Army and other DOD MACOM owned 1 year/none Installation Installation commander 

activities (RDT&E) 

ARNG owned 1 year/none USPFO State AG 

USAR owned 1 year/none Installation USARC MSC 

Historical property (to 2 years/2years DAMH-MD Chief, CMH 

include military art, arms, 

combat/ tactical vehicles, 

vessels and aircraft) 

Prime Power Program 1 year/1 year HQDA (ZCM) Asst Chief of Engineers 

Floating plant As negotiated Water resource Asst Chief of Engineers 

support center 

COMSEC 1 year/none USACCSLA USACCSLA 

Wholesale equipment (no 1 year/1 year AMC MSC HQAMC (AMCOPS

readiness/DAMPL SLA) 

impact) 

Wholesale equipment 1 year/none AMC MSC HQDA ODCS, G-4 

(readiness/DAMPL 

impact) 

Army RDT&E Wholesale equipment (no 2 years/none AMC MSC HQAMC (AMCOPS

activities; or Army readiness/DAMPL SLA) 

procurement agencies impact) 

for use by contractor 

personnel or 

Government contractor 

Wholesale equipment 2 years/none AMC MSC HQDA ODCS, G-4 

(readiness/DAMPL (DALO-SMP) 

impact) 

Prime Power Program 1 year/1 year HQDA (DAEN- Asst Chief of Engineers 

ZCM 

Floating plant As negotiated Water resource Asst Chief of Engineers 

support center 

COMSEC 2 years/none USACSLA USACSLA 

Federal departments All arms, combat/ tactical As required HQDA ODCS, ASA (ALT) 

and agencies (non vehicles, vessels and G-4 (DALO

DOD) aircraft (fielded SMP) 

equipment) 

Prime Power Program 1 year/1 year HQDA (DAEN- Asst Chief of Engineers 

ZCM) 

Floating Plant As negotiated Water Resource Asst Chief of Engineers 

Support Center 

Wholesale equipment (no 1 year/1 year AMC MSC HQAMC (AMCOPS

readiness/DAMPL SLA) 
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impact), other than arms, 

combat/ tactical vehicles, 

vessels and aircraft 

Wholesale equipment 1 year/none AMC MSC HQDA ODCS, G-4 

(readiness/DAMPL (DALO-SMP) 

impact), other than arms, 

combat/ tactical vehicles, 

vessels and aircraft 

Medical (other than Over 180 days DASG-LOZ HQDA (DASG-LOZ) 

combat/tactical vehicles, 

vessels and aircraft) 

Medical (ARNG owned, Fewer than USFPO State AG 

other than combat/tactical 180 days 

vehicles, vessels and 

aircraft) 

Medical (MACOM Fewer than Commander, Installation commander 

owned, other than 180 days U.S. Army 

combat/ tactical vehicles, Medical Center 

vessels and aircraft) (MEDCEN)/ 

Medical 

Department 

Activity 

(MEDDAC) 

Medical (USAR owned, Fewer than Installation USAR MSC 

other combat/ vehicles, 180 days 

vessels and aircraft) 

Medical (wholesale Fewer than U.S. Army Commander, 

owned), other than 180 days Medical Materiel USAMMA 

combat/ tactical vehicles, Agency 

vessels and aircraft 

MACOM owned (other Fewer than Installation Installation commander 

equipment), except arms, 180 days 

combat/tactical vehicles, 

vessels and aircraft 

Historical property (to 2 years/2 DAMH-MD Chief, CMH 

include military art, arms, years 

combat/ tactical vehicles, 

vessels and aircraft) 

USAR owned (other Fewer than Installation USAR MSC 

equipment), except arms, 180 days 

combat/tactical vehicles, 

vessels and aircraft 

ARNG owned (other Fewer than USPFO State AG 

equipment), except arms, 180 days 

combat/tactical vehicles, 

vessels and aircraft 

National Museum Historical property, to As required DAMH-MD Chief, CMH 

include military art, arms, for exhibition 

combat/ tactical vehicles, 

vessels and aircraft 

Activities outside 
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Federal Government: 

State; local All arms, combat/tactical As required HQDA (DALO ASA (ALT) 

government agencies; vehicles, vessels and SMP) 

schools; churches; aircraft (fielded 

commercial activities equipment) 

Medical (other than Over 180 days HQDA (DASG HQDA (DASG-LOZ) 

combat/tactical vehicles, LOZ) 

vessels and aircraft) 

Medical (MACOM Fewer than MEDCEN Installation commander 

owned), except arms, 180 days MEDDAC 

combat/ tactical vehicles, 

vessels and aircraft 

Other equipment, 1 year/ 1 year AMC MSC HQAMC 

wholesale (no (AMCOPS-SLA) 

readiness/DAMPL 

impact), except arms, 

combat/tactical vehicles, 

vessels and aircraft 

Other equipment, 1 year/none AMC MSC HQ ODCS, G-4 

wholesale (DALO-SMP) 

(readiness/DAMPL 

impact), except arms, 

combat/tactical, vehicles, 

vessels and aircraft 

MACOM owned, except Fewer than Installation Installation 

arms, combat/tactical, 180 days 

vehicles, vessels and 

aircraft 

ARNG owned, except Fewer than USPFO State AG 

arms, combat/tactical 180 days 

vehicles, vessels and 

aircraft 

USAR owned, except Fewer than Installation USAR MSC 

arms, combat/tactical, 180 days 

vehicles, vessels and 

aircraft 

Manufacturers for All equipment except As required ASA (ALT) DASA (DEC 

lease of previously prototype and 

produced materiel for nonstandard equipment 

demonstration 

purposes involving 

foreign 

All prototype and As required ASA (ALT) ASA (ALT) 

nonstandard equipment 

Manufacturers for All equipment except As required HQDA ODCS, ASA (ALT) 

lease of previously prototype and G-4 (DALO

produced materiel in nonstandard SMP) 

support of R&D 

initiatives within the 

United States 

All prototype and As required HQDA ODCS, ASA (ALT) 
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nonstandard equipment G-4 (DALO

SMP) 

Department of 

Agriculture: 

U.S. Forest Service Protection against 90 days/90 HQDA ODCS, ASA (ALT) 

wildlife days G-3 (DAMO

OD) 

Avalanche control As required HQDA ODCS, ASA (ALT) 

G-4 (DALO

SMP) 

Animal Disease All equipment except 90 days HQDA ODCS, Operations and 

Eradication Program arms, combat/tactical G-3 (DAMO- Readiness 

vehicles, vessels and OD) 

aircraft 

DOJ, FBI Aircraft piracy/all Minimum HQDA ODCS, DOD General Counsel 

equipment except arms, essential G-3 or designee; in urgent 

combat/tactical vehicles, cases, Deputy Director 

vessels and aircraft for Operations 

Department of All equipment except Minimum HQDA ODCS, Executive Secretary of 

Treasury, United States arms, combat/tactical essential G-3 the Department of 

Secret Service vehicles, vessels and Defense Military 

aircraft Assistant to the 

President 

Civilian law 

enforcement: 

Civil disturbances and All personnel, arms, 15 days/15 HQDA ODCS, SECDEF 

terrorist activities and combat/ tactical vehicles, days G-3 (DAMO

planned events with vessels, and aircraft, even OD) through 

potential for lethal if applicable under other ASA (ALT) 

force categories 

Riot control agents, 15 days/15 HQDA ODCS, SECDEF 

concertina wire, and days G-3 (DAMO

other equipment to be OD) through 

employed in control of ASA (ALT) 

civil disturbances 

Fire fighting resources 15 days/15 Installation Installation 

and equipment of a days commander, State AG, 

protective nature (masks, Commander Military 

helmets, body armor, District of 

vests) and use of Army Washington/CG 

facilities Unified Commands 

outside continental 

United States 

(OCONUS)/ HQAMC 

Other law/drug Medical, except Over 180 days HQDA (DASG HQDA (DASG-LOZ) 

enforcement activities combat/tactical vehicles, LOZ) 

vessels and aircraft 

Medical (MACOM Fewer than Commander Installation commander 

owned), except 180 days (MEDCEN/ 

combat/tactical vehicles, MEDDAC) 

vessels and aircraft 
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Medical (ARNG owned), Fewer than USPFO State AG 

except, combat/tactical 180 days 

and aircraft 

Medical (USAR owned), Fewer than Installation USARC MSC 

except arms, combat/ 180 days 

tactical vehicles, vessels 

and aircraft 

Medical wholesale, Less than 180 USAMMA Commander, 

except combat/ tactical days USAMMA 

vehicles, vessels, aircraft 

Other wholesale 1 year/1 year AMC MSC HQDA AMC 

equipment (no (AMCOPS-SLA) 

readiness/DAMPL 

impact), except 

combat/tactical vehicles, 

vessels and aircraft 

Other wholesale 1 year/none AMC MSC HQDA ODCS, G-4 

equipment (DALO-SMP) 

(readiness/DAMPL 

impact), except combat/ 

tactical vehicles, vessels 

and aircraft 

Other equipment Fewer than Installation Installation commander 

(MACOM owned), 180 days 

except arms, combat/ 

tactical vehicles, vessels 

and aircraft 

Other equipment (ARNG Fewer than USFPO State AG 

owned), except arms, 180 days 

combat/tactical vehicles, 

vessels and aircraft 

Other equipment (USAR Fewer than Installation USARC MSC 

owned), except arms, 180 days 

combat/tactical vehicles, 

vessels and aircraft 

Federal law Ammunition As required HQDA ODCS, ASA (ALT) 

enforcement agencies G-4 (DALO

(only) SMP/Supply 

Management 

Army (SMA) 

Red Cross (aid to DOD Administrative and As required HQDA ODCS, ASA (ALT) 

in time of war) general support G-4 (DALO

SMP) 

Foreign governments All equipment, except As required, HQDA ODCS, Director, Defense 

combat/ tactical vehicles, not to exceed G-4 (DALO- Security Assistance 

vessels and aircraft 5 years SMP) Agency 

Youth groups: 

Boy and Girl Scouts of MACOM owned As required Installation Installation commander 

America (world or for event 

national jamborees); 

Civil Air Patrol; Camp 
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Fire Girls, Inc; YMCA; 

YWCA; Boy's Club of 

America; Four-H 

Clubs; and similar 

groups 

Wholesale As required 

for event 

AMC MSC HQAMC 

USAR owned As required 

for event 

Installation USARC MSC 

ARNG owned As required 

for event 

USFPO State AG 

Army flying clubs Aircraft As negotiated Installation ASA (ALT), Command 

General (CG) 

FORSCOM continental 

United State (CONUS) 

Veterans organizations Convention assistance 

(furniture) 

15 days/15 

days 

Installation Installation commander 

Furniture (MACOM 

owned) 

15 days/15 

days 

Installation Installation commander 

Furniture (ARNG owned) 15 days/15 

days 

USPFO State AG 

Burial functions (obsolete 

rifles) 

As required HQDA ODCS, 

G-4 (DALO

SMP) 

ASA (ALT) 

Aid to District of 

Columbia Government 

in combating crime 

Materiel and supplies As negotiated HQDA ODCS, 

G-3 (DAMO

OD) 

ASA (ALT) 

Disaster relief: Federal 

Emergency 

Management Agency 

(FEMA) 

Materiel and supplies For minimum 

essential 

period 

HQDA (DAMO

OD) 

SECDEF 

For rehabilitation 

reconstruction (bridges, 

etc.) 

For minimum 

essential 

period when 

requested by 

FEMA 

HQDA ODCS, 

G-4 (DALO

SMP) 

ASA (ALT) 

USACE District 

Commander 

Flood fighting equipment 

and supplies 

For minimum 

essential 

period 

USACE District 

American National 

Red Cross in support 

of local civilian 

Government disaster 

relief 

Materiel and supplies For minimum 

essential 

period 

Installation Installation commander 

USAR owned, except 

arms, combat/tactical 

vehicles, vessels and 

aircraft 

For minimum 

essential 

period 

Installation USARC MSC 

ARNG-owned, except For minimum USPFO State AG 
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arms, combat/tactical and essential 

aircraft period 

Environmental Materiel, supplies, and For minimum HQDA ODCS, ASA (ALT) 

Protection Agency and equipment essential G-3 (DAMO

U.S. Coast Guard (oil period OD) 

and petroleum spills) 

Environmental Equipment/supplies, For minimum HQDA ODCS, ASD (&L) 

Protection Agency and except arms, essential G-3 (DAMO

U.S. Coast Guard combat/tactical vehicles, period OD) 

vessels and aircraft 

Foreign Disaster Equipment/supplies, For minimum Through ASD (International 

Assistance except arms, combat/ essential Department of Security Affairs) 

tactical vehicles, vessels period State to HQDA 

and aircraft ODCS, G-3 

(DAMO-OD) 

Civil Defense Equipment/supplies, For minimum Installation CG, FORSCOM 

except arms, combat/ essential 

tactical vehicles, vessels period 

and aircraft 

Museums and Similar Historical arms, 2 year/2 year DAMH-MD ASA (ALT) 

Activities combat/tactical vehicles, 

vessels and aircraft 

Historical property other 2 years/2years DAMH-MD Chief, CMH 

than arms, 

combat/tactical vehicles, 

vessels and aircraft 

Military art 2 years/2years DAMH-MD Chief, CMH 

Community relations Equipment for As negotiated Installation Installation commander 

and domestic action instructional purposes 

programs (Youth 

Conservation Corps) 

ARNG owned As negotiated USPFO State AG 

USAR owned As negotiated Installation USARC MSC 

Authorized military Military As required HQDA (DASG HQDA (DASG-LOZ) 

health care recipients LOZ) 

SSF Installations Class VII 1 year/1 year AMC MSC AMC MSC 

(wholesale equipment/ 

DAMPL impact) 

HQDA Class VII 1 year/1 year AMC MSC ODCS, G-4 

wholesale equipment 

(readiness/DAMPL 

impact) 

The full text of this regulation can be found at: 

https://akocomm.us.army.mil/usapa/epubs/xml_pubs/r700_131/head.xml 
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APPENDIX 5-8: NGR 500-1/ANGI 10-8101 - Military Support to Civil 

Authorities 

See next page. 
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SUMMARY of CHANGE
NGR 500-1/ANGI10-8101
National Guard Domestic Operations
dated 13 June 2008

13 June 2008

o Reflects the growth and changes in the responsibilities for Domestic Operations of the National Guard and the
National Guard Bureau.

o Incorporates the National Response Framework, the National Defense Authorization Act of 2008, as well as
changes to the US. Code and other National Policies and Strategies.

o Addresses the full range of National Guard Domestic Operations, including National Guard Homeland Defense
and National Guard Civil Support and standardizes the tenninology and concepts of these operations and mission
areas.
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Departments ofthe Army and the Air Force
National Guard Bureau
Arlington, VA 22202-3231
13 June 2008

*NGR 500-11ANGI 10-8101

Emergency Employment of Army and Other Resources

National Guard Domestic Operations
By Order of the Secretaries of the Army and the Air Force:

H STEVEN BLUM
Lieutenant General, USA
Chief, National Guard Bureau

Official:

GEORGE R. BROCK
Chief, Strategy and Policy Division

History. This publication is a major revision. While both the u.s. Armed Forces and the National Guard have a
long history of conducting domestic operations; the scale, scope, and complexity of these operations have expanded
significantly since September 11,2001. Prior to then, military involvement in domestic operations was almost
exclusively in the area of civil support operations; generally limited to providing support to civil authorities in
response to natural disasters or accidents. Post 9/11, the National Guard's role has expanded to include additional
Homeland Defense and Homeland Security missions.

Summary. This regulation/instruction prescribes policies, procedures, responsibilities, and direction for activities
required for the operational employment or training of Army and Air National Guard units, personnel, and
equipment. It governs the training, planning, preparations, and operations of National Guard units and forces in the
Homeland, hereafter referred to as National Guard Domestic Operations (NGDO).

Applicability. This regulation/instruction applies to the National Guard Bureau (NGB) and to the Army and Air
National Guards of the 50 States, the Commonwealth of Puerto Rico, the District of Columbia, Guam, and the
Virgin Islands, hereafter referred to as the several states. It does not apply to National Guard units or forces when
they are serving in their federal role in the Army National Guard of the United States or the Air National Guard of
the United States. When operating in their federal role, these units and forces are under Department of Defense
(DoD) direction and control.

Proponent and exception authority. The proponent of this regulation/instruction is the National Guard Bureau
Director of Domestic Operations (NGB-BIDO). The proponent has the authority to approve exceptions to this
regulation/instruction that are consistent with controlling law and regulation. Requests for exception to policy as set
forth in this regulation/instruction must be submitted to the Chief, National Guard Bureau (CNGB), ATTN: NGB
BIDO, 1411 Jefferson Davis Highway, Arlington, VA 22202-3231. All requests must contain infonnation detailing
the reason(s) for the exception, that it will meet applicable federal, state, tribal, and local laws and how it will affect
any related state program(s).

Management Control Process. This regulation/instruction contains management control provisions, but does not
identify key management controls that must be evaluated.

Supplementation. Supplementation of this regulation/instruction is prohibited without prior approval from the
Chief, National Guard Bureau (CNGB), ATTN: NGB-BIDO, 1411 Jefferson Davis Highway, Arlington, VA
22202-3231.

Suggested Improvements. Users are encouraged to send comments and suggested improvements on DA Fonn
2028 (Recommended Changes to Publications and Blank Fonns) directly to the Chief, National Guard Bureau
(CNGB), ATTN: NGB-BIDO, 1411 Jefferson Davis Highway, Arlington, VA 22202-3231.

* This publication supersedes NGR SOO-I/ANG! 10-8101, I February 1996
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Effective Date and Implementation. This regulation/instruction is effective immediately. The NGB Joint Staff
and Service Directorates and the National Guard of the several states shall revise existing documents or develop
implementing documents as necessary to comply with this regulation/instruction.
Distribution. BIF.
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Chapter 1
Introduction

NGR 500-11ANGI 10-8101

1-1. Purpose
a. Update and consolidate the policy and responsibilities for National Guard Domestic Operations.
b. Define consistent terminology and concepts for use by the National Guard Bureau and the National Guard of

the several states for the planning and conduct of National Guard Domestic Operations.
c. Provide direction for the planning and reporting requirements for National Guard Domestic Operations.
d. Define National Guard capabilities for NGDO.

1-2. References
Required and related publications and prescribed and referenced fonns are listed in Appendix A Supporting
regulations and instructions, grouped by subject, are provided in Appendix B.

1-3. Explanation of Abbreviations and Terms
Abbreviations, terms, and special tenns used in this publication are listed in the glossary.

Chapter 2
Responsibilities

2-1. The Chief ofthe National Guard Bureau (CNGB)
a. Serves as the principal advisor to the Secretaries of the Anny and Air Force and to the Anny and Air Force

Chiefs of Staff on matters relating to the National Guard, the Anny National Guard of the United States, and the Air
National Guard of the United States.

b. Serves as a principal advisor to the Secretary of Defense, through the Chainnan of the Joint Chiefs of Staff,
on matters involving non-federalized National Guard forces and on other matters as detennined by the Secretary of
Defense.

c. Ensures the National Guard Bureau perfonns those functions contained in the National Guard Bureau Charter
in AR 130-S/AFMD 10, as defined in regulations, or such other functions as may be prescribed by the Secretary of
Defense, the Secretary of the Anny, or the Secretary of the Air Force.

d. Acts as the channel of communication to The Adjutants General, but has no authority to command the
National Guard and does not have command authority over the National Guard. However, the CNGB may direct the
National Guard on matters to include force structure, training, and appropriations.

e. Directs six appropriations: three for the Anny National Guard and three for the Air National Guard (pay and
allowance, operations and maintenance, and construction for each organization).

f. Supports, as required, the reporting requirements of the Secretary of Defense on National Guard readiness for
National Guard Domestic Operations including the Annual Report on National Guard and Reserve Component
Equipment and Quarterly Personnel and Unit Readiness reports.

g. Supports the Secretary of Defense in his annual reporting requirement to the Congress on National Guard and
Reserve Component Equipment by certifying the inventory of authorized and appropriated National Guard
equipment (Title 10 US Code, § 10541).

h. Issues such other publications as necessary, provided that such publications are consistent with approved
policies of the Secretary and Chief of Staff of the Department concerned. Such publications may cover areas of
operation not fully clarified or detailed in departmental publications but will be binding only upon the Anny or Air
National Guard, as appropriate.

i. Issues and maintains the additional NG SOO-series regulations that establish the standards and responsibilities
for the National Guard capabilities for domestic operations.

j. Develops, maintains, and promulgates NGDO readiness and reporting systems and processes.

2-2. The Director of the Joint Staff of the National Guard Bureau (NGB DJS)
a. Directs the Joint Staff of the National Guard Bureau. The NGB DJS is a Major General and is subordinate to

the CNGB.
b. Leads and directs NGB Joint Staff actions to assist the CNGB in accomplishing hislher responsibilities for the

strategic direction of the National Guard forces; their operation under unified command; and their integration into an
efficient team of land and air forces.
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c. Assists the CNGB in the decision making and execution process of NG missions and perfonns such other
duties as the CNGB may prescribe.

2-3. The Director, Army National Guard (DARNG)
a. Directs resources to provide combat-ready units under the supervision and control of the CNGB. The

DARNG is a Lieutenant GeneraL
b. Performs those administrative and operational functions of the CNGB pertaining to the Army National Guard

and the Army National Guard of the United States.
c. Formulates long range plans, programs, and budgets for input to the Department of the Army in support of

state and federal missions.
d. Administers Army Guard resources for force structure, personnel, facilities, training, and equipment.
e. Serves as the conduit between the Army Chief of Staff and the CNGB in all matters relating

to ARNG involvement in NGDO.
f. Is responsible for sourcing support requests for ARNG assets.

2-4. The Director, Air National Guard (DANG)
a. Directs resources to provide combat-ready units under the supervision and control of the CNGB. The

DANGs a Lieutenant GeneraL
b. Performs those administrative and operational functions of the CNGB pertaining to the Air National Guard

and the Air National Guard of the United States.
c. Formulates long range plans, programs, and budgets for input to the Department of the Air Force in support of

state and federal missions.
d. Administers Air Guard resources for force structure, personnel, facilities, training, and equipment.
e. Serves as the conduit between the Air Force Chief of Staff and the CNGB in all matters relating

to ANG involvement in NGDO.
f. Is responsible for sourcing support requests for ANG assets.

2-5. The Adjutants General (TAGs) ofthe Several States
a. Generally exercises the command authority of the Governor over state National Guard units and forces within

their jurisdiction, in accordance with applicable state laws.
b. Typically serves, in accordance with state law, as the principal advisor to the Governor on military matters.

The Adjutant General (or Commanding General, where appropriate) directs and oversees the daily activities of the
state National Guard in order to accomplish the statutory and regulatory functions assigned.

c. Supports the CNGB in his/her advisory role to senior leaders of the Department of Defense and other federal
agencies.

d. Supports the Secretary of Defense and the CNGB in their requirement to prepare an annual plan for the
military response to natural disasters, acts of terrorism, and other man-made disasters and terrorist by gathering and
submitting required information from their respective state or territory.

e. Supports the Secretary of Defense and the CNGB in preparing the Armual Report on National Guard and
Reserve Component Equipment and Quarterly Personnel and Unit Readiness reports.

f. Maintains the training and readiness of their assigned forces to conduct all assigned state and federal missions.
g. Monitors the implementation of this publication and ensures that all directed actions are completed in a timely

manner.
h. Revises existing documents or develops implementing documents as necessary to comply with this

publication and other instructions/regulations related to NGDO.
i. Complies with the reporting requirements specified in this publication.
j. Prepares and submits plans for NGDO as directed in this publication.
k. Supports the CNGB in his/her role as the channel of communications between the several states and the

Secretary of Defense on matters relating to the National Guard. Operates and maintains a Joint Operations Center
(JOe) with the capability to receive and respond to classified messages, execute command and control operations,
and provide situational awareness of NG activities and operations.

2
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Chapter 3
Authorities for National Guard Domestic Operations

NGR 500-11ANGI 10-8101

3-1. The National Guard Bureau
a. Under the provisions of Title 10 u.s. Code, section (§) 10501, as revised by the National Defense

Authorization Act for Fiscal Year 2008, the National Guard Bureau is: first, a joint activity of the Department of
Defense and second, the channel of communications between the Departments of the Army and the Air Force and
the several states on all matters pertaining to the National Guard, the Anny National Guard of the United States, and
the Air National Guard of the United States.

b. Under the provisions of Title 10 U.S. Code, § 10503, the NGB is also responsible for:
(I) Prescribing the training discipline and training requirements for the Anny National Guard (ARNG) and

the Air National Guard (ANG)
(2) Assisting the Secretary of Defense in facilitating and coordinating the use of National Guard personnel

and resources operating under Title 32 status or in support of state missions with other federal agencies, the TAGs of
the several states, U.S. Joint Forces Command, and with the Combatant Commands with geographic responsibility
for the United States

(3) Ensuring that units and mem bers of the ARNG and ANG are trained by the several states in
accordance with approved programs, policies, and guidance from the Secretaries of the Anny, Air Force, and the
respective Service Chiefs of Staff

(4) Facilitating and supporting the training of members and units of the National Guard to meet state
requirements.

c. Pursuant to the requirements of Title 10 U.S. Code, § 10503, the Secretary of the Anny and the Secretary of
the Air Force jointly developed Anny Regulation 130-5/Air Force Mission Directive 10 to define the organization
and functions of the National Guard Bureau and to promulgate a charter for the NGB. The National Defense
Authorization Act for Fiscal Year 2008 directs the Secretary of Defense, in consultation with the Secretaries of the
Anny and the Air Force, and the Chairman of the Joint Chiefs of Staff to develop and prescribe a revised charter for
the National Guard Bureau.

d. The National Guard Bureau is the federal military coordination, administrative, policy, and logistical
coordination center for the Army and Air National Guard.

e. During National Guard Domestic Operations, the National Guard Bureau provides policy guidance and
facilitates assistance, when needed, by locating and coordinating National Guard units and resources.

f. In its role as the channel of communication, the National Guard Bureau assists the Secretary of Defense in
preparing a plan for coordinating the use of the National Guard and members of the Anned Forces on active duty
when responding to natural disasters, acts of terrorism, and other man-made disasters by providing information
gathered from Governors, the Adjutants General, and other state civil authorities responsible for homeland
preparation and response.

3-2. The National Guard of the Several States
The National Guard maintains a unique "dual status" - with both state and federal roles and missions. This dual
status is rooted in Article 1, § 8 of the Constitution. These constitutionally-based dual roles and missions result in
each Guardsman holding memberships in both the Anny or Air National Guard of his or her state -- for their state
role and missions -- and also in the Anny or Air National Guard of the United States -- for their federal role and
mISSIons.

a. The Duty Statuses in which the Guard Operates. Determining whether National Guard Soldiers and Ainnen
are operating in a federal status or in a state status is critical to defining their roles, responsibilities, and authorities.
Status is also the primary factor for determining the applicability of law for such issues as benefits, protections, and
liabilities. For instance, some laws apply to Soldiers and Ainnen when they are in federal status but not when they
are in state status. National Guard personnel should check with their legal office to detennine a particular law's
applicability.

(I) The distinction between state and federal status often assumes critical legal and financial importance.
Two key principles are crucial in clarifying the status of National Guard personnel:

(a) Unless ordered into federal service, National Guard Soldiers and Airmen serve in a State Active Duty or
Title 32 status, under a state chain of command, with the Governor as commander in chief.

(b) The detennination of whether these Soldiers or Ainnen are in federal or state status does not rest on the
entity that funds the activity, but rather on the entity exercising command and control:

3
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(2) The President and the Governor define the circumstances under which Guardsmen would be involved in
National Guard Domestic Operations in their federal and state roles respectively.

b. Authorities for Guard Operations in a Federal Status. Members of the Army National Guard and the Air
National Guard are not in active federal service except when ordered or called into active federal service under proper
authority. National Guard Soldiers and Airmen serving in federal status as members of the Army or Air National
Guard of the United States are governed by the same authorities as their respective Title 10 Service Components.

(I) Combatant Comm ands
(a) United States Northern Command (USNORTHCOM) is the DoD Combatant Commander (CCDR) with

responsibility for most of the United States Homeland. USNORTHCOM anticipates and conducts Homeland
Defense and civil support operations involving Title 10 military forces within its assigned Area of Responsibility
(AOR) to defend, protect, and secure the United States and its interests. USNORTHCOM's AOR includes air, land
and sea approaches and encompasses the continental United States, Alaska, Canada, and Mexico. It also includes
the surrounding continental waters out to approximately 500 nautical miles, the Gulf of Mexico and the Straits of
Florida.

(b) Currently, USNORTHCOM is responsible for Defense Support to Civil Authorities (DSCA) involving
Title 10 military forces for Puerto Rico and the US. Virgin Islands for natural disaster responses.

(c) For all situations not pertaining to natural disasters, United States Southern Command (USSOUTHCOM)
is responsible for DSCA involving Title 10 military forces for Puerto Rico and the US. Virgin Islands.

(d) United States Pacific Command (USPACOM) is responsible for Homeland Defense and DSCA
involving Title 10 military forces for Hawaii and u.s. territories and possessions in the Pacific.

(2) When National Guard Soldiers and Airmen are called to active federal service by the President or
Secretary of Defense to conduct Domestic Operations in the Homeland, they will receive orders assigning them to
an appropriate CCDR

c. Authorities for National Guard Operations in a State Status. When not in active federal service, members of
the National Guard are administered, armed, equipped, and trained in their status as members of the Army National
Guard and the Air National Guard of the several states per Title 10 US. Code, § 10107 and § 10113. Members of
the National Guard in a state status, Military Technicians, and Title 32 Active GuardJReserve (AGR) members are
governed by the authorities found in Title 32 US. Code, regulation, and by the laws of their respective state or
territory.

(I) Title 32 US. Code, § 502 provides the authority for the use of National Guard Soldiers and Airman for
training and other duty as prescribed by the Secretary of the Army or the Secretary of the Air Force. In accordance
with Title 32 US. Code, § 502 (I) (I), the National Guard may be ordered to perform "other duty" to respond to
domestic emergencies or other needs. This authority has been employed to provide airport security, to protect the
borders, and to respond to natural disasters. In accordance with Title 32 US. Code, § 502 (I) (2) (a), the President
or Secretary of Defense may request that the National Guard to perfonn other operations or missions. In accordance
with Title 32 US. Code, § 502 (I) (2) (b), the National Guard may also provide instruction to Active Duty forces,
foreign military forces, DoD contractors, or DoD civilians, but only in the United States, Puerto Rico, or U.S.
possessions. Although these duties are wholly federally funded, for all such duty, the National Guard remains under
the command and control of the respective Governor.

(2) When National Guard units or forces are not under federal control, they report to the Governor of their
respective state, territory (Puerto Rico, Guam, Virgin Islands) or the Commanding General of the District of Columbia
National Guard. Each of the 54 National Guard organizations is supervised by The Adjutant General (TAG) (or
Commanding General, where appropriate) of the state or territory who nonnally exercises command of its National
Guard forces for the state Governor. Under state law, the National Guard provides for the protection of life and
property as well as preserving peace, order, and public safety.

(3) Army regulations and Air Force instructions govern the National Guard not in the active federal service
in the same manner as they do the regular components, when such regulations or instructions have been made
applicable to the National Guard. Specific applicability is indicated in departmental regulations and instructions.

4
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Chapter 4
National Guard Domestic Operations Missions

NGR 500-11ANGI 10-8101

4-1. The Mission ofthe National Guard Bureau
The National Guard Bureau is a joint activity of the Department of Defense and the Chief of the National Guard
Bureau (CNGB) is a principal advisor to the Secretary of Defense. As defined in AR 130-5/AFMD 10, the mission
of the National Guard Bureau is to:

a. Participate with the Army and the Air Force staffs in the formulation, development, and coordination of all
programs, policies, concepts, and plans pertaining to or affecting the National Guard, the Army National Guard of
the United States, and the Air National Guard of the United States.

b. Develop and administer such detailed operating programs as are required for the operation of the Army
National Guard and the Air National Guard, based on approved programs, policies, and guidance from the
Department of the Army and the Department of the Air Force.

c. Participate with and assistthe several states in the organization, maintenance, and operation of their National
Guard units so as to provide trained and equipped units capable of immediate expansion to war strength, and
available for service in time of war or emergency to augment the Active Anny and Air Force.

4-2. National Guard Domestic Operations Missions
a. National Guard Domestic Operations fall into three mission areas:

(I) Homeland Defense - for which DoD serves as the primary federal agency and military forces are used
to conduct military operations in defense of the Homeland

(2) National Guard Civil Support - for which the National Guard normally serves in a supporting role to
other primary state or federal agencies by providing assistance to US. civil authorities at the federal, state, tribal,
and local levels

(3) The National Guard Baseline Operating Posture - in which the National Guard conducts required
planning, training, and exercises, as well as some ongoing mandated domestic operations.

b. It is important to point out that in some circumstances National Guard Civil Support and Homeland Defense
missions may overlap.

c. National Guard Homeland Defense Missions. Homeland Defense operations are conducted in the air, land,
maritime, and space domains and in the infonnation environment. DoD is the primary federal agency for Homeland
Defense, supported by other agencies. On order of the President or Secretary of Defense, National Guard units may
be called to defend the Homeland against external threats. Certain National Guard units have been assigned roles in
support of Homeland Defense missions, including the Air Defense of the Homeland and the Anti-Missile Defense of
the Homeland. The general focus of National Guard Homeland Defense missions is on deterring and detecting
external threats to the Homeland.

(I) While conducting Homeland Defense missions, the Guard is typically in a federal Title 10 duty status.
Training and preparations for Homeland Defense missions may be conducted in Title 32 duty status. Extensive
deliberate planning and preparation are required for Homeland Defense missions, as well as mission specific
planning and training. National Guard forces may be required to assist civil authorities in mitigating the
consequences of any attack. The National Guard must always be prepared to conduct National Guard Civil Support
mISSIons.

(2) Title 32 U.S. Code, Chapter 9 provides that the Secretary of Defense may provide funds to a Governor to
employ National Guard units or members to conduct homeland defense activities that the Secretary detennines to be
necessary and appropriate for participation by the National Guard units or members, as the case may be. DoD has
not yet published regulations implementing this provision of law and it has never been used.

d. National Guard Civil Support Missions. DoD defines Civil Support (CS) as "Department of Defense support
to civil authorities for domestic emergencies, and for designated law enforcement and other activities." Civilian
authorities retain primary responsibility during Civil Support operations with DoD supporting mission requirements.
When federally activated, National Guard Soldiers and Airmen conduct Civil Support missions as members of the
Army or Air National Guard of the United States.

(I) The National Guard Bureau defines National Guard Civil Support (NGCS) as, "Support provided by the
National Guard of the several states while in State Active Duty status or Title 32 duty status to civil authorities for
domestic emergencies, and for designated law enforcement and other activities." National Guard Soldiers and
Ainnen conduct National Guard Civil Support missions in their state role.

(2) The National Guard supports local, state, and federal civil authorities. Almost all National Guard Civil
Support is provided in Title 32 duty status or in State Active Duty status under the command and control of the
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Governors. Under the Insurrection Act and other federal statutory authorities, the President may utilize the National
Guard in its federal status as members of the Army National Guard of the United States and the Air National Guard
of the United States.

(3) National Guard Civil Support missions are conducted to assist in:
(a) Supporting civil authorities whose capabilities or capacity is insufficient to meet current requirements

with general purpose, specialized, or unique Guard forces or capabilities
(b) Protecting the life, property, and safety of US. citizens and US. persons
(c) Protecting critical US. infrastructure
(d) Providing humanitarian assistance during disaster response and domestic emergencies
(e) Providing support to designated law enforcement activities and operations
(t) Providing support to designated events, programs, and other activities.
(4) The National Guard is frequently called on to conduct disaster response and domestic emergency

missions. These missions are a specific subset of the National Guard Civil Supportrnission area. The primary
responsibility for disaster relief is with the local and/or state government. Due to the local nature of most disasters,
most disaster response and domestic emergency NGCS operations will be carried out under the guidance and
direction of the Governor, keeping National Guard personnel under state control (either State Active Duty or Title
32 duty status). NGDO activities should be coordinated to maximize interstate cooperation during major events.

(5) Disaster response and domestic emergency missions have distinct characteristics and traits from the other
missions in the National Guard Civil Support mission area. The focus of these missions is usually on providing
humanitarian support and no threat or hostility is nannally anticipated. While some generalized deliberate planning
and preparation is possible, conditions often dictate an immediate response is required with minimal preparation or
planning time available. While some specialized National Guard units and capabilities are utilized for disaster
response and domestic emergency missions, nonnally the bulk of the forces and units employed are general purpose
forces. The duration of National Guard disaster response and domestic emergency missions is typically days to
weeks.

(6) In addition to the disaster response and domestic emergency missions, there are a wide range of other
National Guard Civil Support missions. They range from providing support to law enforcement agencies,
supporting National Special Security Events (NSSE), and protecting critical infrastructure, among others. The
general focus of these NGCS missions is usually on providing support that is security-related. Normally, some level
of threat or hostility is either possible or anticipated. While some generalized deliberate planning and preparation
may be possible for these missions, normally mission specific planning and training will be required once National
Guard support has been requested and approved. The forces utilized for National Guard Civil Support missions are
typically units and/or force packages tailored and trained for the mission requirements and possessing the
capabilities necessary for the specific mission. The duration of these National Guard Civil Support missions is
typically weeks to months.

(7) In accordance with Title 10 US. Code, § 377, reimbursement may be required from a federal agency to
which law enforcement support or support to a National Special Security Event is provided by National Guard
personnel perfonning duty under Title 32 US. Code, § 502 (t). The Secretary of Defense may waive
reimbursem ent.

e. The National Guard Baseline Operating Posture
(I) The National Guard of the several states operate on a day to day basis in the National Guard Baseline

Operating Posture. They conduct required planning, training, and exercises, as well as ongoing mandated domestic
operations in this posture. Additionally they deploy from this posture to conduct domestic operations in either the
National Guard Homeland Defense or National Guard Civil Support domestic mission areas.

(2) The general focus of the National Guard Baseline Operating Posture is to maintain National Guard
readiness to conduct all assigned missions in both its state and federal roles. Additionally, the National Guard
maintains situational awareness of the Homeland operational environment and conducts mandated ongoing
operations. Extensive training, deliberate planning, and preparation are required as well as mission specific
planning and training. All National Guard forces not othenvise assigned either overseas or domestically operate on
a day to day basis in this posture. National Guard Baseline Operating Posture missions are typically either long
duration or ongoing requirements.

(3) The National Guard Baseline Operating Posture is intended to:
(a) Assist in deterring and preventing attacks on the US. Homeland.
(b) Maintain well trained and well equipped units prepared to conduct or support state or federal missions.
(c) 1.1aintain situational awareness and detect threats or concerns.
(d) Conduct mandated ongoing domestic operations e.g., counterdrug operations.

6
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(4) While operating in its Baseline Operating Posture, the National Guard is typically in Title 32 status
working as a state asset for the Governor.

Chapter 5
National Guard Capabilities for Domestic Operations

5-L Introduction
a. The National Guard of the several states maintain unique capabilities for domestic operations. The National

Guard Bureau establishes the requirements for these capabilities and defines their standards. This ensures
consistency, commonality, and interoperability when National Guard units and forces conduct NGDO outside their
respective state or territorial borders. The required standards for these unique capabilities for NGDO are established
by the NGB in NG 500-series regulations.

b. In addition to their unique capabilities for domestic operations, a number of the National Guard's other
inherent capabilities, designed to respond quickly and decisively to global requirements, also allow its rapid
response to requirements within the United States.

c. The National Guard Bureau is committed to the fundamental principle that each state and territory must
possess ten core capabilities for homeland readiness. Governors count on National Guard assets to be available to
them within the first hours of a domestic incident. To meet the Governors' requirements, the CNGB established the
following list of 10 essential capabilities for National Guard Domestic Operations:

(I) Aviation/Airlift
(2) Command and Control (C2)
(3) Chemical, Biological, Radiological, Nuclear, and high-yield Explosives (CBRNE) response
(4) Engineering
(5) Medical
(6) Communications
(7) Transportation
(8) Security
(9) Logistics
(10) Maintenance

5-2. National Guard Joint Force Headquarters-State (JFHQ-State)
AR 130-5/AFMD 10 requires the establishment of state military headquarters in each of the several states. The
JFHQ-State provides command and control of all National Guard forces in the state or territory for the Governor, or
in the case of the District of Columbia, the Secretary of the Anny, and can act as a joint service headquarters for
national-level response efforts during contingency operations. The JFHQ-State is also responsible for providing
situational awareness/common operating picture infonnation to the NGB and other national level headquarters
before and during selected domestic operations and for providing joint reception, staging, onward movement, and
integration (JRSOI) of all inbound forces.

5-3. National Guard Joint Task Force-State (JTF-State)
The National Guard JTF-State provides command and control for all state military assets deployed in support of
civil authorities or for a specific domestic operation and facilitates the flow of information between the Joint Force
Headquarters-State (JFHQ-State) and the deployed units. When National Guard units or forces are deployed to
conduct NGDO, a National Guard JTF-State may be created to maintain command and control of those forces, and,
as directed, other supporting state and federal forces.

5-4. The National Guard Counterdrug Program (NGCD)
The National Guard Counterdrug Program is part of the U.S. national drug control strategy. As initially authorized
by the President and Congress in 1989, the Department of Defense provides funds on a yearly basis to Governors of
states who submit plans specifying how that state's National Guard is to be used to support drug interdiction and
counterdrug activities. Support generally falls into two categories - providing support to help law enforcement stop
illegal drugs from being imported, manufactured and distributed; and supporting drug demand reduction programs.
These operations are conducted under the command and control of the state Governor, and not in a federal military
status. Specific direction for personnel, equipment, and training for the National Guard Counterdrug Program is
contained in NGR 500-2/ANGI 10-801.

7
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5-5. National Guard Weapons of Mass Destruction - Civil Support Team (WMD-CST)
WMD-CSTs perfonn duties in support of emergency preparedness programs to prepare for or respond to
emergencies involving the use or threatened use of a Weapon of Mass Destruction (\V1vID), a terrorist attack or
threatened terrorist attack that results in or could result in catastrophic loss of life or property. the intentional or
unintentional release of nuclear, biological, radiological or toxic or poisonous chemicals that result in or could result
in catastrophic loss of life or property, or a natural or manmade disaster that results in or could result in catastrophic
loss of life or property. WMD-CSTs respond only to emergencies in the United States. Per Title 10 US. Code. §
12310. Guardsmen assigned to a WMD-CST may only conduct WMD-CST operations within the geographical
limits of the United States, its territories and possessions, the District of Columbia, the Commonwealth of Puerto
Rico, Guam, and the Virgin Islands. Specific direction for personnel, equipment, and training for the National
Guard Weapons of Mass Destruction - Civil Support Teams is contained in NGR 500-3/ANGI 10-2503.

5-6. National Guard Reaction Force (NGRF)
NGRFs provide every state with a ready force capable of delivering, when requested, a unit of 50-75 personnel
within 4-8 hours and a follow-on force of up to 400 personnel within 24-36 hours. They can provide site security,
presence patrols/show of force, establish roadblocks and/or checkpoints, control civil disturbances, provide force
protection/security for WMD-CST or Chemical, Biological, Radiological, Nuclear, and high-yield Explosives
Enhanced Response Force Package (CERFP) operations, or respond to and assist in protecting selected assets as
required.

5-7. Critical Infrastructure Protection-Mission Assurance Assessment (CIP-MAA) Detachments
The 2005 Defense Authorization Act included modifications to Title 32 US. Code that allow an enhanced role for
the National Guard in assessing and protecting critical infrastructure, leveraging the Guard's unique strength as a
member of the local community, with its close relationship to commercial and private sector entities. CIP-1.1AA
Detachments conduct all hazard risk assessments on prioritized federal and state critical infrastructure in support of
the Defense Critical Infrastructure Program (DCIP).

5-8. Chemical, Biological, Radiological, Nuclear, and high-yield Explosives (CBRNE) Enhanced Response
Force Package (CERFP)
CERFPs respond to a CBRNE incident and support local, tribal, state, and federal agencies managing the
consequences of the event by providing capabilities to conduct casualty/patient decontamination, medical support,
and casualty search and extraction. They provide immediate response capabilities to the Governor to include
searching an incident site (including damaged buildings); rescuing any casualties (including extracting anyone
trapped in the rubble); personnel decontamination; and performing medical triage (including trauma resuscitation
and stabilization).

5-9. Joint CONUS Communications Support Environment (JCCSE)
JCCSE encompasses all of the vital organizations and supporting net-centric IT capabilities required by the National
Guard to support DoD and the federal military and other National Guard Domestic Operations mission partners by
extending interagency trusted infonnation sharing and collaboration capabilities to and from the national level, the
several states, and local incident sites.

5-10. National Guard Modular Airborne Fire Fighting System (MAFFS)
MAFFS provides the United States Forest Service with additional aerial fire fighting assets to assist after the
capabilities of contract air tankers have been exhausted. Congress established the Modular Airborne Fire Fighting
System to assist in wildfire suppression. 1.1AFFS use Air National Guard aircraft to release retardant or water from
special tanks through tubes at the rear of the plane. MAFFS units do not require any aircraft modifications and can
be loaded or unloaded using specially designed trailers located at each MAFFS operational unit.

5-11. Other National Guard Capabilities for Domestic Operations
The National Guard of the several states provide and maintain the following additional capabilities for National
Guard Domestic Operations:

a. National Guard Expeditionary Medical Support (EMEDS). EMEDS is a modular, scalable, rapid response
medical package that can be used in domestic operations such as humanitarian relief and disaster response. E1v1EDS
comes in four modular building blocks: the Small Portable Expeditionary Aerospace Rapid Response (SPEARR)
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package, EMEDS Basic, EMEDS+10, and EMEDS+25. EMEDS facilities provides 24 hour emergency medical
care plus the following capabilities: Medical Command and Control, preventive medicine, primary care, force
medical protection, trauma resuscitation and stabilization, limited surgery, primary care, aeromedical evacuation
coordination, aerospace medicine, urgent care, dental care, and limited ancillary services for the force and the
population at risk

b. ANG Fatality & Services Recovery Response Team (FSRT). FSRT is activated in response to mass fatality
operations or accidents that may require support to local, tribal, state, or federal agencies. The FSRT is not only
associated with natural or man-made disasters, but may include military aircraft mishaps and military mass casualty
operations. The FSRT is a reach back capability for the National Guard CBRNE Enhanced Response Force
Package (CERFP). FSRT capabilities include fatality management, food service, beddown, and water
requirements.

Chapter 6
Planning and Reporting Requirements

6-1. Planning Requirements
a. National Guard Domestic Operations vary in scale, scope, and complexity and are most frequently conducted

in support of local, tribal, and state authorities. However, NGDO can include operations in support of federal
agencies and the Department of Defense while simultaneously serving the Governors of their respective states. The
complexity of this operational environment requires comprehensive planning to enable mission success when
responding to both immediate and deliberate requests for support. Consequently, states will prepare and maintain
plans for employment of their respective National Guard organizations in support ofNGDO.

b. Plans should consider an all hazards approach to potential emergency situations and contain provisions for
actions to be taken before, during, and after disasters. Plans should be developed and aligned with local, tribal, state,
and federal response plans. Consideration should be given to continuity of operations, command and control,
survivability, equipment evacuation, alert procedures, communications, and requests for support external to the
state. Rules for the use of force should be specified in advance ofNGDO. Plans should contain provisions for the
potential transition to federal status. Plans should be exercised on a regular basis.

6-2. The National Response Framework (NRF)
a. The National Response Framework (NRF), was developed to build upon the National Response Plan (NRP)

and to establish a more comprehensive and streamlined national all hazards approach to domestic incident
management. It forms the basis of how the federal government coordinates with state, local, and tribal governments
and the private sector during incidents.

b. The National Guard of the several states and the National Guard Bureau shall consider the NRF in the
plarming and conduct ofNGDO.

6-3. Compliance with the National Incident Management System (NIMS)
a. NIMS provides a consistent nationwide approach for federal, state, tribal, and local governments to work

effectively and efficiently together to prepare for, prevent, respond to, recover from and mitigate domestic incidents,
regardless of cause, size or complexity. NIMS includes a core set of concepts, principles, tenninology, and
technologies covering the Incident Command System (ICS); Multiagency Coordination Systems (MCS); unified
command; training; identification and management of resources (including systems for classifying types of
resources); qualifications and certification; and the collection, tracking, and reporting of incident infonnation and
incident resources. This framework forms the basis for interoperability and compatibility that will subsequently
enable a diverse set of public and private organizations to conduct well integrated and effective incident
management operations.

b. The Air Force established the Air Force Information Management System (AFIMS) in AFI 10-2501. AFIMS
is based on the NIMS methodology and aligns Air Force EM planning and response with the NRP as directed by
Homeland Security Presidential Directive 5 (HSPD-5).

c. The National Guard and the National Guard Bureau shall operate consistent with NIMS as implemented
within each state unless doing so would lead to compromising operational missions or disrupting military command
authority.

9
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6-4. The Emergency Management Assistance Compact (EMAC)
a. The Emergency Management Assistance Compact is a congressionally approved interstate mutual aid

compact that provides a legal structure by which states affected by an emergency may request assistance from other
states. Signatories to the compact resolve potential legal and financial obstacles that states might otherwise
encounter as they provide assistance to the stricken state or states. The compact sets out the responsibilities of the
signatory states, provides authority to officials responding from other states (except the power of arrest) equal to that
held by residents of the affected state, ensures reciprocity in recognizing professional licenses or pennits for
professional skills, and provides liability protection (in certain areas) to responders from other states. The National
Emergency 1.1anagernent Association (NE1.1A), a professional association of state emergency managers, administers
the compact

b. Since being ratified by Congress and signed into law, in 1996, (public Law 104-321),50 states, the District of
Columbia, Puerto Rico and the U.S. Virgin Islands have enacted legislation to become members ofEMAC. The
compact establishes immunities, authorities, and liabilities for missions executed under its authority. It allows the
states to rely upon each other in responding to, among other things, emergencies such as man-made or natural
disasters, insurgencies, or enemy attack.

c. The National Guard and the National Guard Bureau will include options to utilize personnel and resources as
outlined in EMAC in their planning for NGDO.

6-5. Contingency Plan Development and Submission
a. The JFHQ-States will develop and maintain written Level 3 (Base Plan plus selected Annexes) "All Hazards"

contingency plans to address threats/potential disasters as specified by their respective Adjutant GeneraL (Such
plans should address at least those potential contingencies addressed in the Homeland Security Council's National
Planning Scenarios, as identified in Homeland Security Presidential Directive 8/Annex I.) Such plans may be
prepared as part of state interagency plans, and need not be standalone National Guard plans. (OPR: NGB-J5, Plans
and Policy Division)

b. Upon Combatant Commander (CCDR) request, through the NGB, the JFHQ-States may develop supporting
plans to CCDR contingency plans for NGDO missions. These plans will be standalone National Guard plans, and
will be provided to the requesting CCDR through the NGB.

c. JFHQ-States are encouraged to coordinate their plans with adjacent states, and to review the plans at least
annually. NGB-J5 is available to assist with plan development and coordination, and will from time to time suggest
planning issues, share observed best practices, and host workshops and training activities focused on plans issues.

d. Copies of Level 3 plans prepared by the JFHQ-States will be provided to the NGB upon Adjutant General
approval of the plan, and after each review. In the event the National Guard plan is a portion of a state interagency
plan which may not be released to the NGB, an extract of the state plan showing the National Guard C2
Construct/Task Organization, task and purpose of all National Guard capabilities and forces accounted for in that
plan will be prepared and provided to the NGB.

e. Annually in October, each JFHQ-State will provide a list of such plans it maintains, showing at least number
and unclassified name of the plan, and date of publication or most recent review.

6-6. Reporting Requirements
a. The status of National Guard Domestic Operations is a matter of national interest at the highest civil and

military levels of government. Directed by both law and regulation, the National Guard Bureau and the CNGB are
responsible for the timely and accurate flow of infonnation between the several states and the federal government.
This primary mission of the NGB and the CNGB can only be accomplished with the support of the National Guard
of the several states. To enable compliance with law and regulation, the National Guard Bureau has established
reporting requirements for the National Guard.

b. Additionally, the CNGB is required to submit to the Secretary of Defense, through the Secretaries of the
Anny and the Air Force, an annual report on the state of the National Guard and the ability of the National Guard to
meet its missions.

c. Reports submitted by the several states to the NGB are analyzed, compiled, and forwarded to senior leaders
within the National Guard, the Department of Defense and other supporting agencies. These reports are vital to the
effective and efficient management of National Guard personnel and equipment, and are critical to the conduct of
NGDO and the national response to domestic emergencies.

d. NGR 500-series regulations direct the unique reporting requirements of specific domestic operations
capabilities. For example, the unique reporting requirements associated with the WMD-CST capability are
contained within NGR 500-3/ANGI 10-2503.

10
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6-7. Mission Reporting
a. The timely and accurate submission of infonnation during a civil emergency, natural disaster or Wlv1D

incident is essential for decision-making at all levels ofleadership. It is imperative that National Guard units
provide accurate assessments of their operational environment to enable situational awareness and support local,
tribal, state, and federal decision processes. National Guard units supporting NGDO will provide standard situation
reports as directed by the states and the National Guard Bureau.

b. On 30 May 2006, the NGB Director of Domestic Operations issued a memorandum for the states and
territories with the subject: State Situational Reporting Time and Format Change. This memorandum directs
specific situational reporting requirements for state Joint Operations Centers. A reporting template designed to
standardize reports is attached to the memorandum. These reports are to be submitted to the NGB JOC

c. AFI 10-206 provides additional guidance for Air National Guard units.
d. Serious Incidents/Accidents that occur while conducting NGDO training and missions will be reported in

accordance with NGR 385-10, AR 190-40 and AFI 91-301.

11
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Appendix A
References

Section I
Required References

This section contains no entries.

Section II
Related References

AF11O-206/ANGSUP 1
Operational Reporting

AF11O-2501
Air Force Emergency Management (EM) Program Planning And Operations

AF191-301lANGSUP 1
Air Force Occupational and Environmental Safety, Fire Prevention, and Health (AFOSH) Program

AR 130-5/AFMD 10
Organization and Functions of the National Guard Bureau

AR 190-40
Serious Incident Report

The Constitution ofthe United States of America

HSPD-5
Management of Dornestic Incidents

JP 1-02
Department of Defense Dictionary of Military and Associated Terms

NGR385-1O
Anny National Guard Safety & Occupational Health Program

NGR 500-2/ANGI 10-801
National Guard Couoterdrug Support

NGR 500-3/ANGI 10-2503
Weapons of Mass Destruction Civil Support Tearn Management

National Response Framework

National Incident Management System

10 USC
Anned Forces

32 USC
National Guard
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Section III
Prescribed Forms

This section contains no entries.

Section IV
Related Forms

This section contains no entries.

Appendix B
Supporting Regulations and Instructions by Subject

Supporting Regulations and Instructions

NGR 500-11ANGI 10-8101

Active Guard / Reserve Program (Title 32)
NGR (AR) 600-5, The Active GuardJReserve (AGR) Program, Title 32, Full-Time
National Guard Duty (FTNGD), 20 Feb 90
AR 135-18, The Active GuardReserve (AGR) Program, I Nov 04
ANGI 36-101, The Active GuardJReserve (AGR) Program, 3 May 02

Aircraft - Use of Army and Air National Guard Aircraft
NG PAM 95-5, Use ofArmy National GuardAircraft, 30 Jnn 97
AR 700-131, Loan, Lease and Donation ofArmy Material, 23 Aug 04
AFI 65-503, USAF Cost and Planning Factors, 4 Feb 94
DOD Directive 4500.56, DOD Policy on the use ofGovernment Aircraft andAir Travel,
2 Mar 97, CH 1- 19 Apr 99

Airlift
NGR (AR) 59-I/NGR (AF) 55-100, ANG Airlift Operational Procedures, I Feb 91

Air Transportation of Civilian Passengers and Cargo
DOD Directive 4513-R, Air Transportation Eligibility, I Nov 94, CH 1- 20 Oct 95,
CH 2- 18 Nov 96, CH 3- 9 Apr 98
DOD Directive 4500.09E, Transportation and Traffic Management, II Sep 07
AR 95-1, FlightRegulations, 3 Feb 06
NGR 95-1, ARNG Flight Regulations, I Aug 91
ANGI 10-201, Air Transportation, 29 Nov 04

Aviation Training
NGR (AR) 95-210, Army National Guard: General Provisions andRegulationsfor
Aviation Training, I Jul91

Civilian Law Enforcement - Support to Civilian Law Enforcement Officials
DOD Directive 5525.5, DOD Cooperation with Civilian Law Enforcement Officials, IS
Jan 86, CH 1- 20 Dec 89

Connterdrug Program
NGR 500-2/ANGI 10-801, National Guard Counterdrug Support, 31 Mar 00
ANGMAN 10-1101, Counterdrug (CD) Tactics C-26B and UC-26C Aircraft, 31 Jan 97
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Critical Infrastructure Program
DOD Directive 3020.40, Defense Critical Infrastructure Program (DCIP), 19 Aug 2005

Equipment Authorization
NG PAM CAR) 71-13, EquipmentAuthorization Guide, 31 Dec 91
AFMAN 23-IIO/ANGSUPI, EquipmentManagement, IS Sep 04

Equipment - Loans and Lease of Equipment
AR 700-131, Loan, Lease and Donation ofArmy Material, 23 Aug 04
AFI 23-119, Exchange, Sale or Temporary Custody ofNonexcess Personal Property,
5 Jnn 01

Flight Safety
NG CIR 385-95, Army National Guard (ARNG) Aviation Safety Program andAviation
Accident Prevention Plan (AAPP), 29 Mar 02
AFI 91-202 of I Aug 98 / ANGSUP I of 27 Jan 06, The US Air Force Mishap Prevention
Program

Financial1.1anagernent
NG PAM CAR) 37-1, Financial Management Guide for National Guard Executives, IS
Sep 99
NGR 37-108, Fiscal Accounting andReporting, Army National Guard, II Aug 80,
CH 1- 30 Apr 82
NGR 37-IIO/ANGR 177-08, Control ofTDY Travel and Per Diem Costs, 31 Aug 83
NGR 37-111, Administration ofTraining and Special Work Workdays, I Mar 89, CH 1
30 Sep 93

Intelligence
DOD Directive 5240.01, DoD Intelligence Activities, 27 Aug 07
AR 381-10, US Army Intelligence Activities, 3 May 07

Logistics
NG PAM II-I, Command Logistics Review Program (CLRP), 16 Jan 90
AR 130-400, Logistical Policiesfor Support,S Jan 77

Manning - Full-Time Support Manning
NGB PAM 570- Series, Manning Staffing Guides for the Anny National Guard
AR 135-2, Army National Guard (ARNG) and US Army Reserve (USAR) Full-Time
Support Program, 15 Jan 06

Military Emergency Preparedness Liaison Officers
DOD Directive 3025.16, Military Emergency Preparedness Officer (EPLO) Program,
18 Dec 00

National Guard Bureau - Organization and Functions
AR 130-5/AFMD 10, Organization and Functions ofNational Guard Bureau, 30
Dec 01

Reports
AR 190-40, Serious IncidentReport, 9 Feb 06
AR 220-1, Unit Status Reporting, 19 Dec 06
ARNGR 220-1, Unit Status Reporting, I Aug 90
AFI 10-201, Status ofResources and Training System, 13 Apr 06
AFI 10-206, Operational Reporting, 4 Oct 04
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Public Affairs

NGR 500-11ANGI 10-8101

NGB PAM 360-5/ANGP 35-1, National GuardPublic Affairs Guidelines, 29 Jnn 01
AFI 35-101, Public Affairs Policies andProcedures, 29 Nov 05

Safety - Occupational Health, Prevention and Reporting
NGR 385-10, Army National Guard Safety & Occupational Health Program, 7 Oct 88
AR 385-40, AccidentReporting andRecords, I Nov 94
AFI 91-301/ANGSUP I, Air Force Occupational and Environmental Safety, Fire
Prevention, andHealth (AFOSH) Program, 3 Sep 97
AFI 91-202/ANGSUP I, US Air Force Mishap Prevention Program, 27 Jan 06
AFI 91-204, Safety Investigations andReports, 14 Feb 06

Secret Service Support
DOD Directive 3025.13, Employment ofDepartment ofDefense Resources in support of
the United States Secret Service, 13 Sep 85

Special Events
DOD Directive 2000.15, Support to Special Events, 21 Nov 94

State Defense Farces
NGR 10-4, State Defense Forces National Guard Bureau and State National Guard
Interaction, 21 Sep 87

Training
NGR (AR) 350-1, Army National Guard Training, 3 Jnn 91
ANGI 36-2001, Management ofTraining and Operational Support within the Air
National Guard, 15 Jan 97

United States Property and Fiscal Officers
NGR 130-6/ANGI 36-2, United States Property & Fiscal Officer Appointment, Duties
andResponsibilities, I Jul07

Vehicles - Use of Vehicles
DOD 4500.36-R Management, Acquisition and Use ofMotor Vehicles, 16 Mar 07
AR 700-131, Loan, Lease and Donation ofArmy Material, 23 Aug 04
AFI 24-302, Vehicle Management, 30 Jnn 06, IC 27 Oct 06

Weapons of Mass Destruction - Civil Support Team (WMD-CST)
NGR 500-3/ANGI 10-2503, Weapons ofMass Destruction Civil Support Team
Management, 12 Jan 2006
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Glossary

Section I
Abbreviations

AFl
Air Force Instruction

AFMAN
Air Force Manual

AFMD
Air Force Mission Directive

AGR
Active Guard and Reserve

ANG
Air National Guard

ANGMAN
Air National Guard Manual

ANGSUP
Air National Guard Supplement

ANGUS
Air National Guard of the United States

AO
Area of Operations

AOR
Area of Responsibility

AR
Army Regulation

ARNG
Army National Guard

ARNGUS
Army National Guard of the United States

ASD(IID)
Assistant Secretary of Defense (Homeland Defense)

ASD(RA)
Assistant Secretary of Defense (Reserve Affairs)

AT
Antiterrorism

BMD
Ballistic Missile Defense
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C2
Command and Control

CBRNE
Chemical, Biological, Radiological, Nuclear, and high-yield Explosives

CCDR
Combatant Commander

CD
Counterdrug

CERFP
CBERNE Enhanced Response Force Package

CIP
Critical Infrastructure Protection

CIP-MAA
Critical Infrastructure Protection - Mission Assurance Assessment

CJCS
Chairman of the Joint Chiefs of Staff

CJCSI
Chairman of the Joint Chiefs of Staff instruction

CJTF
Commander, Joint Task Force

CM
Consequence Management

CNGB
Chief of the National Guard Bureau

CONUS
Continental United States

CrM
Crisis 1.1anagernent

CS
Civil Support

CT
Counterterrorism

DANG
Director, Air National Guard

DARNG
Director, Army National Guard

NGR 500-11ANGI 10-8101
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DCI
Defense Critical Infrastructure

DCIP
Defense Critical Infrastructure Program

DHS
Department of Homeland Security

DoD
Department of Defense

DODD
Department of Defense Directive

Dam
Department of Defense Instruction

DSCA
Defense Support of Civil Authorities

EMAC
Emergency Management Assistance Compact

EMEDS
Expeditionary Medical Support

EOC
Emergency Operations Center

EP
Emergency Preparedness

ESF
Emergency Support Function

FP
Force Protection

FSRT
Fatality & Services Recovery Response Team

lID
Homeland Defense

HQ
Headquarters

HS
Homeland Security

HSPD
Homeland Security Presidential Directive

lAW
In Accordance With
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ICS
Incident Command System

1M
Incident Management

ISR
Intelligence, Surveillance, and Reconnaissance

JA
Judge Advocate

JCCSE
Joint CONUS Communications Support Environment

JFC
Joint Force Commander

JFHQ-State
Joint Force Headquarters - State

JOA
Joint Operations Area

JOC
Joint Operations Center

JP
Joint Publication

JRSOI
Joint Reception, Staging, Onward movement, and Integration

JTF
Joint Task Force

JTF-State
Joint Task Force - State

LEA
Law Enforcement Agency

MAFFS
Modular Airborne Fire Fighting System

NCI&KA
National Critical Infrastructure and Key Assets

NCR
National Capital Region

NG
National Guard

NGR 500-11ANGI 10-8101
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NGB
National Guard Bureau

NGBDJS
Director of the Joint Staff of the National Guard Bureau

NGB-J3IDO
National Guard Bureau Director of Dornestic Operations

NGCD
National Guard Couuterdrug program

NGCS
National Guard Civil Support

NGDO
National Guard Domestic Operations

NGO
Nongovernmental Organization

NGR
National Guard Regulation

NGRF
National Guard Reaction Force

NIMS
National Incident Management System

NORAD
North American Aerospace Defense Command

NRF
National Response Framework

NRP
National Response Plan

NSSE
National Special Security Event

OSD
Office of the Secretary of Defense

PA
Public Affairs

PAM
Pamphlet

PAO
Public Affairs Officer

PCA
Posse Comitatus Act
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RC
Reserve Component

RUF
Rules for the Use afForce

SAR
Search And Rescue

SeeDef
Secretary of Defense

TAG
The Adjutant General

USAFR
United States Air Force Reserve

USA
United States Anny

USAR
United States Anny Reserve

USCG
United States Coast Guard

USCGR
United States Coast Guard Reserve

USG
United States Government

USMC
United States Marine Corps

USMCR
United States Marine Corps Reserve

USNORTHCOM
United States Northern Command

USN
United States Navy

USNR
United States Navy Reserve

WMD
Weapons of 1.1ass Destruction

WMD-CST
Weapons of Mass Destruction - Civil Support Team

NGR 500-11ANGI 10-8101
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Section II
Terms

13 June 2008

Air National Guard
That part of the federally recognized organized militia of the several states that is an air force, is trained, and has its
officers appointed under the sixteenth clause of section 8, Article I of the Constitution; and is organized, anned, and
equipped wholly or partly at Federal expense. (AR 130-5/AFMD 10)

Air National Guard of the United States
The Reserve Component of the Air Force, all of whose members are members of the Air National Guard. (Title 10
US Code, § 101)

Antiterrorism
Defensive measures used to reduce the vulnerability of individuals and property to terrorist acts, to include limited
response and containment by local military and civilian forces. Also called AT. (DoD, JP 1-02)

Army National Guard
That part of the federally recognized organized militia of the several states that is a land force, is trained, and has its
officers appointed under the sixteenth clause of section 8, Article I of the Constitution; and is organized, anned, and
equipped wholly or partly at Federal expense. (AR 130-5/AFMD 10)

Army National Guard ofthe United States
The Reserve Component of the Army, all of whose members are members of the Army National Guard. (Title 10
US Code, § 101)

Civil Authorities
Those elected and appointed officers and employees who constitute the government of the United States, the
governments of the 50 states, the District of Columbia, the Commonwealth of Puerto Rico, United States
possessions and territories, and political subdivisions thereof (DoD, JP 1-02)

Civil Support
Department of Defense support to civil authorities for domestic emergencies, and for designated law enforcement
and other activities. Also called CS. (DoD, JP 1-02)

Counterdrug
Those active measures taken to detect, monitor, and counter the production, trafficking, and use of illegal drugs.
Also called CD and counternarcotics (CN). (DoD, JP 1-02)

Counterterrorism
Operations that include the offensive measures taken to prevent, deter, preempt, and respond to terrorism. Also
called CT. (DoD, JP 1-02)

Critical Infrastructure Protection
Actions taken to prevent, remediate, or mitigate the risks resulting from vulnerabilities of critical infrastructure
assets. Depending on the risk, these actions could include: changes in tactics, techniques, or procedures; adding
redundancy; selection of another asset; isolation or hardening; guarding, etc. Also called CIP. (DoD, JP 1-02)

Defense Support of Civil Authorities
Civil support provided under the auspices of the National Response Plan. Also called DSCA (DoD, JP 1-02)

Force Protection
Preventive measures taken to mitigate hostile actions against military personnel (to include family members),
resources, facilities, and critical information. Force Protection does not include actions to defeat the enemy or
protect against accidents, weather, or disease. Also called FP.
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Homeland
The physical region that includes the continental United States, Alaska, Hawaii, United States possessions and
territories, and surrounding territorial waters and airspace. (DoD, JP 1-02)

Homeland Defense
The protection of United States sovereignty, territory, domestic population, and critical defense infrastructure
against external threats and aggression or other threats as directed by the President Also called HD. (DoD, JP 1
02)

Homeland Defense Activity
An activity undertaken for the military protection of the territory or domestic population of the United States, or of
infrastructure or other assets of the United States determined by the Secretary of Defense as being critical to national
security, from a threat or aggression against the United States. (Title 32 U.S. Code, § 901)

Homeland Security
A concerted national effort to prevent terrorist attacks within the United States; reduce America's vulnerability to
terrorism, major disasters, and other emergencies; and minimize the damage and recover from attacks, major
disasters, and other emergencies that occur. Also called HS. (DoD, JP 1-02)

Joint Reception, Staging, Onward movement, and Integration
A phase of joint force projection occurring in the operational area. This phase comprises the essential processes
required to transition arriving personnel, equipment, and materiel into forces capable of meeting operational
requirements. Also called JRSOI. (DoD, JP 1-02)

National Guard
The Army National Guard and the Air National Guard. (Title 10 U.S. Code, § 101)

National Guard Civil Support
Support provided by the National Guard of the several states while in State Active Duty status or Title 32 duty status
to civil authorities for domestic emergencies, and for designated law enforcement and other activities. Also called
NGCS.

National Guard Domestic Operations
The training, planning, preparing, and operating of National Guard units and forces conducted in the Homeland.
Also called NGDO.

Primary Agency
The federal department or agency assigned primary responsibility for managing and coordinating a specific
emergency support function in the National Response Plan. (DoD, JP 1-02)

Rules for the Use of Force
Directives issued to guide military forces on the use of force during various operations. These directives may take
the form of execute orders, deployment orders, memoranda of agreement, or plans. Also called RUF.

Several States
The 50 states, Commonwealth of Puerto Rico, Guam, the District of Columbia, and the Virgin Islands. (AR 130
5/AFMD 10)

U.S. Person
For intelligence purposes, a U.S. person is defined as one of the following: (I) a U.S. citizen; (2) an alien known by
the intelligence agency concerned to be a penn anent resident alien; (3) an unincorporated association substantially
composed of u.s. citizens or penn anent resident aliens; or (4) a corporation incorporated in the United States,
except for those directed and controlled by a foreign government or governments. (DoD, JP 1-02)
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Weapons of Mass Destruction
Weapons that are capable of a high order of destruction and/or of being used in such a manner as to destroy large
numbers of people. Weapons of mass destruction can be high-yield explosives or nuclear, biological, chemical, or
radiological weapons, but exclude the means of transporting or propelling the weapon where such means is a
separable and divisible part of the weapon. Also called WMD. (DoD, JP 1-02)

Weapons of Mass Destruction- Civil Support Team
Joint National Guard (Army National Guard and Air National Guard) team established to deploy rapidly to assist a
local incident commander in determining the nature and extent of a weapons of mass destruction attack or incident;
provide expert technical advice on weapons of mass destruction response operations; and help identify and support
the arrival of follow-on state and federal military response assets. Also called WMD-CST. (DoD, JP 1-02)
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APPENDIX 5-9: Presidential Proclamation and EO 12804
 

See next page. 
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APPENDIX 5-10: Execution of Operation to Assist in Restoring Order to LA 
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APPENDIX 5-11:  JTF Los Angeles Legal AAR June 1992 

See next page. 
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APPENDIX 6 

COUNTERDRUG OPERATIONS 

APPENDIX 6-1: 10 U.S.C. § 124 – Detection and Monitoring of Maritime 

Transit of Illegal Drugs: DoD to be Lead Agency 

§ 124. Detection and monitoring of aerial and maritime transit of illegal drugs: 

Department of Defense to be lead agency 

(a) Lead agency.

   (1) The Department of Defense shall serve as the single lead agency of the Federal 

Government for the detection and monitoring of aerial and maritime transit of illegal 

drugs into the United States.

   (2) The responsibility conferred by paragraph (1) shall be carried out in support of the 

counter-drug activities of Federal, State, local, and foreign law enforcement agencies. 

(b) Performance of detection and monitoring function.

   (1) To carry out subsection (a), Department of Defense personnel may operate equipment 

of the Department to intercept a vessel or an aircraft detected outside the land area of the 

United States for the purposes of--

      (A) identifying and communicating with that vessel or aircraft; and

 (B) directing that vessel or aircraft to go to a location designated by appropriate civilian 

officials.

   (2) In cases in which a vessel or an aircraft is detected outside the land area of the United 

States, Department of Defense personnel may begin or continue pursuit of that vessel or 

aircraft over the land area of the United States. 

(c) United States defined. In this section, the term "United States" means the land area of 

the several States and any territory, commonwealth, or possession of the United States. 

APPENDIX 6-2: 10 U.S.C. § 379 – Assignment of Coast Guard Personnel to 

Naval Vessels for Law Enforcement 

§ 379. Assignment of Coast Guard personnel to naval vessels for law enforcement purposes 

(a) The Secretary of Defense and the Secretary of Homeland Security shall provide that there be 

assigned on board every appropriate surface naval vessel at sea in a drug-interdiction area 

members of the Coast Guard who are trained in law enforcement and have powers of the Coast 

Guard under title 14, including the power to make arrests and to carry out searches and seizures. 

(b) Members of the Coast Guard assigned to duty on board naval vessels under this section shall 

perform such law enforcement functions (including drug-interdiction functions)— 
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(1) as may be agreed upon by the Secretary of Defense and the Secretary of Homeland Security; 

and 

(2) as are otherwise within the jurisdiction of the Coast Guard. 

(c) No fewer than 500 active duty personnel of the Coast Guard shall be assigned each fiscal year 

to duty under this section. However, if at any time the Secretary of Homeland Security, after 

consultation with the Secretary of Defense, determines that there are insufficient naval vessels 

available for purposes of this section, such personnel may be assigned other duty involving 

enforcement of laws listed in section 374 (b)(4)(A) of this title. 

(d) In this section, the term ―drug-interdiction area‖ means an area outside the land area of the 
United States (as defined in section 374 (b)(4)(B) of this title) in which the Secretary of Defense 

(in consultation with the Attorney General) determines that activities involving smuggling of 

drugs into the United States are ongoing. 

APPENDIX 6-3: 14 U.S.C. § 89 - Law Enforcement (Coast Guard) 

14 U.S.C. §89 (2001) 

Coast Guard 

Sec. 89. Law enforcement 

(a) The Coast Guard may make inquiries, examinations, inspections, searches, seizures, and arrests upon the high 

seas and waters over which the United States has jurisdiction, for the prevention, detection, and suppression of 

violations of laws of the United States. For such purposes, commissioned, warrant, and petty officers may at any 

time go on board of any vessel subject to the jurisdiction, or to the operation of any law, of the United States, 

address inquiries to those on board, examine the ship's documents and papers, and examine, inspect, and search the 

vessel and use all necessary force to compel compliance. When from such inquiries, examination, inspection, or 

search it appears that a breach of the laws of the United States rendering a person liable to arrest is being, or has 

been committed, by any person, such person shall be arrested or, if escaping to shore, shall be immediately pursued 

and arrested on shore, or other lawful and appropriate action shall be taken; or, if it shall appear that a breach of the 

laws of the United States has been committed so as to render such vessel, or the merchandise, or any part thereof, on 

board of, or brought into the United States by, such vessel, liable to forfeiture, or so as to render such vessel liable to 

a fine or penalty and if necessary to secure such fine or penalty, such vessel or such merchandise, or both, shall be 

seized. 

(b) The officers of the Coast Guard insofar as they are engaged, pursuant to the authority contained in this section, in 

enforcing any law of the United States shall: 

(1) be deemed to be acting as agents of the particular executive department or independent establishment 

charged with the administration of the particular law; and 

(2) be subject to all the rules and regulations promulgated by such department or independent establishment 

with respect to the enforcement of that law. 

(c) The provisions of this section are in addition to any powers conferred by law upon such officers, and not in 

limitation of any powers conferred by law upon such officers, or any other officers of the United States. 

Source 

(Aug. 4, 1949, ch. 393, 63 Stat. 502; Aug. 3, 1950, ch. 536, Sec.1, 64 Stat. 406.) 

UPDATE: None 
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APPENDIX 6-4: 32 U.S.C. § 112 - National Guard Funding 

32 U.S.C. §112 (2002) 

National Guard 

Sec. 112. Drug interdiction and counter-drug activities 

(a) Funding Assistance. - The Secretary of Defense may provide funds to the Governor of a State who submits to 

the Secretary a State drug interdiction and counter-drug activities plan satisfying the requirements of subsection 

(c). Such funds shall be used for the following:  

(1) The pay, allowances, clothing, subsistence, gratuities, travel, and related expenses, as authorized by State law, of 

personnel of the National Guard of that State used, while not in Federal service, for the purpose of drug interdiction 

and counter-drug activities. 

(2) The operation and maintenance of the equipment and facilities of the National Guard of that State used for the 

purpose of drug interdiction and counter-drug activities. 

(3) The procurement of services and equipment, and the leasing of equipment, for the National Guard of that State 

used for the purpose of drug interdiction and counter-drug activities. However, the use of such funds for the 

procurement of equipment may not exceed $5,000 per item, unless approval for procurement of equipment in excess 

of that amount is granted in advance by the Secretary of Defense. 

(b) Use of Personnel Performing Full-Time National Guard Duty. 

(1) Under regulations prescribed by the Secretary of Defense, personnel of the National Guard of a State may, in 

accordance with the State drug interdiction and counter-drug activities plan referred to in subsection (c), be 

ordered to perform full-time National Guard duty under section 502(f) of this title for the purpose of carrying out 

drug interdiction and counter-drug activities. 

(2)(A) A member of the National Guard serving on full-time National Guard duty under orders authorized under 

paragraph (1) shall participate in the training required under section 502(a) of this title in addition to the duty 

performed for the purpose authorized under that paragraph. The pay, allowances, and other benefits of the 

member while participating in the training shall be the same as those to which the member is entitled while 

performing duty for the purpose of carrying out drug interdiction and counter-drug activities. The member is not 

entitled to additional pay, allowances, or other benefits for participation in training required under section 

502(a)(1) of this title. 

(B) Appropriations available for the Department of Defense for drug interdiction and counter-drug activities may be 

used for paying costs associated with a member's participation in training described in subparagraph (A). The 

appropriation shall be reimbursed in full, out of appropriations available for paying those costs, for the amounts 

paid. Appropriations available for paying those costs shall be available for making the reimbursements. 

(C) To ensure that the use of units and personnel of the National Guard of a State pursuant to a State drug 

interdiction and counter-drug activities plan does not degrade the training and readiness of such units and personnel, 

the following requirements shall apply in determining the drug interdiction and counter-drug activities that units and 

personnel of the National Guard of a State may perform:  

(i) The performance of the activities may not adversely affect the quality of that training or otherwise interfere with 

the ability of a member or unit of the National Guard to perform the military functions of the member or unit. 

(ii) National Guard personnel will not degrade their military skills as a result of performing the activities. 

(iii) The performance of the activities will not result in a significant increase in the cost of training. 

(iv) In the case of drug interdiction and counter-drug activities performed by a unit organized to serve as a unit, the 

activities will support valid unit training requirements. 

(3) A unit or member of the National Guard of a State may be used, pursuant to a State drug interdiction and 

counter-drug activities plan approved by the Secretary of Defense under this section, to provide services or other 

assistance (other than air transportation) to an organization eligible to receive services under section 508 of this title 

if 

(A) the State drug interdiction and counter-drug activities plan specifically recognizes the organization as being 

eligible to receive the services or assistance;  

(B) in the case of services, the performance of the services meets the requirements of paragraphs (1) and (2) of 

subsection (a) of section 508 of this title; and 

(C) the services or assistance is authorized under subsection (b) or (c) of such section or in the State drug 

interdiction and counter-drug activities plan. (c) Plan Requirements. - A State drug interdiction and counter-drug 

activities plan shall 
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(1) specify how personnel of the National Guard of that State are to be used in drug interdiction and counter-drug 

activities;  

(2) certify that those operations are to be conducted at a time when the personnel involved are not in Federal service; 

(3) certify that participation by National Guard personnel in those operations is service in addition to training 

required under section 502 of this title;  

(4) certify that any engineer-type activities (as defined by the Secretary of Defense) under the plan will be 

performed only by units and members of the National Guard;  

(5) include a certification by the Attorney General of the State (or, in the case of a State with no position of Attorney 

General, a civilian official of the State equivalent to a State attorney general) that the use of the National Guard of 

the State for the activities proposed under the plan is authorized by, and is consistent with, State law; and 

(6) certify that the Governor of the State or a civilian law enforcement official of the State designated by the 

Governor has determined that any activities included in the plan that are carried out in conjunction with Federal law 

enforcement agencies serve a State law enforcement purpose. 

(d) Examination of Plan. – 
(1) Before funds are provided to the Governor of a State under this section and before members of the National 

Guard of that State are ordered to full-time National Guard duty as authorized in subsection (b), the Secretary of 

Defense shall examine the adequacy of the plan submitted by the Governor under subsection (c). The plan as 

approved by the Secretary may provide for the use of personnel and equipment of the National Guard of that State to 

assist the Immigration and Naturalization Service in the transportation of aliens who have violated a Federal or State 

law prohibiting or regulating the possession, use, or distribution of a controlled substance. 

(2) Except as provided in paragraph (3), the Secretary shall carry out paragraph (1) in consultation with the Director 

of National Drug Control Policy. 

(3) Paragraph (2) shall not apply if 

(A) the Governor of a State submits a plan under subsection (c) that is substantially the same as a plan submitted for 

that State for a previous fiscal year; and 

(B) pursuant to the plan submitted for a previous fiscal year, funds were provided to the State in accordance with 

subsection (a) or personnel of the National Guard of the State were ordered to perform full-time National Guard 

duty in accordance with subsection (b). 

(e) Exclusion From End-Strength Computation. - Members of the National Guard on active duty or full-time 

National Guard duty for the purposes of administering (or during fiscal year 1993 otherwise implementing) this 

section shall not be counted toward the annual end strength authorized for reserves on active duty in support of the 

reserve components of the armed forces or toward the strengths authorized in sections 12011 and 12012 of title 10. 

(f) End Strength Limitation. – 
(1) Except as provided in paragraph (2), at the end of a fiscal year there may not be more than 4000 members of the 

National Guard 

(A) on full-time National Guard duty under section 502(f) of this title to perform drug interdiction or counter-drug 

activities pursuant to an order to duty for a period of more than 180 days; or 

(B) on duty under State authority to perform drug interdiction or counter-drug activities pursuant to an order to duty 

for a period of more than 180 days with State pay and allowances being reimbursed with funds provided under 

subsection (a)(1). (2) The Secretary of Defense may increase the end strength authorized under paragraph (1) by not 

more than 20 percent for any fiscal year if the Secretary determines that such an increase is necessary in the national 

security interests of the United States. 

(g) Annual Report. - The Secretary of Defense shall submit to Congress an annual report regarding assistance 

provided and activities carried out under this section during the preceding fiscal year. The report shall include the 

following:  

(1) The number of members of the National Guard excluded under subsection (e) from the computation of end 

strengths. 

(2) A description of the drug interdiction and counter-drug activities conducted under State drug interdiction and 

counter-drug activities plans referred to in subsection (c) with funds provided under this section. 

(3) An accounting of the amount of funds provided to each State. 

(4) A description of the effect on military training and readiness of using units and personnel of the National Guard 

to perform activities under the State drug interdiction and counter-drug activities plans. 
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(h) Statutory Construction. - Nothing in this section shall be construed as a limitation on the authority of any unit of 

the National Guard of a State, when such unit is not in Federal service, to perform law enforcement functions 

authorized to be performed by the National Guard by the laws of the State concerned. 

(i) Definitions. - For purposes of this section:  

(1) The term ''drug interdiction and counter-drug activities'', with respect to the National Guard of a State, means the 

use of National Guard personnel in drug interdiction and counter-drug law enforcement activities, including drug 

demand reduction activities, authorized by the law of the State and requested by the Governor of the State. 

(2) The term ''Governor of a State'' means, in the case of the District of Columbia, the Commanding General of the 

National Guard of the District of Columbia. 

(3) The term ''State'' means each of the several States, the District of Columbia, the Commonwealth of Puerto Rico, 

or a territory or possession of the United States.

SOURCE- (Added Pub. L. 101-189, div. A, title XII, Sec. 1207(a)(1), Nov. 29, 1989, 103 Stat. 1564; amended Pub. 

L. 102-25, title VII, Sec. 703, Apr. 6, 1991, 105 Stat. 118; Pub. L. 102-396, title IX, Sec. 9099A, Oct. 6, 1992, 106 

Stat. 1926; Pub. L. 104-106, div. A, title X, Sec. 1021, Feb. 10, 1996, 110 Stat. 426; Pub. L. 104-208, div. C, title 

VI, Sec. 660, Sept. 30, 1996, 110 Stat. 3009-720; Pub. L. 105-85, div. A, title X, Sec. 1031, Nov. 18, 1997, 111 

Stat. 1880; Pub. L. 105-261, div. A, title X, Sec. 1022, Oct. 17, 1998, 112 Stat. 2120; Pub. L. 106-65, div. A, title 

X, Sec. 1021, Oct. 5, 1999, 113 Stat. 746.)

PRIOR PROVISIONS Similar provisions were contained in Pub. L. 100-456, div. A, title XI, Sec. 1105, Sept. 29, 

1988, 102 Stat. 2047, which was set out as a note under section 374 of Title 10, Armed Forces, prior to repeal by 

Pub. L. 101-189, Sec. 1207(b). 

UPDATE: None 

APPENDIX 6-5: National Defense Authorization Act of 1991, Pub. L. No. 101-

510, §1004 (1991) (as amended) 

Pub. L. No. 101-510 (1991) (as amended) 

SEC. 1004. ADDITIONAL SUPPORT FOR COUNTER-DRUG ACTIVITIES 

(a) SUPPORT TO OTHER AGENCIES- During fiscal year 1991, the Secretary of Defense may provide 

support for the counter-drug activities of any other department or agency of the Federal Government or of 

any State, local, or foreign law enforcement agency for any of the purposes set forth in subsection (b) if 

such support is requested-

(1) by the official who has responsibility for the counter-drug activities of the department or 

agency of the Federal Government, in the case of support for other departments or agencies of the 

Federal Government; 

(2) by the appropriate official of a State or local government, in the case of support for State or 

local law enforcement agencies; or 

(3) by an appropriate official of a department or agency of the Federal Government that has 

counter-drug responsibilities, in the case of support for foreign law enforcement agencies. 

(b) TYPES OF SUPPORT- The purposes for which the Secretary may provide support under subsection (a) 

are the following: 

(1) The maintenance and repair of equipment that has been made available to any department or 

agency of the Federal Government or to any State or local government by the Department of 

Defense for the purposes of-

(A) preserving the potential future utility of such equipment for the Department of 

Defense; and 

(B) upgrading such equipment to ensure compatibility of that equipment with other 

equipment used by the Department of Defense. 
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APPENDIX 6: COUNTERDRUG OPERATIONS 

(2) The maintenance, repair, or upgrading of equipment (including computer software), other than 

equipment referred to in subparagraph (A) for the purpose of-

(A) ensuring that the equipment being maintained or repaired is compatible with 

equipment used by the Department of Defense; and 

(B) upgrading such equipment to ensure the compatibility of that equipment with 

equipment used by the Department of Defense. 

(3) The transportation of personnel of the United States and foreign countries (including per diem 

expenses associated with such transportation), and the transportation of supplies and equipment, 

for the purpose of facilitating counter-drug activities within or outside the United States. 

(4) The establishment (including unspecified minor construction) and operation of bases of 

operations or training facilities for the purpose of facilitating counter-drug activities within or 

outside the United States. 

(5) Counter-drug related training of law enforcement personnel of the Federal Government, of 

State and local governments, and of foreign countries, including associated support expenses for 

trainees and the provision of materials necessary to carry out such training. 

(6) Aerial and ground reconnaissance outside, at, or near the borders of the United States. 

(7) Construction of roads and fences and installation of lighting to block drug smuggling corridors 

across international boundaries of the United States. 

(8) Establishment of command, control, communications, and computer networks for improved 

integration of law enforcement, active military, and National Guard activities. 

(c) CONTRACT AUTHORITY- In carrying out subsection (a), the Secretary of Defense may acquire 

services or equipment by contract for support provided under that subsection if the Department of Defense 

would normally acquire such services or equipment by contract for the purpose of conducting a similar 

activity for the Department of Defense. 

(d) LIMITED WAIVER OF PROHIBITION- Notwithstanding section 376 of title 10, United States Code, 

the Secretary of Defense may provide support pursuant to subsection (a) in any case in which the Secretary 

determines that the provision of such support would adversely affect the military preparedness of the 

United States in the short term if the Secretary determines that the importance of providing such support 

outweighs such short-term adverse effect. 

(e) CONDUCT OF TRAINING OR OPERATION TO AID CIVILIAN AGENCIES- In providing support 

pursuant to subsection (a), the Secretary of Defense may plan and execute otherwise valid military training 

or operations (including training exercises undertaken pursuant to section 1206(a) of the National Defense 

Authorization Act for Fiscal Years 1990 and 1991 (Public Law 101-189; 103 Stat. 1564)) for the purpose 

of aiding civilian law enforcement agencies. 

(f) RELATIONSHIP TO OTHER LAWS- (1) The authority provided in this section for the support of 

counter-drug activities by the Department of Defense is in addition to, and except as provided in paragraph 

(2), not subject to the requirements of chapter 18 of title 10, United States Code. 

(2) Support under this section shall be subject to the provisions of section 375 and, except as provided in 

subsection (d), section 376 of title 10, United States Code. 

(g) AVAILABILITY OF FUNDS- Of the amount made available for operation and maintenance under 

section 1001(1), $50,000,000 shall be available to the Secretary of Defense for the purpose of carrying out 

this section. 
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APPENDIX 6-6: CJCSI 3710.01B, DoD Counterdrug Support 

SEE NEXT PAGE. 
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CHAIRMAN OF THE JOINT
CHIEFS OF STAFF

INSTRUCTION

Directive current as of 28 January 2008

J-3
DISTRIBUTION: A, C, S

DOD COUNTERDRUG SUPPORT

CJCSI371O.01B
26 January 2007

References: See Enclosure B.

1. Purpose. This instruction promulgates Secretary of Defense (SecDel]
delegation of authority to approve counterdrug (CD) operational support
missions. It also provides, in accordance with (lAW) the National Defense
Authorization Act for 2002, as amended, instructions on authorized types of
DOD CD support to law enforcement agencies (LEA), other government
agencies, and foreign nations.

2. Cancellation. This instruction cancels CJCSI 371O.01A, 30 March 2004.

3. Aoohcablhty. This instruction is applicable to Military Departments and
combatant commands and subordinate organizations conducting and
supporting CD operations.

4. Policy. See Enclosure A.

5. Definitions. See the Glossary. Abbreviations and acronyms are established
throughout the text in Enclosure A.

6. Responsibilities. See Enclosure A.

7. Summary of Changes. Pursuant to SeeDef discretion, this instruction:

a. Provides authority and guidance to CDRUSSOUTHCOM for domestic
CD/law enforcement activities as a result of the 2006 Unified Command Plan
expanding USSOUTHCOM's area of responsibility to include Puerto Rico and
the US Virgin Islands.

b. Promulgates SecDef authority to Military Department Secretaries to
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relinquish forces to CDRUSNORTHCOM to exercise TACON to conduct CD
operational support to US LEAs for missions that have combatant commander
approval delegation.

8. Releasability. This instruction is approved for public release; distribution is
unlimited. DOD components (including the combatant commands), other
federal agencies, and the public may obtain copies of this instruction through
the Internet from the CJCS Directives Home Page-
http://www.dtic.mil/cjcs_directives. Copies are also available through the
Government Printing Office on the Joint Electronic Library CD-ROM.

9. Effective Date. This instruction is effective upon receipt.

For the Chairman of the Joint Chiefs of Staff:

~~~
WALTER L. SHARP
Lieutenant General, USA
Director, Joint Staff

Enclosures:

A - DOD Counterdrug Operational Support
B - References
GL - Glossary

2
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DISTRIBUTION

Distribution A and C, plus the following:

Secretary of Defense 2
Secretary of State 2
Chairman of the Joint Chiefs of Staff.. 1
Attorney General, Department of Justice 2
Secretary of Agriculture (Law Enforcement and Investigations) 2
Secretary of the Interior (Ranger Activity Division) 2
Secretary of Homeland Security 2
Secretary of the Treasury 2
Director, Office of National Drug Control and Policy 2
Director, Central Intelligence Agency 2
Commander, North American Aerospace Defense Command 2
Commander, United States Northern Command 2
Chief, National Guard Bureau 1
Director, Defense Intelligence Agency 2
Director, Defense Information Systems Agency 2
Director, Defense Logistics Agency 1
Director, National Geospatial - Intelligence Agency 2
Director, National Security Agency 2
Chief, Information Management Division, Joint Secretariat, Joint Staff.. 2
President, National Defense University 1
President, Naval War College 1
United States Coast Guard 2
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ENCLOSURE A

DOD COUNTERDRUG OPERATIONAL SUPPORT

1. General

a. This instruction supersedes CJCSI 3710.0 lA, 30 March 2004, "DOD
Counterdrug Support." The Secretary of Defense has delegated authority, as
specified in CJCS message 190050Z Dec 91 (hereby superseded) (reference r),
to the geographic combatant commanders (GCCs) to approve requests for DOD
CD support to the following agencies:

(1) Domestic LEAs, including US federal, state, territorial, tribal, and
local agencies.

(2) Other US government departments or agencies with CD
responsibilities.

(3) Foreign law enforcement agencies with CD responsibilities, including
foreign military forces with CD responsibilities pursuant to requests from US
federal LEAs or other US government agencies with CD responsibilities.

b. The Secretary of Defense retains approval authority for all CD support
not specifically delegated and outlined in this instruction. The Secretary of
Defense expressly reserves approval authority for:

(1) All DOD support requiring the transfer of operational control
(OPCON) of forces between combatant commanders, except as otherwise
described and delegated herein.

(2) Requests for listening and observation posts and mobile patrols.

(3) Requests (pursuant to reference b, section 1004(b)(6) (as amended),
or otherwise) to target or track suspicious buildings, vehicles, vessels, or
persons in the United States to provide their continuing coordinates to LEAs or
to conduct systematic and deliberate observation on a continuing basis, unless
the activity is a proper continuation of an approved ground, aerial, or maritime
detection and monitoring mission under provisions of 10 USC 124 (reference
a). The restriction against these types of activities (see reference c and 18 USC
1385) is not intended to preclude approval of continuing visual observation
from a fixed point on the ground as a part of otherwise approved military
training missions but may limit it.

(4) Requests (pursuant to reference b, section 1004(b)(6) (as amended))
for the monitoring of suspected illegal drug air, sea, and surface traffic bound

A-I Enclosure A
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for the United States (for handoff to an LEA) first detected outside the
boundary of the United States to within 25 miles of US territory (including 25
miles from the 12 nautical mile territorial sea limit).

2. DOD Support Not Covered By This Instruction. This instruction does not
apply to the following activities:

a. Detection and Monitoring (D&M). D&M operations are military missions
conducted to detect and track the aerial and maritime transit of illegal drugs
into the United States, under the authority of 10 USC 124. Although not
conducted at their request, D&M operations support the CD enforcement
efforts of federal, state, local, and foreign LEAs. GCCs are delegated the
authority to conduct D&M within their AORs with theater-assigned forces.
However, D&M missions conducted under the authority of 10 USC 124
(reference a), using forces not assigned to the GCC, are addressed in separate
execute orders and not covered by this instruction.

b. Request from law enforcement to use DOD equipment without operators
or to use DOD buildings or facilities. Requests for this support will be
processed lAW departmental and agency regulations and procedures.

c. Military working dog support (reference pl.

d. Sensitive support to special activities (reference q).

3. DOD CD Support. This instruction applies only to DOD CD support
specifically requested by LEAs provided by or involving DOD personnel in
connection with CD missions, including training and associated technical and
administrative support (as described in reference b, section 1004(a) (as
amended)). Types of CD support include the following:

a. Maintenance and repair of loaned defense equipment to preserve the
potential future utility or to upgrade to ensure compatibility of that equipment
(reference b, section 1004(b)(l) & (2) (as amended)).

b. Transportation support (reference b, section 1004(b)(3) (as amended)).

c. Establish and/or operate bases or training facilities (includes engineer
support) (reference b, section 1004(b)(4) (as amended)).

d. CD-related training oflaw enforcement personnel (reference b, section
1004(b)(5) (as amended)).

e. Detect, monitor, and communicate the movement of air and sea traffic
within 25 miles of and outside United States borders (reference b, section
1004(b)(6)(A) (as amended)).

A-2 Enclosure A
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f. Detect, monitor, and communicate the movement of surface traffic
detected outside US borders for up to 25 miles within the United States
(reference b, section 1004(b)(6)(B) (as amended)).

g. Engineering support (roads, fences, and lights) at US borders (reference
b, section 1004(b)(7) (as amended)).

h. Command, control, communications, computer, and intelligence (C4I)
and network support (reference b, section 1004(b)(8) (as amended)).

i. Linguist support (reference b, section 1004(b)(9) (as amended)).

j. Intelligence analyst support (reference b, section 1004(b)(9) (as
amended)).

k. Aerial reconnaissance support (reference b, section 1004(b)(1O) (as
amended)).

1. Ground reconnaissance support (reference b, section 1004(b)(1O) (as
amended)).

m. Diver support (10 USC 371).

n. Tunnel detection support (10 USC 371).

o. Use of military vessels for LEA operating bases by Coast Guard personnel
(10 USC 379).

p. Technology demonstrations (10 USC 380).

4. CD Support - General

a. Aerial Reconnaissance Support. GCCs may authorize the use of the
following:

(1) Radar and sensors, including synthetic aperture radar, forward
looking infrared, and electro-optic devices.

(2) Unmanned aerial vehicles.

(3) Aerial visual and photographic reconnaissance, and national
overhead and aerial imagery.

b. Ground Reconnaissance Support

A-3 Enclosure A
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(1) GCCs may authorize the use of the following:

(a) Unattended ground sensors.

(b) Ground surveillance radar.

(2) Initial detection and reporting of the presence or movement of
buildings, vehicles, vessels, or persons within surface areas is permitted.

c. Tunnel Detection Support. GCCs may approve missions to support LEA
tunnel detection operations lAW provisions within this instruction. DOD
personnel may not search, enter, or otherwise participate directly in law
enforcement operations.

d. Diver Support. During missions approved to conduct subsurface hull
inspections and training, divers may visually inspect and report to LEAs any
unusual physical hull configurations. Divers may not attempt entry or search,
or alter features detected.

e. Linguist Support and Intelligence Analyst Support. GCCs may approve
requests for support under the authority of reference b, section 1004(b)(9) (as
amended), subject to the requirements outlined in references c and d (for
intelligence analysts only) and concurrence by the Military Department or DOD
Component General Counsel. This delegation does not include the authority to
approve cryptologic support, real-time translation of oral or wire intercepts,
direct participation in interrogation activities, or the use of counterintelligence
assets for CD purposes.

f. Transportation Support

(1) GCCs may approve requests for CD activity-related transportation
support under the authority of reference b, section 1004(b)(3) (as amended),
subject to the policy guidance outlined in reference e. USTRANSCOM
concurrence is required for use of its assets for Special Assignment Airlift
Missions (SAAM) when inadequate airframes exist for equivalent priority DOD
missions. This delegation is constrained by subparagraph (4) below.

(2) GCCs may approve requests for transportation support under the
authority of 10 USC 374, pursuant to the procedures outlined in reference f
and the policy guidance outlined in reference e. Such transportation requests
must be coordinated with the Attorney General and, if the transportation is to
or from foreign locations, the Secretary of State. GCCs approving
transportation requests under this authority will provide notification to the
DOD Office of General Counsel (OGC). This delegation is constrained by
subparagraph (4) below.

A-4 Enclosure A
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(3) Except for extradition requests, federal LEA requests for
transportation support will be submitted to the supported GCC (or as further
delegated lAW this instruction) in whose area of responsibility the mission is to
originate. The responsible federal LEA, through its parent or national
headquarters, must forward extradition requests to the DOD Executive
Secretary, who will forward approved requests to the Joint Staff for action.

(4) GCCs are not authorized to approve transportation support in direct
tactical support of the operational portions of ongoing LEA or foreign LEA
operations, or of any activities where CD-related hostilities are imminent. If
criminal evidence or prisoners seized by LEAs are brought aboard DOD
aircraft, vehicles, or vessels being used to provide transportation support, such
evidence and/or prisoners will remain solely within the control and custody of
the LEAs.

g. Use of Military Vessels for LEA Operating Bases. The use of military
vessels as a base of operations for LEAs, except when approved under reference
b, requires SecDef and Attorney General approval. The Secretary of Defense
has not delegated authority to approve use of military vessels for LEA operating
bases in the territorial waters of a host nation (HN). Such approval
coordination will be pursued as the same manner in for linguist support
described in subparagraph 4.e. above and include prior notification to DOD
OGC.

h. Equipment Maintenance and Operation Support. Authority is delegated
to approve maintenance and operation support lAW references b and f but does
not include the cost of parts or equipment to be funded under reference b or
other sources.

i. Command, Control, Communications, Computer, and Intelligence (C4I)
and Network Support. Assistance in establishing and maintaining C41 and
networking support to provide improved integration of law enforcement, active
military, and National Guard activities will be lAW reference b, section
1004(b)(8) (as amended).

j. Technology Demonstrations. Technology demonstrations may be
conducted in coordination with the DOD Counternarco-Terrorism Technology
Program Office, and technology requirements may be developed based on
stated LEA needs (10 USC 380).

5. CD Support - Domestic

a. General Delegations. With regard to the general delegations in
paragraph 4 above and the delegations contained in this paragraph, the
Secretary of Defense has delegated approval authority to CDRUSNORTHCOM,
CDRUSSOUTHCOM, and CDRUSPACOM, as appropriate, for the following:
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(1) CD support involving no more than 400 personnel for anyone
mission.

(2) CD support not exceeding 179 days for anyone mission.

(3) DOD personnel are not authorized to accompany LEAs on actual CD
field operations nor may they participate in activities where CD-related
hostilities are imminent.

(4) CDRUSNORTHCOM/CDRUSSOUTHCOM/CDRUSPACOM will first
determine if the state (and/or territory) National Guard (title 32 forces) can
provide the requested support. If the state (and/or territory) National Guard
cannot provide the forces, CDRUSNORTHCOM/CDRUSSOUTHCOM/
CDRUSPACOM will determine if the request is feasible, supportable, and
consistent with DOD policy lAW reference g.

(5) GCCs/Military Departments may approve the transfer of their units,
personnel, and equipment to support Joint Task Force-North (JTF-N)/
USNORTHCOM CD missions. GCCs/Military Departments may delegate
approval authority. When approving support to JTF-N/USNORTHCOM, the
GCC/Military Department will determine whether or not the proposed mission
satisfies the readiness and military training value requirements of reference g.

b. CD-Related Training of Law Enforcement Personnel.
CDRUSNORTHCOM/CDRUSSOUTHCOM/CDRUSPACOM may approve
training for LEA personnel in the United States. Per reference g, no advanced
military training will be provided to LEA personnel. However, the US Army
Military Police School may continue to train LEA personnel in the Counterdrug
Special Reaction Team Course, Counterdrug Field Tactical Police Operations
Training, and Counterdrug Marksman/Observer Course (reference g). On an
exceptional basis, CDRUSSOCOM may approve such training by special
operations forces (reference n).

c. Engineering Support. CDRUSNORTHCOM/CDRUSPACOM may approve
engineering support in the United States. Per reference g, military engineering
support is limited to the southwest border and defined as mobility and
countermobility (fences, lights, roads) efforts. This includes approval of
materiel purchases necessary to support DOD mission personnel but does not
include military construction or provision of other materials. See reference b,
section 1004(b)(7) (as amended).

6. CD Support - Foreign

a. General Delegations. With regard to the general delegations in
paragraph 4 above and the delegations contained in this paragraph, the
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Secretary of Defense has delegated approval authority for CD support outside
the United States; the Secretary of Defense has delegated approval authority
for CD support to GCCs for:

(1) Planning and Coordination Visits. Planning and coordination visits
to American Embassies (contingent on Embassy approval) may be conducted
with theater-assigned

(2) Intelligence Analyst Support. Intelligence analyst support may be
provided to US Ambassadors using theater-assigned forces (consistent with
references c and d). This approval is subject to DoD Component General
Counsel concurrence when military intelligence component and/or Military
Department personnel are used in support of LEAs, per reference c and
component's implementing directives:

(a) At respective US Embassies or consulates.

(b) At US regional analysis centers.

(3) Planning and Coordination Visits. Planning and coordination visits
of 10 personnel or less for 60 days or less to HN headquarters (contingent on
American Embassy approval) may be conducted with theater-assigned or
allocated forces to accomplish the GCC's D&M mission or to support the US
Ambassador's CD effort with expert advice or assistance to the US Country
Team.

(4) Linguist Support. Includes translator and interpreter support
consistent with reference c. This approval is subject to DoD Component
General Counsel approval when military intelligence components and/or
personnel are used to support LEAs, as defined in reference c and component
implementing directives. This delegation does not include authority to approve
cryptologic support, real-time translation of oral or wire intercepts, direct
participation in interrogation activities, or the use of counterintelligence assets
for CD purposes. Linguist missions to locations outside American Embassies
will be limited to short-duration visits (not to exceed 30 days) of no more than
10 persons to primary HN and US C4I headquarters for the express purpose of
accomplishing the mission of supporting the Ambassador's CD effort.

(5) CD-Related Training of Law Enforcement Personnel

(a) GCCs may approve CD-related training of foreign law enforcement
personnel requiring no more than 50 theater-assigned personnel for no more
than 45 days with HN and Country Team approval and notification.
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(b) GCCs may approve CD-related technical and administrative
support team deployments requiring no more than 25 personnel for no more
than 179 days with HN and Country Team approval and notification.

b. Transportation Support. Transportation, consistent with the provisions
of subparagraph 4.f., may be provided. Delegated authority does not authorize
supported GCCs to approve transportation support of personnel in direct
tactical support of the operational portions of ongoing LEA or foreign law
enforcement agency operations. If transportation support is provided to foreign
law enforcement agencies lAW reference b, additional notification to the Office
of the Secretary of Defense - Special Operations & Low-Intensity Conflict
(Counternarcotics), lAW subparagraph 8.k.(4.) of this CJCSI, will be sent in
order to facilitate required congressional and other notifications.

7. SecDef Pre-Approved CD Operational Support Plans. Supported GCCs may
approve LEA requests for operational support that are part of SecDef pre
approved operations, subject to the following:

a. Supported GCCs must gain approval of the overall concept of operations
from the Secretary of Defense prior to commencing operations. Supported
commanders (CDRs) will provide the concept of operations to the Joint Staff/J
3/JOD for review and DOD and interagency staffing at least 90 days prior to
the scheduled start date.

b. Proposed activities must be consistent with policy, fiscal, and legal
constraints.

c. Foreign CD operational support must have HN and US Ambassador
approval.

d. Supporting GCC and/or Military Department coordination concerning
resource availability, deployment times, and dates are required prior to
forwarding plan for approval.

e. SecDef approval of the overall plan authorizes the supported GCCs to
issue deployment and execute orders and to approve participants' travel for
coordinating mission details.

f. Requests for location changes, mission changes, and mission extensions
to the approved plan that exceed the authority of the GCCs delegated in this
instruction will be forwarded to the Joint Staff/J-3 for action.

g. The supported GCC must provide notification lAW subparagraph 8.1.,
within the required timeframes (whenever feasible), prior to executing each
specific support activity that is a part of pre-approved operations plan (whether
involving one or several countries).
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h. Requests to conduct planned reconnaissance support will be submitted
lAW reference h, if applicable.

8. Coordinating Instructions

a. DOD Support Requests. Requests for DOD CD support to a department
or agency of the federal government must originate with an appropriate
department or agency official responsible for CD activities. Request for DOD
CD support to a state or local government agency must come from an
appropriate official of the state or local government agency. Support to foreign
law enforcement agencies must be requested by an official of a department or
agency of the US federal government who has CD responsibilities and must
have the concurrence of the US Ambassador of the HN in which the mission
will be conducted as well as concurrence of an appropriate HN CD authority.
See reference b, section 1004(a) (as amended).

b. LEA Support Request Processing

(1) Domestic LEA requests for DOD operational and other types of CD
support will be submitted through JTF-N (or lAW CDRUSNORTHCOM policy)
for the continental United States and Alaska; CDRUSSOUTHCOM for Puerto
Rico and the US Virgin Islands (or lAW CDRUSSOUTHCOM policy);
CDRUSPACOM for Hawaii (or lAW CDRUSPACOM policy); or the appropriate
state National Guard (NG) CD coordinator.

(2) Foreign requests for DOD operational and other types of CD support
should be submitted directly to the appropriate joint interagency task force or
supported commander for consideration.

(3) lAW references g and i, the following criteria must be met before
requests for DOD support are approved.

(a) The requested support must have a valid CD activities nexus.

(b) Each request for domestic CD operational support and other types
of CD support must originate with a federal, state, or local government agency
that has responsibility for CD operations. Support to foreign LEAs must
originate with a US federal LEA or federal agency with CD responsibilities per
reference b, section 1004(a) (as amended).

(c) Each request must solicit support that the Department of Defense
is authorized to provide pursuant to law and subject to the provisions of this
instruction.
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(d) Support must clearly assist the requesting agency with the CD
activities of the agency.

(e) Support must be consistent with DOD implementation of the
National Drug Control Strategy.

(f) All approved CD operational and other types of CD support must
have military training value to the supporting unit or be consistent with DOD
policy.

(g) Active duty (Title 10) forces will not be used for continuing,
ongoing, long-term operational support commitments at the same domestic
location.

c. LEA Fixed-Winged Transportation Support Requests. The supported
GCC has approval authority, with USTRANSCOM and Deputy Assistant
Secretary of Defense for Counternarcotics concurrence, for use of
USTRANSCOM assets for SAAM missions, for fIxed-wing transportation
support to federal LEAs (reference e).

(1) DOD policy is to support Federal, state, and local LEA transportation
requests to the maximum extent possible. State and local LEAs requesting
fIxed-wing transportation support must fIrst submit requests to their state NG
CD coordinators. If the NG cannot provide the support, state or local LEAs
should coordinate with a Federal LEA to sponsor and forward their request to
the Department of Defense for consideration. Federal LEA requests and
Federal LEA-sponsored requests for controlled deliveries and other personnel
and equipment movements should be submitted in writing by the
national/Washington, D. C., headquarters of the requesting department or
agency and should be signed by the national-level director of operations or
other equivalent authority.

(2) Requests should include required date, time, and location of pickup
and delivery points; detailed cargo and passenger descriptions; detailed
rationale for DOD support; and a 24-hour point of contact at the on-load and
off-load location.

(3) Priority of support is listed below and is lAW reference e.

(a) The fIrst priority will be controlled delivery requests that involve
on-going, real-time, time-sensitive operations, and a signifIcant amount of
drugs, or the disruption of a major organization.

(b) The second priority will be to support other personnel and
equipment movements that are directly linked to ongoing CD operations. To
the maximum extent possible, these missions will be supported with regularly
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scheduled channel aircraft. When necessary, because of mission requirements
and size of the load, dedicated aircraft (SAAM sorties) may be used to support
these missions. DOD will not support administrative-type movements, such as
conferences, routine personnel and equipment deliveries that can be
accomplished with commercial aircraft and other similar missions.

d. Intelligence Support Processing

(1) Information relevant to a violation of federal or state law that may be
incidentally collected by DOD in the United States during the normal course of
military training or operations in support of LEA per 10 USC 371 will not
constitute collection of intelligence if provided solely to the requesting LEA.
When the request for support to a civilian LEA, lAW DODD 5525.5 and this
CJCSI, involves foreign intelligence or counterintelligence support, it is an
intelligence activity, subject to intelligence oversight, and will be processed in
accordance with Procedure 12 of DOD 5240.1-R. When the request for DOD
intelligence component capability support to civilian LEAs, lAW DODD 5525.5
and this CJCSI, does not involve foreign intelligence or counterintelligence,
retention must be consistent with DODD 5200.27. Retention by the
Department of Defense beyond 90 days is only authorized if collected and
retained lAW ref c.

(2) If DOD is collecting and retaining the information lAW ref c, Defense
Intelligence Agency (DIA) has responsibility for validating, registering,
assigning, recommending priorities for, and monitoring DOD collection
activities by DOD intelligence components conducting intelligence activities for
the Department per reference j. DIA retains responsibility for maintaining and
operating facilities for DOD imagery indexing, processing, duplication,
evaluation, exploitation, and central repository services in support of the
Department of Defense and other authorized recipients. DIA point of contact is
DIA Counter-Narcotics Trafficking Office, 703-602-3212 (STU III).

(3) Any requests for support involving cryptologic resources must be
approved by the Director of Crime and Narcotics (DCN) and National Security
Agency (NSA). Also, the Department of Defense, including the Department of
Defense General Counsel, must concur in such requests. NotifY DCN of any
requests for cryptologic support outside the United States or its territories.
NSA point of contact is the Office of the DCN, 301-688-0080 (commercial/STU
III)(DIRNSA FT GEORGE G MEADE MD/ /DCN/ I).

e. Operations on Private Property. Any requests involving DOD personnel
operating on domestic private land without the written permission of the
landowner must be forwarded to the Joint Staff/J-3 for action.

f. DOD Participation in LE Activities. Supported GCCs will ensure that
DOD personnel do not directly participate in law enforcement activities such as
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search, seizure, arrest, or other similar activities unless otherwise authorized
to do so by law.

g. Redelegation of Authority

(1) Supported GCCs may further delegate approval authority (subject to
the limitations of paragraphs 4 through 6) to general/flag officers within their
chains of command. Supported GCCs will provide instructions (within the
limitations of this instruction) with any delegation of approval authority to their
delegates. Instructions will include a requirement for legal review of all
proposed support before it is approved. Initial denial authority rests with the
first general/flag officer in the support request process. Supported GCCs will
make final disposition on appeals.

(2) Delegation or redelegation of approval authority neither constitutes
nor implies tasking authority over forces not under the OPCON of the
supported CDR. Supported GCCs and their delegates, when so specified in the
delegation, are authorized direct liaison with Military Departments and other
CDRs to coordinate use of non-theater-assigned forces. In situations involving
individual augmentation, the provisions of references g and i also apply.

h. CD Operations in Another CDR's AOR. When performing CD support
missions, forces may temporarily cross combatant commander AOR
boundaries. When this situation occurs, the combatant commander whose
boundary is crossed must be immediately notified. All efforts should be made
prior to operations to obtain concurrence from the combatant commander
whose AOR could be crossed during missions. Minor missions of limited
duration may be telephonically coordinated and followed-up with a message.

i. Minor Changes to SecDef-Approved Missions. For minor changes to CD
operational and other types of support missions already approved by the
Secretary of Defense:

(1) The supported GCC may approve minor changes in dates for
deployment (up to 30 days after, but not earlier than, the date approved by the
Secretary of Defense) and minor changes in redeployment (plus or minus 30
days from the date previously approved). Dates of deployment (vice execution)
and redeployment are defined as the dates of travel. This subparagraph does
not authorize the supported GCC to extend the duration of the employment or
mission support phase; however, it does authorize the supporting CDR to
deploy an advance party to prepare for mission execution. This subparagraph
authorizes the supported GCC to make only minor changes to the dates of
travel. When dates of deployment or redeployment slip more than 7 days,
supported GCC will provide such information to all concerned via record
message to addressees listed in original request for deployment order (RDO),
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with the RDO as reference (a) and the approved deployment order (DEPORD) as
reference (b).

(2) The supported GCC may approve minor changes in numbers of
deploying or deployed personnel (plus or minus 5 persons but not more than
10 percent of the approved deployment number; and the total mission number
is not to exceed 400 persons for domestic support and 50 for foreign support).
Supporting CDR concurrence is required when non-theater personnel are
involved.

(3) For change of locations within the country in which a deployment is
taking place, the supported CDR is authorized to approve location changes
when the HN and/or the US Embassy requests the change to enhance the
security of US personnel. The supported GCC will notify via record message
the Chairman, Secretary of Defense, and all addressees listed in note 19 using
the original request for RDO as reference (a) and approved DEPORD as
reference (b).

j. Significant Changes to SecDef-Approved Plans. SecDef approval is
required for changes to a SecDef-approved plan when:

(1) Changes in deployment or redeployment dates are more than 30 days
or changes increase the duration of the mission.

(2) Numbers of deploying or deployed personnel exceed that reported in
the initial notification by 5 persons or 10 percent of the total approved
deployment number (whichever is greater).

(3) The change would cause a CDR-approved mission to exceed
authorities delegated to the supported CD CDR.

k. GCC Procedures for Approving CD Operational Support Missions

(1) Whenever a request for operational and other types of CD support is
received by a supported GCC, that GCC will either take the request for action
(approval or disapproval) or forward it to the Joint Staff/J-3 1 for action.

(2) Requests for SecDefapproval will be forwarded to the Joint Staff/J-3
at least 45 days prior to execution date with information specified in
subparagraph 8.0. below. 2

1 Use J-3jROD for reconnaissance assets, J-3jSOD for special operation forces, J-3jDDIO for PSYOP
assets, J-3 ATJHD for USNORTHCOM missions, and J-3jJOD for all other missions.
:2 Message address should include the following as applicable: Joint
Staff(J3jSODjJODjRODjDDIOjATHD), OSD(DASD-CN), OSD(ISA), DUSD(PS), State Department (PM
ISOjlNLjapplicable region (ARA, EAP, etc.)), the applicable DLEA headquarters, and appropriate Military
Department points of contact (Army-HQDA WASHINGTON DCj jDAMO-ODDjSAGCjSAILEj j, Air
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(3) When mission requests or changes to missions are approved under
delegated authority, GCCs will notify the Joint Staff at least 15 calendar days
before execution (whenever feasible) with information specified in
subparagraph 8.0. below and indicate the specific provision of this instruction
under which support was approved. An information copy of the deployment
order is appropriate. Expeditious notification of activities near the US-Mexican
border is especially important. Approving GCC will verifY receipt by Joint
Staff/J-3.

(4) A notification of intent to support foreign LEAs under reference b,
clearly labeled as support to foreign LEAs and containing the same information
required by subparagraph 8.0., will be sent to OSD (DASD-CN) and OGC,
information to Joint Staff/J-3, not less than 5 working days in advance of
execution.3

1. Public Affairs. When supported GCCs or their delegates take requests for
action, they will also issue related public affairs guidance. Include this
guidance in the notification process (subparagraph 8.p.(IS)).

m. Requests Received by Non-GCCs. When a CDR not authorized lAW
subparagraph 1.a. or paragraph 4 to approve CD missions, OSD, a Defense
agency, or a Military Department receives a request for DOD operational and
other types of CD support directly from a LEA or other government agency,
forward the request to the Joint Staff/J-3 for action.

n. Human Rights Verification. lAW with references i and k, GCCs will
obtain verification that Department of State possesses no credible information
of gross violations of human rights regarding the HN units or their members
with whom DOD intends to train.

o. Required Information for Mission Approvals or Changes. When SecDef
approval and deployment order are required or when notifYing SecDef of a
CDR-approved mission or change, lAW references g and i, provide the following
information:

(1) Origin of the request (include name, title, and requesting LEA point
of contact and mission of the supporting unit detailed and the unit sourced).

(2) Concept of operations, including a description of command
relationships, an explanation of the CD activities nexus for the mission, an

Force-HQ USAF WASHINGTON DCI IXOFII I, Navy-UNSECNAV WASHINGTON DCI IOGC-OPAI I, CNO
WASHINGTON DCI IN5151 I, and Marine Corps-CMC WASHINGTON DCI I POS/JA/CLI I).
3 This notification may be the same as the notification required in subparagraphs 8.k.(2)&(3) but must be
clearly marked and contain the required message addresses. Requester must verify receipt with
OSD(DASD-CN/DEP-LPC) when combined with notification in subparagraphs 8.k.(2)&(3).
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explanation of how the requested deployment is related to CD, and information
relating to the benefit to the DOD War on Terrorism; security cooperation
objectives; readiness; or national security.

(3) Citation of the statutory authorities for providing the support,
analysis of the pertinent legal issues, and the name of the judge advocate who
reviewed the request for legal sufficiency.

(4) Deployment, mission execution start/stop, and redeployment dates.
Include dates arriving and departing HN (if applicable).

(5) Staging and operations location (specifically including the proximity
to the US southwest border, if applicable).

(6) Type (composition), size, and force component of supporting unit or
deploying force.

(7) Required number of personnel.

(8) Military Occupational Specialty, Naval Designators, or Air Force
Specialty Code of intelligence component specialty personnel, if any, and
intelligence oversight guidance, as applicable.

(9) Type and amount of equipment.

(10) Transportation arrangements, coordination, and priority.

(11) Whether or not personnel will be armed and applicable rules of
engagement or, in the case of domestic CD support missions, rules for the use
of force policy.

(12) Status protections afforded to deploying forces (legal status
applying to personnel outside the continental United States). Note: Iflegal
protections (e.g., a status of forces agreement) do not exist, requesting agency
should provide a risk assessment and justification for conducting the mission.

(13) Force protection measures and responsibilities.

(14) Source of DOD funding (including specific project code) and
estimated amount, if applicable.

(15) Proposed public affairs guidance.

(16) Name or specific position of official granting host government and
US Ambassador approval, if applicable.
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(17) For supported CD CDR-approved missions, extensions, or changes
involving non-theater assigned personnel, provide the name, rank (0-6
minimum), office, and telephone number of the person providing the
supporting CD CDR or Military Department concurrence.

(18) Country or theater clearance and passport requirements.

(19) All requests for deployment orders in which foreign forces will be
trained will include the following statement: "Embassy verifies that the
Department of State possesses no credible information of gross violations of
human rights by the (name of designated unit), or a member of that unit, as of
this date." This certification must be made within 270 days of the starting date
of the proposed training.

(20) Miscellaneous administrative or logistics requirements
(immunizations, special or required training, uniforms, interpreter or language
requirements, special equipment, and billeting).

(21) Explanation of why existing title 32 resources cannot execute the
mission (domestic requests only).

(22) Explanation of why the Department of Homeland Security cannot
provide the requested support (domestic requests only).

(23) Status of approval of the deployment by the host country (name and
specific position of the HN official granting approval), US Chief of Mission, and
appropriate commander.

p. Command and Control Relationships

(1) Transfer of forces from a supporting CDR to a supported CDR
requires SecDef approval and a deployment order. Secretary of Defense will
designate the command authority to be relinquished and exercised in the
deployment order.

(2) The Secretary of Defense authorizes CDRUSJFCOM, CDRUSPACOM,
and CDRUSSOCOM to transfer forces to CDRUSNORTHCOM and to relinquish
TACON over those forces, and for USNORTHCOM to exercise TACON over those
forces. The Secretary of Defense also authorizes Military Department
Secretaries to provide forces to CDRUSNORTHCOM, and USNORTHCOM to
exercise TACON over those forces to conduct CD operational support to US
LEAs for missions that have combatant commander approval delegation.

(3) The Secretary of Defense authorizes CDRUSJFCOM, CDRUSPACOM,
and CDRUSSOCOM to provide tactical control of combatant commander assets
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to CDRUSSOUTHCOM to conduct CD operational support to US LEAs for
missions that have combatant commander approval delegation.

q. Standing Rules of Engagement/Standing Rules for the Use of Force
(SROE/SRUF) for US Forces. SROE apply to US forces during all military
operations and contingencies outside of the territory of the United States,
unless otherwise directed. Reference 1 provides SROE-related policy and
guidance on use of force by DOD personnel in CD support operations outside
the territory of the United States. During CD support missions in the United
States, SRUF-related policy and guidance is governed by reference 1, unless
otherwise directed.

9. Funding and Reimbursement

a. It is imperative that DOD CD funds be obligated only for the specific
activity for which appropriated and transferred. Coordinate with the Military
Department that has the fiduciary funding responsibility for the proposed
activity as required. Support provided must be lAW reference b or other
statutory authority. Unless support is provided pursuant to reference a, the
requesting LEA must reimburse the Department of Defense (Economy Act)
unless the mission is provided pursuant to Chapter 18 of 10 USC and satisfies
the conditions of reference f (10 USC, section 377(b)) below:

(1) Support provided in the normal course of military training or
operations.

(2) Support is substantially equivalent to that which would otherwise be
obtained from military operations or training.

b. LEA reimbursement is not required for support provided to an LEA
under reference b as long as the support is consistent with a specific project
that has been approved for funding, is available to the CDR or Military
Department with fiduciary funding responsibility lAW subparagraph 8.a above,
or as long as funds have been specifically transferred and made available for
that type of support.

c. If reimbursement is required for the support to the LEA and the
requesting agency is either unwilling or unable to reimburse the Department of
Defense, the applicable commander, or Military Department with fiduciary
funding responsibility will forward the request through the Joint Staff for OSD
review and decision.

d. Questions involving funding propriety or availability should in all cases
be referred in comptroller channels, through the Military Department to the
Office of the Deputy Assistant Secretary of Defense for Counternarcotics
(DASD-CN, ATTN: DIR, PR&A, COMM 703-697-5606).
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10. Corrections, Modifications, and Additions. Corrections, modifications, and
additions to this delegation of authority will be necessary from time to time to
ensure it accurately reflects the authority delegated and operational needs of
DOD activities involved in CD support. Recommendations for changes should
be directed to the Joint Staff/J-3/JOD.

11. Guidance on Conflicting Policy. For CD operational support to US federal,
state, and local (including territorial and tribal) LEAs, where this guidance is
inconsistent with reference m, this instruction constitutes interim SecDef
guidance modifYing or revising reference m.
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ENCLOSURE B
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a. Title 10, United States Code, section 124.

b. Section 1021 of the National Defense Authorization Act for Fiscal Year 2002,
Public Law No. 107-107, 115 Stat. 1212, as amended

c. DOD Regulation 5240.1-R, December 1982, "Procedures Governing the
Activities of DoD Intelligence Components That Affect United States Persons"

d. Title V of the National Security Act of 1947, as amended, Accountability for
Intelligence Activities, sections 501 and 502 (50 USC sections 413 and 413a)

e. OSD OCDEP&S memorandum, 15 November 1994, "Department of Defense
Fixed-Wing Air Transportation Support to Federal Drug Law Enforcement
Agencies"

f. Title 10, United States Code, chapter 18, sections 371-374, 377 and 379

g. DepSecDef memorandum, 2 October 2003, "Department Support to
Domestic Law Enforcement Agencies Performing Counternarcotics Activities"

h. CJCSI 3250.01C Series, "Policy Guidance for Sensitive Airborne and
Maritime Surface Reconnaissance Operations (U)"

i. DepSecDef memorandum, 3 October 2003, "Department of Defense
International Counternarcotics Policy"

j. DOD Directive 5105.21, 19 May 1997, "Defense Intelligence Agency"

k. Joint Staff message 071300ZJUN04, "Human Rights Verification for DoD 
Funded Training Programs with Foreign Personnel"

1. CJCSI 3121.0 1B Series, "Standing Rules of Engagement/Standing Rules for
the Use of Force for US Forces (U)"

m. DOD Directive 5525.5, 15 January 1986, "DoD Cooperation with Civilian
Law Enforcement Officials" with Change 1,20 December 1989

n. DepSecDef memorandum, 31 July 2002, "Department of Defense Training
Support to U.S. Civilian Law Enforcement Agencies"

B-1 Enclosure B

APPENDIX 6: COUNTERDRUG OPERATIONS
 

618
 ENCLOSURE 7
 



    

 

  

CJCSI 3710.0 IB
26 January 2007

o. Title 18, United States Code, chapter 67, Section 1385 (Posse Comitatus
Act)

p. DOD Instruction 5525.10, 17 September 1990, "Using Military Working Dog
Teams (MWDTs) to Support Law Enforcement Agencies in Counterdrug
Missions"

q. DOD Instruction S-521O.36, 10 June 1986 with Change 1,30 July 1987,
"Provision of DoD Sensitive Support to DoD Components and Other
Departments and Agencies of the U.S. Government (U)"

r. Joint Publication 1-02, 12 April 2001 (as amended through 20 March 2006),
"Department of Defense Dictionary of Military and Associated Terms"

s. DOD Instruction 5200.27, "Acquisitions and Information Concerning
Persons and Organizations Not Affiliated with the Department of Defense"]
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GLOSSARY

Part 1 - Abbreviations and Acronyms

Assistant Secretary of Defense (Special
Operations/Low-Intensity Conflict)

command, control, communications, computers,
and intelligence
counterdrug
commander
Commander, United States Pacific Command
Commander, United States Northern Command
Commander, United States Southern Command
Commander, United States Special Operations
Command

detection & monitoring
Director of Crime and Narcotics
deployment order
Defense Intelligence Agency
Department of Defense

global combatant command

host nation

in accordance with

Joint Publication
Joint Task Force-North

law enforcement agency

National Guard
National Security Agency

Office of the Secretary of Defense (Deputy
Assistant Secretary of Defense-Counter Narcotics)
Office of General Counsel
operational control

GL-l Glossary
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request for deployment order
rules of engagement
rules for use of force

Special Assignment Airlift Missions
Secretary of Defense
Standing Rules of Engagement
Standing Rules for the Use of Force

tactical control
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APPENDIX 6: COUNTERDRUG OPERATIONS
 

621
 ENCLOSURE 7
 



    

 

  

CJCSI 3710.0 IB
26 January 2007

GLOSSARY

Part 2 -- Definitions

area of operations (AO) - An operational area defined by the joint force
commander for land and naval forces. Areas of operation do not typically
encompass the entire operational area of the joint force commander but
should be large enough for component commanders to accomplish their
missions and protect their forces. (Joint Publication (JP) 1-02)

arrival zone (AZ) - In counterdrug operations, the area in or adjacent to the
United States into which illegal drugs are smuggled and from which their
initial domestic distribution begins. By air, an airstrip; by sea, an offioad
point on land or transfer to small boats. (JP 1-02)

controlled delivery - The use of DOD fixed-wing aircraft for counterdrug
transportation support to domestic law enforcement agencies. Support
involves the acquisition and funding of aircraft to transport contraband
(e.g., illegal drugs, money), agents, cooperating defendants, and
commercial/private vehicles required for counterdrug operations that
are time-sensitive or ongoing.

counterdrug (CD) activities - Those measures taken to detect, interdict,
disrupt, or curtail any activity that is reasonably related to drug
trafficking. This includes, but is not limited to, measures taken to
detect, interdict, disrupt, or curtail activities related to substances,
materiel, weapons, or resources used to finance, support, secure,
cultivate, process, or transport illegal drugs.

counterdrug (CD) non-operational support - Support provided to law
enforcement agencies and host nations that includes loan or lease of
equipment without operators, use of facilities (such as buildings, training
areas, and ranges), training conducted in formal schools, transfer of
excess equipment, or other support provided by the Military Departments
from forces not assigned or made available to the combatant
commanders. (JP 1-02)

counterdrug (CD) operational support - Support to host nations and law
enforcement agencies involving military personnel and their associated
equipment and provided by the geographic combatant commanders from
forces assigned or attached to them or made available to them by the
Military Departments for this purpose. Operational support does not
include support in the form of equipment alone nor the conduct of joint
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law enforcement investigations with cooperating civilian law enforcement
agencies. (JP 1-02)

deployment date - The date a unit or an individual leaves home station to
execute a mission. Deployment may be ordered by a military deployment
order or temporary duty order.

execution date - The date a unit or an individual begins the mission.
Execution can be ordered by a military deployment order, an execute
order, or a temporary duty order.

force protection (FP) - Security program designed to protect soldiers, civilian
employees, family members, facilities, and equipment, in all locations
and situations, accomplished through planned and integrated
application of combating terrorism, physical security, operations
security, personal protective services, and supported by intelligence,
counterintelligence, and other security programs.

ground-based radar (GBR) - Land-based fIxed or mobile asset that provides
primary or augments existing radar coverage and is capable of long
range searches up to 240 nms and height fInding up to 95,000 feet.
Communications available from the unit include HF, VHF, UHF, and
SATCOM.

host nation (HN) - A nation that receives the forces and/or supplies of allied
nations, coalition partners, and/or NATO organizations to be located on,
or to operate in, or to transit through its territory. (JP 1-02)

host-nation support (HNS) - Civil and/or military assistance rendered by a
nation to foreign forces within its territory during peacetime, crises or
emergencies, or war based on agreements mutually concluded between
nations. (JP 1-02)

law enforcement agency (LEA) - Any of a number of agencies (outside the
Department of Defense) chartered and empowered to enforce laws in the
following jurisdictions: the United States, a state (or political
subdivision) of the United States, a territory or possession (or political
subdivision) of the United States, or to enforce US laws within the
borders of a host nation. (JP 1-02)

mobile training team (MTT) - A team consisting of one or more US military or
civilian personnel sent on temporary duty, often to a foreign nation, to
give instruction. The mission of the team is to train indigenous
personnel to operate, maintain, and employ weapons and support
systems, or to develop a self-training capability in a particular skill. The
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President and Secretary of Defense may direct a team to train either
military or civilian indigenous personnel, depending upon host-nation
requests. (JP 1-02)

operational control (OPCON) - Command authority that may be exercised by
commanders at any echelon at or below combatant command.
Operational control may be delegated and normally provides full
authority to organize commands and forces and to employ those forces
as the commander in operational control considers necessary to
accomplish assigned missions. Operational control should be exercised
through the commanders of subordinate organizations and does not, in
and of itself, include authoritative direction for logistics or matters of
administration, discipline, internal organization, or unit training. (JP 1
02)

Posse Comitatus Act - Prohibits direct participation by the Army and the Air
Force in law enforcement activities such as search, seizure, arrest, or
similar activities except in cases and under circumstances expressly
authorized by the Constitution or Act of Congress (Title 18, United States
Code, Section 1385 "Use of Army and Air Force as Posse Comitatus")
(reference 0). Applied to the Navy and Marine Corps as a matter of DOD
policy (see reference m).

rules of engagement (ROE) - Directives issued by competent military authority
that delineate the circumstances and limitations under which US forces
will initiate and/or continue combat engagement with other forces
encountered.

rules for use of force (RUF) - Fundamental policies and procedures governing
the use of force by US commanders and their forces during all DOD civil
support, including military assistance to civil authorities

tactical control (TACON) - Command authority over assigned or attached forces
or commands, or military capability or forces made available for tasking,
that is limited to the detailed and, usually, local direction and control of
movements or maneuvers necessary to accomplish missions or tasks
assigned. Tactical control is inherent in operational control. Tactical
control may be delegated to, and exercised at, any level at or below the
level of combatant command. (JP 1-02)

GL-5 Glossary
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SUMMARYofCHANGE
NGR 500-2/ANGI1 0-801
National Guard Counterdrug Support

This publication is a revision.
o Reflects the growth and changes in the responsibilities of the Full-Time National Guard

Counterdrug Program

o 1-5. b. updated

o Added: 1-5.c. Section 1004 (Additional Support for Counterdrug Activities), National Defense
Authorization Act (NOAA) of 1991 (Public Law (PL) 101-510), as amended provides CD support
authority for the NGCSP.

o Para 2-1.e. (1) changed to read: Exigent circumstances are situations, in which the utilization of
any step in the Force Continuum is necessary to protect police officers, military personnel, or
other persons from death or serous injury. Personnel may use an appropriate level of force to
prevent the loss or destruction of evidence; or to prevent the escape of a suspect already in
custody.

o Para 2-5.g. Changed to read: Carriage of lethal or non-lethal weapons.

o Para 2-7.b. (2) added: Focus on four core competencies: Link Analysis, document exploitation,
commodity-financial analysis, and case construction.

o Para 2-7.b. (2) changed to read: approved Criminal Analyst duties in support of drug law
enforcement or counter-terrorism agencies, assistance in the design, development, and
appropriate or coordinated dissemination of criminal intelligence information.

o Added to para 2-7c (2): Provide transportation and controlled deliveries (aerial, ground, or
maritime) of LEA personnel/equipment, persons in LEA custody.

o Para 2-7.d. changed to read: train Federal, State, and local LEA, CBO, and military personnel.

o Para 2-7.d. changed to read: per diem expenses if not provided.

o Para 2-7.e.(1) deleted: Surface, changed to Ground

o Para 2-7.1 changed to read: authorized missions for Drug Demand Reduction Programs

o Para 2-9.a, band c changed to read: a. A (MOU) or (MOA) between the state and any supported
LEA/CBO is required by the state and the LEAs/CBOs concerned, and must comply with all
applicable federal/state laws and regulations/instructions. b. The state AGR JAG or competent
legal authority will review. The JAG's review may be in the form of a memorandum for record. c.
The agreement must be approved and signed by the TAG, CDC, and LEA/CBO concerned
before support is provided.

o Para 2-9 Interstate Agreements (MOUs/MOAs) is now para 2-10.

o Para 2-10 from NGR 500-2/ANGI10-801 dated 31 March 2000 is now a separate chapter, see
Chapter 6 Counterdrug Funding and Fiscal Policy Overview
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o Para 3-3.a. changed to read: This paragraph contains federal guidelines that cannot be
broadened. Each state must develop rules on the use of force that are in compliance with state
Use of Force Continuum, and this regulation.

o Added to the end of para 3-3 3b. If approval is delegated, the CDC must either be the approving
official or in the approval chain.

o Para 3-3.c. changed to read: qualification training and testing with their permanently assigned, by
serial number, CD weapon lAW current regulations, Training will include security, weapons
retention.

o Para 3-3.k changed to read: National Guard members will be thoroughly briefed on the Rules for
Use of Force as approved by the state attorney general and the policies of the agency they are
supporting lAW that agency's academy or in-service defensive tactics training program before the
commencement of any operation

o Para 3-3.1. changed to read: Personnel authorized to carry firearms will wear body armor while
carrying a firearm and actively engaged in a CD mission, unless waived by the CDC, based on
the mission risk assessment

o Para 3-15 Aviation Counterdrug Mission Support complete update

o Para 5-10, SPIES, FRIES, HELOCAST, Rappelling and Paradrop Operations updated

o Para 5-11 Training and Qualification of Sensor Equipment Employment (Ground and Aviation)
updated

o Para 5-12.a., b., and c. changed to read: a. CD program personnel will qualify on their CD
assigned weapon(s) to (STRAC) standards. lAW Counterdrug standards and tables in DA Pam
350-38. b. The CD program will submit ammunition requirements through (STAM) to (NGB-ART
S). A (UIC) and (DODAAC) will be identified so training ammunition authorizations can be sub
authorized and the DA Form 581 completed. c. Operational load ammunition requirements using
the DA Form 581, using the event code "OPN". HQDA may begin managing operational load
ammunition with TAM IS-R authorizations through NGB. ANG members are responsible for
requesting training ammunition and operational load through their ANG providers. State
programs are not authorized to conduct 5a operations without a NGB qualified trainer.

o Chapter 6-Counterdrug Funding and Fiscal Policy Overview entire chapter updated

o Chapter 7- Acquisition and Logistics Management, entire chapter updated

o Chapter 8- Personnel and Administration, entire chapter updated

o Chapter 11- National Guard Counterdrug Schools Program (NGCSP) new chapter
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Departments ofthe Army and the Air Force
National Guard Bureau
Arlington, VA 22202-3231
29 August 2008

Emergency Em ployment of Army and Other Resources

*NGR 500-2/ANGI 10-801

NATIONAL GUARD COUNTERDRUG SUPPORT

By Order ofthe Secretary of Defense:

H STEVEN BLUM
Lieutenant General, USA
Chief, National Guard Bureau

Official:

GEORGE R. BROCK
Chief, Strategy and Policy Division

History. This printing publishes a revision ofNGR 500-2/ANGI 10-801. The original was published 1 March
1993 with subsequent revisions dated 30 September 1993, 27 October 1997, and 31 March 2000.

Summary. This regulation/instruction prescribes policies, procedures, and responsibilities governing the utilization
of National Guard and Department of Defense (DoD) resources in the National Guard Counterdrug (CD) Support
Program. It also provides guidance pertaining to program and budget management of the Joint National Guard
Substance Abuse Program (JNGSAP), referred to collectively as Substance Abuse (SA) programs. It also
prescribes policy, procedures, and responsibilities governing the utilization of National Guard and Department of
Defense (DoD) resources in the National Guard Counterdrug Schools Program (NGCSP).

Applicability. This regulation/instruction applies to the Army and Air National Guard of the 50 States, the
Commonwealth of Puerto Rico, the Territory of Guam, the United States Virgin Islands, and the District of
Columbia, hereafter referred to as states, while performing counterdrug missions when not in Federal Service.

Proponent and Exception Authority. The proponent of this regulation is the National Guard Bureau (NGB) J3
Counterdrug Division. The proponent has the authority to approve exceptions to this regulation that are consistent
with controlling law and regulation.

Management Control Process. This regulation/ instruction incorporates guidance from AR 11-2, AFI 65-201, and
OMB Circular A-123. The Federal Managers' Financial Integrity Act, OMB Circular A-123, and DoD Directive
(DoD) 5010.38 apply to all DoD activities and programs. This regulation contains management control provisions,
but does not identify key management controls that must be evaluated.

Supplementation. Supplementation of this regulation/instruction is prohibited without prior approval from the
Chief, National Guard Bureau, ATTN: J3 Counterdrug Division, 1411 Jefferson Davis Highway, Arlington, VA
22202-3231.

Suggested Improvements. Users are encouraged to send comments and suggested improvements on DA Fonn
2028 (Recommended Changes to Publications and Blank Forms) directly to Chief, National Guard Bureau, ATTN:
NGB J3 Counterdrug Division, 1411 Jefferson Davis Highway, Suite 6500, Arlington, VA 22202-3231.

Distribution: BIF

* This publication supersedes NGR 500-2/ANGI 10-801,31 March 2000.

APPENDIX 6: COUNTERDRUG OPERATIONS
 

630
 ENCLOSURE 7
 



    

 

  

NGR 500-2/ANGI 10-801

Contents (listed by paragraph number)

Chapter 1
Introduction
Purpose, 1-1
References, 1-2
Explanation of Abbreviations and Tenns, 1-3
Responsibilities, 1-4
Statutory Authority and Policy, 1-5
Regulatory Structure, 1-6
Terms, 1-7

Chapter 2
Counterdrug Support Program
Legal Considerations and Requirements, 2-1
Subpoenas and Requests for Infonnation, 2-2
Special Notification Requirement, 2-3
Tort Liability, 2-4
Governor's State Plan, 2-5
Waiver Request, 2-6
Authorized Missions, 2-7
Use of Counterdrug Assets for Non-Counterdrug Missions, 2-8
Agreements Between the State andLEAs/CBOs (MOUs/MOAs), 2-9
Interstate Operations/Agreements (MOUs/MOAs), 2-10

Chapter 3
Counterdrug Support Program Operations
Support Role, 3-1
Force Protection, 3-2
Anning of Troops and Use of Force, 3-3
ARNG Operational Ammunition, 3-4
Basis of Issue for ARNG Operational Ammunition, 3-5
Rules of Evidence and Chain of Custody, 3-6
Operational Briefings, 3-7
Operations Security (OPSEC), 3-8
Physical Security, 3-9
Communications Security (COMSEC), 3-10
Protective Markings, 3-11
Handling of SensitivelLaw Enforcement Sensitive Infonnation, 3-12
Intelligence Oversight (10),3-13
Special Notification Requirements, 3-14
Aviation Counterdrug Mission Support, 3-15
Light Armored Vehicle Operations, 3-16
Counterdrug Program Evaluations, 3-17
Public Affairs, 3-18
Unifonns, 3-19
Websites, 3-20
Secret Internet Protocol Router Network (SIPRNET) Initiative, 3-21

Chapter 4
Safety and Accident Prevention
General, 4-1
Air National Guard Mishap Prevention Program, 4-2
Responsibilities, 4-3
Inquiries on Safety Issues, 4-4

11

29 August 2008

APPENDIX 6: COUNTERDRUG OPERATIONS
 

631
 ENCLOSURE 7
 



    

 

  

29 August 2008 NGR 500-2/ANGI 10-801

Chapter 5
Training
Training Responsibilities, 5-1
Firearms Training, 5-2
Restrictions on Providing Advanced Military Training, 5-3
Funding Restrictions on Training LEAs/CBOs from Other Nations, 5-4
Initial Orientation, Counterdrug Support Program Doctrine, 5-5
Required Training, 5-6
Mission-Oriented Training, 5-7
Military Occupation Specialty (MOS)/Air Force Specialty Code (AFSC) Related Training, 5-8
Aerial ObserveriMarijuana Training for LEAs, 5-9
SPIES, FRIES, HELOCAST, Rappelling, and Paradrop Operations, 5-10
Training and Qualification of Sensor Equipment Employment, 5-11
ARNG Individual Weapons Qualification, 5-12
ANG Individual Weapons Qualification, 5-13
ARNG/ANG Weapons Training, 5-14
Additional ARNG/ANG Weapons Training, 5-15
Mission 3a, Sa, and 5b Training, 5-16
Training Development, 5-17
National Guard Counterdrug Schools Program, 5-18

Chapter 6
Counterdrug Funding and Fiscal Policy Overview
Counterdrug Funding, 6-1
Fiscal Accountability, 6-2
Orders, 6-3
Military Pay and Allowances, 6-4
Travel and Transportation-Related Entitlements, 6-5
Inactive Duty Training (IDT)/IAD) and Annual Training (AT), 6-6
Training other than IDT/AT, 6-7
Military Duty for Purposes Other than Training or CD Activities, 6-8
Training of non-military and foreign personnel, 6-9
Equipment Purchases and Mission Costs, 6-10
Promotional Itern Purchases, 6-11
Asset Forfeiture and Asset Sharing, 6-12
Joint National Guard Substance Abuse Program (JNGSAP) Funding, 6-13
Budgeting and Accounting for Anny National Guard (ARNG) Funds, 6-14
Budgeting and Accounting for Air National Guard (ANG) Funds, 6-15
Reconciliation of Counterdrug Accounts, 6-16
Financial References, 6-17
Financial Reporting Procedures, 6-18

Chapter 7
Acquisition and Logistics Management
Acquisition Management, 7-1
Requirements Planning, 7-2
Contract Administration, 7-3
Logistics Management, 7-4
Central Procuremen~ 7-5
Delegation of Approving Authority for OMNG Expenditures, 7-6
Authorizations for Nonexpendable ARNG Property, 7-7
Computers Purchased with ARNG Counterdrug Funds, 7-8
ARNG and ANG Equipment Procedures and Accountability, 7-9
Loan and Lease of Equipment, 7-10
Restricted Use of 32 USC § 112 Equipment/Services, 7-11
Disposition of Excess Equipmen~ 7-12

111

APPENDIX 6: COUNTERDRUG OPERATIONS
 

632
 ENCLOSURE 7
 



    

 

  

NGR 500-2/ANGI 10-801

Chapter 8
Personnel and Administration
Duty Status, 8-1
Utilization of Title 32 AGR Personnel, State Employees, and Civilian Personnel, 8-2
Counterdrug OCONUS Travel, 8-3
Leave, 8-4
End Strength Exemptions, 8-5
Counterdrug Coordinator (CDC) Positions, 8-6
FTNGDCD Tour Order Periods, 8-7
FTNGDCD Special Considerations, 8-8
Personnel Screening, 8-9
Screening of Mission 6 Volunteers in Non-pay Status, 8-10
Early Notice of Special Requirements for Counterdrug Duty, 8-11
Screening for Duty of 30 or Fewer Consecutive Days. 8-12
Screening for Duty of 31 or More Days. 8-13
Conditional Duty, 8-14
Procedures for Personnel Screening, 8-15
Special Considerations Regarding ENTNAC, NAC, and LEA Investigations, 8-16
Medical Waivers, 8-17
Retaining a Record of the Screening Process, 8-18
Personnel and Health Records, 8-19
Injury in Line of Duty, 8-20
Report of Separation from Active Duty (DD Fonn 214), 8-21
Personnel Evaluations, 8-22
Records Identifying Individuals by Name and SSN, 8-23
Privacy Act/Freedom ofInfonnation Act Review, 8-24
Outside Employment While on Counterdrug Orders, 8-25

Chapter 9
Records and Reports
Counterdrug Management Infonnation System (CMIS), 9-1
CMIS Data Input, 9-2
CMIS Training, 9-3
CMIS Data Evaluation, 9-4
Organization Files, 9-5
Counterdrug Support Program Operations Files, 9-6
Contents of Operations Files. 9-7
Retention Periods for Counterdrug Records, 9-8

Chapter 10
Joint National Guard Substance Abuse Program (JNGSAP)
General, 10-1
Responsibilities, 10-2
Annual Plans and Budgets, 10-3
Funding for Substance Abuse Programs. 10-4
Drug Urinalysis Collection, 10-5
Records and Reports, 10-6

Chapter 11
National Guard Counterdrug School Program (NGCSP)
General, 11-1
Mission, 11-2
Charter and By-laws, 11-3
Annual School Training Plan, 11-4
Additional Responsibilities, 11-5
Training, 11-6
Funding, Entitlements and Other Fiscal Information, 11-7

IV

29 August 2008

APPENDIX 6: COUNTERDRUG OPERATIONS
 

633
 ENCLOSURE 7
 



    

 

  

29 August 2008

Student Training, 11-8

Appendices

A. References
B. Aviation

MOD

Figure List

Figure 3-1

Glossary

NGR 500-2/ANGI 10-801

v

APPENDIX 6: COUNTERDRUG OPERATIONS
 

634
 ENCLOSURE 7
 



    

 

  

NGR 500-2/ANGI 10-801

VI

This page intentionally left blank

29 August 2008

APPENDIX 6: COUNTERDRUG OPERATIONS
 

635
 ENCLOSURE 7
 



    

 

  

29 August 2008

Chapter 1
Introduction

NGR 500-2/ANGI 10-801

1-1. Purpose
This regulation/instruction:

a. Prescribes policies, procedures, and responsibilities governing the utilization of National Guard and
Department of Defense (DoD) resources in the National Guard Counterdrug Support Program for drug interdiction
demand reduction, and narcoterrorisrn activities.

b. Provides program management and budget guidance for the Joint National Guard Substance Abuse Program
(JNGSAP).

c. Prescribes policy, procedures, and responsibilities governing the utilization of National Guard (NG) and DoD
resources in the National Guard Counterdrug School Program (NGCSP).

d. Does not address National Guard Counterdrug (CD) activities performed under authority of Title 10, United
States Code.

e. Does not apply to military technician assistance programs established pursuant to the Technician Personnel
Regulation.

1-2. References
Required and related publications and prescribed and referenced forms are listed in appendix A

1-3. Explanation of Abbreviations and Terms
Abbreviations and tenns used in this regulation/instruction are explained in the glossary.

1-4. Responsibilities
a. The SECDEF, in accordance with (lAW) 32 USC § 112, may provide resources through the Chief, National

Guard Bureau (CNGB), to states receiving SECDEF approval of the Governors' State Plans for National Guard
Counterdrug Support The SECDEF, lAW with Section 1004, NDAA of 1991, as amended may provide funds
through the CNGB, to a state receiving SECDEF approval of a CD school execution plan for National Guard
Training Support.

b. The National Guard Bureau (NGB) is the official charmel of communication between the states, SECDEF and
the Departments of the Army and Air Force as well as other federal agencies.

c. The National Guard Bureau B Counterdrug Division (NGB B-CD) has responsibilities as follows:
(I) Primary responsibility for the development and execution of National Guard Counterdrug Support Program

policies, procedures, and regulations/instructions. Submit questions on Counterdrug Support Program policy to the
Chief, NGB B-CD.

(2) The Chief, NGB B-CD, is the NGB Program Manager for the Joint National Guard Substance Abuse
Program (JNGSAP), providing guidance to the states lAW NGR 600-85/ANGI 44-120.

(3) NGB B-CD is the single point of contact within NGB for all issues pertaining to the JNGSAP and for
program management/bUdget issues pertaining to the JNGSAP.

(4) NGB B-CD is the single point of contact within NGB for all issues pertaining to the Counterdrug Support
Program and for program rnanagernenUbudget issues pertaining to the program.

(5) NGB B-CD funds a full-time Title 32 Active Guard/Reserve (AGR) Counterdrug Coordinator (CDC)
position in each state for administration and management of the state CD program. (See paragraph 9-6 of this
regulation/instruction.) The Chief, NGB B-CD, will approve any selection for rank greater than the rank of (05
LTClLt Col).

(6) Primary responsibility for the development and execution ofNGCSP policies, procedures, and
regulations/instructions. Submit questions on NGCSP policy to NGB B-CD.

(7) The NGB B-CD is the single point of contact within the NGB for all issues pertaining to NGCSP, program
management, and budget issues.

d. The Governor is the Commander-in-Chief of the state's National Guard (NG) units not in federal service. The
District of Columbia National Guard serves under the Commanding General, who performs the function of a
Governor with respect to state plans lAW paragraph 2-5.

e. The Adjutants General are responsible for:
(I) The selection of a CDC and determining the chain of supervision for the Counterdrug Support Program.
(2) Establishing a Joint National Guard Substance Abuse Program (JNGSAP) and identifying state program

managers for the JNGSAP. All designations must be lAW AR 600-85 and API 44-120. The JNGSAP will be
managed within the Counterdrug Program.
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(3) The administrative and logistical support for the NGCSP in a state.
f The CDC serves as the focal point for all CD mission validations, approval authority, and the prioritization for

CD mission tasking in accordance with appropriate policies, instructions, and directions. The CDC is responsible
for all management control aspects of the Counterdrug Support Program within his/her state to include the
JNGSAP. As the point of contact for CD programming matters, the CDC will ensure that programs and functions
are conducted effectively and efficiently. The CDC will communicate issues affecting the Counterdrug Support
Program with NGB B-CD to ensure the program meets management control requirements.

g. Each CD School Director/Commandant, or designated representative, is responsible for all management control
aspects of his/her respective counterdrug schooL The CD School Director/Commandant or designated
representative will ensure that programs and functions are conducted effectively and efficiently. The
Director/Commandant, or designated representative, will communicate issues affecting the CD school with the NGB
B-CD to ensure the CD school program meets management and control requirements. Financial issues affecting a
counterdrug school will be coordinated with the CD school's host state United States Property and Fiscal Office
(USPFO), Base Comptroller, and the NGB B-CD through the CDC or the military liaison.

1-5. Statutory Authority and Policy
a. Section 112, Title 32, United States Code (32 USC § 112) is the authority for the Counterdrug Support

Program.
b. Public Law 92-129 (pL 92-129) as implemented by Army Regulation and Air Force Instruction (AR 600

85/AFI44-120). AR 600-85 and AFI 44-120 are the authority for the Army National Guard (ARNG) and Air
National Guard (ANG) Joint National Guard Substance Abuse Program.

c. Section 1004 (Additional Support for Counterdrug Activities), National Defense Authorization Act (NDAA) of
1991 (public Law (PL) 101-510), as amended provides CD support authority for the NGCSP.

1-6. Regulatory Structure
All of the programs described in this regulation/instruction are operated within the existing National Guard and state
regulatory structures. Unless otherwise directed by proper authority, all existing rules, regulations, instructions and
procedures applicable in general to the National Guard are also applicable to the programs described in this
regulation/instruction.

Chapter 2
Counterdrug Support Program

2-1. Legal Considerations and Requirements
a. National Guard role. The National Guard provides CD support to federal, state, and local law enforcement

agencies (LEAs), Community Based Organizations (CBOs), educational, and government organizations that request
assistance. National Guard personnel engaged in CD support activities for which federal funding is provided by 32
USC § 112 must be acting in support of LEAs, CBOs, educational, or government organizations, hereafter referred
to as organizations. National Guard CD programs will only provide support to operations whose primary purpose is
counterdrug/counternarcotics or counternarcoterrorism (CNT), with the exception of internal National Guard drug
prevention education activities. When using 32 USC § 112 funds, states may execute only those missions that have
been approved by the SECDEF within the Governors' State Plans, in conformity with the mission definitions in this
regulation/instruction.

(I) Requests to perfonn missions that are on the SECDEF approved mission list but were not included in the
original annual state plan execution memorandum must be submitted to SECDEF thru NGB B-CD for approval.
Such requests must include certification by the Governor, or the Commanding General, District of Columbia, as
appropriate, and the state attorney general, or the United States Attorney for the District of Columbia, as
appropriate. (See paragraph 2-5.)

(2) Requests to perfonn missions that are not on the SECDEF approved mission list must be submitted through
NGB B-CD to the SECDEF for approvaL Requests must include certification by the Governor, or the
Commanding General, District of Columbia, as appropriate, and the state attorney general, or the United States
Attorney for the District of Columbia, as appropriate. (See paragraph 2-5.)

(3) Counterdrug Coordinators may support National Guard unit commanders/designees and/or Joint Substance
Abuse Program coordinators requests for Drug Demand Reduction support for the purpose of unit drug prevention
education activities.

2
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b. Requests for support. LEAs and CBOs will request CD support through the Adjutant General, ATTN:
Counterdrug Coordinator. Support requests that are beyond the capability of the state National Guard will be
forwarded to the NGB Counterdrug Office, ATTN: Regional Coordinator. The National Guard will not support CD
operations without a request validated by the CDC or designated representative. Requests must originate with an
LEA or CBO, be in writing, signed by a responsible official, and specify the length of required support. An annual
signed written request on agency letterhead is required when the requesting agency desires continuation of support
for a full fiscal year (FY). Software generated electronic signatures are acceptable on web based requests.

c. Verbal requests. A verbal request must be followed by a signed, written request as soon as possible for all
support.

d. Federal/state law. The authority to provide CD support is defined by federal law if federal funds are expended
to support a mission, and by state law if state funds are used to support a mission. CD activities in support of a
Federal LEA can not violate State law.

e. Arrests, searches, and seizures. The Posse Comitatus Act (18 USC § 1385) does not apply to National Guard
personnel on duty under authority of Title 32. As a matter of policy, however, National Guard personnel on 32
USC § 112 CD orders will no~ except for exigent circumstances or as otherwise authorized in this
regulation/instruction, directly participate in the arrest of suspects, conduct searches which include direct contact of
National Guard members with suspects or the general public, or become involved in the chain of custody for any
evidence. State law may impose additional restrictions.

(1) Exigent circumstances are situations, in which the utilization of any step in the Rules for Use of Force
(RUF) is necessary to protect police officers, military personnel, or other persons from death or serious injury.
Personnel may use an appropriate level of force to prevent the loss or destruction of evidence; or to prevent the
escape of a suspect already in custody.

(2) Supported LEAs are responsible for obtaining warrants required for searches or for detennining the need
for searches, inspections, and observations that do not require warrants. This responsibility includes the
determination of any potential legal restrictions upon the use of thermal imaging or sense enhancing systems.

f Responsibility/liability. Responsibility/liability for the actions of National Guard personnel involved in CD
support activities is as follows:

(I) Federal protection for personal injury, death, or property damage caused by National Guard personnel,
acting within the line of duty, in Title 32 status, is governed by the Federal Tort Claims Act (FTCA) (28 USC §
2671-2680).

(2) Responsibility and liability for actions by National Guard personnel on State Active Duty (SAD) are lAW
state law. The Federal Tort Claims Act does not cover personnel in a SAD status.

(3) Responsibility and liability for loss and damage to National Guard equipment will be detennined by a
Report of Survey, lAW applicable regulations.

(4) Personnel on Title 32 duty in a non-pay status pursuant to written orders, when acting within the line of
duty, are considered employees of the United States for purposes of the FTCA

(5) Volunteers (military or civilian) not on orders are not employees of the United States for purposes of the
FTCA or the Federal Employees Compensation Act (FECA).

g. Environmental and/or historical landmark restrictions. All operations will be conducted lAW federal and state
environmental and/or historicallandrnark laws and regulations.

h. Mission support. The role of the National Guard in CD supply or demand reduction is to support LEAs and
educational and government organizations. The CDC, and leaders at all levels, should implement internal controls
to ensure that National Guard personnel perfonn only approved CD activities within the parameters of applicable
law, regulation, and policy

i. Records retention.
(I) Organizational records of CD training, to include letters of instruction and course materials, will be

maintained by the CDC for six years.
(2) Individual records of CD training, including LEO- provided certifications of training of LEO personnel, will

be maintained by the CDC for six years.
(3) Regulations, policy letters, directives, and instructions issued by NGB-CD will be maintained by NGB-CD

for 50 years. Regulations, policy letters, directives and instructions issued by the CDC shall be maintained by the
CDC for 50 years.

(4) AARs and mission briefings will be maintained for six years ..

2-2. Subpoenas and Requests for Information
a. The National Guard, and its current and fonner members and employees, may receive subpoenas, orders or

other requests for the appearance or testimony of individuals or requests to produce, disclose or release" official

3
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infonnation" regarding the Counterdrug Support Program. The state Judge Advocate General (JAG) will be
immediately notified in such cases.

b. The provisions of AR 27-40 or AFI 51-301, as appropriate, are applicable when the above situations are
related to "judicial proceedings" and "litigation" (as defined in those regulations).

c. The payment of travel expenses, per diem and fees, in response to subpoenas, is governed by AR 27-40 and
AF151-301. National Guard members under subpoena who are not already serving under Counterdrug Support
Program orders will be placed under orders for the period required for preparation and testimony. The CDC will
maintain a copy of the subpoena or other documents. If the member is placed on, or serving under, orders by the
National Guard, any payments received from the court as compensation for testifying must be forwarded to the
USPFO (ARNG) or unit comptroller (ANG).

d. The provisions of AR 25-55 or Air Force Supplement 1 (AFSUPI) to DoD 5400.7-R as appropriate, are
applicable when the above situations are related to producing, disclosing or releasing official infonnation (as
defined by these regulations/instructions). AR 25-55 and DoD 5400.7-R, AFSUPI, apply when federal records are
released to the public.

e. Counterdrug personnel are not precluded from producing analytical products that may cause them to be
subpoenaed when acting in support of law enforcement agencies pursuant to a valid, approved support request.

2-3. Special Notification Requirement
The CDC will contact the NGB Chief Counsel (NGB-JA), through the NGB B-CD, when either of the following
circumstances occurs in connection with the Counterdrug Support Program:

a. Possibility of civil liability on the part of a National Guard member, the National Guard, or volunteers.
b. Occurrence of negative judicial rulings based wholly or in part upon the conduct of National Guard members,

or volunteers, including the suppression of evidence.

2-4. Tort Liability
a. The FTCA (28 USC § 2671-2680) is applicable to National Guard members engaged in CD support, serving

under Title 32 orders. Individuals whose property is lost, damaged or destroyed, or who suffer personal injury or
death as a result of the negligent acts or omissions of National Guard members acting within the scope of their
duties, may file a claim against the United States under the FTCA National Guard members acting within the scope
of their authority and performing approved support (listed in the Governor's State Plan and approved by the
SECDEF) are immune from suit except for certain constitutional torts, i.e., when a negligent act or omission
constitutes a violation of the constitutional rights of the injured party, including persons suspected of criminal
activity, and certain intentional torts, such as assault and battery, false arrest and imprisonment.

b. National Guard members engaged in CD support activities in a SAD status are entitled to the protections and
immunities afforded by state law.

c. There is, at the present time, no protection from liability under the FTCA or coverage under the FECA for
volunteers, including National Guard members not on orders or in any other recognized status. Such volunteers will
not be utilized in any CD activity without their having been advised beforehand of the foregoing lack of protection
from liability and coverage. All National Guard volunteers should be placed, as a minimum, on orders for
retirement points only to provide them liability coverage.

2-5. Governor's State Plan
a. For the purpose of this regulation/instruction, the tenn "state" is inclusive of all 50 states, the Commonwealth

of Puerto Rico, the United States Virgin Islands, the Territory of Guam and the District of Columbia, per 10 USC §
10001.

b. Each state will submit for review a Governor's State Plan to the National Guard Bureau, ATTN: NGB B-CD.
The Plan will be approved and signed by the governor and the state attorney general lAW 32 USC § 112(c). The
District of Columbia State Plan will be approved and signed by the Commanding General, District of Columbia, and
the United States Attorney for the District of Columbia.

c. The State Plan must include a certification by the governor that any activities carried out in conjunction with
federal LEAs serve a state law enforcement purpose. The District of Columbia Plan must include a certification by
the Commanding General, District of Columbia that any activities carried out in conjunction with federal LEAs
serve a law enforcement purpose.

d. The Plan must include a certification by the state attorney general, or the United States Attorney for the District
of Columbia, that the missions/activities in the plan are consistent with, and not prohibited, by state law or laws of
the District of Columbia, as appropriate.
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e. Certifications and approvals by the governor, or the Commanding General, District of Columbia, and the state
attorney general, or United States Attorney for the District of Columbia, cannot be waived.

f Plans will be prepared lAW instructions published by the NGB B-CD based on current Deputy Assistant
Secretary of Defense for Counternarcotics, Counterproliferation, and Global Threats (DASD/CN, CP & GT)
guidance.

g. Carriage oflethal or non-lethal weapons in support of LEAs must be annotated in the Governor's State Plan.
h. The CDC is responsible for the submission of the Governor's State Plan for CD support.
i. The Governor's State Plan will not include plans for the JNGSAP. A separate plan will be developed for the

JNGSAP.
j. The CD schools of the NGCSP will submit an annual School Training Plan to NGB B-CD lAW Chapter 11 of

this regulation/instruction.
k. State Counterdrug programs managing other support activities funded through specific project funding codes

will submit separate State Plans for those projects as directed through NGB B-CD.

2-6. Waiver Request
Waiver requests for NGR SOO-2/ANG! 10-801 must be submitted through the Chief, NGB B-CD, to the CNGB for
approval. All requests must contain information detailing the reason for the waiver, that it will meet applicable
federal, state, and local laws, and how it will affect the program.

2-7. Authorized Missions
Only the following CD missions will be funded by the SECDEF under the authority of 32 USC § 112.
However, all CD missions included in the Governor's State Plan must be consistent with, and not prohibited by,
state law. Some states may not authorize the National Guard to perfonn every SECDEF approved mission. It
is the purpose of the certification by the state attorney general, or the United States Attorney for the District of
Columbia, as appropriate, to ensure that the Governor's State Plan does not include any missions that are
inconsistent with, or prohibited by, state law.

a. Mission Category #1. Program 1.1anagernent. Mission 1. Counterdrug Coordination, Liaison, and
Management Plan and coordinate CD support, establish liaison with supported LEAs and other community
organizations, resource and manage personnel and equipment requirements for CD support operations, and prepare
operationaVfinancial reports and briefings as required.

b. Mission Category #2. Teclinical Support.
(I) Mission 2a. Linguist Support (Translator Support). Provide transcription/translation of audio/video tapes,

seized documents, and other infonnation media. National Guard personnel will not participate in activelreal-tirne
Title III conversation monitoring or directly participate in interrogation activities. The National Guard will not
maintain or store final products in National Guard facilities or databases.

(2) Mission 2b. Investigative Case and Analyst Support. Focus on four core competencies: Link Analysis,
document exploitation, commodity-financial analysis, and case construction. Other duties include: approved
Criminal Analyst duties in support of drug law enforcement or counter-terrorism agencies includes the creation of
graphs, charts, maps, and toll analysis of suspected individuals or organizations; assistance in the design,
development, and daily maintenance of operational intelligence databases; compilation, review, and input of raw
data; preparation of reports necessary for successful investigational and prosecutorial purposes; perfonnance of
necessary case research; mastery and daily utilization of analyst specific software and hardware systems;
appropriate or coordinated dissemination of criminal infonnation; and conducting strategic and tactical analysis of
case infonnation. Additional analyst duties may include, but are not limited to the establishment and conduct of
liaison tasks with other analysts or relevant agencies; preparation of statistical infonnation; development and
presentation of oral and written briefings; as well as any other analytical duties deemed necessary by the supported
agency.

(3) Mission 2c. Operational/Investigative Case Support. Provide assistance to LEAs in developing
investigations and cases for prosecution. Activities include, but are not limited to, inputting, reviewing, and
analyzing collected LEA infonnation, and providing legal, paralegal, and auditing assistance. Operational support
to LEAs is designed to enhance the effectiveness of the supported agency and release law enforcement officers for
drug enforcement duties. This category of support excludes such tasks as secretarial, janitorial, or receptionist
duties.

(4) Mission 2d. Communications Support. Provide personnel to establish, operate, and maintain
communications stations, bases, and equipment in support of LEA CD operations and assist with CBO
communications/technical issues.
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(5) Mission 2e. Engineer Support. Provide engineer support to LEAs and community organizations where the
project has a counterdrug nexus. This will exclude operations concerning drug laboratories or hazardous materials.
Local LEAs and governments must secure the area before arrival of National Guard personnel, take possession of
any evidence or materials to be confiscated/destroyed and obtain clearances, court orders, warrants and/or pennits
for destruction, removal or disposal of materials or other environmental hazards/concerns.

(6) Mission 2f Subsurface/Diver Support. Conduct subsurface inspections of commercial vessel hulls within
US. territorial waters or US. maritime ports of entry (POE) through the use of sidescan sonar buoys or divers to
detect alien devices or containers attached to the vessel hulls, or other underwater activities. Before the use of
military qualified National Guard Diver personnel for hull inspection activities, the vessels must be secured by the
responsible law enforcement officials. Divers may visually inspect and report to LEAs any unusual physical hull
configurations but may not attempt entry, search, removal or alteration of features detected. Divers participating in
these operations must be on dive status in approved dive positions. National Guard personnel will not dive in a
permissive dive status conducting mission 2f. Pennissive diving is strictly a training tool, not an operational status.

c. Mission Category #3. General Support.
(1) Mission 3a. Domestic Cannabis Suppression Operations Support. Support of LEA domestic cannabis

suppression and eradication operations. This includes, but is not limited to, aerial support, logistic support,
communications support, intelligence, planning support, operational staff coordination, medical support, physical
security, ground transportation, eradication and destruction of contraband, and spraying of herbicides, lAW
Environmental Protection Agency (EPA) regulations and state laws.

(2) Mission 3b. Transportation Support. Provide transportation and controlled deliveries (aerial, ground, or
maritime) of LEA personnel/equipment, persons in LEA custody, seized property or contraband as part of ongoing
time-sensitive CD operations, when security or other special circumstances reasonably necessitate National Guard
support and there is a counterdrug nexus. Routine administrative aerial transportation is not pennitted under this
mission nor are missions that compete with private enterprise. LEA officers are responsible for the security of any
evidence or persons in their custody. Provide ground transportation of youth, adults, and associated equipment and
supplies for community/state demand reduction program activities.

(3) Mission 3c. MaintenanceiLogistical Support. Provide maintenance/logistical support of LEA vehicles and
equipment to enhance the CD effectiveness of the supported agency and release Law Enforcement Officers (LEOs)
for drug enforcement duties. General maintenance/logistics support for non-CD vehicles and equipment is
prohibited.

(4) Mission 3d. CargoiMail Inspection. Assist LEAs by inspecting cargo and mail. Primary emphasis will be
placed on ports of entry (POEs) and functional equivalents. CargoiMail includes, but is not limited, to vehicles,
containers, commercial cargo, aircraft, watercraft, baggage, and mail. National Guard personnel will not make
arrests, conduct searches of individuals, seize property, or enter into the chain of evidence. LEOs must be present at
inspection sites, make seizures, maintain custody of evidence, and maintain control of vehicle occupants.

d. Mission Category #4. Counterdrug-related Training and Training LEA/Military Personnel. Train military,
LEAs, CBOs, educational and government institutions in subjects and skills useful in the conduct of CD operations
or in the operation of military equipment used in CD operations. LEAs, CBOs, educational and government
participants are responsible for associated travel and per diem expenses if not provided.

e. Mission Category #5. Reconnaissance/Observation
(1) 11ission 5a. Ground Reconnaissance. Reconnoiter or perform area observation by land or water to detect

and report illegal drug activities that include, but are not limited to, cultivated marijuana, suspected isolated drug
trafficking airstrips, drug drop zones, drug trafficking corridors, illegal drug laboratories, suspicious aircraf~

watercraft, or motor vehicles. National Guard personnel will not maintain or store gathered infonnation in National
Guard facilities or databases. Infonnation will be reported as designated by the supported LEA Approved
categories of CD activities include, but are not limited to:

(a) Unattended Sensor Support. Personnel will support LEAs in the emplacement, monitoring, and
maintenance of unattended sensors in areas where suspected drug activity is occurring.

(b) Visual reconnaissance/observation by mobile patrols and Listening Posts/Observation Posts (LPs/OPs),
using binoculars, cameras, night vision devices, and infrared/thennal imagery, including Forward Looking Infrared
(FUR) or lowlight devices. A Law Enforcement Officer (LEO) must be present or in direct contact with the
National Guard team.

(c) Ground Surveillance Radar (GSR). Establish and operate ground radar sites using either Anny or Air
GSR systems. Mission includes site security and may require transportation support.

(2) 11ission 5b. Aerial Reconnaissance. Conduct reconnaissance/observation of airspace, maritime or surface
areas (land and internal waterways of the US and territories) for illegal drug activities which include, but are not
limited to, cultivation of marijuana or delivery of illegal drugs. Reconnaissance may be directed toward suspected
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drug trafficking airstrips/drop zones/corridors or suspicious aircraft/watercraft/motor vehicles. A LEO must be
present or in direct contact for all aviation FLIRJIR sensor missions. LEOs are authorized to fly on aircraft during
validated and approved missions provided the purpose is to facilitate counterdrug activities. 11ission may require
site security for aircraft and ground radar. Approved equipment and techniques include, but are not limited to:

(a) Radars.
(b) Unmanned Aerial Vehicles (DAVs).
(c) Aerial visual techniques, including infrared/thennal imagery, and photographic reconnaissance.
(d) Photo reconnaissance/film processing.

f Mission Category #6. Demand Reduction Support. The Drug Demand Reduction (DDR) Support mission
provides standardized, measurable and evidenced based programs that are intended to gain the commitment of our
nation's youth to make healthy, safe and drug-free choices. The DDR mission also provides support to community
and state based organizations with the common goal of reducing the demand for illegal drugs. The Demand
Reduction Support mission has two distinctive sub-mission categories: DDR Education and Programs, and DDR
Support All DDR activities conducted under mission category #6 shall be listed in Annex A of the Governor's
State Plan. All DDR activities shall clearly quantify the amounts of Pay and Allowances, and Operations and
Maintenance funds that are expended on all efforts conducted under mission category #6.

(I) Mission 6a. DDR Education and Programs: This mission implements standardized, measurable and
evidenced based educational programs. DDR education and programs will use standard methods to measure the
desired outcomes and ensure mission fidelity. The role ofDDR personnel in this mission is to increase awareness,
provide guidance, and facilitate collaboration to motivate our nation's youth to be drug-free. These DDR programs
will include:

(a) Programs designed to increase awareness and motivation towards positive changes in knowledge, attitude
and intent. These desired outcomes must be measured to detennine mission effectiveness.

(b) Programs designed to provide guidance and facilitate constructive changes in DDR prevention policy,
procedures and practices.

(c) Programs that motivate our nation's youth and facilitate positive changes in self esteem, increasing their
abilities to make drug-free choices.

(2) Mission 6b. DDR Support: The National Guard DDR mission also supports efforts led by community
based organizations that are designed to provide rewards and incentives, alternative activities (countering) and
environmental strategies to help our nation's youth make the commitment to be drug-free. These comprehensive
support strategies include, but not limited to:

(a) Facilitating collaboration and increasing the capacity, sustainability, and synergy of coalitions and
partnerships.

(b) Supporting reward and reinforcement events/activities that focus on the implementation of effective
incentives, use of motivational methods, and measurement of positive changes toward drug-free behavior.

(c) Supporting drug prevention activities that focus on the implementation of alternative activities proven to
provide positive modeling and motivation which create the opportunity for drug-free experiences leading to a drug
free life.

(d) Supporting community-led efforts to develop environmental strategies that assist in changing written and
unwritten community standards, codes, and attitudes, thereby reducing the demand, incidence and prevalence of
illegal drug use and the illegal use of prescribed drugs in the general population.

g. Other support. Utilization ofION scanners, Mobile Vehicle and Cargo Inspection Systems (MVACIS) and
like equipment in Counterdrug support to LEAs/CBOs will be lAW established policies and procedures. Reporting
requirements will be lAW the current Counterdrug Information Management System (CMIS) Handbook.

2-8. Use of Counterdrug Assets for Non-Counterdrug Missions
a. CD-equipped assets, including aircraft and Light Annored Vehicles (LAVs) that are funded by 32 USC 112

appropriations are primarily intended for use in CD operations. On occasion, requests to use CD equipment and
personnel for non-CD purposes will be made. Reimbursement will be lAW applicable regulations. Non-CD use is
limited to situations where action is being taken in response to requests by civil authorities to save lives, prevent
human suffering or mitigate great property damage AND the following criteria are present:

(I) Equipment and/or personnel are needed to search for a lost person(s), where without this support a high
probability exists that the person(s) will not survive inclement weather or other perilous circumstances/conditions.

(2) Equipment and/or personnel are needed to search for escapees or suspected dangerous felons, who, if not
quickly apprehended, will likely endanger the welfare of innocent persons.

(3) Equipment and/or personnel are needed for support of contingency operations, operations other than war,
natural disasters, Military Support to Civil Authorities (MSCA), and National Special Security Events (NSSEs).
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b. Requests must be made to the CDC by an LEA, Office of Emergency Services, or their equivalent The CDC
or the CD School Director/Commandant must request reimbursement for flying hour costs, vehicle costs, fuel costs,
and personnel costs from other ARNG/ANG funding or by the agency making the request for support

c. CDCs will verify requests and ensure that all available alternate sources of support (such as requests through
Military Support to Civilian Law Enforcement Agencies (MSCLEA) in the example of escaped felons or
search/rescue, or use of SAD for civil disturbances or natural disasters) are considered as possible alternatives to the
use of CD assets.

d. CDCs will coordinate with supported agencies to ensure that use does not interfere with CD LEA operations
except in valid life/death emergency situations.

e. CDCs may refer situations not meeting the above criteria to NGB B-CD. NGB B-CD will consider them on a
case-by-case basis.

2-9. Agreements between the State and LEAs/CBOs (MOUsIMOAs)
a. A Memorandum of Understanding (MOU) or Memorandum of Agreement (MOA) between the state and any

supported LEA/CBO is required for CD support for more than 30 consecutive days. Agreements will be drawn
lAW procedures established by the state and the LEAs/CBOs concerned, and must comply with all applicable
federal/state laws and regulations/instructions.

b. The JAG or competent legal authority will review all MOUs/MOAs to ensure compliance with state law
before approval by The Adjutant General or, as appropriate, the Commanding General, District of Columbia. The
JAG's review may be in the fonn of a memorandum for record stating the MOUs/MOAs have been reviewed and
comply with applicable federal/state laws and regulations.

c. The agreement must be approved and signed by the TAG, CDC, and LEA/CBO concerned before support is
provided. The CDC, the CD School Director/Commandant, or a designated representative, will annually document
a review of all MOUs/MOAs with the supported LEAs/CBOs to ensure they meet support requirements. If only
minor changes are required, an addendum may be added to the MOU/MOA

d. Agreements will address the following topics, as a minimum, and specify the responsibilities and obligations of
both parties.

(I) Purpose of agreement
(2) Authority (i.e., regulations, statutes).
(3) Planned deployment of National Guard personnel and/or equipment
(4) Reporting procedures.
(5) Command and control.
(6) Scope of operations.
(7) Force protection Rules for Use afForce.
(8) Public affairs support.
(9) Safety.

(10) Responsibilities, including acquisition of warrants and permits.
(II) Relative liabilities of parties including any hold hannless agreements. No hold harmless agreements are

required in agreements between federal agencies. The Federal Government may not hold harmless a state or other
jurisdiction.

(12) Renegotiation. Agreements must be renegotiated when laws, regulations and/or support requirements
change in such a manner that the agreement cannot be executed, e.g., revocation of DoD approval for a particular
mISSIOn.

(13) Termination of Agreement Agreements will tenninate upon such tenns as the parties agree, e.g., upon 90
days notice by either party. Inclusion in the agreement of an end date is not required merely because funds are
appropriated on an annual basis.

(14) Asset forfeiture/sharing, if applicable.
e. MOUs/1;10As may address support in a general manner but must cover all areas of concern. If a more specific

agreement is required, an operations plan with a cover memorandum may augment the MOU/1;10A.

2-10. Interstate Operations/Agreements (MOUsIMOAs)
a. States that support operational CD missions within the borders of other states will, to the extent required by and

lAW the laws of the involved states, establish written MOUs/MOAs between the involved states unless such
agreements are already in force under existing interstate compacts.

b. At a minimum, Adjutants General, through the CDCs, will coordinate notice of the intent to conduct interstate
operations before commencing such operations.
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Chapter 3
Counterdrug Support Program Operations

NGR 500-2/ANGI 10-801

3-1. Support Role
The role of the National Guard in CD supply and demand reduction operations is to support LEAs and CBOs.
Requests for support will be lAW paragraph 2-I.b. The CDC will ensure that prudent and reasonable safeguards
are in place before perfonning any mission and those personnel are not placed in situations that are likely to bring
them in direct contact with suspects. The CDC will also ensure that National Guard members are not knowingly
sent or directed to enter into life threatening situations.

3-2. Force Protection
a. National Guard personnel at all levels will ensure that pre-operation (liaison) coordination and planning wifh

supported LEAs and CBOs address the risk management of personnel and equipment throughout fhe operation by
the perfonnance of mission threat assessments. A risk assessment of potential threats to National Guard members
and property will be conducted during the planning stage of all CD missions presenting a potential fhreat to NG
personnel or equipment DA Fonn 7566 (Composite Risk Management Worksheet) will be used to determine the
threat level and will act as a guide in detennining mission acceptance or rejection. The CDC will complete the Risk
Management Worksheet and keep it on file lAW paragraph 9-7. All areas of the worksheet are required as a
minimum. The worksheet may be customized for specific missions.

b. The CDC or fhe CD School Director/Commandant. as appropriate. is designated as the focal point for National
Guard personnel assigned to CD support and will ensure the coordination of security and clear jurisdictional
responsibilities between LEAs and CD mission personnel. CDCs will receive and disseminate time sensitive threat
information from law enforcement agencies lAW AR 525-13. paragraph 5-16. and local policy. National Guard
personnel will ensure that public affairs efforts, directed at complying with the public's right to know, do not
jeopardize the safety of National Guard members and equipment by disclosure of personnel or unit identification in
photographs, video recordings or printed articles.

3-3. Arming of Troops and Use of Force
a. This paragraph contains federal guidelines that cannot be broadened. Since the mission is conducted in state

status, state law and rules on the use of force apply. Each state must develop rules on the use of force that are in
compliance with state law on fhe Use afForce Continuum (see Section II Terms), and this regulation. Therefore,
states will review fhese rules with fhe State Attorney General (SAG), or fhe United States Attorney for the District
of Columbia, as appropriate, and add further restrictions as appropriate to comply with state law and/or policy.

b. The National Guard serves in a support role to law enforcement and will not be directly engaged in law
enforcement duties; accordingly, Guard members will only be armed in coordination with fhe supported LEA and
lAW the following criteria. A mission risk assessment will be conducted to identify potential fhreats and evaluate
whether Guard personnel should be armed as a force protection issue. The risk management worksheet will act as
guide in determining whefher troops should be armed. Ultimately, the Adjutant General will determine whefher
troops will be armed. The Adjutant General's policy, to include procedures for chain of approval, delegation of
authority (when applicable), and other guidance as desired, will be published in written form and made known to all
CD personneL The Adjutant General may delegate approval aufhority to a primary staff officer or the CDC. If
approval is delegated, fhe CDC must either be fhe approving official or in the approval chain.

c. All personnel authorized to carry fireanns must have received qualification training and testing with their
permanently assigned, by serial number, CD weapon lAW current regulations. (See paragraphs 5-14 fhrough 5-16).

d. Arms and ammunition will be secured at all times lAW appropriate regulations and policies.
e. Firearms will not be discharged except for training or defend to oneself or other persons in a life-threatening

situation lAW the pre-established RUF. Any discharge of a weapon in a non-training situation will require the
filling of an Incident ReportIAW paragraph 3-14.

f Pilots In Command (PICs) or Aircraft Commanders (ACs) of aircraft have the authority to override an order to
chamber rounds while on board aircraft.

g. Possession or use of non- issued or personally owned fireanns and/or ammunition during CD support
operations is prohibited. National Guard personnel will not accept offers of weapons or ammunition from LEAs,
except for use on LEA operated ranges for training purposes only. National Guard personnel will not provide
ammunition to non-military entities. The only weapons used for CD support operations will be federally owned
military weapons listed on the USPFO's property book account.

h. Federally owned military weapons will not be secured in private dwellings at anytime.
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i. National Guard members may use minimum force (physical hands-on; restrain, detain, subdue) for the
following purposes:

(I) To defend themselves or other persons.
(2) To protect property, or prevent loss/destruction of evidence.
(3) To make arrests if they have arrest powers pursuant to state law and exigent circumstances require such

action.
j. The discharge of any firearm is always considered to be deadly force.
k. National Guard members will be thoroughly briefed on the Rules for Use of Force and the policies of the

agency they are supporting lAW that agency's academy or in-service defensive tactics training program before the
commencement of any operation. NG personnel will comply with state laws on the use of force.

1. Personnel authorized to carry firearms will wear body ann or while carrying a fireann and actively engaged in a
CD mission, unless waived by the CDC, based on the mission risk assessment The CDC, or a designee, will
determine what constitutes active engagement in a CD mission. This does not apply to pilots and aircrew involved
in flight operations.

3-4. ARNG Operational Ammunition
a. An ammunition account may be established to support missions within the Counterdrug Support Program, per

Common Table Allowances (CTA) 50-909, paragraph 26 (18). Operational munitions are used when performing
CD missions in which the bearing of arms has been approved lAW paragraph 3-3 of this regulation/instruction.

b. Operational ammunition must be secured and accounted for lAW AR 710-2, DA Pam 710-2-1, DA Pam 710-2
2 and AR 190-11.

c. The use on non-DoD procured ammunition in a federally owned weapon is prohibited.

3-5. Basis oflssue for ARNG Operational Ammunition
a. NGB B-CD has determined that the following line item numbers (LIN) and quantities (extracted from MP

operational loads, CTA 50-909, Table 62) will be the basis of issue for the CD operational load:
(I) C39136 9mm Ball M882 (A363) 45 rds/wpn
(2) D34821 00 BuckshotM19 (A011) 10 rds/wpn
(3) C35041 Ctg, 5.56 Ball M855 (A059) 120 rds/wpn
(4) D34973 5.56 Ball M193 (A071) 120 rds/wpn
(5) J77626 Grenade, Green Smoke (G940) 24 ea/unit
(6) J79133 Grenade, Red Smoke (G950) 24 ea/unit

NOTE: LIN D34973 is to be used with the M16A1 rifle. LIN C35041 is to be used with the M16A2 rifle. No
substitution is authorized, except as provided herein. C35041 should not be fired in the M16A1 rifle. D34973 can
be fired safely and accurately in the MI6A2/M16A3, but range is reduced approximately 16 percent, and
penetration is also reduced.

b. The number and type of weapons used for computing the operational load will be limited to that necessary to
conduct authorized operations.

3-6. Rules of Evidence and Chain of Custody
Rules of evidence in civilian and military courts generally provide that physical objects carmot be accepted into
evidence unless a chain of custody can be established. This is especially true for items subject to adulteration such
as drugs. To ensure admissibility of such evidence, only LEOs should seize, handle, and/or maintain custody of
items that may be considered as evidence, except in exigent circumstances.

3-7. Operational Briefings
In addition to initial training and armual refresher training in Counterdrug Support Program doctrine, Soldiers and
Airmen in support of LEAs will be given additional briefings when the nature of operations indicates that
reinforcement is advisable. Special briefings on force protection, security, use of force, chain of custody, and/or
other basic program provisions outlined in this regulation/instruction may be advisable when contact with suspects
seems probable, when conducting rnultijurisdictional operations, when perfonning air operations with new
personnel, or when conducting operations involving motor convoys, new terrain or contact with civilians. CDCs
and supervisors will detennine when such additional briefings are appropriate. CDCs and supervisors will
document all briefings.
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3-8. Operations Security (OPSEC)
Supply reduction support operations will follow OPSEC procedures of AR 530-1 and DoD 5400.7-R AFSUPI.
OPSEC briefings will be administered as part of operations briefings. where appropriate or separately as required.

3-9. Physical Security
The CDC or the CD School Director/Commandant. or their representative. will ensure that all physical security
protective measures and appropriate risk assessments of all National Guard CD controlled offices and/or work areas
are conducted lAW AR 190-11, AR 190-13, AR 190-51, and/or AFI 31-101 VI, as applicable.

3-10. Communications Security (COMSEC)
Policies and procedures outlined in AR 380-19 and/or AFI 14-201 and AFI 33-211 will be followed to ensure
protection of confidential information in information management systems and to detennine appropriate methods
for transmission or reception of voice and hard copy infonnation.

3-11. Protective Markings
Mark CD plans, operations plans/orders, MOUs/MOAs, school training records, course files, and other sensitive
documents, "FOR OFFICIAL USE ONLY," lAW AR 25-55, Chapter 4, and DoD 5400.7-R, AFSUPI. Refer to
regulation/instruction for the proper marking of "FOR OFFICIAL USE ONLY" (FOUO) documents. Mark FOUO
material sent to authorized persons outside the DoD with the following explanation typed or stamped on the
document: This document contains information EXEMPT FROM MANDATORY DISCLOSURE UNDER THE
FREEDOM OF INFORMATION ACT (FOIA). Exemptions (b)(5), (b)(7)(F), and Title 5 USC § 552(b)(5) and
(b)(7)(F). Further distribution is prohibited without the approval of the Office of Primary Responsibility (aPR).
The aPR is the office within the state holding ownership of the documents so marked.

3-12. Handling of Sensitive/Law Enforcement Information
a. Sensitive LEA materials will be treated as classified material protected to the FOUO level lAW Chairman,

Joint Chiefs of Staff Manual (CJCSM) 3701.01A and Joint Pub 3-07.4.
b. There are other types of information that require application of controls and protective measures for a variety

of reasons. lAW DoD 5200.I-R (Information Security Program), this information is known as "controlled
unclassified infonnation." Since classified infonnation and controlled unclassified information exist side by side in
the work environment, often in the same document, AR 380-5 should be reviewed for guidance. To release FOUO
information to members of Congress, consult DoD 5400.4, and to the General Accounting Office use DoD 7650.1.

c. With regard to a student attending a NGCSP CD school and upon written request from an authorized official of
the student's agency, the CD School Director/Commandant of the particular CD school will only release individual
student information to the student's assigned agency. If student infonnation is requested by court order/subpoena, it
shall not be released until reviewed and approved by the state judge advocate. Students may voluntarily participate
in the creation and distribution of a student contact list.

d. The CD School Director/Commandant is the releasing authority for instructional material that is the property of
a NGCSP CD school.

3-13. Intelligence Oversight (IO)
a. References.

(I) DoD 5200.IPH
(2) DoD 5200.IR
(3) DoD 5200.27
(4) AR 380-13
(5) AR381-1O
(6) AFI 14-104
(7) NGR 20-IO/ANGI 14-101

b. General
(I) The National Guard does not conduct Intelligence activities of its own in Counterdrug Support Program

missions. National Guard members support the criminal information analysis activities of LEAs. Criminal
infonnation comes into temporary possession of National Guard members supporting LEAs but is not retained by
the National Guard.

(2) NGR 20-IO/ANGI 14-101 provides guidance to National Guard Inspectors General in implementing
oversight of intelligence activities. These two publications may aid CDCs in complying with requirements, since
they describe procedures used by Inspectors General in reviewing counterdrug activities.
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c. Requirements
(I) National Guard Counterdrug Programs are not required to have formal intelligence oversight programs

unless they have specifically requested Military Intelligence Support. They then must follow the procedures
outlined in AR 381-IO/AFI 14-104.

(2) Intelligence oversight training will be included in doctrinal training given to each member at initial entry,
and repeated annually for all personnel CDCs will ensure that members performing duty such as Missions 2a
(Linguist Support), 2b (Investigative Case and Analyst Support) and various operations of Mission Category 5
(including Thermal Imagery in Mission 5b, Aerial Reconnaissance), receive such additional and specialized training
as may be appropriate.

(3) CDCs will coordinate with LEAs to ensure that support of intelligence operations is conducted in
accordance with applicable directives and in the support role intended by Counterdrug Support Program policy.
This will require periodic monitoring of the daily routines and actual duties performed by National Guard members.

d. Documentation
(I) Training records will include documentation of Intelligence Oversight training, to include briefing content

used and rosters or statements confinning attendance.
(2) When Intelligence Oversight training is conducted by other than the CDC staff, copies of documentation

described in b., above, will be obtained for Counterdrug Support Program files.

3-14. Special Notification Requirements
a. The CDC, the CD School Director/Commandant, or their representative must notify NGB B-CD when any of

the following occurs in a CD operation:
(I) Loss of life or serious injury.
(2) Loss of, or substantial damage to government or private property; this includes loss of a government

weapon, ammunition, or secure communication device.
(3) "Exigent circumstance" situation in which any step beyond verbal commands in the RUF is used.

b. This requirement is in addition to reports required by other federal or state regulations/policies.
c. When CD personnel prepare reports lAW AR 190-40 or AFI 10-206, the CDC or the CD School

Director/Commandant, or their representative, as appropriate, will notify the Army and Air National Guard
Command Posts and NGB B-CD. IfNGB B-CD is notified of a serious incident directly from a state, this
information will be coordinated with the Army and Air National Guard Command Posts immediately by the person
receiving the report.

d. Initial reporting will be by telephone call, facsimile message, or electronic mail. A written report will follow if
requested by NGB B-CD. All reporting will be processed through the NGB B-CD Regional Coordinator or the
Training Officer up to the Chief, NGB B-CD.

3-15. Aviation Counterdrug Mission Support
a. Mission. The National Guard CD Program supports LEA CD operations consistent with law, OSD directives,

and regulations. All aviation support provided to LEAs is considered operational. General mission categories are in
the respective State CD plan. Aviation support typically falls within mission categories 3, 5, and 6. Both Army and
Air National Guard provide aviation assets for missions. LEA "controlled delivery" requests are processed through
the NGB B Operations Center on a case by case basis.

(1) Approval Process. This is a five step process involving receipt, validation, acceptance, prioritization and
execution. A CD mission request from a LEA must be received, validated and prioritized by the respective State's
CDC. The CDC validates that the requested mission is consistent with one of the approved mission categories
noted in the approved Governors' State Plan for National Guard Counterdrug Support. Once validated, the CDC
may accept the mission and establish the priority of the mission within the overall National and lor State
counterdrug strategies. Mission execution is coordinated by either the Anny or Air National Guard units through
the SAAO or the ANG flying unit commander, respectively. Figure (3-1) depicts the mission approval process.
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(2) Mission After Action Reports (AARs). AARs will be maintained in the counterdrug mission folders for six
years consistent with paragraph 2-1 i.

b. Operations
(I) Mission Briefing, preflight planning and briefings shall comply with the requirements of
AR 95-1or AFI 11-202. See para 3-7 for other considerations relating to CD missions.
(2) Counterdrug unique mission briefing requirements are contained in either the NG Supplement 1 to AR

95-1 or appropriate ANG regulations.
(3) PIC 1Aircraft Commander (Ae). Pilots who are FTNGDCD shall serve as the PIC or AC
during all aviation support to LEA CD operations. Pilots augmenting seasonal operational support may act

as the PIC or AC provided they have completed training noted in para 3-15 c (I) below.
(4) LEA personnel: Under Section 1004 (b) (3), National Defense Act for Fiscal Year 1991 federal, state,

and local law enforcement personnel are authorized transport on DoD aircraft when it is for the purposes of
facilitating counterdrug activities.

c. Training
(I) Pilot training (general). Aviation training is the responsibility of the SAAO/aviation unit commander or the

ANG flying unit commander. CD unique doctrinal training is the responsibility of the CDC
(a) Initial pilot qualification in rotary or fixed wing aircraft shall be conducted under the authority ofNGB

AVS or appropriate ANG proponent
(b) CD doctrinal training listed in para 5-5 of this regulation must be completed before serving as a PIC or

AC lAW 3-15 b (4) above. Beginning in FY 2010 ARNG FTNGDCD pilots performing PIC duties hired after FY
2006 must complete advanced CD doctrinal training conducted by a regional school:

(c) Counterdrug pilot training in thennography noted in para 5-12 is required, as is FLIRJIR sensory mission
equipment factory schools.

(d) It is highly recommended that ARNG pilots attend aircraft power management training at the High
Altitude Mountain Training Site.

(2) LEA personnel training. The CDC is responsible for validating all LEA training requirements for which
ARNG or ANG personnel, equipment, or resources are required. The SAAO/aviation unit commander or the
respective flying unit commander is responsible for providing LEA aviation unique training. As a minimum, a
detailed passenger briefing lAW appropriate aircraft operator's manuals or Aircrew Training Manual (ATM) is
required. For LEA personnel that participate in CD aviation missions as an observer, familiarization training noted
below must have been completed before flight Refresher training will be conducted annually. Familiarization
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flights should be one hour in length and conducted in conjunction with academic training. In that LEA training is a
CD operational mission actual flight must be conducted by a FTNGDCD pilot Records of LEA personnel training
shall be maintained by the CDC and readily available to the SAAO or flying unit commander and flight operations
personnel.

(a) Recognition of hazards to safe aircraft operations
(b) Aircrew coordination considerations
(c) Internal aircraft communications systems
(d) Aircraft safety and emergency considerations
(e) Night flight, visual illusions, light conservation

(3) Aerial ObserverlMarijuana Training for LEAs. LEA personnel shall be instructed in the aerial observation
and reconnaissance techniques noted in FM 3-04.119. Records of such training shall be maintained by the CDC and
SAAO consistent with paragraph 2-1 i. The SAAO is responsible for the conduct of aviation unique training that
must be requested by an LEA through the CDC.

d. Risk Management Risk management must be an integral part of the mission approval process. The safety of
flight crews, ground, and supported LEA personnel must be fully considered at every step. The LEA (Customer) ,
CDC (mission proponent), and Aviation (force provider) must work collaboratively and with a unity of purpose to
ensure all risks (hazards) are identified, assessed, countenneasures are developed, controls are implemented, and
then supervised and evaluated. Because of the liability and crew risk, the risks noted below may require special
emphasis:

(I) Landing zone clearance (both authority to use and hazards)
(2) Clearing areas of potentially hostile persons before landings.
(3) Hazards to National Guard, LEA, and civilian personnel during air and potential ground operations.
(4) Known and suspected hostile personnel actions.
(5) Aircraft and the security of passenger and crews.
(6) Crew, observer, and passenger briefings that may be unique to LEA support operations.
(7) Aircraft safe operating distance from known or suspected hostile areas.

e. Logistics.
(I) FHP. Beginning with FY 2009 planning processes the Governor's State Plan for counterdrug must contain

an estimated flying hour requirement for counterdrug operational support. The estimate must reflect aircraft
mission, design, and series (example: CH-47D, C-130, UH-72, etc.) and project the expected obligation plan on a
quarterly basis. The Annual NGB B- CD State Planning Guidance for FY 2009 will detail the FHP requirements
format to be used for ARNG and ANG CD support. The ARNG will sustain the average historical flying hour
operational support provided by the fanner RAID detachments with the UH-72.

(2) FHP Resourcing.
(a) FHP Requirements. NGB B-CD will determine flying hour requirements from the Governor's State CD

Plans and provide those requirements to either the NGB-AVS or ANG/A3 for incorporation in the annual FHP
program guidance.

(b) OPTEMPO funding is currently issued through the respective services and is managed by eitherNGB
AVS or ANG/A3. Authority for and accountability of CD FHP operational support OPTEMO hours is the
responsibility ofNGB B-CD.

(c) The State CDC and SAAO and/or ANG flying unit commander must coordinate the FHP requirements in
the annual State CD Plan before submission for approval.

(d) FHP execution reports. See paragraph fbelow.
(3) CD flying hours allocated for will be used only for:

(a) Counterdrug support missions.
(b) Essential transportation for planning counterdrug operations
(c) Training personnel (aircrews and LEAs) for counterdrug operations
(d) Emergency situations that necessitate the use of CD procured aircraft systems

f Evaluation and Reporting Requirements.
(I) National Guard Bureau CD Program Evaluation (CPE). The CPE is an evaluation conducted by the NGB

B-CD office to ensure compliance with 32 USC §112 and AR 11-2. Each state is evaluated on a forty-two month
cycle. State CDCs are required to complete a self assessment every year and provide a copy to NGB B-CD
Regional Coordinator and the CPE Coordinator The CPE schedule is published annually and is made available to
all State CDCs. CD aviation operations and safety are part of the CPE and have specific checklists. The CPE
aviation functional area checklist considers other evaluations such as DES and the FORSCOM Aviation Resource
Management Survey (ARMS) to avoid inspection redundancy.
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(2) CD Management Infonnation System (CMIS). Requirements for CMIS reports are noted in Chapter 9 of
this regulation and the CMIS Operational Manual. CMIS serves as the primary management control system for the
CD Program. Monthly FHP reporting dates in CMIS will coincide with the DA 1352 or the ANG monthly flying
hour reporting periods. SAAOs will ensure missions flown and flying hours executed are reported to the CDC for
inclusion in cyclic CMIS reporting.

(3) OPTEMPO Reports. OSD requires quarterly and annual OPTEMPO reports on planned and executed
flying hours for CD operation support. Each state must submit this OPTEMPO report in the fonnat contained in the
Annual CD Planning Guidance Memorandum beginning in FY 2009. Quarterly reports will be due the 20th of the
month following the end of each fiscal quarter (December, March, June, September). Quarterly FHP reporting dates
will coincide with the DA 1352 (Anny Aircraft Inventory, Status, and Flying Time Report) or the ANG monthly
flying hour reporting periods.

g. Memorandum of Agreement (MOA). The CDC and SAAO or ANG flying unit commander shall develop a
MOA that articulates the staff and! or command relationships/functions in the following areas and responsibilities
that are consistent with 1-4f above. A sample MOA is included at appendix B.

(I) FTNGDCD personnel management The CDC must be the rating chain of all FTNGD-CD personnel and
be responsible for all personnel employment (hiring and dismissal) actions.

(2) FHP and OPTEMPO funds planning, programming an execution accounting to include coordination of the
annual Governor's State DCD plan development

(3) Flight training and Standardization responsibilities.
(4) Use of CD personnel in non-CD missions and training.
(5) Coordination and cooperation in operational and safety inspections
(6) Ground and aviation mishap responsibilities and reporting
(7) Chain of Command
(8) Use and status of traditional ARNG or ANG personnel to perfonn CD mission.
(9) Appointment of the CD aviation operations officer for either the ARNG or ANG CD operations
(10) Operational Security (OPSEC)
(II) Public Information releases
(12) Other functions that may be detennined by internal State command and staff management
(13) Aviation school quotas

h. Manning. The full-time structure of a State's FTNGD-CD is detennined by the CDC. Manning
recommendations for CDAAV are established based on minimum CD Aviation mission support requirements, and
are not intended to reduce higher existing manning levels in cases where that situation exists. Optimal CD Aviation
manning requirements are dependent upon unique state circumstances such as operations tempo, geography,
stationing, and other factors. CD aviation operations must be manned accordingly to ensure timely, adequate, and
safe operations that are resourced to fully execute support requirements and flying hour programs. The
recommended minimum manning requirements are:

(I) Minimum of one CD Aviator on FTNGD-CD orders annually for each 250 flying hours per the State Plan.
(2) Minimum one MOS qualified crew chief (CE) on FTNGD-CD orders annually for each 500 flying hours

per the State Plan.
(3) Minimum of one qualified Technical Inspector (TI) on FTNGD-CD orders annually qualified in an

appropriate aircraft.

3-16. Light Armored Vehicle (LAV) Program
a. The primary role of the LAV is to support LEA supply interdiction operations and to support CBO demand

reduction operations. lAW paragraph 2-8, the secondary role of the LAV is support to contingency operations such
as natural disasters, Weapons of Mass Destruction (WMD) incidents, and Antiterrorism IForce Protection (ATIFP
requirements). In the event of a verifiable threat or an actual event related to these operations, and with TAG's
approval, the secondary role will take priority over CD operations. The Adjutant General designates responsibility
for WMD and ATIFP operations to a member of the Joint Forces Headquarters (JFHQ) staff In the event of a
WMD/ATIFP requirement for the LAV, the CDC will transfer operational control of the LAV and its crew to the
designee. The CDC must request reimbursement for associated costs from other ARNG/ANG funding or the
agency to which the support is provided. The requirement for reimbursement of CD personnel costs is waived if the
LAV crew operates the LAV in a funded status other than under the authority of 32 USC § 112.

b. NGB B-CD is the Office of Primary Responsibility (OPR) for National Guard LAV utilization. The NGB B
CD Program Manager (PM) will provide overall program oversight functions to include, but not be limited to:
training, operations, maintenance, budge~ and future program expansion. All LAV operations must be lAW this
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regulation/instruction and local, state, and federal statutes. The NGB B-CD PM should be contacted for assistance
and/or clarification with regards to operations/actions not addressed in this regulation.

c. The LAV assigned to a state will be added to that state's JFHQ Table of Distribution and Allowances (TDA).
The TAG maintains control of the LAV assigned to the state CD program through the CDC. Delegation of
authority to the CDC includes mission validation and approval authority, as well as supervisory authority over the
personnel assigned to operate the system. The CDC is responsible for all program management requirements and
for coordinating with the NGB B-CD PM for driver training, depot level maintenance, calibration, or other
specialized service requirements.

d. States with a LAV will develop a State Annex to include CD support operations, and contingency operations,
addressing, at a minimum, the following items:

(I) Command and Control Guidance.
(2) Force Protection and Use of Force.
(3) Public Affairs guidance.
(4) Safety.
(5) Reporting procedures.
(6) Responsibilities regarding acquisition and maintenance of licenses and penn its.
(7) Relative liability of parties.
(8) Training guidance

e. The LAV, although assigned primarily to specific states, may be requested to support interstate operations on a
regional basis. When LAV support is required, a written request will be made from TAG to TAG and a copy of the
request will be forwarded to, and acknowledged by, NGB B-CD. The LAV operators will transport the LAV to,
and operate the equipment in, the requesting state. Interstate operations will be lAW an agreement between the
participating states as required by the laws of the participating states.

f LAV Operations
(I) CD LAV operations will be conducted lAW the NGB B-CD LAV SOP, the local annex, and this

regulation/instruction.
(2) All LAV operators are responsible for operating the equipment within its capabilities and the scope of

mission employment.
(3) All LAV operators must be properly trained on the LAV and possess a valid LAV operator's license.

g. Reporting Procedures. All CD missions, resource expenditures, and mission results supported by the LAV
will be reported through CMIS.

3-17. Counterdrug Program Evaluations
a. NGB B-CD will periodically send several personnel to conduct a Couuterdrug Program Evaluation (CPE) of

the state, or as appropriate, NGCSP, compliance with laws, regulations, instructions, management controls, and
NGB Couuterdrug Support Program policies. The evaluation team will assist the states and NGCSP in achieving
and maintaining compliance. They will provide the NGB B-CD and state leadership with insight and infonnation
to familiarize their staff with the successes, issues, problems, and perspectives of state and/or school CD personnel.

b. NGB B-CD will develop an annual evaluation schedule based upon recommendations from the NGB B-CD
staff. Priority will be given to states/schools not evaluated within 42 months, states/schools where problems may
exist, and states/schools with a new CDC or Director/Commandant. Evaluations will be approximately three days
in length except when the size of the program or traveling time dictates an extended stay.

c. NGB B-CD will send a final report, identifying the results, to the CDC or NGCSP/Commandant through the
Adjutant General. It will include areas of non-compliance, corrective actions required, remarks, commendations,
and recommendations for each applicable section of the CPE checklist. NGB B-CD requires the CDC or the
NGCSP Director/Commandant to respond concerning intended corrective actions to all non-compliant items within
30 days of receipt of the final report.

d. The CDC or the NGCSP Director/Commandant will conduct an annual self-assessment of their program using
the current CPE Checklist. Short-falls and the Courses of Action(s) (COAs) necessary to be compliant must be
submitted to NGB B-CD utilizing the DA Fonn 11-2-R (Management Control Evaluation Certification Statement).

e. Although evaluations endeavor to ensure compliance with all applicable rules and regulations, the Regional
Coordinator or the Training Officer is the primary specialist for providing support and guidance concerning nonnal
business.

3-18. Public Affairs
a. Infonnation about National Guard Couuterdrug Support is subject to the following provisions:

(I) DoD 51225
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(2) AFI35-101
(3) AR 360-1
(4) AR360-5
(5) NGB Pam 360-5/ANGP 35-1
(6) DoD 5410.18
(7) DoDD541O.19
(8) NGB-B Counterdrug Standard Operating Procedures for Public Affairs

b. Public Information Principles. It is the National Guard Counterdrug Programs' objective to keep the public
fully informed of its unclassified activities. In meeting this objective, the following principles apply:

(I) National Guard Counterdrug Programs should provide unclassified information about the National Guard
and its activities to the public. Prompt and maximum disclosure of information is required by the Department of
Defense. Propaganda has no place in DoD Public Affairs programs.

(2) All National Guard Counterdrug officials will avoid public discussion of matters which are the
responsibility of other governmental agencies, LEAs and CBOs (e.g., let law enforcement discuss their own roles in
counterdrug operations). Counterdrug personnel should only discuss their subject matter expertise and work with
their state Public Affairs Officer when releasing information to the public.

(3) Information classified in the interest of national security pursuant to DoD Directive 5200.I-R will not be
disclosed.

(4) Information will not be classified or otherwise withheld to protect the government from criticism or
ernbarrassrnent.

(5) Avoid requiring journalists to submit Freedom ofInformation Act (FOIA) requests to obtain information
that is releasable according to the Act Unnecessary FOIA requirements only add delay to the process and often are
counterproductive to the practice of effective public affairs programs.

c. Responsibilities. The Chief of the National Guard Bureau is the release authority for all media activities and
issues that have national or international implications. The senior commander is responsible for releasing
information to the public. The PAO must clear and release information at the state level in compliance with the
Secretary of Defense's principles of public information and "full disclosure/minimum delay" standards; assuring
rapid, accurate and continuous flow of information to the public. The State PAO or their designated representative
is the release authority for all National Guard Counterdrug Programs' articles, press releases, photographs and other
published items.

d. Purpose of Media Relations. Media relations is one of the primary means for achieving the Public Affairs core
competencies of Soldiers and Ainnen morale and readiness, public trust and support and global influence and
deterrence. National Guard Counterdrug Media relations programs are used to link Soldiers and Airmen and their
leaders, link the military to the community and inform American audiences about Counterdrug capabilities. Articles
and information released to the public may be done through the state PAO or Chief, Command Information at NGB.
Info copy the NGB B-CD Multimedia Section Chief

e. Travel Aboard Military Carriers. NGB PAM 360-5 outlines procedures for travel aboard National Guard
military carriers (both aviation and ground assets) by civilians to include but not limited to news media, state and
federal legislators, and civic leaders.

(I) State PAOs are required to coordinate travel requests with NGB Public Affairs for all non-local travel and
all news media representatives. Allow sufficient amount of time for the coordination process, using NGB PAM 360
5 for guidance.

(2) Counterdrug Programs requesting news media travel should coordinate all logistics between the state CDC,
CD school director/commandant, as appropriate, the LEA/CBO and the state PAO, before the state PAO coordinates
withNGB-PA

f Public Announcements of National Guard Counterdrug Participation in all Counterdrug Missions. National
Guard Counterdrug Soldiers and Airmen are deployed to support real-world operations, both domestically and
abroad in addition to their daily counterdrug responsibilities. Respond to queries lAW the appropriate Public
Affairs Guidance (FAG), the following general guidelines should be followed:

(I) Operational security (OPSEC) and troop safety should always be observed. Counterdrug Programs may
comment on involvement in Counterdrug operations and/or traditional Guard requirements after coordination
through their state PAO. Counterdrug spokesman may confirm what is readily observable, but common sense,
OPSEC and the exercise of sound judgment are the ultimate determinant factors.

(2) Topics that may be discussed include authorized, not actual, troop strength, types of equipment and
authorized, not actual, numbers of equipment on hand, Counterdrug Program state and national histories, missions,
capabilities and chain of command information. (The Privacy Act of 1974, 5 USC §552a may apply. See appendix
D ofNGB Pam 360-5, AR 360-1 appendix K, or AFI 35-101 paragraph 6-4 for further guidance.) Counterdrug
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spokespersons should not discuss specific mission(s), dates, times, destination(s) or any other aspect beyond their
current operations without regard to OPSEC

(3) At CDC's discretion, PAOs may provide media with photo opportunities of Counterdrug missions such as
Drug Demand Reduction events. When dealing with members of the press, personnel should be open, honest and
forthright CDCs are encouraged, when possible and practical, to allow news media opportunities to cover DDR
and other Counterdrug activities within the confines of OPSEC and COMSEC

(4) Allow common sense and operational security to guide media activities. For example, PAOs, CDCs and
staffs should allow the media access to infonnation, troops, leaders, and facilities consistent with OPSEC

(5) CDCs are authorized to support efforts that demonstrate to the public, through the media, the United States'
resolve and capabilities.

(6) Freedom of Information Act (FOIA) and Privacy Act Federal statute, DoD and National Guard policy
requires prompt and accurate disclosure of information to the public. The FOIA (Title 5, United States Code,
Section 552) explained in AFI 37-131, and the Privacy Act ofl974 FOIA (Title 5, United States Code, Section
552a), AFI 37-132, are important to public affairs. The FOIA directs maximum release of infonnation. This means
full disclosure, subject to lawful exemptions, including the Privacy Act

(7) The Privacy Act was designed to protect individuals. It often prevents the military from disclosing
infonnation to the news media even though an individual may have already chosen to voluntarily discuss Privacy
Act matters.

(8) The Privacy Act and the privacy exemption of the FOIA, do not protect the personal privacy of deceased
persons. Records about the deceased, however, may be withheld under FOIA or the Privacy Act to protect the
privacy of living relatives and associates if the records contain private, personal infonnation about the family or
other background of person still living. Use good judgment

3-19. Uniforms
CDCs and the NGCSP Director/Commandant as appropriate, will ensure that National Guard CD personnel wear
the appropriate military unifonn while on duty. Exceptions must be approved by the CDC, NGCSP
Director/Commandant, or a designated representative. Exceptions will be based on operational security issues that
might place CD personnel in a hostile environment or compromise undercover LEA missions. National Guard CD
personnel will not wear apparel that could potentially misrepresent them as LEAs.

3-20. Websites
a. All National Guard CD websites must post a disclaimer statement Suggested language for the disclaimer

statement is as follows: The pages within this World Wide Web site are provided by the "State" National Guard
Counterdrug Program as a service to the public. They do not necessarily reflect the views or opinions of the "State"
National Guard and are not guaranteed to be correct complete, or up to date. Some links within the site may lead to
other sites. The "State" National Guard Counterdrug Program website does not incorporate any materials appearing
in such linked sites by reference, nor does the "State" National Guard Counterdrug Program necessarily sponsor,
endorse, or otherwise approve of such linked material.

b. All National Guard CD websites must post a security notice. Suggested language for the security notice is as
follows: The Chief, National Guard Bureau Counterdrug Office, provides the Counterdrug Office Website as a
public service. Information presented on the NGB B-CD Website is considered public information and may be
distributed or copied for non-commercial purposes. Use of appropriate byline/photo/image credits is requested.
This government computer system uses software programs to create summary statistics, which are used for website
planning and maintenance, detennining technical design specifications, and analyzing system performance. For
security purposes, and to ensure that this service remains available to all users, this government computer system
employs software programs to monitor network traffic, to identify unauthorized attempts to upload or change
infonnation, to cause damage, or to deny service to authorized users. Except for authorized law enforcement
investigations, no other attempts are made to identify individual users or their usage habits. Server logs are
scheduled for regular destruction lAW National Archives and Records Administration General Schedule 20.
Unauthorized attempts to upload information or change infonnation on this service are strictly prohibited and may
be punishable under the Computer Fraud and Abuse Act of 1986 and the National Infonnation Infrastructure
Protection Act.

3-21. Secret Internet Protocol Router Network (SIPRNET) Initiative
a. References.

(I) Titles 10, 18,32, and 50, United States Code
(2) Executive Order 12958
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b. GeneraL
(1.) An initiative to install SIPRNET capable computers at each High Intensity Drug Trafficking Area (HIDTA)

Intelligence/Information Support Center (ISC) was established by the Office of the Deputy Secretary of Defense for
Counternarcotics (ODASD-CN), the Defense Information Systems Agency (DISA), the Office of the National Drug
Control Policy (ONDCP), and the National Guard Bureau Counterdrug Division (NGB-B/CD).

(2) The terminals with SIPRNET connectivity for the Antidrug Network (ADNET) will provide the HIDTAs
the ability to share command, control, intelligence, and interdiction capabilities. They will also allow the HIDTAs
to participate effectively in national security operations with DoD and other federal agencies.

(3) The initiative further responds to the statutory requirement (Public Law 101-189) that the SECDEF shall
integrate into an effective network that is dedicated (in whole or in part) to the interdiction of illegal drugs.

c. Requirements
(1.) The minimum clearance required to manage and work at the terminals is SECRET. Personnel with already

established clearances will be used to perform this duty. Non-cleared NG or LEA personnel will not be allowed to
access SIPRNET terminals. In most cases, guardsmen within the HIDTA Intel Cells have already been cleared by
LEAs to accomplish their Intelligence/Information duties. LEA personnel would require authorization from the
certifying entity prior to accessing the tenninals.

(2) Terminals located in facilities controlled by the Federal Bureau ofInvestigation (FBI) will require a TOP
SECRET clearance.

(3) ONDCP requires that at least three NG personnel be assigned to support the HIDTA
(4) CDCs are required to coordinate with other staffs of the state NG to ensure their support of the initiative.

As a minimum, this would include the J2, J6, COMSEC Custodian, and Physical Security Manager.
(5) CDCs are required to budget for personnel TDY costs (travel, per diem, and incidentals) required to

maintain enough individuals trained on the use of these tenninals.
d. Duties. Initial requirements are that NG CD personnel perform the following tasks:

(1.) Guard personnel assigned to HIDTA ISCs will manage SIPRNET terminals by maintaining Access Control
Lists (ACLs) to ensure that NG and other US. cleared personnel can gain full access to all information, protocols,
and system services necessary to perfonn the mission.

(2) National Guard personnel at each site will coordinate with the HIDTA Director to identify an existing
crypto custodian or to formally train a new custodian for each site.

(3) Each NG SIPRNET HIDTA site will control individual system access to the network by identifying
authorized U. S. users with secret or higher clearances.

Chapter 4
Safety and Accident Prevention

4-1. General
a. The safety of National Guard CD personnel is the primary concern of the CD staff and will be emphasized in

planning and during all operations. Accident prevention in CD activities is based upon the philosophy that
accidents can be prevented. Accident prevention is everyone's responsibility and an inherent function of leadership.
CDCs and the NGCSP Director/Commandant will ensure that safety baselines are incorporated throughout the
Counterdrug Standing Operations Procedures (SOP), and that the SOP incorporated the use of risk management
tools for all missions. The CDC, the NGCSP Director/Commandant, or their representative, will ensure
establishment of a Safety Program customized to local needs and circumstances. All CD personnel will be informed
of the responsibilities, instructions, goals, and methods outlined therein. The SOP will conform to DoD, Army, Air
Force and National Guard regulations/instructions and state policies/procedures.

b. The successful accomplishment of all CD support missions and activities with the minimum of risk will be the
main thrust of the program. The safety goals of the Counterdrug Support Program are:

(I) To enhance the total CD mission effectiveness by eliminating/minimizing risks.
(2) To provide a safe and healthy enviromnent for all CD personnel and others exposed to CD activities at all

times.
c. The safety goals will be achieved through the following safety program objectives:

(I) Preventing injuries on or off duty.
(2) Detecting and eliminating the causes of accidents.
(3) Identifying and controlling risks.
(4) Complying with all federal, state, and local safety/enviromnental requirements.
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4-2. Air National Guard Mishap Prevention Program
a. This program, as described in DoD Instruction (DoDI) 6055.1 (AFI 91-202 and AFI 91-202/ANGSUP,

complies with the intent of this regulation/instruction. ANG units will continue to abide by established ANG
directives and procedures when conducting CD operations, with the exception that reporting procedures will be
amended to include the CDC as an information copy addressee on all CD-related matters. The Counterdrug Safety
Officer will coordinate with each ANG unit Chief of Safety to ensure the CD SOP and related directives do not
conflict with the ANG Mishap Prevention Program. Published ANG directives and procedures take precedence for
ANGunits.

b. See also AFI 91-301/ANGSUP 1 AFI 91-204/ANGSUP I, and AFI 91-213.

4-3. Responsibilities
a. CD accident prevention and reporting is everyone's responsibility. Policies, objectives, and standards must be

established, supported by the CDC or NGCS Director/Commandant, and understood by everyone to ensure effective
accident prevention.

b. The CDC and the NGCS Director/Commandant, as appropriate, have the overall responsibility for the health,
welfare, and safety of CD personnel and therefore the state CD accident prevention program. Special attention will
be given to all aspects of CD Program. Careful consideration of the unique requirements of each state (i.e., weather,
geography, legal matters, etc.) should be considered. The CDC or the NGCSP Director/Commandant, as
appropriate, will coordinate with appropriate safety and environmental officers/agencies to ensure that the SOP
conforms to legal and regulatory requirements. The CDC or the NGCS Director/Commandant, as appropriate, will
ensure that:

(I) A Counterdrug Safety Officer and NCO are appointed on orders and trained. Training provided through
the NGB B-CD Safety Course. Additional safety training and personnel may be required, especially in cases of
remote duty locations.

(2) Risk assessments are conducted to ensure that the appropriate controls are utilized, that assignments are
within personnel and equipment capabilities and that the most appropriate assets, consistent with operational
success and safety goals, are utilized lAW FM 100-14. DA Form 7566 will be used to mitigate risk factors.

(3) Risk management principles and standardized procedures are followed for all operations regardless of
mission urgency.

(4) A risk assessment is completed for all missions. Mission briefings will include the controls that will be
utilized to reduce identified mission risks. An annual risk assessment is sufficient for operations that continue year
round in one location with relatively stable routines. When circumstances change and new risk factors are present,
new assessments will be prepared.

(5) All risk assessments made are filed in the related operations record.
(6) Safety principles/procedures will be integrated into CD Program SOPs, Operations Orders (OPORDs),

Operation Plans (OPLANs), and other directives. Topics to address will include, but are not limited to:
(a) Safety issues relevant to particular mission categories
(b) Risk management procedures
(c) Pre-operation and post-operation briefings
(d) Training and operation rehearsals
(e) Safety council
(I) Lessons learned
(g) Air/ground accident prevention plans
(h) Medical response planning
(i) General ground safety principles/procedures
(j) General air safety principles/procedures
(k) Environmental regulations
(1) Local area hazard safety briefing (DoD! 6055.1, paragraph E3.3.1.7)

(7) A risk assessment is completed for all CD school programs of instruction that involve field exercises,
hazardous materials, drugs, animals, or weapons.

(8) Safety principles/procedures are integrated into the CD school SOP and other directives. Topics to address
will include, but are not limited to:

(a) Course type (i.e. tactical, non-tactical classroom, etc.)
(b) Length of operation
(c) Environmental regulations
(d) General ground safety principles/procedures
(e) Medical response planning
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(I) Lesson learned
(g) Risk management procedures
(h) Local area hazard safety briefing (DoD! 6055.1, Paragraph E3.3.1.7)

(9) Annually, all CD personnel must receive Privately Operated Vehicle (POV) Safety Awareness Training.
The training must be designed to reduce POV fatalities on or off duty.

(10) NGB B-CD recommends that the CDC or the CD School Director/Commandan~ as appropriate, or
his/her designee, be a member of the Adjutant General (TAG) State Safety CounciL

(II) NGB B-CD recommends that the CD Aviation Safety Officer be a member of the AASF Safety CounciL
c. The Counterdrug Safety Officer/NCO will:

(I) Manage the Counterdrug Safety Program for the CDC or the CD School Director/Commandant, as
appropriate.

(2) Ensure that execution of duties and performance of accident prevention surveys are lAW AR 385-95, AR
385-10, NGR 385-10 and applicable ANG directives.

(3) Ensure that safety files, statistics, and literature are maintained lAW AR 385-10, NGR 385-10, and
applicable ANG directives.

(4) Ensure that mishap reports are reviewed, submitted, that corrective actions are implemented, and copies of
mishap reports are submitted to NGB B-CD, State Support (NGB B-CDO, Domestic Operations Branch). The
safety representative at the site will complete ANG mishap/injury reports and copies of the mishap reports will be
submitted to NGB B-CDS. The representative will forward/transmit a copy to the unit where the
member/equipment is pennanently assigned.

(5) Assist, when requested, personnel in learning about or implementing Risk Management into their duties,
mission, and tasks.

(6) Ensure risk management addresses safety, occupational and environmental health at all levels with respect
to CD operations and not as an add-on consideration (DoDI 6055.1, paragraph E3.2.3)

(7) Ensure that all personnel receive a local area hazard safety briefing. Included will be any unique local area
conditions, potential health problems, or hazardous conditions, which may be encountered.

d. CD personnel will:
(I) Correct all known deficiencies. Everyone, regardless ofrauk, will make immediate on-the-spot corrections

when unsafe practices or conditions are observed.
(2) Report all unsafe conditions to the CDC, the CD School Director/Commandan~ or the Counterdrug Safety

OfficerlNCO when on-the-spot corrections cannot be made.
(3) Immediately report all safety incidents/accidents through the chain of command to the Counterdrug Safety

Officer/NCO.

4-4. Inquiries on Safety Issues
CD personnel may direct inquiries on safety issues to NGB B-CD.

Chapter 5
Training

5-1. Training Responsibilities
The CDC or NGCSP Director/Commandant is responsible for and will manage training of military members, LEAs,
CBOs, educational and government institutions for training conducted as part of the State Plan/NGCSP Plan.

a. State CD Training Programs, under mission category 4 provide training to military to civilian and military to
military training. Training will be non-contractual and doctrinally approved by DoD.

b. NGCSP, under mission category 4 provides civilian to civilian, civilian to military, and military to military
training. Training will be facilitated by contracts and curriculum is approved by the school's appointed Board of
DirectorsiRepresentatives.

c. CD personnel may receive military and law enforcement training per the authorized list that is published each
training year. Training programs not listed that states wish to attend can be petitioned through NGB B-CD
Training Officer and attended with approval of the CD Division Chief
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5-2. Firearms Training
The CDC or designated representative may direct additional weapons training requirements beyond those specified
in paragraphs 5-14 through 5-16, based on risk assessments and LEA requirements. For additional infonnation,
refer to para 3-4.

5-3. Restrictions on Providing Advanced Military Training
a. The tenn "Advanced Military Training" is defined as high intensity training, which focuses on tactics,

techniques, and procedures required to apprehend, arrest, detain, search for, or seize a criminal suspect when the
potential for a violent confrontation exists.

b. Examples are:
(I) Advanced Marksmanship (including sniper training).
(2) Military Operations in Urban Terrain (MOUT).
(3) Advanced MOUT.
(4) Close Quarters Battle/Close Quarters Combat (CQB/CQC).

c. Advanced Military Training does not include basic military skills such as basic marksmanship, patrolling,
mission planning, medical skills, and survival skills.

d. The Department of Defense has prohibited the National Guard Counterdrug Program from providing advanced
military training to domestic civilian LEAs. Requests for training civilian LEAs will be forwarded through the
NGB B-CD Regional Coordinator to the Department of Defense.

e. These restrictions do not apply to the NGCSP when taught by civilian or LEA instructors.
f Reference: Domestic Operational Law (DOPLAW) Handbook for Judge Advocates (2004)

5-4. Funding Restriction on Training LEAs/CBOs from Other Nations
32 USC § 112 CD funds may be used for training of U S. LEAs/CBOs only in conduct of Mission 4 (see paragraphs
2-7). Training will not be conducted for the primary purpose of training LEAS/CBOs from other countries, but they
may attend courses scheduled for domestic LEAs/CBOs, providing no 32 USC § 112 funds are expended in their
training.

5-5. Initial Orientation, Counterdrug Support Program Doctrine
a. Upon entry to the Counterdrug Support Program, National Guard members will be taught Counterdrug Support

Program doctrine and policy, to include:
(I) Legal restrictions and limitations.
(2) Avoiding direct involvement in law enforcement activities.
(3) Chain of command.
(4) Avoiding violation of intelligence oversight restrictions.
(5) Use of force.
(6) Rules of evidence.
(7) Safety.
(8) Force protection.
(9) Duty status.

(10) Tort protection.
(II) Standards of conduct lAW DoD 5500.7R
(12) Pay, allowances and leave (i.e. separation pay).
(13) Medical, dental, commissary, and exchange benefits.
(14) Public Affairs.
(IS) Ethics and values.
(16) Prohibited practices.
(17) Unit specific requirements.
(18) Use of Force Continuum.
(19) National CD Strategy, as approved by NGB.

b. Contents of counterdrug support program doctrinal training will be prepared and kept on file and will be
reviewed by the State JAG at least every two years, or more frequently when the need is recognized.

c. Counterdrug Support Program doctrinal training will be conducted at least annually to personnel on long tour
or extended orders. Individuals who miss group training will be provided briefing content for review, supplemented
by discussion with supervisors, as appropriate.
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5-6. Required Training
a. The following positions are required to attend their basic counterdrug training course within one year of

appointment.
(I) Counterdrug Coordinator must attend the Counterdrug Senior Leaders Seminar
(2) CD Finance Managers must attend the CD Financial Mangers Course
(3) CD Safety Officer/NCO must attend the CD Safety Course
(4) CD CMIS Administrators must attend the CD CMIS Course

b. All states perfonning criminal analyst, drug demand reduction and ground reconnaissance missions as
approved in their State Plan, will ensure that at least one person directly involved in the operation, planning, or
training of these missions has attended the appropriate specialist certification course. State programs are not
authorized to conduct these operations without a NGB qualified trainer.

(I) Criminal Analyst must attend the Criminal Analyst Specialist Course
(2) Drug demand reduction must attend the Civil Operations Specialist Course
(3) Ground Reconnaissance must attend the Ground Reconnaissance Specialist Corse

c. The CDC will ensure through the individual(s) who attended the NGB B-CD approved courses that all
individuals perfonning these missions within their state have received the minimum training and briefings before
mission execution. NGB will provide basic Program of Instruction (POI) for state use, but POls can be expanded as
needed by state requirements. Validation of all internal training will be in the fonn of sign-in rosters or individual
training records that will be kept on file at the CD Headquarters.

d. The CDC, or hisJher representative, will ensure each individual meets these minimum requirements as initial
training, and sustainment/refresher training is conducted and recorded annually. Sustainment and refresher training
is the responsibility of the state.

5-7. Mission-Oriented Training
Reference paragraph 5-1. Counterdrug Support Program personnel may receive training specific to the types of
activities being planned or to familiarize them with LEA or CBO procedures and methods of operation. When the
need for special training is identified, the "train the trainer" concept will be utilized as appropriate.

5-8. Military Occupation Specialty/Air Force Specialty Code (MOS/AFSC) Related Training
Reference paragraph 6-7.

5-9. Aerial ObserverlMarijuana Training for LEAs
LEA personnel shall be instructed in the aerial observation and reconnaissance techniques noted in FM 3-04.119.
Records of such training shall be maintained by the CDC and SAAO. The SAAO is responsible for the conduct of
this training that must be requested by an LEA through the CDC.

5-10. SPIES. FRIES, HELOCAST, Rappelling, and Paradrop Operations/training
ibJAviation Requirements. SPIES, FRIES, rappelling and HELOCAST operations are specifically addressed in

National Guard Supplement 1 to AR 95-1. These are considered high-risk mission tasks and must meet certain
training and risk management requirements. Though they can be approved, regular conduct of these missions with
LEA personnel must be closely monitored to ensure only the required number of LEA personnel maintain
qualification and proficiency. The state must have a training program endorsed by the CDC and SAAO and
approved in writing by the ARNG Aviation and Safety Directorate (NGB-AVS) before conducting such operations
or training. National Guard personnel, Jump Masters, Rappel Masters, Cast Masters, etc., must be qualified and
current lAW the appropriate regulation/instruction to conduct these missions. Public demonstrations of these
operations by CD personnel with LEAs/CBOs are not authorized.

b. Ground requirements. Ground personnel working in support of or conducting SPIES, FRIES, rappelling must
be qualified, Air Assault, Pathfinder, Rappel Master, etc, and lAW with air safety regulations. Army or Air Guard
personnel conducting support missions involving climbing walls or rappelling activities for youth must be trained
by a qualified Air Assault, Pathfinder, Rappel Master, etc.

5-11. Training and Qualification of Sensor Equipment Employment (Ground and Aviation)
a. CD personnel supporting LEA operations that employ sensory enhancing equipment will be trained in the use

of the devices. Certified training is available through Law Enforcement Thermography Association (LETA) or the
National Technical Investigators Association (NTIA). Scheduling and selection of personnel for this training is the
responsibility of the CDC.
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b. ARNG aviation training and qualification requirements of sensor equipped aircraft require SAAO selection
and delegations to aviators specifically tasked to perform CD mission duties as coordinated by the CDC. Typically
sensor skills will comprise S & S BN/CO core duties however additional tactics and experiences will be considered
to safely perform given CD tasked missions.

c. ANG Wings with assigned CD capable resources, i.e., RC-26, will ensure aircrew are trained and qualified to
necessary standard prior to accepting CD taskings as validated by the CDC.

5-12. ARNG Individual Weapons Qualification
a. CD program persormel will qualify on their CD assigned weapon(s) to approved Army Standards in Training

Commission (STRAC) standards. lAW Counterdrug standards and tables in DA Pam 350-38. Chapter 17. FY08.
Approved table requirements will be supported beginning FY07. Special Effects Small Arms Marking System
(SESAMS) support will depend on depot availability.

b. The CD program will submit ammunition requirements through their State Training Ammunition Manager
(STAM) as part of the total state training requirement to the Training Support Branch (NGB-ART-S). A Unit
Identification Code (UIC) or Derivative Unit Identification Code (DUIC) and Department of Defense Address
Activity Code (DODAAC) will be identified so training ammunition authorizations can be sub-authorized and the
DA Form 581 (Request for Issue and Turn-In of Ammunition) can be completed.

c. Operational load ammunition requirements as detennined by the unit/team commander will be requested using
the DA Form 581. using the event code "OPN··. HQDA may begin managing operational load ammunition with
Training Ammunition Management Information System-Redesigned (TAMIS-R) authorizations through NGB.

5-13. ANG Individual Weapons Qualification
ANG M-16 rifle and 9mm pistol qualifications will be lAW AFMAN 36-2227. Volume 1. ANG training
ammunition must be requested through the supporting Combat Arms Training Manager (CATM).

5-14. ARNG/ANG Weapons Training
Will include instruction on safety functions, security, weapons retention, capabilities, limitations and maintenance
of firearms. Testing will include qualification firing lAW current weapons qualification standards.

5-15. Additional ARNG/ANG Weapons Training
Ammunition to support additional training of ARNG and ANG members may be authorized, provided that:

a. Quantities requested are based on a valid LEA Program of Instruction which National Guard members are
directed to undergo.

b. Request is approved by NGB B-CD.
c. Requests are forwarded to the STAM to NGB-ART-S if support is required.
d. Training ammunition will be used for training purposes only. The STAM is responsible for ensuring

compliance with AR 5-13. The STAlv1 forecasts quantities, monitors issue, consumption and returns, and ensures
appropriate UICs are credited.

5-16. Mission Training. All states performing missions 3a, 5a, and 5b must ensure compliance with the
training requirements noted below.

a. Mission 5a Training
(I) All states performing Mission Sa that is approved in their State Plan, will ensure that at least one qualified

person directly involved in the operation, planning, or training of Mission Sa has attended the NGB B-CD approved
Mission 5a Program 1.1anager's Course. State programs are not authorized to conduct 5a operations without a NGB
qualified trainer. The NGB B-CD approved Mission Sa Program Manager's Course has established the minimum
training requirements and all states will develop training programs tailored to their state mission (i.e., Legal Review,
Anned Mission vs. Non Anned 11issions) to meet at least the minimum requirements.

(2) The CDC will ensure through the individual(s) who attended the NGB B-CD approved course that all
individuals perfonning Mission 5a have received the minimum training and briefings before perfonning Mission 5a
operations. This training will be supported through Programs ofInstruction (POls) or lesson guides. Validation of
all Mission Sa related training will be in the form of sign-in rosters or individual training records that will be kept on
file at the CD Headquarters.

(3) The CDC will manage and become familiar with the minimum requirements. which include. but are not
limited to:

(a) Mission Sa Course Overview
(b) Mission Sa Overview
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(c) Legal (POSSE COMITATUS) review
(d) LegaliRUF
(e) Public Affairs
(I) Mission Sa Rules for Use of Force (RUF)
(g) Risk management
(h) Operations Order (OPORD)
(i) Case study (The Redford Incident)
(j) Serious incident report
(k) Hide site selection
(1) Medical/safety procedures
(m) Situational training (action drills)
(n) Sensory enhancement devices

b. Mission 3a and 5b Training
(I) All states performing Missions 3a or 5b that are approved in their state plan will ensure that all FTNGDCD

pilots hired after Fiscal Year 2005, or all pilots on seasonal counterdrug orders have completed the doctrinal and
policy training beginning in Fiscal Year 2010. FTNGDCD pilots hired before Fiscal Year 2005 are encouraged to
attend.

(2) This training will be conducted by one of the NGB CD schools. This is an advanced Counterdrug (CD)
training course for FTNGD-CD personnel who serve as pilot in command during counterdrug aviation support in
Marijuana Eradication and/or Aerial Reconnaissance operations (3A or 5B) at all levels in CONUS.

(3) The CDC will manage student attendance to this course that includes the following subjects:
(a) NGR 500-2/ANGI 10-801
(b) Annual State Counterdrug Plan development
(c) Legal issues and case law
(d) Recent LEA support missions
(e) CD mission approval processes

(I) Mobile surveillance and marijuana eradication strategies, threats, and techniques
(g) Interagency communications systems
(h) Advanced IR Theory and Thermography
(i) Advanced Special Mission Equipment Systems
(j) Pre-mission Planning and coordination with LEAs for joint operations
(k) CD Fiscal Management / Reports and Counterdrug Management Information System (CMIS)

(1) Public Affairs

5-17. Training Development
Training conducted on any military topic by CD personnel for LEAs, CBOs, or military personnel will be based
upon, and consistent with, the appropriate military training manuals and established training programs.

5-18. National Guard Counterdrug Schools Program
Specific issues pertaining to the NGCSP are addressed in Chapter II of this regulation/instruction. Unless
otherwise stated, all other areas of this regulation/instruction apply to the NGCSP.

Chapter 6
Counterdrug Funding and Fiscal Policy Overview

6-1. Counterdrug Funding
a. The CDC or the CD School Director/Commandant will ensure that all personnel understand that the duration

and size of the CD program is subject to annual appropriated funding levels. Reductions in staff or breaks in duty
may be required in the event of reduced budgets.

b. 32 USC § 112 provides funding authority for the National Guard Counterdrug Support Program. Section
1004, NDAA of 1991, as amended provides CD support authority for the NGCSP. These authorize funding for pay
and allowances, unifonn clothing, subsistence, gratuities, travel, and related expenses of National Guard personnel
used for CD activities, and for the operation and maintenance of National Guard equipment and facilities used for
CD support activities. These also authorize funding for the procurement of services, supplies, equipment and the
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leasing of equipment for National Guard CD activities.
c. National Guard CD support funds, with the exception of aviation air OPTEMPO funding, are part of the DoD

Drug Interdiction and Counterdrug Activities appropriation and will not be used for purposes other than the
National Guard Counterdrug Support Program. These funds (Non-OPTEMPO) are "floored" by Office of the
Secretary of Defense (OSD) Project Code, DoD Program Element Codes (PECs), Workday Utilization Codes
(WUCs), and Emergency Specialty Project Codes (ESPs).

d. The CDC will forward requests for the transfer of ANG workdays, ANG funds, and ARNG funds, to the
appropriate NGB B-CD Regional Coordinator for approval and action. The CD School Director/Commandant will
forward requests for the transfer of ANG workdays, ANG funds, and ARNG funds, to the NGB B-CD Training
Officer for approval and action.

e. An appendix to the Master Cooperative Agreement (MCA) between the USPFO, acting on behalf of the
CNGB, and the Adjutant General, or the Commanding General, District of Columbia, as appropriate, acting on
behalf of the state, will be prepared before the issuance of any funding for CD activities which include
reimbursernent to the state.

r The CDC, or the CD School Director/Commandant, as appropriate, will submit an annual Counterdrug Budget
Obligation Plan (CBOP), in the approved fonn, to the NGB B-CD each year, or as specified, and update it as
required. NGB B-CD will provide a schedule with instructions and due dates.

6-2. Fiscal Accountability
a. The CDC, or the CD School Director/Commandant, as appropriate, is responsible for ensuring proper

management controls are in place to maintain effective control of CD funds. NGB B-CD requires copies of
military pay orders, travel orders, and similar documentation to be maintained and available for review for the
current and any prior fiscal year with unliquidated obligations. The CDC, or the CD School Director/Commandant,
as appropriate, is responsible for developing and maintaining internal controls necessary to assist with the
reconciliation of both the ARNG and ANG financial systems (reference paragraphs 6-14 and 6-15). Sufficient
documentation must be maintained to reconcile with official USPFO reports and to support fiscal audit and control
functions lAW Army and Air Force Management Control Programs and the Federal Managers' Financial Integrity
Act (FMFIA), Public Law 97-255.

b. Accounting for non-appropriated funds, i.e., asset forfeiture-sharing funds, grants, and foundation donations,
is a state responsibility. Accounting for military non-appropriated funds (NAF), i.e., Morale, Welfare, and
Recreation (MWR), will be coordinated with the USPFO and ANG comptrollers AW Department of Defense
Financial Management Regulation (DoD FMR) 7000.14-R Volume (VoL) 13, and either AFI 65-107 or AR 37-1.

c. The CDC, or the CD School Director/Commandant staff, as appropriate, will observe and practice all
applicable DoD and Service financial regulations and directives and cooperative agreements under state law.

6-3. Orders
a. Full-Time National Guard Duty Counterdrug (FTNGDCD) orders will reflect the entire duration of the mission

and will not be broken for the sale purpose of avoiding the costs of pay and allowances and associated
entitlernentsJbenefits.

b. FTNGDCD tours for projects over 139 days are Penn anent Change of Station (PCS) tours and will not be split
to provide temporary duty (TDY) entitlements.

c. Orders must include Penn anent Duty Station (PDS).
d. Additional infonnation on ARNG FTNDCD orders is found in paragraph 8-8 of this regulation/instruction.
e. Infonnation on ANG FTNDCD orders is found in Air National Guard Instruction (ANGI) 36-2001.

6-4. Military Pay and Allowances
Soldiers and Ainnen performing FTNGDCD are entitled to applicable military pay and allowances lAW DOD FMR
7000.14-R, Vol. 7A, and all applicable service regulations and instructions.

a. Basic Allowance for Housing (BAH). Payment of BAH will be lAW DoD FMR 7000.14-R, Vol. 7A, Chap.
26.

b. Separation Pay
(I) CD personnel perfonning full-time duty pursuant to 32 USC § 112 are, with certain limited exceptions as

outlined in the DoD FMR, entitled to separation pay if they meet the requirements of 10 USC § 1174. Separation
Pay for CD Soldiers and Ainnen will be funded through the CD program.

(2) The rules of eligibility and procedures for calculation of involuntary separation pay are outlined in DoD
FMR Vol. 7A, Chapter 35.
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(a) Members who have served on active duty, to include FTNGD, who are discharged or released from
active duty and have competed six or more years of continuous active duty (a period of active duty is considered
continuous if any break in service does not exceed 30 days), but fewer than 20 years of active service preceding
discharge or release are entitled to separation pay if:

1. The member's discharge or release from active duty is involuntary (except for cause); or
2. The member was not accepted for an additional tour of active duty for which he/she volunteered (to

include withdrawal or cessation of continued program funding).
(b) ANG members. If determined that a member is eligible for separation pay, use Separation Program

Designator (SPD) LCC, and place the following remark in the comments section of the members DD Form 214;
"Member is eligible for separation pay; Member is not eligible for TAMP benefits".

(c) ARNG members. If it is determined that the member is eligible for separation pay, the procedures for
coding DD Form 214 are lAW state adruinistrative/finance policies.

6-5. Travel and Transportation-Related Entitlements
Soldiers and Airmen performing FTNGDCD are entitled to all travel and transportation allowances lAW Joint
Federal Travel Regulation (JFTR), Vol. I, the DoD FMR 7000.14-R Vol. 9, and all applicable Service
regulations/instructions.

a. Permanent Change of Station (PCS). Military personnel ordered to 140 or more consecutive days FTNGDCD
duty are entitled to a PCS move at govermnent expense, to include travel pay, movement of household goods, and
other PCS entitlements lAW the JFTR If funds are not available to support the payment of entitlements lAW the
JFTR, personnel will not be ordered to perform duty.

b. Temporary Duty (TDY) and Travel Allowances
(I) Soldiers and Airmen on FTNGDCD orders are entitled to travel and transportation allowances when

performing TDY away from their PDS locations when such duty constitutes directed travel lAW the JFTR
(2) Local area travel reimbursement is authorized for expenses incurred by members conducting official

business in the local commuting area as defined by local commanders lAW the JFTR This may include travel to
and from Inactive Duty Training (IDT/lAD) and Annual Training (AT) duty locations.

6-6. Inactive Duty Training (IDT/lAD) and Annual Training (AT)
a. Travel and Per Diem. Travel and per diem expenses, incurred by personnel on FTNGDCD who commute to

and from their PDS location to their unit of assignment to perform !DT/IAD/AT, are chargeable to the CD Program
when the unit of assignment is at a location other than the member's FTNGDCD PDS. Such travel is directed travel
because !DT/IAD/AT participation is a condition of CD duty (32 USC § 112). Soldiers and Airmen onFTNGDCD
orders who perform IDT/IAD/AT in a directed travel status are entitled to reimbursement for travel and per diem
expenses lAW the JFTR

b. Military Pay and Allowances. Soldiers and Airmen on FTNGDCD orders who perform !DT/AT are not
entitled to additional pay, allowances, or other benefits for participation in training required under 32 USC §
502(a)(I).

c. AT Reimbursement CD personnel will remain on FTNGDCD orders while performing AT. The pay,
allowances, and other benefits of the member while participating in the training will be the same as those to which
the member is entitled while performing duty for the purpose of carrying out drug interdiction and CD activities.
CD appropriations will be reimbursed out of appropriations available for paying AT costs, (32 USC § 112).

(I) Annual training rosters must be kept for both Soldiers and Airmen to document reimbursement and
participation.

(2) ARNG - reimbursement will be executed using Optional Form 1017-G (Journal Vouchers) at the USPFO.
(3) ANG - additional special training days will be issued based on CBOP AT projections. AT reimbursement

requirements identified after the CBOP submissions will be requested through the appropriate Regional Coordinator
or Training Officer

d. The CD Program is not responsible for pay and travel related costs above and beyond the Soldier/Airmen's
mandatory requirement of performing, at a minimum, 48 unit training assemblies and 15 days of AT.

6-7. Training other than IDT/AT
a. Non-counterdrug military training exceeding three days. Except as provided below, CD funds cannot be

utilized for non-CD military training exceeding three days in length excluding travel time.
(I) Soldiers attending required ARNG schools such as NCOES or MOS producing schools will be kept on CD

orders and the CD accounts will be reimbursed using the same process as the AT reimbursement (See paragraph 6
6.)
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(2) Airmen attending ANG schools such as PME or AFSC upgrading schools will remain on CD orders for the
duration of the school provided that prior approval of the school reimbursement is received from NGB B-CD,
through the NGB B-CD Resource Management (NGB B-CDR) and the Regional Coordinator or Training Officer.
The reimbursement will be accomplished with additional special training days issued to the CD program based on
confirmation of actual school attendance.

b. Non-counterdrug military training not exceeding three days. The CDC, or the CD School
Director/Commandant, as appropriate, may pennit Soldiers and Ainnen participating in non-counterdrug training of
three days length, or less, to remain in a military pay status on FTNGDCD orders. However, the CD Program will
not be responsible for travel costs or other expenses related to such training. This paragraph does not refer to
IDTiIAD or AT. (See paragraph 6-6)

c. Other approved CD mission related training. Travel and expenses related to the attendance of the training
programs referred to in para 5-1a.(3) of this regulation are authorized.

6-8. Military Duty for Purposes Other Than Training or Other than Counterdrug Activities
FTNGDCD orders will not be broken for purposes such as contingency operations, force protection, homeland
defense, and MFA days. The CDC or the CD School Director/Commandant must request reimbursement for
personnel costs from other ARNG/ANG funding or by the agency making the request for support.

6-9. Training of Non-Military and Foreign Personnel
a. 32 USC § 112 funds will not be utilized in the development or execution of courses for the purpose of training

foreign LEAs and CBOs.
b. Foreign LEAs and CBOs may attend courses conducted within the Continental United States (CONUS) and

scheduled for domestic LEAs and CBOs.
c. When foreign nationals attend courses, 32 USC § 112 funds will not be used for associated costs (i.e., training

manuals, accommodations, meals, and give-aways).
d. Travel outside CONUS (OCONUS) for the purpose of conducting counterdrug training is prohibited with
appropriated Title 32 USC § 112 funds, see paragraph 8-3.
e. United States LEAs and CBOs will not be dropped from training courses for the purpose of emolling foreign

LEAs and CBOs.

6-10. Equipment Purchases and Mission Costs
a. Incremental costs associated with missions perfonned incidental to training that include above nonnal

expenditures (such as lodging or per diem) may be charged to CD support accounts.
b. Title 32 USC § 112 funds may not be used to purchase equipment items in excess of $5,000 (per individual

item) until advance approval has been obtained from NGB B-CD and the National Guard Bureau Director of Joint
StaffNGB-DJS.

c. Contracted training, trainers, training materials, and training development are authorized only for training in
support of missions approved in the State Counterdrug Support Plan or the School Training Plan, when organic
training resources are not available.

d. Contracting for external evaluations of National Guard CD Programs must be approved by NGB B-CD.

6-11. Promotional Item Purchases
a. To raise public awareness of anti-drug programs, such as Red Ribbon Week, DoD CD programs may use drug

demand reduction funds to purchase promotional items with little intrinsic value, conveying an anti-drug message.
Such items may include, but are not limited to, such items as balloons, pencils, pennants, ribbons, pins, stickers, and
caps.

b. Purchases of promotional items should be with specific regard to the phrase "little intrinsic value."
Differentiating between an acceptable promotional item and a gift rests on the item's practicality and the likelihood
it will be used solely for its purely utilitarian purpose beyond the anti-drug message. An example of an acceptable
item would be one that provides a clear anti-drug message to the recipient and acts as a reminder of the message
each time it is used or observed.

c. Appropriated funds may not be used to purchase promotional items and giveaways of a purely utilitarian
nature, having an intrinsic value, such as TVs, radios, cameras, brief cases, etc. These items fall into the category of
merchandise and as such are considered personal gifts. These types of items are not acceptable for purchase with
CD funds.

6-12. Asset Forfeiture and Asset Sharing
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a. Federal agencies operate asset sharing programs. The criteria for participation in these programs are set by
each agency. They generally require that the National Guard qualify as a state law enforcement agency. The
percentage of participation in a particular case is used to detennine the proportion of the asset sharing. State
participation is voluntary, at the discretion of the Adjutant General, or the Commanding General for the District of
Columbia, and only if allowed by state law.

b. Federal appropriations cannot be augmented using funds derived from asset sharing. Items purchased with
funds from asset sharing programs will remain state property and will not be accounted for on the USPFO property
books.

c. CD personnel will not be the primary manager of the asset sharing funds. The state employee responsible for
these funds will manage all transactions concerning them lAW the governing agency regulations.

6-13. Joint National Guard Substance Abuse Program (JNGSAP) Funding
Substance Abuse (SA) funds within each state will be managed within the fiscal controls outlined by applicable
financial management regulations/instructions. Refer to Chapter 8, Joint National Guard Substance Abuse Program
(JNGSAP), for more infonnation on the JNGSAP.

6-14. Budgeting and Accounting for Army National Guard (ARNG) Funds
a. National Guard Personnel Appropriation (NGPA), appropriation 2060. Military pay and allowances, travel,

and per diem for FTNGDCD and AGR (Title 10 and Title 32) personnel are chargeable to this appropriation. See
the Army Management Structure Code (AMSCO) definitions in Defense Finance and Accounting Service Center
for Sustaining Forces - Indianapolis Regulation (DFAS-IN) 37-100-XX for appropriate P&A expenditures.

b. Operations and Maintenance National Guard (OMNG), appropriation 2065
(I) Non-OPTEMPO OMNG Funds. Non-operating tempo (OPTEMPO) operations and maintenance expenses

supporting CD activities are chargeable to this appropriation lAW DFAS 37 series of manuals/regulations. (See the
AMSCO definitions in DFAS-IN 37-100-XX for appropriate O&M expenditures.)

(2) OPTEMPO OMNG Funds
(a) Air and Ground OPTEMPO expenses supporting CD activities are chargeable to this appropriation.
(b) ARNG flying hour program OPTEMPO funds are not fenced by DA management controls. However,

funds provided to states for direct and indirect support are only authorized for CD purposes and shall not be
diverted to other state programs.

(c) CD OPTEMPO funds authorized for CD Aviation Classification and Repair Activity Depot (AVCRAD)
and Depot Level Repair (DLR) support shall not be diverted to other AVCRAD/State aviation programs.

(d) NGB B-CD monitors CD OPTEMPO funds execution through Army National Guard Data Warehouse
and Commanders Resource Integration System.

(e) Identified shortfalls and excesses of ARNG Air OPTEMPO (pOL, Consumables and DLR) funds will be
forwarded to NGB B-CD for resolution. Additional guidance on the use of ARNG funds may be obtained from
Army Comptroller Division, Budget Execution and Analysis Branch (NGB-ARC-BE).

6-15. Budgeting and Accounting for Air National Guard (ANG) Funds
a. Military Personnel Appropriation (MILPERS), appropriation 3850/fund code 56. Military pay and allowances

for FTNGDCD and AGR personnel are chargeable to this appropriation lAW Air Force Manual (AFMAN) 65-604.
Travel and per diem expenditures for ANG personnel may be charged to this appropriation.

b. Operations and Maintenance (O&M) appropriation 3840/fund code 58. Non-OPTEMPO operations and
maintenance expenses supporting CD activities are chargeable to this appropriation. Travel and per diem
expenditures for ANG personnel may be charged to this appropriation under the conditions outlined in paragraph 3
15d.

c. ANG OPTEMPO funds
(I) Maintenance for the CD RC-26B aircraft is centrally managed via a contract logistics support (CLS)

contract.
(2) CD RC-26B fuel cost funding is distributed to ANG wings by Air National Guard Logistics (ANG/LG).
(3) All other types of aircraft flying hour costs are funded through ANG wing flying hour programs.

d. Travel of ANG personnel
(I) Air National Guard Financial Management (ANG/FM) has issued the following guidance for choosing the

correct appropriation for ANG travel orders:
(a) AGR - chargeable to O&M.
(b) FTNGDCD on Active Duty for 1-30 days - chargeable to MILPERS.
(c) FTNGDCD on Active Duty for 31+ days - chargeable to O&M.
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(2) NGB B-CD will review and may approve exceptions to this guidance on a case-by-case basis.
e. Additional guidance on the use of ANG funds may be obtained from NGB B-CD and ANGiFM.

6-16. Reconciliation of Counterdrug Accounts
The CDC or the CD School Director/Commandant, as appropriate, or a representative thereof, must reconcile
internal financial records with the following financial reports on a schedule lAW local USPFO and wing
comptroller policies. In addition to local requirements, NGB B-CD requires that the following reports must be
available for review for the current and prior fiscal year:

a. ARNG Reports.
(I) Funding Authorization Documents (FADs).
(2) Funding Allowance Targets (FATs).
(3) Unliquidated Obligation Listing.
(4) Reservation Master Listing.
(5) Monthly Transaction Register Listing.
(6) Financial Plan Status Report (available from USPFO).
(7) Obligation Plan Reports for USPFO.
(8) Contracts.
(9) Travel Orders.

b. ANG Reports.
(I) Funding Documents.
(2) Obligation Documents (AF Form 9, DD-448 (MIPR), AF Form 616, AD orders, Travel Orders, etc.).
(3) Automated systems utilized by servicing ASNs.
(4) Workday Documents.
(5) Squadron WUC Detail Report.
(6) Contracts.

6-17. Financial References
a. DoD.

(I) DoD FMR 7000.14-R
(2) JFTR
(3) www.dtic.mil

b. DFAS.
(I) Army

(a) DFAS-IN 37-1.
(b) DFAS-IN 37-100-XX.

(2) Air Force.
(a) DFAS-DE - Interim Guidance on Accounting for Commitments.
(b) DFAS-DE - Interim Guidance on Accounting for Obligations.

(3) Both - www.dfas.mil.
c. Department of the Air Force

(I) AFMAN 65-604.
(2) AFI65-103.
(3) AFI 65-601.
(4) AFI 65-602.
(5) AFI 65-603.
(6) AFI 65-608.

d. US. Public Law.
(I) 32USC§112
(2) 32 USC § 502

6-18. Financial Reporting Procedures
All CD financial data will be reported through the Counterdrug Management Information System (CMIS) or the
current NGB-B-CD approved tracking database.
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Chapter 7
Acquisition and Logistics Management

NGR 500-2/ANGI 10-801

7-1. Acquisition Management
a. Systems Acquisition

(I) Systems Acquisition is defined as a program requirement for a large scope system (equipment, supply,
software) or service procurement which has impact and applicability to the entire Counterdrug program.

(2) Counterdrug Systems Acquisitions will be accomplished and managed by the NGB B-CD headquarters
office or a designated CD state office that may serve as the lead project office. Acquisition and contracting support
for systems acquisitions will be provided by NGB Joint headquarters contracting staff (NGB-ZC-AQ).

(3) Systems Acquisitions will be conducted according to DoD Directive 5000.1, and DoD Instruction 5000.2.
(4) The Counterdrug Program will ensure that CD personnel involved in Systems Acquisitions are trained in

Defense Acquisition policy and procedures.
(5) Authority for systems acquisitions is derived from the Congressional Counterdrug program charter and

annual authorization and appropriation legislation. Only systems acquisitions within scope of the Counterdrug
mission and directives are authorized.

b. Operational Acquisition
(I) Operational acquisition is defined as a requirement for basic supply and service needs which support only a

particular office or region of Counterdrug activities.
(2) Operational acquisition and contracting support for the NGB B-CD headquarters office will be provided

by the operational contracting activity supporting NGB Joint headquarters (NGB-ZC-AQ).
(3) Operational acquisition and contracting support for the state Counterdrug offices will be provided by the

local United States Property and Fiscal Officer (USPFO).
(4) Authority for operational acquisitions is derived from the Congressional Counterdrug program charter and

annual authorization and appropriation legislation. Only systems acquisitions within scope of the Counterdrug
mission, directives, and state plans are authorized. Only equipment acquisitions which are listed in the CD
equipment table of allowances, through the State Plans process, or as approved by NGB B-CD, are authorized.

c. Acquisition Regulations
(I) All acquisition and contracting support activities must comply with all applicable federal, DoD, and state

regulations and instructions.
(2) CD personnel responsible for project management and ordering activities must be familiar with basic

federal regulations and instructions including, but not limited to the Federal Acquisition Regulation (FAR),
Department of Defense FAR Supplement (DFARS), National Guard FAR Supplement (NGFARS), Anti-deficiency
Act (ADA), and Bona Fide Needs Rule.

d. Acquisition Personnel
(I) Principal Assistant Responsible for Contracting (pARe): Acquisition and contracting authority is vested in

the Chief of the National Guard Bureau. The Chief ofNGB has delegated the responsibility for policy,
management, and execution of acquisition and contracting to the PARe. The PARC provides warranted authority
for acquisition and contracting to all NGB contracting personnel.

(2) USPFO: The NGB PARC has delegated acquisition and contracting authority for each state's National
Guard Counterdrug program to the USPFO.

(3) Contracting Officer (CO): The NGB PARC grants warrant authority for all contracting officers within the
National Guard Bureau. Only a warranted contracting officer has the authority to enter into a contract and obligate
the Government.

(4) Contracting Officer's Representative (COR): The COR is appointed by the CO to manage and monitor
detailed activities associated with each contract. Duties may include, but not be limited to inspection of goods and
services, monitoring contractor activities, and certification of contract invoices.

(5) Property Book Officer (PBO): The PBO has responsibility for any newly acquired equipment to ensure to
that placed in the organizations' property book records.

(6) Training: All CD acquisition personnel must be trained and experienced according to the conditions and
criteria specified in federal, defense, and organizational directives and policy.

7-2. Requirements Planning
a. Procurement Acquisition Lead Time (PALT): All procurements, either systems or operational, will follow a

standard PALT schedule. The program manager, project officer, COR and/or PBO will effectively plan for
procurements according to the PALT schedule in order to meet required need dates. Coordination must begin early
with the assigned contracting activity and CO in order to execute procurements in a timely manner.
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b. Requirements planning will include preparation of required documentation. Every acquisition or contracting
action will require the following standard documentation: funding document(s), market research, requirement
summary (supply list or work statement), and independent govermnent estimate (IGE). Other documentation may
and will be required as determined by the particular acquisition requirement and the directives which apply to it
Early consultation should be made with the support contracting activity and the assigned CO.

7-3. Contract Administration
a. Pre-award activities will consist of effective requirements planning, obtaining program funding, and

preparation of all of the required documentation. The assigned program manager, project officer, COR and/or PBO
must complete the necessary documentation as specified by the supporting CO.

b. Contract award will be made by the support contracting activity and the assigned CO.
c. Post-award activities will be monitored and conducted by the assigned program manager, project officer, COR,

and/or PBO with assistance from the support contracting activity and assigned CO.
d. Contract closeout must be completed at the earliest date after contract completion. The program manager,

project officer, COR, and/or PBO with assistance from the support contracting activity and assigned CO must
ensure that contract closeout is completed in a timely manner.

7-4. Logistics Management
a. Applicability of ARNG/ANG Supply Directives.

(I) TAGs may conduct CD operations with federal property issued to the ARNG and ANG.
(2) CD ARNG equipment is subject to ARNG supply directives.
(3) ANG fiscal and supply directives are applicable to equipment purchased with ANG 32 USC § 112 funds.

b. Hand Receipt Accounts for Counterdrug Equipment
(I) ARNG equipment will be accounted for through hand receipt issue from the JFHQ-ST Property Book

Officer (PBO) to the CDC, the CD School Director/Commandan~ as appropriate, or a designated representative, on
appointment letter.

(2) ANG accounts: See paragraph 7-9.

7-5. Central Procurement
States and CD schools will not procure equipment already marked for central procurement by the NGB, unless
authorized to do so by NGB B-CD. Central procurement includes:

a. The Total Package Fielding Program (TPFP), in which the ARNG and ANG Directorates obtain equipment for
the states.

b. Purchase of equipment by NGB B-CD for issue to all or some of the states or CD schools. NGB B-CD will
advise the states and CD schools periodically of new technology, test results, and anticipated purchases.

7-6. Delegation of Approving Authority for OMNG Expenditures
lAW authority delegated by the CNGB, the Chief, NGB B-CD, further delegates to USPFOs the authority to
approve expenditure of CD OMNG funds. State CD and USPFO staff will evaluate proposed expenditures and
ensure that 32 USC § 112 funds are utilized only for CD purposes. Providing this rule is obeyed and the state has
adequate OMNG funds, NGB B-CD action as an approving authority is not required by the state CD Office. The
following guidelines are applicable:

a. All OMNG purchases must comply with the Competition in Contracting Act of 1984 (CICA-84) and satisfy
requirements of the Federal Acquisition Regulation (FAR), Defense Federal Acquisition Regulation Supplement
(DFARS) and Ar.my Federal Acquisition Regulation Supplement (AFARS) and the National Guard Federal
Regulation Supplement (NGFARS) as applicable.

b. Computer equipment purchases will be coordinated through the state Director of Infor.mation Management
(DOIM), and must meet Reserve Component Automation System (RCAS) requirements.

c. Automation equipment and software purchases must be lAW Elements of Resource (EaR) as indicated in the
37 series, DFAS regulations.

d. In some cases, USPFO staff or other state personnel may request the concurrence ofNGB B-CD for OMNG
expenditures, despite the delegated authority noted above. Regional Coordination teams will assist states in
expediting such transactions.
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7-7. Authorizations for Nonexpendable ARNG Property
a. ARNG nonexpendable property will be authorized by one of the following:

(I) Paragraph 06Z. JFHQ-ST TDA Additions to this paragraph are executed by the NGB Force Management
Division (NGB-ARF), acting in response to requests from the NGB Logistics Division, Logistics Management
Branch (NGB-ARL-S). Paragraph 06Z may include non-standard commercial equipment as well as military issue.

(2) CTAs.
b. NGB B-CD grants permission for states to deal directly with NGB-ARL-S to secure authorizations.
c. Regional Coordinators, when asked to assist, will act as expediters of procurement decisions made at state

level.

7-8. Computers Purchased with ARNG Counterdrug Funds
a. Computers are normally CTA items. The CDC or the CD School Director/Commandant, as appropriate, will

coordinate computer purchases with the state DOIM, and will select only equipment that meets RCAS requirements.
Purchase of computers by state CD staff or issue of computers initiated by NGB B-CD may result in exceeding
CTA allowances. In that event, the authorization process is set forth below.

b. When the state or CD school has initiated the action, the CDC or the CD School Director/Commandan~ as
appropriate, will request a special authorization from NGB-ARL-S, which will issue the appropriate written
authority. NGB B-CD delegates authority to CDCs or the CD School Director/Commandan~ as appropriate, in
conjunction with PBOs and USPFO personnel, to deal directly with NGB-ARL-S.

c. When computers are issued via action originating with NGB B-CD, special instructions will be provided.
d. Computer equipment, though usually non-expendable, will not be listed in the CD 06Z paragraph of the

JFHQ-ST TDA CDC or school staff, as appropriate, will retain authorization documents issued by NGB-ARL-S
for as long as the equipment concerned is on hand, and ensure that computers are included in hand receipt accounts.

7-9. ARNG and ANG Equipment Procedures and Accountability
CD funds are "fenced" by Congressional mandate. Equipment purchased with such funds cannot be reallocated to
other organizations and, by law, must be identified as CD equipment and maintained under CD control.

a. ANG Procedures, Support Equipment/Automated Data Processors. ANG organizations will submit requests
for support equipment and automated data processing systems (for use in support of state CD operations) lAW this
chapter. Compliance with these procedures will help maintain unifonnity of document flow, minimize potential
confusion/delay in document processing, and insure asset accountability.

b. ANG Information Processing Management System (IPMS). IPMS is the standard Air Force inventory system
for Automated Data Processing Equipment (ADPE). All ADPE, with the exception of some Table of Allowance
(TA) equipment, must be entered in IPMS. Follow unit policy/directives for procurement of ADPE (i.e.,
submission of AF Form 9 and AF Form 3215). The Communications Flight will enter CD ADPE in IPMS in PN
"II". This PN must be created in IPMS. The PEC identifying CD equipment is 52889F. CD equipment custodians
will ensure that automated data processors are listed on the unit Custodian Account/Custodian Request List
(CA/CRL), after entry of equipment data in IPMS in PN II.

c. ANG Equipment Procedures and Accountability. All equipmen~ non-accountable items (NFl items
calculators or furniture) and automated data processors will be listed on the RI5 Organizational Visibility List to
track CD funds, lAW AFMAN 23-110 part two, and paragraph 22.31.3.

(I) CD equipment custodians of requesting organizations will submit requests through Air Force Equipment
Management System (AFEMS), specifying Force Activity Designator Two (FAD II) and Allowance Source Code
(ASC) 054DRUG. Justification statement through AFEMS will indicate whether equipment is requested for
execution of the existing Governor's State Plan or pertains to a pending revision of the plan. The specific mission
(See Chapter 2, Authorized Missions, of this regulation/instruction) will be indicated.

(2) The Equipment Management Section (EMS) of Base Supply will review the request, assign a base control
number, maintain a suspense copy and forward a copy of the AFEMS request to the USPFO. USPFO personnel
will review the request and State Plan with the CDC, or the Annual Training Plan with the CD School
Director/Commandant, as appropriate, and other staff, if appropriate, and forward it to ANG Directorate of
Logistics (ANG/LG). ANG/LG will forward the AFEMS request to NGB B-CDS for approvaL EMS, upon receipt
of an approval, will clear the suspense copy, and process the request. Copies of the AFEMS approval will be
provided to the requesting unit and the CDC or the CD School Director/Commandant, as appropriate.

(3) EMS will not request CD support equipment without AFEMS approval. When security concerns preclude
listing specific mission data on the AFEMS request, included information will indicate that a separate classified
message detailing the justification will be sent to NGB B-CDS by facsimile.
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(4) The above" dual tracking" procedures will be followed. Accountability is established by the Base; the
responsibility for use and reallocation of CD assets rests solely with the CDC or the CD School
Director/Commandant, as appropriate.

7-10. Loan and Lease of Equipment
a. States may coordinate directly with other states for the temporary loan of additional federal property needed to

support CD operations. Lease of property to LEAs and CBOs will be lAW 10 USC § 2667, 32 USC § 112, AR
700-131 or AFMAN 23-110 and DoD 1225.6, as applicable. All leases of federal property to LEAs must be in
return for fair market value. Agreements will be coordinated with the USPFO to ensure requirements for approval
by, or reporting to, higher headquarters are observed.

b. LEA/CBO requests for lease of equipment should be initially directed to the CDC for concurrence, then
referred to the USPFO or designated state NG representative for action as appropriate.

7-11. Restricted Use of32 USC § 112 Equipment/Services
a. All equipment/services purchased, leased, or otherwise obtained using 32 USC § 112 funds will be used for

the Counterdrug Support Program, except as specified in paragraph 2-8.
b. The CDC or the CD School Director/Commandant, as appropriate, will avoid commingling of CD and non-CD

equipment in storage wherever possible and will take measures as needed to prevent deliberate or unintentional
transfer or misuse of CD equipment Normal supply procedures may be supplemented by special markings, special
procedures, and whatever additional management controls are necessary to enforce policies concerning use of
equipment purchased with fenced funds.

c. Restricted use originates with the fiscal principle of" fenced funds" and applies to both ARNG and ANG
equipment and services.

7-12. Disposition of Excess Equipment
The following policy is applicable to both ARNG and ANG equipment "Excess equipment" in this context means
any serviceable property (nonexpendable or durable expendable equipment) that was purchased with 32 USC § 112
funds and is no longer needed by the state CD program concerned. The purpose of the excess equipment policy is
to ensure, as far as is practical, that property purchased with fenced funds remains in the service of the Counterdrug
Support Program by transferring it to a state where it may be needed, once it is identified as excess in the state
which purchased it

a. NGB B-CD is the clearinghouse to assist CDCs or the CD School Director/Commandant, as appropriate, in
determining if their excess property can be used in another state or school.

b. CDC or CD school staff will contact NGB B-CDS when an item has been identified as excess. NGB B-CD
Regional Coordinator personnel or the CD school Training Officer will contact other states and CD schools and
determine if the equipment can be used elsewhere. Upon identifying a need, NGB B-CDS will contact CDCs or the
CD School Director/Commandant, as appropriate, of gaining and losing states or schools and lateral transfer
procedures will be initiated lAW normal ARNG/ANG procedure for interstate transfer.

c. When NGB B-CD finds no need for the item in other states or CD schools, the CDC or the CD School
Director/Commandant, as appropriate, will be given permission to release the item for disposal as excess property
lAW applicable directives.

d. Unserviceable equipment may be disposed of as excess property lAW applicable directives without first
coordinating with NGB B-CD.

Chapter 8
Personnel and Administration

8-1. Duty Status
National Guard members may participate in the Counterdrug Support Program in the following paid duty statuses:

a. Full-time National Guard Duty Counterdrug (FTNGDCD). Orders will cite Title 32 USC § 502(1) as
authority. National Guard members in FTNGDCD status must have Counterdrug Support Program duties as their
primary mission. Duties must be lAW the funding citation (MAMSCO) and Type Duty Code (TDe) specified on
the orders. See paragraphs 6-4.a.for member's PDS and entitlement to BAH.

b. State Active Duty (SAD). CD personnel may not perform state active duty while on CD orders, even during
non-duty hours or while on military leave.
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c. IDT/IAD or AT, incidental to training. National Guard personnel may support LEAs and/or other activities in
the Counterdrug Support Program in an !DT/lAD/AT status if the perfonnance of that duty is incidental to the
training already scheduled. National Guard units may perfonn their period of AT in support of CD missions which
meet the Mission Essential Task List (METL) or readiness requirements of the uni~ under authority of Section
1004, NDAA of 1991, as amended by Section 1021, NDAA of 1999. Prior approval of the NGB Chief, Operations,
Training and Readiness Directorate (NGB-ARO) or the NGB Director, Operations, Plans and Programs (ANGiXO),
is required.

8-2. Utilization of Title 32 AGR Personnel, State Employees, and Civilian Personnel
a. State employees will be utilized in FTNGDCD status only after confinnation by appropriate state authority that

such duty does not violate state law, regulations or policy.
b. It is DoD policy that no federal or state civilian employees, military technicians, or "personnel service"

contract personnel are authorized to perfonn CD duty pursuant to 32 USC § 112.
c. Title 32 AGR personnel will be utilized in CD activities only after confinnation by Human Resources

Management Office (HRMO) personnel that they are eligible and that such duty does not violate federal law or
regulations.

8-3. Counterdrug OCONUS Travel
This paragraph establishes the policy and procedures for temporary duty travel outside the Continental United States
(OCONUS) for National Guard personnel. All Counterdrug personnel traveling OCONUS will follow policies and
regulations in accordance with DODD 4500.54, AR 55-46 and AR 135-200. The authority to penn it the issuance of
orders for OCONUS duty lies expressly with NGB-ARO for the Anny National Guard and with ANG-A3 for the
Air National Guard. Coordination must be made with the NGB B-CD State Support Division prior to scheduling
any OCONUS travel requests. Regional Coordinators will coordinate on each OCONUS travel request to ensure the
purpose of the travel meets the definition of an appropriate Counterdrug mission under NGR 500-2. Personnel
traveling under Title 32 authority will require a separate Title 10 travel order which will not cause a break in the
member's active duty service. National Guard aircraft will not be used for transportation in lieu of commercial
transportation for OCONUS travel requirements. This requirement does not apply to nonnal operational missions
being flown on a regular basis and under other approved agreements.

8-4. Leave
Soldiers and Ainnen accrue leave on FTNGDCD status. Leave is managed lAW AR 600-8-10 and AFI 36-3003.
The CDC or the CD School Director/Commandant, as appropriate, will manage leave procedures and should
encourage CD personnel to use accrued leave during the duration of the tour order.

8-5. End Strength Exem ptions
a. The number of Soldiers and Ainnen serving on FTNGDCD tours for the Counterdrug Support Program will

not impact allowable end strengths of personnel supporting reserve components. Neither will they count against
authorizations outlined in 10 USC § 12012 and 12011.

b. Soldiers and Airmen serving on FTNGDCD in the Counterdrug Support Program are exempt from end
strength reporting and limitations on the number ofFTNGDSW days members may perform in a fiscal year under
NGR 37-111 and/or ANGI 36-2001.

8-6. Counterdrug Coordinator (CDC) Positions
a. The NGB B-CD funds a Title 32 CDC position for each state. States that accept this position must utilize the

incumbent as the principal manager and administrator of the state Counterdrug Support Program. The position must
be categorized as "authorized" and "required" on the State's JFHQ TDA

b. This position is not included in inventories or quotas for nonnal full-time support positions (See paragraph 9
5, above). Individuals selected by states must meet nonnal selection criteria for ARNG/ANG Title 32 AGR status.

c. CDCs will have supervisory responsibilities over the JNGSAP. Duties and responsibilities will be carried out
lAW provisions of AR 600-85, AFI 44-120, and this regulation, as applicable.

d. State CDCs may be designated as Task Force commanders, with commensurate responsibilities, by the State
Adjutant General. All provisions ofNGR 500-2/ANGI 10-801 apply in such cases.

8-7. FTNGDCD Tour Order Periods
a. Personnel serving on FTNGDCD are not subject to the same tour limitations or consecutive years of Active

Federal Service (AFS) limitations as soldiers performing FTNGADSW.
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(I) The FTNGDCD orders may be published for periods up to three years, but orders that extend into or
beyond the next fiscal year must state "subject to the availability of funding" in the orders remarks section.

(2) Follow-on tours are authorized.
b. Personnel voluntarily released from the AGR Program (32 USC § 502(1) or 10 USC § 12301(d)) may enter

FTNGDCD status with no break in service.
c. Mandatory release from FTNGDCD: Officers, Warrant Officers, and Enlisted personnel may be released from

FTNGDCD, upon completion of 20 years AFS. Retention beyond 20 years AFS on FTNGDCD will be based on
the needs of the State CD Program as determined by the respective state AG.

8-8. FTNGDCD Special Considerations
a. Personnel on FTNGDCD may be offered tours that will place them in sanctuary and follow on tours until they

attain 20 years of AFS, unless denial of such tour is approved by state AG.
b. Early release procedures for FTNGDCD.

(I) Voluntary early release. CD personnel may request early release. Requests will be in writing, will set forth
the reasons for the request, and will be forwarded to the CDC or the CD School Director/Commandant for action.

(2) Involuntary early release. Personnel will be involuntarily released from FTNGDCD for the following
reasons:

(a) The individual's conduct, degree of efficiency, or manner of performance is seriously deficient.
(b) Funds available for FTNGDCD tours are curtailed.
(c) The FTNGDCD programs must be managed to ensure that the Guardsmen's rank/pay grade is reasonably

appropriate for the FTNGDCD task(s) they are performing. The CDC or the CD School Director/Commandant is
required to ensure situations detailed below are corrected as they occur. If they are not corrected, these situations
constitute grounds for involuntary early release.

1. If there is a change in mission requirements that results in no further need for, or mal-utilization of, the
Soldier's skills/pay grade.

2. If the Guardsman is promoted or appointed to a higher grade based on his or her traditional National
Guard unit assignment, and the Guardsman is no longer grade compatible with the duties perfonned in the
FTNGDCD duty position. A member who is released or not granted a follow-on FTNGDCD under these
circumstances will remain eligible to apply for separation pay if he/she has attained eligibility.

3. If the Soldier is assigned to a position that would cause a "grade inversion" incident where the
supervisor is junior in military grade to the supervised.

c. The FTNGDCD member's CDC or NGCSP Director/Commandant is required to release Soldiers involuntarily
when the incidents in paragraph 8-8c.(2)(a),(b) and/or (c) arise and cannot be corrected. Soldiers will be notified in
writing with release date specified. Whenever possible, Guardsmen should receive at least 15 calendar days
notification of their release but will be released upon termination date of their tour if that occurs first.

d. Involuntary early release from FTNGDCD tours pursuant to paragraph 8-8c.(2)(a) will be accomplished using
the following procedures.

(I) Tours of30 days or less. Involuntary release from tours of30 days or less is at the discretion of the
supervisor or program manager. Affected personnel will be notified in writing with release date specified.

(2) Tours of 31 days or more. To involuntarily release personnel on FTNGDCD tours exceeding 31 days in
duration, the initiating CDC or CD School Director/Commandant will refer the recommendation for involuntary
early release to the Guardsman for rebuttal or comment. Specific reasons must be included in the recommendation.
The rebuttal or comments must be returned to the initiating supervisor or program manager within 15 calendar days
from the date of receipt. Any information added to the recommendation after this time must again be referred to the
affected member for rebuttal or comment. The initiating CDC or CD School Director/Commandant will forward the
recommendation, together with the rebuttal or comments, through the chain of command or supervision to TAG for
final action. If TAG decides to release the Soldier, the Soldier will be released within 30 calendar days of
notification of the decision or on the termination date of the tour if that occurs first. A Soldier may submit a request
for voluntary early release instead of responding to a recommendation for involuntary early release. A request for
voluntary early release will be forwarded through the chain of command or supervision to TAG. If such request is
approved by the TAG, then action to involuntarily release the Soldier will cease.

e. All Soldiers entering FTNGDCD will have a Basic Active Service Date (BASD) established in Retirement
Points Accounting Management/Total Army Personnel Data Base (RPAM/TAPDB) for accounting purposes.

36

APPENDIX 6: COUNTERDRUG OPERATIONS
 

671
 ENCLOSURE 7
 



    

 

  

29 August 2008 NGR 500-2/ANGI 10-801

8-9. Personnel Screening
a. Selection of personnel for CD duty (in both paid and unpaid statuses) must include screening which provides

reasonable certainty that the member is of good character, well motivated and an appropriate representative of the
National Guard in duties subject to high profile scrutiny by LEAs, National Guard senior commanders, news media,
and the general public.

b. National Guard members pending disciplinary action, under civilian court orders or awaiting adjudication, or
involved in other potentially negative situations will be carefully screened to ensure that they are not assigned in
situations where their legal or personal affairs might reflect unfavorably on the Counterdrug Support Program, the
National Guard, or the state.

8-10. Screening of Mission 6 Volunteers in Non-pay Status
The CDC will establish screening procedures for unpaid National Guard volunteers participating in mission 6
activities. It is recommended that this screening, as a minimum, include securing a favorable letter of
recommendation from each person's unit commander. Mission 6 participants in a pay status will be screened in the
same manner as other paid personnel.

8-11. Early Notice of Special Requirements for Counterdrug Duty
a. The CDC or the CD School Director/Commandan~as appropriate, will ensure that personnel for Counterdrug

Support Program duty are well informed about the unique requirements for CD duty.
b. The CDC or the CD School Director/Commandant, as appropriate, will provide the members a written

infonnation sheet that details prerequisites. Such document should, as a minimum, include unique requirements
such as:

(I) Urinalysis testing is required upon entry on active duty, and personnel are subject to periodic testing while
on active duty. These requirements are in addition to testing by units of assignment during IDTiIAD under the
JNGSAP.

(2) Requirement to continue attendance at IDTiIAD and AT while on FTNGDCD.
(3) Status of funding from year to year.
(4) Probability of criminal records checks, and/or security screening by LEAs of applicants serving in LEA

offices or in positions where they are privy to operational information of LEAs. Applicants will be informed that
such inquiries are likely to be completed after entry on duty and that rejection by LEAs could result in their removal
from the CD program.

(5) Standards of Conduct.
(a) National Guard members participating in the Counterdrug Support Program are required to comply with

state laws and with DoD 5500.7-R They are required to uphold the highest standards of conduct and personal
appearance.

(b) Outside employment, associations and off-duty conduct/activities must be consistent with federal
directives on ethics and with state and federal conflict of interest policies. Outside employment will require written
approval of CDC according to para 8-25 of this regulation.

c. The above conditions of service will be clearly stated in announcements and advertisements for CD positions.

8-12. Screening for Duty of 30 or fewer Consecutive Days
a. Personnel must be eligible for FTNGDCD lAW ARNG or ANG requirements.
b. Personnel must receive a written recommendation from their unit commander or designated equivalent or

higher ranking officer.
c. ARNG Personnel must meet medical retention standards as set forth in AR 40-501 Chapter 3 and Chapter 10.
d. ANG personnel must meet the medical retention standards as set forth in AFI 48-123 Chapter 3 and

Attachm ents 2, 9, and 19.
e. All applicants must undergo favorable drug testing upon entry on FTNGDCD. However, for periods of 30

days or less only, the CDC or the CD School Director/Commandant, as appropriate, has discretionary authority to
waive the urinalysis requirement.

f The CDC or the CD School Director/Commandan~as appropriate, may delegate execution of the screening
process to organization/major command headquarters (ARNG) or to base/organization/unit commanders (ANG),
when large numbers are involved or when it is justified by time considerations.
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8-13. Screening for Duty of31 or More Days
a. Meet all requirements of paragraph 8-12.a.-e.

(I) ARNG/ANG personnel who serve on CD duty for 31 or more consecutive days are subject thereafter to
retention standards of AR 40-501 or AFI 48-123 while they remain on duty.

(2) National Guard members are subject to unannounced drug testing while on duty in the Counterdrug
Support Program. The CDC or the CD School Director/Commandan~ as appropriate. will ensure that personnel on
extended orders are tested at least annually. This is in addition to testing by units of assignment under the JNGSAP
during IDTiIAD.

(3) All applicants ordered to duty of 31 or more consecutive days will be given drug testing upon entry on Title
32 duty.

(a) If unfavorable test results are received, orders will be terminated immediately.
(b) Favorable JNGSAP test results may be substituted for testing scheduled specifically to qualify for CD

duty, providing the test was conducted within 30 days before entry on duty.
(c) Applicants for reentry will be tested lAW paragraph 8-12.e. These requirements will be adhered to when

Soldiers and Ainnen are REFRAD from war or contingency operations. In addition to the requirements listed
above, the CDC may review the Soldier or Airmen's DD Form 2796 (Post-Deployment Health Assessment) prior to
rehire.

b. Favorable interview by the CDC, the CD School Director/Commandant, or representative.
c. Favorable Entrance National Agency CheckiNational Agency Check (ENTNACINAC) within past 10 years

(security clearance is not required).
d. Favorable investigation/security check by LEA (if required by the specific LEA concerned).

8-14. Conditional Duty
a. When delays in medical screening of applicants for duty of 31 or more consecutive days occur, the CDC or the

CD School Director/Commandant, as appropriate, may permit applicants to serve under orders for 30 or fewer
consecutive days until medical qualifications for the intended longer duty are confirmed. Ifmedical qualifications
are not received by the end of the 30 day orders, the applicant must have a 31 day break before any new order may
be issued. Upon confirmation of medical qualifications, and if the applicant fully qualifies under personnel
screening requirements, orders for the desired period may be issued.

b. Authorization of short-term orders under paragraph 8-14.a., is at the discretion of the CDC or the CD School
Director/Commandant, as appropriate. The CDC or the CD School Director/Commandan~ as appropriate, should
give first consideration to the interests of the Counterdrug Support Program and the National Guard when
considering this option.

8-15. Procedures for Personnel Screening
a. The CDC or the CD school staff, as appropriate, will coordinate with commanders, records custodians, and

state security managers to review records and determine that the member is eligible for FTNGDCD lAW normal
ARNG/ANG standards and if any of the considerations noted in paragraph 8-9. Commander's written
recommendation will be secured in a safe or protected place due to its potential sensitivity. The CDC, the CD
School Director/Commandant, as appropriate, or an authorized representative, will conduct a personal interview.
State security managers (ARNG and ANG) will verify ENTNACINAC status of applicants.

b. When duty positions are advertised competitively by the state Human Resources Office (HRO), the CDC or
the CD school staff, as appropriate, will coordinate closely with HRO to ensure that program requirements are
correctly advertised and that all the screening requirements of this chapter are met.

c. Successful completion of personnel and medical screening may be considered qualification for reentry to CD
duty for one year if a break in duty is less than 30 days. The CDC or the CD School Director/Commandan~ as
appropriate, may, however, require a complete screening. ANG members must meet worldwide duty standards as
outlined in AFI 48-123, Attachment 9.

8-16. Special Considerations Regarding ENTNAC, NAC, and LEA Investigations
a. State ARNG/ANG security managers will verify that applicants have had a favorable ENTNAC or NAC in the

last 15 years (security clearance is not required). The CDC or the CD School Director/Commandan~ as appropriate,
will appoint a security manager for the state CD program to assist with personnel and physical security.

b. The CDC or the CD School Director/Commandant will ensure a Police Records Check is submitted on each
applicant before his or her receiving orders for duty.
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c. CDC staff or the CD school staff, as appropriate, not assigned to LEAs but privy to sensitive LEA operational
infonnation (for example, CDC administrative or operations personnel who review requests for support or maintain
operations files) may be subject to the same security requirements. As in paragraph 8-15., this is a detennination to
be made by LEAs and/or the CDC or the CD School Director/Commandant, as appropriate.

d. When LEAs require investigation of supporting Guard members, the CDC or the CD School
Director/Commandant, as appropriate, will refer applicants to the LEAs, who will be responsible for the entire
process, including privacy act statements. The CDC staff or the CD school staff, as appropriate, and state full-time
support personnel will not participate in the process, with the exception of National Guard members assigned to
LEA support whose normal duties include participating in such inquiries.

e. When an LEA determines that a military security clearance meets their security requirements, the CDC staff or
the CD school staff, as appropriate, may confirm existing security status with the help of the state level ARNG or
ANG Security Managers, but any new inquiries must be made by LEAs lAW their own legal authority.

f Applicants not acceptable to LEAs may be rejected from the program or relieved from duty.

8-17. Medical Waivers
Medical waivers for ARNG persormel will be executed lAW with AR 40-501. ANG medical waivers will be lAW
AFI48-123.

8-18. Retaining a Record of the Screening Process
The CDC staff or the CD school staff, as appropriate, will record names/ranks/titles/dates of personnel verifying
applicant's qualifications (applicants for duty of 31 or more consecutive days only) on a checklist and retain it for
the duration of the member's CD service plus one year All applicants must meet all regulatory requirements and a
semi-annual review of records will be conducted to verify regulatory requirements are met. At the discretion of the
CDC or the CD School Director/Commandant, as appropriate, a checklist confirming successful screening can be
used as authority for reentry on CD duty after a break not to exceed 30 days, with the exception that drug testing
will be lAW paragraph 8-12. The checklist will include:

a. Applicants rank, name, and Social Security Number (SSN).
b. Unit of assignment, indicating ARNG or ANG as applicable.
c. Rank and name of unit commander recommending individual, and date recommended.
d. Date of interview; rank, name and title of interviewer.
e. Rank, name, and title of individual reviewing personnel records and date review conducted.
f Rank, name, and title of individual confirming ENTNACINAC status, and date status confirmed.
g. Date urinalysis conducted; date results confinned; rank, name and title of individuals confinning results.
h. Annual review of Soldiers Periodic Health Assessment (FHA) and Medical Protection System (MEDPROS)

printout and Airmen Preventive Health Assessment and Individual Medical Readiness (PIMR) printout.
i. Waiver information, if applicable (date waiver granted, name ofNGB staff element granting waiver).
j. Reasons for rejection of an applicant if applicable (enclose related correspondence, explanatory Memorandum

for Record or other documentation). In such cases, the checklist will be retained for two years after the close of the
fiscal year in which rejection occurred.

k. All personnel on duty in the CD program must meet the requirements of AR 350-15 and AR 600-9 or AFI 10
248. The CDC staff or the CD schools staff, as appropriate, will maintain a record of the date and score of the last
two tests on record to verify personnel are in compliance with regulatory requirements.

1. Personnel on duty in the CD program will be terminated from the program if they do not meet regulatory
requirements. Termination procedures will be lAW the appropriate regulation that disqualifies them for duty.

8-19. Personnel and Health Records
a. The CDC's or school's staff will coordinate with health records/personnel records custodians to determine if

other documents generated in the selection process, such as medical waiver correspondence and supporting
documents, should be placed in official records.

b. Documents containing sensitive personal or medical information, such as medical histories, examinations and
related documents, will not be retained once the screening process is complete.

c. As an exception to b., above, counterdrug staff will retain any documents, however personal in nature, if they
are necessary to explain or justify rejection of an applicant or relief from duty for cause, when the probability exists
that they would otherwise not be available in response to future inquiries by higher headquarters. Retain such
documents for two years after close of the fiscal year in which rejection or relief from duty occurred.

8-20. Injury in Line of Duty
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a. National Guard members on CD orders who are injured in the line of duty are entitled to benefits under 10
USC § 1074(a) during the period of their active duty. The CDC or the CD School Director/Commandant, as
appropriate, will ensure a line of duty status is determined for all personnel who become ill or who are injured while
on any form of CD duty.

b. Members on tours for over 30 days may be extended on active duty, with their consent, for medical treatment
of a disability. Members on tours of 30 days or less may be extended when it is determined that the member is
being treated for (or recovering from) an injury, illness or disease incurred or aggravated in the line of duty.

(I) Transition Assistance Management Program (TAMP) Benefits. ANG members who have performed
active duty in support of Counterdrug operations, regardless of the length oftirne served are not eligible for TAMP
benefits. However, members who have been processed for a medical evaluation board in accordance with AFI 48
123, and are found no longer fit for continued service, may be eligible for TAMP.

(2) Active Duty Medical Extension (ADME) Benefits. The ADME program is a voluntary program available
to Reserve Component (Re) Soldiers who incur an injury or aggravate a previous illness or disease in the line of
duty while performing duty in a non-mobilization active duty or IDT status. ADME applies when it is determined
the Soldier is unable to perform normal military duties in their MaS/Area of Concentration (AOe) within the
confines of a temporary profile given by a military medical authority.

(a) RC Soldiers who require more detailed medical evaluation, treatment, and possible entry into the
Disability Evaluation System (DES) are placed on active duty with their consent pending resolution of their medical
condition and/or processing through the Medical Evaluation Board (MEB) Physical Evaluation Board (PEB)
process.

(b) If it is determined that the Soldier's treatment or medical evaluation board process will extend beyond 30
days, the solder has two options:

I. Sign a release statement (ADME Declination Letter) stating that the Soldier declines ADME to receive
medical care. The Soldier is entitled to medical care at an Army Medical Treatment Facility (MTF), on a space
available basis, for medical treatment associated with their approved line of duty illness or injury, or a Department
of Veterans Affairs treatment facility with a copy of a DA 2173 (Statement of Medical Examination and Duty
Status)/DA 261 (Report ofInvestigation Line of Duty and Misconduct Status) and/or member's DD 214. If eligible,
Soldiers may decline entering the ADME program and apply for incapacitation pay through their unit Soldiers
cannot participate in the AD1v1E program and concurrently receive incapacitation pay.

2. Consent to remain or be placed on active duty. Soldiers who elect to apply to the ADME program and
are found eligible, will receive orders "assigning" the Soldier to the Army MTF Medical Holding Unit (MHU)
appropriate to provide medical care for the Soldier's condition. Ifmedical care and/or DES process are not delayed,
the command and control element of the MTF MHU has the authority to authorize endorsement or orders (IAW AR
600-8-105 (Military Orders)) for the Soldier to perform "duty at" either a unit on the installation or a unit close to
the Soldier's home. The Soldier's command and control element will ensure the Soldier immediately enters the
DES and initiate a MEB once an Army physician determines the Soldier has been identified with a medical
condition listed in AR 40-501, Chapter 3.

(c) Soldiers must be counseled by an individual in his or her chain of command familiar with the ADME and
Incapacitation (Incap) Pay programs. A Reserve Component (RC) teaching tool is available at the Army G-I
website: http://www.annyg1.army.rnilJ1v1ilitaryPersonneVpolicy. asp

8-21. Report of Separation from Active Duty (DD Form 214)
DD Form 214 will be issued to personnel performing qualifying CD duties lAW DoDI 1336.1 for duty of90
consecutive days or greater. A DD Form 220 will be issued on release from FTNGD of less than 90 days.

8-22. Personnel Evaluations
a. The job performance of each member of the Counterdrug Program will be evaluated at least annually.

Members will be counseled on the results of their evaluation. Evaluations will be made available to personnel on
the official rating chain at their unit of assignment.

b. Soldiers/Airmen on CD duty will in many instances spend more duty days in that status than in normal drill,
AT or training status, and should receive proper recognition for their contributions. The CDC or the CD School
Director/Commandant, as appropriate, will coordinate with state level ARNG and ANG personnel staff to ensure
compliance with applicable regulations/instructions.

8-23. Records Identifying Individuals by Name and SSN
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a. The CDC staff or the NGCSP staff, as appropriate, will retain documents identifying individuals by name and
social security number (SSN) only as necessary to perform CD missions and protect the interests of Soldiers and
Ainnen.

b. "When it is necessary to acquire, receive or fonvard personal, confidential or sensitive documents, or any
documents identifying members by name and social security number, they will be retained only as long as
necessary. Documents will be forwarded to records custodians or to individuals concerned, as appropriate.

8-24. Privacy Act/Freedom oflnformation Act Review
The CDC, or the NGCSP Director/Commandant, as appropriate, will periodically request a review by state ARNG
and ANG staff, to ensure that internal procedures comply with The Privacy Act of 1974 (implemented by AR 340
21 and AFI 33-332 and the Freedom ofInformation Act (FOIA) (implemented by AR 25-55 and DoD 5400.7-R,
AFSUPI).

8-25. Outside Employment While on Counterdrug Orders
Individuals on 32 USC § 112 CD orders may engage in outside employment during non-duty hours with the prior
written approval of the CDC or the CD School Director/Commandant

Chapter 9
Records and Reports

9-1. Counterdrug Management Information System (CMIS)
The primary management control for the National Guard Counterdrug Program and the NGCSP will be CMIS.

a. This software is an automated information management system to facilitate CD operations performed by the
Army and Air National Guard. This efficient, on-line, fully interactive system supports the planning, budgeting,
execution and evaluation phases of the State National Guard Counterdrug Program including the National Guard
Counterdrug Schools Program.

b. C11IS contains an internal review and control capability to determine the National Guard's program
effectiveness in both quality and quantity. CMIS also assists in strategic planning trend analysis and supports
measures of effectiveness for reporting requirements of the Government Performance Results Act (GPRA).

c. Data transmitted to the Counterdrug Office (NGB B-CD) is maintained on a central database accessible by the
states or schools on the CMIS website https://www.cdcmis.net/getUser.do. There are multiple access levels
authorized for end users at a state or school level. The state or school eMS Administrator controls access for all
state users. The CMIS Program Manager at National Guard Bureau (NGB) controls the state or school's CMIS
Administrator access.

d. States or schools have the option to locally maintain a database of their state or school data. This is done by
logging into CMIS and building a database and then saving the file to their local computer. States or schools may
manipulate local CMIS data to create required reports not readily available within CMIS as "canned" reports.

e. CMIS policy and procedures will be updated at the beginning of each fiscal year by issuance of a
memorandum or email to announce new data entry requirements. The memorandum will then be incorporated into a
new version of the CMIS User's GuideiHandbook so that this handbook will become the sale guidance for proper
data entry. A new version of the Handbook will reflect any mandatory reporting changes that may have occurred
for the new fiscal year and will be identified in some unique manner to a visual notice of change.

9-2. CMIS Data Input
a. The state CMS Administrator is responsible for ensuring that data is entered in a timely manner. Data must

be entered at least weekly, daily would be optimum. Each user that will input data must have their own user
identification and password to protect the integrity of the data. Refer to Section 1 of the CMIS handbook for access
levels. The CDC or the NGCSP Director/Commandant should have an access level of one, for state or school read
only. The reason for this level of status is that the CDC or the NGCSP Director/Commandant will not be entering
data but can view all screens and data, and generate reports.

b. Quality data versus Quantity. The quality of mission data is more important than how many missions a state
or school can generate in CMS. States or schools must follow the data input rule of "one original request equals
one mission." How this can be accomplished is to establish year long letters of requests from lead agencies for both
supply and community outreach support. This rule ensures the integrity of data will be accurate, by continuous data
entry to one mission. It will also reduce input time.
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9-3. CMIS Training
a. Basic C11IS User Training consists of step-by-step, screen-by-screen instruction for individuals who are new

to the CD program. It gives them the opportunity to get an understanding of the software. It is also serves as
refresher training. Basic User Training will take place once each quarter. There are two seats allocated for each
state.

b. Administrator Training helps states and schools control and use their data more to their advantage. Newly
appointed Administrators or basic users who want more experience using the C1v.1IS software should attend. It
teaches the individual how to query state or school data once in the Access [annat. During class, state and school
personnel receive a detailed checklist with steps on how to review their state's data for accuracy and how to identify
errors in data entry. The frequency of training attendance of state and school eMS administrators is determined by
the states.

9-4. CMIS Data Evaluation
State data will be evaluated during the CPE process. The data review will be from the last date of the CPE. Data
integrity must be checked for each fiscal year to make sure the appropriate data was entered and that the accuracy of
the data is verified.

9-5. Organization Files
a. Current and historical organization files of the Counterdrug Support Program will be established and

maintained lAW AR 25-400-2 https://www.arims.army.mil/rrsanew/rrssrch.asp
b. Organization files will be maintained by CD personnel in a central location to the maximum extent possible.

Such files will be maintained lAW this regulation/instruction and will be periodically integrated into historical files
of the Counterdrug Support Program.

c. Electronic Records. Army records, regardless of medium, must follow the disposition instructions identified
in ARIMS RRS-A (Records Retention Schedule - Army) and comply with the security requirements of AR 380-19.
Any electronic infonnation generated, contained, or created through an infonnation system or other automation
source must be preserved according to those instructions. Please review AR 25-400-2, Chapter 3 for maintenance
of electronic record keeping.

9-6. Counterdrug Support Program Operations Files
a. The CDC or the CD School Director/Commandan~as appropriate. will ensure that a file is established for

every operation conducted, in all mission categories. Files will be closed at the end of the fiscal year. New files
will be initiated at the start of the fiscal year for operations continued from the previous fiscal year. Files shall be
maintained lAW para 2-1 i of this regulation.

b. Separate files will be prepared for each agency or organization supported. When a given agency/organization
is supported in different locations. a file will be maintained for each location. The CDC or the CD School
Director/Commandant, as appropriate, may at his/her discretion make exception to this rule, providing that files
clearly indicate what dates, names, and other significant data apply to what location.

c. Aviation. Drug Demand Reduction (DDR) and/or SA operations files may be maintained separately when the
activity's operation is not co-located with the CDC's office.

d. CD School operations files will be maintained at the school lAW paragraph 9-5 above.

9-7. Contents of Operations Files
The intent of operations files is to create and maintain an audit trail and clear history of operations and significant
incidents in order to reinforce memory, infonn internal staff, and contribute to lessons learned and future planning.

a. At a minimum. operations files will include the following documents:
(1) The LEA or CBO request which initiated the operation. When continuous support operations are renewed

from year to year with the same agency, a request for continuation will be secured annually, before the start of the
new fiscal year.

(2) DA Form 7566 (Composite Risk Management Worksheet). An armual risk assessment is sufficient for
operations that continue year round in one location with relatively stable routines. When circumstances change and
new risk factors are present, new assessments will be prepared.

(3) If the mission involved flight operations, photocopies of the DA Form 2408-12 (Army Aviator's Flight
Record) and/or AFTO Form 781, AircrewlMission Flight Data Document. and mission briefings will be included.

(4) An Operations Plan (OPLAN). Operations Order (OPORD) or SOP outlining the nature of the operation.
The essential requirement is that an outside party. unfamiliar with the operation, would be able to understand the

42

APPENDIX 6: COUNTERDRUG OPERATIONS
 

677
 ENCLOSURE 7
 



    

 

  

29 August 2008 NGR 500-2/ANGI 10-801

nature of the operation. For instance, daily routine duty in an LEA office should be distinguishable from a remote
field operation; continuous year round support should be distinguishable from short term or intermittent support.

(5) After Action ReportiReview (AAR) or CMIS generated AAR
b. The following items will be included where applicable, at the discretion of the CDC:

(1) Copies of reports and news media articles pertaining to arrests and seizures associated with the operation.
(2) Copies of initial reports of major accidents or injuries, or reports of serious incidents or immediate action

situations.
(3) Cross-references to appropriate accident reports, when major accidents, injuries or property loss occurs.
(4) SOPs, checklists, evaluations, job descriptions, etc., developed for particular operations, situations,

locations or agencies and which may be useful for future reference.
(5) Mission 6 files, in order to indicate the nature of operations, participants, purposes, etc., may include

letters, memos, announcements, letters of instruction (LOIs), or other materials not normally found in supply
reduction operations files.

(6) Copies of orders of individuals serving in the operation. When volunteers not on orders perfonn mission 6
operations, a listing by name and rank will suffice.

c. Files should not include operation-specific information that LEAs may consider confidential or sensitive,
unless the infonnation is necessary for protecting the interests of the National Guard.

9-8. Retention Periods for Counterdrug Records
a. Generally, records on hand will include those of the current fiscal year and the two immediate previous fiscal

years. In the event this guideline conflicts with other USA/USAF/ARNG/ANG regulations/ instructions, the other
directives will take precedence, except that documents which may bear upon legal action under the Federal Tort
Claims Act (FTCA) must be retained for at least two years subsequent to the incidents concerned.

b. Files should not include operational-specific infonnation, which LEAs may consider confidential or sensitive,
unless the infonnation is necessary for protecting the interests of the National Guard.

c. Documents generated by the applicant screening process will be retained lAW Chapter 8 of this
regulation/instruction.

Chapter 10
Joint National Guard Substance Abuse Program (JNGSAP)

10-1. General
a. National Guard Substance Abuse Program management is covered in AR 600-85 and AFI 44-120.
b. Members of the National Guard who test positive, or who have tested positive, for illegal drug use are barred

from CD duty of any type unless the case is dismissed based upon:
(I) Written opinion from a military Medical Review Officer (MRO) stating that the drug use was legitimate; or
(2) Finding by the Adjutant General there was substantial error in the selection, collection, processing or

testing process.
c. National Guard members currently on CD orders, who have tested positive for illegal drug use and are not

covered by lO-l.b. (I) or (2), will have their orders revoked no later than 30 days after effective date of this
regulation.

d. The Army and Air National Guard conduct the Drug Testing Program lAW AR 600-85 and AFI 44-120.
These regulations/instructions refer to these programs collectively as the JNGSAP. These regulations/instructions
do not apply to military technician assistance programs established pursuant to Technician Personnel Regulations.

e. The Prevention Treatment & Outreach (pT&0) program will provide prevention education and treatment
resources to military members. It will also provide outreach and community resources to military families.

10-2. Responsibilities
a. The Chief, NGB B-CD, is the National Guard Bureau program manager for the JNGSAP. The NGB B-CD

point of contact for state personnel is the Chief, Substance Abuse Program section (NGB-B-CDO-SA).
b. Adjutants General will establish a Joint National Guard Substance Abuse Program that will be co-located at

the state HQ level and designate a state program manager for the JNGSAP. Designations must not conflict with
requirements of AR 600-85 and AFI 44-120.

c. Adjutants General or designee will appoint a State Substance Abuse Program, Prevention Coordinator (PC) to
oversee the PT&0 program for National Guard members and their family. The PCs will be trained as directed by
NGB-B-CDO-SA section Chief
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10-3. Annual Plans and Budgets
a. Plans and budget requests must be submitted as directed by the Joint Substance Abuse Officer (JSAPO) lAW

guidance from the NGB-B-CDO-SA section Chief
b. Plans/requests for SA programs are not part of the Governor's State Plan for the Counterdrug Support

Program.

10-4. Funding for Substance Abuse Program
a. Funding for SA programs is issued to the states within the Counterdrug Support Program budget These funds

are fenced within that budget and may be utilized only for the JNGSAP. as indicated in fund citations.
b. JNGSAP

(I) JNGSAP Operations and Maintenance (O&M) funds are used to purchase supplies to support the collection
and shipment of urine specimens to the toxicology laboratory designated by NGB-B-CDO-SA section Chief

(2) The cost ofCommander's Drug Testing Report is borne by NGB. The state JAG or the Substance Abuse
Program Coordinator will submit requests for the Commander's Drug Testing Report to the appropriate toxicology
laboratory. The Commander's Drug Testing Report must be ordered by a state JAG or JSAPC/JSAPO. These same
procedures will be utilized for payment of expert witnesses and telephone consultation fees for drug boards, after
coordination and approval from NGB-B-CDO-SA section Chief

(3) JNGSAP Pay and Allowance (P&A) funds are used for training personnel to conduct drug urinalysis
collection, and for administrative support of the JNGSAP.

c. Personnel on orders for the SA program are subject to all the provisions of this regulation/instruction.
Funding, entitlements, and other fiscal infonnation may be found in Chapter 6 of this regulation/instruction.

d. Funding for the PT&0 program will be fenced within the SA budget and separate from the testing budget The
PT&0 funding is to be used strictly for supporting drug abuse prevention and/or educational message for service
members and their families.

10-5. Drug Urinalysis Collection
National Guard personnel performing drug urinalysis collection procedures will receive training as directed by the
NGB-B-CDO-SA section, lAW AR 600-85 and AFI 44-120. State level responsibilities for training in these
procedures are as follows:

a. JNGSAP coordinators/officers must be trained as JSAPC/JSAPO, as directed by Chief, NGB-B-CDO-SA
b. The JNGSAP coordinator will conduct further training of ANG and ARNG personnel as necessary to

implement a decentralized drug testing program. (See Glossary, Tenns)

10-6. Records and Reports
a. Records and reports will be prepared and submitted lAW AR 600-85 and AFI 44-120 supplemented by

periodic instructions from NGB-B-CDO-SA
b. Substance abuse program details are to be reported in CMIS lAW instructions found in Section 3E of the

CMIS Handbook.

Chapter 11
National Guard Counterdrug School Program

11-1. General
a. Authority to Operate. Under such regulations as the SECDEF may prescribe, the CNGB may establish and

operate or provide financial assistance to the states to establish and operate schools (to be known generally as
''National Guard Counterdrug Schools Program") by the National Guard.

b. National Guard Counterdrug Schools Program (NGCSP) Role. All courses administered by the CD schools
using CD funds must have a CD or CNT nexus. Courses must have a bond, link, or direct correlation to the actual
business of interdicting, identifying, seizing, or stopping drug trafficking and substance abuse. The CD schools
conduct training in drug interdiction, CD activities, and drug demand reduction activities to the personnel of the
following:

(I) Federal agencies.
(2) State and local law enforcement agencies.
(3) Community-based organizations.
(4) Other state and local governments, private entities, and organizations.
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c. Counterdrug Schools Specified. The CD schools are as follows:
(I) The Midwest Counterdrug Training Center (MCTC).
(2) The Multi-Jurisdictional Counterdrug Task Force Training (MCTFT).
(3) The Northeast Counterdrug Training Center (NCTC).
(4) The Regional Counterdrug Training Academy (RCTA).
(5) The Western Region Counterdrug Training (WRCT).
(6) Such other CD schools as may be designated by the US. Congress.

d. Standardized Training. Training programs will be standardized lAW this regulation/instruction for the
improvement of training and recognition of professional excellence. It is understood that while [annat will be
standardized, content may vary due to regional issues and requirements.

e. Master Cooperative Agreements. All civilian state employees will be managed through master cooperative
agreements with the applicable state.

11-2. Mission
The NGCSP is established to provide members of LEAs, CBOs, education, government, and military personnel
with no-cost training to support and enhance their capabilities to remove illegal drugs from our streets and to
educate our communities in the latest prevention techniques and to support and enhance training in areas related to
narcoterrorisrn.

11-3. Charter and By-laws
A charter will be established for each CD school. The content of the charter will include at a minimum:

a. Purpose.
b. Mission.
c. Organizational structure.
d. The establishment of a Board of Directors/Representatives.

11-4. Annual School Training Plan
a. Each CD school will submit for review an annual School Training Plan to the NGB, ATTN: NGB B-CD,

Training Branch. The plan will be approved and signed by the CD School Director/Commandant
b. The school plan must include approval by the Adjutant General.
c. It is recommended that the plan include a certification from a senior law enforcement official that the

missions/activities in the plan are consistent with, and not prohibited by state law.
d. Plans will be published lAW instructions published each year by the Counterdrug Training Branch.
e. Each CD school Director/Commandant is responsible for the submission of the plan.

11-5. Additional Responsibilities
a. NGB B-CD Responsibilities. NGB B-CD will provide a single Training Officer that will coordinate with

each CD School Director/Commandant or the CD school military liaison. The Training Officer will attend all
scheduled meetings and provide interface with the Counterdrug Training Advisory Council (CTAC).

b. Board of Directors/Representatives. Each CD school will operate under the advisory guidance of an
established Board of Directors/Representatives. Each CD school will set forth in its by-laws the specific structure
and role of the individual CD school board.

c. Schools. Each CD school shall have sale responsibility in the following areas:
(I) Execute training programs.
(2) Oversee instruction.
(3) Develop the needs assessment.
(4) Maintain currency of instruction.
(5) Ensure student, staff, and instructor safety.
(6) Supervise all staff personneL
(7) Market programs within their defined region.
(8) Provide administrative support.
(9) Acquire and account for equipment.

(10) Review courses.
(11) Ensure instructor qualifications.
(12) Manage budget.
(13) Develop courses.
(14) Review training.
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11-6. Training
a. Institutional Training. Each CD school will present training as designed or approved lAW the individual CD

school charter All CD schools will establish and disseminate student registration requirements. mode of
registration and notification of acceptance procedures to potential students. Each CD school will manage student
training and contract instructors by the following means:

(I) School staff and faculties will supervise and support instructors and students and ensure commitment to
training and educating each student. Each CD school staff will ensure facilities are provided to accommodate
training requirements.

(2) Trained, qualified, and experienced instructors will conduct and supervise student training. Trainer-to
student ratios will be sufficient to ensure student control, safety, and supervision, as well as to facilitate teaching,
coaching, and rnentoring individual students.

(3) Instructors will provide students with accurate student perfonnance measurements such as tests, exercises,
and/or perfonnance evaluations.

(4) All course content must meet the approval of the Board of DirectorsiRepresentatives.
(5) The Board of DirectorsJRepresentatives or the Director of Training will ensure there are periodic instructor

and/or facilitator assessments.
b. Instructional Products. Each CD school will use traditional classroom presentation, distributive training

technology products (i.e.. web-based training, video teleconferencing. CD-ROM, satellite television broadcast), or
such other technologies as they become available.

c. Training Aids. Each CD school is supported with training material from several origins. These origins
include. but are not limited to:

(1) Instructor provided power point presentations, handouts, demonstration weapons, etc.
(2) Standard training aids (charts, projectors, audio/video equipment. VTC).
(3) Specially developed training aids (artificial/simulated drugs. hidden compartment vehicles, Law

Enforcement Television Network).
(4) Facilities (Military Operations in Urban Terrain (MOUT) village, raid house. specialty classrooms).
(5) Certified training aids (live or real illicit drugs and paraphernalia).
(6) Learning resource center or library.
(7) National Guard assets.
(8) Assets of other local. state. and federal agencies.

d. Student Perfonnance Measurement Procedures. To ensure each course meets its goals and objectives,
instruction and performance measurement must be based on the identified course core competencies. Practical
exercises can be used.

(I) The lead instructor/coordinator is responsible for the development of all performance measurement material
and procedures.

(2) As a minimum each course of instruction will contain a pre-test, as applicable and a post-test to measure
the net effects of the course of instruction. Courses designed specifically as informational presentations do not
require the administration of student perfonnance measurement procedures

(3) All hands-on or practical exercise components will have a rating value assigned by the instructor to
measure effectiveness and student perfonnance.

e. Attendance Policy
(I) Each course will have an attendance roster. which will be maintained with the course file.
(2) Students are required to attend and participate in scheduled instruction, to include practical exercise.

classroom instruction, testing procedures and opening and closing exercises.
(3) Waiver authority will not drop below the CD School Director/Commandant for variances to the stated

attendance policy.
f. Maintenance of Training Records

(I) Training support records will be maintained at each CD school site as required by that school and the NGB
B-CD.

(2) At a minimum, each NGCSP will maintain the following records:
(a) Lesson plans for each class.
(b) Lesson outlines.
(c) Copies of all hand-outs.
(d) Attendance roster.
(e) Student performance records.
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(I) Certification of course completion.
(g) Applicable risk assessments.
(h) Miscellaneous course documentation (i.e. accident reports, etc.).
(i) Course administrative data (names, date of instruction, etc.).
(j) Evaluations.
(k) Instructor biographies and qualifications.
(1) Course description and requirements.
(m) All counseling statements.
(n) Dismissal/release records.
(0) After Action Reports (AARs).

(3) Training records will be maintained on site for the current and the previous year.
g. Resources

(I) Each CD school is responsible for obtaining all resources associated with conducting a course of
instruction. Inter-service agreements (1SA) and MOAsiMOUs will be established to facilitate the use of equipment
or facilities.

(2) When equipment to support training is insufficient for all students or teams to perform tasks or practical
exercises to standard, the following considerations apply:

(a) If equipment non-availability outweighs the benefit of training, training will not be conducted.
(b) Each CD Director/Commandant must approve an exception to policy/waiver before the start of scheduled

training.
(3) All paid, non-military instructors will be required to execute appropriate funding documents lAW federal,

state, and/or local contract requirements.
(4) Each CD school will conduct an ongoing needs assessment to determine the current year's training

requirements.
h. Training Programs Development. Each CD school will incorporate a training management cycle for use in

developing training programs. The process shall identify the CD school's missions, establish mission priorities,
consider needs assessment, preparation of a long-tenn strategic plan, preparation of a short-tenn plan, preparation of
a current plan, execution of training, evaluation of training, and assessing training.

i. Curriculum Design. Curriculum development should be based on the CD school's mission, legally mandated
requirements, client needs and anticipated needs, as well as continuous self-evaluation.

j. Accreditation. External accreditation of all schools is authorized by NGB B-CD. These external
accreditations may include, but are not limited to obtaining college level credits for courses of instruction, external
accreditation of the organization and facilities, and Police Officer Standards of Training (POST) for all courses
executed.

11-7. Funding, Entitlements, and Other Fiscal Information
Personnel on orders for the NGCSP are subject to all provisions of this regulation/instruction. Funding,
entitlements, and other fiscal information may be found in Chapter 3 of this regulation/instruction.

11-8. Student Training
a. Selection. Each CD school will establish standards for student selection based on professional guidance and

tailored to specific course requirements identified in the Course Management Plan (CMF).
b. Student Orientation.

(I) Students will be informed when and where to report, what to bring, and other course requirements.
(2) Each course will include a student orientation to the course, facilities, and equipment to provide a safe,

comfortable and efficient environment. The orientation will include:
(a) Course scope and prerequisites (goals and objectives).
(b) Billeting, mess and support information.
(c) Clothing, equipment, documents, other items required for course attendance, and information concerning

prohibited items.
(d) Post and local community information, including appropriate telephone numbers.
(e) Conduct requirement.
(I) Controlled or prohibited conduct.
(g) Supervision.
(h) Emergency procedures.
(i) Training schedule.
(j) Testing or evaluation systems.
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c. Student Evaluations
(1) The students will complete evaluations after each iteration of a training program or course of instruction.

Evaluations will address content, instructors, and facilities.
(2) The CD School Director/Commandant, as well as NGB B-CD, will use the results of student evaluations in

its review of appropriate courses.
d. Student Release. Each CD school will address procedures regarding student denial of emollment, withdrawal

from courses, and/or student releases. In the event of a student release from a CD school, the CD School
Director/Commandant will provide written notice to the student's agency head.

e. Course Completion Requirements
(I) The CD School Director/Commandant is responsible for ensuring all students who successfully complete

the course of instruction receive a certificate of completion and that a record of it is maintained with the training
file.

(2) All students will meet course measurement standards as determined by the CD Board of
DirectorsJRepresentatives, Director of Training, or someone other than the course primary instructor for successful
completion of that course of instruction.

(3) Attendance lAW paragraph 12-6e of this regulation/instruction.
f Student Recognition/Certificate

(I) Certificates containing complete course title will be issued to all students upon successful completion of
courses.

(2) Certificates will include the student's full name, course or phase, hours of instruction and begirming and
completion dates of the course.

(3) A signature certifying course completion will be affixed to each certificate.
(4) Documentation to support college credits, in-service training and continuing education requirements, when

applicable, will be provided to students.
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Appendix A
References

Section I
Required Publications
This section contains no entries

Section II
Related References

AF11O-206
Operational Reporting

AF111-2C-26V2
C-26 Aircrew Training

AF114-104
Conduct of Intelligence Activities

AF114-201
Intelligence Production and Applications

AF131-101Vl
The Air Force Physical Security Program

AF133-211
Communications Security (COMSEC) User Requirements

AF133-322
Records Management Program

AF133-332
Air Force Privacy Act Program

AF135-101
Public Affairs Policies and Procedures

AF136-3003
Military Leave Program

AF137-138
Records Disposition Procedures and Responsibility

AF140-501
Air Force Fitness Program

AF140-502
The Weight and Body Fat Management Program

AF144-120
Drug Abuse Testing Program

AF144-121
Alcohol and Drug Abuse Prevention and Treatment (ADAPT) Program
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AF148-123
Medical Examinations and Standards

AF151-301
Civil Litigation

AF165-103
Temporary Duty Orders

AF165-107
Nonappropriated Funds Financial Management Oversight Responsibilities

AF165-201
Management Control

AF165-601
Budget Guidance and Procedures

AF165-602
Formal Training Course Cost Report

AF165-603
Official Representation Funds-Guidance and Procedures

AF165-608
Anti-deficiency Act Violations

AF191-202
The US Air Force Mishap Prevention Program

AF191-202/ANGSUP 1
US Air Force Mishap Prevention Program

AF191-204/ANGSUP 1
Safety Investigations and Reports

AF191-213
Operational Risk Management (ORM) Program

AF191-301lANGSUP 1
Air Force Occupational and Enviromnental Safety, Fire Prevention and Health (AFOSH) Program

AFMAN 10-206
Operational Reporting

AFMAN23-110
USAF Supply Manual

AFMAN 36-2227
V 1, Combat Arms Training Programs, Individual Use Weapons
V 2, Combat Arms Training Programs, Crew Served Weapons

AFMAN 65-604
Appropriation SymboIs and Budget Codes (Fiscal Year XXXX)

AFPD36-27
Social Actions
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ANGI 36-2001
Management of Training and Operational Support within the Air National Guard

ANGI 36-2910
Line of Duty and Misconduct Determinations

ANGMD3S-01
State Air National Guard Headquarters

AR 5-13
Training Ammunition 1.1anagernent System

AR 11-2
Management Control

AR25-1
The Army Information Resources Management Program

AR25-50
Preparing and Managing Correspondence

AR25-55
The Department of the Army Freedom of Information Program

AR25-400-2
The Army Records Information Management System (ARIMS)

AR27-40
Litigation

AR37-1
Army Accounting and Fund Control

AR4o-3
Medical, Dental, and Veterinary Care

AR4o-S
Temporary Flying Restrictions Due to Exogenous Factors

NGR 500-2/ANGI IO-S01

AR 4o-29/AFR 16o-13/NAVMEDCOMINST 6120,2/CG COMDTINST M6120,S
Medical Examination of Applicants for United States Service Academies, Reserve Officer Training Corps (ROTC)
Scholarship Programs, Including 2- and 3-year College Scholarship Programs (CSP), and the Uniformed Services
University of the Health Sciences (USUHS

AR4o-4S
Nonphysician Health Care Providers.

AR4o-66
Medical Record Administration and Health Care Documentation

AR4o-400
Patient Administration

AR 40-501
Standards of Medical Fitness
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AR 40-562/AFJI 48-110/BUMEDINST 6230.15/CG COMDTINST M6230.4E
Immunizations and Chemoprophylaxis

AR 55-29
Military Convoy Operations in CONUS

AR55-46
Travel Overseas

AR 71-13
The Department of the Army Equipment Authorization and Usage Program

AR95-1
Flight Regulations

AR 95-20/AFJI 10-220INAVAIRINST 3710.IEIDCMA INST 8210.1
Contractor's Flight and Ground Operations

AR 130-5/AFMD 12
Organization and Functions, National Guard Bureau

AR 135-18
The Active Guard/Reserve (AGR) Program

AR 135-100
Appointment of Commissioned and Warrant Officers of the Army

AR 135-175
Separation of Officers

AR 135-178
Army National Guard and Army Reserve Enlisted Administrative Separations

AR 140-10
Assignments, Attachments, Details, and Transfers

AR 145-1
Senior Reserve Officers' Training Corps Program: Organization, Administration, and Training

AR 145-2
Organization, Administration, Operation, and Support

AR 190-11
Physical Security of Arms, Ammunition, and Explosives

AR 190-13
The Army Physical Security Program

AR 190-40
Serious Incident Report

AR 190-51
Security of Unclassified Army Property (Sensitive and Nonsensitive)

AR31O-49
The Army Authorization Documents System (TAADS)
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AR340-21
The Army Privacy Program

AR350-1
Army Training and Leadership Development

AR360-1
The Army Public Affairs Program

AR360-5
Public Information

AR360-81
Command Infonnation Program

AR380-5
Department Of The Army Information Security Program

NGR 500-2/ANGI 10-801

AR380-13
Acquisition and Storage of Infonnation Concerning Non-Affiliated Persons and Organizations

AR380-19
Information Systems Security

AR381-1O
US Army Intelligence Activities

AR385-1O
The Army Safety Program

AR385-40
Accident Reporting and Records

AR385-55
Prevention of Motor Vehicle Accidents

AR385-95
Anny Aviation Accident Prevention

AR 420-90
Fire and Emergency Services

AR 525-13
Antiterrorism

AR 530-1
Operations Security (OPSEC)

AR 600-8-10
Leaves and Passes

AR600-8-24
Officer Transfers and Discharges

AR 600-8-101
Personnel Processing (In-, Out-, Soldier Readiness, Mobilization, and Deployment Processing)
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AR 600-8-105
Military Orders

AR 600-55
The Anny Driver and Operator Standardization Program (Selection/TrainingiTestingiLicensing)

AR 600-85
Army Substance Abuse Program

AR600-9
The Anny Weight Control Program

AR600-105
Aviation Service of Rated Army Officers

AR600-106
Flying Status for Nomated Army Aviation Personnel

29 August 2008

AR 600-110
Identification, Surveillance, and Administration of Personnel Infected with Human Immunodeficiency Virus (HIV).

AR 601-270/AFR 33-7/MCO P-1100.75A
Military Entrance Processing Stations (MEPS)

AR 608-75
Exceptional Family Member Program

AR 611-5
Army Personnel Selection and Classification Testing

AR611-85
Aviation Warrant Officer Training

AR611-110
Selection and Training of Army Aviation Officers

AR614-30
Overseas Service

AR 614-200
Enlisted Assignments and Utilization Management

AR635-40
Active Duty Enlisted Administrative Separations.

AR635-200
Active Duty Enlisted Administrative Separations

AR 672-74
Army Accident Prevention Award Program

AR 700-131
Loan and Lease of Army Materiel

AR 710-2
Inventory Management Supply Policy Below the Wholesale Level

54

APPENDIX 6: COUNTERDRUG OPERATIONS
 

689
 ENCLOSURE 7
 



    

 

  

29 August 2008

CJCSM 3701.01A
Classification Guide for Counterdrug Infonnation

CTA 50-909
Field and Garrison Furnishings and Equipment

DA Pam 350-38
Standards in Weapons Training

DA Pam 350-39
Standards in Weapons Training (Special Operations Forces)

DAPam 385-1
Small Unit Safety Officer/NCO Guide

DA Pam 385-40
Anny Accident Investigation and Reporting

DA Pam 710-2-1
Using Unit Supply System (Manual Procedures)

DA Pam 710-2-2
Supply Support Activity Supply System: Manual Procedures

DFAS-IN Regulation 37-1
Finance and Accounting Policy Implementation

DoD Directive 5010.38
Management Control (Me) Program

DoD 5100.76-M
Physical Security of Sensitive Conventional Arms, Ammunition, and Explosives

DoD 5500.7-R
Joint Ethics Regulation (JER)

NGR 500-2/ANGI 10-801

DoD 7000.14-R Volume 7A
Department of Defense Financial Management Regulation (Military Pay Policy and Procedures Active Duty and
Reserve Pay)

DoD 7650.1
General Accounting Office (GAO) and Comptroller General Access to Records

DFAS-IN Manual 37-100-XX
The Anny Management Structure

DFAS-IN 37-1
Finance and Accounting Policy Implementation

DSM-IV
Diagnostic and Statistical1.1anual of Mental Disorders, Fourth Edition, Revised, American Psychiatric Association.
(Cited in paras 3-30j and 4-23.) (This manual may be ordered at www.appi.org.)

Executive Order 12333
United States Intelligence Activities
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FM3-04.119
Security and Support Helicopter Battalion

FM25-100
Training the Force

FM25-101
Battle Focused Training

FM 100-14
Risk Management

Joint Pub 3-07.4
Joint Counterdrug Operations

National Defense Authorization Act (FY 91)
Additional Support for Counterdrug Activities (public Law 101-510. Section 1004)

29 August 2008

National Defense Authorization Act (FY 99)
Department Of Defense Support to Other Agencies for Counter-Drug Activities (public Law 105-261. Sec. 1021).

NGRlO-2
State Area Command. Army National Guard

NGR 20-1O/ANGI 14-101
Inspector General Intelligence Oversight Procedures

NGR37-111
Administration of Training and Special Work Workdays

NGR37-160
Participation of National Guard Personnel at Meetings of Private Organizations

NGR 40-3
Medical Care for Army National Guard Members (Cited in paragraph 2-lOb (3))

NGR40-501
Standards of Medical Fitness

NGR (AR) 95-1
ARNG Aviation Flight Regulations

NGR (AR) 95-210
Anny National Guard: General Provisions and Regulations for Aviation Training

NGR (AR) 350-1
Army National Guard Training

NGR385-1O
Army National Guard Safety And Occupational Health Program
NGR 500-11ANGI 10-8101
Military Support to Civil Authorities

NGR600-1O
ARNG Tour Program (NGB-Controlled Title 10 USC Tours)
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NGR600-21
Equal Opportunity Program in the AnnyNational Guard

NGR (AR) 600-85
Drug Abuse Prevention and Control

NGBPam 11-5
Anny National Guard Internal Control Program

NGBPam 25-91
Visual Information Procedures

NGBPam 360-5/ANGP 35-1
National Guard Public Affairs Guidelines

NGBPam 600-4
Prevention of Sexual Harassment

NGTC 1-500
Counterdrug Aviation Tactics, Techniques, and Procedures (ARNG)

OMB Circular A-I23

P.L.92-129
Identification & Treatment of Drug and Alcohol Dependent Persons in the Armed Forces

P.L.97-255
Federal Managers' Financial Integrity Act (FMFIA)

NGR 500-2/ANGI 10-801

TBMED287
Pseudofolliculitis of the Beard and Acne Keloidalis Nuchae (Available at http://www.armymedicine.army.mil.)

TC 8-640
Joint Motion Measurement

TPR 990-2
Hours of Duty, Pay and Leave

TRADOC 350-18
The Army School System (TASS)

TRADOC 350-70
Systems Approach to Training Management, Processes, and Products

29 CFR Part 1910
OSHA Standards

5 USC § 81
Compensation for Wark Injuries

5 USC § 552
Public Information

5 USC § 7902
Occupational Safety & Health Act (OSHA)(Public Law 91-596)
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10 USC § 375
Restriction on Direct Participation by Military Personnel in Interdiction, Search, Seizure, Arrest, Unless Authorized
byLaw

10 USC § 1074
Medical and Dental Care for Members and Certain Former Members

10 USC § 1174
Separation Pay Upon Involuntary Discharge or Release from Active Duty

10 USC § 2667
Leases: Non-Excess Property of Military Departments

10 USC § 12011
Authorized Strengths: Reserve Officers on Active Duty or on Full-Time National Guard Duty for Administration of
The Reserves or the National Guard

10 USC §12012
Authorized Strengths: Senior Enlisted Members on Active Duty or on Full-Time National Guard Duty for
Administration of the Reserves or the National Guard

18 USC § 1385
Use of Army and Air Force as Posse Comitatus

28 USC § 2671-2680
Federal Tort Claims Act (FTCA)

31 USC § 3511
Federal Managers' Financial Integrity Act of 1982
(public Law 97-255)

32 USC § 112
National Guard Drug Interdiction and Counter-Drug Activities

32 USC § 502(1)
National Guard Training or Other Duty in Addition to Drill And Annual Training

42 USC § 3782 (a)
General Authorization of Certain Federal Agencies

Section III
Prescribed Forms
This section contains no entries

Section IV
Referenced Forms

AFForm 9
Request for Purchase

AFForm 616
Fund Cite Authorization (FCA)

AFForm 3215
C4 Systems Requirements Document
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AFrO Form 781
AFORMS AircrewiMission Flight Data Document

DAForm 1379
U.S. Army Reserve Components Unit Record of Reserve Training

DAForm 2028
Recommended Changes to Publications and Blank Forms

DA Form 2408-12
Army Aviator's Flight Record

DAForm 3081
Periodic Medical Examination (Statement of Exemption). (Prescribed in para 8-14a(4).)

DAForm 3083
Medical Examination for Certain Geographical Areas. (prescribed in para 8-24b(5).)

DAForm 3349
Physical Profile

DA Form 3725
Army Reserve Status and Address Verification

DAForm 4186
Medical Recommendation for Flying Duty. (prescribed in para 6-2n.)

DAForm 4497
Interim (Abbreviated) Flying Duty Medical Examination. (Prescribed in para 6-7a(4).)

DAForm 4700
Medical Record-Supplemental Medical Data

DAForm 5888
Family Member Deployment Screening Sheet

DAForm 7349
Initial Medical Review-Armual Medical Certificate. (prescribed in para 8-19c(5).)

DAForm 7566
Composite Risk Management Worksheet

DD Form 214
Report of Separation from Active Duty (Not Reproducible)

DD Form 220
Active Duty Report

DDForm 448
Military Interdepartmental Purchase Request

DDForm 689
Individual Sick Slip

DD Forms 1966/1 through 5
Record of Military Processing-Armed Forces of the United States

NGR 500-2/ANGI 10-801
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DD Form 2351
DOD Medical Examination Review Board (DODMERB) Report of Medical Examination

DD Form 2697
Report of Medical Assessment (Prescribed in para 8-12e(11 ).)

29 August 2008

DD Form 2766
Adult Preventive and Chronic Care Flowsheet (This form is available in paper through normal supply charmels.)

DD Form 2807-1
Report of Medical History. (Prescribed in para 6--{).)

DD Form 2807-2
Medical Prescreen of Medical History Report
106 AR 40-501 • 12 April 2004

DD Form 2808
Report of Medical Examination. (prescribed in para 6-6.)

NGBForm26
Performance Evaluation ofFTNGDCD persormel

NGBForm 62
Application for Federal Recognition as an ARNG Officer or Warrant Officer and Appointment as a Reserve
Commissioned Officer or Warrant Officer of the Army in the ARNG of the United States. (This form is available at
http://www.ngbpdc.ngb.army.mil.)

SF 507
Clinical Record-Report on or Continuation of SF (Available from http://contacts.gsa.gov/webforms.nsf)

SF 513
Medical Record-Consultation Sheet (Available from http://contacts.gsa.gov/webforms.nsf)

SF 600
Health Record-Chronological Record of Medical Care. (Available from http://contacts.gsa.gov/webforms.nsf)

SF 603
Health Record-Dental. (This form is available through normal supply channels.) 107 AR 40-501 • 12 April 2004
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AppendixB
MOA Template

(State Letterhead)

MEMORANDUM OF AGREEMENT
BETWEEN

Counter Drug Coordinator
And

State Anny Aviation Officer

NGR 500-2/ANGI 10-801

SUBJECT: Memorandum of Agreement for (State) Army National Guard Counterdrug Aviation Operational
Support

1. REFERENCES

A NGR500-2
B. NG Supplement 1 to AR 95-1
C Governor's State Counterdrug Plan
D. 32USC 112
E. FM 3-04.119, Security and Support Helicopter Battalion
F. Others that may include standing agreements with LEAs, interstate compacts or MOAs regarding the

use of CD assets or support across state lines; etc..

2. PURPOSE: This Memorandum of Agreement (MOA) establishes the framework for management and use of
(State) Anny National Guard (XX ARNG) aviation assets for operational support oflaw enforcement agencies
(LEAs) counterdrug missions. The State Counterdrug Coordinator (CDC) and the State Army Aviation Officer
(SAAO) agree to provide aviation support to LEA counterdrug operations and to work collaboratively to ensure
continued support of the law enforcement operations that are integral to the Governor's State Counterdrug Plan.
This MOA defines the responsibilities of the CDC and the SAAO and the lines of communication between the CDC
in areas that include personnel, funding, training, operations, and logistics. It recognizes the roles and
responsibilities of respective aviation unit commanders and the BIG3. This MOA is not intended to nor may it be
used to supersede existing federal or state laws, Department of Defense or AnnyJNational Guard Bureau regulations

3. BACKGROUND: 32 USC § 112 provides the statutory authority for the National Guard Counterdrug (CD)
Program and the approved plans for the State of (XX). Consistent with OSD and ONDCP direction and guidance,
the (XX) National Guard develops the Governor's State Plan for National Guard Counterdrug Support It is signed
by the Governor and Attorney General, reviewed by the National Guard Bureau, coordinated with NORTHCOM,
and approved by the Secretary of Defense. The approval of the plan constitutes authority to utilize appropriated CD
funds and requires accountability for the use of those funds. Various actions take place following the OSD approval
of the Governor's State Counterdrug Plan resulting in the allocation of funds for the National Guard Bureau to the
(XXNG) for personnel, OPTEMPO, and training to support LEA counterdrug operational missions.

The State's Counterdrug Program uses (XX) ARNG aviation assets for operational support to law enforcement
counterdrug operations. Aircrews supporting LEA counterdrug operational missions assigned to aviation units on
Fulltime National Guard Duty Counterdrug Duty (FTNGDCD) orders and traditional NG personnel that may be
periodically placed on CD orders. Aircraft typically used for support operations include the (XX, YY, and ZZ).
The Governor's State CD Plan requires (XX ARNG) aviation assets to support approved missions.

4. COORDINATION: This MOA has been coordinated with the (XX) NG:

A JA
B J3
CPA
D. CoS
E. USP&FO
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5. LINES of COMMUNICATION: This MOA is not intended to circumvent existing lines of communication
between the principle staff and the chain of command as established by The Adjutant General. However, matters of
routine nature that can be addressed within the context of this MOA may be communicated directly between the
CDC and SAAO. Issues requiring policy, regulatory change, or resource adjudication shall be addressed through the
nonnal staffing process.

6 MISSION: The (XX) National Guard will support law enforcement CD operations with selected (XX) ARNG
aviation assets consistent within law, OSD directives, regulations, and the Governor's State Counterdrug Plan.
Based on priorities established by ONDCP and missions approved by OSD, the Governor's State Counterdrug Plan
provides the framework within which support to LEA counterdrug missions are accomplished. Definitions of
missions contained within that framework are detailed in NGR 500-2. All missions performed by (XX ARNG)
aviation personnel must fall within one of the missions approved in the Governor's State Counterdrug Plan.

A. Mission Approval/Execution Process: This five step process includes: Receipt, validation,
acceptance, prioritization, and execution. All CD mission requests must be received, validated,
accepted, and prioritized by the CDC. The CDC validates that the requested mission falls within the
definition of one of the approved mission categories noted in the Governors' State Counterdrug Plan.
Once validated, the CDC may accept the mission and establish the priority of the mission within the
National and/or State counterdrug strategies. Mission execution is coordinated with (XX) ARNG
aviation units through the SAAO.

B. Homeland defense / security missions, military assistance to civil authorities, and mobilizations are the
purview of the B/G3.

7. ROLES andRESPONSIBILIIES

A Counterdrug Coordinator: The CDC is the point of contact for the Governor's State Counterdrug Plan.
In that role the CDC is responsible for initiating and coordinating the development of the Governor's State
Counterdrug Plan each fiscal year. The CDC is responsible for all resource management pertaining to Counterdrug
support. The CDC validates OPTEMPO requirements contained in the Governor's State Counterdrug Plan. The
CDC is the point of contact between the (XX) NG and National Guard Bureau B-CD, law enforcement agencies
and community based organizations on matters relating to the Governor's State Counterdrug Plan and use of CD
funds.

B. State Army Aviation Officer: The SAAO is the point of contact for the Adjutant General an is
responsible for all ARNG aviation matters including use of aircraft, staff oversight of aviation missions, aviation
training, and standardization, and maintenance support. The SAAO is the point of contact between the (XX) NG
and National Guard Bureau Aviation and Safety Division.

C. FundingiResource Management:

(I) CDC: The CDC will manage all funds that support the counterdrug operations for which DoD
has provided counterdrug funding based Governor's State Counterdrug Plan. Funds to be
managed include, among others:

(a) Pay and allowance funding for fulltime National Guard Counterdrug persormel.

(b) Supporting pay and allowances for counterdrug missions that may be applied to
traditional personnel supporting periodic and cyclical CD missions.

(c) Funds used to procure CD mission equipment:

(2) SAAO: The SAAO will assist the CDC in developing aircraft OPTEMPO requirements for
inclusion in the Governor's State Counterdrug Plan and manage the CD flying hours required to
support the Governor's State Counterdrug Plan.
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D. FTNGD-CD Program Responsibilities:

NGR 500-2/ANGI 10-801

(I) CDC: Subject to CD funding availability, the CDC will maintain a FTNGD-CD manning
level for pilots and crew chiefs required to support the aviation mission requirements for the
Governor's State Counterdrug Plan.

(2) SAAO: The SAAO will coordinate technician and AGR authorizations/requirements for the
Army Aviation Support Facility, S&S battalions, companies, and detachments with the Human
Resources Office.

(3) FTNGDCD personnel shall not be used to fill shortages in fulltime technician or AGR
requirements/authorizations.

E. Training.

(I) CDC

(a) Support counterdrug specific training requirements for FTNGD-CD personnel that
may include academic, flight simulator, and flight training directly related to the
operational CD mission.

(b) Pay and allowances and travel/per diem for CD mission equipment qualification of
FTNGD-CD personnel.

(c) Travel and per diem for traditional (M-Day) aircrew personnel to qualify on
counterdrug mission equipment and the basic mission qualification.

(d) Provide initial CD Program qualification noted in
NG 500-2 for all aircrew personnel that support LEA CD operations.

(2) SAAO

(a) Coordinate and/or manage all other aviation training costs.

(b) Pay and allowances and travel/per diem required for airframe qualification will be
funded/programmed by the SAAO in coordination with the G3/State Training Officer

F. Logistics.

(I) CDC

(a) Will ensure any program requirements changes to the counterdrug aviation missions
that may require logistical support are coordinated with SAAO.

(b) Ensure support operations are projected as far in advance as possible to pennit
development and execution of appropriate FHP obligation plans.

(2) SAAO

(a) Ensure CDC visibility on aircraft readiness issues that may impact CD operations.

(b) Coordinate FHP obligation plans in coordination with the CDC

G. Safety:

(I) CDC shall
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(a) Support annual aviation and safety conferences conducted by the SAAO with
counterdrug related safety and operational presentations where appropriate.

(b) Participate in counterdrug related aviation mishap
investigations and/or review and comment on related findings and recommendations.

(2) SAAO will include

(a) Counterdrug risk management strategies in the appropriate State regulations and
policies. Counterdrug unique risk management issues will be coordinated with the CDC.

(b) The CDC in all counterdrug related mishap investigations and reviews.

(c) Counterdrug risk management presentations by the CDC in the Aviation and Safety
Conferences when appropriate.

H. Inspections and 1.1anagernent Controls

(I) CDC.

(a) The CDC will be the principle point of contact for the NGB B-CD Counterdrug
Program Evaluations (CPE). The CPE will review the CD resources used in all aviation
operations to include the embedded counterdrug mission of the S&S battalions,
companies, and detachments. Findings and recommendations shall be coordinated with
the SAAO. The CDC will support the SAAO in aviation inspections (ARMS, etc.) when
required.

(b) Establish management controls to ensure counterdrug funding is applied to
counterdrug operations.

(c) Coordinate counterdrug management controls affecting aviation with SAAO.

(d) Manage data provided through the Counterdrug Management Infonnation System
(CMIS).

(2) SAAO

(a) Support the Counterdrug Program Evaluations where aviation assessments are
required.

(b) Ensure the financial and management controls relating to counterdrug missions and
operations are integrated in appropriate aviation regulations and policies.
(c) The CDC will ensure timely CMIS data entry. SAAO's will ensure timely reporting
ofrequired data to the CDC's.
(d) Ensure that ARMS and DES inspection results of S&S units are provided to the CDC
and endorsements to the respective units are coordinated with CDC.

8. Other State unique issues or concerns:

9. This Memorandum of Agreement shall be effective upon signature and expire upon rescission by
(XXXXXXXX).

CDC
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Glossary

Section I
Abbreviations

AASF
Anny Aviation Support Facility

AC
Active Component

AlC
Aircraft Commander (ANG)

AD
Active duty

ADAPCP
Alcohol and Drug Abuse Prevention Control Program (ARNG)

ADCO
Alcohol Drug Abuse Control Officer in the ADAPCP

ADCON
Administrative Control

ADPE
Automated Data Processing Equipment

ADSW
Active Duty/Special Work

AFI
Air Force Instruction

AFMAN
Air Force Manual

AFMD
Air Force 11ission Directive

AFPD
Air Force Policy Directive

AFR
Air Force Regulation

AFS
Active Federal Service

AFSC
United States Air Force Specialty Code

AFrO
Air Force Teclinical Order

NGR 500-2/ANGI 10-801
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AGR
Active GuardJReserve

AMSCO
Anny Management Structure Code

ANG
Air National Guard

ANGI
Air National Guard Instruction

ANG/LG
Directorate of Logistics (ANG)

ANGMD
Air National Guard 11ission Directive

ANGP
Air National Guard Pamphlet

ANGR
Air National Guard Regulation

AR
Anny Regulation

ARIMS
Anny Records Information Management System

ARNG
Anny National Guard

AS
Active Service

ASAP
AnnY Substance Abuse Program

ASC
Allowance Source Code

ASI
Additional Skill Identifier

AT
Annual Training

ATAMS
Automated Training Ammunition Management System

BX
Base Exchange

CAlCRL
Custodian Account/Custodian Request List
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CADCA
Community Anti-Drug Coalitions of America

CBAS
Command Budget Authority System

CBO
Cornrnunity-Based Organization

CBOP
Counterdrug Budget Obligation Plan

CCDR
Combatant Commander

CDAB
Counterdrug Advisory Board

CDAC
Counterdrug Advisory Council

CD AVOPS
CD Aviation Operations

CDC
Counterdrug Coordinator

CD-GIST
Counterdrug Geographic Information Systems Training

CD GRASS
Counterdrug Geographic Regional Assessment Training

CD-R
Compact Disc - Recordable Media

CEs
Crew Chiefs

CGAC
Counterdrug GRASS Advisory Council

CHL
Center for higher Learning

cm
Criminal Investigation Division

CJCSM
Chairman of the Joint Chiefs of Staff Manual

CMIS
Counterdrug Management Information System

NGR 500-2/ANGI 10-801
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CMP
Course Management Plan

CMO
Central MASINT Office

CMRC
Crime Mapping Research Center

CNAC
Customs National Aviation Center

CNGB
Chief, National Guard Bureau

COMSEC
Communications Security

CofS
Chief of Staff

CNAC
Customs National Aviation Center

CONUS
Continental United States

CONUSA
Continental United States Army

CPE
Counterdrug Program Evaluation

CQIlICQC
Close Quarters Battle/Close Quarters Contact

CTA
Common Table of Allowance

CTAC
Counterdrug Training Advisory Council

CY
Calendar Year

DAACC
Drug and Alcohol Abuse Control Committee (ANG)

DA
Department of the Army

DAF
Department of the Air Force

DAI
Digital Archive Initiative
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DANG
Director, Air National Guard

DAPAM
Department of the Anny Pamphlet

DARNG
Director, AnnyNational Guard

NGR 500-2/ANGI 10-801

DASD/CN, CP & GT
Deputy Assistant Secretary of Defense for Countemarcotics, Counterproliferation, and Global Threats

DAT
Drug Analysis Testing

DBMS
Director of Base Medical Services (ANG)

DDANG
Deputy Director, Air National Guard

DDARNG
Deputy Director, AnnyNational Guard

DDR
Drug Demand Reduction

DDRA
Drug Demand Reduction Administrator

DES
The US Army Department of Evaluation and Standards
DFAS
Defense Finance Accounting Service

DLEA
Drug Law Enforcement Agency

DMC
Digital Mapping Center

DMS
Digital Mapping Server

DoD
Department of Defense

DoD
Department of Defense Directive

DoDI
Department of Defense Instruction

DoDPM
Department of Defense Pay Manual
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DOIM
Director of Infonnation Management

DPP
Dedicated Procurement Program

DPRM
Demand Reduction Program Manager

DSN
Defense Switched Network

DTPAM
Drug Testing Program Administration Manager

EMS
Equipment Management Section

ENTNAC
Entrance National Agency Check

EOR
Elements of Resource

EPA
Environmental Protection Agency

EPIC
El Paso Intelligence Center

EPR
Enlisted Performance Report

ESP
Emergency Special Program

ESSO
Executive Support Staff Officer (ANG)

FAD
Financial Authorization Document or Force Activity Designator

FATS
Funding Allowance Targets

FlIP
Flying Hour Program

FICA
Federal Involuntary Contributions Act

FLETC
Federal Law Enforcement Training Center

FUR
Forward Looking Infrared
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liM
Field Manual

IiMTIA
Federal Managers' Financial Integrity Act

FOIA
Freedom ofInformation Act

FOUO
For Official Use Only

FRIES
Fast Rope Infiltration/Exfiltration

FICA
Federal Tort Claims Act

FIDTL
Forensic Toxicology Testing Laboratory

FINGDCD
Full-Time National Guard Duty Counterdrug

FY
Fiscal Year

GIS
Geographic Information System

GPRA
Government Performance Results Act

GS
General Staff

GSR
Ground Surveillance Radar

GSU
Geographically Separated Unit (ANG)

HELOCAST
Helicopter cast and recovery

HRMO
Human Resources Management Office

HRO
Human Resources Officer or Human Resources Office

lAD
Inactive Duty (ANG equivalent to !DT)

lAW
In Accordance With

NGR 500-2/ANGI 10-801
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IDT
Inactive Duty Training (ARNG equivalent to lAD)

10
Intelligence Oversight

IPMS
Information Processing Management System (USAF)

ISA
Inter-Service Agreements

ISSA
Inter-Service Support Agreement

JA
Judge Advocate

JAG
Judge Advocate General

JCS
Joint Chiefs of Staff

JER
Joint Ethics Regulation

JFHQ-ST
Joint Force Headquarters-State

JFTR
Joint Federal Travel Regulation

JNGSAP
Joint National Guard Substance Abuse Program

JTF
Joint Task Force

LAN
Local Area Network

LAV
Light Armored Vehicle

LEA
Law Enforcement Agency/Agent

LEO
Law Enforcement Officer

LES
Leave and Earnings Statement

LFC
Local files check (criminal records)
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LIN
Line Item Numbers

LOI
Letter of Instruction

LP/OP
Listening Post/Observation Post

LSP
Litigation Support Package

MAMSCO
Modified Army Management Structure Code

MASINI
Measurement and Signature Intelligence

MCA
Master Cooperative Agreement

MCIFf
Multijurisdictional Couuterdrug Task Force Training

ME
Maintenance Examiner

MEPS
Military Entrance Processing Station

MEIL
Mission Essential Task List

MILPO
Military Personnel Officer

MFs
Military Police

MOA
Memorandum of Agreement

MOl
Memorandum of Instructions

MOS
Military Occupational Specialty

MOU
Memorandum of Understanding

MOUI
Military Operations in Urban Terrain

MFA
Military Personnel Appropriation

NGR 500-2/ANGI 10-801
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MRD
Mandatory Removal Date

MRO
Medical Review Officer (ANG)

MSCA
Military Support to Civil Authorities

MSD
Mandatory Separation Date

MSO
Mission System Operator

MUTA
Multiple Unit Training Assembly

MUTPM
Medical Urinalysis Testing Program Monitor (ANG)

MVACIS
Mobile Vehicle And Cargo Inspection System

MWR
Morale, Welfare, and Recreation

NAC
National Agency Check

NAF
Nonappropriated Funds

NCIC
National Crime Infonnation Center

NCO
Noncommissioned Officer

NCOER
Noncommissioned Officer Evaluation Report

NCOES
Noncommissioned Officer Education System

NCTC
Northeast Counterdrug Training Center

NDIC
National Drug Intelligence Center

NDS
Normal Duty Station

NGB
National Guard Bureau
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NGR
National Guard Regulation

NGTC
National Guard Training Circular

NIl
Non-Intrusive Inspection

NORAD
North American Aerospace Defense Command

NSSEs
National Special Security Events

OCONUS
Outside Continental United States

OCR
Office of Collateral Responsibility (Assist)

OER
Officer Evaluation Report

O&M
Operations and 1.1aintenance

OMNG
Anny National Guard Operations and Maintenance Appropriation

OMPF
Official Military Personnel File (OMPF).

OPCON
Operational Control

OPLAN
Operations Plan

OPORD
Operations Order

OPSEC
Operations Security

OPR
Office of Primary Responsibility

OSD
Office of the Secretary of Defense

OTD
Other training duty

P&A
Pay and Allowances or Personnel and Administration (ARNG)

NGR 500-2/ANGI 10-801
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PAO
Public Affairs Officer

PBO
Property Book Officer

PCS
Penn anent Change of Station

PDS
Pennanent Duty Station

PEC
Professional Education Center

PEC
Project Element Code

PIC
Pilot in Command (ARNG)

PMD
Program 1.1anagernent Directive

PMD
Position Manning Document

PME
Professional Military Education

PN
Part Number (ANG IPMS)

POC
Point of Contact

POE
Port of Entry

POI
Program of Instruction

POM
Program Objective Memorandum

POMSO
Plans, Operations, and Military Support Officer (ARNG)

POST
Police Officer Standards of Training

POTO
Plans, Operations, and Training Officer (ARNG)

PX
Post Exchange
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RCAS
Reserve Component Automation System

RCTA
Regional Counterdrug Training Academy

RLSO
Regional Logistical Support Office

RO-RO
Roll On-Roll Off

RPAMffAPDB
Retirement Points Accounting Management /Total Army Personnel Data Base

RRS-A
Records Retention Schedule - Army

RUF
Rules for Use of Force

SA
Substance Abuse

SAAC
Substance Abuse Advisory Council

SAAO
State Army Aviation Officer (ARNG)

SAD
State Active Duty

SAO
Social Actions Officer (ANG)

SAPC
Substance Abuse Program Coordinator

SAPO
Substance Abuse Program Officer

SECDEF
Secretary of Defense

SEI
Special Experience Identifier

SF
Standard Fonn

SIC
Senior Installations Commander (ANG)

SIP
Standardization Instructor Pilot

NGR 500-2/ANGI 10-801
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SITREP
Situation Report

SOC
Special Operations Command

SOP
Standing Operating Procedures

SPIES
Special Operations Patrol Infiltration/Exfiltration

SSB CD RAID
Security and Support Battalion Counterdrug Reconnaissance and Interdiction Detachment

SSN
Social Security Number

ST
Special Training

STABO
Stability Airborne Operations

STAM
State Ammunition Managers

TA
Table of Allowances

TAADS
The Anny Authorization Documents System

TAG
The Adjutant General

TAMIS-R
Training Ammunition 1.1anagernent Information System - Redesign

TC
Training Circular

TDA
Table of Distribution and Allowances

TDC
Type Duty Code

II
Teclinical Inspector

TM
Teclinical Manual

TPFP
Total Package Fielding Program
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IPR
Technician Personnel Regulation

IRADOC
US Anny Training and Doctrine Command

UADC
Unit Alcohol and Drug Coordinator

UAV
Umnanned Aerial Vehicle

mc
Unit Identification Code

UMD
Unit Manning Document

UMR
Unit Manning Report

USA
United States Army

USADAOA
United States Army Drug and Alcohol Operations Agency

USAF
United States Air Force

USAFR
United States Air Force Reserve

USAMPS
United States Army Military Police School

USAR
United States Army Reserve

USCS
United States Customs Service

USMEPCOM
United States Military Entrance Processing Command

USPFO
United States Property and Fiscal Officer or United States Property and Fiscal Office

USSID
United States Signals Intelligence Directives

VCNGB
Vice Chief, National Guard Bureau

VIC
Video Tele-Conference

NGR 500-2/ANGI 10-801

79

APPENDIX 6: COUNTERDRUG OPERATIONS
 

714
 ENCLOSURE 7
 



    

 

  

NGR 500-2/ANGI 10-801

WAN
Wide Area Network

WRCT
Western Regional Counterdrug Training

WUC
Workday Utilization Code

Section II
Terms

29 August 2008

Active Duty (AD)
Full-time duty in the active military service of the United States (10 USC § 101(d)(I)). Active duty is always
performed in a Title 10 (Federal) status. Active duty includes active duty for training (ADT) and active duty other
than for training (ADOT).

Active Service
Service on active duty or full-time National Guard duty (10 USC § 101 (d)(3)).

Adjutant General
ARNG or ANG officer responsible for management of the National Guard of a State and Territory, Puerto Rico, and
the District of Columbia not on federal duty (In Washington nc. and Rhode Island, there is a Commanding
General rather than an Adjutant General; they perform most of the same functions as Adjutants General).

Administrative Control
Direction or exercise of authority over subordinate or other organizations in respect to administration and support,
including organization of Service forces, control of resources and equipment, personnel management, unit logistics,
individual and unit training, readiness, mobilization, demobilization, discipline, and other matters not included in
the operational missions of the subordinate or other organizations.

Army Substance Abuse Program
Drug testing program applicable to members of the Active Army, the Army National Guard of the United States, the
Army National Guard, the U.S. Army Reserve, and Department of the Army Civilian Employees, as prescribed by
AR 600-85.

Attorney General
Principal legal officer of state government (or equivalent in states without an Attorney General).

Civil Authorities
Elected and appointed public officials and employees of Federal, state, and local governments.

Coalition
A combination into one body of different factions, parties, or organizations for a specific purpose.

Combatant command (command authority)
Nontransferable command authority established by title 10 ("Armed Forces"), United States Code, section 164,
exercised only by commanders of unified or specified combatant commands unless otherwise directed by the
President or the Secretary of Defense. Combatant command (command authority) cannot be delegated and is the
authority of a combatant commander to perfonn those functions of command over assigned forces involving
organizing and employing commands and forces, assigning tasks, designating objectives, and giving authoritative
direction over all aspects of military operations, joint training, and logistics necessary to accomplish the missions
assigned to the command. Combatant command (command authority) should be exercised through the commanders
of subordinate organizations. Nonnally this authority is exercised through subordinate joint force commanders and
Service and/or functional component commanders. Combatant command (command authority) provides full
authority to organize and employ commands and forces as the combatant commander considers necessary to
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accomplish assigned missions. Operational control is inherent in combatant command (command authority). Also
called COCOM. See also combatant command; combatant commander; operational control; tactical control.

Combatant commander
A commander of one of the unified or specified combatant commands established by the President Also called
ceDRo See also combatant command; specified combatant command; unified combatant command.

Commingling
Per "The American Heritage Dictionary" - To blend or cause to blend together; mix. Per "Webster's Third New
International Dictionary" - To mingle or mix together.

Community
People with common interests living in a particular area, the area itself, or a group linked by a common history
and/or social, economic or political interests.

Community Based Organizations
Civilian agencies, coalitions, committees, councils, task forces, and similar groups who support drug abuse
education, awareness, and prevention.

Counterdrug Nexus. CD nexus means that the operation's primary purpose is counterdrug, counternarcotics or
counternarcoterrorism. The CD purpose must be preeminent; all other purposes must be incidental.

Counternarcoterrorism. Funds provided pursuant to 32 USC 112 may be used in support of law enforcement
agencies engaging in counternarcoterrorism. For the purposes of this regulation, two separate, but related types on
narcoterrorism exist: (1) Narco-driven terrorism, which is terrorism conducted by drug traffickers to further their
aims of drug trafficking; and (2) Narco-supported terrorism, which is terrorism that benefits from or uses drug
trafficking to further individual or group activities. 32 USC 112 assets may be used to support activities countering
either of these types of narcoterrorism.

Counterdrug Security Manager
The counterdrug security manager will be appointed to assist with personnel and physical security issues affecting
only the state counterdrug programs.

Counterdrug Support Program
Support provided to federal, state, or local LEAs, civil authorities or Community Based Organizations to assist with
drug interdiction and demand reduction activities under authority of Title 32 USC § 112, in support of the National
Drug Control Strategy. This includes both the Army Substance Abuse Program and the ANG Drug Abuse Testing
Program. It also includes the National Guard Counterdrug School Program.

Decentralized Drug Testing Program
When the paperwork for the drug testing is generated by the SAFC and sent to the Units/Wings. The Units/Wings
will have personnel appointed as Unit Prevention Leaders (UPLs)/Drug Testing Administrative Program Managers
(DTPAMs) to administer the collection process. The specimens will then be sent to the SAPC for a quality control
inspection before sending the specimens to the laboratory for testing.

Exigent Circumstances
Circumstances in which immediate action is necessary to protect police officers, National Guard personnel or other
persons from injury, to prevent loss or destruction of evidence, or to prevent the escape of a suspect already in
custody.

Full-Time National Guard Duty
Training or other duty, other than inactive duty perfonned by a member of the Army National Guard of the United
States Training or the Air National Guard of the United States in the member's status as a member of the National
Guard of a State or territory, the Commonwealth of Puerto Rico, or the District of Columbia under section 316, 502,
503, 504, or 505, of Title 32 for which the member is entitled to pay from the United States or for which the
member has waived pay from the Untied States. Generally, counterdrug duty is perfonned in FTNGD status,
although it may be perfonned in State Active Duty (SAD) status.
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Immediate Response
Imminently serious conditions resulting from any civil emergency or attack may require immediate action by local
National Guard commanders or other responsible National Guard officials to save lives, prevent human suffering or
mitigate great property damage. When such conditions exist and time does not permit prior approval from higher
headquarters, local National Guard commanders or other responsible National Guard officials are authorized to take
necessary action to responds to requests of civil authorities.

Imminently Serious Conditions
Emergency conditions in which, in the judgment of the local National Guard commander or other responsible
National Guard official, immediate and possibly serious danger threatens the public and prompt action is needed to
save lives, prevent human suffering or mitigate great property damage. Under these conditions, timely prior
approval from higher headquarters may not be possible before action is necessary for effective response. Higher
headquarters must be notified as soon as possible.

Inactive Duty for Training
Training or duty performed by members of the ARNG in state status under Title 32 USC § 502(a)(l) or 502(!), or
under Title 37 USC § 1002.

Inactive Duty for Training
Training or duty performed by members of the ANG in state status under Title 32 USC § 502(a)(l) or 502(!) and 37
USC § 1002.

Incidental to Training
Term describing Counterdrug Support Program operations conducted during a training period, which would have
been conducted regardless of counterdrug operations. Routes and schedules may be altered in order to maximize
counterdrug benefits.

Inter-Service Agreements
Formal, long-term or operational specific support agreements between Services, Department of Defense (DoD),
and/or non-DoD agencies governed by DoD Instruction 4000.19, Interservice and Intragovermnental Support.
These agreements, normally developed at the Service Secretariat and governmental agency director level, document
funding and reimbursement procedures as well as standards of support between the supplying and receiving
Services or agencies.

Inter-Service Support Agreements
Action by one Military Service or element thereof to provide logistic and/or administrative support to another
Military Service or element thereof. Such action can be recurring or nomecurring in character on an installation,
area, or worldwide basis.

Law Enforcement Agency
An organization, coordinating council, or a task force comprised of several LEAs, empowered by Federal, state or
local law to investigate, enforce or prosecute criminal laws regarding illegal drugs and controlled substances.

Military Personnel Appropriations an-days
MFA man-days provided by active AF organizations to support active duty missions accomplished by ANG
members.

Mishap Sequence
All events that lead up to and all action or inaction's that involve an accident or incident that results in death, bodily
injury, and/or loss or damage to property and/or equipment which may create liability for an individual or the
United States.

Narcoterrorism
The financing of terrorist activities by participation in the drug trade. This includes, but is not limited to measures
taken to detect, interdict, disrupt, or curtail activities related to substances, materiel, weapons, or resources used to
finance, support, secure, cultivate, process, and/or transport illegal drugs.
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National Guard
Except as stated otherwise, National Guard means a state National Guard when not in Federal service, or all such
organizations collectively.

Nexus
A means of connection, link or tie.

Operational Control
Transferable command authority that may be exercised by commanders at any echelon at or below the level of
combatant command. Operational control is inherent in combatant command (command authority). Operational
control may be delegated and is the authority to perform those functions of command over subordinate forces
involving organizing and employing commands and forces, assigning tasks, designating objectives, and giving
authoritative direction necessary to accomplish the mission. Operational control includes authoritative direction over
all aspects of military operations and joint training necessary to accomplish missions assigned to the command.
Operational control should be exercised through the commanders of subordinate organizations. Normally this
authority is exercised through subordinate joint force commanders and Service and/or functional component
commanders. Operational control normally provides full authority to organize commands and forces and to employ
those forces as the commander in operational control considers necessary to accomplish assigned missions.
Operational control does not, in and of itself, include authoritative direction for logistics or matters of
administration, discipline, internal organization, or unit training.

Other Training Duty
Training, other than IADT or AT, (i.e., special training, formal school training) that provides all other structured
training, to include on the job training, for individuals or units to enhance proficiency.

Rules for Use of ForcelUse of Force Policy
Policy guidance issued by the Adjutant General (or Commanding General) on the use of force and weapons within
the state for counterdrug missions.

Security and Support Battalion
The CD element of a SSB (company or detachment) that includes FTNGDCD persormel and equipment. The SSB
receives Counterdrug P&A and O&M funding to conduct their mission. Refer to para. 9-1.c. for clarification of
SSB companies/detachments in support of CD missions or conductIDT/IAD incidental to training or AT in support
of CD missions that meet the METL or readiness of the SSB.

Standing Operating Procedures (SOP)
Also known as Standard Operating Procedures, however, the DoD Dictionary prefers Standing to Standard.

State Active Duty
Duty performed by a member of the National Guard of a State or territory, the Commonwealth of Puerto Rico, or
the District of Columbia in the member's status as a member of the State organized militia pursuant to State law and
not pursuant to Title 10 or Title 32.

States
For the purpose of this regulation/instruction: all 50 states, the Commonwealth of Puerto Rico, the United States
Virgin Islands, the Territory of Guam and the District of Columbia are inclusive per 10 USC § 10001.

State Plans
Plan submitted annually by the states for National Guard Counterdrug Support Program activities under authority of
Title 32 USC § 112.

Substance Abuse programs
A term referring collectively to the ARNG ASAP and the ANG Drug Abuse Testing Program.

Title III
Title III of Omnibus Crime Control and Safe Streets Act of 1968 (18 USC § 2510 et seq) as amended.
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Use of Force Continuum
Composed of five color-coded levels of force designed to correspond to officers' perceptions of the level of threat
with which they are confronted and describes the progression or de-escalation of force on the basis of the
demonstrated level of compliance or resistance from a subject.

Workdays
Workdays is a general term for all categories of training funded by the Air National Guard: Annual, Special, School,
ADSW or inactive duty periods: Unit Training Assemblies, Proficiency Training, Training Period Preparation
Assemblies or Additional Flying Training Periods.
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DEPUTY SECRETARY OF DEF'ENSE

1010 DEFENSE PENTAGON
WASHINGTON, DC 2:030,.,010

3 I JUl 2IlIZ

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS
CHAIRMAN OF THE JOINT CfiEFS OF STAFF
UNDER SECRETARY OF DEFENSE FOR POLICY
GENERAL COUNSEL OF THE DEPARTMENT OF

DEFENSE
COMMANDERS OF THE COMBATANT

COMMANDS
DIRECTOR OF ADMINISTRATION AND

MANAGEMENT
DIRECTOR, DEFENSE SECURITY COOPERATION

AGENCY
DIRECTOR, DEFENSE INTELLIGENCE AGENCY
DIRECTOR, NAnONAL SECURITY AGENCY

SUBJECT: Department ofDeCense Countemarcotics Policy

As the consequence of the changed national secUrity environment, the

corresponding shift in the Department's budget and other priorities and evolving

support requirements, the Department carefully reviewed its existing

countemarcorics policies. Attached reflects the current ODD countemarcotics

policy. Detailed implementing instructions for countemarcotics policy and

support operations will follow.

Attacbment
As stated

U09505-02

-
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DoD Countemarcotics Policy

I. The Department of Defense will execute drug demand and supply reduction
programs consistent with statutory responsibilities, Presidential direction,
and Department priorities. The Department will implement:

• Demand reduction programs that promote the readiness of the
Anned Forces and the Department's civilian personnel and that
reduce illegal drug use within the Department's communities; and

• Supply reduction programs that collect, analyze and disseminate
inte1ligence, support interdiction operations, and train host nation
countemarcotics forces.

A. Demand Reduction. The Department will expand its testing,
education, and prevention programs. The Department's demand reduction
programs shall include:

• Active·duty and civilian drug testing;

• Expanded testing oftbe Reserves and National Guard;

• Consistenl Service Department and Defense Agency policies
regarding drug use:

• Community outreach programs for Department dependents; and the

• Expanded use of the Reserves and National Guard in demand
reduction programs.

B. Supply Reduetion. The Department will execute:

• Detection and MonitoriDg programs that integrate military, United
States law enforcement agency, and foreign capabilities against
illegal air and maritime drug shipments to the United States. These
programs will use:

(1) Military command, control, communications and intelligence
resources; and

(2) Military operational planning capabilities that support the
inlerdiction of suspected drug shipments.

2

APPENDIX 6: COUNTERDRUG OPERATIONS
 

721
 ENCLOSURE 7
 



    

 

  

 

• Other Programs that

(I) Support foreign military and law enforcement countemarcotics
activities; and

(2) Benefit the Depar1mcnt.

II. The Department will focus its counremarcotics activities on programs that:

• Enhance the readiness of the Department of Defense;

• Satisfy the Department's statutory detection and monitoring
responsibilities;

• Contribute to the war on terrorism;

• Advance the Department's security cooperation goals; or

• Enhance national security.

III. The Department will review counlemllIcotics activities and transfer
functions to law enforcement agencies, where appropriate, to ensure the
efficient and effective use ofresources and to complement efforts that
combat transnational threats to the United States.

N. Program Execution

The Deputy Assistant Secretary of Defense for Countemarcotics, reporting
through the Assistant Secretary of Defense for Special Operations and
Low-Intensity Conflict to the Under Secretary ofDefense (policy), shall:

• Develop and implement the Department's countemarcotics policy.
conduct analyses, make recommendations and issue guidance
regarding the Department's countemarcotics plans and programs;

• Coordinate and monitor the Department's counternarcotics plans and
programs to ensure adherence to this policy; and

• Direct and oversee the planning, programming, and budget
fonnulation, justification, and execution for the Department's
countemarcotics programs.
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• Work with the Joint Staff, Unified Commanders, and Chiefs of the
Reserve and National Guard on all issues and actions relating to the
execution of the Department's countcmarcotics program and their
missions.
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DEPUTY SECRETARY OF DEFENSE
1010 DEFENSE PENTAGON

WASHINGTON, DC 20301,1010

APR 26 2006

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS
'UNDER SECRETARIES OF DEFENSE
ASSISTANT SECRETARIES OF DEFENSE
GENERAL COlJNSEL OF THE DEPARTMENT OF DEFENSE
DIRECTOR OF ADMINISTRATION AND MANAGEMENT
DIRECTOR, DEFENSE SECURITY COOPERATION AGE CY
DIRECTOR, DEFENSE INTELLIGENCE AGENCY
DIRECTOR, NATIONAL SECURITY AGENCY
DIRECTOR, JOINT STAFF

SUBJECT: Use ofCountemarcotics Funding for Counterterrorism

This memorandum provides policy guidance pertaining to the use of Department of
Defense (000) countemarcotics (CN) resources during Fiscal Years 2006 and 2007 to
support law enforcement agencies conducting counterterrorism (CT) activities, pursuant
to section 1022 of the National Defense Authorization Act for Fiscal Year 2006 Public
Law 109-163, January 6, 2006 "Section 1022,"

When Congress passed Section 1022, it recognized that narcotics traffickers and
terronsts often use the same methods to smuggle money, people, information, weapons,
and substances, and that in many cases, narcotics traffickers and terrorists are one and the
same, Based on this recognition and the Department's request, Congress authorized 000
Joint Task Forces with CN funds to use those funds to provide support to law
enforcement agencies conducting CT activities during Fiscal Years 2006 and 2007,

Accordingly, I authorize 000 Joint Task Forces that support or participate in CN
activities, including but not limited to Joint Task Force variations such as Joint Inter
Agency Task Forces, Joint Inter-Agency Coordination Groups, Combined Joint Task
Forces, and Joint Headquarters that control Joint Task Force variations, to make
incidental use of CN resources, capabilities, and structures to detect, monitor, and
interdict terrorists and terrorist-related activities and material, and to increase the capacity
of partner nation security forces within the Joint Task Force's geographic area of
responsibility that address these common threats,

Joint Task Force commanders may approve the use of this authority when it is
employed incidentally to ongoing CN and counter-narcoterrorism (CNT) activities,
"Incidental use" includes emergency situations (whether CN, CNT, or not) where the
Joint I'ask Force is required to respond immediately. All non-incidental use of this
authority requires the prior approval of the Deputy Assistant Secretary of Defense for

-
aso 06080-06
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Counternarcotics (DASD-CN). This authority is not to be used as a means to shift
resources from CN missions to CT missions, and its use shall not materially affect
Department of Defense support to narcotics interdiction and CN and CNT activities.

Combatant Commanders that intend to employ DoD loint Task Forces using this
authority will notify the DASD-CN of the identity of the loint Task Force within 30 days
of their detennination.

[n order to prepare thc congressionally-requested report on employment of this
authority, loint Task Force commanders that exercise this authority must provide a report
through operational channels to the Office of the DASD-CN no later than November 10,
2006. The report will explain and evaluate the factual circumstances under which the
authority was exercised, describe the cost and type of support provided, and evaluate;

I. any additional costs,

2. the effect on counternarcotics and counterterrorism activities, and

3. the objectives of using counternarcotics funds to provide counterterrorism
support.

Joint Task Force commanders should be prepared to provide data concerning the
use of this authority at any time upon request by the DASD-CN.

The types of activities that loint Task Force commanders may conduct using this
authority are those contained in Title 10, United States Code, Section 124; Chapter 18,
Title J 0, United States Code; Title 32, United States Code, Section 112, Section 1004,
National Defense Authorization Act for Fiscal Year 1991, as amended l

; and Section
1033, National Defense Authorization Act for Fiscal Year 1998, as amended2 Nothing
in this policy precludes loint Task Force Commanders from providing infonnation to
commands engaged in counterterrorism operations. Finally, the authority provided by
Section 1022 does not pre-empt, and is additional to Section 1021 of the Ronald W.
Reagan National Defense Authorization Act for Fiscal Year 2005 (Public Law 108-375,
October 28, 2004).

Questions concerning this policy may be directed to DASD-CN at (703) 697-3186.

Pub No. 101-510, amended by National Defense Authorization Act (NDAA) for Pi al ear cry) ]992 and 1993.
Pub L No. 102·190; §1041. NOAA FY 1993, Pub. L. No. 102·484, §I and NOAA for FY 1994. Pub. L. No. 103·

l, NDAA for FY 1995, Pub, L No. t03~33 7; § I021, NDAA for FY No, 105·261, and §1021; NDAA for
FY Pub. L No. j()7~J07

1 Public [,UW No. 105~85, Nov. 18, 1997, amended by § J02 j , National Defense Authori72tion Act for Fiscal Year 2001, (Pub. L
No 106-398), amended by §1021, National Defense Authorization Act for Fiscal Year 2004, Pub. L No. 108-136
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THE ASSISTANT SECRETARY OF DEFENSE

WASHINGTON. D.C. 20301·2500

",IECIAL O"I:RATIO..S'
...OW......T ....ITV CONFLICT

MEMORANDUM FOR CHIEF, NATIONAL GUARD BUREAU

SUBffiCf: Counterdrug Support to Counter-Narcoterrorist Activities

26 August 2005

lbis memorandum responds to your July 22. 2005 memo regarding Counterdrug
Support to Counter-Narcoterrorist Activities. .

When I published the April 12, 2004 Policy on the definition, I neglected to
include the National Guard along with the combatant commands. It was an oversight.
To the extent that state laws allow it, please apply the April 12,2004 policy to state
countemarcotics plans.

The point of contact is LTC Larry Wilbanks, USA, ODASD for Countemarcotics,
at (703) 697-3325.
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THE ASSISTANT SECRETARY OF DEFENSE

WASHINGTON, D.C. 20301·2500

AI'R I 2 11114
P"Irl;C' ..I. .........,....s,f
~..1'._.1'" l:'O....I.IC1'

MEMORANDUM FORSECRETARlES OFTIfE MlUTARY DEPARTMENTS
COMMANDER, U.S. SPECIAL OPERATIONS COMMAND
GE.'lERAL CO~SEL OF THE DEPARTMENT OF

DEFENSE
DIRECTOR, DEFENSE INTElLIGENCE AGENCY
DIRECTOR, DEFENSE SECURlTY COOPERATION AGENCY
DIRECTOR, NATIONAL SECURJTY AGENCY
DEPUTY UNDER SECRETARY OF DEFENSE FOR

I{I;AI)INliSS
DEPUTY UNDER SECRETARY OF DEFENSE

FOR RESOURCE PLANNING AND MANAGEMENT
DIRECTOR, JOINT STAFF
CHIEF, NATIONAL GUARD BUREAU

SUBJECT: Policy Definition of "NarcOIerrorism"

To assist the Combatant Commands developing and implementing new strategies
asaiost terrorism linked to drug trafficking. several of lbe Commands asked us to review
astd., lIJi ll~iate. n::vUc; the definition for l'NlKote:rrorism ~Dtaincd in DoD
publicatioos.

The Deputy Assi5tant Secretary of Defense for COUOl<rnar<otics Jnviously
defioed !be lmD ''Countenlrug Activiti.... (Memorandum, 23 Oct 2002) as:

• Those measures taken to de:ect, interdict, disrupt. (I' curtaiI l.Ily activity thai iJ
reasonably related to nan:otics trafficking.

• This includes. but is not limited to, measures taken [0 detect., inrerdiet. disrupt,
or owto.il ootivitiea: NlIClted to .\IMtaoe.., mat.ri.l, w_pon., or~un:.. wed
to finance, suppon, secure, cultivate, process. and/or transport il1egal drugs.

This definition allows !be Combatant Commanden to use lbe Department',
countemarcoticsluthorilics and funds to sist in the W~ on Terrorism when an illegal
droa 1'M'~lC i.. l-1'l('OWT'l nt' cnCf"!"MM ~ n..p.rtmI>n' aM rh,. inll'!r.\~ hav..~7M
!be I'Owing links between terrorism a:ld drug uafficking I.Ild have beg:uJ using counlef
n.areoterrorist IS • term to reflecl those hnka.
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The C'U1TeQ1 ddinitioo for D&rCOIemxism contained in Joint Pubs does DOl reflect
dle omori t liJlkage, bul raIher IOOIs dlat could be used by drulll'lfficten. sueb ..
ass sina:ioos. extortion. bijacbngs and bombiJl.&J. We belJeve that the definition
should. instead. be adapced to reflect :errorisrs' exploitation of narcotics traffICking to
support rerronsl aetlVlUCS.

In eootdinatioo with !be Joint Staff. IIld within !be context of suJlIlo'linI!be
activities of any oIber departmeDl Dr lleocy of !be FedcnJ Government or of any Stale.
local. Dr foreiJlllaw enforcemen. qeocy, we denne the term "nan:otmmsm" :

an;o.lerrorism: Terrorism Ibilis linked to drullnlllic:tiDl. Two pan... bul
rdated, types of nlrc...terrorlsm exist: (1) Jlllr<Oodriv.. torrorism, wbleb Is
lerrorlsm conducted by drua tnI1Jlckt... 10 flJrtber tbtIr Ilms of drua tnIIlck1nl;
and (2) narco-supported terrorism, wbleb Is terrorism Ibll beDdlt. from or lIStS
drug (nd'Dck.!nK lU further leI"rocbl I..udhldwtl ue JlVup .:th"Uo.

Questions regarding this policy hall be directed to the Office of the Deputy
Assistant Secretary of Defense for Countemareotics.

Thomas W. O'Connell

, Joint Pub 1-02. DoD Dictionary ofMiliwy IIld Associlled TtmIS, 12 Apr 01 As
Amended thnlush 5 Sop 03 (page 355) and Joint Pub J-m.4 Join. Coonltrdrug
Operations, 17 Feb 9g (page G1,.I6).
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J. Ge"eral

APPENDIX E
L,\W ENFORCt:~H:NT Ilt:T,\CIIME:-iTS

.l. A>'ailllbilily"rSlti",

USN "'p< <OIlIrib<oe .lip1if"''''''y 10 Ito:
D&M P'- of CO <>petiIlim<. ao Ito:y are
~ in, p:8Q<oll>inb<q:t "I1J'I'I"fld
,,..;,;,,,,,~~ 1_ ,.Ii""' ....
~_ <X Drlcro< do<> "'" ""';"ip<c<: in
<hJi_d.""""... U5CG~ ("I'<} ...
:oJIh(o;""'.,pOJf_laI<.~,..,;.-)

'"" frI:q..ocrlIy~in Us." "'p<., .... in
110, "'I".'ify (ao ...=ituJ in JO USC_
J1'J),

The USN F1eo' Cornrn'n<le" .nd ,II<
USCG am< <IJmI!IaI'I<Itrs (or ..... AU"'*" and
!'lo:if'"~.. h.>ve 'ltafuod""'~ 0/'
.g«'m<n' (MOA.) to to..,. LEDET
~ IJn,h"""'MOA'dlet'ary"""
comm",""",rs. .-Id oc"..i"".lIy ..... usce
<:om"""'<le.... ",",vi<le "'il" .00 cult"" 10
"""'* und<' JIA11' TACON wh<n<ll;aa<d
'" ..... O&M miWoo, 1l>:: USCG <I<plol"
UDET._ USNcornb.>l...lS IOporf"."..
law <IIf"""'m<JII ""ivi'les. 1l>:: JIATF. hold
periodic I<h<doh'" coof<J<<o::es to """'h
JlATF O&M reqo;;",,,,,,...... Nary ,,"po. _

USCG LEDET., While under JlATF
TAmN,"'Y UHf""" ,'essel ,,·idl. LEDET
_ "'ill ""","""'" w "'ill TACON 10
0;""" USCG >rea ocdisuictTACON "'hen it
d<tectl , ta'!let d«med '"ilable f",
'"t<rccpU"" and Ooardin,. Ilo<lM"l' ~
cood",,"'d i" """onlan«: ~'ith USCG law
""1"""''''''''procedure,_poIiq,i,,,It>di"1
UI< 01' Foo;e PoIi<:y. USN <hip< canyin,
lEDET'mu>1 di>play II>< USCG<II.lip', 1l>::
""iK" a1"" ,..." be ill"mi .......... r1iih' when
engaged m low ",f""""""" Op<",",-

~"'oornb.:i<on'c~"mah

USN >IIip..vailatJle in _ of USCG law

<"101<''''''"' ope""i",,', These >IIipo ....
Clll<goriz.ed .. eilh<T -""",iolly <biln_;'
'" -"'ip< 01' oppon""i'y"

a, Sp«ially DuiWno,.d, Speci.lly
lbi,OI:II<:<I ('" drdi<..orJj:</lip<""""""under
SlAT1' TACON bei"~ osed i" di"'" '"f'IIO"
of CO """""Ooo~ and wh",h oooduct ,II<
inIcI<q<ion ..-.lIor iIppIdJrn"'" pI\al<: of law
enfor«men' ope,.. i"n' "nder USCG
TACON.

b. Ships of Opponunily. USN .hi!" of
oppononity:oJ<: oneo tha'.~ operaoi"1 in
or "a••"inl through po"ihl¢ drul
tr.fficki., .re" ."d .re nol "odor the
conlfol of • CD lIATF ••dlor USCG
command, The«: ship> m>y he di\"'rl<d r",
• I.w .nl"",.""'"t """ .flo, TACON tw
he<" "'ilt<d to the USCG

, A LEDET i, """".lly • se,e"·pe"""
toan, ""iKO«I 00 • "'0potary ba'i, to US
'" f""'il" military "",.eI•. The I.FDET
""",iot, of an offk.rin ch~(E-i Ih","~

0·]) a"ilned '" S<:r-••• ,he C(,,,,m,nd
"'>ri'i ..... I.w <"f""",ment advi"" r... 1he
hosI """'....-.:lin, off",er. • bo.:udi"i oIfo:er
(E·S or .bovo); .nd ""..di"g ,•• m
.....mbers. While ..signed 10. USN oIIip,
LEDET activi'i•••n: io".,.ed by the
MOA. 'ilned bet"·<e. the USCG are"
command... md the n:>pce'iv< N.vy """t
CINC.
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0" USCG ""ho,o, ""d m.. i"me "1'
e"f""",,,,,,", procedu"". Hi. ""tie> or<
,imil", to 'ho« 01 on Ol"".. i"", office'
_ • m<dium Of high tOOurat>::< C1Jtt<,

io "'I.rd' '0 1.1' eoforoe.","' Durio~

bomli~ tile OIC di""''' 011 .._ on<!
maka oJllaw <nfQl<<tI'I<nl dtoisioo,. The

ole ooordin""" USN "",..I ,"[>\Krt f<Jf ....
Ooanlio~ .....y dJri"f boonboJ <>per"'ion,.
pro<ido' guKlanc< f", tile "'-""'lio~ off""".
on<! i' ""J'""l~ble f<Jf 'Ill '''1' ""f""'<m<"
m<»lllI" 1raJf",. The ...m 10&1<, will be"

1"0""" of m"'timo "1' "oIOT""""'o'
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on<! oonoJuc' of 'Oe Ooonhng fI"'1y• .00 1',11
Ix: Juid<:" Dy ""rtent USCG polio.., i"
<><UIling tiles< ",'I'OO~b;Hti<>. The-"J
off""" will be • J- of MLE_. Ix:
q..lifl<d b:i ih<poop",di"""~.
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I><»t<lill$ pony ...ill e,p<ditiou.ly <;my ""1
tt><;, =i&""'I doti<:>.

b. The~ fU'lI";lI "l'P'J'i"1l0_'
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""""". 1"'1>000<1 "",.my '»'«1" lor tn<Id<n
or miMi". <T<"'m<rnben.

d, Or>ce ,he: boardi"~ rarly', ..fety ,.
deemed «eut<. 'he ,,"cu,..y of ""y
informatioo provid<\l by the , ....r' ere... i.
'Orirl«l. The "'''01 i. ,o'p«l<d and OITy
""''',''' ..,;,""",,,. ma<l<. Ddlridi"ll.and
doc""""""'ion of II-.<: _ n&..., rompletcd

.f"" dflwki"B 'ho '""""" ~",I.

Join! I'"b 3-07.4

APPENDIX 6: COUNTERDRUG OPERATIONS
 

733
 ENCLOSURE 7
 



    

 

  

     

 

 
  

     

 

     

     

 

 

 

 

          

 

           

 

             

             

         

           

   

 

            

        

             

  

 

            

             

            

 

           

  

  

 

  

 

    

 

         

 

              

    

 

               

        

         

 

              

          

      

 

APPENDIX 6: COUNTERDRUG OPERATIONS
 

APPENDIX 6-13: SAMPLE LEDET MOA 

AGREEMENT BETWEEN
 
THE GOVERNMENT OF [STATE ONE]
 

AND
 
THE GOVERNMENT OF [STATE TWO]
 

CONCERNING COOPERATION TO SUPPRESS ILLICIT TRAFFIC
 

Preamble
 

The Government of [STATE ONE] and the Government of [STATE TWO] (hereinafter, "the Parties"); 

Bearing in mind the complex nature of the problem of illicit traffic by sea; 

Having regard to the urgent need for international cooperation in suppressing illicit traffic by sea, which is 

recognized in the 1961 Single Convention on Narcotic Drugs and its 1972 Protocol, in the 1971 Convention on 

Psychotropic Substances, in the 1988 United Nations Convention Against Illicit Traffic in Narcotic Drugs and 

Psychotropic Substances (hereinafter, "the 1988 UN Convention"), and in the 1982 United Nations Convention on 

the Law of the Sea; 

Recalling that the 1988 UN Convention requires the Parties to consider entering into bilateral agreements to 

carry out, or to enhance the effectiveness of, its provisions; 

Desiring to promote greater cooperation between the Parties, and thereby enhance their effectiveness, in combating 

illicit traffic by sea; 

Conscious of the fact that, in order to combat drug-related activities effectively and efficiently, the active 

participation of all States affected is needed, that is, consumer and producer States, States whose territories are used 

as transshipment points for narcotic drugs, and States used to launder the proceeds of drug trafficking; 

Conscious of the fact that [STATE TWO] is experiencing increased use of its maritime zones for the 

transshipment of drugs; 

Have agreed as follows: 

I. DEFINITIONS 

In this Agreement, it shall be understood that: 

1. "Illicit traffic" has the same meaning as in Article 1(m) of the 1988 UN Convention. 

2. "[STATE TWO]'s waters and airspace" means the territorial sea and internal waters of [STATE TWO], and the 

air space over [STATE TWO]. 

3. "Law enforcement vessels" means warships of the Parties and other ships of the Parties clearly marked and 

identifiable as being on government non-commercial service and authorized to that effect, including any boat and 

aircraft embarked on such ships, aboard which law enforcement officials are embarked. 

4. "Law enforcement aircraft" means military aircraft of the Parties and other aircraft of the Parties engaged in law 

enforcement operations or operations in support of law enforcement activities clearly marked and identifiable as 

being on government non-commercial service and authorized to that effect. 
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5. ―Law enforcement authorities‖ means for the Government of [STATE TWO], the ___________________, 
without prejudice to the powers of the appropriate judicial authorities, and, for the Government of [STATE ONE], 

the [STATE TWO] _______________. 

6. ―Law enforcement officials‖ means, for the Government of [STATE ONE], uniformed members of the [STATE 
TWO] ________________, and for the Government of [STATE TWO], uniformed members of the 

__________________________. 

7. "Shiprider" means one or more law enforcement officials, including boarding teams, of one Party authorized to 

embark on a law enforcement vessel of the other Party. 

8. "Suspect vessel or aircraft" means a vessel or aircraft used for commercial or private purposes in respect of which 

there are reasonable grounds to suspect it is involved in illicit traffic. 

II. NATURE AND SCOPE OF AGREEMENT 

1. The Parties shall cooperate in combating illicit traffic by sea to the fullest extent possible, consistent with 

available law enforcement resources and related priorities. 

2. The Government of [STATE ONE] shall continue to provide the Government of [STATE TWO] with available 

information collected by electronic, air and maritime surveillance means, on the presence of suspect vessels or 

aircraft in or over [STATE TWO]'s waters or airspace, so that the law enforcement authorities of [STATE TWO] 

may take appropriate control measures. The Parties undertake to agree on procedures for improving intelligence 

sharing. 

III. OPERATIONS IN AND OVER NATIONAL WATERS 

Operations to suppress illicit traffic in and over the waters of a Party are subject to the authority of that Party. 

IV. PROGRAM FOR LAW ENFORCEMENT OFFICIALS
 
ABOARD THE OTHER PARTY’S VESSELS
 

1. The Parties shall establish a joint law enforcement shiprider program between their law enforcement authorities. 

Each Party may designate a coordinator to organize its program activities and to notify the other Party of the types 

of vessels and officials involved in the program. 

2. The Government of [STATE TWO] may designate qualified law enforcement officials to act as law enforcement 

shipriders. The Government of [STATE TWO] may assign boarding teams to conduct boardings, searches and 

detentions from [STATE ONE] law enforcement vessels under the flag of [STATE TWO] of suspect [STATE 

TWO]'s vessels and other suspect vessels located in [STATE TWO]'s waters in accordance with paragraph 5, 

subject to subparagraphs b and c of paragraph 6. Subject to [STATE TWO]'s law, these shipriders may, in 

appropriate circumstances: 

a. embark on [STATE TWO] law enforcement vessels; 

b. authorize the pursuit, by the [STATE ONE] law enforcement vessels on which they are embarked, of 

suspect vessels and aircraft fleeing into [STATE TWO]'s waters; 

c. authorize the [STATE ONE] law enforcement vessels on which they are embarked to conduct patrols to 

suppress illicit traffic in [STATE TWO]'s waters; and 

d. enforce the laws of [STATE TWO] in [STATE TWO]'s waters, or seaward therefrom in the exercise of 

the right of hot pursuit or otherwise in accordance with international law. 

3. The Government of [STATE ONE] may designate qualified law enforcement officials to act as law enforcement 

shipriders. Subject to [STATE TWO] law, these shipriders may, in appropriate circumstances: 
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a. embark on [STATE TWO]'s law enforcement vessels; 

b. advise [STATE TWO]'s law enforcement officials in the conduct of boardings of vessels to enforce the 

laws of [STATE TWO]; 

c. enforce, seaward of the territorial sea of [STATE TWO], the laws of the [STATE TWO] where 

authorized to do so, in accordance with the principles of international law; and 

d. authorize the [STATE TWO]'s vessels on which they are embarked to assist in the enforcement of the 

laws of the [STATE TWO] seaward of the territorial sea of [STATE TWO], in accordance with the principles of 

international law. 

4. The Government of [STATE ONE] shall, whenever feasible, assign as shipriders persons fluent in 

_____________, and to have liaison officials fluent in _______________ on board [STATE ONE] law enforcement 

vessels on which [STATE TWO]'s shipriders are embarked. 

5. When a shiprider is embarked on the other Party's vessel, and the enforcement action being carried out is pursuant 

to the shiprider's authority, any search or seizure of property, any detention of a person, and any use of force 

pursuant to this Agreement, whether or not involving weapons, shall be carried out by the shiprider, except as 

follows: 

a. crewmembers of the other Party's vessel may assist in any such action if expressly requested to do so by 

the shiprider and only to the extent and in the manner requested. Such request may only be made, agreed to, and 

acted upon in accordance with the applicable laws and policies; and 

b. such crewmembers may use force in self-defense, in accordance with the applicable laws and policies. 

6. The Government of [STATE ONE] may only conduct operations to suppress illicit traffic in [STATE TWO]'s 

waters and airspace with the permission of the Government of [STATE TWO] in any of the following 

circumstances: 

a. an embarked [STATE TWO]'s shiprider so authorizes; 

b. In those exceptional occasions when a suspect vessel, detected seaward of [STATE TWO]'s waters, 

enters [STATE TWO]'s waters and no [STATE TWO]'s shiprider is embarked in a [STATE ONE] law enforcement 

vessel, and no [STATE TWO]'s law enforcement vessel is immediately available to investigate, the [STATE ONE] 

law enforcement vessel may follow the suspect vessel into [STATE TWO]'s waters, in order to board the suspect 

vessel and secure the scene, while awaiting expeditious instructions from [STATE TWO]'s law enforcement 

authorities and the arrival of [STATE TWO]'s law enforcement officials. 

c. In those equally exceptional occasions when a suspect vessel is detected within [STATE TWO]'s waters, 

and no [STATE TWO]'s shiprider is embarked in a [STATE ONE] law enforcement vessel, and no [STATE TWO]'s 

law enforcement vessel is immediately available to investigate, the [STATE ONE] law enforcement vessel may 

enter [STATE TWO]'s waters, in order to board the suspect vessel and secure the scene, while awaiting expeditious 

instructions from [STATE TWO]'s law enforcement authorities and the arrival of [STATE TWO]'s law enforcement 

officials. 

The [STATE TWO] shall provide prior notice to the [STATE TWO]'s law enforcement authority of action to be 

taken under subparagraphs (b) and (c) of this paragraph, unless not operationally feasible to do so. In any case, 

notice of the action shall be provided to the [STATE TWO]'s law enforcement authority without delay. 

7. Law enforcement vessels of a Party operating with the authorization of the other Party pursuant to Section IV of 

this Agreement shall, during such operations, fly, in the case of [STATE ONE], [STATE TWO]'s flag, and in the 

case of [STATE TWO], the [STATE TWO] __________ flag. 

736 ENCLOSURE 7
 



    

 

  

            

            

          

 

            

         

 

            

         

  

 

                  

          

 

              

            

 

 

             

        

 

           

         

 

         

         

           

 

           

       

        

 

           

             

              

      

 

     

 

          

             

          

        

              

         

 

              

             

              

         

 

 

 

               

         

             

APPENDIX 6: COUNTERDRUG OPERATIONS
 

8. The Government of [STATE TWO] shall permit the mooring or stay of law enforcement vessels of [STATE 

ONE] at national ports, after authorization by the Minister of Public Security, on the occasions and for the time 

necessary for the proper performance of the operations required under this Agreement. 

9. The Government of [STATE TWO] reserves the right to authorize, in accordance with the laws of [STATE 

TWO], other operations to suppress illicit traffic not otherwise foreseen in this Agreement. 

10. When aircraft of the Government of [STATE ONE] (hereafter, "[STATE ONE] aircraft") are operating to 

suppress illicit traffic or supporting such operations, the Government of [STATE TWO] shall permit those [STATE 

ONE] aircraft: 

a. to overfly its territory and waters with due regard for the laws and regulations of [STATE TWO] for the 

flight and maneuver of aircraft, subject to paragraph 11 of this section; 

b. to land and remain in national airports, after receiving authorization from ____________________, on 

the occasions and for the time necessary for proper performance of the operations necessary under this Agreement; 

and 

c. to transmit orders from competent [STATE TWO]'s authorities to suspect aircraft to land in the territory 

of [STATE TWO], subject to the laws of each Party. 

11. The Government of [STATE ONE] shall, in the interest of flight safety, observe the following procedures for 

facilitating flights within [STATE TWO]'s airspace by [STATE ONE] aircraft: 

a. In the event of planned law enforcement operations, the [STATE TWO] shall provide reasonable notice 

and communications frequencies to the appropriate [STATE TWO]'s aviation authorities responsible for air traffic 

control of planned flights by its aircraft over [STATE TWO]'s territory or waters. 

b. In the event of unplanned operations, which may include the pursuit of suspect aircraft into [STATE 

TWO]'s airspace pursuant to this Agreement, the Parties shall exchange information concerning the appropriate 

communications frequencies and other information pertinent to flight safety. 

c. Any aircraft engaged in law enforcement operations or operations in support of law enforcement 

activities in accordance with this Agreement shall comply with such air navigation and flight safety directions as 

may be required by [STATE TWO]'s aviation authorities, and with any written operating procedures developed for 

flight operations within its airspace under this Agreement. 

V. OPERATIONS SEAWARD OF THE TERRITORIAL SEA 

1. Whenever [STATE ONE] law enforcement officials encounter a suspect vessel flying the [STATE TWO]'s flag 

or claiming to be registered in [STATE TWO], located seaward of any State's territorial sea, this Agreement 

constitutes the authorization of the Government of [STATE TWO] for the boarding and search of the suspect vessel 

and the persons found on board by such officials. 

If evidence of illicit traffic is found, [STATE ONE] law enforcement officials may detain the vessel and persons on 

board pending expeditious disposition instructions from the Government of [STATE TWO]. 

2. Except as expressly provided herein, this Agreement does not apply to or limit boardings of vessels seaward of 

any State's territorial sea, conducted by either Party in accordance with international law, whether based, inter alia, 

on the right of visit, the rendering of assistance to persons, vessels, and property in distress or peril, the consent of 

the vessel master, or an authorization from the flag State to take law enforcement action. 

VI. JURISDICTION OVER DETAINED VESSELS 

1. In all cases arising in [STATE TWO]'s waters, or concerning [STATE TWO]'s flag vessels seaward of any State's 

territorial sea, the Government of [STATE TWO] shall have the primary right to exercise jurisdiction over a 

detained vessel, cargo and/or persons on board (including seizure, forfeiture, arrest, and prosecution), provided, 
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however, that the Government of [STATE TWO] may, subject to its Constitution and laws, waive its primary right 

to exercise jurisdiction and authorize the enforcement of [STATE TWO] law against the vessel, cargo and/or 

persons on board. 

2. Instructions as to the exercise of jurisdiction pursuant to paragraph 1 shall be given without delay. 

VII. IMPLEMENTATION 

1. Operations to suppress illicit traffic pursuant to this Agreement shall be carried out only against suspect vessels 

and aircraft, including vessels and aircraft without nationality, and vessels assimilated to vessels without nationality. 

2. A Party conducting a boarding and search pursuant to this Agreement shall promptly notify the other Party of the 

results thereof. The relevant Party shall timely report to the other Party, consistent with its laws, on the status of all 

investigations, prosecutions and judicial proceedings resulting from enforcement action taken pursuant to this 

Agreement where evidence of illicit traffic was found. 

3. Each Party shall ensure that its law enforcement officials, when conducting boardings and searches and air 

interception activities pursuant to this Agreement, act in accordance with the applicable national laws and policies of 

that Party and with the applicable international law and accepted international practices. 

4. Boardings and searches pursuant to this Agreement shall be carried out by law enforcement officials from law 

enforcement vessels or aircraft. The boarding and search teams may operate from such ships and aircraft of the 

Parties, and seaward of the territorial sea of any State, from such ships of other States as may be agreed upon by the 

Parties. The boarding and search team may carry standard law enforcement small arms. 

5. While conducting air intercept activities pursuant to this Agreement, the Parties shall not endanger the lives of 

persons on board and the safety of civil aircraft. 

6. All use of force pursuant to this Agreement shall be in strict accordance with the applicable laws and policies and 

shall in all cases be the minimum reasonably necessary under the circumstances, except that neither Party shall use 

force against civil aircraft in flight. Nothing in this Agreement shall impair the exercise of the inherent right of self-

defense by law enforcement or other officials of either Party. 

7. When carrying out operations pursuant to this Agreement, in accordance with the 1988 UN Convention, the 

Parties shall take due account of the possible advantage of conducting boarding and search operations in safer 

conditions at the closest [STATE TWO]'s port to minimize any prejudice to the legitimate commercial activities of 

the suspect vessel or aircraft, or its flag State or any other interested State; the need not to delay unduly the suspect 

aircraft or vessel; the need not to endanger the safety of life at sea without endangering the safety of the law 

enforcement officials or their vessels or aircraft; and the need not to endanger the security of the suspect vessel, 

aircraft or cargo. 

8. To facilitate implementation of this Agreement, each Party shall ensure the other Party is fully informed of its 

respective applicable laws and policies, particularly those pertaining to the use of force. Each Party shall ensure that 

all of its law enforcement officials are knowledgeable concerning the applicable laws and policies of both Parties. 

9. Assets seized in consequence of any operation undertaken in [STATE TWO]'s waters pursuant to this Agreement 

shall be disposed of in accordance with the laws of [STATE TWO]. Assets seized in consequence of any operation 

undertaken seaward of the territorial sea of [STATE TWO] pursuant to this Agreement shall be disposed of in 

accordance with the laws of the seizing Party. To the extent permitted by its laws and upon such terms as it deems 

appropriate, a Party may, in any case, transfer forfeited assets or proceeds of their sale to the other Party. Each 

transfer generally will reflect the contribution of the other Party to facilitating or effecting the forfeiture of such 

assets or proceeds. 

10. The law enforcement authority of one Party (the "first Party") may request, and the law enforcement authority of 

the other Party may authorize, law enforcement officials of the other Party to provide technical assistance to law 
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enforcement officials of the first Party in their boarding and investigation of suspect vessels located in the territory 

or waters of the first Party. 

11. Any injury to or loss of life of a law enforcement official of a Party shall normally be remedied in accordance 

with the laws of that Party. Any other claim submitted for damage, injury, death or loss resulting from an operation 

carried out under this Agreement shall be processed, considered, and if merited, resolved in favor of the claimant by 

the Party whose officials conducted the operation, in accordance with the domestic law of that Party, and in a 

manner consistent with international law. If any loss, injury or death is suffered as a result of any action taken by the 

law enforcement or other officials of one Party in contravention of this Agreement, or any improper or unreasonable 

action is taken by a Party pursuant thereto, the Parties shall, without prejudice to any other legal rights which may be 

available, consult at the request of either Party to resolve the matter and decide any questions relating to 

compensation. 

12. Disputes arising from the interpretation or implementation of this Agreement shall be settled by mutual 

agreement of the Parties. 

13. The Parties agree to consult, on at least an annual basis, to evaluate the implementation of this Agreement and to 

consider enhancing its effectiveness, including the preparation of amendments to this Agreement that take into 

account increased operational capacity of the [STATE TWO]'s law enforcement authorities and officials. In case a 

difficulty arises concerning the operation of this Agreement, either Party may request consultations with the other 

Party to resolve the matter. 

14. Nothing in this Agreement is intended to alter the rights and privileges due any individual in any legal 

proceeding. 

15. Nothing in this Agreement shall prejudice the position of either Party with regard to the international law of the 

sea. 

VIII. ENTRY INTO FORCE AND DURATION 

1. This Agreement shall enter into force upon exchange of notes indicating that the necessary internal procedures of 

each Party have been completed. 

2. This Agreement shall be registered with the Secretary-General of the United Nations for purposes of publication 

in accordance with article 102 of the Charter of the United Nations. 

3. This Agreement may be terminated at any time by either Party upon written notification to the other Party through 

the diplomatic channel. Such termination shall take effect one year from the date of notification. 

4. This Agreement shall continue to apply after termination with respect to any administrative or judicial 

proceedings arising out of actions taken pursuant to this Agreement during the time that it was in force. 

IN WITNESS WHEREOF, the undersigned, being duly authorized by their respective Governments, have signed 

this Agreement. 

DONE AT __________________, [STATE TWO], this first day of _______________-, 20__, in duplicate in the 

______ and _______ languages, each text being equally authentic. 

FOR THE GOVERNMENT OF THE FOR THE GOVERNMENT OF 

[STATE ONE] : [STATE TWO]: 

/s/ /s/ 

Ambassador Minister of Government, 

[STATE ONE] [STATE TWO] 
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Appendix 6-14: ASD Memo – Policy Definition of “Narcoterrorism”, 12 APR 04 

See next page. 
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Appendix 6-15: CNGB Memo, Implementation of Procedures for Handling 

Requests for Counterdrug Narcoterrorist Support, 2 JUN 2006 

See next page. 
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APPENDIX 7 

MILITARY SUPPORT TO SPECIAL EVENTS 

APPENDIX 7-1: 10 U.S.C. § 422 – Use of funds for certain incidental purposes 

Sec. 422. - Use of funds for certain incidental purposes 

(a) Counterintelligence official reception and representation expenses. The Secretary of Defense may use funds 

available to the Department of Defense for counterintelligence programs to pay the expenses of hosting foreign 

officials in the United States under the auspices of the Department of Defense for consultation on 

counterintelligence matters. 

(b) Promotional items for recruitment purposes. The Secretary of Defense may use funds available for an 

intelligence element of the Department of Defense to purchase promotional items of nominal value for use in the 

recruitment of individuals for employment by that element. 

APPENDIX 7-2: 10 U.S.C. § 2012 - Support and Services for Eligible 

Organizations and Activities Outside the Department of Defense 

Sec. 2012. - Support and services for eligible organizations and activities outside Department of Defense 

(a) Authority To Provide Services and Support. 

Under regulations prescribed by the Secretary of Defense, the Secretary of a military department may 

in accordance with this section authorize units or individual members of the armed forces under that 

Secretary's jurisdiction to provide support and services to non-Department of Defense organizations and 

activities specified in subsection (e), but only if 

(1) such assistance is authorized by a provision of law (other than this section); or 

(2) the provision of such assistance is incidental to military training. 

(b) Scope of Covered Activities Subject to Section. 

This section does not 

(1) apply to the provision by the Secretary concerned, under regulations prescribed by the Secretary of 

Defense, of customary community relations and public affairs activities conducted in accordance with 

Department of Defense policy; or 

(2) prohibit the Secretary concerned from encouraging members of the armed forces under the Secretary's 

jurisdiction to provide volunteer support for community relations activities under regulations prescribed by 

the Secretary of Defense. 

(c) Requirement for Specific Request. 

Assistance under subsection (a) may only be provided if 
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(1) the assistance is requested by a responsible official of the organization to which the assistance is to be 

provided; and 

(2) the assistance is not reasonably available from a commercial entity or (if so available) the official 

submitting the request for assistance certifies that the commercial entity that would otherwise provide such 

services has agreed to the provision of such services by the armed forces. 

(d) Relationship to Military Training. 

(1) Assistance under subsection (a) may only be provided if the following requirements are met: 

(A) The provision of such assistance 

(i) in the case of assistance by a unit, will accomplish valid unit training requirements; and 

(ii) in the case of assistance by an individual member, will involve tasks directly related to 

the specific military occupational specialty of the member. 

(B) The provision of such assistance will not adversely affect the quality of training or otherwise 

interfere with the ability of a member or unit of the armed forces to perform the military functions of 

the member or unit. 

(C) The provision of such assistance will not result in a significant increase in the cost of the 

training. 

(2) Subparagraph (A)(i) of paragraph (1) does not apply in a case in which the assistance to be provided 

consists primarily of military manpower and the total amount of such assistance in the case of a particular 

project does not exceed 100 man-hours. 

(e) Eligible Entities. 

The following organizations and activities are eligible for assistance under this section: 

(1) Any Federal, regional, State, or local governmental entity. 

(2) Youth and charitable organizations specified in section 508 of title 32. 

(3) Any other entity as may be approved by the Secretary of Defense on a case-by-case basis. 

(f) Regulations. 

The Secretary of Defense shall prescribe regulations governing the provision of assistance under this 

section. The regulations shall include the following: 

(1) Rules governing the types of assistance that may be provided. 

(2) Procedures governing the delivery of assistance that ensure, to the maximum extent practicable, that such 

assistance is provided in conjunction with, rather than separate from, civilian efforts. 

(3) Procedures for appropriate coordination with civilian officials to ensure that the assistance 

(A) meets a valid need; and 
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(B) does not duplicate other available public services. 

(4) Procedures to ensure that Department of Defense resources are not applied exclusively to the program 

receiving the assistance. 

(g) Treatment of Member's Participation in Provision of Support or Services. 

(1) The Secretary of a military department may not require or request a member of the armed forces to 

submit for consideration by a selection board (including a promotion board, command selection board, or 

any other kind of selection board) evidence of the member's participation in the provision of support and 

services to non-Department of Defense organizations and activities under this section or the member's 

involvement in, or support of, other community relations and public affairs activities of the armed forces. 

(2) Paragraph (1) does not prevent a selection board from considering material submitted voluntarily by a 

member of the armed forces which provides evidence of the participation of that member or another member 

in activities described in that paragraph. 

(h) Advisory Councils. 

(1) The Secretary of Defense shall encourage the establishment of advisory councils at regional, State, and 

local levels, as appropriate, in order to obtain recommendations and guidance concerning assistance under 

this section from persons who are knowledgeable about regional, State, and local conditions and needs. 

(2) The advisory councils should include officials from relevant military organizations, representatives of 

appropriate local, State, and Federal agencies, representatives of civic and social service organizations, 

business representatives, and labor representatives. 

(3) The Federal Advisory Committee Act (5 U.S.C. App.) shall not apply to such councils. 

(i) Construction of Provision. 

Nothing in this section shall be construed as authorizing 

(1) the use of the armed forces for civilian law enforcement purposes or for response to natural or manmade 

disasters; or 

(2) the use of Department of Defense personnel or resources for any program, project, or activity that is 

prohibited by law. 

(j) Oversight and Cost Accounting. 

The Secretary of Defense shall establish a program to improve the oversight and cost accounting of 

training projects conducted in accordance with this section. The program shall include measures to 

accomplish the following: 

(1) Ensure that each project that is proposed to be conducted in accordance with this section (regardless of 

whether additional funding from the Secretary of Defense is sought) is requested in writing, reviewed for full 

compliance with this section, and approved in advance of initiation by the Secretary of the military 

department concerned and, in the case of a project that seeks additional funding from the Secretary of 

Defense, by the Secretary of Defense. 
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(2) Ensure that each project that is conducted in accordance with this section is required to provide, within a 

specified period following completion of the project, an after-action report to the Secretary of Defense. 

(3) Require that each application for a project to be conducted in accordance with this section include an 

analysis and certification that the proposed project would not result in a significant increase in the cost of 

training (as determined in accordance with procedures prescribed by the Secretary of Defense). 

(4) Determine the total program cost for each project, including both those costs that are borne by the 

military departments from their own accounts and those costs that are borne by defense-wide accounts. 

(5) Provide for oversight of project execution to ensure that a training project under this section is carried out 

in accordance with the proposal for that project as approved 

Source: http://www4.law.cornell.edu/uscode/10/2012.html 

APPENDIX 7-3: 10 U.S.C.§ 2554 - PROVISION OF SUPPORT FOR CERTAIN 

SPORTING EVENTS 

Sec. 2554. - Equipment and other services: Boy Scout Jamborees 

(a) The Secretary of Defense is hereby authorized, under such regulations as he may prescribe, to lend to the Boy 

Scouts of America, for the use and accommodation of Scouts, Scouters, and officials who attend any national or 

world Boy Scout Jamboree, such cots, blankets, commissary equipment, flags, refrigerators, and other equipment 

and without reimbursement, furnish services and expendable medical supplies, as may be necessary or useful to the 

extent that items are in stock and items or services are available. 

(b) Such equipment is authorized to be delivered at such time prior to the holding of any national or world Boy 

Scout Jamboree, and to be returned at such time after the close of any such jamboree, as may be agreed upon by the 

Secretary of Defense and the Boy Scouts of America. No expense shall be incurred by the United States 

Government for the delivery, return, rehabilitation, or replacement of such equipment. 

(c) The Secretary of Defense, before delivering such property, shall take from the Boy Scouts of America, good and 

sufficient bond for the safe return of such property in good order and condition, and the whole without expense to 

the United States. 

(d) The Secretary of Defense is hereby authorized under such regulations as he may prescribe, to provide, without 

expense to the United States Government, transportation from the United States or military commands overseas, and 

return, on vessels of the Military Sealift Command or aircraft of the Air Mobility Command for 

(1) those Boy Scouts, Scouters, and officials certified by the Boy Scouts of America, as representing the Boy 

Scouts of America at any national or world Boy Scout Jamboree, and 

(2) the equipment and property of such Boy Scouts, Scouters, and officials and the property loaned to the 

Boy Scouts of America, by the Secretary of Defense pursuant to this section to the extent that such 

transportation will not interfere with the requirements of military operations. 

(e) Before furnishing any transportation under subsection (d), the Secretary of Defense shall take from the Boy 

Scouts of America, a good and sufficient bond for the reimbursement to the United States by the Boy Scouts of 

America, of the actual costs of transportation furnished under this section. 
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(f) Amounts paid to the United States to reimburse it for expenses incurred under subsection (b) and for the actual 

costs of transportation furnished under subsection (d) shall be credited to the current applicable appropriations or 

funds to which such expenses and costs were charged and shall be available for the same purposes as such 

appropriations or funds. 

(g) In the case of a Boy Scout Jamboree held on a military installation, the Secretary of Defense may provide 

personnel services and logistical support at the military installation in addition to the support authorized under 

subsections (a) and (d). 

(h) Other departments of the Federal Government are authorized, under such regulations as may be prescribed by 

the Secretary thereof, to provide to the Boy Scouts of America, equipment and other services, under the same 

conditions and restrictions prescribed in the preceding subsections for the Secretary of Defense 

Source: http://www4.law.cornell.edu/uscode/10/2554.html 

APPENDIX 7-4: HSPD 7 – CRITICAL INFRASTRUCTURE IDENTIFICATION, 

PRIORITIZATION, AND PROTECTION 

Purpose 

(1) This directive establishes a national policy for Federal departments and agencies to identify and prioritize United 

States critical infrastructure and key resources and to protect them from terrorist attacks. 

Background 

(2) Terrorists seek to destroy, incapacitate, or exploit critical infrastructure and key resources across the United 

States to threaten national security, cause mass casualties, weaken our economy, and damage public morale and 

confidence. 

(3) America's open and technologically complex society includes a wide array of critical infrastructure and key 

resources that are potential terrorist targets. The majority of these are owned and operated by the private sector and 

State or local governments. These critical infrastructures and key resources are both physical and cyber-based and 

span all sectors of the economy. 

(4) Critical infrastructure and key resources provide the essential services that underpin American society. The 

Nation possesses numerous key resources, whose exploitation or destruction by terrorists could cause catastrophic 

health effects or mass casualties comparable to those from the use of a weapon of mass destruction, or could 

profoundly affect our national prestige and morale. In addition, there is critical infrastructure so vital that its 

incapacitation, exploitation, or destruction, through terrorist attack, could have a debilitating effect on security and 

economic well-being. 

(5) While it is not possible to protect or eliminate the vulnerability of all critical infrastructure and key resources 

throughout the country, strategic improvements in security can make it more difficult for attacks to succeed and can 

lessen the impact of attacks that may occur. In addition to strategic security enhancements, tactical security 

improvements can be rapidly implemented to deter, mitigate, or neutralize potential attacks. 

Definitions 

(6) In this directive: 
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(a) The term "critical infrastructure" has the meaning given to that term in section 1016(e) of the USA 

PATRIOT Act of 2001 (42 U.S.C. 5195c(e)). 

(b) The term "key resources" has the meaning given that term in section 2(9) of the Homeland Security Act 

of 2002 (6 U.S.C. 101(9)). 

(c) The term "the Department" means the Department of Homeland Security. 

(d) The term "Federal departments and agencies" means those executive departments enumerated in 5 

U.S.C. 101, and the Department of Homeland Security; independent establishments as defined by 5 U.S.C. 

104(1); Government corporations as defined by 5 U.S.C. 103(1); and the United States Postal Service. 

(e) The terms "State," and "local government," when used in a geographical sense, have the same meanings 

given to those terms in section 2 of the Homeland Security Act of 2002 (6 U.S.C. 101). 

(f) The term "the Secretary" means the Secretary of Homeland Security. 

(g) The term "Sector-Specific Agency" means a Federal department or agency responsible for infrastructure 

protection activities in a designated critical infrastructure sector or key resources category. Sector-Specific 

Agencies will conduct their activities under this directive in accordance with guidance provided by the 

Secretary. 

(h) The terms "protect" and "secure" mean reducing the vulnerability of critical infrastructure or key 

resources in order to deter, mitigate, or neutralize terrorist attacks. 

Policy 

(7) It is the policy of the United States to enhance the protection of our Nation's critical infrastructure and key 

resources against terrorist acts that could: 

(a) cause catastrophic health effects or mass casualties comparable to those from the use of a weapon of 

mass destruction; 

(b) impair Federal departments and agencies' abilities to perform essential missions, or to ensure the 

public's health and safety; 

(c) undermine State and local government capacities to maintain order and to deliver minimum essential 

public services; 

(d) damage the private sector's capability to ensure the orderly functioning of the economy and delivery of 

essential services; 

(e) have a negative effect on the economy through the cascading disruption of other critical infrastructure 

and key resources; or 

(f) undermine the public's morale and confidence in our national economic and political institutions. 

(8) Federal departments and agencies will identify, prioritize, and coordinate the protection of critical infrastructure 

and key resources in order to prevent, deter, and mitigate the effects of deliberate efforts to destroy, incapacitate, or 

exploit them. Federal departments and agencies will work with State and local governments and the private sector to 

accomplish this objective. 
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(9) Federal departments and agencies will ensure that homeland security programs do not diminish the overall 

economic security of the United States. 

(10) Federal departments and agencies will appropriately protect information associated with carrying out this 

directive, including handling voluntarily provided information and information that would facilitate terrorist 

targeting of critical infrastructure and key resources consistent with the Homeland Security Act of 2002 and other 

applicable legal authorities. 

(11) Federal departments and agencies shall implement this directive in a manner consistent with applicable 

provisions of law, including those protecting the rights of United States persons. 

Roles and Responsibilities of the Secretary 

(12) In carrying out the functions assigned in the Homeland Security Act of 2002, the Secretary shall be responsible 

for coordinating the overall national effort to enhance the protection of the critical infrastructure and key resources 

of the United States. The Secretary shall serve as the principal Federal official to lead, integrate, and coordinate 

implementation of efforts among Federal departments and agencies, State and local governments, and the private 

sector to protect critical infrastructure and key resources. 

(13) Consistent with this directive, the Secretary will identify, prioritize, and coordinate the protection of critical 

infrastructure and key resources with an emphasis on critical infrastructure and key resources that could be exploited 

to cause catastrophic health effects or mass casualties comparable to those from the use of a weapon of mass 

destruction. 

(14) The Secretary will establish uniform policies, approaches, guidelines, and methodologies for integrating 

Federal infrastructure protection and risk management activities within and across sectors along with metrics and 

criteria for related programs and activities. 

(15) The Secretary shall coordinate protection activities for each of the following critical infrastructure sectors: 

information technology; telecommunications; chemical; transportation systems, including mass transit, aviation, 

maritime, ground/surface, and rail and pipeline systems; emergency services; and postal and shipping. The 

Department shall coordinate with appropriate departments and agencies to ensure the protection of other key 

resources including dams, government facilities, and commercial facilities. In addition, in its role as overall cross-

sector coordinator, the Department shall also evaluate the need for and coordinate the coverage of additional critical 

infrastructure and key resources categories over time, as appropriate. 

(16) The Secretary will continue to maintain an organization to serve as a focal point for the security of cyberspace. 

The organization will facilitate interactions and collaborations between and among Federal departments and 

agencies, State and local governments, the private sector, academia and international organizations. To the extent 

permitted by law, Federal departments and agencies with cyber expertise, including but not limited to the 

Departments of Justice, Commerce, the Treasury, Defense, Energy, and State, and the Central Intelligence Agency, 

will collaborate with and support the organization in accomplishing its mission. The organization's mission includes 

analysis, warning, information sharing, vulnerability reduction, mitigation, and aiding national recovery efforts for 

critical infrastructure information systems. The organization will support the Department of Justice and other law 

enforcement agencies in their continuing missions to investigate and prosecute threats to and attacks against 

cyberspace, to the extent permitted by law. 

(17) The Secretary will work closely with other Federal departments and agencies, State and local governments, and 

the private sector in accomplishing the objectives of this directive. 

Roles and Responsibilities of Sector-Specific Federal Agencies 
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(18) Recognizing that each infrastructure sector possesses its own unique characteristics and operating models, there 

are designated Sector-Specific Agencies, including: 

(a) Department of Agriculture -- agriculture, food (meat, poultry, egg products); 

(b) Health and Human Services -- public health, healthcare, and food (other than meat, poultry, egg 

products); 

(c) Environmental Protection Agency -- drinking water and water treatment systems; 

(d) Department of Energy -- energy, including the production refining, storage, and distribution of oil and 

gas, and electric power except for commercial nuclear power facilities; 

(e) Department of the Treasury -- banking and finance; 

(f) Department of the Interior -- national monuments and icons; and 

(g) Department of Defense -- defense industrial base. 

(19) In accordance with guidance provided by the Secretary, Sector-Specific Agencies shall: 

(a) collaborate with all relevant Federal departments and agencies, State and local governments, and the 

private sector, including with key persons and entities in their infrastructure sector; 

(b) conduct or facilitate vulnerability assessments of the sector; and 

(c) encourage risk management strategies to protect against and mitigate the effects of attacks against 

critical infrastructure and key resources. 

(20) Nothing in this directive alters, or impedes the ability to carry out, the authorities of the Federal departments 

and agencies to perform their responsibilities under law and consistent with applicable legal authorities and 

presidential guidance. 

(21) Federal departments and agencies shall cooperate with the Department in implementing this directive, 

consistent with the Homeland Security Act of 2002 and other applicable legal authorities. 

Roles and Responsibilities of Other Departments, Agencies, and Offices 

(22) In addition to the responsibilities given the Department and Sector-Specific Agencies, there are special 

functions of various Federal departments and agencies and components of the Executive Office of the President 

related to critical infrastructure and key resources protection. 

(a) The Department of State, in conjunction with the Department, and the Departments of Justice, 

Commerce, Defense, the Treasury and other appropriate agencies, will work with foreign countries and 

international organizations to strengthen the protection of United States critical infrastructure and key 

resources. 

(b) The Department of Justice, including the Federal Bureau of Investigation, will reduce domestic terrorist 

threats, and investigate and prosecute actual or attempted terrorist attacks on, sabotage of, or disruptions of 

critical infrastructure and key resources. The Attorney General and the Secretary shall use applicable 

statutory authority and attendant mechanisms for cooperation and coordination, including but not limited to 

those established by presidential directive. 
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(c) The Department of Commerce, in coordination with the Department, will work with private sector, 

research, academic, and government organizations to improve technology for cyber systems and promote 

other critical infrastructure efforts, including using its authority under the Defense Production Act to assure 

the timely availability of industrial products, materials, and services to meet homeland security 

requirements. 

(d) A Critical Infrastructure Protection Policy Coordinating Committee will advise the Homeland Security 

Council on interagency policy related to physical and cyber infrastructure protection. This PCC will be 

chaired by a Federal officer or employee designated by the Assistant to the President for Homeland 

Security. 

(e) The Office of Science and Technology Policy, in coordination with the Department, will coordinate 

interagency research and development to enhance the protection of critical infrastructure and key resources. 

(f) The Office of Management and Budget (OMB) shall oversee the implementation of government-wide 

policies, principles, standards, and guidelines for Federal government computer security programs. The 

Director of OMB will ensure the operation of a central Federal information security incident center 

consistent with the requirements of the Federal Information Security Management Act of 2002. 

(g) Consistent with the E-Government Act of 2002, the Chief Information Officers Council shall be the 

principal interagency forum for improving agency practices related to the design, acquisition, development, 

modernization, use, operation, sharing, and performance of information resources of Federal departments 

and agencies. 

(h) The Department of Transportation and the Department will collaborate on all matters relating to 

transportation security and transportation infrastructure protection. The Department of Transportation is 

responsible for operating the national air space system. The Department of Transportation and the 

Department will collaborate in regulating the transportation of hazardous materials by all modes (including 

pipelines). 

(i) All Federal departments and agencies shall work with the sectors relevant to their responsibilities to 

reduce the consequences of catastrophic failures not caused by terrorism. 

(23) The heads of all Federal departments and agencies will coordinate and cooperate with the Secretary as 

appropriate and consistent with their own responsibilities for protecting critical infrastructure and key resources. 

(24) All Federal department and agency heads are responsible for the identification, prioritization, assessment, 

remediation, and protection of their respective internal critical infrastructure and key resources. Consistent with the 

Federal Information Security Management Act of 2002, agencies will identify and provide information security 

protections commensurate with the risk and magnitude of the harm resulting from the unauthorized access, use, 

disclosure, disruption, modification, or destruction of information. 

Coordination with the Private Sector 

(25) In accordance with applicable laws or regulations, the Department and the Sector-Specific Agencies will 

collaborate with appropriate private sector entities and continue to encourage the development of information 

sharing and analysis mechanisms. Additionally, the Department and Sector-Specific Agencies shall collaborate with 

the private sector and continue to support sector-coordinating mechanisms: 

(a) to identify, prioritize, and coordinate the protection of critical infrastructure and key resources; and 

(b) to facilitate sharing of information about physical and cyber threats, vulnerabilities, incidents, potential 

protective measures, and best practices. 
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National Special Security Events 

(26) The Secretary, after consultation with the Homeland Security Council, shall be responsible for designating 

events as "National Special Security Events" (NSSEs). This directive supersedes language in previous presidential 

directives regarding the designation of NSSEs that is inconsistent herewith. 

Implementation 

(27) Consistent with the Homeland Security Act of 2002, the Secretary shall produce a comprehensive, integrated 

National Plan for Critical Infrastructure and Key Resources Protection to outline national goals, objectives, 

milestones, and key initiatives within 1 year from the issuance of this directive. The Plan shall include, in addition to 

other Homeland Security-related elements as the Secretary deems appropriate, the following elements: 

(a) a strategy to identify, prioritize, and coordinate the protection of critical infrastructure and key 

resources, including how the Department intends to work with Federal departments and agencies, State and 

local governments, the private sector, and foreign countries and international organizations; 

(b) a summary of activities to be undertaken in order to: define and prioritize, reduce the vulnerability of, 

and coordinate the protection of critical infrastructure and key resources; 

(c) a summary of initiatives for sharing critical infrastructure and key resources information and for 

providing critical infrastructure and key resources threat warning data to State and local governments and 

the private sector; and 

(d) coordination and integration, as appropriate, with other Federal emergency management and 

preparedness activities including the National Response Plan and applicable national preparedness goals. 

(28) The Secretary, consistent with the Homeland Security Act of 2002 and other applicable legal authorities and 

presidential guidance, shall establish appropriate systems, mechanisms, and procedures to share homeland security 

information relevant to threats and vulnerabilities in national critical infrastructure and key resources with other 

Federal departments and agencies, State and local governments, and the private sector in a timely manner. 

(29) The Secretary will continue to work with the Nuclear Regulatory Commission and, as appropriate, the 

Department of Energy in order to ensure the necessary protection of: 

(a) commercial nuclear reactors for generating electric power and non-power nuclear reactors used for 

research, testing, and training; 

(b) nuclear materials in medical, industrial, and academic settings and facilities that fabricate nuclear fuel; 

and 

(c) the transportation, storage, and disposal of nuclear materials and waste. 

(30) In coordination with the Director of the Office of Science and Technology Policy, the Secretary shall prepare 

on an annual basis a Federal Research and Development Plan in support of this directive. 

(31) The Secretary will collaborate with other appropriate Federal departments and agencies to develop a program, 

consistent with applicable law, to geospatially map, image, analyze, and sort critical infrastructure and key resources 

by utilizing commercial satellite and airborne systems, and existing capabilities within other agencies. National 

technical means should be considered as an option of last resort. The Secretary, with advice from the Director of 

Central Intelligence, the Secretaries of Defense and the Interior, and the heads of other appropriate Federal 

departments and agencies, shall develop mechanisms for accomplishing this initiative. The Attorney General shall 

provide legal advice as necessary. 
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(32) The Secretary will utilize existing, and develop new, capabilities as needed to model comprehensively the 

potential implications of terrorist exploitation of vulnerabilities in critical infrastructure and key resources, placing 

specific focus on densely populated areas. Agencies with relevant modeling capabilities shall cooperate with the 

Secretary to develop appropriate mechanisms for accomplishing this initiative. 

(33) The Secretary will develop a national indications and warnings architecture for infrastructure protection and 

capabilities that will facilitate: 

(a) an understanding of baseline infrastructure operations; 

(b) the identification of indicators and precursors to an attack; and 

(c) a surge capacity for detecting and analyzing patterns of potential attacks. 

In developing a national indications and warnings architecture, the Department will work with Federal, State, local, 

and non-governmental entities to develop an integrated view of physical and cyber infrastructure and key resources. 

(34) By July 2004, the heads of all Federal departments and agencies shall develop and submit to the Director of the 

OMB for approval plans for protecting the physical and cyber critical infrastructure and key resources that they own 

or operate. These plans shall address identification, prioritization, protection, and contingency planning, including 

the recovery and reconstitution of essential capabilities. 

(35) On an annual basis, the Sector-Specific Agencies shall report to the Secretary on their efforts to identify, 

prioritize, and coordinate the protection of critical infrastructure and key resources in their respective sectors. The 

report shall be submitted within 1 year from the issuance of this directive and on an annual basis thereafter. 

(36) The Assistant to the President for Homeland Security and the Assistant to the President for National Security 

Affairs will lead a national security and emergency preparedness communications policy review, with the heads of 

the appropriate Federal departments and agencies, related to convergence and next generation architecture. Within 6 

months after the issuance of this directive, the Assistant to the President for Homeland Security and the Assistant to 

the President for National Security Affairs shall submit for my consideration any recommended changes to such 

policy. 

(37) This directive supersedes Presidential Decision Directive/NSC-63 of May 22, 1998 ("Critical Infrastructure 

Protection"), and any Presidential directives issued prior to this directive to the extent of any inconsistency. 

Moreover, the Assistant to the President for Homeland Security and the Assistant to the President for National 

Security Affairs shall jointly submit for my consideration a Presidential directive to make changes in Presidential 

directives issued prior to this date that conform such directives to this directive. 

(38) This directive is intended only to improve the internal management of the executive branch of the Federal 

Government, and it is not intended to, and does not, create any right or benefit, substantive or procedural, 

enforceable at law or in equity, against the United States, its departments, agencies, or other entities, its officers or 

employees, or any other person. 

GEORGE W. BUSH 
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APPENDIX 7: SPECIAL EVENTS
 

APPENDIX 7-5: DODD 1100.20 - Support and Services for Eligible 

Organizations and Activities Outside the Department of Defense
 

Department of Defense 

DIRECTIVE 

NUMBER 1100.4 

August 20, 1954 

Certified Current as of November 21, 2003 

SUBJECT: Guidance for Manpower Programs 

References:(a) DoD Directive 1100.2, "Preparation, Evaluation and Administration of 

Manpower Programs," August 20, 1953 

1. PURPOSE 

1.1. In accordance with reference (a), the Assistant Secretary of Defense (Manpower and Personnel) will 

issue each fiscal year guidance to be used by the Services in the preparation and administration of their manpower 

programs and will review such programs, military and civilian. This guidance will include the strengths to be used 

for programming and such detailed information, policies, and instructions as are pertinent to the fiscal year program 

under development. 

1.2. The purpose of this Directive is to prescribe the continuing general manpower policies upon guidance 

such guidance shall be based. 

2. OBJECTIVE 

Accomplish approved national military objectives with a minimum of manpower so organized and employed as to 

provide maximum effectiveness and combat power. To this end, each Service shall seek optimum personnel 

utilization, maintain a high level of personnel performance and morale, and accomplish missions with a minimum 

number of personnel. 

3. MANPOWER REQUIREMENTS 

3.1. Each Service shall undertake only such programs as are actually essential, and shall program 

manpower requirements at the minimum necessary to achieve specific vital objectives. 

3.2. Each Service shall program within the strengths confirmed by the Secretary of Defense with first 

priority assigned to major combat forces. Major combat units will be manned in accordance with Joint Chiefs of 

Staff guidance as approved by the Secretary of Defense. Remaining forces will be manned, within approved total 

strengths, adequately to support combat forces. 

3.3. In areas which require military personnel only, manpower requirements shall be based upon applicable 

manning documents, with authorized strengths held to a minimum consistent with assigned tasks and missions. 

Civilian requirements will be determined on the basis of planning and workload factors with strengths maintained at 

the minimum necessary to accomplish the required tasks. In areas which require both military and civilian 

personnel, manpower requirements shall be determined as a total. 

3.4. The highest practicable proportion of Operating Forces to total forces will be maintained. Within the 

Operating Forces emphasis will be placed on reducing support-type positions. 

4. PERSONNEL UTILIZATION 
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APPENDIX 7: SPECIAL EVENTS 

4.1. Management improvement programs will be pursued with a view toward correlating job requirements 

and personnel qualifications, preventing non-essential or marginal employment, and maintaining the grade 

requirement of each space consistent with the responsibility thereof. 

4.2. Civilian personnel will be used in positions which do not require military incumbents for reasons of 

law, training, security, discipline, rotation, or combat readiness, which do not require a military background for 

successful performance of the duties involved, and which do not entail unusual hours not normally associated or 

compatible with civilian employment. 

4.3. Maximum stability of personnel assignment and minimum rotation or turnover will be maintained to 

the extent consistent with requirements of training readiness, and morale. Voluntary enlistment and reenlistment will 

be emphasized and encouraged, in order to increase the level of training, experience, and combat readiness of our 

forces, and minimize involuntary induction. 

4.4. Optimum performance, standards and discipline will be sought at all levels. To this end, command 

authority will be maintained commensurate with responsibility. 

Officer and noncommissioned officer responsibility and prestige will be safe-guarded by avoidance of over-

centralization, over-supervision, or over-management. 

4.5. No policy including fiscal policy will be established without full evaluation of its effect on morale and 

effectiveness of personnel. Manning levels of staffs, headquarters, attache posts, and similar assignments will be 

maintained at lowest practicable levels. 

4.6. Travel time and costs will be maintained at lowest levels consistent with other requirements. The 

number of personnel in non-available status will be held as low as feasible. Specifically, time awaiting 

transportation, assignment, or trial will be minimized. 

4.7. Indigenous personnel will be utilized to the maximum extent practicable consistent with security and 

the necessity of maintaining a high state of readiness. 

4.8. Necessary steps will be taken to avoid all types of dual staffing of positions. 

5. FACILITIES AND MATERIEL 

In planning the establishment, activation, transfer, deployment or redeployment of units, consideration will be given 

to availability of facilities, present or planned, for housing, training and support. The phasing of personnel, facilities, 

equipment, and materiel will be coordinated. 

6. TRAINING 

6.1. Training programs will be based on the planned force structure, numbers of personnel presently 

qualified in each category, and the estimated gains and losses in each occupational category. Training time, costs, 

and overhead will be maintained as low as is consistent with training requirements. Large fluctuations in training 

loads will be avoided insofar as feasible. 

6.2. In connection with the continuous review of standards and requirements for various types of 

specialties, emphasis will be given to training needs in critical specialties requiring extended training periods. Stress 

will be placed on utilizing to best advantage the quality of manpower actually available, particularly mentally 

qualified and motivated personnel with the required standards for training in special categories. Periods of 

productive service must be established which will give adequate return for cost of training. 

6.3. Training in formal or technical schools will be utilized only to the extent to which training 

requirements exist which cannot be adequately or profitably met by on-the-job training. Formal training should be 

followed as soon as feasible by on-the-job application of learned skills. 
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APPENDIX 7: SPECIAL EVENTS 

6.4. Advanced training for short-term or non-career personnel and post-graduate instruction for officers will 

be limited to areas meeting definite needs of the Services. 

6.5. Training facilities should be utilized at maximum practicable efficiency. The length of each course 

should be minimized to that required to accomplish the primary missions. The input of students should be phased to 

avoid peak loads, and overall load stabilized so as to permit minimum feasible overhead. 

7. RESERVE FORCES 

7.1. The Reserve components programs will be prepared in accordance with existing laws, on the basis of 

mobilization requirement, and the feasibility of meeting these requirements in the year programmed. 

7.2. Personnel having a remaining Ready Reserve service obligation on release from active duty shall be 

informed immediately prior to such release of their duty, as prescribed by the Universal Military Training and 

Service Act, as amended, to participate in an accredited training program in the Ready Reserve. Such personnel 

shall, if qualified, and if a mobilization requirement exists in an available unit, be transferred upon their release from 

active duty to such unit of the Ready Reserve of the appropriate Reserve component for the remainder of their 

Ready Reserve service obligation unless sooner released because of availability of replacements. 

7.3. Personnel participation in Reserve training program in a drill pay status will be limited to those 

personnel for whom mobilization requirements exist and who have been determined to be available upon 

mobilization. 

7.4. Every effort will be made to reduce the turnover of personnel in Reserve units and to bring enlisted-

officer ratios, and pay grade distribution within each into balance with requirements. 

7.5. Emphasis will be placed on improving the training given the Reservists both as to quality and level of 

instruction and by improved administration within units. 

/S/
 
Secretary of Defense
 

APPENDIX 7-6: DODD 2000.15 - Support to Special Events 

Department of Defense
 
DIRECTIVE
 

NUMBER 2000.15 

November 21, 1994 

Certified Current as of December 8, 2003 

USD(P&R) 

SUBJECT: Support to Special Events 

References: 

(a) Assistant Secretary of Defense Memorandum, "DoD Defense Support 

to International Special Events," August 12, 1993 (hereby canceled) 

(b) Deputy Secretary of Defense Memorandum, "DoD Support to 

International Sporting Events," February 20, 1990 (hereby canceled) 

(c) Deputy Secretary of Defense Memorandum, "DoD Support to the 

1990 Goodwill Games," October 24, 1988 (hereby canceled) 

(d) Secretary of Defense Memorandum, "DoD Support to International 

Sporting Events Held in the United States," July 11, 1988 (hereby 

canceled) 
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APPENDIX 7: SPECIAL EVENTS
 

(e) through (h), see enclosure 1 

1. PURPOSE 

This Directive: 

1.1. Supersedes references (a) through (g). 

1.2. Establishes policy and assigns responsibilities for managing DoD support to international and national 

special events. 

2. APPLICABILITY 

This Directive applies to the Office of the Secretary of Defense, the Military Departments, the Chairman of the Joint 

Chiefs of Staff and the Defense Agencies (hereafter referred to collectively as "the DoD Components"). The term 

"Military Departments," as used herein, refers to the Army, the Navy, the Air Force, and the Marine Corps 

(including their National Guard and Reserve components). 

3. DEFINITIONS 

3.1. Special Event. A planned program of athletic competition and related activities involving participants 

from the United States and/or other nations. Historic examples of such events are the Olympic Games, the Pan 

American Games, the World University Games, and the International Special Olympics. The Secretary of Defense 

may also designate non-athletic international or national events to receive support in accordance with this Directive. 

Historic examples of such non-athletic special events include Summits, World's Fairs, and the Universal Postal 

Union Congress. 

3.2. Support. Support may include equipment, personnel, technical or managerial advice, or guidance. 

Support may be funded on a reimbursable basis or by specific appropriation. 

4. POLICY 

It is DoD policy that: 

4.1. DoD resources may be used to provide support for international and national special events as 

authorized by law. 

4.2. The Department of Defense may support such events with personnel and equipment, barring 

interference with primary DoD mission accomplishment, and in accordance with applicable laws and regulations. 

4.3. Security-related support for the event shall have precedence over logistics assistance; however, 

logistics assistance may be provided if deemed appropriate and necessary, contingent on authorizing statutes and 

local community capabilities. 

4.4. Support may either be on a reimbursable basis in accordance with DoD 7000.14-R, Volume 2, 

(reference (h)), or with appropriations specifically provided. The Department of Defense shall be considered the 

supplier of last resort. 

4.5. Such support shall be provided in the most efficient manner. The central coordination and management 

function is deemed necessary and is assigned to the Office of the Under Secretary of Defense for Personnel and 

Readiness (USD(P&R)). The DoD Components shall neither offer nor provide direct support to public and private 

organizations involved in sponsoring events covered by this Directive. 

5. RESPONSIBILITIES 
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5.1. The Under Secretary of Defense for Personnel and Readiness shall manage all DoD support and 

activities for international and national special events and shall, in accordance with law and regulations, do the 

following: 

5.1.1. Represent the Department of Defense with other Federal Agencies, State and local 

governments, and private organizers in planning and managing DoD support to international special events. 

5.1.2. Develop policies, plans, and procedures for the delivery of DoD support to special events. 

5.1.3. Manage the delivery of DoD personnel and equipment assets to special event organizers, 

State and local governments, and other bodies authorized to receive DoD support. 

5.1.4. Manage the expenditure of appropriated funds or acquire reimbursement as directed by 

applicable laws and regulations. 

5.1.5. Obtain materials, services, facilities, and equipment to be used for special event support 

activities through contracting or established supply channels operated by the Department of Defense or other Federal 

Agencies. 

5.1.6. Establish and operate a system for delivering DoD assets to authorized recipients and for 

recovering loaned assets at the conclusion of the event. 

5.1.7. Maintain a system for the management, storage, and maintenance of DoD equipment for use 

in special events, and maintain internal controls to ensure the security and accountability of DoD assets at all times. 

5.1.8. Ensure the agency authorized to accept DoD assets provides a surety bond or other suitable 

insurance protection to cover the cost of lost, stolen, or damaged DoD property. 

5.1.9. Establish and maintain effective liaison with the DoD Components for the timely exchange 

of information about special event projects. 

5.1.10. Provide support to other events as directed by the Secretary of Defense. 

5.2. The Heads of the DoD Components shall designate a Special Events Coordinator. The Coordinator 

shall notify the USD(P&R) of the designation within 90 days. The Coordinator shall be responsible for providing 

timely information and technical support to USD(P&R), to include ensuring that equipment and personnel resources 

are made available when requested by USD(P&R), within the constraints of operational requirements and the impact 

on readiness. 

5.3. The Secretaries of the Military Departments shall assign Military Service personnel to USD(P&R) to 

support international special events. These assignments may be on a short-term basis for specific events, within the 

constraints of operational requirements and the impact on readiness. 

6. EFFECTIVE DATE 

This Directive is effective immediately. 

/S/ 

John M. Deutch 

Deputy Secretary of Defense 

Enclosures - 1 

E1. References, continued 

E1. ENCLOSURE 1
 
REFERENCES, continued
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(e) Deputy Secretary of Defense Memorandum, "DoD Support to the 1988 Winter and Summer Olympic Games," 

July 25, 1986 (hereby canceled) 

(f) Secretary of Defense Memorandum, "DoD Support to the 1987 Pan American Games," February 24, 1986 

(hereby canceled) 

(g) Secretary of Defense Memorandum, "1984 Los Angeles Summer Olympic Games," September 27, 1982 (hereby 

canceled) 

(h) DoD 7000.14-R, "Department of Defense Financial Management Regulation," Volume 2A & 2B, "Budget 

Formulation and Presentation," June 1993 

APPENDIX 7-7: IRT POLICY 

See next page. 
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Code. 000 0irectiYe 1100.20. and Ill. -.u 000 Im,." .."til",guida"""
i\"IlII'IIOIIn: 'ubject; PolIcy .... ,....d .......1or Dep-.a of llfII1Inse (000)
Innov1II!vlI R8lh:l ..... TiliiOling (0000 1100.20). <!alfld Aug,,", 21, lQ1l8 (Tab A): and
O<tljacl: Supportsnd s..Mr::eo lot Eligible O'll'nlullo.... Qulo.i<la lho o.pai1molnl 01
Doolen.... ""ted July 13. ll1l1\1 (Toll 8).

,
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IRT REQUESTS TH.I.T R£QUIIU! APPROVAl BY OASD (RAI, IRT J>tojecl$
req....ts 1!IaI, (1)'-~ fInHng Iran 080: __ (2) _-..wort or
_lor -..y l'IO"iI'7""rronentlol 0fgWl_ (1"_. "'llianal, .taM 0< I<>c-'I
""'ich .... notyo~ or;aniu6ons If ·Iied .. 32 USC 508, or (3) .-to
,ealocN lilT~ to""""'" IRT PI\liId.-qWw CWlD (RAI_a1, tMCOMs
wit taYaidllte snh\lllly sa l:Wlgolng rRT ""I_fa Il'IsI rsquft~ by CAW (RA)
10 .....,,., complill""" wtIh orne:- 01'"~ Ss<:t--, 0(~ lot~
AlI'aQ (Oo\SDo'RA) policy ...t guid...... Map' Anrrf~ (MACOMa) wi. do
lhiII by aubmIlIing tt-.. 1JIlP'0.od IRT ""1'- wth lIllY chang" hal ""'y ""WI
~ duringlher.c:.l_,.lII<ough__ 1O OASD{AAI. Add~,
MACOMJI will _,.....,. lot CM Mhorr f'rog<ant ,_"ed djAlClly Iran
_tin lot propoull ""'ich lstt ariitsryunit~,

APPROVAl.. AUTHORITY Of' ARMY FUNDED IAT PROJECTS MOT
RE:QU RING OASD ffiAl APPROVAL The -.....ry to aw- IAT projecta
aubtnitlad byqualjyk'lg J'lllt'>OOO..-IIitiea..-Sadion 2012, Trtle 10. tk11led SIlIlalr
Code• ...t DOD DirtIc:lWa 1\00.20 0.... F«leraI, regionllI, -. .. local
~ enlilin. or youIh/el'Iarhbl Ufla'liuliona apeclt\ad l'l 32 USC 506). ia
deJaga\ed '" a>mmoordara 0( Major Cormwv;lo (toIACCNI). TO IlII'esrnline "'"
approval proou.. "'" Iomr1 NationIII Gulrtd and ornc:-, CIIie1Iomr1_ wII ba
~ MACOM. lot approvaI_ ,epooli~ot~C<mpoIMIlJta IRT
proIac:b, ~alAIJIhorIIy ""'y ba furthar daleg_ 10 command..... 01 major
aut>ord"",M~"but may no! ba deIag_ f\.wIheI.

PROCESSING OF IRT PROJECT REQUESTS TH.I.T ARE ARMY fUNDED
AND 00 NOT REQUIRE 0A5D (RAl APPRDVAl. AI. IRT projacts muat ba
fllQusstelI .. wriling,~ IOfIul ~nDIIwtIh _lilltlll gouIdanDII, and
aPP<Q'>'1Kl '" _.....,. 01 inltiallon by ... "I'I"ooal aulhorily. Till> A CO<IWr. the IomIs
requOd to reqUMl IRT projad JIIIPIOVal IRTp"""_ <eqIo.Iln .......... arod
""""'-nt by _ stall Judte~ ono-; U. s, Pr-'Y _ Fiaall
0ffi<IIIr .. Fad_ 8u<IgaI Olllcar; and Plana,~ and T",ining ot&cllo•.
___may ba NQI.IQd. ""'" appir::oabls, /rom medical, nursing,
or dsnlal oflIcIa~; adjutant gtlf'OlQl at ... ptOject .tale; or lnter110WfTlmenlal
......... Each paodotl muat ..... _ a coM anaIyaiaot\!Ml propoMod pRljao::t
~ Ihe IOIaI """'JlIm-' lot~ projacI, irduding ooata !hili are boma by
Ihe rnilUry~ from IhM 0M1 aooounIII and _ ooata borne by _Me
_ acool.OllL The req.....tIrcl comma..., must~ thal !he projaeI: will not
inctease ... coal oflhe training _!he amounlllNl _ woold coal • ~ _,.,
conducted incIepa_1 01 an lRT ptOja<:t. AlIRT .ulln'iaolon p.aeketa n'IJ8l ba
aPJlftl""d by a _flIl olIIoe<.

OASD(RA) ""Iulrea IlIaI allRT llfOi_ be tra<:ked. Thelefooe, MACOMs ri
mmtajn a lI1Icldng log lot ... fRT SPPO'ed st!he MACOM or _level, by _,
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re-. tMCOMl wiI prOYlde a C<IP'f atllW lao ICI OASA(M&RA} eIIlctronIcdlt upon..... .

.lFT6\ ACTlOH REPURI SIOTliER REQl)RED RfPORTS. All A!IlIf Actioo
R"'l'O'llMR) !TAat be~ far.-..ry lRT profed. FOIWaI'd al..v.Rol \Mlugh
!he""'" at oonvnand Mldlh/ll oIIIolI to CASD (RA) wi"'" 60 crays of lhe projecfl
"""",Ietlon. F_ the bmoIt in lM""Ilrapll G atthe CASD (RA) goJicI.tI.- (hb Aj,
T1I4omaiing __ belll'- omo.., ThIl Dll'ioIo "' ....~nt s.creta,.,. atthe
Al"'f(""'~and~ AI'holn). ATIN:~. 111 Army PMII8gon.
Woohlnglon. DC 20310-0111, Adclillondy. IhtI Mrry National Guar<l an<I~
Ch'-l Mrry~ ... proWla IRT_. ancr AARs to F".".. Convnancl
(F~).U. S. Anrrt PadlIe (USARPACI. Of U. s. Am"! Spedal~
CorM'Iar><l (USASOC) u appl<lpliala. In Meping with _training "'-1
..-igM~ .. Iorte poO.idall and 10 _n!llhtl Army ;.~ tho
inl<ont at Gong..... Mel .... OepoIrtment at Dafe..... FOfISCOM. USARPAC. MId
USASOC vriIl tepOo1 to 1IIi1 o!l'IoI by s..-."t... 3OIh...n ye... In ...Alualion of the
VMJo of the trwining rec:eive<l by Iv:mt unitI and 1ndM::l..... ooncluetirO lRT projeeto.
Thhl olI\coo wil ... thou reporta 10 pnIVilIo I'we1bri, guklance. and policy,

ARIIY FUNDED tRT PROJECTS CROSSING MULTIPLE YEARS THAT DO
NOT REQU RE (MSD IRAI APPROVAL t.luItiplIIlRT~ '""1_ ""'y be
p~ .. a Ilngll IRT pItlja<:1M1d__lM"o..._IM roquHlilfrom
lingle orvlniution _ the ouppoIt 111M'" be II/OYiI*l~ from " linglo'l--AAMT FUNOEO IIUl.TIP\..E lIT PROJECTS TltAT DO NOT REQUIRE
OASQ (RA) APPROVAL. A s01glo'l --';. noquired b ~ IRT p<o;.cto from
a~ orgatlizMion 1hI1 ...... lIMt _ I>'Iit of """ ....... tr....ing n!lq_l
ThIl unib wil subm~ In AM.."""",_d...n pmjI<:t. ThIl ""lUMting
...-lIy will ......_", IhtI projoK:1beloro tho t'i .oioogolHdl..-__• and
_ iMo Illy ed<lreh Iny <:I'IIoI\Ie1 to (1) ti/igitlily 01 ttoo .....-ring org_. (2)
... r<li'ol ......'laI~.....cr(31_ntsolno~.

ARIIIY FUflDED LONG-TERIIIIASIOCI"T1ON WlTll QUAUFYlNG NOH·
DOD AGEHCIES, Unitlllllll' execute .....,....odum '" _!lIncling (MOUlwilll
qUlIli!le<l non-OOD J\gIncIes b ... __ period of tmI prtI.i6i<lIll.t (11 the MOO
in:kJdea ao "n It/'oCIO&tJM 1111 "Request !of~ to Conduct 1M Folowing CIvf.
MilDly FYJU( T....ing,· (2) the ...~ 0IIbmIU .... AAR _the oompletlon d 1_
1'fCIiIcI. and (3) Ihe fIClllUtIng unll ....oboteIlhe poQje<:1 belorl thel>ft9lnnlng d
...n new ,....,., yHf -..sing 1If'll1bllify of flqllUtrg ,","_Ilionl. envirom>entIl
oonoidenltionl 01 non •• ,;:.lIIion,
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.....,........,. Sc<:..a 01" OI:~KH....

''''''' ou- ........W__TOOO. I>C .".., """

--
MEMORANDIJM FOR ASSISTANT SECRETARY OF nre ARMY (MANPOWER &.

RESlR~A.FFAIltSI

ASSISTANT SI!Cll!1'AAY Of TIlE N/lVY (MIlNJ'OWEIl &.
IlIlSl!IlVB AFFAIRS)

ASSISTANT SI!Cll!1'ARY OF !HI! AIR FOIlCI!
(MANI'OWI'll.IlESER~ AFFAlR.'l, INSTAU../lTlONS &.

-""""'"
SUIlJI!CT; -"' 1

_rc.~oIDer-{DaD)Ialo,>li.o_

1'r&iIIq:(DaDD [100.20, "SIlpplIlldS"- rc. J!IiIiblo Orpniwionr Ouuid<
Iho O<p_ ofDd\oloo.")

Tm.pobo, _.__ 1bc~2[.lll'Jl.polioy~(......
1IllI;o<II ~_ ........~p«ICOdInl.-fo< _,..;VO_ n-...(IIln_(~ _ ....... _ .....__ ', ....
-.poaiblod; ,..ti... priotlOllliI••AqwlJ[ __ rot .... ~,....,_of
fIRI:i""- pfCpoMb lot fioool_:lOOO.

In _OIl, 1-.1<1 Iij;" 10 ~""'lbc -..of"" Air I'an:o _ rot ....1imoly
pubJi<o1i... ofM _ J6.ZI!O (Ciril-Miiilor>' _,..;.. Pmi-.., TroiniDc. MordI I.
,m) _.jot> ...11_ DoDD 1100.:10 (I-.ry 10. IWI) nqdroo Iho m1liuly dcputma>l. to
.. '1,p'• ....-_".;lIIl11dditooli...

... _ore Ibc _ .. Rcooliness~__...,.... valll>\llo "..;~

ro.".,.. <>ooarProdo, J'>V_of,.,__ ....... '......-. If)<"l ..... ..,y
.-0-. pbo< 1II)' _ m_. Col DiMo _ at (7lll169J.I6JI {DS" 22J~
FOI (l(lJ) 6'J7-607J. or 1: dlleol<@ood,_mll

c~
A<linl

"M" s.._.llDOa-nle-...1

T.b D
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DUAJt'DUU(I' OF DUP.NSr.INNOVAnv& READINESS TIlAINING (mY)
POLICY MEMOItMlDml

r.neak r..d.... (I' U.5.C. JOU(.P))

_ IIoforoASD'llA~_OI'J.n· . d;JiIol<",""","_oncI~.

oorvi<e... ; ................ -.pleIo lilT pocbp"""OSl) 0ca<0aI CouIIooI ..... lII>d
11M~ _ \ot;al obj«lIo<L

_Pocbpo ..... _IkOtP* . "~""'~of""
~,._li1 Tu_IlIol .............. l0)'<Oll
olסi_11>....__ .

_ASl»lV, .................~I~f,.-....__for......,.,Uloproj""'j.
_od aDd projOOl Mm«.).

- AS(>1l,O. "'"l'~ Ihd .... IaIpocIor GmenI__....IllT_.."hiIl>
ri*",""-Io '" hood, ....... .-.I-. _."'l_ ->'_Ia""~,,,...w,
orlbo_

, IllT 04M _ ... _ lOr~_lniIIiq iIaIII oaly. They

IDOl' ino_!IUI... "'" limilod 0" ;>0oס1~~ ......, Iniaiq.~.-.I
_ <011I '" _ .... lfIioin& Iy pro.iolod f<o. olop~.

_ lilT 04M _ _ud r... ...1'"l"""" ofci>i!i>n__
<OIIInCII(i.... ' " .ci>ilioo 1obor m.'"~ duties ,._10
.....0_ uo;o;.,.OOliritioo)

- 1'foio<I _...-~ """ .n ""PI";""'" '" bo
...,..Iod ""- IllT pro......m- foo _ wiIIIitl .... IRT
~.

• I'ruj«' """'P' ...;]1 ..;"";, "'luipm<o><I;obnp to 0ASl)fRA","," ""l....
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So_ Of '..--IIoq.atlq lilT hoO'••

. un""'.....__..- prIIjo<t 1'""...... 1IIol_1llT _ !<It Il>o ...,
fiI<II ,..,'" mive at OASDIJlA ... _ .... J\ FoIIruary-.lL)Uf. bolinoioa; wi<h !'YO'
"be; -....

-Th< po<Upo0l0DU1l1.........

_-. aipi__ io-.__OII>4_"'"<aldO<1of
.... proj-.

- L-'",",* IiIf__~( T.-ll For« OrizzIy, kEEF·EX.
Opontioa AIubo Roo(I Ill ~ ..to""'""" ....-..
-..._ of_prior ,: "",__ 10"'"""

- porticip&tiqio__~(_........ompIoI)
will "'""*'_._..... if1bo)' ......~_~
fiomOASDIkA,

So_ .rr..topolloil_.....III.-W_t _ ......IlI..

-IIl.T 11II)'_'pn>joe'o tbot clc> ....--... rundiq
kJ"IO'I- ""-Iy~ rn.. OASQIM -....__of...........~
_Jlloo,>IIbo_.

-~ptOjO<;l·.....;.......__ tIot ...~om-D_bIllclc> ...
"""'""' .... _ .. _ ...udUef__~_.

...... ,..,;m! ·""' ..... iocludo..,.;", ..,.••_.,,,__.-.. .. O&MJIIIIPM __ 1lIIIil__~d<t __
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---
"_sr"NT"'CRET"RY or OD'ENSE

"'_TOOl, OC _,.,_
11 011 ".

MEMOIlANDUM FOK J.SSIST.o.Nt SIlCRIlT.o.RY OF mE A:AAfY (MANPOWERA
RESellVII J.Fl'AIRS)
ASS)ST.o.Nt SBCII.ET.o.RY OF TIlE NIo.VY QoL\NI'OWER "
IUISEllVll AWIdRS)
ASSlST.o.Nt SIlCRIlT.o.RY OFrnE AIR. I'ORCll
(M.4.NI'OWEI\. RESellV1l AFfAlllS, INSTAllATIONS ..

'""""""""SVllJECT' I'oIi<yM_ 1 t1tDopo_oIo.ta1oe(lloll)_.. _
TtaiDinI(DoDIllIOXl.20. "'Suppon IDIl Sr<i<>oo Ibr JlliIiblo lApniDIioao OutIick
tileD. _orDoleDse.j

This ""Iicy ...._ '1ID...aIinos I!Io< 0" ,o.;"'i_lOr I!Io< lIIlIo.ati""
~ (DlT)!'lcI>-lio< FY 9'l1DIl t>o:rood- N yoo. or< ..... .--.. 1Iiio lW.... off...
io_ FF ,-.. i:Ir .... miti\l7)' millmi iadi¥i6ull1O _ -1niainI: Ilo>I
..-nl"""';po _ local ci.u;.~ >Dol oll<n _lraiaiq _011I,

Tho Mardi 12.I99I~ ...........mioI Ollioo(GAO) """" lit1o<l, "Civil Miliury
Pro......., S...... (lwnjpIot .... _ ..'oecti_~..........N_Ibr_
~* (GIlD Cock 1Ol11l1<'OSO c... Il:lO) ....... -.... """"' '"',m,,' 10 ....
~ JIlT-= __ -""'10 O¥SSiPIJIl'lOI'hno u-ly in 11II<o iI _:
O>Odi_ttl_~""-.r)',n.....opoci50~.. d<Ierminina
<niaiq ..... .-1Il be__,

to __ ";11I "'"~ 100_ io< lIlT milo 10 U. S. e-. s.clion
1011, "Suppon n s...ica for 1lliJi\tk00p-;....;... mol _ o..toid< Do,I_ or
Orio<>oo"), ""' .......... of_,,;11 ""'.- in.~_10 orth<......... n...r-. """" _ mol e...--,,;u _ to< !lUI projed 01"""1
lRT projo<t, to AlIa' _1(qw>N _1lIro:>uP__ 10 OASllIRA. In

>d4i1ion._Scr<i<omolCoa..._il_ittl<ror-...,if,..1i i;: t i.anlRT
P"'iocI win ";pi_1)" _ "'" """ or ..... or-..

Tho.....,..... Dol> Din<1i.., pideIinoo.,..;ooo _011_arol
S«>io...com"" eo-__lisII1l>o poii<)' roo--.""")<lOt lilT~;o ;"
oonc«twi GAO_

APPENDIX 7: SPECIAL EVENTS
 

773
 ENCLOSURE 7
 



   

 

  

 

Tbe_.."...._T-.Prapm~_-..~f..-,.,..._.'V__" '_of __ -...iIII-. if_lui....,

..-.p""'''''''''' ..."'m'f""_ 'Col~ l'Iool<" (1(1)) ~H61' (llSN

",,,.","m~·_51~

0I0d00 I- c..p-
••
Mr. SmjO«, DoD G<aIf1lI~
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.S.YI,!ECT: InnovallY. R..dln... 1",lnlnll (1RT) Prog",m GUld.lln.. from
the ortIc. of tIM AHlstllnt SltCratary 0{ o.fan.. lor Ruafv. Aff.lrs

O.n."'1

-oJ; , ''''_''t<>tRTptojod... ' ...... ..- ... .....".."oI_20'l .. TiIIo 10, U,8.Codo
... _ "00.20, _ J..-y", "'17. AGennII'Iog 0III00r _1'igrlllIft io _ "" 01
ptojod---.Eo<t>__O ... • 1.__ opodI<logoI " ......-..
logoI_r!UIlbo=....__"'_ _IogoI~ " _.OoO
.....-y~ _""''''''_'''"1'",__..._1O"_by-
~!!!~

Ol.':'.' 1~''''''''_TronIrIg(\ll'T).ThII_io .....-,,_:::::l_'"F ;0 ..-y, ..'::.-
_, ''Wy,1 lRT""""""'prcotolo_" _......, .._hoir'. I' ... _
'"" ., _ ••do.. _ .-,.~ --.~"'__cloP<>/ _ proIocOI_bo _...,_ _

~, n 1 ., ... oIOoOonoo DIroc*¥o 1100.:10. • _ ...__ '" 6IgO>IeOrp.....
... _0uI0kI0 ... 04 ...tol-.·........,JlI.'IIOU1.

D.1'ERIIl"NDCOIIO~,_"'__ JOOiooto"_"" ...-..._
MRTP"IIo<I ..... 1 __:r-,,",_" I """)''''

'""··.... (..H

,. c.x-ol "' ... ...."., '"••01~_"""Wru ..... """'-_.................,. .._ ....-""""
2. "'-""-' _..., (0) .... _01 no .... bI' ........... ...."._, _ utIit
...... _ ,jb) .....OOIOoI_-....,:z..._- _-
~_..... ~=... .. ..._ _..._.
_oI~.

:l.Bo .... • _ ....._ ...... -...-TlOo'O.. T1Io:l1.U.S,c. NOTI!:.Tho
._T aoo..Ad_ .. ... _ .......... d ..."'_..
RT 0'IIj0Gl0 '" _ ...... >0 .. T100 JZ __

•. NoI..-.o. .. _ t<>t "'n .....".... oobIi'~r::'" ""'....0Il), _."""'""'-- ..........__ ..,.. ,. '... ,.... ""'.•, ..
',ld~ • ..-y_'."''" I' """"""""*'1__...........__'"

(.)~..__..."*'*"""-....

1._""'_.oI__•__.._IIIJbli<: ...~__--7.__"'__ bI' 0..""":

(.) SUII AdgO _<><>Olotl\.OgOI~
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m_~ '_~I"i'I ...,..._·_

(.)_~~.. Ooo'*'O_(l' .....1........-",. .......

(0)....-_ 01... """"""'J

l'I__l'tMo..o,","'_%n ••_ •

(ble-· • _ ... ""'"Coopo"~

(<) ........... -'<10_....

~__..,......._oI_(f~)II\<_-."*-Y__.....
_01...... : ~OCI ....."" '" """" ....--.,..-.. t". W;tta,y SotYbI
Rogo' : •.

.... '. 4 e1l1Tpr<Ijo<O:_' __

_ CHOl.Hd10 to_... M·............... .,._"_.

(.) Tho C>IO__....r- ""*",,,

('1_"__..........""__............ boi"Ii Mol II\<_~or 10 _

(_CHO_...-.J.=; , oI""_"'""....to~tlIo...... w ..... _ 'tj .... thoy_.)

~l'"_..· ""'__~_
"*""0'__.' ... rn .....<loo .
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lblThoCHO_..._ i .--_~--,."'_l .........."""_ab'__ "' -..'
[11__ ~"'diopoooI

I'l~__o(_"'~"'-.

18J~O(_'_lor.......,.0/__ ... .....".Id_

1,110_ ' __....1\ '."-"_

(olin cIfocl__...__ $' , __~_

.. b .... do' 'bl''''c...,,_~... sow, ...-
(bl_"""ij1l,"~roquIrood__~_"'_II_lIAW,,*_

'"9" bi~

(e)_o_~_""'" " - ..,Virull\1lVlllotrAW11Oir_
1WlI" Ii.

1,o.osc>'AA"""'_'_'" -..._
l, o.v-- ""Oil' ""' o.o.stI/ftA_..

~. OI'SO'OI.O-wII_ ...,...'-0( "Y_'••(........l ...... ' .........~ 0(-.N __

., fU!Cl!NG A!CI COlt ACCOUNTING;

I, 0A&l'R.0. ""'"__,........... _ .... Cui......F_-... O(CorIla<l
,~,

1 Prcjooct .... _ ON ..' .. lor ........... _ .... 'lK-o'l'OCo".-....-..
(~~_.==-_ ..._=~~_..___w_,_ ...... bo ......

......_ ......__.........~"' ..._.-J

3. Prcjooct lM<I_""_ ...__""""" ....... 0A$00'RA, "*"'0 Oft..
_1loporIo lMflol_-._

•. _ ~ ..__ loriW*ltln\l.~"""'__
""d' II IRf """""_ 0 ......... __ In ..."""o(~.(DoDOl 100 20, pO<>
'''">(In,
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l.f_Iil~"_tIoneo"",_"""",,_, " '-

l.~ AASl_ Iill"'CjOOt ...... ""'"'"'" .. _ ..... JO"'"
_ptqod_I '-

:l. ........-.._0:...".__"'Iib_,.__,

- - _.
~..,....... POl I ill....- ~ • --- -~

, ~~

.
l<) lclooOiII'''' typo" ..-,100(0)-__for~

Type<lf_ _ _

_ T.... _,l.CIO-e ...............-..,.- -
o-u" _

('I_"'~_""-ond~,_.or~

• 'C4,"F."

• rnllqu.,...
• ~CN!!"""'''-• _lRT!!oaIM!f....

l POINT Of (;0tru\Cl;

APPENDIX 7: SPECIAL EVENTS
 

778
 ENCLOSURE 7
 



    

  

 

  

  

    

 

 

 

 

   

     

            

               

          

             

  

         

         

 

            

        

    

       

    

      

  

    

    

    

      

            

         

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

APPENDIX 8 

MISCELLANEOUS SUPPORT OPERATIONS 

Appendix 8-1: 32 U.S.C § 508 - Assistance for Certain Youth and Charitable 

Organizations 

Sec. 508. - Assistance for certain youth and charitable organizations 

(a) Authority To Provide Services. – 

Members and units of the National Guard may provide the services described in subsection (b) to an eligible 

organization in conjunction with training required under this chapter in any case in which 

(1) the provision of such services does not adversely affect the quality of that training or otherwise interfere 

with the ability of a member or unit of the National Guard to perform the military functions of the member 

or unit; 

(2) the services to be provided are not commercially available, or any commercial entity that would 

otherwise provide such services has approved, in writing, the provision of such services by the National 

Guard; 

(3) National Guard personnel will enhance their military skills as a result of providing such services; and 

(4) the provision of the services will not result in a significant increase in the cost of the training. 

(b) Authorized Services. –
 

The services authorized to be provided under subsection (a) are as follows: 


(1) Ground transportation. 

(2) Air transportation in support of Special Olympics. 

(3) Administrative support services. 

(4) Technical training services. 

(5)Emergency medical assistance and services. 

(6) Communications services. 

(c) Other Authorized Assistance. – 

Facilities and equipment of the National Guard, including military property of the United States issued to the 

National Guard and General Services Administration vehicles leased to the National Guard, and General Services 
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Administration vehicles leased to the Department of Defense, may be used in connection with providing services to 

any eligible organization under this section. 

(d) Eligible Organizations. –
 

The organizations eligible to receive services under this section are as follows: 


(1) The Boy Scouts of America. 

(2) The Girl Scouts of America. 

(3) The Boys Clubs of America. 

(4) The Girls Clubs of America. 

(5) The Young Men's Christian Association. 

(6) The Young Women's Christian Association. 

(7) The Civil Air Patrol. 

(8) The United States Olympic Committee. 

(9) The Special Olympics. 

(10) The Campfire Boys. 

(11) The Campfire Girls. 

(12) The 4-H Club. 

(13) The Police Athletic League. 

(14) Any other youth or charitable organization designated by the Secretary of Defense 

Appendix 8-2: EO 12333 – United States Intelligence Activities 

Executive Order 12333--United States intelligence activities 

Source: The provisions of Executive Order 12333 of Dec. 4, 1981, appear at 46 FR 59941, 
3 CFR, 1981 Comp., p. 200, unless otherwise noted. 

Table of Contents 

Preamble 

780 ENCLOSURE 7
 

http://www.archives.gov/federal-register/codification/executive-order/12333.html#Preamble


    

  

 

  

 

   

  

   

  

   

   

   

 

    

   

    

   

   

   

  

  

    

   

   

   

  

   

   

   

    

   

    

   

  

   

   

   

   

  

    

  

 

  

 

 

    

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

Part 1.Goals, Direction, Duties, and Responsibilities With Respect 
to the National Intelligence Effort 

1.1 Goals 


1.2 The National Security Council
 

1.3 National Foreign Intelligence Advisory Groups 


1.4 The Intelligence Community 


1.5 Director of Central Intelligence
 

1.6 Duties and Responsibilities of the Heads of Executive Branch Departments and
 
Agencies 


1.7 Senior Officials of the Intelligence Community 


1.8 The Central Intelligence Agency
 

1.9 The Department of State
 

1.10 The Department of the Treasury
 

1.11 The Department of Defense
 

1.12 Intelligence Components Utilized by the Secretary of Defense
 

1.13 The Department of Energy 


1.14 The Federal Bureau of Investigation
 

Part 2.Conduct of Intelligence Activities 
2.1 Need
 

2.2 Purpose
 

2.3 Collection of Information
 

2.4 Collection Techniques 


2.5 Attorney General Approval
 

2.6 Assistance to Law Enforcement Authorities 


2.7 Contracting
 

2.8 Consistency With Other Laws
 

2.9 Undisclosed Participation in Organizations Within the United States 


2.10 Human Experimentation
 

2.11 Prohibition on Assassination
 

2.12 Indirect Participation
 

Part 3.General Provisions 
3.1 Congressional Oversight
 

3.2 Implementation
 

3.3 Procedures
 

3.4 Definitions 


3.5 Purpose and Effect
 

3.6 Revocation
 

Timely and accurate information about the activities, capabilities, plans, and intentions of 

foreign powers, organizations, and persons and their agents, is essential to the national 

security of the United States. All reasonable and lawful means must be used to ensure that 

the United States will receive the best intelligence available. For that purpose, by virtue of 

the authority vested in me by the Constitution and statutes of the United States of America, 

including the National Security Act of 1947, as amended, and as President of the United 
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States of America, in order to provide for the effective conduct of United States intelligence 

activities and the protection of constitutional rights, it is hereby ordered as follows: 

Part 1 

Goals, Direction, Duties and Responsibilities With Respect to the National 
Intelligence Effort 

1.1Goals. The United States intelligence effort shall provide the President and the National 

Security Council with the necessary information on which to base decisions concerning the 

conduct and development of foreign, defense and economic policy, and the protection of 

United States national interests from foreign security threats. All departments and agencies 

shall cooperate fully to fulfill this goal. 

(a) Maximum emphasis should be given to fostering analytical competition among 

appropriate elements of the Intelligence Community. 

(b) All means, consistent with applicable United States law and this Order, and with full 

consideration of the rights of United States persons, shall be used to develop intelligence 

information for the President and the National Security Council. A balanced approach 

between technical collection efforts and other means should be maintained and encouraged. 

(c) Special emphasis should be given to detecting and countering espionage and other 

threats and activities directed by foreign intelligence services against the United States 

Government, or United States corporations, establishments, or persons. 

(d) To the greatest extent possible consistent with applicable United States law and this 

Order, and with full consideration of the rights of United States persons, all agencies and 

departments should seek to ensure full and free exchange of information in order to derive 
maximum benefit from the United States intelligence effort. 

1.2The National Security Council. 

(a) Purpose. The National Security Council (NSC) was established by the National Security 

Act of 1947 to advise the President with respect to the integration of domestic, foreign and 

military policies relating to the national security. The NSC shall act as the highest Executive 

Branch entity that provides review of, guidance for and direction to the conduct of all 

national foreign intelligence, counterintelligence, and special activities, and attendant 

policies and programs. 

(b) Committees. The NSC shall establish such committees as may be necessary to carry 

out its functions and responsibilities under this Order. The NSC, or a committee established 

by it, shall consider and submit to the President a policy recommendation, including all 

dissents, on each special activity and shall review proposals for other sensitive intelligence 
operations. 

1.3National Foreign Intelligence Advisory Groups. 
(a) Establishment and Duties. The Director of Central Intelligence shall establish 

such boards, councils, or groups as required for the purpose of obtaining advice from within 

the Intelligence Community concerning: 

(1) Production, review and coordination of national foreign intelligence; 

(2) Priorities for the National Foreign Intelligence Program budget; 

(3) Interagency exchanges of foreign intelligence information; 

(4) Arrangements with foreign governments on intelligence matters; 
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(5) Protection of intelligence sources and methods; 

(6) Activities of common concern; and 

(7) Such other matters as may be referred by the Director of Central Intelligence. 

(b) Membership. Advisory groups established pursuant to this section shall be chaired 

by the Director of Central Intelligence or his designated representative and shall consist of 

senior representatives from organizations within the Intelligence Community and from 

departments or agencies containing such organizations, as designated by the Director of 

Central Intelligence. Groups for consideration of substantive intelligence matters will include 

representatives of organizations involved in the collection, processing and analysis of 

intelligence. A senior representative of the Secretary of Commerce, the Attorney General, 

the Assistant to the President for National Security Affairs, and the Office of the Secretary of 

Defense shall be invited to participate in any group which deals with other than substantive 

intelligence matters. 

1.4The Intelligence Community. The agencies within the Intelligence Community shall, 

in accordance with applicable United States law and with the other provisions of this Order, 

conduct intelligence activities necessary for the conduct of foreign relations and the 

protection of the national security of the United States, including: 

(a) Collection of information needed by the President, the National Security Council, the 

Secretaries of State and Defense, and other Executive Branch officials for the performance 

of their duties and responsibilities; 

(b) Production and dissemination of intelligence; 

(c) Collection of information concerning, and the conduct of activities to protect against, 

intelligence activities directed against the United States, international terrorist and 

international narcotics activities, and other hostile activities directed against the United 

States by foreign powers, organizations, persons, and their agents; 

(d) Special activities; 

(e) Administrative and support activities within the United States and abroad necessary for 

the performance of authorized activities; and 

(f) Such other intelligence activities as the President may direct from time to time. 

1.5Director of Central Intelligence. In order to discharge the duties and 

responsibilities prescribed by law, the Director of Central Intelligence shall be responsible 

directly to the President and the NSC and shall: 

(a) Act as the primary adviser to the President and the NSC on national foreign intelligence 

and provide the President and other officials in the Executive Branch with national foreign 

intelligence; 

(b) Develop such objectives and guidance for the Intelligence Community as will enhance 

capabilities for responding to expected future needs for national foreign intelligence; 

(c) Promote the development and maintenance of services of common concern by 

designated intelligence organizations on behalf of the Intelligence Community; 

(d) Ensure implementation of special activities; 

(e) Formulate policies concerning foreign intelligence and counterintelligence arrangements 

with foreign governments, coordinate foreign intelligence and counterintelligence 

relationships between agencies of the Intelligence Community and the intelligence or 

internal security services of foreign governments, and establish procedures governing the 

conduct of liaison by any department or agency with such services on narcotics activities; 

(f) Participate in the development of procedures approved by the Attorney General 

governing criminal narcotics intelligence activities abroad to ensure that these activities are 

consistent with foreign intelligence programs; 
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(g) Ensure the establishment by the Intelligence Community of common security and access 

standards for managing and handling foreign intelligence systems, information, and 

products; 

(h) Ensure that programs are developed which protect intelligence sources, methods, and 

analytical procedures; 

(i) Establish uniform criteria for the determination of relative priorities for the transmission 

of critical national foreign intelligence, and advise the Secretary of Defense concerning the 

communications requirements of the Intelligence Community for the transmission of such 

intelligence; 

(j) Establish appropriate staffs, committees, or other advisory groups to assist in the 

execution of the Director's responsibilities; 

(k) Have full responsibility for production and dissemination of national foreign intelligence, 

and authority to levy analytic tasks on departmental intelligence production organizations, 

in consultation with those organizations, ensuring that appropriate mechanisms for 

competitive analysis are developed so that diverse points of view are considered fully and 

differences of judgment within the Intelligence Community are brought to the attention of 

national policymakers; 

(l) Ensure the timely exploitation and dissemination of data gathered by national foreign 

intelligence collection means, and ensure that the resulting intelligence is disseminated 

immediately to appropriate government entities and military commands; 

(m) Establish mechanisms which translate national foreign intelligence objectives and 

priorities approved by the NSC into specific guidance for the Intelligence Community, 

resolve conflicts in tasking priority, provide to departments and agencies having information 

collection capabilities that are not part of the National Foreign Intelligence Program advisory 

tasking concerning collection of national foreign intelligence, and provide for the 

development of plans and arrangements for transfer of required collection tasking authority 

to the Secretary of Defense when directed by the President; 

(n) Develop, with the advice of the program managers and departments and agencies 

concerned, the consolidated National Foreign Intelligence Program budget, and present it to 

the President and the Congress; 

(o) Review and approve all requests for reprogramming National Foreign Intelligence 

Program funds, in accordance with guidelines established by the Office of Management and 

Budget; 

(p) Monitor National Foreign Intelligence Program implementation, and, as necessary, 

conduct program and performance audits and evaluations; 

(q) Together with the Secretary of Defense, ensure that there is no unnecessary overlap 

between national foreign intelligence programs and Department of Defense intelligence 

programs consistent with the requirement to develop competitive analysis, and provide to 

and obtain from the Secretary of Defense all information necessary for this purpose; 

(r) In accordance with law and relevant procedures approved by the Attorney General under 

this Order, give the heads of the departments and agencies access to all intelligence, 

developed by the CIA or the staff elements of the Director of Central Intelligence, relevant 

to the national intelligence needs of the departments and agencies; and 

(s) Facilitate the use of national foreign intelligence products by Congress in a secure 
manner. 

1.6Duties and Responsibilities of the Heads of Executive Branch Departments 
and Agencies. 
(a) The heads of all Executive Branch departments and agencies shall, in accordance with 

law and relevant procedures approved by the Attorney General under this Order, give the 

Director of Central Intelligence access to all information relevant to the national intelligence 
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needs of the United States, and shall give due consideration to the requests from the 

Director of Central Intelligence for appropriate support for Intelligence Community activities. 

(b) The heads of departments and agencies involved in the National Foreign Intelligence 

Program shall ensure timely development and submission to the Director of Central 

Intelligence by the program managers and heads of component activities of proposed 

national programs and budgets in the format designated by the Director of Central 

Intelligence, and shall also ensure that the Director of Central Intelligence is provided, in a 

timely and responsive manner, all information necessary to perform the Director's program 

and budget responsibilities. 

(c) The heads of departments and agencies involved in the National Foreign Intelligence 

Program may appeal to the President decisions by the Director of Central Intelligence on 

budget or reprogramming matters of the National Foreign Intelligence Program. 

1.7Senior Officials of the Intelligence Community. The heads of departments and 

agencies with organizations in the Intelligence Community or the heads of such 

organizations, as appropriate, shall: 

(a) Report to the Attorney General possible violations of federal criminal laws by employees 

and of specified federal criminal laws by any other person as provided in procedures agreed 

upon by the Attorney General and the head of the department or agency concerned, in a 

manner consistent with the protection of intelligence sources and methods, as specified in 

those procedures; 

(b) In any case involving serious or continuing breaches of security, recommend to the 

Attorney General that the case be referred to the FBI for further investigation; 

(c) Furnish the Director of Central Intelligence and the NSC, in accordance with applicable 

law and procedures approved by the Attorney General under this Order, the information 

required for the performance of their respective duties; 

(d) Report to the Intelligence Oversight Board, and keep the Director of Central Intelligence 

appropriately informed, concerning any intelligence activities of their organizations that they 

have reason to believe may be unlawful or contrary to Executive order or Presidential 

directive; 

(e) Protect intelligence and intelligence sources and methods from unauthorized disclosure 

consistent with guidance from the Director of Central Intelligence; 

(f) Disseminate intelligence to cooperating foreign governments under arrangements 

established or agreed to by the Director of Central Intelligence; 

(g) Participate in the development of procedures approved by the Attorney General 

governing production and dissemination of intelligence resulting from criminal narcotics 

intelligence activities abroad if their departments, agencies, or organizations have 

intelligence responsibilities for foreign or domestic narcotics production and trafficking; 

(h) Instruct their employees to cooperate fully with the Intelligence Oversight Board; and 

(i) Ensure that the Inspectors General and General Counsels for their organizations have 
access to any information necessary to perform their duties assigned by this Order. 

1.8The Central Intelligence Agency. All duties and responsibilities of the CIA shall be 

related to the intelligence functions set out below. As authorized by this Order; the National 

Security Act of 1947, as amended; the CIA Act of 1949, as amended; appropriate directives 

or other applicable law, the CIA shall: 

(a) Collect, produce and disseminate foreign intelligence and counterintelligence, including 

information not otherwise obtainable. The collection of foreign intelligence or 

counterintelligence within the United States shall be coordinated with the FBI as required by 

procedures agreed upon by the Director of Central Intelligence and the Attorney General; 

(b) Collect, produce and disseminate intelligence on foreign aspects of narcotics production 
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and trafficking; 

(c) Conduct counterintelligence activities outside the United States and, without assuming 

or performing any internal security functions, conduct counterintelligence activities within 

the United States in coordination with the FBI as required by procedures agreed upon by the 

Director of Central Intelligence and the Attorney General; 

(d) Coordinate counterintelligence activities and the collection of information not otherwise 

obtainable when conducted outside the United States by other departments and agencies; 

(e) Conduct special activities approved by the President. No agency except the CIA (or the 

Armed Forces of the United States in time of war declared by Congress or during any period 

covered by a report from the President to the Congress under the War Powers Resolution 

(87 Stat. 855)1) may conduct any special activity unless the President determines that 

another agency is more likely to achieve a particular objective; 

(f) Conduct services of common concern for the Intelligence Community as directed by the 

NSC; 

(g) Carry out or contract for research, development and procurement of technical systems 

and devices relating to authorized functions; 

(h) Protect the security of its installations, activities, information, property, and employees 

by appropriate means, including such investigations of applicants, employees, contractors, 

and other persons with similar associations with the CIA as are necessary; and 

(i) Conduct such administrative and technical support activities within and outside the 

United States as are necessary to perform the functions described in sections (a) through 
(h) above, including procurement and essential cover and proprietary arrangements. 

1.9The Department of State. The Secretary of State shall: 

(a) Overtly collect information relevant to United States foreign policy concerns; 

(b) Produce and disseminate foreign intelligence relating to United States foreign policy as 

required for the execution of the Secretary's responsibilities; 

(c) Disseminate, as appropriate, reports received from United States diplomatic and 

consular posts; 

(d) Transmit reporting requirements of the Intelligence Community to the Chiefs of United 

States Missions abroad; and 

(e) Support Chiefs of Missions in discharging their statutory responsibilities for direction and 
coordination of mission activities. 

1.10The Department of the Treasury. The Secretary of the Treasury shall: 

(a) Overtly collect foreign financial and monetary information; 

(b) Participate with the Department of State in the overt collection of general foreign 

economic information; 

(c) Produce and disseminate foreign intelligence relating to United States economic policy as 

required for the execution of the Secretary's responsibilities; and 

(d) Conduct, through the United States Secret Service, activities to determine the existence 

and capability of surveillance equipment being used against the President of the United 

States, the Executive Office of the President, and, as authorized by the Secretary of the 

Treasury or the President, other Secret Service protectees and United States officials. No 

information shall be acquired intentionally through such activities except to protect against 

such surveillance, and those activities shall be conducted pursuant to procedures agreed 

upon by the Secretary of the Treasury and the Attorney General. 

1.11The Department of Defense. The Secretary of Defense shall: 

(a) Collect national foreign intelligence and be responsive to collection tasking by the 

Director of Central Intelligence; 
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(b) Collect, produce and disseminate military and military-related foreign intelligence and 

counterintelligence as required for execution of the Secretary's responsibilities; 

(c) Conduct programs and missions necessary to fulfill national, departmental and tactical 

foreign intelligence requirements; 

(d) Conduct counterintelligence activities in support of Department of Defense components 

outside the United States in coordination with the CIA, and within the United States in 

coordination with the FBI pursuant to procedures agreed upon by the Secretary of Defense 

and the Attorney General; 

(e) Conduct, as the executive agent of the United States Government, signals intelligence 

and communications security activities, except as otherwise directed by the NSC; 

(f) Provide for the timely transmission of critical intelligence, as defined by the Director of 

Central Intelligence, within the United States Government; 

(g) Carry out or contract for research, development and procurement of technical systems 

and devices relating to authorized intelligence functions; 

(h) Protect the security of Department of Defense installations, activities, property, 

information, and employees by appropriate means, including such investigations of 

applicants, employees, contractors, and other persons with similar associations with the 

Department of Defense as are necessary; 

(i) Establish and maintain military intelligence relationships and military intelligence 

exchange programs with selected cooperative foreign defense establishments and 

international organizations, and ensure that such relationships and programs are in 

accordance with policies formulated by the Director of Central Intelligence; 

(j) Direct, operate, control and provide fiscal management for the National Security Agency 

and for defense and military intelligence and national reconnaissance entities; and 

(k) Conduct such administrative and technical support activities within and outside the 

United States as are necessary to perform the functions described in sections (a) through (j) 

above. 

1.12Intelligence Components Utilized by the Secretary of Defense. 
In carrying out the responsibilities assigned in section 1.11, the Secretary of Defense is 

authorized to utilize the following: 

(a) Defense Intelligence Agency, whose responsibilities shall include; 

(1) Collection, production, or, through tasking and coordination, provision of military 

and military-related intelligence for the Secretary of Defense, the Joint Chiefs of 

Staff, other Defense components, and, as appropriate, non-Defense agencies; 

(2) Collection and provision of military intelligence for national foreign intelligence 

and counterintelligence products; 

(3) Coordination of all Department of Defense intelligence collection requirements; 

(4) Management of the Defense Attache system; and 

(5) Provision of foreign intelligence and counterintelligence staff support as directed 

by the Joint Chiefs of Staff. 

(b) National Security Agency, whose responsibilities shall include: 

(1) Establishment and operation of an effective unified organization for signals 

intelligence activities, except for the delegation of operational control over certain 

operations that are conducted through other elements of the Intelligence 

Community. No other department or agency may engage in signals intelligence 

activities except pursuant to a delegation by the Secretary of Defense; 
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(2) Control of signals intelligence collection and processing activities, including 

assignment of resources to an appropriate agent for such periods and tasks as 

required for the direct support of military commanders; 

(3) Collection of signals intelligence information for national foreign intelligence 

purposes in accordance with guidance from the Director of Central Intelligence; 

(4) Processing of signals intelligence data for national foreign intelligence purposes in 

accordance with guidance from the Director of Central Intelligence; 

(5) Dissemination of signals intelligence information for national foreign intelligence 

purposes to authorized elements of the Government, including the military services, 

in accordance with guidance from the Director of Central Intelligence; 

(6) Collection, processing and dissemination of signals intelligence information for 

counterintelligence purposes; 

(7) Provision of signals intelligence support for the conduct of military operations in 

accordance with tasking, priorities, and standards of timeliness assigned by the 

Secretary of Defense. If provision of such support requires use of national collection 

systems, these systems will be tasked within existing guidance from the Director of 

Central Intelligence; 

(8) Executing the responsibilities of the Secretary of Defense as executive agent for 

the communications security of the United States Government; 

(9) Conduct of research and development to meet the needs of the United States for 

signals intelligence and communications security; 

(10) Protection of the security of its installations, activities, property, information, 

and employees by appropriate means, including such investigations of applicants, 

employees, contractors, and other persons with similar associations with the NSA as 

are necessary; 

(11) Prescribing, within its field of authorized operations, security regulations 

covering operating practices, including the transmission, handling and distribution of 

signals intelligence and communications security material within and among the 

elements under control of the Director of the NSA, and exercising the necessary 

supervisory control to ensure compliance with the regulations; 

(12) Conduct of foreign cryptologic liaison relationships, with liaison for intelligence 

purposes conducted in accordance with policies formulated by the Director of Central 

Intelligence; and 

(13) Conduct of such administrative and technical support activities within and 

outside the United States as are necessary to perform the functions described in 

sections (1) through (12) above, including procurement. 

(c) Offices for the collection of specialized intelligence through 
reconnaissance programs, whose responsibilities shall include: 

(1) Carrying out consolidated reconnaissance programs for specialized intelligence; 

(2) Responding to tasking in accordance with procedures established by the Director 

of Central Intelligence; and 

(3) Delegating authority to the various departments and agencies for research, 

development, procurement, and operation of designated means of collection. 

(d) The foreign intelligence and counterintelligence elements of 
the Army, Navy, Air Force, and Marine Corps, whose responsibilities shall 

include: 
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(1) Collection, production and dissemination of military and military-related foreign 

intelligence and counterintelligence, and information on the foreign aspects of 

narcotics production and trafficking. When collection is conducted in response to 

national foreign intelligence requirements, it will be conducted in accordance with 

guidance from the Director of Central Intelligence. Collection of national foreign 

intelligence, not otherwise obtainable, outside the United States shall be coordinated 

with the CIA, and such collection within the United States shall be coordinated with 

the FBI; 

(2) Conduct of counterintelligence activities outside the United States in coordination 

with the CIA, and within the United States in coordination with the FBI; and 

(3) Monitoring of the development, procurement and management of tactical 

intelligence systems and equipment and conducting related research, development, 

and test and evaluation activities. 

(e) Other offices within the Department of Defense appropriate for 
conduct of the intelligence missions and responsibilities assigned 
to the Secretary of Defense. If such other offices are used for intelligence 

purposes, the provisions of Part 2 of this Order shall apply to those offices when used for 

those purposes. 

1.13The Department of Energy. The Secretary of Energy shall: 

(a) Participate with the Department of State in overtly collecting information with respect to 

foreign energy matters; 

(b) Produce and disseminate foreign intelligence necessary for the Secretary's 

responsibilities; 

(c) Participate in formulating intelligence collection and analysis requirements where the 

special expert capability of the Department can contribute; and 

(d) Provide expert technical, analytical and research capability to other agencies within the 
Intelligence Community. 

1.14The Federal Bureau of Investigation. Under the supervision of the Attorney 

General and pursuant to such regulations as the Attorney General may establish, the 

Director of the FBI shall: 

(a) Within the United States conduct counterintelligence and coordinate counterintelligence 

activities of other agencies within the Intelligence Community. When a counterintelligence 

activity of the FBI involves military or civilian personnel of the Department of Defense, the 

FBI shall coordinate with the Department of Defense; 

(b) Conduct counterintelligence activities outside the United States in coordination with the 

CIA as required by procedures agreed upon by the Director of Central Intelligence and the 

Attorney General; 

(c) Conduct within the United States, when requested by officials of the Intelligence 

Community designated by the President, activities undertaken to collect foreign intelligence 

or support foreign intelligence collection requirements of other agencies within the 

Intelligence Community, or, when requested by the Director of the National Security 

Agency, to support the communications security activities of the United States Government; 

(d) Produce and disseminate foreign intelligence and counterintelligence; and 

(e) Carry out or contract for research, development and procurement of technical systems 
and devices relating to the functions authorized above. 

Part 2 
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Conduct of Intelligence Activities 

2.1Need. Accurate and timely information about the capabilities, intentions and activities 

of foreign powers, organizations, or persons and their agents is essential to informed 

decisionmaking in the areas of national defense and foreign relations. Collection of such 

information is a priority objective and will be pursued in a vigorous, innovative and 

responsible manner that is consistent with the Constitution and applicable law and 
respectful of the principles upon which the United States was founded. 

2.2Purpose. This Order is intended to enhance human and technical collection techniques, 

especially those undertaken abroad, and the acquisition of significant foreign intelligence, as 

well as the detection and countering of international terrorist activities and espionage 

conducted by foreign powers. Set forth below are certain general principles that, in addition 

to and consistent with applicable laws, are intended to achieve the proper balance between 

the acquisition of essential information and protection of individual interests. Nothing in this 

Order shall be construed to apply to or interfere with any authorized civil or criminal law 
enforcement responsibility of any department or agency. 

2.3Collection of Information. Agencies within the Intelligence Community are 

authorized to collect, retain or disseminate information concerning United States persons 

only in accordance with procedures established by the head of the agency concerned and 

approved by the Attorney General, consistent with the authorities provided by Part 1 of this 

Order. Those procedures shall permit collection, retention and dissemination of the following 

types of information: 

(a) Information that is publicly available or collected with the consent of the person 

concerned; 

(b) Information constituting foreign intelligence or counterintelligence, including such 

information concerning corporations or other commercial organizations. Collection within the 

United States of foreign intelligence not otherwise obtainable shall be undertaken by the FBI 

or, when significant foreign intelligence is sought, by other authorized agencies of the 

Intelligence Community, provided that no foreign intelligence collection by such agencies 

may be undertaken for the purpose of acquiring information concerning the domestic 

activities of United States persons; 

(c) Information obtained in the course of a lawful foreign intelligence, counterintelligence, 

international narcotics or international terrorism investigation; 

(d) Information needed to protect the safety of any persons or organizations, including 

those who are targets, victims or hostages of international terrorist organizations; 

(e) Information needed to protect foreign intelligence or counterintelligence sources or 

methods from unauthorized disclosure. Collection within the United States shall be 

undertaken by the FBI except that other agencies of the Intelligence Community may also 

collect such information concerning present or former employees, present or former 

intelligence agency contractors or their present or former employees, or applicants for any 

such employment or contracting; 

(f) Information concerning persons who are reasonably believed to be potential sources or 

contacts for the purpose of determining their suitability or credibility; 

(g) Information arising out of a lawful personnel, physical or communications security 

investigation; 

(h) Information acquired by overhead reconnaissance not directed at specific United States 

persons; 

(i) Incidentally obtained information that may indicate involvement in activities that may 

violate federal, state, local or foreign laws; and 
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(j) Information necessary for administrative purposes. 

In addition, agencies within the Intelligence Community may disseminate information, other 

than information derived from signals intelligence, to each appropriate agency within the 

Intelligence Community for purposes of allowing the recipient agency to determine whether 

the information is relevant to its responsibilities and can be retained by it. 

2.4Collection Techniques. Agencies within the Intelligence Community shall use the 

least intrusive collection techniques feasible within the United States or directed against 

United States persons abroad. Agencies are not authorized to use such techniques as 

electronic surveillance, unconsented physical search, mail surveillance, physical 

surveillance, or monitoring devices unless they are in accordance with procedures 

established by the head of the agency concerned and approved by the Attorney General. 

Such procedures shall protect constitutional and other legal rights and limit use of such 

information to lawful governmental purposes. These procedures shall not authorize: 

(a) The CIA to engage in electronic surveillance within the United States except for the 

purpose of training, testing, or conducting countermeasures to hostile electronic 

surveillance; 

(b) Unconsented physical searches in the United States by agencies other than the FBI, 

except for: 

(1) Searches by counterintelligence elements of the military services directed against 

military personnel within the United States or abroad for intelligence purposes, when 

authorized by a military commander empowered to approve physical searches for 

law enforcement purposes, based upon a finding of probable cause to believe that 

such persons are acting as agents of foreign powers; and 

(2) Searches by CIA of personal property of non-United States persons lawfully in its 

possession. 

(c) Physical surveillance of a United States person in the United States by agencies other 

than the FBI, except for: 

(1) Physical surveillance of present or former employees, present or former 

intelligence agency contractors or their present of former employees, or applicants 

for any such employment or contracting; and 

(2) Physical surveillance of a military person employed by a nonintelligence element 

of a military service. 

(d) Physical surveillance of a United States person abroad to collect foreign intelligence, 

except to obtain significant information that cannot reasonably be acquired by other means. 

2.5Attorney General Approval. The Attorney General hereby is delegated the power to 

approve the use for intelligence purposes, within the United States or against a United 

States person abroad, of any technique for which a warrant would be required if undertaken 

for law enforcement purposes, provided that such techniques shall not be undertaken unless 

the Attorney General has determined in each case that there is probable cause to believe 

that the technique is directed against a foreign power or an agent of a foreign power. 

Electronic surveillance, as defined in the Foreign Intelligence Surveillance Act of 1978, shall 
be conducted in accordance with that Act, as well as this Order. 

2.6Assistance to Law Enforcement Authorities. Agencies within the Intelligence 

Community are authorized to: 

(a) Cooperate with appropriate law enforcement agencies for the purpose of protecting the 

employees, information, property and facilities of any agency within the Intelligence 

Community; 
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(b) Unless otherwise precluded by law or this Order, participate in law enforcement 

activities to investigate or prevent clandestine intelligence activities by foreign powers, or 

international terrorist or narcotics activities; 

(c) Provide specialized equipment, technical knowledge, or assistance of expert personnel 

for use by any department or agency, or, when lives are endangered, to support local law 

enforcement agencies. Provision of assistance by expert personnel shall be approved in each 

case by the General Counsel of the providing agency; and 

(d) Render any other assistance and cooperation to law enforcement authorities not 

precluded by applicable law. 

2.7Contracting. Agencies within the Intelligence Community are authorized to enter into 

contracts or arrangements for the provision of goods or services with private companies or 

institutions in the United States and need not reveal the sponsorship of such contracts or 

arrangements for authorized intelligence purposes. Contracts or arrangements with 

academic institutions may be undertaken only with the consent of appropriate officials of 
the institution. 

2.8Consistency With Other Laws. Nothing in this Order shall be construed to authorize 

any activity in violation of the Constitution or statutes of the United States. 

2.9Undisclosed Participation in Organizations Within the United States. No one 

acting on behalf of agencies within the Intelligence Community may join or otherwise 

participate in any organization in the United States on behalf of any agency within the 

Intelligence Community without disclosing his intelligence affiliation to appropriate officials 

of the organization, except in accordance with procedures established by the head of the 

agency concerned and approved by the Attorney General. Such participation shall be 

authorized only if it is essential to achieving lawful purposes as determined by the agency 

head or designee. No such participation may be undertaken for the purpose of influencing 

the activity of the organization or its members except in cases where: 

(a) The participation is undertaken on behalf of the FBI in the course of a lawful 

investigation; or 

(b) The organization concerned is composed primarily of individuals who are not United 
States persons and is reasonably believed to be acting on behalf of a foreign power. 

2.10Human Experimentation. No agency within the Intelligence Community shall 

sponsor, contract for or conduct research on human subjects except in accordance with 

guidelines issued by the Department of Health and Human Services. The subject's informed 
consent shall be documented as required by those guidelines. 

2.11Prohibition on Assassination. No person employed by or acting on behalf of the 

United States Government shall engage in, or conspire to engage in, assassination. 

2.12Indirect Participation. No agency of the Intelligence Community shall participate in 

or request any person to undertake activities forbidden by this Order. 

Part 3 

General Provisions 
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3.1Congressional Oversight. The duties and responsibilities of the Director of Central 

Intelligence and the heads of other departments, agencies, and entities engaged in 

intelligence activities to cooperate with the Congress in the conduct of its responsibilities for 

oversight of intelligence activities shall be as provided in title 50, United States Code, 

section 413. The requirements of section 662 of the Foreign Assistance Act of 1961, as 

amended (22 U.S.C. 2422), and section 501 of the National Security Act of 1947, as 
amended (50 U.S.C. 413), shall apply to all special activities as defined in this Order. 

3.2Implementation. The NSC, the Secretary of Defense, the Attorney General, and the 

Director of Central Intelligence shall issue such appropriate directives and procedures as are 

necessary to implement this Order. Heads of agencies within the Intelligence Community 

shall issue appropriate supplementary directives and procedures consistent with this Order. 

The Attorney General shall provide a statement of reasons for not approving any procedures 

established by the head of an agency in the Intelligence Community other than the FBI. The 

National Security Council may establish procedures in instances where the agency head and 

the Attorney General are unable to reach agreement on other than constitutional or other 
legal grounds. 

3.3Procedures. Until the procedures required by this Order have been established, the 

activities herein authorized which require procedures shall be conducted in accordance with 

existing procedures or requirements established under Executive Order No. 12036. 

Procedures required by this Order shall be established as expeditiously as possible. All 

procedures promulgated pursuant to this Order shall be made available to the congressional 
intelligence committees. 

3.4Definitions. For the purposes of this Order, the following terms shall have these 

meanings: 

(a) Counterintelligence means information gathered and activities conducted to 

protect against espionage, other intelligence activities, sabotage, or assassinations 

conducted for or on behalf of foreign powers, organizations or persons, or international 

terrorist activities, but not including personnel, physical, document or communications 

security programs. 

(b) Electronic surveillance means acquisition of a nonpublic communication by 

electronic means without the consent of a person who is a party to an electronic 

communication or, in the case of a nonelectronic communication, without the consent of a 

person who is visibly present at the place of communication, but not including the use of 

radio direction-finding equipment solely to determine the location of a transmitter. 

(c) Employee means a person employed by, assigned to or acting for an agency within 

the Intelligence Community. 

(d) Foreign intelligence means information relating to the capabilities, intentions 

and activities of foreign powers, organizations or persons, but not including 

counterintelligence except for information on international terrorist activities. 

(e) Intelligence activities means all activities that agencies within the Intelligence 

Community are authorized to conduct pursuant to this Order. 

(f) Intelligence Community and agencies within the Intelligence 
Community refer to the following agencies or organizations: 

(1) The Central Intelligence Agency (CIA); 
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(2) The National Security Agency (NSA); 

(3) The Defense Intelligence Agency (DIA); 

(4) The offices within the Department of Defense for the collection of specialized 

national foreign intelligence through reconnaissance programs; 

(5) The Bureau of Intelligence and Research of the Department of State; 

(6) The intelligence elements of the Army, Navy, Air Force, and Marine Corps, the 

Federal Bureau of Investigation (FBI), the Department of the Treasury, and the 

Department of Energy; and 

(7) The staff elements of the Director of Central Intelligence. 

(g) The National Foreign Intelligence Program includes the programs listed 

below, but its composition shall be subject to review by the National Security Council and 

modification by the President: 

(1) The programs of the CIA; 

(2) The Consolidated Cryptologic Program, the General Defense Intelligence 

Program, and the programs of the offices within the Department of Defense for the 

collection of specialized national foreign intelligence through reconnaissance, except 

such elements as the Director of Central Intelligence and the Secretary of Defense 

agree should be excluded; 

(3) Other programs of agencies within the Intelligence Community designated jointly 

by the Director of Central Intelligence and the head of the department or by the 

President as national foreign intelligence or counterintelligence activities; 

(4) Activities of the staff elements of the Director of Central Intelligence; 

(5) Activities to acquire the intelligence required for the planning and conduct of 

tactical operations by the United States military forces are not included in the 

National Foreign Intelligence Program. 

(h) Special activities means activities conducted in support of national foreign policy 

objectives abroad which are planned and executed so that the role of the United States 

Government is not apparent or acknowledged publicly, and functions in support of such 

activities, but which are not intended to influence United States political processes, public 

opinion, policies, or media and do not include diplomatic activities or the collection and 

production of intelligence or related support functions. 

(i) United States person means a United States citizen, an alien known by the 

intelligence agency concerned to be a permanent resident alien, an unincorporated 

association substantially composed of United States citizens or permanent resident aliens, 

or a corporation incorporated in the United States, except for a corporation directed and 

controlled by a foreign government or governments. 

3.5Purpose and Effect. This Order is intended to control and provide direction and 

guidance to the Intelligence Community. Nothing contained herein or in any procedures 

promulgated hereunder is intended to confer any substantive or procedural right or privilege 

on any person or organization. 

3.6Revocation. Executive Order No. 12036 of January 24, 1978, as amended, entitled 

"United States Intelligence Activities," is revoked. 
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Appendix 8-3: DODD 3020.26 - Continuity of Operations (COOP) Policy and 

Planning 
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Department of Defense

DIRECTIVE

NUMBER 3020.26
January 9,2009

USD(P)

SUBJECT: Department of Defense Continuity Programs

References: (a) DoD Directive 3020.26, "Defense Continuity Program (DCP)," September 8,
2004 (hereby canceled)

(b) DoD 8910.1-M, "Department of Defense Procedures for Management of
Information Requirements," Jtll1e 30,1998

(c) National Security Presidential Directive-51/Homeland Security Presidential
Directive-lO, "National Continuity Policy," May 9, 2007

(d) "National Continuity Policy linplementation Plan," August 2007
(e) Section 2674 of title 10, Uuited States Code
(f) National Communications System Directive 3-10, "Teleconununications

Operations," July 25, 2007

I. PURPOSE. This Directive:

a. Reissues Reference (a) and changes its title.

b. Revises continuity policies and assigns responsibilities for developing and maintaining
Defense Continuity Programs to enhance the DoD readiness posture.

2. APPLICABILITY. This Directive applies to OSD, tlie Military Depar1ments, tlie Office of
the Chairman of the Joint Chiefs of Staff and the Joint Staff, the Combatant Corrnnands, the
Office of the Inspector General of the Department of Defense, the Defense Agencies, the DoD
Field Activities, and all other organizational entities within the Department of Defense (hereafter
referred to collectively as the "DoD Components'').

3. DEFINITIONS. These terms and their definitions are for the purpose of this Directive.

a. continuity of government (COG)' A coordinated effort within each branch of Govermnent
ensuring the capability to continue branch-minimum essential responsibilities in a catastrophic
crisis. COG is dependent on effective continuity of operations plans and capabilities.
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b. continuity of operations (COOPt An intemal effort within individual 000 Components
to ensure uninlemlpted, essential 000 Component functions across a wide range of potential
emergencies, including localized acts of nature, accidents, and technological and/or attack·
related emergencies.

c. enduring constitutional Government mCG). A cooperative effort among the Executive,
Legislative, and Judicial Branches of the Federal Government, coordinated by the President, to
preserve the capability to execute constitutional responsibilities in a catastrophic crisis. ECO is
the overarching goal; its objective is the preservation ofthe constitutional framework under
which the Nation is govemed. ECG is dependent on effective COOP and COG capabilities.

d. mission essential functions CMEFs). TIle specified or implied tasks required to be
perfomled by, or derived from, statute, Executive order, or other appropriate guidance, and those
organizational activities that must be perfonned under all circumstances to achieve DoD
Component missions or responsibilities in a continuity threat or event. Failure to perfoml or
sustain these functions would significantly affect the Department of Defense's ability to provide
vital services or exercise authority, direction, and control.

4. POLICY. 11 is DoD policy that:

a. All Defense continuity-related activities, programs, and requirements of the DoD
Components, including those related to COOP, COG, and ECO, shall ensure the continuation of
current approved DoD and DoD Component MEFs under all circumstances across the spectnllll
of threats.

b. All DoD continuity planning and programming shall:

(1) Be based on the assumption that no warning of attack or event will be received.

(2) Ensure the perfonnance of MEFs during any emergency for a period of up to 30 days
or untilnonnal operations can be resumed. TIle capability to perfonn MEFs at alternate sites
must be fully operational as soon as possible, but 110 later than 12 hours after COOP activation.

(3) Be based on risk·management assessments to ensure that appropriate operational
readiness decisions consider the probability of an attack or incident and its consequences.

(4) Emphasize the pennanent and routine geographic distribution ofleadership, staff, and
infrastructure in order to increase survivability and maintain unintemlpted capability to
accomplish 000 MEFs.

(5) Maximize the use or technological solutions to provide infomlation to leaders and
other lIsers, facilitate decision making, maintain situational awareness, and issue orders and
direction. Technology, infomlation systcms and nctworks must be interoperable, robust, reliable,
and resilient.

2
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(6) Integrate critical infrastructure protection, information assurance, operations security,
and defense crisis management requirements, as appropriate.

c. Continuity requirements shall be incorporated into the daily and routine operations of all
DoD Components.

d. The continuity program supporting the Secretary of Defense shall include dedicated
access to communications capabilities at the Pentagon and alternate operating facilities. This
will include availability and redlllldancy of critical communications capabilities to support
alternate facilities and distributed operations. It also shall include dedicated access to mobile
conununications capabilities during transit between operating locations to ensure the execution
of DoD MEFs llllder all circumstances.

5. RESPONSIBILITIES. See Enclosure.

6. INFORMATION REOUlREMENTS

a. The Arumal Report to the National Continuity Coordinator has been assigned report
Control Symbol (RCS) DD-POL-(A)2331 in accordance with DoD 8910.I-M (Reference (b)).

b. The continuity readiness reports and other operational continuity reports are exempt from
licensing in accordance with paragraph C4.4.2. of Reference (b).

7. RELEASABILITY. UNLIMITED. This Directive is approved for public release and is
available on the Internet from the DoD Issuances Web Site at http://www.dtic.miVwhsldirectives.

8. EFFECTIVE DATE. This Directive is effective immediately.

Enclosure
Responsibilities

3
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ENCLOSURE

RESPONSIBILITIES

I. ~. '11,. USD(P) shall:

a. As the DoD senior accountable official, serve as the 000 Continuity Coordinator per
National Security Presidential Directive-51/Homeland Security Presidential Directive-20
(Reference (c», and as such shall:

(1) Serve as the DoD single point of contact to the Federal interagency for continuity
matters.

(2) Coordinate DoD continuity planning, capabilities, and activities with national
continuity and homeland security efforts.

b. Provide strategic guidance <lIld policy direction for, and oversee, planning, progrrunming,
budgeting, and execution of 000 continuity programs.

c. Provide guidance and oversight for selection of relocation sites for the Secretary and
Deputy Secretary of Defense, supporting OSD Staff, and the DoD Components, in coordination
with the Chaimlan of the Joint Chiefs of Staff and the Director, Administration and Management
(DA&M).

d. Develop and maintain a comprehensive continuity plan to support the Secretary and
Deputy Secretary of Defense, ruld their senior and supporting staffs, that addresses the
requirements delineated in this Directive, Reference (c), and the National Continuity Policy
Implementation Plan (Reference (d»; ensure that the focus of all DoD continuity planning,
preparation, and execution is on ensuring the ability to continue perfonning the DoD ~'1EFs.

e. Provide oversight with the AssistiUlt Secretary of Defense for Networks and Infonllation
Integration/DoD Chief Infonllation Oflicer (ASD(NlI)/DoD CIO), and in coordination with the
DA&M, of information systems and networks that are critical to the petfOnllanCe of DoD MEFs
under all circumstances across the spectrum of threats.

f. Develop, specify, and promulgate, in coordination with ASD(NIr)lDoD CIO, the
Chainllan of the Joint Chiefs of Staff, and the DA&M, continuity requirements for the secure
and integrated COG and COOP communications supporting National and departmental missions.

g. Develop, in coordination with the Chainnan of the Joint Chiefs of Staff, a comprehensive,
multi-year continuity test and exercise program to evaluate and validate the readiness of DoD
continuity capabilities, plans, procedures, facilities, conullunications, and executioll. The
program shall:

4 ENCLOSURE
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(1) Require at least an annual tcst and exercise of the continuity plans that support the
Secretary of Defense and the 000 Components.

(2) Be conducted consistent with the Department of Homeland Security·led National
Exercise program.

(3) Ensure areas needing improvement are prioritized for corrective action and tracked
through resolution.

h. Develop, coordinate, and publish prioritized and validated requirements for the use of
000 transportation assets in support of emergency evacuation and crisis-related operations in the
National Capital Region (NCR), as defined in section 2674 of title 10, United States Code
(Reference (e».

i. Develop and maintain continuity security classification guidance in accordance with
goveming Executive orders and 000 issuances.

j. Annually, submit a report to the National Continuity Coordinator per Reference (d)
certifying that DoD continuity plans include the requirements delineated in Reference (c), and
provide guidance to the 000 Components regarding requirements for their supporting annual
reports.

k. Develop and provide annual training to l'leads of 000 Components that provides
familiarization with the DoD MEFs and the requirements of the comprehensive continuity plan
identified in paragraph J.d. of this enclosure.

I. Submit continuity readiness reports in accordrulce with the Continuity of Govenunent
Conditions System per Reference (c), and other reports as requested per Reference (d), as
required, and provide guidance to the 000 Components regarding requirements for their
supporting reporting requirements.

m. Develop supporting 000 issuances that delineate and/or prescribe the essential elements
of a viable continuity program.

11. Notify the Director, Secreulry of Defense Communications, when outside the NCR for
any reason in order to support tracking of personnel in the order of succession to the Secretary of
Defense.

o. Develop and oversee a govemance structure and coordinating office that oversees and
integrates the activities of the various DoD Components and organizations that provide or
support Defense continuity programs and activities, and report to the respective 000 goveming
body.

2. UNDER SECRETARY OF DEFENSE FOR ACOUISITION TECHNOLOGY AND
LOGISTICS CUSDCAT&L)). 'n,e USD(AT&L) shalL

5 ENCLOSURE
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a. Develop policy and provide guidance to the DoD Components on the integration of
continuity requirements in the research, development, acquisition, and logistical support of
equipment, systems, and facilities.

b. Notify the Director, Secretary of Defense Communications, when outside the NCR for
any reason in order to support tracking of personnel in the order of succession to the Secretary of
Defense.

3. UNDER SECRETARY OF DEFENSE fCOMPTROLLER)jCHIEF FINANCIAL OFFICER
fUS])(Cl/CFO). '!lIe USD(C)/CFO shall:

a. Aggregate infonllation on DoD Component funding programmed and budgeted to support
Defense continuity programs.

b. Notify the Director, Secretary of Defense Communications, when outside the NCR for
any reason in order to support tracking of personnel in the order of succession to the Secretary of
Defense.

4, UNDER SECRETARY OF DEFENSE FOR PERSONNEL AND READINESS
fUSDfP&R)). The USD(P&R) shall:

a. Provide oversight, in coordination with the Chairman of the Joint Chiefs of Staff, to
ensure the DoD health, training, personnel, and readiness policies and practices support Defense
contilUlity programs.

b. Notify the Director, Secretary of Defense Communications, when outside the NCR for
any reason in order to support tracking of personnel in the order of succession to the Secretary of
Defense.

5. UNDER SECRETARY OF DEFENSE FOR INTELLIGENCE (USD(])). n'e USD(I) shall:

a. Establish, in coordination with the Chaimlan of the Joint Chiefs of Staff, continuity
requirements and tasking for intelligence and counterintelligence collection and analysis
programs to support Defense continuity programs.

b. Provide oversight and guidance and ensure the continuity planning and readiness of the
Defense Intelligence Enterprise.

c. Notify the Director, Secretary of Defense Communications, when outside the NCR for
any reason in order to support tracking of personnel in the order of succession to the Secretary of
Defense.

6 ENCLOSURE
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6. ASDCNIIl/DoD CIO. The ASD(NII)/DoD CIO shall:

a. Provide, in coordination with USD(P), the ChaiOlmn of tile Joint Chiefs of Staff, and the
DA&M, secure and integrated COG communications support required by Reference (c).

b. Through the Director, Defense Infornlation Systems Agency, and in coordination with the
USD(P), the Chairnlan of the Joint Chiefs of Staff, and the DA&M, design, develop, implement,
and maintain the secure and integrated COG communications required by Reference (c).

c. Provide, in coordination with USD(P), the Chainnan of the Joint Chiefs of StatT, and the
DA&M, secure and integrated COOP communications support to the Department of Defense.

d. Ensure that continuity requirements developed, specifled, and promulgated by the USD(P)
are incorporated and implemented into the secure and integrated COG and COOP
communications capabilities required in paragraphs 6.a. and 6.b. ofthis enclosure.

e. Oversee and implement DoD participation in and support to Department of Homeland
Security·led quarterly assessments of continuity communications capabilities per Reference (c).

f. In coordination with the USD(P), the ChaiOluUl of the Joint Chiefs of Staff, and the
DA&M, and pursuant to National Communications System Directive 3·10 (Reference (f):

(1) Provide oversight and guidance for the infonnation systems and networks necessary
to support the continuation of DoD MEFs under all circumstances.

(2) Report quarterly on the status of those infonnation systems and networks capabilities.

(3) Provide direction and guidance to the DoD Components regarding infomlation
systems and networks necessary to support the continuation of DoD and DoD Component MEFs
under all circumstances.

g. Incorporate DoD continuity capabilities into the integrated command and control
enterprise and oversee information systems and networks that are critical to the perfonllance of
DoD and DoD Component MEFs under all circumstances.

h. Detemline requirements and cost estimates for additional commercial and Federal
communication services and facilities to support the execution of MEl's during a crisis.

i. Validate, in coordination with USD(P) and DA&M, Defense Continuity Integrated
NetworklPentagon Continuity lnfonnation System (DCINIPCIS) requirements.

7. DA&M. The DA&M shall:
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a. Manage the OSD Continuity of Operations Infonnation Technology Program for OSD
relocation sites in the NCR that support the Secretary and Deputy Secretary of Defense.

b. Serve as the program manager for the DCIN/PCIS.

c. Exercise overall miUlagement responsibility for the Raven Rock Mountain Complex
(RRMC) through the RRMC Installation Commander. 1lIis includes responsibility for operation,
management, renovation, construction, infOOllation technology, infonnation management,
security, and force protection.

d. Exercise overall management for Secretary and Deputy Secretary of Defense relocation
sites in the NCR. This includes management of all facility infrastructure operations, renovation,
capital improvements, and conunon infonnation tcclmology infrastructure and services.

e. Conduct an analysis mId develop a plan for the partial and full reconstitution of the OSD
and provide support to the reconstitution efforts of 000 Components who are tenants of
Pentagon facilities in the NCR.

f. 1l1rough the Director, Secretary of Defense Communications:

(I) Maintain, on a daily basis, the information provided by the Under Secretaries of
Defense and Secretaries of tile Military Departments concerning absences from the NCR and
provide that infornlation to the Chaimlan of the Joint Chiefs ofStaITthrough the National
Military Command Center.

(2) Provide the Secretary mul Deputy Secretary of Defense dedicated access
communications capabilities at the Pentagon, altemate operating facilities, and access to mobile
communications capabilities during transit between operating locations to ensure the execution
of 000 MEFs under all circumstances.

8. HEADS OF THE DoD COMPONENTS. The Heads of the 000 Components shall:

a. Incorporate continuity requirements into Component daily activities and operations.
Integrate continuity-related functions and activities into operations and exercises to ensure that
MEFs can be perfonned under all circumstances across the spectrum of threats.

b. Designate to USD(P), in writing, a senior accountable official as the Component
Continuity Coordinator who is directly responsible to the Head of the DoD Component for
management oversight of the Component continuity program and is the single point of contact
for coordination within the Component for continuity maUers.

c. Develop, coordinate, and maintain continuity plans, and validate, update, and reissue
plans every 2 years, or more frequently, as changes warrmll. Plans shall:
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(1) Idcntify and prioritizc organizational MEFs, particularly those that must bc
performed under all circumstances to support or implement the perfonnance of DoD MEFs.

(2) Establish pre-plmmcd and emergency dclcgations of authority, orders of succession,
and devolutions of authority for essential functions and key positions; identify and provide for
alert and/or notification, movement, mtd training of continuity staffs; provide orientation iUld
awareness training to non-continuity staff members; and address infonnatiotl teclmology and
communications suppOl1 to continuity operations.

(3) Identify relocation sites or platfonm for Component use during continuity threats or
events. Site selection shall consider infonnation systems and networks, geographical dispersion,
physical security, and maximize co-location and dual-use facilities with a focus on risk
mitigation.

(4) Provide for the identification, storage, protection, and availability for use at
relocation sites ofthc vital rccords, materiel, and databascs required to execute MEFs. Pre
positioning and storage procedures should be endurable, survivable, imd redundimt.

(5) Define the decision process within the Component, including individual positional
authority, for executing the Component's continuity phms.

(6) Provide for reconstitution capabilities that allow for recovery from an emergency and
resumption ofnonnal operations.

d. Develop and implement coordinated, multi-year strategic management plans for assets
and resources in support of Defense and Component continuity plans, as appropriate.

e. Ensure that continuity programs are adequately planned, programmed, and budgeted to
meet the continuity requirements set forth in this Directive, and that defense-continuity-unique
requirements are specifically identified in their budgets. This shall include multi-year strategic
planning for all assets and resources, and the development, operation, and maintenance of
facilities, interoperable communications, iUld transportation capabilities.

f. Test and exercise continuity plans at least annually, or as otherwise directed, to evaluate
and validate program readiness.

g. Annually, submit a report to the USD(P) certifying that the Component continuity plan
includes the requirements delineated in this Directive.

h. Submit continuity readiness reports to the USD(P), as required, to support DoD continuity
readiness reporting requirements in accordance with paragraph l.k. of this enclosure.

i. Provide oversight and guidance, and ensure the continuity planning and readiness of
subordinate organizations.
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j. Integrate personnel, physical, operations, and infonnation security strategy(ies) to protect
plans, personnel, facilities, and capabilities to prevent adversaries from interdicting continuity
plans mld operations.

9. SECRETARIES OF THE MILITARY DEPARTMENTS. 'lbe Secretaries of the Military
Departments shall:

a. Support emergency evacuation and crisis-related operations in the NCR in accordmlce
with the Conunander, U.S. Northem Command (CDRUSNORTHCOM) NCR emergency
relocation and crisis-related operations plan.

b. Notify the Director, Secretary of Defense Communications, when outside the NCR for
any reason in order to support tracking of personnel in the order of Sllccession to the Secretary of
Defense.

10. CHAIRMAN OF THE JOINT CHIEFS OF STAFF. "Ibe Chainnan of the Joint Chiefs of
Staffshall:

a. Provide, to the DoD Components with designated combat or combat support roles,
planning guidance 011 defense continuity matters pertaining to those roles.

b. Assure the survivability, reliability, and availability of command and control systems
comprising the National Military Command System at relocation sites under all circumstances
across the spectmm of threats.

c. Maintain, on a daily basis, the infonnation provided by the DA&M conceming absences
from the NCR of the Under Secretaries of Defense and Secretaries of the Military Departments,
and provide that infomlation to the Combatant Conilllanders.

d. Ensure the orderly succession to the position of ChaimuUl of the Joint Chiefs of Staff.

11. CDRUSNORTI·ICO~·iI. The CDRUSNORTHCOM shall, in coordination with the USD(P),
the Chaim1an oftlle Joint Chiefs of Staff, and the Commander, U.S. Transportation Command,
develop, maintain, and execute on order an overarching operations plan for use of 000
transportation assets in support of emergency relocation and crisis-related operations in the NCR,
and provide guidance and direction to the DoD Components providing assets on plan
implementation and execution.
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Appendix 8-4: DODD 3020.36 - Assignment of National Security Emergency 

Preparedness (NSEP) Responsibilities to DOD Components 

Department of Defense 

DIRECTIVE 

NUMBER 3020.36 

November 2, 1988 

Incorporating Change 1, March 12, 1993 

USD(P) 

SUBJECT:Assignment of National Security Emergency Preparedness (NSEP) Responsibilities to DoD Components 

References: (a) DoD Directive S-3020.36, "Assignment of Emergency Preparedness Responsibilities to Department 

of Defense Components (U)," August 28, 1973 (hereby canceled) 

(b) DoD Directive 5100.1, "Functions of the Department of Defense and Its Major Components," 

September 25, 1987 

(c) Executive Order 11490, "Assigning Emergency Preparedness Functions to Federal Departments 

and Agencies," October 28, 1969, as amended 

(d) National Security Decision Directive (NSDD) 47, "Emergency Mobilization Preparedness," July 

22, 1982 

(e) through (jj), see enclosure 1 

1. REISSUANCE AND PURPOSE 

This Directive: 

1.1. Reissues reference (a). 

1.2. Updates policies and assigns responsibilities for developing emergency preparedness measures to 

enhance DoD readiness posture. 

2. APPLICABILITY AND SCOPE 

This Directive applies to: 

2.1. The Office of the Secretary of Defense (OSD), the Military Departments and their field activities 

(including their National Guard and Reserve components), the Coast Guard (by agreement with the Department of 

Transportation (DoT)), the Joint Staff, the Unified and Specified Commands, and the Defense Agencies (hereafter 

referred to collectively as the "DoD Components"). Guidance to the Unified and Specified Commands shall be 

provided by the Joint Staff. 

2.2. The national security and domestic emergency preparedness functions of the various DoD 

Components, including those under reference (b), that complement the civil readiness planning responsibilities of 

the civil Departments and Agencies. Together, these measures provide the basic foundation for an overall national 

preparedness posture and are fundamental to the ability of a viable Government to survive. The Department of 

Defense, along with the other Departments and Agencies of the Federal Government, is charged by references (c) 

and (d), and NSDD 188 (reference (e)) with the duty of ensuring that the United States has an emergency 
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preparedness capability to respond decisively and effectively to any major national emergency, with defense of the 

United States as first priority. 

3. DEFINITIONS
 

Terms used in this Directive are defined in enclosure 2.
 

4. POLICY
 

4.1. Mobilization plans shall be designed for timely implementation in response to a full range of warning 

indications from early and ambiguous to short and tactical warnings. 

4.2. Each DoD Component shall share the general responsibilities for emergency preparedness, 

mobilization planning, and crisis management in ensuring the continuity of Government in any national security or 

domestic emergency situation, as directed in DoD Directive 3020.26 (reference (f)). Each DoD Component shall 

plan for survival, recovery, and reconstitution of its essential functions, including the timely relocation and 

protection of successors, each of whom should be supported by an austere emergency staff and essential 

communications. Each DoD Component should identify alternate headquarters, emergency relocation sites, or other 

permanent facilities to use during emergency preparedness situations. In an evolving crisis, each DoD Component 

should be capable of the following: 

4.2.1. Surviving and reconstituting the control organization for the DoD Component. 

4.2.2. Reorganizing and redirecting resources. 

4.2.3. Coordinating with appropriate Agencies. 

4.2.4. Implementing decisions and Directives. 

4.2.5. Reestablishing command and control. 

4.2.6. Ensuring the performance of essential functions. 

4.3. Additionally, each DoD Component with essential functions, whether specified in this Directive or not, 

shall develop appropriate plans and shall take such actions as may be needed to ensure that it shall be able to 

perform essential functions and to continue as a viable part of the Department of Defense during emergencies. Each 

DoD Component shall prepare for all national security and domestic emergencies in coordination with appropriate 

Federal, State, and local governments; other DoD Components; and elements of the private sector, particularly in the 

emergency preparedness for mobilization. Specific responsibilities for emergency preparedness are in section 5., 

below. 

5. RESPONSIBILITIES 

5.1. The Department of Defense Components shall: 

5.1.1. Develop and execute national defense plans and shall:
 

` 5.1.1.1. Plan for transitioning from peacetime to wartime activities.
 

5.1.1.2. Include in plans all graduations of mobilization. 

5.2. The DoD Components shall be prepared to implement their emergency preparedness plans. These 

plans may be implemented only if the authority for implementation is provided by law enacted by the Congress, an 

order or Directive issued by the President, or an order or Directive issued by the Secretary of Defense. 
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5.3. The Head of each DoD Component is hereby authorized to redelegate the functions assigned by this 

Directive and to authorize successive redelegations, as considered appropriate. Nothing in this Directive shall alter 

any existing assignment of functions to any DoD Component made by statute, Executive order, Presidential 

Directive, DoD Directive, or other orders or directives. 

5.4. The Under Secretary of Defense (Policy) (USD(P)), in addition to implementing the responsibilities 

assigned by DoD Directive 5111.1 (reference (g)), shall: 

5.4.1. Provide oversight and policy direction on NSEP and crisis management programs within the 

Department of Defense, including reviewing and integrating plans, policies, and programs regarding: 

5.4.1.1. Threat assessment. 

5.4.1.2. Mobilization. 

5.4.1.3. Determination of the political and military implications of a crisis. 

5.4.1.4. Recommended military objectives. 

5.4.1.5. Continuity of operations and continuity of Government. 

5.4.1.6. Use of military resources in support of civil authorities. 

5.4.1.7. Succession to the OSD. 

5.4.2. Provide policy guidance on key asset protection, land defense of the Continental United 

States (CONUS), and military support to civil defense (MSCD). (See DoD Directives 3025.10, 

3025.12, 5030.45, and 5160.54 (references (h) through (k)).) 

5.4.3. Prepare appropriate departmental documents to support national emergency plans, including 

continuity of operations plans, graduated mobilization response (GMR), and DoD portions of other Federal Agency 

plans. 

5.4.4. Support the Secretary of Defense in his oversight role of the U.S. Civil Defense Program. 

5.4.5. Represent the Department of Defense in mobilization matters involving the National 

Security Council (NSC) and Federal Emergency Management Agency (FEMA). Act as the lead office for other 

interdepartmental coordination of this matter. 

5.4.6. Coordinate the development and updating of the DoD Emergency Authorities Retrieval and 

Analysis System (DEARAS). 

5.4.7. Provide policy guidance on national preparedness, security, GMR actions, civil defense, and 

other DoD programs of FEMA and State and local governments. 

5.4.8. Act as the central point of interagency coordination on emergency preparedness functions 

and actions for the Department of Defense. 

5.4.9. Direct activities of the Crisis Management System (CMS), established by this Directive, to 

expedite coordination within the Department of Defense and between the Department of Defense and other Federal 

Departments and Agencies, and to provide a single OSD focus for crisis information during national security or 

domestic emergencies or crises. (See enclosure 3.) 

5.4.10. Advise and assist the FEMA in developing and reviewing plans and programs for: 
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5.4.10.1. Physical security of industries, services, and other activities. 

5.4.10.2. Use of industry and natural resources. 

5.4.10.3. Stabilization of the economy. 

5.4.10.4. Conversion of the economy to crisis requirements essential to national security. 

5.4.11. Provide emergency preparedness planning guidance and direction to ensure a high state of 

readiness is maintained by each DoD Component. This responsibility includes the scheduling of appropriate levels 

of training and testing of emergency plans. 

5.4.12. Provide direction for conducting national security exercises, including JCS-sponsored, 

interagency, and other exercises, games, and simulations, including management of remedial action projects within 

the OSD. 

5.4.13. Approve for the Secretary of Defense the transfer of emergency preparedness functions 

between DoD Components with the consent of the Heads of the respective DoD Components, or recommend that 

functions be transferred between DoD Components or between Federal Departments and Agencies. 

5.4.14. Represent the Secretary of Defense as the DoD member of the Senior Interagency Group 

for NSEP under NSDD 188 (reference (e)). 

5.4.15. Chair the Mobilization Steering Group established by DoD Directive 5111.2 (reference 

(l)), and coordinate the development of an OSD mobilization, development, and sustainment decision-support sub

system, including information requirements determination and sources of information to ensure that the Department 

of Defense can respond decisively and effectively to any major U.S. emergency. 

5.4.16. Provide policy direction for DoD security assistance matters, monitor Military Assistance 

Advisory Groups (MAAGs) and other entities involved in security assistance, and negotiate and monitor security 

agreements with foreign governments. 

5.4.17. Provide counterintelligence, foreign disclosure, and security policy guidance and support. 

5.4.18. In consultation with the Under Secretary of Defense (Acquisition) (USD(A)), assist FEMA 

and other concerned Departments and Agencies in developing emergency preparedness measures involving 

international trade, domestic production, and foreign exchange issues. 

5.4.19. Through the OSD- and JCS-sponsored exercise programs, test and verify the effectiveness 

of mobilization and crisis management plans, programs, and procedures. 

5.4.20. Develop and coordinate with the Department of State (DoS), as necessary, policies and 

initiative with foreign countries relating to basing rights; overflight and landing rights; ports, port facilities, and 

transportation usage; host-nation support agreement; and other commitments required to allow rapid mobilization 

and deployment. 

5.5. The Under Secretary of Defense (Acquisition) (USD(A)), in addition to implementing the 

responsibilities assigned by the Secretary of Defense Memorandum (reference (m)), shall: 

5.5.1. Provide general oversight and policy direction on all aspects of industrial surge and 

mobilization and preparations for augmenting the Department of Defense's telecommunications and logistical 

support capabilities in mobilization situations with resources from other Federal Departments and Agencies, the 

domestic civil sector, and allied and/or friendly foreign nations. 
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5.5.2. Provide policy guidance for the development of acquisition strategies to support surge and 

graduated mobilization of industry, analysis of production base capabilities to support operations plans, correlation 

of military procurement and domestic production, review of military material requirements, and augmentation of 

telecommunications and logistic support capabilities. 

5.5.3. Represent the Secretary of Defense on appropriate international and interagency groups and 

advisory bodies on matters of U.S. concern related to its assigned functions. 

5.6. The Director of Defense Research and Engineering (DDR&E) shall: 

5.6.1. Supervise or conduct research in areas directly concerned with implementing emergency 

preparedness responsibilities. 

5.6.2. Designate representatives for necessary ad hoc or task force groups to advise on technical 

matters on emergency preparedness to include review, consolidation, and prioritization of research and development 

programs in crises. 

5.6.3. Provide advice and assistance to other DoD Components in planning for research involving 

each DoD Component's specific area of interest. 

5.6.4. Represent the Department of Defense on interagency groups or advisory bodies to advise on 

scientific and technological considerations involved in areas of national concern. This excludes telecommunications 

bodies and groups for which the Assistant Secretary of Defense (Command, Control, Communications, and 

Intelligence) (ASD(C3I)) is responsible, and technology for special operations forces. 

5.6.5. Provide guidance for augmenting DoD scientific and technical capabilities in a crisis. 

5.7. The Assistant Secretary of Defense (Production and Logistics) (ASD(P&L)), in addition to carrying 

out the responsibilities assigned by DoD Directive 5128.1 (reference (n)), shall: 

5.7.1. Develop policies, procedures, and systems for the emergency application of priorities and 

allocations of materials, services, and resources. Administer priorities and allocation authorities delegated to the 

Department of Defense. 

5.7.2. Prepare plans to claim or acquire supporting materials, equipment, supplies, and services 

needed to carry out essential DoD functions. 

5.7.3. Ensure that the Military Departments and the Defense Agencies develop plans for salvage, 

decontamination, rehabilitation, and construction of facilities, as well as the continuing operation of essential 

facilities. 

5.7.4. Act as the National Defense Stockpile Manager for stockpiling of strategic and critical 

materials and developing a national system of durable goods production priorities. 

5.7.5. In coordination with the USD(P) and the Department of Energy (DoE), advise and assist 

FEMA in developing a system for the international allocation of petroleum materials and petroleum products among 

the United States, allies, and favored nations in a crisis. 

5.7.6. Advise and assist the DoE and other concerned Agencies in developing production and 

distribution control plans for use in energy crises and emergencies. 

5.7.7. In coordination with industry, develop plans and programs for procuring and producing 

selected military equipment and supplies needed to increase readiness and sustainability of existing and expanded 

forces. 
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5.7.8. Recommend measures for overcoming potential deficiencies in production capacity to 

produce selected military supplies and equipment. 

5.7.9. Develop candidate projects to expand domestic production capacities. 

5.7.10. Provide policy guidance and oversight on the use of strategic and critical materials in 

production of military weapon system and associated industrial processes. 

5.7.11. Provide policy guidance to DoD Components and other Federal Departments and Agencies 

for emergency preparedness measures associated with maintenance of an adequate mobilization production base for 

military supplies and equipment. 

5.7.12. In consultation with the U.S. Attorney General, the Federal Trade Commission (FTC), 

industry, labor, finance, and other interests, develop plans and programs for voluntary agreements with industry as 

outlined in Pub. L. 81-774 (reference (o)). 

5.7.13. Provide the Department of Commerce (DoC) with the Department of Defense's machine 

tool trigger order (MTTO) requirements to support surge and mobilize requirements. 

5.7.14. In coordination with the Office of the USD(P) and other appropriate DoD Components, 

identify facilities important to the national defense for protection under the Key Assets Protection Program (KAPP). 

5.7.15. Furnish military transportation requirements to the DoT and arrange for orderly transfer or 

use of Federal and civil transportation resources by the Department of Defense during mobilization and national 

emergencies. 

5.7.16. Ensure that the Military Departments and Defense Agencies develop standby legislation to 

exempt the DoD defense industries from environmental statutes during emergencies, and develop plans and 

emergency funding procedures to meet additional pollution reduction and/or abatement facility requirements. 

5.7.17. In coordination with the USD(P), develop guidelines for support to allied and friendly 

forces. 

5.7.18. In coordination with the USD(P) staff, the DoD Components, and the DoS, develop 

policies and procedures for wartime host-nation support of U.S. Forces. 

5.7.19. In coordination with the Department of Justice (DoJ), ensure that Military Departments 

and DoD Agencies have plans for DoD and DoJ presentation of eminent domain proceedings if requisition and 

condemnation actions should be denied. 

5.8. The Assistant Secretary of Defense (Command, Control, Communications, and Intelligence) 

(ASD(C3I)), in addition to implementing the functions assigned by DoD Directive 5137.1 (reference (p)) and DoD 

Directive 5100.41 (reference (q)), shall: 

5.8.1. Assist the Director, Office of Science and Technology Policy (OSTP), in the exercise of war 

powers of the President under Section 706 of the Communication Act of 1934 (reference (r)). 

5.8.2. As a member of the Joint Telecommunication Resources Board (JTRB), assist the Director, 

OSTP, in the exercise of his or her non-wartime emergency functions on the provision, management, or allocation of 

Federal telecommunications resources. 

5.8.3. Assist the Secretary of Defense, when acting as the Executive Agent for the National 

Communication System (NCS), and provide staff oversight of the activities of the Manager, NCS, that are outlined 

in E.O. 12472 (reference (s)). 
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5.8.4. Develop plans for use of existing communications facilities and determine military 

requirements for additional commercial services and facilities that might be needed during a crisis. 

5.8.5. In coordination with the Federal Communication Commission (FCC) and the OSTP, 

develop plans and programs for the emergency control of all devices capable of emitting electromagnetic radiation. 

5.8.6. In coordination with the DoT and the FCC, develop plans for the emergency control of civil 

and military air traffic and of associated navigation, position fixing, and identification systems. 

5.8.7. Provide policy guidance and support for intelligence activities within the Department of 

Defense, including guidance for intelligence preparedness planning and programming for survivability of 

intelligence capabilities. 

5.8.8. Represent the Secretary of Defense in staff supervision of national intelligence collection 

assets of the Department of Defense. 

5.8.9. Develop the means for assessing the capabilities of surviving intelligence collection, 

processing, analysis, and dissemination capabilities for the Secretary of Defense. 

5.8.10. Provide policy guidance on acquisition of intelligence information by non-intelligence 

elements of the Department of Defense. 

5.8.11. Represent the Secretary of Defense on interagency groups or advisory boards dealing with 

intelligence preparedness problems. 

5.8.12. Delegate representatives, as necessary, to support ad hoc or task force groups handling 

intelligence matters for emergency preparedness. 

5.8.13. Represent the Secretary of Defense as the DoD member on interagency groups or advisory 

bodies to advise on scientific and technological considerations involved in low-intensity conflicts and for special 

operations forces. 

5.9. The Assistant Secretary of Defense (Comptroller) (ASD(C)), in addition to implementing the functions 

assigned by DoD Directive 5118.3 (reference (t)), shall: 

5.9.1. In coordination with the Assistant Secretary of Defense, Program Analysis and Evaluation 

(ASD(PA&E)), establish procedures for developing crisis budgets. 

5.9.2. Develop plans and procedures for providing financial and credit assistance to the private 

sector that may be called on to provide emergency assistance to the Department of Defense. 

5.9.3. Develop, as appropriate, pre-cleared wartime fiscal and property procedures for expeditious 

release during a crisis or wartime. 

5.10. The Assistant Secretary of Defense (International Security Affairs) (ASD(ISA)), in addition to 

carrying out other assigned functions, including those in DoD Directive 5111.1 (reference (g)), shall: 

5.10.1. Provide advice, recommend policies, formulate programs, develop plans, and issue 

guidance to the DoD Components on political-military activities related to international affairs, excluding the North 

Atlantic Treaty Organization (NATO), other European nations, and the Union of Soviet Socialist Republics 

(U.S.S.R.). 

5.10.2. Oversee DoD activities related to laws of the sea. 
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5.10.3. Formulate policies and provide guidance on plans for general purpose forces, non-

European and non-NATO regional security requirements, and related budget considerations. 

5.11. The Assistant Secretary of Defense (International Security Policy) (ASD(ISP)), in addition to 

implementing other assigned functions, including those in DoD Directive 5111.1 (reference (g)), shall: 

5.11.1. Provide advice and counsel on nuclear matters. 

5.11.2. Provide advice, recommend policies, formulate programs, develop plans, and issue 

guidance to the DoD Components on political-military activities related to international affairs or crises involving 

NATO, other European nations, and the U.S.S.R. 

5.11.3. Oversee arms control activities in the Department of Defense. 

5.11.4. Formulate policies and provide guidance on plans for nuclear forces, general purpose 

forces, NATO, European security requirements, and related budget considerations. 

5.12. The Assistant Secretary of Defense (Reserve Affairs) (ASD(RA)), in addition to implementing the 

functions assigned by DoD Directive 5125.1 (reference (u)), shall: 

5.12.1. Support Reserve component mobilization and shall assist in implementing policy on 

management and use of Selected Reserves and policies on individual manpower, including military retirees. 

5.12.2. Monitor organization and DoD Agency programs requiring Reserve component support for 

national emergency preparedness and other essential functions. 

5.12.3. Assist in reconstituting Reserve component forces, as required. 

5.13. The Assistant Secretary of Defense (Legislative Affairs) (ASD(LA)), in addition to implementing the 

functions assigned by DoD Directive 5142.1 (reference (v)), shall: 

5.13.1. Assist the DoD Components in preparing and justifying standby and emergency 

legislation. 

5.13.2. Plan for increased peacetime and crisis coordination with Congress to assist with the GMR 

program, incremental budget packages, and legislative initiatives to support graduated mobilization in response to an 

emerging crisis. 

5.13.3. Assist in developing plans for informing Congress of the identification and designation of 

Ready Reserve units and individual Reservists selected for mobilization. 

5.14. The Assistant Secretary of Defense (Force Management and Personnel) (ASD(FM&P)), in addition to 

implementing the functions assigned by DoD Directive 5124.2 (reference (w)), shall: 

5.14.1. In coordination with the ASD(PA) and the Assistant Secretary of Defense (Health Affairs) 

(ASD(HA)), develop policies and programs for use by the National Defense Executive Reserve (NDER) within the 

Department of Defense. 

5.14.2. In coordination with the Military Departments, the ASD(P&L), the Selective Service 

System (SSS), the National Science Foundation (NSF), the DoC, the Department of Labor (DoL), the Department of 

Education, and the Department of Health and Human Services (DEDHHS) maintain a continuing surveillance over 

the U.S. manpower and educational needs. This is necessary in order to identify particular occupations, skills, or 

graduate study that in the national interest would qualify a Reservist, inductee, or applicant for deferment from 

military duty. 
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5.14.3. Advise and assist FEMA in developing overall manpower policies to be used during an 

emergency, including providing information on the planned size and composition of the Armed Forces. 

5.14.4. Develop systems, including the National Accession Planning and 

Execution System, and plans that shall ensure that sufficient military, DoD civilian, and contractor manpower is 

available to guarantee the nation's ability to mobilize, deploy, and sustain military operations consistent with 

national defense priorities, industrial capabilities, and legal guidelines. 

5.14.5. Prepare and update the DoD Master Mobilization Guide that provides graduated 

mobilization policies and responsibilities, as well as a description of the mobilization process. 

5.14.6. Develop systems and plans to ensure that DoD human resources are available in the 

requisite numbers and skills to support and sustain the Armed Forces in a national emergency or crisis. 

5.14.7. Advise and assist the DoS and the DHHS in planning for the protection and evacuation of 

dependents, civilian employees, other U.S. citizens, and designated aliens abroad. 

5.15. The Assistant Secretary of Defense (Health Affairs) (ASD(HA)), in addition to implementing the 

functions assigned by DoD Directive 5136.1 (reference (x)), shall: 

5.15.1. Develop systems and plans to ensure that sufficient medical personnel, supplies, 

equipment, and facilities shall be available and shall be ready to deploy for meeting essential military healthcare 

needs in an emergency. 

5.15.2. Activate and ensure coordination, as appropriate, the two primary medical backup systems 

for the Department of Defense: 

5.15.2.1. The Veterans' Administration and/or the Department of Defense Contingency 

System. 

5.15.2.2. The National Disaster Medical System. 

5.16. The Assistant Secretary of Defense (Public Affairs) (ASD(PA)), in addition to implementing those 

functions assigned by DoD Directive 5122.5 (reference (y)), shall provide for public dissemination of essential 

information and shall plan for pre-recordings to provide continuity of program service over the Emergency 

Broadcast System during crises. 

5.17. The General Counsel, Department of Defense (GC, DoD), in addition to executing the functions 

assigned by DoD Directive 5145.1 (reference (z)) and in response to requests from the DoD Components seeking 

specific measures of legal relief considered essential to the performance of the DoD Components' responsibilities 

under this Directive, shall do the following: 

5.17.1. Review the adequacy of legal authorities. 

5.17.2. Draft packages for current legislative initiatives. 

5.17.3. Draft standby packages for legislative initiatives that could be taken by the DoD 

Components in response to a future emerging national emergency. 

5.18. The Assistant Secretary of Defense (Program Analysis and Evaluation) (ASD(PA&E)), in accordance 

with responsibilities assigned by DoD Directive 5141.1 (reference (aa)), shall: 

5.18.1. Develop procedures to assess mobilization requirements, plans, and programs as part of the 

overall Planning, Programming, and Budgeting System (PPBS). 

814 ENCLOSURE 7
 



    

  

 

  

             

             

     

 

           

       

 

           

    

 

         

 

         

 

           

     

 

            

 

             

   

 

           

 

         

           

    

 

           

     

 

            

       

 

           

         

     

 

         

 

 

            

 

 

          

     

 

       

 

        

 

        

 

       

 

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

5.18.2. Develop procedures to review changes to the DoD program during mobilization and crisis
 
in his or her capacity as Executive Secretary to the Defense Resources Board (DRB) (Programming Phase) under
 
DRB Memo 84-16 (reference (bb)).
 

5.19. The Assistant to the Secretary of Defense (Atomic Energy) (ATSD(AE)), in addition to carrying out 

the responsibilities assigned by DoD Directive 5148.2 (reference (cc)), shall:
 

5.19.1. Formulate policy and provide planning advice and assistance on nuclear and chemical 

development and operational program matters including:
 

5.19.1.1. Strategies for weapon development, fabrication, and deployment.
 

5.19.1.2. Safety, security, and survivability consideration.
 

5.19.1.3. In coordination with the USD(P) and the Military Departments, physical 

security of DoD nuclear and chemical facilities.
 

5.19.2. Interact with the DoE and the FEMA to obtain advice and support on these matters.
 

5.19.3. Assist Federal, State, and local officials in protecting the public health and safety from
 
nuclear and chemical hazards.
 

5.19.4. Coordinate with the ASD(PA) on the release of public information in this area.
 

5.20. The Assistant Secretary of Defense (Special Operations and Low-Intensity Conflict) (ASD(SO/LIC)),
 
in addition to carrying out the responsibilities assigned by DoD Directive 5138.3 (reference (dd)), shall oversee
 
special operations activities within the Department of Defense.
 

5.21. The Inspector General, Department of Defense (IG, DoD), in addition to the responsibilities assigned
 
by DoD Directive 5106.1 (reference (ee)), shall:
 

5.21.1. Review OSD staff and Defense Agency compliance with assigned emergency preparedness
 
responsibilities and functions, as a feature of ongoing inspections.
 

5.21.2. Review OSD staff and Defense Agency planned emergency actions to isolate initiatives 

having significant potential for fraud, waste, and mismanagement and recommend safeguards consistent with
 
constraints imposed by emergency conditions.
 

5.21.3. Monitor mobilization and logistics exercises, and implementation of post-exercise 

corrective measures.
 

5.21.4. Establish and maintain crisis management planning and coordination liaison with the DoD 

Components.
 

5.21.5. Review, in conjunction with the OSD staff and the Defense Agencies, accomplishment of
 
objectives in various areas such as:
 

5.21.5.1. Major base development and programs.
 

5.21.5.2. Manpower acquisition and distribution.
 

5.21.5.3. Critical supply issues and replenishment programs.
 

5.21.5.4. Industrial base expansion incentives programs.
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5.21.5.5. Expanded contract administration surge. 

5.21.5.6. Fiscal management and audit support for host-nation agreements. 

5.22. The Joint Chiefs of Staff (JCS), in addition to carrying out the missions and functions assigned by 

DoD Directive 5100.1 (reference (b)) and DoD Directive 5158.1 (reference (ff)), shall: 

5.22.1. Provide time-phased materiel requirements for scenarios identified for GMR option 

development. 

5.22.2. Participate in evaluating and resolving resource clemency and allocation through the Joint 

Materiel Priorities and Allocation Board and the Joint Transportation Board. 

5.22.3. Develop and operate joint damage assessment and recovery systems for military forces and 

installations, as well as key civilian industrial facilities supporting the Department of Defense. 

5.22.4. Maintain a capability, both at national and field levels, to estimate the effects of an enemy 

attack on military and civilian support resources, and assist FEMA and other Agencies in verifying and updating 

estimates of remaining resources. 

5.22.5. Plan and conduct a comprehensive national security exercise program on behalf of the 

Secretary of Defense. This program should include field training and command post exercises in a coordinated 

schedule of JCS-sponsored, -directed, and -coordinated exercises responsive to USD(P) guidance, including the 

Defense Guidance. 

5.22.6. Manage the Joint Deployment System (JDS), the Joint Operation Planning System (JOPS), 

and the follow-on Joint Operation Planning and Execution System (JOPES) for the Department of Defense. 

5.23. The Military Departments, in addition to carrying out the functions assigned by DoD Directive 5100.1 

(reference (b)), shall: 

5.23.1. Support and participate in the emergency preparedness activities. 

5.23.2. Support Joint Staff deliberate and time-sensitive military requirements for selected end-

items and supporting personnel, materiel, services, and facilities needed to respond to crises, and develop graduated 

mobilization programs. 

5.23.3. Develop and furnish the OASD(P&L) industrial base capability assessments and 

investment strategies to support GMR options. 

5.24. The Secretary of the Army, in addition to carrying out the emergency preparedness missions assigned 

in reference (b), shall: 

5.24.1. Prepare to relinquish peacetime missions associated with military support to the civil 

sector to the Commander in Chief, Forces Command (CINCFOR), as directed by the JCS upon decision of the 

National Command Authorities (NCA) in crisis, mobilization, or war. 

5.24.2. Develop overall plans for the management, control, allocation, and use of the water and 

water resources of the nation consistent with the planning efforts of those Federal Departments and Agencies having 

specific statutory or delegated water responsibilities. Coordinate emergency water resource planning at the regional, 

State, and local levels through the Federal Departments and Agencies concerned with each area of planning. Under 

this section, "water" means all usable waters from all sources within U.S. jurisdiction that can be managed, 

controlled, and allocated to meet emergency requirements. 
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5.24.3. Develop plans and maintain river control operations for the prevention or control of floods 

caused by natural phenomena or overt or covert attack affecting those bodies of water and water resources under the 

jurisdiction of the Secretary of the Army. 

5.24.4. Develop plans for emergency assistance to public water supply utilities working through 

Agencies having primary responsibility and with State and local governments. 

5.24.5. With respect to all inland waterways, canals, harbors, and navigation channels within the 

United States and its possessions and territories, develop emergency plans and procedures for: 

5.24.5.1. Improving, restoring, rehabilitating, operating, and maintaining components of 

federally authorized river and harbor projects. 

5.24.5.2. Locating and removing obstructions to navigation. 

5.24.5.3. Dredging to clear and straighten navigation channels. This is accomplished in 

consultation with the DoJ, the Coast Guard, the Department of Interior (DoI), and other affected Federal Agencies. 

In matters affecting the Tennessee River and its tributaries, emergency plans and procedures are developed in 

cooperation with the Tennessee Valley Authority (TVA). 

5.24.6. As Executive Agent for the Department of Defense and in coordination with the DoS, 

DHHS, and appropriate DoD Components, develop plans for noncombatant evacuation operations, repatriation, 

CONUS reception, and onward movement. 

5.25. The Director, Defense Mapping Agency (DMA), in addition to carrying out the functions assigned by 

DoD Directive 5105.40 (reference (gg)), shall: 

5.25.1. Advise and assist the FEMA and other Federal Departments and Agencies in determining 

and fulfilling mapping, charting, and geodesy requirements related to emergency preparedness. 

5.25.2. Advise and assist the DoC, the DoI, and other Federal Departments and Agencies in the 

development of mapping, charting, and geodesy production plans for use in crises and domestic emergencies. 

5.26. The Director, Defense Communications Agency (DCA), in addition to carrying out the functions 

assigned by E.O. 12472 and DoD Directive 5105.19 (references (s) and (hh)), shall: 

5.26.1. Act as Manager of the NCS and carry out the functions assigned to the Manager, NCS, by 

reference (s). 

5.26.2. Advise and assist the FEMA and other Federal Departments and Agencies in the 

development of information system architectures, telecommunications requirements, and communications support 

plans necessary to satisfy requirements for all peacetime circumstances including domestic emergencies. 

5.26.3. Advise and assist the ASD(C3I) in the functioning of the NCS in his or her role as the NCS 

Manager in accordance with reference (s). 5.26.4. Provide those personnel and equipment required by reference (s) 

and NSDD 47 (reference (d)) and internal requirements to Federal services, Agencies, and Departments. 

5.26.5. Provide operational direction and management control of the current Defense 

Communications System (DCS), which includes the planning, system engineering, and project management of the 

evolving DCS. 

5.26.6. Ensure the ability of the DCS to be responsive at all levels of conflict, exercising 

operational direction and management control through the National Communications System and/or Defense 

Communication Agency Operations Center (NCS/DCAOC), DCA Europe, and DCA Pacific. 
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5.27. The Director, Defense Logistics Agency (DLA), in addition to carrying out the functions assigned by 

DoD Directive 5105.22 (reference (jj)), shall: 

5.27.1. Support and participate in emergency preparedness activities. 

5.27.2. Develop and furnish to the OASD(P&L) industrial base capability assessments and 

investment strategies to support GMR options. 

5.27.3. Incorporate GMR into the Program Objectives Memorandum (POM) development cycle. 

5.27.4. Stockpile and manage strategic and critical materials in the national defense stockpile. 

6. EFFECTIVE DATE 

This Directive is effective immediately. 

/S/ 

William H. Taft, IV 

Deputy Secretary of Defense 

‗ 
Enclosures - 3 

E1. References, continued 

E2. Definitions 

E3. The OSD CMS 

E1. ENCLOSURE 1
 
REFERENCES, continued
 

(e) National Security Decision Directive (NSDD) 188, "Government Coordination for National Security Emergency 

Preparedness," September 16, 1985 

(f) DoD Directive 3020.26, "Continuity of Operations Policies and Planning," October 24, 1985 

(g) DoD Directive 5111.1, "Under Secretary of Defense for Policy," September 27, 1985 

(h) DoD Directive 3025.10, "Military Support of Civil Defense," July 22, 1981 

(i) DoD Directive 3025.12, "Employment of Military Resources in the Event of Civil Disturbances," August 19, 

1971 

(j) DoD Directive 5030.45, "DoD Representation on Federal Emergency Management Agency (FEMA) Regional 

Preparedness Committees and Regional Field Boards," November 29, 1983 

(k) DoD Directive 5160.54, "DoD Key Assets Protection Program (KAPP)," December 5, 1986 

(l) DoD Directive 5111.2, "Department of Defense Mobilization and Deployment Study Group," April 2, 1979 

(m) Secretary of Defense Memorandum on the Responsibilities for the Under Secretary of Defense (Acquisition), 

September 30, 1986 

(n) DoD Directive 5128.1, "Assistant Secretary of Defense (Acquisition and Logistics)," November 19, 1985 

(o) Public Law 81-774, "Defense Production Act of 1950," September 8, 1950 

(p) DoD Directive 5137.1, "Assistant Secretary of Defense (Command, Control, Communications, and 

Intelligence)," April 2, 1985 

(q) DoD Directive 5100.41, "Executive Agent Responsibilities for the National Communications System (NCS)," 

July 23, 1979 

(r) "Communication Act of 1934," June 19, 1934, as amended 

(s) Executive Order 12472, "Assignment of National Security and Emergency Preparedness Telecommunications 

Functions," April 3, 1984 

(t) DoD Directive 5118.3, "Assistant Secretary of Defense (Comptroller)," July 11, 1972 

(u) DoD Directive 5125.1, "Assistant Secretary of Defense (Reserve Affairs)," January 12, 1984 

(v) DoD Directive 5142.1, "Assistant Secretary of Defense (Legislative Affairs)," July 2, 1982 

(w) DoD Directive 5124.2, "Assistant Secretary of Defense (Force Management and Personnel)," July 5, 1985 
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(x) DoD Directive 5136.1, "Assistant Secretary of Defense (Health Affairs)," October 5, 1984 

(y) DoD Directive 5122.5, "Assistant Secretary of Defense (Public Affairs)," June 15, 1982 

(z) DoD Directive 5145.1, "General Counsel of the Department of Defense," January 7, 1959
 
(aa) DoD Directive 5141.1, "Assistant Secretary of Defense (Program Analysis and Evaluation)," September 22,
 

1982 

(bb) DRB Memorandum 84-16, "Memorandum for Members of the Defense Resources Board (DRB), May 25, 1984 

(cc) DoD Directive 5148.2, "Assistant to the Secretary of Defense (Atomic Energy)," February 4, 1986 

(dd) DoD Directive 5138.3, "Assistant Secretary of Defense (Special Operations and Low-Intensity Conflict)," 

January 4, 1988 

(ee) DoD Directive 5106.1, "Inspector General of the Department of Defense," March 14, 1983 

(ff) DoD Directive 5158.1, "Organization of the Joint Chiefs of Staff and Relationships with the Office of the 

Secretary of Defense," May 1, 1985 

(gg) DoD Directive 5105.40, "Defense Mapping Agency," April 23, 1986 

(hh) DoD Directive 5105.19, "Director, Defense Communications (DCA)," August 10, 1978 

(ii) Joint Chiefs of Staff Pub. 1, "Department of Defense Dictionary of Military and Associated Terms," June 1, 

1987 

(jj) DoD Directive 5105.22, "Defense Logistics Agency," August 15, 1986 

E2. ENCLOSURE 2
 
DEFINITIONS
 

E2.1.1. Alternate Headquarters. An existing facility currently manned and capable of assigning essential 

emergency functions if the primary headquarters cannot operate or relocate. 

E2.1.2. Civil Defense. All those activities and measures designed or undertaken to: 

E2.1.2.1. Minimize the effects upon the civilian population caused, or that would be caused, by an 

attack upon the United States. 

E2.1.2.2. Deal with the immediate emergency conditions that an attack would create. 

E2.1.2.3. Make emergency repairs or restore vital utilities and facilities destroyed or damaged by 

an attack. 

E2.1.3. Control Organization. An organizational entity that is formed to continue operations and determine 

what portions of the total organization must be reconstituted first. 

E2.1.4. Crippling. The degree of destruction, disruption, and loss of life which, while not decisive, would 

raise serious questions as to the ability of the United States to recover and regain its former status. 

E2.1.5. Crisis Coordination Group (CCG). The CCG, which is a part of the CMS, consists of DoD 

Component members and civil Departments and Agencies who gather in the Crisis Coordination Center during a 

crisis for disseminating and coordinating timely information on key issues. 

E2.1.6. Crisis Management System (CMS). The CMS is a standby system that is activated by the USD(P), 

or authorized representative, during a crisis. The CMS facilitates the staffing process, and ensures that OSD senior 

staff officials are provided the mechanisms and procedures essential to enable them to perform their emergency 

management responsibilities. (See enclosure 3.) 

E2.1.7. Essential Emergency Functions. Those functions of the Federal Government that are necessary for 

performing the operations of the Government in wartime and that are indispensable to the conduct of assigned 

missions. 

E2.1.8. Executive Document. Any document requiring Presidential approval. 

819 ENCLOSURE 7
 



    

  

 

  

            

              

          

         

  

 

       

 

   

 

         

      

 

             

             

           

   

 

            

          

 

 

   

  

 

  

 

          

            

         

      

 

       

 

          

 

 

      

 

           

            

           

 

 

             

         

              

        

       

 

  

 

  

 

          

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

E2.1.9. Graduated Mobilization Response (GMR). (See definition E2.1.11., below.) The process by which 

the United States responds to early ambiguous or explicit warning of an emerging national security emergency, 

including preplanned incremental steps to react flexibly to a wide range of national security threats, and provide 

timely preparedness measures in the areas of force readiness, industrial base preparedness, operational requirements, 

and combat sustainability. 

E2.1.10. Legislative Document. Any document requiring congressional enactment or adoption. 

E2.1.11. Mobilization 

E2.1.11.1. The act of assembling and organizing national resources to support national objectives 

in time of war or other emergencies. 

E2.1.11.2. The process by which the Armed Forces, or part of them, are brought to a state of 

readiness for war or other national emergency. This includes activating all or part of the Reserve components as well 

as assembling and organizing personnel, supplies, and materiel. (See JCS Pub. 1 and DoD Directive 3020.26 

(references (ii) and (f)).) 

E2.1.12. National Emergency. A condition declared by the President or Congress by powers previously 

vested in them that authorize certain emergency actions to be undertaken in the national interest. 

E3. ENCLOSURE 3
 
THE OSD CMS
 

E3.1. GENERAL 

E3.1.1. The OSD CMS is a standby system to be activated at the call of the USD(P). The CMS enables the 

OSD to accomplish its essential emergency functions effectively in times of major national security crises, focusing 

primarily on those crisis management activities in which OSD principals below the level of the Secretary and the 

Deputy Secretary of Defense play the major roles. The CMS permits: 

E3.1.1.1. The rapid coordination of multiple actions. 

E3.1.1.2. The dissemination to OSD principals of all information essential to informed decision 

making. 

E3.1.1.3. The resolution of issues at the lowest appropriate levels. 

E3.1.1.4. The surfacing of coordinated recommendations to the Secretary of Defense for a 

decision or recommendation to higher authority. Additionally, the CMS provides a central focus for the Secretary of 

Defense and other OSD and DoD principals to determine the status of crisis-related activities for which the OSD is 

responsible. 

E3.1.2. Activation of the CMS does not alter existing lines of authority or responsibility within the 

Department of Defense. Senior OSD executives, the JCS, the Joint Staff, the Unified and Specified Commanders, 

and the Military Departments retain authority for their area of responsibility (to implement decisions and actions). 

The CMS facilitates the staffing process and ensures that the OSD senior staff officials are provided the information, 

mechanisms, and procedures essential to the discharge of their emergency management responsibilities. 

E3.2. ORGANIZATION. 

The basic CMS elements are as follows: 

E3.2.1. A Crisis Management Council chaired by the Secretary of Defense. 

820 ENCLOSURE 7
 



    

  

 

  

 

           

   

 

              

 

          

  

 

  

 

          

          

       

            

           

       

           

     

 

          

          

        

            

           

         

    

 

           

       

 

            

           

        

           

        

           

        

 

         

       

          

 

       

           

         

           

           

    

 

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

E3.2.2. Several functionally oriented boards and committees chaired at the USD or the ASD, and the 

DUSD or the DASD levels, respectively. 

E3.2.3. A Program Review Group (PRG) to support deliberations on planning, program, and budget issues. 

E3.2.4. A CCG to provide a central point of contact, information, and coordination within the OSD for 

crisis matters. 

E3.3. FUNCTIONING 

E3.3.1. The CMS boards and committees and the PRG meet at the call of their chairpersons to exchange 

information; deliberate on major crisis issues; and provide advice, coordination, and recommendations to their 

chairpersons. At meetings of the Crisis Management Council, OSD principals shall ensure that any dissenting views 

they may hold are presented to the Secretary of Defense. Similarly, the Secretary of Defense shall ask the 

Secretaries of the Military Departments to attend when Service interests are involved in the issues to be considered. 

The Secretaries of the Military Departments, the Service Chiefs, and the OSD principals shall continue to have 

direct and full access to the Secretary of Defense. The JCS shall advise the Secretary on matters within their 

statutory responsibilities, as they do now. 

E3.3.2. The CMS boards and committees have no intrinsic authority. They are designed to assist their 

chairpersons in the discharge of the responsibilities of those chairpersons. It is expected that the chairpersons and the 

executive secretaries shall convene only those members required to address the specific issues at hand. This may be 

less than, or more than, the nominal membership established for the board or committee. Although there may be a 

logical flow of functional issues from committees to boards, committees do not report to, nor are they supervised by, 

specific boards. The normal staff relationships among the OSD principals who chair the boards and committees 

continue to function in the crisis. 

E3.3.3. The PRG is the same group that supports the DRB during non-crisis activities. When functioning as 

part of the CMS, the PRG shall work directly for the Crisis Management Council. 

E3.3.4. After activation of the CMS, crisis-related staff activities requiring broad OSD attention shall be 

monitored by the CMS CCG. The CCG is comprised of representatives from the OSD Components and liaison 

officers from the Joint Staff, the Military Departments, appropriate DoD Agencies, and other Federal Departments 

and Agencies, depending on the nature of the crisis. The CCG provides timely dissemination of crisis information to 

appropriate offices; facilitates coordination within the OSD and between the OSD and other DoD Components and 

the civil sector of the Government; and maintains and briefs the status of crisis-related activities within the OSD. 

The CCG convenes in the OSD Crisis Coordination Center, Pentagon, Room 3C912. 

E3.3.5. The CCG representatives function essentially in coordination and information exchanging roles. 

There shall be issues arising that are within the authority of a CCG representative to resolve. The CCG staff 

representatives shall draw on their parent offices for support, guidance, and information, as required. 

E3.3.6. The OSD CMS is a dynamic system. The principal OSD CMS test and evaluation vehicle is the 

national security exercise program. Enhancements and adjustments are made both during and following each major 

exercise. In an actual national security emergency, the CMS equally shall be flexible in adjusting to the specifics of 

the crisis at hand. Recommendations for adjustments, improvements, or changes should be addressed to the Director, 

OSD Crisis Coordination Center, Office of the Deputy Under Secretary of Defense (Policy), Room 3C912, 

Pentagon, Washington, DC 20301-2000. 
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Department of Defense

DIRECTIVE
NUMBER 3025.13
September 13, 1985

ExS,~ DeD

SUBJECf Employment of Department of Defense Resources in Support of the United
States Secret Service

Reference' (a) DoD Directive, 3025.13, subject a, above, August 10, 1978 (hereby
canceled)

(b) Sections 1385 and 3056 oftille 18, United States Code, andPublic Law
90-331, 'To Authorize the United States Secret Service to Furnish
Protection to Maj or Presidential or Vi ce Presidential Candi dates.' June 6,
1968

(c) Public Law 94-524, 'Presidential Protection Assistance Act of 1976.'
October 17, 1976 (18 USC 3056)

(d) through (k), see enclosure 1

1. REISSUANCE AND PURPOSE

This Directive

1.1. Reissues reference (a) to include additional responsibilities regarding the
production, issue, use, and disposition of Explosive Ordnance Disposal (EOD) technician
credentials

1.2. Implements enclosure 2 by establishing DoD policy governing the use of DoD
res ource, to support the U. S. Secret Servi ce, Deparlm ent of the Treasury, in petforming
its protective duties under references (b) and (c)

1.3. Assigns responsi bilitie' to staff offi cial s for carrying out this Directive (s ee
section 4.)
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2. APPLICABILITY

ll1is Directive applies to the Office of the Secretary of Defense (OSD), the Military
Departments, the Organization of the Joint Chiefs ofStaff(OJCS), the Defense Agencies,
and the Unified and Specified Conunands (hereafter referred to collectively as the "000
Components"). TIle tenn "~'lilitary Services," as used herein refers to the Anny, the
Navy, the Air Force, and the Marine Corps.

3. POLICY

3.1. Logistics and other support, as defined in enclosure 2, will be provided only
upon request of the Director, U.S. Secret Scrvicc or an authorized representative. Such
support is an express exception to 18 U.S.C. 1385 (reference (b» and is authorized by 18
U.S.C. 3056 and P. L. 94-524 (references (b) and (c». \Vhen requested by the Director of
the U.S. Secret Service, Federal Departments and Agencies are directed 10 assist the
Secret Service in perfonning its statutory protective duties (000 Instmction 5030.34,
reference (d».

3.2. Public Law 94-524 (reference (c» provides that the support provided to the
Secret Service shall be made on a reimbursable basis, except when the Department of
Defense provides temporary assistance directly related to protecting the President, Vice
President, or other officer immediately in order of succession to the Office of the
Presidcnt.

3.2.1. Permanent support may only be provided upon advance written request
of the Director or Deputy Director of the Secret Service.

3.2.2. Moreover, every Department and Agency making expenditures (i.e.,
incurring costs) to support Secret Service protective duties shall transmit a detailed report
of such expenditures to Washington Headquarters Services (WHS) in accordance with
cnclosure 3, attachments E3.Al. and E3.A2.

3.2.3. These reporting procedures shall reinforce the principle that fiscal
accountability for public expenditures should reside in the agency having the authority to
obligate those expenditures.

3.3. All 000 persOlUlel assigned to assist the Secret Service shall be subject to
overall supervision of the Director, U.S. Secret Scrvice, or a designee, during thc duration
of the assiglUllent, in accordance with enclosure 2.

3.4. All requests by the Secret Service for 000 support (except EOD and Protective
Scrvices Support Personnel) for the Presidcnt and Vice President shall be submittcd to
the Office of the Director, White House Military Office, for approval.

2
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3.4.1. Except for aircraft support, the White House Military Office will route
such requests through the Office of the Executive Secretary of the Department of Defense
to the Secretary and Deputy Secretary of Defense.

3.4.2. Requests for aircra.ft approved by the White House Military Office will
be submitted to the Office of the Vice Chief of Sta.ff of the Air Force.

3.5. All requests by the Secret Service for support other than in paragraph 3.4.,
above, must be approved by the Executive Secretary, or a designee before such support is
provided, except thai:

3.5.1. Military commanders may approve lmd respond to urgent requests as
circulllsLancesjustify; however, all such cases will be reported to the Executive Secretary.

3.5.2. 000 communications support for the Secret Service will be provided by
the Director, Defense Communications Agency (DCA), in direct coordination with the
Secret Service. The Director, DCA, need not infonn the Executive Secretary of such
support, unless:

3.5.2.1. Secret Service communications requirements cannot be met
within DCA resources.

3.5.2.2. Illis support is provided according to the Secret Service's
responsibilities for protecting major Presidential candidates.

3.6. Within the Continental United States (CONUS), including Alaska, 000
support will be provided by the 1'lilitary Departments. TIle commanders of the Unified
Commands will provide support in those areas under their geographical jurisdiction. In
other areas of the world, support requirements will be tasked to a Military Department or
a Unified Command, based on proximity of available resources.

4. RESPONSIBILITIES

4.1. The Executive Secretary oCthe Department of Defense or an authorized
representative (see exception under paragraph 3.4., above):

4.1.1. Shal1 approve or disapprove Secret Service requests for 000 support in
accordance with enclosure 2.

4.1.2. Shal1 fOI\\'ard approved requests for 000 support to the Deputy Director
for Operations, National Military Command Center (NMCC). (See exception under
subparagraph 3.4.1., above.)

3
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4.1.3. Shall act as the point of contact for the Department of Defense in all
matters pertaining to 000 support of the Secret Service.

4.1.4. May designate a person(s) recommended by the Secretary of the
Military Department concented, in consultation with the Joint Chiefs of Staff (JCS), with
authority for approving Secret Service requests for support by the Military Department.
TIle designated person shall:

4.1.4.1. Direct his or her Departmenlto provide the support.

4.1.4.2. Notify the Executive Secretary of the action that has been taken.

4.1.5. Has departmental supervision over and establishes policies for the
production, issue, usc, and disposition of EOD credentials.

4.2. The Assistant SecretarY of Defense (Public Affairs) (ASO(PA», in response to
specific inquiries, may acknowledge that the Department of Defense is providing support
to the Secret Service but will let the Secret Service provide specific infonnation on
inquiries. News queries directed to DoD subordinate elements will be referred to the
Office of the Assistant Secretary of Defense (Public Affairs).

4.3. The Assistant Secretary of Defense (Comptroller) (ASD(C» shall provide
guidance to the 000 Components conceming accounting, reporting, and detennining
reimbursements for protective assistance support.

4.4. The Secretaries of the Militarv Departments and Directors of Defense Agencies
shall:

4.4.1. Provide Military Service resources in accordance with approved
instructions (see subparagraph 4.5.1., below).

4.4.2. Coordinate the use of resources under the operational control of the
Unified Commands with cognizant commanders ill instances when 000 support to the
Secret Service is of such magnitude as to limit the mission capability of the Unified
Commands.

4.4.3. Accumulate and report the full costs of resources used in providing
support services in accordance with the guidance provided in enclosure 3.

4.4.4. Submit claims for reimbursement for assistance provided in accordance
with Sections 6 and 8 of Pub. L. 94-524 (reference (c» to the Director, U.S. Secret
Service, U.S. Treasury Department, 1800 G Street, N.W., \Vashington, DC 20223.

4

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

826 ENCLOSURE 7 



    

  

 

  

DODD 3025.13, September 13, 1985

4.4.5. Submit reports of all costs incurred to support the U.S. Secret Service
covering semiarmual periods ending September 30 and March 31 to the Directorate for
Infonnatioll Opcrations and Rcports, Washington Hcadquartcrs Scrviccs, 1215 Jcffcrson
Davis Highway, Suite 1204, Arlington, VA 22202-4302. TIlese reports will be due on
the 45th calendar day or ne),.1 business day after the last day of the reporting period.
-nlese reports are assigned Report Control Symbol DD-Comp(SA)l 466. Supporting
schedules to the report will include:

4.4.5. 1. TIle person or officer receiving the support.

4.4.5.2. TIle dates the support was provided.

4.4.5.3. A description of the services provided (enclosure 3, section
E3.4.).

4.4.6. Request blmlk EGO credentials, DO Fom1 2335, "Explosive Ordnance
Disposal Technician" from the Execlltive Secretary, Department of Defense, \Vashington,
DC 20301-1000.

4.4.7. Ensure that only qualified EOD personnel are issued EOD credentials to
identify the be:u-er as an EGO technician assigned and authorized to support the U.S.
Secret Service.

4.4.8. Ensure that EGO credentials are controlled by a continuous receipt and
accounting system.

4.4.8.1. Because of the access givcn to a person with EGO credentials,
credentials will not be used or carried by a person except when on a Secret Service
support detail.

4.4.8.2. When not in usc, credentials and blank credential fomls will be
protected and stored in the same maruler as confidential material.

4.4.9. Report lost EGO credentials or blank credential fonns to;

4.4.9. 1. TIle Executive Secretary, Department of Defense, Washington,
DC 20301-1000.

4.4.9.2. U.S. Secret Service, Technical Security Division, Washington,
DC 20223.

4.4.9.3. Military law enforcement and intelligence otftcials.

5
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4.5. The National Militan' Command Center (NMCC), under the direction and
supervision of the JCS, shall:

4.5.1. Designate the appropriate Military DepartmentJUnified Command(s) to
provide 000 support and dispatch Directives for compliance by the
Department/Command concerned, unless the Department ha<; already been designated
under subparagraph 4.1.4., above.

4.5.2. Ensure that Secret Service requests for 000 support received outside of
llonnal duty hours are promptly given to the Executive Secretary or a designee and that
the Department/Command(s) concerned are alerted of the impending request(s).

4.5.3. Provide the Executive Secretary with infonnation on the action taken on
each Secret Service request for 000 support.

4.6. The Commanders of Unified Commands under the supervision of the .JCS shall
provide 000 support for the Secret Service in accordance with approved requests and
instructions (subparagraph 4.4.1., above).

5. PROCEDURES

5.1. For requests in support of the President and Vice President, see paragraph 3.4.,
above.

5.2. Other requests will nonnally be addressed through channels to the Executive
Secretary.

5.3. Outside ofnorn1al duty hours, requests may be received by the NMCC for
action and forwarding to the Executive Secretary.

6
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6. EFFECTIVE DATE AND Thil'LEMENTATION

Thi, Directive i, effective immediately. FOlWard two copies ofthe implementing
document, to the Executive Secretariat of Defense within 120 days

Willi"", H, Taft. IV
D~puty Secretary of Def~nse

Enclo,ure, - 3
E1. Reference" continued
E2. Inter-departmental Agreement Between the Department of Defense and the

Department ofthe Trea,ury Concerning s.cret S.rvice Protective Re,ponsibilitie,
E3. Guidance on Accounting, Reporting, and Detennining Reimbur,ement, for

Protective Assi,tance Support

7
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E 1. ENCLOSURE 1

REFERENCES. continued

(d) DoD Instmction 5030.34, "Agreement Between the United States Secret Service and
the Department of Defense Concerning Protection of the President and Other
Officials," October 27, 1981

(e) DoD 7220.9-1'1, "Department of Defense Accounting Manual," October 1983
(f) DoD 1338.1 O-M, "Manual for the Department of Defense Food Service Program,

November 22, 1978
(g) Joint Travel Regulations, Volumes 1 and 2, July 1, 1965
(h) DoD Instmction 7230.7, "User Charges," January 29,1985
(i) DoD 4500.36~R, "Management, Acquisition, and Use of Motor Vehicles," July 1981
(j) OMB Circular No. A-94, "Discount Rates to be Used in Evaluating Timc-Distributed

Costs and Benefits"
(k) AFR 76-11, "U.S. Govemment Rate Tariffs," September 9,1974
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E2. ENCLOSURE 2

INTERDEPARTMENTAL AGREEMENT BETWEEN THE DEPARTMENT OF
DEFENSE AND THE DEPARTMENT OF THE TREASURY

CONCERNING SECRET SERVICE PROTECTIVE RESPONSIBILITIES

I. Pumose of Agreement

For many years the Department of Defense has rendered valuable support to the Secret
Service, Department of the Treasury, to aid in discharging that Agency's statutory
protective responsibilities. TIle purpose of this agreement is to provide procedures for
and delineate in more specific tenns the logistical assistance and other support the
Department of Defense will provide 10 the Secret Service.

II. Support to be Provided by the Department of Defense to the United Stales Secret
Service

A. TIle Department of Defense shall, upon request, provide the Secret Service with
medical service, motor vehicle, communications, and such other support as may be
necessary to assist the Secret Service in the perfonnance of its protective functions.

B. The Department of Defense shall, upon request, make available appropriate
aircraft to transport Secret Service agents to destinations where persons entitled to Secret
Service protection intend to travel or do travel either within or outside the United States,
in the event commercial transportation is not available, readily obtainable, or
satisfactorily capable of meeting the requirement.

c. The Department of Defense shall, upon request, make available when
appropriate aircraft to transport Secret Service automobiles required by persons entitled
to Secret Service protection when such persons travel eithcr within or outside the United
States.

D. 'Ole Department of Defense shall, upon request, make available when
appropriate helicopters and other aircraft and crews to provide transportation to persons
entitled to Secret Service protection when such persons travel either within or outside the
United States and the Secret Service persOlUlel accompanying such persons.

(Page I of2 pages)
(Revision June 27,1968)

E. TIle Department of Defense shall, upon request, make available when
appropriate a sufficient number of helicopters and crews to accompany motorcades whcn
persons entitled to Secret Service protection travel within or outside the United States to

9 ENCLOSURE 2
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aid in the security ofthe motorcades by overhead surveillance and to assist in the event
motor vehicles containing protected persons should become immobilized.

III. Procedure for Requesting Assistance and Supervision of Department of Defense
Personnel Fmnishjng Support to the Secret Service

A. The SecretaI}' of Defense will designate an official within the office ofthe
SecretaI}' ofDefense who shall have the responsibility for providing the support required
by the Secret Service in accordance with the provisions of this agreement. Logistic and
other support will be provided only upon request by the Director of the Secret Service or
his authorized representative.

B. Requests for logistical support and other assistance shall be commtmicated to the
official designated by the SecretaI}' of Defense as soon as possible after the need for such
assistance is ascertained.

c. All Department of Defense personnel assigned to assist the Secret Service in
accordance with the provisions of this agreement shall, during the duration oftheir
assigmnent, be subject to overall supervision and direction of the Director, U.S. Secret
Service or his authorized representative.

e,nSLQ q,;9.f1'A
Secretilry .
Department of Defense

Date: ~'!tt' 14, \ct L R

10

Secretilry
Department of the Trea.ury

JUN 1l1S6~
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E3. ENCLOSURE 3

GUIDANCE ON ACCOUNTING REPORTING. AND
DETERMININGREMBURSEMENTS FOR PROTECTIVE ASSISTANCE SUPPORT

E3.1. GENERAL

'nlis guidance specifies the criteria for accounting mId reporting the use of resources by
the Depm1ment of Defense to support the Secret Service's protective functions and for
detennining and billing the reimbursable portion of such support. Each 000 Component
providing support to the Secret Service will provide criteria for implementing the
accounting, reporting, and billing requircmcnts. Qucstions and rccommcndcd solutions
or ch,mges to the guidance herein shall be referred to the Assistant Secretary of Defense
(Comptroller) (ASD(C)), or a designee, for consideration.

E3.2. ACCOUNTING

E3.2.1. General. When resources (e.g., services, equipment, facilities) are used to
support the Secret Service's protective functions, the full cost incurred by the Department
of Defense will be accumulated and recorded in the accounting books and records. Each
request for support by the Secret Service should be treated as a separate task and will be
separately costed. 11le cost of the support rendered or made available pursuant to a
Secret Service request is to be detemlined and accumulated regardless of whether the
support is on a pemmnent, temporary, reimbursable, or non reimbursable basis.

E3.2.2. Documentation. As a part of the Ilonnal administrative control procedures,
a copy of the Secret Service request or a statement of the requested support and the
official approval should be retaincd by thc organization providing the support. In
addition, the task request approval document or file shall be annotated to identify the
protectee(s) (i.e., person(s) designated by the Secret Service for protection) as well as the
date(s), location(s) of the support, and the 000 resources employed in providing such
support.

E3.2.3. Accounting System. TIle system used to account for the cost of support to
the Secret Service need be no different than the system management officials consider
adequate for the 110mlal administration and control of resources. When the accounting
system used by management has the capability to accumulate and distribute the indirect
costs incurrcd in providing thc support, including the indirect costs for thc overall
management of the activity (e.g., an industrial fund activity), this system should be used
to accumulate the indirect costs.

II ENCLOSURE 3
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E3.2.3.1. When the existing accounting system can be modified efficiently and
in a timely manner to provide for a systematic and rational indirect costing process that
would be bcneficial in thc day-to-day opcrations ofthc activity, this action should bc
taken.

E3.2.3.2. If management has 110 other recurring or significant use for an
accounting system that separately can identify direct and indirect costs, the Comptroller
of the 000 Component concerned will establish a memorandum costing or cost finding
system for activities providing support to the Secret Service.

E3.2.3.3. The system will include, as a minillllun:

E3.2.3.3.1. Adequate internal controls and criteria by which to distinguish
direct from indirect costs.

E3.2.3.3.2. Specific guidance for classifying by expense pool(s), local
indirect costs and developing an annual local overhead rale(s).

E3.2.3.3.3. Criteria for developing and disseminating an annual rate for
general and administrative expenses and any other allocable non-locally incurred
expenses.

E3.2.4. Costing. Costs shall be assigned to each task as outlined in subparagraphs
E3.2.4.1. through E3.2.4.11., below. 111ese are minimum requirements. Equivalent
practices or methods that are more accurate mId include all of the same cost elements
may be substituted:

E3.2.4.1. Military personnel costs will be based on hours worked times the
officer or enlisted man-hour rate (calculated on the alUlual composite shmdard rates as
detennined by the Military Departments) accelerated to cover leave, holiday, and certain
other personnel costs. TIle acceleration factors prescribed in Part II, Chapter 26,
AddendlUll 3, 000 7220.9-1\1 (reference (e» will be used.

E3.2.4.2. Civilian personnel costs will be based on hours worked times the
employee's basic hourly rate accelerated to cover leave and Government contributions.
Where the accounting system for civilian persOlUlel costs does 110t deternline acceleration
factors, the factors prescribed in Part II, Chapter 26, Addendum 3 of reference (e) will be
used.

E3.2.4.3. Subsistence provided by appropriated flmd dining facilities will be
costed at the meal rates in accordance with 000 1338.10-M (reference (f). The
surcharge will be applied to all meals to ensure full costing for food preparation and
service as well as the raw food costs.

12 ENCLOSURE 3
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E3.2.4.4. Quarters provided will be casted by the fumishing activity (civil
engineer or public works department and housing office records will be used to make an
estimate of cost). Costs will be based on the net paymcnts made by the quartered DoD
personnel such as visiting officer quarters (VOQ) payments.

E3.2.4.5. Personnel travel, transportation, per diem, and other authorized
personnel expenses, other than accumulated under subparagraphs E3.2.4.3. and E3.2.4.4.,
above, will be casted at the entitlement amounts authorized by the Joint Travel
Regulation, volumes 1 and 2 (reference (g)). Actual payment vouchers will be used
whenever available.

E3.2.4.6. Transportation of supplies, materials, and equipment will be costed at
amounts payable or paid or estimates if payable amounts are unavailable. Transportation
rates should be requested from the Military Traffic Management Command in order to
make reasonable estimates.

E3.2.4.7. Consumable materials and supplies will be costed at the standard
catalog price.

E3.2.4.8. Loaned plant and equipment (investment items other than aircraft)
will be costed based on computing an annual rent, which will be the sum of the annual
depreciation plus interest on the investment. TIle amOlmt of interest on the investment is
detennined by applying lhe interest rate to the net book value, which is acquisition cost
plus cost of additiOilS less depreciation. -nle interest rate published in OMS Circular A
94 (reference (j)) (currently at a 10 percent annual rate) will be used. (See DoD
lnstmction 7230.7 (reference (11)).)

E3.2.4.9. Contractual services will be casted at the acquisition price for the
goods or services provided, plus the cost of any related contract administration.

E3.2.4.IO. 000 fixed-wing aircraft usage will be casted at the Govermnent
rates published by the Air Force in AFR 76-11 (reference (k)). Helicopter usage will be
casted at the Government rate published annually by the ASD(C) (i.e., ASO(C)
memorandum, September 29, 1984). Rates for any aircraft not listed in these documents
will be furnishcd by HQ USAF/ACMCA, Room 40184, The Pentagon, Washington, DC
20330-5018, upon request.

E3.2.4.11. Motor vehicle usage will be costcd at the averagc rate per mile,
obtainablc from the latest motor vehicle report of the 000 Component, which is prepared
in accordance with 000 4500.36-R (reference (i)).

13 ENCLOSURE 3
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E3.3. REIMBURSEMENTS

E3.3.1. General

E3.3.1.1. All support requested by the Secret Service for carrying out its
protective mission is reimbursable unless otherwise stated in Pub. L. 94-524 (reference
(c» (i.e., certain temporary support). Reimbursement under this Directive will also be
based on incremental costs incurred as stated in Pub. L. 94-524. 111is differs from nonnal
interagency reimbursement practices that call for reimbursement for all costs incurred in
providing services that are beyond an Agency's mission.

E3.3.1.2. A bill will be prepared and submitted for all reimbursable support
fumished to the Secret Service and an account receivable record will be prepared in
accordance with Part II, Chapter 26 of the DoD 7220.9-M (reference (e»). Bills should be
computed by task on a monthly basis and rendered within 30 days after the end of the
month during which the support was provided. When the accumulated amOLmt of the
reimbursement during a fiscal quarter is under $100, the "waiver of reimbursement"
procedure in Part II, Chapter 26, paragraph C of the Manual may be applied.

E3.3.2. Criteria. The following criteria will be used to detemline which support to
the Secret Service is reimbursable.

E3.3.2.1. An authorized Secret Service official must have requested the
support for their protective mission either orally or in writing. Requests for pennanent
support must be in writing.

E3.3.2.2. An authorized DoD representative must have approved the request.

E3.3.2.3. Pennanent support tasks are reimbursable.

£3.3.2.4. Temporary support tasks are reimbursable, except for:

E3.3.2.4.I. Support to the Secret Service in its duties directly related to
protecting the President or the Vice President or other officials in succession to the Office
of the President.

E3.3.2.4.2. Support of general purpose non·protective services ordinarily
supplied to the President or Vice President (i.e., the existing un-reimbursed services stich
as nonnal communications and transportation that are outside of the protective
assignment of the Secret Service). This support would not be requested by the Secret
Service.
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£3.3.3. Documentation. Documentation of Secret Service requests or the 000
authorization of reimbursements for services shall comply with the criteria in
subparagraphs E3.3.2.1. and E3.3.2.2., above. Either the request or approval should
classify support as pennanent or temporary and, if the latter, whether covered by the
exceptions in subparagraph E3.3.2.4., above..Any support provided to the Secret Service
in carrying out its protective mission at its request that is not exempted is reimbursable.

£3.3.4. Computation

£3.3.4.1. The intent of Pub. L. 94-524 (reference (c» is to make the Secret
Service accountable for the funds it has available to carry out its protective services by
requiring reimbursement for support provided to it. In computing the cost of
reimbursable support to be billed, the amount included in the 000 cost accumulation
process will be used, except as limited by the following paragraph. Each 000
Component shall ensure that its reimbursement computation practices adhere to the fiscal
responsibilities specified in reference (c).

£3.3.4.2. For support provided in all situations, other than that described in
subparagraph £3.3.2.4., above, the amounts to be reimbursed for services, equipment,
and facilities shall include identifiable costs that are above the costs to the 000
Component (subparagraph E3.3.4.2.1., below).

E3.3.4.2.1. For example, the reimbursement computation would include
salaries of 000 personnel who are providing pemWIlent Sllpp011 to the Secret Service,
such as a pemlanent guard detail. ll1is would not include the salaries of 000 personnel
who are providing temporary support but remain under the overall control of their parent
Service or agency (see enclosure 2, III.C.), such as an Anny bomb disposal squad
assigned to protect a Presidential candidate for a short period of time.

£3,3.4.2.2. In addition, the reimbursable cost would include aircraft
opcration and maintenance costs, rental cars, and travel costs incurred by a 000
Component as a direct result of providing temporary support to Secret Service protective
functions. Also, the costs of acquiring and installing authorized facilities and equipment,
such as fences and electronic devices, which will be used for protective pllflJoses on a
permanent basis, are reimbursable.
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E3.4. REPORTING

Costs of DoD resources expended to support the U.S. Secret Service's protective
functions will be accumulated by task. All costs incurred will be reported in accordance
with the fomlUts prescribed in attachments E3.AI. and E3.A2. of this enclosure and
submitted as required by subparagraph 4.4.5. of this Directive.
Attachments - 2

E3.AI. Summary Fommt for Reporting DoD Costs in Support of Secret Service for
Protective Assistance

E3.A2. Detailed Infomlation and Cost of DoD Resources Used to Support Secret
Service Protective Assistance Operations
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E3.A I. AnACHMENT I TO ENCLOSURE 3

SUMMARY FORMAT FOR REPORTING DoD COSTS IN SUPPORT OF SECRET
SERVICE FOR PROTECTIVE ASSISTANCE
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E3.A2. ATTACHMENT 2 TO ENCLOSURE 3

OETAILEO iNFORMATION AND COST OF DoD RESOURCES USED TO
SUPPORT SECRET SERVICE PROTECTIVE ASSISTANCE OPERATIONS
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Department of Defense

DIRECTIVE
NUMBER 3025.15
February 18, 1997

ASD(S0ILIC)

SUBJECf :Military Assistance to Civil Authorities

Reference' (a) Secretary of Defense Memorandum, ":Military Assistance to Civil
Authorities," December 12, 1995 (hereby canceled)

(b) Deputy Secretary of Defense Memorandum, "Support of Civil
Authorities in Airplane Hijacking Emergencies," July 29, 1972 (hereby
canceled)

(c) AR 385-70/AFR 55-13/0PNAVINST 3710 18B, "Unmanned Free
Balloons and Kites, and Unmanned Rockets," December 13, 1965
(hereby canceled)

(d) DoD Directive S-5210.36, "Provision of DoD Sensitive Support to DoD
Components and ether Departments and Agencies of the U.S
Government," June 10, 1986

(e) through (q), ,ee enclosure 1

1. PURPOSE

This Directive

1. 1. Establishes DoD policy and as signs responsi bilities for provi ding military
assistance to civil authocities

1.2 Supersedes reference (a)

1.3 Cancel, references (b) and (c)

2. AFPLICABIUTY AND SCOPE

This Directive
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2.1. Applies to the Office of the Secretary of Defense (OSD), the Military
Departments, the Chairman of the Joint Chiefs of Staff, the Combatant Commands, the
Office of the Inspector General of the Department of Defense, the Defense Agencies, and
the DoD Field Activities (hereafter referred to collectively as "the DoD Components").
The term "Military Services," as used herein, refers to the Army, the Navy, the Air Force,
the Marine Corps, and the Coast Guard (when it is operating, or planning for operations,
as a Service in the Navy).

2.2. Governs all DoD military assistance provided to civil authorities within the 50
States, District of Columbia, Commonwealth of Puerto Rico, U.S. possessions and
territories, or any political subdivision thereof, including sensitive support requests under
reference (d), civil disturbances under DoD Directive 3025.12, protection of key assets
under DoD Directive 5160.54, DoD responses to civil emergencies under DoD Directive
3025.1, acts or threats of terrorism under DoD Directive 2000.12, and requests for aid to
civil law enforcement authorities under DoD Directive 5525.5 (references (e) through
(i)).

2.3. Does not apply to military service community affairs programs or innovative
readiness training (formerly called "civil-military cooperative action programs").

2.4. Does not apply to the Inspector General of the Department of Defense, the
Defense Criminal Investigative Service, or the military criminal investigative
organizations (MCIOs) when they are conducting joint investigations with civil law
enforcement agencies of matters within their respective jurisdictions, using their own
forces and equipment. Support by other components of the Department to such joint
investigations is covered by this Directive.

3. DEFINITIONS

Definitions used in this Directive are defined in enclosure 2.

4. POLICY

It is DoD policy that:

4.1. The Department of Defense shall cooperate with and provide military
assistance to civil authorities as directed by and consistent with applicable law,
Presidential Directives, Executive orders, and this Directive.

4.2. All requests by civil authorities for DoD military assistance shall be evaluated
by DoD approval authorities against the following criteria:

4.2.1. Legality (compliance with laws).

2
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4.2.2. Lethality (potential use oflethal force by or against DoD Forces).

4.2.3. Risk (safety of DoD Forces).

4.2.4. Cost (who pays, impact on DoD budget).

4.2.5. Appropriateness (whether the requested mission is in the interest of the
Department to conduct).

4.2.6. Readiness (impact on the Department of Defense's ability to perform its
primary mission).

4.3. The Secretary of the Army is approval authority for emergency support in
response to natural or man-made disasters, as specified by this Directive.

4.4. The Secretary of Defense retains approval authority for support to civil
authorities involving: use of Commander in Chief (CINC)-assigned forces (personnel,
units, and equipment) when required under paragraph 4.5., below; DoD support to civil
disturbances; DoD responses to acts of terrorism; and DoD support that will result in a
planned event with the potential for confrontation with specifically identified individuals
and/or groups or will result in the use oflethal force. Nothing in this Directive prevents a
commander from exercising his or her immediate emergency response authority as
outlined in DoD Directive 3025.1 (reference (g)).

4.5. With the exception of immediate responses under imminently serious
conditions, as provided in subparagraph 4.7.1., below, any support that requires the
deployment of forces or equipment assigned to a Combatant Command by Secretary of
Defense Memorandum (reference (j)), must be coordinated with the Chairman of the
Joint Chiefs of Staff. The Chairman shall evaluate each request to use Combatant
Command forces or equipment to determine ifthere is a significant issue requiring
Secretary of Defense approval. Orders providing assistance to civil authorities that are
approved by the Secretary of Defense involving the use of Combatant Command forces
or equipment shall be issued through the Chairman of the Joint Chiefs of Staff. Upon
Secretary of Defense approval, the Secretary of the Army, when designated "the DoD
Executive Agent," shall implement and oversee DoD support in accordance with such
approved orders.

4.6. This Directive does not address non-Federalized National Guard assets in
support of local and/or State civil agencies approved by the Governor. However, there
exists potential for such deployments to result in confrontation, use oflethal force, or
national media attention. Therefore, the Director of Military Support (DaMS) shall keep
the Chairman of the Joint Chiefs of Staff and the Secretary of Defense informed of such
support.

3
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4.7. Requests for military assistance should be made and approved in the following
ways:

4.7.1. Immediate Response. Requests for an immediate response (i.e., any
form of immediate action taken by a DoD Component or military commander to save
lives, prevent human suffering, or mitigate great property damage under imminently
serious conditions) may be made to any Component or Command. The DoD
Components that receive verbal requests from civil authorities for support in an exigent
emergency may initiate informal planning and, if required, immediately respond as
authorized in DoD Directive 3025.1 (reference (g)). Civil authorities shall be informed
that verbal requests for support in an emergency must be followed by a written request.
As soon as practical, the DoD Component or Command rendering assistance shall report
the fact of the request, the nature of the response, and any other pertinent information
through the chain of command to the DoD Executive Secretary, who shall notify the
Secretary of Defense, the Chairman of the Joint Chiefs of Staff, and any other appropriate
officials. If the report does not include a copy of the civil authorities' written request, that
request shall be forwarded to the DoD Executive Secretary as soon as it is available.

4.7.2. Loans of Equipment, Facilities, or Personnel to Law Enforcement.
Requests for loans of equipment, facilities, or personnel made by law enforcement
agencies, including the Coast Guard when not acting as part of the Navy, other than
requests made under subparagraph 4.7.1., above, shall be made and approved in
accordance with DoD Directive 5525.5 (reference (i)), but at a level no lower than a flag
or general officer, or equivalent civilian, with the following exceptions:

4.7.2.1. The Secretary of Defense is the approval authority for any
requests for potentially lethal support (i.e., lethal to the public, a member of law
enforcement, or a Service member) made by law enforcement agencies. Lethal support
includes: loans of arms; combat and tactical vehicles, vessels or aircraft; or ammunition.
It also includes: all requests for support under 10 U.S.C. 382 and 18 U.S.C. 831
(references (k) and (I)); all support to counter-terrorism operations; and all support to law
enforcement when there is a potential for confrontation between law enforcement and
specifically identified civilian individuals or groups.

4.7.2.2. The Secretary of Defense is the approval authority for all
assistance with the potential for confrontation between Department personnel and civilian
individuals or groups.

4.7.2.3. If a DoD Component has a question on the appropriateness or
legality of providing requested support, such requests shall be forwarded to the Secretary
of Defense for review and approval.

4.7.2.4. Orders approved by the Secretary of Defense under this
paragraph shall be processed, as prescribed in subparagraph 4.7.3.5., below.

4
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4.7.3. Support for Civil Disasters

4.7.3.1. When the Department of Defense is called upon to respond to
civil emergencies (i.e., natural or man-made disasters) other than terrorism, and subject to
paragraph 4.5., above, the Secretary of the Army, as the DoD Executive Agent for the
Secretary of Defense, is the approval authority for emergency support, as provided in
DoD Directive 3025.1 (reference (g)).

4.7.3.2. A request for civil disaster support shall be made to the DOMS.

4.7.3.3. The DOMS, in coordination with the Director of Operations of
the Joint Staff, shall review a support request to determine recommended courses of
action that may be taken in response to the request. If approval of the Secretary of
Defense is not required under paragraph 4.5. or subparagraph 4.7.2., above, or because
support can be met by the Military Services or Defense Agency assets, DOMS shall
submit the request for assistance, with recommended execute orders, to the Secretary of
the Army for approval and subsequent tasking of the appropriate DoD Components, in
accordance with DoD Directive 3025.1 (reference (g)). Ifbased on initial coordination
with the Director of Operations, Joint Staff, Secretary of Defense approval is required (as
provided in paragraph 4.5., above), DOMS shall develop and staff recommended execute
orders and obtain concurrences or comments from appropriate DoD offices and the
Secretary of the Army before forwarding the request, through the Chairman of the Joint
Chiefs of Staff, to the Secretary of Defense for approval.

4.7.3.4. Requests for loans of equipment, facilities, or personnel by law
enforcement agencies shall be processed under subparagraph 4.7.2., above.

4.7.3.5. All orders approved by the Secretary of Defense shall be issued
by DOMS upon the Chairman of the Joint Chiefs of Staff verification of such approval,
and all orders approved by the Secretary of the Army acting as Executive Agent for the
Secretary of Defense shall be issued through the DOMS to the appropriate DoD
Component for execution, in accordance with DoD Directive 3025.1 (reference (g)).
Such orders shall provide for post-deployment management of the Department's response
by the Secretary of the Army, as the DoD Executive Agent for the Secretary of Defense.

4.7.4. Support for Domestic Civil Disturbances. The employment of active
duty military forces in domestic civil disturbances may be requested only by the
President or Attorney General and authorized only by the President. When requested by
the Attorney General and approved by the Secretary of Defense or when authorized by
the President, the Secretary of Defense shall employ active Federal military forces under
rules of engagement approved by General Counsel of the Department of Defense (GC,
DoD) and the Attorney General. The Secretary of the Army, as Executive Agent for the
Secretary of Defense, and with the advice and assistance of the Chairman of the Joint
Chiefs of Staff, and the DOMS, shall direct the required DoD assistance, in accordance
with DoD Directive 3025.12 (reference (e)), DoD Directive 5160.54 (reference (f)), and
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DoD Directive 3025.1 (reference (g)), unless otherwise directed by the Secretary of
Defense. The Secretary of the Army, in coordination with the Chainnan of the Joint
Chiefs of Staff, shall at all times maintain contingency plans, with rules of engagement
approved by the Department of Justice, for use in civil disturbance situations.

4.7.5. Support for Domestic Counter-terrorism Operations. The employment
ofU. S. military forces in response to acts or threats of domestic terrorism may be
requested only by the President (or in accordance with Presidential Decision Directives)
and must be authorized by the President. All requests for assistance in responding to acts
or threats of domestic terrorism must also be approved by the Secretary of Defense.

4.7.5.1. Infonnal action on counter-terrorist support requests shall
nonnally be requested by contacting the Assistant Secretary of Defense for Special
Operations and Low Intensity Conflict (ASD(SO/LIC)), who shall review such requests
or actions from a policy perspective. Following the policy review, the infonnal request
will be passed to the Joint Staff for operational analysis. Any requests requiring
consequence management preparation shall be coordinated between the Joint Staff and
DOMS staff.

4.7.5.2. When a fonnal or infonnal request for support is made, or the
ASD(SO/LIC) detennines that such a request is imminent, the ASD(SO/LIC) shall
establish a Crisis Coordination Group (consisting of, at a minimum, representatives from
the Office of the ASD(SO/LIC), Office of the Under Secretary of Defense (Comptroller)
(USD(C)), Department of the Army, Joint Staff, and the office of the GC, DoD, to
coordinate and integrate all aspects of the DoD response actions. Before submission of a
request to the Secretary of Defense for approval, all crisis management requests shall be
coordinated by the ASD(SO/LIC) with the GC, DoD and the USD(C), and shall be
submitted to the Under Secretary of Defense for Policy (USD(P)) for a policy review.

4.7.5.3. The Secretary of Defense shall manage the Department of
Defense's response to any acts or threats of terrorism.

4.7.5.4. The Chainnan of the Joint Chiefs of Staff shall assist the
Secretary of Defense when he or she is implementing the DoD operational response to
acts or threats of terrorism. The Chainnan of the Joint Chiefs of Staff shall at all times
maintain contingency plans for use in counter-terrorism situations.

4.7.5.5. The Secretary of the Army, as the DoD Executive Agent of the
Secretary of Defense for civil emergencies, shall direct and execute DoD consequence
management assistance, in accordance with DoD Directive 3025.1 (reference (g)) and
applicable Presidential Decision Directives, unless otherwise directed by the Secretary of
Defense. The Secretary of the Army shall be assisted by the DOMS.

4.7.6. Sensitive Support Operations. Requests for sensitive support to civil
authorities shall be governed by DoD Directive S-5210.36 (reference (d)).
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4.7.7. Counter-drug Operational Support. Counter-drug operational support is
not covered by this Directive.

4.8. Requests for any support that may require the approval of the Secretary of
Defense shall be made in writing to the DoD Executive Secretary. Exceptions to this
general rule are, as follows:

4.8.1. Requests made by the Federal Emergency Management Agency for
disaster support (other than support required by a response to a terrorist event) shall be
made to the DOMS, who shall promptly notify the Executive Secretary.

4.8.2. Requests for sensitive support shall be made in accordance with DoD
Directive S-5210.36 (reference (d)).

4.8.3. Requests for immediate support under imminently serious conditions
made under subparagraph 4.7.1., above may be made to the nearest DoD Component or
military commander. Verbal requests shall be reduced to writing, and the DoD
Component or military commander who approved the support shall forward that request
to the DoD Executive Secretary of the Department of Defense as soon as possible after
receipt.

4.9. Requests for support that are received by a DoD Component, other than the
approval authority specified in section 4., above, shall be promptly forwarded by the
receiving DoD Component to the approval authority or, if the approval authority cannot
be determined, to the DoD Executive Secretary of the Department of Defense.

4.10. All requests for support from other Federal Agencies must be in writing. Each
request for non-reimbursable support must provide a legal and factual justification for a
waiver of reimbursement. All other requests must be accompanied by a fund citation
pursuant to the "Economy Act" (reference (m)) or other reimbursement mechanism.

4.11. All requests for non-reimbursable support made by another Federal Agency
must be approved by the Secretary of Defense. Upon receipt of such a request, the DoD
Executive Secretary shall notify the Secretary of Defense and shall also forward copies to
the USD(P), the USD(C), and the GC, DoD.

4.12. All requests for support from State and local agencies must be in writing.
Each request for non-reimbursable support must provide a legal and factual justification
for a waiver of reimbursement. All other requests must be accompanied by a statement
that reimbursement will be made. Requests for non-reimbursable support made by State
or local civil authorities shall be approved as provided in DoD Directive 5525.5
(reference (i)).
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5. RESPONSIBILITIES

5.1. The Under Secretary of Defense for Policy shall:

5.1.1. Develop, coordinate, and oversee the implementation of policy for DoD
assistance to civil authorities; and, in coordination with the GC, DoD, shall ensure that
such assistance is in compliance with applicable law, Presidential Directives, Executive
orders, and DoD Directives and CONPLANS and/or functional plans.

5.1.2. Ensure that the Deputy to the USD(P) for Policy Support shall:

5.1.2.1. Provide policy oversight for DoD responses to civil disturbances
and civil emergencies pursuant to DoD Directive 5160.54 (reference (f)) and DoD
Directive 3025.1 (reference (g)), respectively.

5.1.2.2. Coordinate with the ASD(SO/LIC) on matters covered by
subparagraph 5.1.3.1., below, as appropriate.

5.1.3. Ensure that the ASD(SO/LIC) shall:

5.1.3.1. Exercise policy oversight for and make recommendations on the
use of U.S. counter-terrorism special mission units, pursuant to DoD Directive 3025.12
(reference (e)).

5.1.3.2. Serve as the primary informal DoD entry point and coordination
and policy review office for all actions dealing with counter-terrorism crisis management,
to include DoD responses to terrorism incidents, including weapons of mass destruction
(WMD).

5.1.3.3. Serve as the DoD coordination and policy review office for all
actions dealing with domestic civil authorities on matters that involve combating
terrorism.

5.2. The Under Secretary of Defense for Personnel and Readiness shall:

5.2.1. In coordination with the GC, DoD, develop, coordinate, and oversee the
implementation of policy for all DoD non-counter-drug support to civil law enforcement
authorities in accordance with DoD Directive 5525.5 (reference (i)) and as prescribed
herein.

5.2.2. Coordinate long-range policies and procedures that govern the provision
of non-emergency, non-counter-drug support to civilian law enforcement agencies or
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authorities in order to further DoD cooperation with public safety agencies under
reference (i).

5.3. The Under Secretary of Defense (Comptroller) shall issue guidance for the
funding of all DoD training and exercises involving DoD support to civil authorities, and
shall designate the appropriate DoD office and/or command to consolidate DoD costs
associated with DoD responses under the provisions of this and supporting DoD
Directives.

5.4. The General Counsel ofthe Department of Defense shall coordinate with and
advise the USD(P), the Under Secretary of Defense for Personnel and Readiness
(USD(P&R)), the Chairman of the Joint Chiefs of Staff, and other DoD officials, as
appropriate, to ensure DoD military assistance to civil authorities is consistent with
applicable law, Presidential Directives, Executive orders, and DoD Directives.

5.5. The Under Secretary of Defense for Acquisition and Technology shall ensure
that the Assistant to the Secretary of Defense for Nuclear and Chemical and Biological
Defense Programs shall:

5.5.1. Serve as the technological advisor to the Secretary of Defense, the OSD
Principal Staff Assistants, and the Secretary of the Army when designated as the DoD
Executive Agent, on radiological accidents and WMD incidents, and terrorist incidents
involving chemical and biological agents; system characteristics, composition, and safety
features; inter-departmental technical responsibilities and the Federal radiological
emergency response system; and technical capabilities of the various Federal response
elements.

5.5.2. Ensure that all technological support provided under the Joint Chemical
and/or Biological Defense Program and by the Defense Special Weapons Agency is
coordinated with responsible Federal consequence and crisis management agencies and
the GC, DoD, and is in compliance with applicable law, Presidential Directives,
Executive orders, and DoD Directives and CONPLANS and/or functional plans.

5.6. The Assistant Secretary of Defense for Command, ControL Communications,
and Intelligence, shall exercise policy oversight and provide coordination or
recommendations concerning the use of DoD intelligence, information systems, and
telecommunications assets in response to requests for assistance from civil authorities.

5.7. The DoD Executive Secretary shall be the principal OSD official responsible
for keeping the Secretary of Defense and cognizant senior OSD officials informed of
emergency and routine DoD military assistance requests from civil authorities, and shall
be the DoD office of record for all such assistance, to include all relevant memoranda of
understanding or agreement negotiated between the DoD Components and any external
agency under DoD Instruction 4000.19 (reference (n)). The DoD Executive Secretary
shall establish specific procedures to carry out those responsibilities.

9
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5.8. The Secretary of the Anny shall:

5.8.1. Serve as the DoD Executive Agent and act for the Secretary of Defense
for the development of planning guidance, implementation, and procedures as delineated
in DoD Directives 3025.12, 3025.1 (references (e) and (g)), and this Directive. In the
event Combatant Command-assigned forces or equipment are not required, the Secretary
of the Army, as the DoD Executive Agent, may task the DoD Components directly to
provide support. For requests of forces assigned to the Combatant Commands, the
DOMS, as directed by the DoD Executive Agent, shall develop an execute order for
submission through the Joint Staff to the Chairman of the Joint Chiefs of Staff to the
Secretary of Defense, if required under paragraph 4.5. or subparagraph 4.7.2., above, for
approval. Upon such approval, the Secretary of the Anny shall direct and implement
DoD support, in accordance with such approved orders.

5.8.2. Maintain a dedicated staff, established under the DOMS, to assist in
carrying out assigned DoD Executive Agent responsibilities for responding to any of the
following: civil disturbances, and civil emergencies, including disasters resulting from
terrorism incidents involving WMD. Identify, in coordination with the Chairman of the
Joint Chiefs of Staff, full-time positions in the DOMS staff that are designated joint
critical and necessary augmentation from the Joint Staff to reinforce the DOMS staff in
the event such is needed during a crisis.

5.8.3. When forces assigned to the Combatant Commands are required for
responses to civil disturbances and civil emergencies (natural or man-made disasters),
provide, through the DOMS, to the Chairman of the Joint Chiefs of Staff all initial orders
and subsequent orders modifying the forces required or rules of engagement to determine
if Secretary of Defense approval is required under paragraph 4.5. or subparagraph 4.7.2.,
above. After approval by either the Secretary of Defense or the Secretary of the Army,
direct and implement such orders. Nothing in this Directive shall prevent a commander
from exercising his or her immediate emergency response authority, as outlined in
reference (g).

5.8.4. Approve the deployment and employment of Military Department,
Defense Agency, and DoD Field Activity resources, and transmit appropriate orders
directing such deployment and employment in DoD responses to natural or man-made
disasters that do not include forces assigned to the Combatant Commands.

5.8.5. Assist the Secretary of Defense as the DoD Executive Agent for civil
emergencies (disaster consequence management) during the consequence management
phase of terrorist incidents.

5.9. The Secretaries ofthe Military Departments shall:

5.9.1. Provide military support to civil authorities, in accordance with this
Directive.

10
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5.9.2. Ensure internal compliance with the approval authorities and execution
procedures contained in this Directive when providing military assistance to civil law
enforcement authorities.

5.9.3. Inform the Chairman of the Joint Chiefs of Staff and the USD(P&R) of
any military support provided to civil authorities that affects readiness of military forces.

5.9.4. Ensure that all technological support provided to civil authorities is
coordinated with responsible DoD offices of primary responsibility within the OSD.

5.10. The Chairman of the Joint Chiefs of Staff shall:

5.10.1. Advise the Secretary of Defense on operational policies,
responsibilities, and programs on the provision of military assistance to civil authorities.

5.10.2. Review all requests or proposals for DoD military assistance to civil
authorities that involve the operational deployment and employment offorces (personnel
and equipment), assigned to the Combatant Commands, as defined in Secretary of
Defense Memorandum (reference (j)).

5.10.3. Forward, if required under paragraph 4.5. or subparagraph 4.7.2.,
above, for Secretary of Defense approval, all requests for support, operational
deployment and execution orders for the deployment and employment offorces assigned
to the Combatant Commands to assist civil authorities.

5.10.4. Assist the Secretary of Defense when he or she is implementing DoD
operational responses to threats or acts of terrorism.

5.10.5. Coordinate with the GC, DoD, and the USD(P) to ensure that DoD
operational procedures for responding to threats or acts of terrorism comply with
applicable law, Presidential Directives, Executive orders, this Directive and other DoD
guidance.

5.10.6. Assist the Secretary of the Army, in his or her DoD Executive Agent
responsibilities for civil disturbance and disaster support and management, in developing
planning guidance for providing military assistance to civil authorities under all
conditions of war or attacks on the United States or its territories. Facilitate
communications on such matters with the Commanders of the Combatant Commands, as
appropriate; such communications will normally be transmitted through the DaMS,
unless the Secretary of Defense directs otherwise.

5.10.7. To the extent feasible, ensure that the plans and operations for military
support to civil authorities are compatible with other military plans. Inform the Secretary
of Defense when such compatibility cannot be achieved or when plans and operations for

11
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military support to civil authorities will adversely affect military readiness. Adverse
affects on military readiness shall also be reported to the USD(P&R).

5.10.8. Assist Commanders of the Combatant Commands to meet their
operational requirements for providing military assistance to civil authorities that has
been approved and directed by the Secretary of Defense.

5.10.9. Assistthe Secretary of the Army in identifying select full-time
positions as joint critical and designating Joint Staff members to augment the DOMS
staff during a crisis to ensure the DOMS staff has adequate joint and Joint Staff
expertise. In coordination with the DOMS, establish procedures for gaining approval for
and directing the execution of DoD assistance to civil authorities by forces assigned to
the Combatant Commands.

5.10.10. As part of the Chairman of the Joint Chiefs of Staff Exercise
Evaluation Program, assess combatant command exercises that focus on military
operational support for civil authorities to ensure that j oint doctrinal and interoperability
issues and appropriate lessons learned are captured.

5.11. The Heads of the DoD Components responsible for related DoD issuances,
concept plans, and memoranda of understanding or agreement with external agencies
shall ensure that such documents are in full compliance with this Directive.

6. INFORMATION REOUIREMENTS

6.1. The USD(C) shall establish procedures to capture financial costs and types
and/or amount of support provided to civil authorities. Procedures shall include methods
to obtain reimbursement from civil authorities, as appropriate.

6.2. Quarterly reports of support provided or denied shall be forwarded to the
Executive Secretary for information. Support provided to civilian law enforcement
authorities and agencies by the DoD Criminal Investigative Organizations under DoD
Directive 5525.7 (reference (0)) shall be reported annually to the DoD Executive
Secretary. Readiness issues shall be forwarded to the Chairman of the Joint Chiefs of
Staff and the USD(P&R) for assessment and to the DoD Executive Secretary for
information.

6.3. DoD Directive 8910.1 (reference (p)) establishes policy for managing and
controlling information requirements. DoD 891O.1-M (reference (q)) provides
procedures for establishing, revising, and canceling information requirements; obtaining
information from the public, non-DoD Federal Agencies, and the DoD Components; and
operating reports management programs.

12
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7. EFFECTIVE DATE

Thi, Directive i, effective immediately

Enclo,ure, - 2
E 1 Reference" continued
E2. Definitions

13
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John P. ile
Deputy Secretary of Defense
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E1. ENCLOSURE 1

REFERENCES, continued

(e) DoD Directive 3025.12, "Military Assistance for Civil Disturbances (MACDIS),"
February 4, 1994

(f) DoD Directive 5160.54, "DoD Key Assets Protection Program (KAPP)," June 10,
1994

(g) DoD Directive 3025.1, "Military Support to Civil Authorities (MSCA)," January 15,
1993

(h) DoD Directive 2000.12, "DoD Combating Terrorism Program," September 15,1996
(i) DoD Directive 5525.5, "DoD Cooperation with Civilian Law Enforcement

Officials," January 15, 1986
(j) Secretary of Defense Memorandum, "Forces for Unified Command-FY 1996,"

November 18, 1995
(k) Sections 382 and 1416 of title 10, United States Code
(I) Section 831 of title 18, United States Code
(m) Section 377 of title 10, United States Code, "Economy Act"
(n) DoD Instruction 4000.19, "Interservice and Intragovernmental Support," August 9,

1995
(0) DoD Directive 5525.7, "Implementation of the Memorandum of Understanding

Between the Department of Justice and the Department of Defense Relating to the
Investigation and Prosecution of Certain Crimes," January 22, 1985

(p) DoD Directive 8910.1, "Management and Control ofInforrnation Requirements,"
June 11, 1993

(q) DoD 8910.1-M, "DoD Procedures for Management ofInforrnation Requirements,"
November 1986

14 ENCLOSURE 1
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E2. ENCLOSURE 2

DEFINITIONS

E2.1.1. Civil Authorities. Nonmilitary Federal, State, or local government agencies.

E2.1.2. Civil Disturbances. Group acts of violence and disorders prejudicial to
public law and order in the 50 States, the District of Columbia, the Commonwealth of
Puerto Rico, the U. S. possessions and territories, or any political subdivision thereof.

E2.1.3. Civil Emergency. Any natural or manmade disaster or emergency that
causes or could cause substantial harm to the population or infrastructure, as defined in
DoD Directive 3025.1 (reference (g)).

E2.1.4. CINC-Assigned Forces. Any and all personnel and equipment of units
assigned to the Combatant Commands by the Secretary of Defense Memorandum
(reference (j)), or assets determined by the Chairman of the Joint Chiefs of Staff to have
an impact on operational requirements or readiness. A list of assets not covered in
reference (j) that have an impact on operations or readiness shall be provided by the
Chairman of the Joint Chiefs of Staff to the DoD Components and updated on a periodic
basis.

E2.1.5. Consequence Management. Comprises those essential services and
activities required to manage and mitigate problems resulting from disasters and
catastrophes. Such services and activities may include transportation, communications,
public works and engineering, fire fighting, information planning, mass care, resources
support, health and medical services, urban search and rescue, hazardous materials, food,
and energy.

E2.1.6. DoD Executive Agent. The individual designated by position to have and to
exercise the assigned responsibility and delegated authority of the Secretary of Defense,
as specified in DoD Directive 3025.1 (reference (g)).

E2.1.7. Immediate Response. Any form of immediate action taken by a DoD
Component or military commander, under the authorities outlined in DoD Directive
3025.12 (reference (e)), to assist civil authorities or the public to save lives, prevent
human suffering, or mitigate great property damage under imminently serious conditions
occurring where there has not been any declaration of major disaster or emergency by the
President or attack.

E2.1.8. Military Assistance to Civil Authorities. Those DoD activities and
measures covered under MSCA (natural and manmade disasters, see definition E2.1.9.)

15 ENCLOSURE 2
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plus DoD assistance for civil disturbances, counter-drug, sensitive support, counter
terrorism, and law enforcement.

E2.1.9. Military Support to Civil Authorities (MSCA). Those activities and
measures taken by the DoD Components to foster mutual assistance and support between
the Department of Defense and any civil government agency in planning or preparedness
for, or in the application of resources for response to, the consequences of civil
emergencies or attacks, including national security emergencies.

E2.1.10. Terrorism. The calculated use of violence or threat of violence to inculcate
fear; intended to coerce; or to intimidate governments or societies in the pursuit of goals
that are generally political, religious, or ideological.

16 ENCLOSURE 2
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Department of Defense

DIRECTIVE
NUMBER 3150.8

June 13, 1996
C,rtifi,d Caron! .. of Mllfch 8, 2003

USD(A&T)

SUBJECf DoD Response to Radiological Accidents

Reference' (a) DoD Directive 5100.52, "DoD Response to an Accident or Significant
Inci dent Involving Radi oactive Materi als," De cember 21, 1989 (hereby
canceled)

(b) Federal Emergency Management Agency, "Federal Radiological
Emergency Response Plan (FRERP)." April, 1996 1

(c) DoD 5025.1-M, "DoD Directive' System Procedures." August 1994
(d) DoD 5100.52-M, "Nuclear Weapon Accident Response Procedures

(NARP)." September 1990
(e) through ('), see enclosure 1

1 PURPOSE

This Directive

1. 1. Replace s reference (a) and updates poli cy and responsibilities for responding to
aradiological accident

1.2 Promulgates DoD policy and planning guidance to implement reference (b)

1.3 Authorizes publication of DoD 3150.8-M, "Radiological Response
Procedures." in accordance with reference (c)

1.4. Continue, to authorize publi cati on of referenc e (d) in accordanc e with
reference (c)

, AV\til.ti, f'om HQ, FEMA, 500 C StreetSW, W.shington, DC 20472
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1.5. Authorizes publication of DoD 3150.8-0, "Radiological Remediation Guide,"
in accordance with reference (c).

2. APPLICABILITY

This Directive applies to the Office of the Secretary of Defense (OSD), the Military
Departments (including the Coast Guard when it is operating as a Military Service in the
Navy), the Chainnan of the Joint Chiefs of Staff, the Unified Combatant Commands, the
Defense Agencies, and the DoD Field Activities (hereafter referred to collectively as "the
DoD Components"). TIle teml "Military Services," as used herein, refers to the Anny,
the Navy, the Air Force, and the Marine Corps.

3. DEFINIllONS

Tenns used in this Directive are defined in enclosure 2.

4. POLICY

It is DoD policy to:

4.1. Respond to and resolve radiological accidents resulting from radioactive
material in DoD custody.

4.2. Provide DoD resources, consistent with operational availability, to assist
Federal, Stale, and local responses 10 radiological emergencies as outlined in the Federal
Radiological Emergency Response Plan (reference (b», the Federal Response Plan
(reference (e», DoD Directive 3025.1 (reference (f), and DoD Directive 3150.5
(reference (g».

4.3. Assist foreign govenunents under DoD Directive 5100.46 (reference (h» and
as directed under 10 V.S.C. 404 (reference (i» and E.O. 12966 (reference (j».

4.4. Conduct recurring radiological emergency training and exercises, using
credible scenarios, at DoD facilities where the potential exists for a radiological accident.
Training and exercises should incorporate activities that address assistance to civilian
authorities in maintaining public safety, health, and well-being. National-level exercises
shall incorporate DoD responsibilities and objectives under reference (b) or as required
by applicable host-nation agreements.

4.5. Neither confinn nor deny the presence or absence of nuclear weapons, except
as authorized under DoD Directive 5230.16 (reference (k)).

2

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

860 ENCLOSURE 7 



    

  

 

  

DODD 3150.8. June 23.1996

5. RESPONSIBILrnES

5.1. The Under Secretarv of Defense for Acquisition and Technology shall ensure
that:

5.1.1. 111e Assistant to the Secretary of Defense for Nuclear and Chemical and
Biological Defense Programs (ATSD(NCB» shall:

5.1.1.1. Establish policy and procedures and exercise staff coordination
for 000 radiological response and assistance in accordance with responsibilities assigned
by 000 Directive 5134.8 (reference (k)).

5.1.1.2. Conduct oversight oflhe Department of Defense's response
capabilities by managing the Department of Defense's national-level exercise program.

5.1.1.3. Serve as technical advisor to the Secretary of Defense and OSD
Principal Staff Assistants on radiological accidents, weapons composition,
characteristics, and safety features; interdepartmental responsibilities and the Federal
radiological emergency response system; and technical capabilities of the various Federal
response elements.

5.1.2. The Director, Defense Nuclear Agency, under the ATSD(NCB), shall
maintain a deployable advisory team to assist Commander in Chief (CI1\'C) response
forces and shall serve as the DoD-lead (excluding naval reactors) for coordinating DoD
radiological accident response plmming, training, and national-level exercises, with other
Federal and intemalional agencies and activities, in accordance with DoD Directive
5105.31 (reference (m)).

5.2. The Under Secretary of Defense for Policy shall serve as the principal advisor
to the Secretary of Defense and OSD Principal Staff Assistants on the consequences
management aspects ofemergency planning to respond to radiological accidents.

5.3. The Under Secretaor of Defense for Personnel and Readiness shall ensure that
the Defense lor Health Affairs, shall develop and mainL.1in, in coordination with the
Defense Nuclear Agency (DNA), a deployable advisory team to deal with medical
radiobiological aspects of an accident and serve as the DoD lead on medical
radiobiological matters 011 radiological accident response and training.

5.4. The Secretaries of the Military Departments shall:

5.4.1. Develop, maintain, and provide initial emergency response forces, based
on installation-specific capabilities, missions, and Service requirements, to deal with the
effects of a radiological accident on-site and assist civil authorities in detemlining
measures to protect life, property, and the environment until the arrival of the Unified
Combatant Commander's Response Task Force (RTF).

3
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5.4.2. Provide and equip specialized forces and capabilities, to include
medical, as required by the supported Unified Combatant Commander.

5.4.3. Provide adequate funding for initial response forces and specialized
forces supporting RTFs to ensure their operational capabilities and allow participation in
exercIses.

5.5. The Commanders of the Unified Combatant Command<; having potential for
radiological accidents, and primary responsibility for the DoD response, shall:

5.5.1. Direct and coordinate the DoD response actions. If applicable, response
actions shall be coordinated with the U.S. Chief(s) of Mission in affected coutltry(ies).
"Ole CINC, U.S. AtliUllic Command shall also direct the response for accidents occurring
within the Continental United States.

5.5.2. Plan for, establish, maintain, illld exercise RTFs to manage actions
required to respond to a radiological accident. RTFs shall be commanded by nag rank
officers.

5.5.2.1. TIle flag rank RTF commander should be selected from the
Service with nuclear weapon or radiological material custody responsibility at the time of
the accident and from lhe installation or force in whose area of responsibility the accident
occurred.

5.5.2.2. Each responsible Unified Combatilllt Commander having
potential for a radiological accident shall conduct illl RTF exercise at least once each
year. The scope and duration of the exercise will be detennined by the sponsoring
command. Flag-rank participation in RTF exercises is mandatory.

5.5.3. Provide available administrative, medical, logistical, communications,
and other radiological response resources to the Department of Energy (DoE) and other
Federal response organizations supporting a non-DoD radiological accident, in
accordance with the FRERP (reference (b» or 000 Directive 4000.19 (reference (n», as
applicable.

5.5.4. Coordinate military support requirements to civilian authorities ill
accordance with 000 Directive 3025.1 (reference (f) for domestic accidents, or in
accordance with 000 Directive 5100.46 (reference (h» for accidents occurring outside
the United States, its territories, or possessions.

5.6. The Secretary of the Annv shall provide for military support to civil authorities
in accordance with 000 Directive 3025.1 (reference (f). This responsibility shall not
supersede other responsibilities of the Unified Commanders for executing the Department
of Defense's response to a radiological accident.

4
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5.7. The Secretary oCtile Nary shall ensure that the Director, Naval Nuclear
Propulsion Program, shall:

5.7.1. Be responsible, in accordance with E.O. 12344 (reference (0», for the
safety of reactors and associated naval nuclear propulsion plants and control of radiation
and radioactivity associated with naval nuclear propulsion activities.

5.7.2. Develop, in coordination with other DoD Components, planning
guidance, response elements and structure, and exercise programs for dealing with
accidents involving DoD mobile rcactors and associated radioactivity.

5.7.3. Coordinate the response to a naval nuclear reactor accident wilh the
Unified Combatant Commander in whose area of responsibility the accident occurred.

5.8. The Chainnan of the Joint Chiefs of Staffshall:

5.8.1. Advise the Secretary of Defense on the DoD response to a radiological
accident.

5.8.2. Initiate and manage the national-level 000 response to the radiological
accident, through the National Military Command Center (NMCC), for the SlX:retary of
Defense, until control call be transferred to the responsible Unified Combatant
Commander.

5.8.3. Maintain a Joint Nuclear Accident Incident Response Team (JNAIRT)
to assist in carrying out the Chainnan's responsibilities. To expedite the 000 response,
the NMCC and the JNAIRT shall have authority to dispatch required specialized crisis
response teams and logistic support to the scene of the accident.

5.9. The Commander in Chief United States Transportation Command, shall
provide Special Assigrullcnt Airlift: Mission support for deployment of 000 and intcr·
departmental response organizations.

5.10. The Heads of the DoD Comnonents shall:

5. I0.1. Establish, maintain, and exercise capabilities to respond to radiological
accidents and participate in joint and 000 committees supporting the 000 radiological
programs, based on 000 Compollent·spccific needs and mission requirements.

5. I0.2. Upon request, reimburse the other DoD Components for costs incurred
for requested radiological assistance that are not included in their nomlal operating
e),:penses and that are directly chargeable to, and caused by, the assistance provided.

5
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6. INFORMATION REOUIREMENTS

6.1. Radiological accidents shall be immediately reported directly to the NMCC
using the most e:-,;peditious means available in accordance with CJCSI3150.03 (reference
(p)).

6.2. Events involving accidental or unauthorized launch by U.S. Forces or U.S.
supported allied forces of a nuclear-capable weapon system or any other event that could
create a risk of war shall be reported directly to the National Command Authorities by the
oil-duty Deputy Director for Operations, NMCC. This report shall be consistent with
U.S. obligations under the Agreement on Measures to Reduce the Risk of Outbreak of
Nuclear War Between Ihe United States of America and the Union of SovieI Socialist
Republics (reference (q».

6.3. Any accident that may have caused a release of radioactive material that may
result in intemational trans-boundary consequences of radiological safety significance
shall be repolted directly to the National Command Authorities by the on-duty Deputy
Director for Operations, NMCC. This report shall be consistent with u.s. obligations
under the Convention on Early Notification of a Nuclear Accident (which applies, for
example, to any nuclear reactor wherever located, but that does not apply to nuclear
weapons and related activities) and with the related U.S. statement that "the United States
will also voluntarily provide notification with respect to :my other nuclear accident that
has or may have trans-boundary effects of radiological safety significance" (which does
apply to nuclear weapons and related activities) (reference (r».

6.4. The responsible Unified Combat:mt Commander shall prepare and forward a
final written report to the Chaimlan of the Joint Chiefs of Staff after completing an
investigation of the accident and provide information copies to the Military Services,
other Unified Combatant Commanders, and the DNA.

6.5. The infomlation requirements identified in this Directive have been assigned
Report Control Symbol DD-A&T(AR)] ]68 in accordance with DoD 8910. ]-M
(reference (s».

6
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7. EFFECTIVE DATE

Thi, Directive i, effective immediately

Enclo,ure, - 2
E 1 Reference" continued
E2. Definitions

7

OODD 3150.8, June 23,1996

John P. ile
Deputy Secretary of Defense
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E 1. ENCLOSURE 1

REFERENCES. continued

(e) Federal Emergency Management Agency, "Federal Response Plan (FRP),"
April 1992 2

Cf) DoD Directive 3025.1,"1'1ilitary Support to Civil Authorities (MSCA),"
January 15, 1993

(g) DoD Directive 3150.5, "000 Response to Improvised Nuclear Device (IND)
Incidents," March 24, 1987

(h) DoD Directive 5100.46, "Foreign Disaster Relief," December 4, 1975
(i) Section 404 of title 10, United States Code
(i) Executive Order 12966, "Foreign Disaster Assistance," July 14, 1995
(k)v DoD Directive 5230.16, "Nuclear Accident and Incident Public Affairs (PA)

Guidance," December 20, 1993
(I) DoD Directive 5134.8, "Assistant to the Secretary of Defense for Atomic Energy

(ATSD(AE))," June 8,1994
(m) DoD Directive 5105.31, "Defense Nuclear Agency," June 14, 1995
(n) DoD Directive 4000.19, "lnterservice, Interdepartmental, and Interagency Support,"

April 15,1992
(o)v Executive Order 12344, "Naval Nuclear Propulsion Program," Febmary 1, 1982
(p) Chainnan, Joint Chiefs of Staff Instruction 3150.03, "Joint Reporting Structure,

Event/Incident Reports," December 1, 1993
(q) "Agreement on Measures to Reduce the Risk of Outbreak of Nuc1ear War Between

the United States of America and the Union of Soviet Socialist Republics,"
September 30,1971,22 United States Treaties (US.T.) 1590

(r) "Conventions on Early Notification ofa Nuclear Accident," September 26,1986,
25 International Legal Materials (I.L.M.)

(s) DoD 8910.1-M, "DoD Procedures for Management oflnfonnation Requirements,"
November 1986

2 Available from HQ, FEMA, 500 C Street, SW, Washington, DC 20472.
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E2. ENCLOSURE 2

DEFINITIONS

E2. L 1. Consequences iv[anagcmcnt. 1l1ose planning actions and preparations taken
to identify, organize, equip, and train emergency response forces and to develop the
executable plans implemented in response to an accident; and, the actions taken
following an accident to mitigate and recover from the effects oran accident.

E2.1.2. Nuclear Component. Weapon components composed of fissionable or
fllsionable materials that contribute substantially to nuclear energy released during
detonation. Nuclear components include radioactive boosting materials.

E2.1.3. Nuclear Weapon Accident. An unexpected event involving nuclear
weapons that results in any or the following:

E2.1.3.1. Accidental or unauthorized launching, firing, or lISe by U.S. Forces
or U.S.·supported allied forces of a lluclear·capable weapons system.

E2.1.3.2. An accidental, unauthorized, or unexplained nuclear detonation.

£2.1.3.3. Non-nuclear detonation or buming of a nuclear weapon.

E2.1.3.4. Radioactive contamination.

E2.1.3.5. Jettisoning ofa nuclear weapon.

£2.1.3.6. Public hazard, actual or perceived.

£2.1.4. Nuclear Weapon Significant Incident. An unexpected event involving
nuclear weapons, nuclear components, or a nuclear weapon transport or launch vehicle
when a nuclear weapon is mated, loaded, or on board, that does not fall into the nuclear
weapon accident category but that:

E2. 1.4. I. Results in evident damage to a nuclear weapon or nuclear component
to the ex1entlhat major rework, complete replacement, or examination or recertification
by the DoE is required.

E2.1.4.2. Requires illU11ediate action in the interest of safety or nuclear
weapons security.

E2.1.4.3. May result in adverse public reaction (national or intemational).

9 ENCLOSURE 2
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E2.1.4.4. Could lead 10 a nuclear weapon accident and warrants that senior
national officials or agencies be infonned or take action.

E2.1.5. Radiological Accident. A loss of control over radiation or radioactive
material that presents a hazard to life, health, or property or that may result in any
member of the general population exceeding exposure limits for ionizing radiation.

E2.1.6. Response Task Force (RTF>. A DoD response force appropriately manned,
equipped, trained and able to perfonn and coordinate all actions necessary to control and
recover from a radiological accident or significant incident. RTFs are organized and
maintained by those Unified Combatant Commanders having potential for a radiological
accident and primary responsibility for managing the DoD response.

to ENCLOSURE 2
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Department of Defense

DIRECTIVE

NUMBER 4500.09E
September 11, 2007

USD(AT&L)

SUBJECT: Transportation and Traffic Management

References: (a) DoD Directive 4500.9£, subject as above, February 12, 2005 (hereby
canceled)

(b) Section 40125 oftitle 49, United States Code
(c) DoD 4500.9-R, "Defense Transportation Regulation" current edition (hereby

renamed as DTR 4500.9-R, "Defense Transportation Regulation")
(d) DoD Directive 5101.1, "DoD Executive Agent," September 3, 2002
(e) through (y), see Enclosure 1

I. REISSUANCE AND PURPOSE

This Directive:

1.1. Reissues and updates Reference (a) in all areas except those relating to the provision of
transportation services to Federal Agencies other than the Department of Defense. Those
authorities remain tulchanged and, to comply with Reference (b), retain their effective date of
January 26, 1989.

1.2. Renames Reference (c) and directs the Corrunander, u.s. Transportation Command
(USTRANSCOM), as the single-manager for common user transportation, to develop, publish,
and maintain Reference (c). All users of the Defense Transportation System shall comply with
Reference (c).

1.3. Designates USTRANSCOM as the DoD Executive Agent for the DoD Customs and
Border Clearance Program in accordance with Reference (d) and cancels DoD Directive 5030.49
(Reference (e)).

1.4. Designates the Secretary of the Army as the DoD Executive Agent for the Military
Assistance to Safety and Traffic (MAST) program, in accordance with Reference (d).

1.5. Continues to authorize DoD 4515.13-R (Reference (f)) in accordance with DoD 5025.1
M (Reference (g)).
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2. APPLICABILITY AND SCOPE

2.1. lllis Directive applies to the Office of Secretary of Defense, the Military Departments,
the Office of the Chainnan of the Joint Chiefs of Staff, the Combatant Commands, the Office of
the Inspector General of Department of Defense, the Defense Agencies, the DoD Field
Activities, and all other organizational entities within the Department of Defense (hereafter
referred to collectively as the "DoD Components").

2.2. Specific policies for operational support airlift are in DoD Directive 4500.43 (Reference
(h». Policies on the use of Govenlluent aircraft and air travel are in DoD Directive 4500.56
(Reference (i». Policies on administrative use of motor vehicles are in DoD Directive 4500.36
(Reference (j). Policies on air passenger management and safety and quality control of civil air
carriers are in DoD Directive 4500.53 (Reference (k». Policy on eligibility to travel on-board
aircraft operated by or for the Department of Defense is prescribed in Reference (t). [n the event
ofa conflict between the above references and this Directive, this Directive govems.

3. DEFINITIONS

Tenus lIsed in this Directive are defined in the Joint Publication 1-02 (Reference (I» and
Enclosure 2.

4. POLICY

It is DoD policy that:

4.1. 'nle national defense strategy of the United States requires a strong Defense
Transportation System (DTS), operating within a national transportation system that is fully
responsive and globally capable of meeting personnel and materiel movement requirements of
the Department of Defense across the range of military operations. 'Illis strategy requires that an
optimum mix be achieved that matches defense requirements with the various modes and
methods oftranspOl1ation, both military and commercial.

4.2. DoD shippers shall utilize commercial resources from the DTS to the maximum e:\1ent
practicable unless there is a documented negative critical mission impact. An integral part of this
policy is providing tnUlsportation service that is strerunlined, flexible, cost effective, and
responsive to customer needs.

4.2.1. 11lreat to Airlift Travelers. Members or the Unifonued Services and DoD civilian
employees are authorized to use foreign-flag airlines Of U.S.-flag carriers are not available)
and/or indirect routings to avoid high-threat areas and/or airports identified by the Defense
Intelligence Agency. 000 personnel using foreign aircraft to avoid specific airports or rOlltings
must disembark at the nearest practical interchange point and continue the joumey on U,S.-flag
carrier service.

2
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4.2.2. Use of ForeiEn-Flag Shipping. DoD cargo shall be transported by sea only in
vessels of the United SL.1tes, or belonging to the United States, except in accordance with the
tenllS of an applicable treaty or when U.S.-flag ships are not available to meet the cargo
requirements, or when the Secretary of the Navy, in accordance with the Presidential
Memorandum and the Secretary of Defense Memorandum (References (m) and (n», detemlines
that rates charged by such vessels are excessive or otherwise unreasonable pursuant to Subpart
247.5 of the Federal Acquisition Regulation (Reference (0». All Defense Security Cooperation
Agency (DSCA) materiel that is U.S.-financed shall be transported by U.S.-flag carriers, unless a
non-availability waiver has been granted by the DSCA and the Maritime Administration.

4.3. Transportation resources shall be used for official purposes only.

4.4. 000 transportation and traffic management programs shall foster an environment that
promotes competition, industrilll preparedness, quality service, and overall readiness.

4.5. 000 transportation requirements shall be met by lIsing the most cost effective
conmlercialtransportation resources to the maximulll extent practicable unless there is a
documented negative critical mission impact. In peacetime, the Department of Defense
generally shall maintain and operate only those owned or controlled transportation resources
needed to meet approved DoD emergency and wartime requirements and anticipated exercise or
other peacetime forecast requirements that may not reasonably be met with commercial
transportation resources. DoD-o,>vned or -controlled tnmsportation resources shall be used
during peacetime as efficiently as practicable, to provide essential training for operational
personnel, and to ensure the capability to meet approved requirements for military capacity in
wartime, contingencies, and emergencies.

4.6. Timely In-Transit Visibility (lTV) data on all cargo and passenger movements is
provided, across the range of military operations, from the use of automated infomlation systems
to the 000 lTV system of record. Shippers shall use the DoD-approved suite of Automatic
Identification Technology devices to enable the creation, capture, and processing of accurate
shipment data in a timely mmmer 10 support lTV and to facilitate timely and efficient cargo and
passenger movement.

4.7. Unless urgent circumstances prohibit, cargo, passengers, and personal property shall be
manifested on-board all DoD-owned, -controlled, or -chartered conveyances supporting the
Department of Defense. Detailed procedures for manifesting passengers, cargo, and personal
property are contained in Reference (c).

4.8. InlemlOdal fonns of transportation shall be utilized, to include Ihe use of American
National Standards Institule and/or lntematiowll Standards Organization compatible containers
to the maximum e>..1ent practicable, consistent with military needs (Reference (c».

4.9. '111e Joint Federal Travel Regulation and the Joint Travel Regulation (References (p) and
(q» state that civilian employees and military members and their dependcnts must use coach-

3
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class accommodations for official travel. Exceptions to this policy for the usc of other than
coach-class accommodations must comply with References (p) and (q), as appropriate.
(See Enclosure 3.)

4.10. The acquisition of common-user transportation and related services to meet 000
transportation requiremetlls shall be accomplished primarily through USTRANSCOM in
accordance with DoD Directive 5158.04 (Reference (r)). TIle Department of Defense may join
with other Federal Government Agencies to use transportation services procurement instruments
negotiated by those Agencies when it is beneficial. DoD procurement instnunents also may be
drafted to include similar transportation requirements of other Federal Agencies. DoD shippers
shall use existing procurement instmments for transportation services, unless there is a
documented negative critical mission impact.

5. RESPONSIBILITIES

5.1. -nle Under Secretary of Defense for Acquisition Technology and Logistics
(USD(AT&L», in accordance with 000 Directive 5134.01 (Reference (s», shall identify policy
consistent with United States Code (U.S.C.), and provide guidance to the 000 Components
concerning the efficient and effective acquisition and use of 000 and commercial transportation
resources and services.

5.2. 111e Heads of the DoD Components shall ensure that regulations and implementing
procedures are revised to ensure full compliance with this Directive.

5.3. 'nle Secretary of the Navy shall act for the Secretary of Defense and exercise the powers
of the Secretary of Defense pursuant to Public L1W 81-891 (Reference (t» only on matters
pertaining to waiver of cabotage law pursuant to the "Merchant Marine Act of 1920," section
55102 of title 46, U.S.C. (also called the "Jones Act") (Reference (u» for the carriage of DoD
cargo in the D1'S. TIle authority may be redelegated to the Commander, Military Sealift
Command, and no further. All other requests for waiver of cabotage laws shall be referred to the
USD(AT&L) for further coordination with the Secretary of Homeland Security.

5.4. TIle Secretary of the Annv shall serve as the 000 Executive Agent for the MAST
program, in accord:mce with Reference (d) and, as such, shall implement DoD policy; provide
direction on plans, procedures, and requirements; and task the 000 Components having
cognizance over military resources that may be employed in support of the MAST program.
Forces that are under the operational control of the Commanders of the Combatant Comnumds
shall not be tasked to support the establishment of ~'[AST sites without the approval of that
Combatant Commander.

5.5. TIle Chainnan of the Joint Chiefs of Staff shall establish means for identifying
requirements to USTRANSCOM, the Distribution Process Owner, and maintain cognizance over
those requirements, prescribe a transportation movement priority system, and institute a Joint
Transportation Board to analyze courses of actions and provide recommendations when
requirements exceed tnmsportation system capability.

4
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5.6. The Commander USTR.ANSmM shall

5.6.1. Serve as the single-manager for common user transportation, and as such
USTR.ANSCOM:

5.6.1.1. Shall de....elop, publish, and maintain Reference (c).

5.6.1.2. Is hereby designated as the DoD Executi....e Agent for the adorns and
Border Clearance program with delegated authority to enter into binding agreements on behalf of
the Deparlrn ent of Defense in accordance with Reference Cd}.

5.6.1.3. Is also designated the Distribution Process ONner in accordance with
Reference (r)

5.6.1.4. Shall be responsible for determining requirements for o....erland movement of
DoD Privately Owned Vehicles in the continental United States and ser....ing as the DoD point of
contact for the establishment, amenchn ent, or clarificati on of rules of the regul atory bodies
go....erning safe transportation.

5.6.2. Be the primary commander responsible for the transportation-oriented elements of
strategic mobility planning and operations, and maintaining the Joint Deployment System.
USTR.ANSCOM shall be responsible for worldwide strategic mobility planning (deliberate and
execution), deployment-i"elated automated data processing systems integration, and centralized
traffic management.

5.6.3. Coordinate changes and Update3 to Reference (c) with the Assi3tant Deputy Under
Secretary of Defense for Transportation Policy, and as appropriate with the Joint Staff, Military
Departments, and Defense Logistics Ag,ency representati .... es.

6. EFfECTNE D ATE

This Directi ....e is effecti ....e immedi ately.

Enclosures - 4
E1. Reference3, continued
E2. Definitions
E3. Fir:rtlpremium-aass Tra.... el Accommodations Appro.... al Authority
E4. Retained Authorities

,
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E I. ENCLOSURE I

REFERENCES, continued

(e) DoD Directive 5030.49, "DoD Customs and Border Clearance Program," May 4, 2004
(hereby canceled)

(f) DoD 4515.13-R, "Air Transportation Eligibility," November 1994
(g) DoD 5025.1-M, "DoD Directives System Procedures," March 5, 2003
(h) DoD Directive 4500.43, "Operational Support Airlift (OSA)," October 28, 1996
(i) DoD Directive 4500.56, "DoD Policy on the Use of Govemment Aircraft and Air Travel,"

March 2, 1997
(j) DoD Directive 4500.36, "Management, Acquisition, and Use of Motor Vehicles,"

August 3, 2004
(k) DoD Directive 4500.53, "DoD Commercial Air Transportation Quality and Safety Review

Program," December 12, 2000
(I) Joint Publication 1-02, "DoD Dictionary of Military and Associated Tenns;' as amended
(m) Presidential Memorandum, "Delegation of Authority Under the Cargo Preference Act,"

August 7, 1985 1

(n) Secretary of Defense Memorandum, "Ocean Transportation of Department of Defense
Supplies," August 8, 19851

(0) Pal1s 47.3 and Subpart 247.5 of the Federal Acquisition Regulation, current edition
(p) Joint Federal Travel Regulation [electronic version], November 12, 2004
(q) Joint Travel Regulation [electronic version], November 12,2004
(r) DoD Directive 5158.04, "United States Transportation Command," July 27, 2007
(s) DoD Directive 5134.01, "Under Secretary of Defense for Acquisition, Technology, and

Logistics (USD(AT&L))," December 9, 2005
(t) Public Law 81-891, "Act of December 27, 1950"
(u) Section 55102 of title 46, United States Code, "Merchant Marine Act of 1920"

("Jones Act")
(v) Deputy Secreta7 of Defense Memorandum, "Premium-Class Travel Program,"

rvllrrch 19,2004
(w) Sections 1535 and 1536 of title 31, United States Code
(x) DoD 7000.14-R, "Department of Defense Financial Management Regulations (FMRs),"

Volumes I1A, lIB, and 15, current version
(y) DoD lnstmction 6000.11, "Patient Movement," September 9, 1998

1 Request this reference by sending an email toatl.lmr@osd.mil
1 Request this reference by sending an email to atLlmr@osdmil
J Request this reference by sending an email toatLlmr@osd.mil
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E2. ENCLOSURE 2

DEFINITIONS

E2.1. Automatic Identific<ltion Technologv (AIT). A suite of tools for facilitating total asset
visibility (TA V) source data capture and transfer. AIT includes a variety of devices, such as bar
codes, magnetic strips, optical memory cards, and radio frequency tags for marking or tagging
individual items, multi-packs, equipment, air pallets, or containers, along with the hardware and
software required to create the devices, read the infornmtion on them, and integrate that
infonnation with other logistic infomlation. All' integration with logistic information systems is
essential to the DoD TAV efforts.

E2.2. Defense Transportation System (DTS). For the purpose of this Directive, DTS is that
portion of the worldwide transportation infrastructure that supports DoD transportation needs in
peace and war. TIle DTS consists of two major elements: military (organic) and cOlllmercial
resources. "111ese resources include aircraft, assets, services, and systems org1U1ic to, contracted
for, or controlled by the Department of Defense. TIle DTS infrastructure, including ports, airlift,
sealift, railway, highway, lTV, information management systems, customs, and traffic
management that the Department of Defense maintains and exercises in peacetime, is a vital
element of the DoD capability to project power worldwide. It provides for responsive force
projection and a seamless transition between peacetime and wartime operations.

E2.3. DoD-Controlled. For the purposes of this Directive, DoD-controlled transportation
resources are defined as sealift transportation assets leased, or chartered exclusively for DoD use
for periods greater than 90 days. For airlift, only those aircraft leased ,U1d operated using
military crews or wet leased for exclusive use under long-ternl contracts shall be considered
DoD-controlled assets.

E2.4. In-Transit Visibilitv (lTV). See Reference (I) for definition.

E2.5. Shipper. A Service or agency activity (including the contract administration or purchasing
office for vendors) or vendor that originates shipments. The functions pcrfornled include
planning, assembling, consolidating, documenting, and arranging materiel movement.
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E3. ENCLOSURE 3

FIRST/PREMIUM-CLASS TRAVEL ACCOMMODATIONS APPROV AL AUTHORITY

Approval authorities for first/premium-class accommodations are as follows:

E3.1. 'Ole Office of the Secretary of Defense and the Defense Agencies. Director,
Administration and rvlanagement, or as delegated by the Deputy Secretary of Defense
Memorandum (Reference (v».

£3.2. "Ole Secretaries of the Military Departments. "Ole Secretaries of the Military Departments
may redelegate approval authority to the Under Secretaries, the Service Chiefs or their Vice
and/or the Deputy Chiefs of Staff, and four-SUir Major Commanders or their three-star Vice
and/or Deputy Commander and no further.

£3.3. "Ole Chaimlan of the Joint Chiefs of Staff and the Combatant Commands. The Director,
Joint Staff, or as delegated. TIle Combatant Commanders may redelegate approval authority to
the Vice and/or Deputy Commanders, and four-star Component Commanders or their three-star
Vice and/or Deputy Commanders only.

E3.4. Prohibition on Approving Own Premium-Class Travel. Premium-class approving officials
may not approve their own premium-class travel. They mlLSl obtain approval from their
reporting senior flag officer or civilian equivalent. Approval must be granted by someone senior
to the traveler.

E3.5. Other. Approval authorization for premium-class other than first-class accommodations
and the limitations on use of any premium-class accommodations are set-forth in References (p)
and ('I), as appropriate.
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E4. ENCLOSURE 4

RETAINED AUTHORITIES
(Effective date January 26, 1989)

E4.1. Support for Non-DoD Units. Arrange and provide administrative, logistics, and medical
support to the United States Department of Agriculture or to the United States Public Health
Service advisors and/or inspectors at specific foreign embarkation points. Retrograde DoD cargo
shall not be embarked without official clearance certification or free pratique authorization by a
certified quarantine inspector. Retrograde of foreign equipment for repair and return shall be
arranged on a space available, reimbursable basis.

E4.2. Employment of Military Resources for MAST

E4.2.1. Military units shall assist civilian communities in providing medical emergency
helicopter services beyond the capability of that community. Military units shall not compete for
emergency medical evacuation missions in areas where support may be provided by civilian
contractors.

E4.2.2. Military support shall only be accomplished as a by·product of, mId within, the
Military Department's annual training program and without adverse impact to the unit's primary
military mission. MAST support may be discontinued with little or no advance notice due to
DoD priorities.

E4.2.3. Support may only be provided subject to the following specific limitations:

£4.2.3.1. Assistance may be provided only in areas where military units able to provide
such assistance are regularly assigned.

£4.2.3.2. Military units shall not be transferred from one area to another for providing
such assistance.

£4.2.3.3. Assistance may be provided only to the extent that it does 110t interfere with the
performance of the military mission.

£4.2.3.4. lne provisions of assistance shall not cause any increase in funds required for
DoD operation.

£4.2.3.5. The Secretary of Defense, or his or her designee, shall be the final decision
authority for commitment of DoD resources to the !vlAST program.

£4.2.3.6. DoD costs incurred in the program shall be funded by the Military Departments
within their annual training program.
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E4.3. 1\'on·OoO Use of 000 Transportation

£4.3.1. DoD transportation resources may be used to move non-DoD traffic only when the
000 mission shall not be impaired and movement of such traffic is of an emergency, lifesaving
nature, specifically authorized by statute, in direct support of the 000 mission, or requested by
the head of an Agency of the Government pursuant to sections 1535 and 1536 of 31 U.S.C.
(Reference (w)). TIle requesting Agency must provide a detennination that the request is in the
best interest of the Govenunent and that commercial transportation is not available or, for
reasons that must be specified, is not capable of satisfying the movement requirement.

E4.3.2. Reimbursement for transportation provided by the Department of Defense to other
U.S. Govenuuent agencies lUld non-U.S. Government agencies or private individuals is required
and shall be in accordance with 000 7000. 14-R, Volumes 11 A and II B (Reference (x)). Rates
shall be constructed in accordance with 000 Instmction 6000.11 (Reference (y)) to recover
specific costs based on the type of agency supported. Non-DoD U.S. Government rates shall
recover costs that shall offset expenses from appropriated funds such as military and civilian pay
or funded fringe benefit costs, and recover other significant costs such as the cost of fuel, landing
fees, etc. Non-U.S. Government rates shall recover the full cost of operation to include those
costs charged to other U.S. Government Agencies, plus miscellaneous costs, as provided in
Reference (x). Specific rates or surcharges may be provided by the transportation operating
agencies. Reimbursement for transpor1ntion of foreign militnry sliles materials shall be in
accordance with Reference (x).

E4.3.3. Requests for the use of DoD transportation to move non· DoD traffic shall be
handled, as follows:

E4.3.3.1. Medical evacuation transportation is governed pursuant to the tenns of
Reference (y). Requests for medical evacuation transportation shan be referred to the Global
Patient Movement Requirements Center for disposition in accordance with that Instruction.

E4.3.3.2. Other requests shall be referred for decision to the Assistant Deputy Under
Secretary of Defense ('1'r:Ulsportation Policy) unless they fall within a category for which the
decision authority is exercised by another 000 element pursuant to Reference (d).

E4.3.3.3. When DoD tnUlsportation has been authorized to move non-DoD traffic, the
documents associated with customs, immigration, export, or other international travel and
transportation requirements must be accomplished by the person or organization requesting the
transportntion.
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Department of Defense

DIRECTIVE
NUMBER 5030.50

April 13, 1972

ASD(C)

SUBJECf Employment of Department of Defense Resources in Support of the United
States Postal Service

Reference' (a) DoD Directive 4500.25, 'Coordination of Department of Defense
:Military Mail Transportation and Services Policy.' March 2, 1956

(b) DoD Directive 5030.11, 'Postal Agreement Between the Post Office
Department and the Department of Defense.' March 5, 1959

(c) DoD Directive 1235.10, 'Mobilization of the Ready Reserve.' October
27,1970

1. PURPOSE

Thi, Directive establi shes uniform DoD polici e" assign, responsibilities, and furnishes
general guidance on the use of DoD resources to assist the United States Postal Service
(USPS) to safeguard, process, and deliver the mail when ordered by the President. It
provides the basis for the Secretary of the Army, as the Executive Agent, to assign joint
planning responsibilities for rendering assistance to the USPS and, when ordered, to
direct the provi sion of that assi stance

2 APPLICABILITY

2.1. The provisions of this Directive apply to the :Military Departments, the Joint
Chiefs of Staff, the Unified and Specified Commands, and all Defense Agencies
(hereinafter referred to collectively as 'DoD Components') having cognizance over
res ource, that may be used un der the provisi ons of this Directive

2.2. The provisions of this Directive do not abrogate the policies, guidance or
responsibilities established by DoD Directives 4500.25 and 5030.11 (references (a) and
0))
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3. DEFINITION

As used in this Directive, resources include military and civilian personnel, facilities,
equipment, and supplies under the control of the DoD Components.

4. POLICY AND RESPONSIBILITIES

4.1. Authority. Legal authority for the employment of military resources at the
direction of the President to reestablish and maintain essential postal service may be
found in section 686 oftille 31, U.S. Code, and section 411 of title 39, U.S. Code.

4.2. Executive Agent. TIle Secretary of the AnllY is designated the Executive
Agent for the Department of Defense in all matters relating to the planning for, and when
directed, the deployment and employment of DoD resources to assist the USPS in
restoring and maintaining essential mail service in the Continental United States
(CONUS).

4.3. Funding. The incremental costs related to DoD resources provided to the
USPS under the provisions of this Directive will be provided on a reimbursable basis.
'flle 000 Components will fonvard requests for reimbursement to the Department of the
Anny in accordance with procedures established under 4.4.1., below. The Department of
the Anny will consolidate cost reports and forward them to the Assistant Secretary of
Defense (Comptroller).

4.4. Responsibilities. In carrying out the provisions of this Directive,
responsibilities and functions are delineated as follows:

4.4.1. 'Ille Secretary of the Annv or his designee is responsible for:

4.4.1.1. Providing policy and direction govcming plans, procedures, and
requirements to all 000 Components having cognizance over 000 resources that may be
employed under the provisions of this Directive.

4.4.1.2. Establishing procedures for consolidating and forwarding to the
USPS requests for reimbursement for assistance provided under the provisions of this
Directive.

4.4.1.3. Consistent with the provisions of 000 Directive 1235.10
(reference (c», establishing policies and procedures for:

4.4.1.3.1. Calling the National Guard to active Federal service and
ordering the National Guard and other Reserve components to active duty; and

2
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4.4.1.3.2. The employment of such forces that may be required to
cany out the purposes of this Directive.

4.4.1.4. Calling or ordering to active Federal service:

4.4.1.4.1. The Anny Reserve component units or members required
to calTY out the provisions or the Presidential directive, Secretary of Defense instruction,
or other appropriate authority.

4.4.1.4.2. Through the appropriate rVlilitary Department Secretaries,
units or individuals of the Reserve components orlhe Navy, the Marine Corps, and the
Air Force required to carry Ollt the provisions of tile Presidential directive, Secretary of
Defense instruction, or other appropriate authority, subject to the provisions of 4.4.3. imd

4.4.4., below.

4.4.1.5. Providing resources of the U.S. Army, consistent with DoD
policies and priorities, to include:

4.4.1.5.1. The resources of the Anny National Guard called to active
Federal service under the provisions of 4.4.1.4., above.

4.4.1.5.2. The resources of the AnllY Reserve and the AnllY National
Guard ordered to active duty to carry out the purposes of this Directive.

4.4.1.6. Exercising through designated military commanders the direction
of resources committed or assigned to assist the USPS.

4.4.1.7. Devising command, control, and communications arrangements
to insure effective coordination and responsiveness among the DoD Components under
conditions ofpre-positioning, deployment, or employment of military resources.
Maximum utilization will be made of existing reports of the Joint Reporting Stmcture
(JRS), as prescribed in JCS Pub. 6. 1 Arrangements and reports affecting commanders of
Unified and Specified Commands will be coordinated with the JCS.

4.4.1.8. Keeping the Secretary of Defense illfonned of unusual DoD
resource requirements (actLml or potential) and other significant developments in
connection with postal assistance planning and operations.

I Copies available from the Office of the Secretary, Joint Chiefs of Swff(Documents Division),
Washington, IX 20301

3
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4.4.2. The Joint Chiefs of Staff (JeS) are responsible for establishing
procedures that will promptly transfer active resources that are assigned to Unified and
Specified Conunands to the Military Departlllents for postal augmentation operations in
the CONUS, as required by the DoD Executive Agent and consistent with 000 priorities.

4.4.3. The Secretary or tile Air Force is responsible for:

4.4.3.1. Providing resources orthe U.S. Air Force, as required by the ODD
Executive Agent and consistent with DoD policies and priorities, to include:

4.4.3.1.1. Designating and providing the specific units or members
of tile Air National Guard to be called to active Federal service lmder the provisions
4.4.1.4.2., above.

4.4.3.1.2. Designating and providing the resources of the Air
National Guard and the Air Force Reserve ordered to active duty to carry out tlle
purposes of this Directive.

4.4.3.2. Exercising, for the 000 Executive Agent through designated
military commanders, coordinating authority over and direction of DoD~provided
military and commercial obligated airlift resources, excluding Anny, Navy and Marine
Corps helicopter resources/operations, used to fulfill postal augmentation airlift
requirements.

4.4.3.3. Providing airlift to deploy and redeploy postal augmentation
forces and for supply, resupply, and aeromedical evacuation.

4.4.4. TIle Secretan.' of the Naw is responsible for:

4.4.4.1. Designating and providing resources of the U.S. Navy and the
U.S. Marine Corps, as required by the 000 Executive Agent and consistent with 000
policies and priorities, including the resources of the Naval Reserve and the t\'[arine
Corps Reserve ordered to active duty to carry out the purposes of this Directive.

4.4.4.2. Making airlift resources available to the Secretary of the Air
Force, consistent with DoD priorities, as requested by him in the accomplishment of his
airlift responsibilities set forth in 4.4.3.3., above.

4.4.5. TIle Defense Agencies are responsible for providing resources as
required, and advice and assistance on matters within their spheres of responsibility,
consistent with 000 priorities, to the 000 Executive Agent :md to the Secretaries of the
Military Departments and to the Joint Chiefs of Staff in the discharge of their
responsibilities.

4
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4.4.6. The Assistant SecretarY of Defense (Public Affairs) is responsible for all
DoD public affairs matters related to DoD assistance to the USPS in restoring and
maintaining essential postal service. To ensure efficiency and responsiveness in keeping
the public fully illfonned, he will provide direction and guidance to the DoD Executive
Agent on all aspects of public release of infonnation relating to assistance given.

4.4.7. The Assistant to the Secretao' of Defense (Legislative Affairs) is
responsible for all DoD legislative liaison matters related to DoD assistance to the USPS
in restoring and maintaining essential postal service. To ensure etliciency and
responsiveness in keeping the Congress fully infomlcd, he will in coordination with the
Assistant Secretary of Defense (Public Affairs) provide direction and guidance to the
DoD Executive Agent in all aspects of the release ofinfonnation to the Congress relating
to assistance given.

5. COMMAND RELATIONSHIPS

In the event of postal augmentation operations:

5.1. Resources of the Unified or Specified Commands will be transferred by the
JCS to their respective Military Departments, when requested by the DoD Executive
Agent. (Such resources will revert to the Unified or Specified Commands when directed
by the DoD Executive Agent.)

5.2. The DoD Executive Agent is delegated the authority to exercise, through the
Chief of Staff, U.S. Army, the direction of those forces assigned or committed 10 him by
the Military Departments.

5.3. Commanders designated by the DoD Executive Agent will exercise operational
control over all committed military forces.

6. REPORTING

6.1. Reports will be submitted in accordance with procedures established by the
DoD Executive Agent.

6.2. The reporting requirements prescribed herein are assigned Report Control
Symbol DD-COMP(AR)I 163.

5

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

885 ENCLOSURE 7 



    

  

 

  

 
 

   

 

DODD 5030.50, April 13, 1972

7. IM:PLEMENTATION

Implementing directives, instructions, or plans, revised or developed by the DoD
Components under assignment herein will be furnished to the DoD Executive Agent for
reView

8. EFFECTNE DATE

This Directive is effective immediately

<::::!»~s..~~ " "
~ fnefeue

6

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

Appendix 8-10: DoDD 5105.60, National Imagery and Mapping Agency
 

886 ENCLOSURE 7
 



    

  

 

  

 

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

887 ENCLOSURE 7 



    

  

 

  

Department of Defense

DIRECTIVE
NUMBER 5105.60

October 11, 1996

DA&M

SUBJECf National Imagery and Mapping Agency (NTh!A)

Reference' (a) Title 10, United States Code
(b) Title 50, United States Code
(c) Executive Order 12333, "United States Intelligence Activities."

December 4,1981
(d) National Imagery and Mapping Agency Act of 1996
(e) through (0), see enclosure 1

1. PURPOSE

This Directive

1.1. Establishes the NIM:A within the Department of Defense consistent with the
authorities and duti es of the Secretary of Defense and the Director of Central Intelligence
(DCI) under references (a), (b), (c), and (d)

1.2. Prescribes the NIM:A's mission, organization, responsibilities, functions,
rel ati onshi ps, and authorities, pursuant to the authori ly vested in the Secretary of D efen'e
by Section 113 and Chapters 8 and 22 of reference (a), and in accordance with references
(a), (b), and (d)

1.3. Replaces DoD Directives 5105.40 and 510556 (references (e) and (f))

2. APPLICABILITY

This Directive applies to the Office ofthe Secretary of Defense, the :Military
Departments, the Chainnan of the Joint Chiefs of Staff, the Combatant Commands, the
Office ofthe Inspector General ofthe Department of Defense, the Defense Agencies, and
the DoD Fiel d Activi tie s (hereafter referred to collectively as "the DoD Components")
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and other Federal Departments and Agencies on matters related to the statuto!)' NIMA
mission.

3. DEFINITIONS

Tenns used in this Directive are defined in enclosure 2.

4. MISSION

TIle NIMA shall provide timely, relevant, and accurate imagery, imagery intelligence,
and geospatial infomlution in support of the national security objectives of the United
States.

5. ORGANIZAnON AND MANAGEMENT

lhe NIMA is hereby established as 11 Defense Agency of the Department of Defense
under the authority, direction, and control of the Secretary of Defense, and is designated
as a Combat Support Agency pursuant to 10 U.S.C. 193 (reference (a». The NIMA is an
agency within the Intelligence Community in accordance with 50 V.S,c. 401a(4)(E)
(reference (b» and E.O. 12333 (reference (c». TIle Assistant Secretary of Defense for
Comlll<md, Control, Communications, and Intelligence (ASD(C3I» exercises overall
supervision over the NIMA pursuant to Section 192 of reference (a); however, all
substantive intelligence produced by the NIMA shall be submitted directly to the
Secretary and Deputy Secretary of Defense and, as appropriate, to the Chainnan of the
Joint Chiefs of Staff and the DCI. The NIMA shall consist of a Director, and such
subordinate organizational elements as the Director establishes within the resources made
available. The Director, if a military officer, shall carry the grade of Iieutenllilt general,
or, in the case of the Navy, vice admiral.

6. RESPONSIBILITIES AND FUNCTIONS

The Director, NIMA, advises Ihe Secretary and Deputy Secretary of Defense, the
ASD(C3I), the Chaimlan of the Joint Chiefs of Staff, the Combatant Commanders, and,
for national intelligence purposes, the DCI and other Federal Govemment officials, on
imagery, imagery intelligence, and geospatial infomlation; and supports the imagery,
imagery intelligence, and geospatial requirements of the Departments llild Agencies of
the Federal GovenUllent, to the eA1ent provided by law. In the exercise of these
responsibilities, the Director, NIMA, shall:

6.1. Organize, direct, and manage the NIMA and all assigned resources.

2
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6.2. Provide responsive imagery, imagery intelligence and geospatial information
products, support, services, and information (to include the coordination of imagery
collection requirements, national tasking, processing, exploitation, and dissemination) to
the DoD Components, and, for national intelligence purposes, to the DCI, the non-DoD
members of the Intelligence Community, the National Security Council, and other
Federal Govenllnenl Departments and Agencies.

6.3. Manage imagery and geospatial analysis and production.

6.4. Manage the tasking of and task national collection operations in accordance
with Section 442 of reference (a), Section 403-5(bX2) of reference (b), and E.O. 12333
(reference (c», and consistent with the DCI's collection tasking authority under Section
441(c) of reference (a), Section 402 tl~. of reference (b), reference (c), and DoD
Directive S-3325.2 (reference (g», as follows:

6.4. L Developing and consolidating geospatial information requirements and
national imagery collection requirements.

6.4.2. Supporting the imagery requirements of the Department of State and
other non-DoD Agencies, in accordance with the requirements and priorities established
by the DCI.

6.4.3. Tasking DoD imagery collection elements to meet national intelligence
requirements and priorities, as established by the DCI, except as noted in paragraph 6.6.,
below.

6.4.4. Advising DoD imagery collection elements on the collection of imagery
to meet non-national intelligence requirements.

6.5. Establish and/or consolidate DoD geospatial infonnation data collection
requirements and collecting or tasking other DoD Components to collect and provide
necessary data, except as noted in paragraph 6.6., below.

6.6. Provide advisory tasking for theater and L.1ctical assets, including advising
imagery collection elements on collection of imagery to meet national intelligence
requirements when the collection elements are both assigned to or under the operational
control of the Secretary of a Military Department or the Commander of a Combatant
Command, and not allocated by the Secretary of Defense to meet national intelligence
requirements.

6.7. Disseminate or ensure the dissemination of imagery, imagery intelligence, and
geospatial information by the most efficient and expeditious means consistent with DoD
and DCI security requirements.

3
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6.8. Serve as the Program Manager for the Nalionallmagery and Mapping Program,
a program within the National Foreign Intelligence Program (NFIP), for activities within
the NI111A, and as Program Manager for the Defense Imagery and Mapping Program
within the DoD Joint Military Intelligence Program (JMIP).

6.9. Serve as the Functional Manager for imagery, imagery intelligence, and
geospatial investment activities, which include RDT&E and procurement initiatives
within the NFIP, JMIP, and the Tactical Intelligence and Related Activities (TIARA)
aggregate.

6.10. Develop and make recommendations 011 national and non-national policy for
imagery, imagery intelligence, and geospatial infonnation, including as it relates to
international matters, for the approval of appropriate Federal Government officials.

6.11. Prescribe and mandate standards and end-to-end technical architectures
related to imagery, imagery intclligence, and gcospatial infonnation for thc DoD
Components and for the non-DoD elements of the Intelligence Community, in
accordance with Section 442 of reference (a), :utd Sections 402 ~@fl. and 403-5(b) of
reference (b), to include:

6.11.1. Standards for end-to-end architectures related to imagery, imagery
intelligence, and geospatial infornlation.

6.11.2. Standards for geospatial infornlation products produced within the
Department of Dcfense in accordance with DoD 4120.3-M (reference (h)).

6.11.3. Standards for career programs for imagery analysts, cartographers, and
rclatcd fields.

6.11.4. Standards for training, programs and courses for advlUlced imagery
analysts, cartographers, personnel perfonning imagery tasking, geospatial infornlation
collection, and imagery, imagery intelligence, and geospatial infomlatioll processing,
e;.,:ploitation, and dissemination functions, imagery-relatcd functionalmanagcmcnt, and
related fields.

6.11.5. Technical guidance and direction to all the DoD Components and the
non-DoD members of the Intelligcnce Community regarding standardization and
interoperability of systems requiring geospatial infonnation or imagery support.

6.11.6. Technical guidancc and direction to all thc DoD Components and the
non-DoD members of the Intelligence Community regarding standardization and
interoperability of systems for exploitation and dissemination of imagery and imagery
intelligence products and geospatial infornlation.

4
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6. ]2. Establish system and end-la-end architectures related to imagery, imagery
intelligence, and geospatial infonnation, in compliance with National and Defense
Infonnatioll Infrastmcturc guidance and standards in accordance with 10 U.S.C. 442
(reference (a» and 50 U.S.C. 402 ~ §.£g. (reference (b», by:

6.12.1. Perfomling or directing the research, design, development, deployment
operation and maintenance of systems related to the processing, dissemination, and
archiving of imagery (including tasking, processing, exploitation, and dissemination),
imagery intelligence, ~Uld geospatial information.

6.12.2. Transferring or otherwise providing such systems to the DoD
Components and to othcr Fedcral Govcrnmcnt Agencies, as appropriate.

6.12.3. Developing and fielding systems of common concenl related to
imagery intel1igence and geospatial information.

6.13. Evaluate the perfonnance of imagery, imagery intelligence, and geospatial
infOnllation components of the Department of Defense in meeting national and military
intelligence requirements. To the extent authOlized by the DCI, evaluate the perfOnllanCe
of the t1on·DoD Departments or Agencies of the Intelligence Community having imagery
or geospatial infonllation tasking, collection, processing, exploitation, and dissemination
functions, in meeting national and non-national intelligence requirements. Report
evaluation results mmually to the Secretary of Defense, the Chainnan of the Joint Chiefs
of StalT, and the DCI. Define and recommend cooperative production and dissemination
arrangements for the perfonnance of imagery, imagery intel1igence, and geospatial
infon11ation components of the Department of Defense and the Intelligence Community
to support wartime and emergency operations.

6.14. Coordinate efforts of the DoD Components to provide their Tactical Impact
Statements to the Congress on the ability of proposed national systems to satisfy tactical
requirements.

6.15. Review and respond to the imagery, imagery intelligence, and geospatial
infonllation requirements and priorities for military operations, in support of the
Chaimlan of the Joint Chiefs of Stall:' and the Combatant Commanders.

6.16. Develop and submit to the Secretary of Defense a consolidated statement of
the geospatial information production requirements and priorities in accordance with the
National Military Strategy and the national security objectives of the United States.

6.17. Review and validate the national reconnaissance imagery and imagery
intelligence requirements and priorities for national customers, and develop and submit to
the DCI a consolidated statement of these imagery and imagery intelligence requirements
and priorities in accordance with policies and proccdures established by the DCI.

5
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6.18. Manage the national archive of national and appropriate tactical imagery,
imagery products, and geospatial infonnation.

6.19. Exercise imagery and geospatial information systems for responsiveness and
support to military forces in preparation for wartime and emergency operations.

6.20. In accordance with the DoD Plan for Peacetime Use of Reserve Component
Intelligence Elements, dated December 21,1994, identify imagery, and imagery
intelligence tasks, products, support services, and information requirements that can
appropriately he satisfied from within the Military Services' Reserve Forces. In
coordinatioll with the Defense Intelligence Agency and the Military Services, establish
the capability to conduct mission tasking and mission managcment of Reserve Forces
engaged in or capable of being engaged in these activities.

6.21. Develop policies and provide 000 participation in national and international
imagery, imagery intelligcnce, and geospatial infomlation activities, in coordination with
appropriate 000 officials for geospatial infomlation activities and with the DCI for
imagery activities and activities which involve an intelligence or security service of a
foreign country. Represent the Department of Defense in national and intemational
geospatial infonnation standardization activities. Execute 000 responsibilities under
interagency and international geospatial infonnation agreements.

6.22. Protect intelligence sources and methods from unauthorized disclosure
pursuant to guidance received from the DCI in accordance with the National Security Act
of 1947 (50 U.S.C., reference (b», E.O. 12333 (reference (c», POD NSTC·g (reference
0», E.O. 12951 (reference (i)), and £.0. 12958 (reference (k».

6.23. Advise the Secretary of Defense and the DCI on future needs for imagery,
imagery intelligence, and geospatial infonnation capabilities and systems, as appropriate.

6.24. Provide staff advice and assistance on imagery, imagery intelligence, and
geospatial information related matters to the 000 Components and other Federal
Govenunenl Departments and Agencies, as appropriate.

6.25. Serve as the sole 000 action agency for all purchases of commercial and
foreign govenunent-owned imagery-related remote sensing data by the DoD
Components. Serve as the primary action agency for such purchases by any other
Federal Department or Agency, on request.

6.26. Advise the Defense Acquisition Board, the Defense Science Board, the Joint
Space Management Board, and other 000 boards on imagery, imagery intelligence, and
geospatial infomlation issues, as appropriate.

6.27. Identify and analyze the industrial base, as appropriate, to meet essential
customer imagery requirements and to ensure industrial base impacts on NIMA functions

6
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are considered. Assess the applicability of evolving commercial capabilities to meet
imagery and geospatial infonnation needs of the Department of Defense and the
Intelligence Community.

6.28. Establish and maintain a NIMA Joint Manpower Program thai will be
reviewed annually by the Chairman of the Joint Chiefs of Staff.

6.29. Serve as the DoD Modeling and Simulation Management Executive Agent for
Terrain, managing and overseeing all aspects of 000 modeling and simulation related to
the authoritative representation oftclTain, including both data and the dynamic process
models describing related natural and man·made effects, in accordance with DoD
5000.59-P (reference (I)).

6.30. Protect the security ofNIMA installations, activities, property, infonnation,
and employees by all appropriate means in accordance with statute and DoD Regulations.

6.31. Consistent with DoD and DCI policies, promulgate procedures and
instructions for imagery, imagery intelligence, and geospalial infomlation and related
matters to the Department of Defense, as necessary, including publication of handbooks
for the exploitation, analysis, dissemination and release of imagery, illlagcrywderived
products, and geospatial infomlation.

6.32. Establish a Chief Infonnation Officer, with responsibilities and functions as
provided in Division E of Pub. L. 104wl06 (1996) (reference (m)).

6.33. Perfonn such other functions as the Secretary of Defense may direct.

7. RELATIONSHIPS

7.1. In petfonning assigned functions, the Director, NIMA, subject to the authority,
direction, and control of the Secretary of Defense and the overall supervision of the
ASD(C3I), shall:

7.1.1. Be responsible to the Chainnan of the Joint Chiefs of Staff for matters
affecting the Chainllan's responsibilities under Title 10 U.S.C. (reference (a)), especially
requirements associated with the joint planning process, and for matters affecting the
missions and responsibilities of the Combatant Commanders. For these purposes, the
Chainnan of the Joint Chiefs of Staff is authorized to communicate directly with, and
task, the Director, NIMA.

7.1.2. Exchange infonnation and advice and coordinate actions with the Heads
of the other DoD Components having collateral or related functions, as appropriate.

7
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7.1.3. Maintain liaison with Executive Branch organizations on imagery and
geospatial matters, as appropriate.

7.1.4. To the extent pennitted by law, use established facilities and services of
the Department of Defense or other Federal Govenlluent Departments or Agencies,
whenever practicable, to avoid duplication and achieve an appropriate balance of
modemization, efficiency, and economy of operations. Special emphasis should be
placed on maximizing use of existing personnel, facilities, and services oCthe DoD
Intelligence Components, and, to the c:\1ent authorized by the DCI, the Central
Intelligence Agency.

7.2. The Heads of tile DoD Components shall:

7.2.1. Provide assistance and support to the Director, NIMA, in their respective
fields of responsibility and within available resources, as may be necessary to carry out
functions assigned to the NIMA.

7.2.2. Ensure compliance with taskings issued by the Director, NIMA,
pursuant to this Directive.

7.2.3. Submit imagery, imagery intelligence, and geospatial collection and
production requirements to the Director, NIMA, in accordance with procedures
established by the Chainnan of the Joint Chiefs ofStaJf.

7.2.4. Coordinate with the Director, NIMA, on all matters concerning the
mission, capabilities, functions, and operations of the NIMA.

7.3. The Chainnan of the Joint Chiefs of Staft' shall review and assess the
responsiveness and readiness of the NIMA to support operating forces in the event ofa
war or threat to national security and make any recommendations the Chainnan considers
appropriate, in accordance with Section 193 of 10 U.S.C. (reference (a)).

8. AUTHORITY

8. I. The ASD(C31) is delegated the authority to issue Instructions to the DoD
Components to implement this Directive. Instructions to the Military Departments shall
be issued through the Secretaries of the Military Departments. Instructions to the
Combatant Commanders shall be issued through the Chainnan of the Joint Chiefs of
Staff.

8.2. The Director, NIMA, is specifically delegated authority to:

8
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8.2.1. Obtain reports, infoonalion, advice, and assistance, consistent with DoD
Directive 4630.5 (reference (n» and DoD Directive 8910.1 (reference (0», as necessary,
to carry out assigned functions.

8.2.2. Communicate directly with the Heads of the DoD Components, the
Intelligence Community, and other Federal Govenunent Departments and Agencies, as
necessary, to carry out assigned functions. Communications to the Combatant
Commanders shall be coordinated, as appropriate, with the Chaimlan of the Joint Chiefs
of Staff.

8.2.3. Exercise functional oversight over the United States Imagery System
(USIS) and the Geospatiallnfonnation Infrastructure (GIl); such oversight shall include
the requisite technical oversight authority over the tactical elements of the USIS and GIl
to ensure interoperability between existing and future USIS and Gil systems, connectivity
belweell national and tactical systems, and modemization of tactical systems.

8.2.4. Exercise the administrative authorities in enclosure 3.

8.3. The Director, NIMA, shall exercise the authorities and responsibilities of a
Scnior Official of the Intelligence Community pursuant to the National Sccurity Act of
1947 (50 U.S.C., reference (b», E.O. 12333 (reference (c), and the NIMA Act of 1996
(reference (d».

9. ADMINISTRAnON

9. J. The Director, NIMA, shall be appointed and evaluated by the Secretary of
Defense in accordance with 10 U.S.C. 201 (reference (a».

9.2. The Military Departments shall assign military personnel to the NIMA in
accordance with approved Joint Manpower Program authorizations and procedures for
assiglUllent to joint duty. The Chainnan of the Joint Chiefs of Staff shal1 review NIMA
joint staffing program requiremcnts for those functions rclatcd to NlMA direct
intelligence support to the Chaimlan of the Joint Chiefs of Staff, and provide appropriate
recommendations to the ASD(C31).

9.3. The NIt\'[A shall be authorized such persOimel, facilities, funds, and other
resources as the Secretary of Defense deems appropriate. TIle NIrv[A may obtain
personnel, administrative, ~Uld contracting support from the Central Intelligence Agency,
to the e.\.1ent pennitted by law and approved by the Secretary of Defense :Uld the DCl.

9
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10. EFFECTIVE DATE

This Directive is effective on October 1, 1996

Enclosures - 3
E1 References, continued
E2 Definitions
E3 Delegations of Authority

10

DoDD 5105.60, Octob~r 11,1996

John P. ile
Deputy Sccrttary of Defense
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E L ENCLOSURE 1

REFERENCES. continued

(e) DoD Directive 5105.40, "Defense Mapping Agency CDMA)," December 6, 1990
(hereby canceled)

Cf) DoD Directive 5105.56, "Central Imagery Office (CIO)", October 23, 1995 (hereby
canceled)

(g) DoD Directive 8-3325.2, "Transfer of National Intelligence Collection Tasking
Authority (U)," June 18, 1987

(h) DoD 4120.3-M, "Defense Standardization Program (DSP) Policies and Procedures,"
July 1993

(i) Presidential Decision Directive NSTC-8, "National Space Policy (U)," September 14,
1996

(i) Executive Order 12951, "Release of Imagery Acquired by Space Based National
Intelligence Reconnaissance Systems," February 22, 1995

(k) Executive Order 12958, "Classified National Security Information," April 17, 1995
(I) DoD 5000.59-P, "Modeling and Simulation (M&S) Master Plan," October 1995
(m) Public Law 104-106, "National Defense Authorization Act for Fiscal Year 1996,"

February 10, 1996
(n) DoD Directive 4630.5, "Compatibility, Interoperability, and Integration of

Command, Control, Communications, and Intelligence (C31) Systems," November
12,1992

(0) DoD Directive 8910.1, "Management and Control oflnfoOlmtioll Requirements,"
June 11, 1993
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E2. ENCLOSURE 2

DEFINITIONS

E2. L 1. Advisory Tasking. TIle submission ofnational requirements for collection,
as appropriate, by theater and tactical recollnaissance platfonns.

E2.1.2. Functional Manal:!cment

E2.1.2.1. TIle review of and coordination on investment activities related to
imagery, imagery intelligence, and geospatial infonnation, which includes RDT&E, and
procurement activities within the NFIP, JMIP, and TIARA aggregate. Review includes
imagery-related fiscal and personnel resources, Program Objective Memoranda and
budget submissions to afTect resource allocation decisions and ensure compli,Ulce with
architecture, equipment, and data and related standards and policy, in accordance with
Section 105(bX2) of the National Security Act of 1947 (50 U.S.C.)(reference (b)), as
amended.

E2.1.2.2. Provision of program plmming and resource guidance to the DoD
Components for the development of inputs to the Planning, Programming, and Budgeting
System and to the Intelligence Community agencies for inputs to the Capabilities
Programming and Budgeting System.

£2.1.3. Geospatial Infonnalion. Infomlation that identifies the geographic location
and characteristics of natural or constructed features and boundaries on the earth,
including: statistical data; infomlatioll derived from, among other things, remote sensing,
mapping, and surveying technologies; and mapping, charting and geodetic data, including
"geodetic products," as that teml is used in Chapter 167 of 10 U.S.C. (reference (a)).

E2.1A. Geosratial Infonnation Infrastructure. TIle collection of technology,
policies, standards, capabilities, services, and doctrine necessary to produce, maintain,
disseminate, and exploit geospatial infomlation. This includes the links between global
geospatial information and sophisticated geographic infomtation system technologies that
allow desktop import and export of geospatial data sets; that ensure interactive and
reliable data manipulation, update, and value adding; and that encourage dissemination
through the use of electronic gateways and networks.

£2.1.5. Imagery. A likeness or representation of any natural or man-made feature
or related object or activity and the positional data acquired at the same time the likeness
or representation was acquired, including products produced by space-based national
intelligcnce reconnaissance systems, and likenesses or representations produced by
satellites, airborne platfonns, unmanned aerial vehicles, or other similar means (except

12 ENCLOSURE 2
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that such teml does not include handheld or clandestine photography taken by or on
behalf of human intelligence collection organizations).

£2.1.6. Imagery Intelligence. '111e teclmical, geographic, :U1d intelligence
infonnation derived through the interpretation or analysis of imagery and collateral
materials.

£2.1.7. Imagery Related or End-la-End Architectures. Inc means by which
imagery-related infonnation nows from the collectors and producers to the customers.
TIle lenn includes guiding principles, design concepts, standards, capabilities, customer
feedback, and relationships of imagery-related organizations and systems.

£2.1.8. Intelligence Conllllunitv. Has the same meaning as in Executive Order
12333 (reference (c)) and Section 3 of the National Security Act of 1947 (50 U.S.C.)
(reference (b», as amended.

E2.1.9. Defense Imagery and Mapping Program (DIMP). Imagery, imagery
intelligence, and geospatial fiscal and personnel resources program, for which the
Director, NIMA is Program Manager, of the DoD Joint Military Intelligence Program
(JMIP). (Fomlerly the Defense Imagery Program and the Defense Mapping, Charting,
and Geodesy Program in the 1MIP.)

E2.1.10. Mapping Charting and Geodetic Data. Comprises the collection,
transfonnation, generation, dissemination, and storing of geodetic, geomagnetic,
gravimetric, aeronautical, topographic, hydrographic, cultural, and toponymic data.
TIlese data may be presented in the form of topographic, planimetric, relief, or thematic
maps and graphics; nautical and aeronautical charts and publications; and in simulated,
photographic, digital, or computerized fomlats. Has the same meaning as mapping,
charting and geodesy.

E2.1.11. National Imagerv and ~'lapping Program (NIMP). Imagery, imagery
intelligence, and geospatial fiscal and personnel resources program, within the National
Foreign Intelligence Program, for which the Director, NIMA, is Program Manager.

E2.1.12. United States Imagery System (USIS). All of the imagery capabilities of
the U.S. Government as well liS all the imagery, imagery data, and imagery-derived
products produced by or for the U.S. Government. It includes the functional areas of
requirements and needs management, collection, processing, exploitation, production,
and dissemination.

13 ENCLOSURE 2
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E3. ENCLOSURE 3

DELEGATIONS OF AUTHORITY

E3.1.1. Pursuant to the authority vested in the Secretary of Defense, and subject to
the authority, direction, and control of the Secretary of Defense, and in accordance with
000 policies, Directives, and Instructions, the Director, NIMA, or, in the absence oflhe
Director, the person acting for the Director, is hereby delegated authority as required in
the administration and operation of the NIMA to:

E3.1.1.1. Exercise the authority vested in the Secretary of Defense by 5 U.S.C.
301, 302(b), 3101 and 5107, and Chapter 83 of 10 U.S.C., as amended, on the
employment, direction, and general administration ofNIMA civilian personnel.

E3. I. 1.2. Fix rates arpay for wage-rate employees exempted from the
Classification Act of 1949 by 5 U.S.C. 5102 on the basis of rates established under the
Coordinated Federal Wage System. l.n fixing such rates, the Director, NIMA, shall
follow the wage schedule established by the DoD Wage Fixing Authority.

E3. i. ].3. Administer oaths of office to those entering the Executive Branch of
the Federal Government or any other oath required by law in connection with
employment therein, in accordance with 5 U.S.C. 2903, and designate in writing, as may
be necessary, officers and employees of the NIMA to perfoml this function.

E3.1. ].4. Maintain an official seal and attest to the authenticity of official
NIMA records lUlder that seal.

E3.i. ].5. Establish a NIMA Incentive Awards Board, and pay cash awards to,
and incur necessary expenses for, the honorary recognition of civilian employees of the
Government whose suggestions, inventions, superior accomplishments, or other personal
efforts, including special acts or services, benefit or affect the NIMA, in accordance with
5 U.S.c. 4503, Office of Personnel M:magement (OPM) regulations, and DoD Directive
5] 20.15, "Authority for Approval of Cash Honorary Awards for DoD PersOlUlel," August
13,1985.

E3.1.] .6. Act as agent for the collection and payment of employment taxes
imposed by appropriate statutes.

E3.i.1.7. Establish advisory committees and employ temporary or intemlittent
e>..-perts or consultants, as approved by the Secretary of Defense, for the performance of
NIMA functions consistent with 10 U.S.C. 173,5 U.S.C. 3109(b), and DoD Directive
5105.4, "Department of Defense Federal Advisory Committee Management Program,"
September 5,1989.

14 ENCLOSURE 3
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£3.1.1.8. In accordance with Executive Orders 10450, 12333, 12958, 12968,
and DoD Directive 5200.2, "Department of Defense Personnel Security Program," May
6, 1992, as appropriate:

E3.1.1.8.1. Designate any position in the NIMA as a "sensitive" position.

£3.1.1.8.2. Authorize, in the case of an emergency, the appointment of a
person to a sensitive position in the NIMA for 11 limited period of time and for whom 11

full field investigation or other appropriate investigation, including the National Agency
Check, has not been completed.

E3.1.1.8.3. Initiate personnel security investigations and, if necessary in
the interest of national security, suspend a security clearance for personnel assigned,
detailed to, or employed by the NIMA. Any action under this paragraph shall be taken in
accordance with procedures prescribed in 000 5200.2-R, "Department of Defense
Personnel Security Program," January 1987.

E3. I. 1.9. Authorize and approve:

E3.1.1.9.1. Temporary duty travel for military personnel assigned or
detailed to the NIMA in accordance with Joint Federal Travel Regulations, Volume I,
"Unifomled Service Members."

E3.1.1.9.2. Travel for NIMA civilian employees in accordance with Joint
Travel Regulations, Volume 2, "000 Civilian Personnel."

E3. I. 1.9.3. Invitational travel to non-DoD personnel whose consultative,
advisory, or other highly specialized technical services are required in a capacity that is
directly related to, or in cOimection with, NIMA activities, in accordance with 5 U.S.c.
5703 and Joint Travel Regulations, Volume 2, "DoD Civilian Personne1."

E3.l.I.9.4. Overtime work for N11lA civilian employees in accordance
with 5 U.S.C. Chapter 55, Subchapter V, and applicable OPM regulations.

E3.1.l.IO. Approve the eh..penditure of funds available for travel by military
personnel assigned or detailed to the NlMA for expenses incident to attendance at
meetings of technical, scientific, professional, or other similar organizations in such
instances when the approval of the Secretary of Defense, or designee, is required by 37
U.S.c. 412, and 5 U.S.c. 4110 and 4111.

EJ. I. 1.11. Develop, establish, and maintain an active and continuing Records
Management Program, pursuant to 44 U.S.C. 3102 and DoD Directive 5015.2, "Records
Management Program," ]\·[arch 22, 1991.

15 ENCLOSURE 3
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£3.1.1.12. Authorize the publication of advertisements, notices, or proposals in
newspapers, magazines, or other public periodicals, as required for the effective
administration and operation of the NIMA., consistent with 44 U.S.C. 3702.

£3.1. ].13. Establish and maintain, for the functions assigned, an appropriate
publications system for the promulgation of common supply and service regulations,
instnactions, and reference documents, and changes thereto, pursuant to the policies and
procedures described in DoD 5025.1-1l, "000 Directives System Procedures," August
1994.

E3.1.1.14. Enter into support and service agreements with the Military
Departments, other DoD Components, or other Federal Govenllnent Agencies, as
required, forthe effective performance ofNIMA responsibilities and functions.

E3.1.1.15. Enter into and administer contracts, directly or through a Military
Department, a DoD contract administration services component, or other Federal
Agency, as appropriate, for supplies, equipment, and services required to accomplish the
mission of the NIMA. To the e.\.1ent that any law or Executive order specifically limits
the exercise of such autllOrity to persons at the Secretarial level of a Military Department,
such authority shall be exercised by the appropriate Under Secretary or Assistant
Secretary of Defense.

E3.1. 1. 16. Exercise the authority delegated to the Secretary of Defense by the
Administrator of the General Services Administration on the disposal of surplus personal
property.

E3.I.l.17. Promulgate the necessary security regulations for the protection of
property and places under the jurisdiction of the Director, NIMA, pursuant to DoD
Directive 5200.8, "Security of DoD Installations and Resources," April 25, 1991.

E3.1.1.18. Establish and maintain appropriate property accounts for NIMA and
appoint Boards of Survey, approve reports of survey, relieve personal liability, and drop
accountability for NIMA property contained in the authorized property accounts that has
been lost, damaged, stolen, destroyed, or otherwise rendered unserviceable, in accordance
with applicable laws and regulations.

E3. 1. 1.19. Sell maps, charts, and other publications to the public at prices and
under regulations that may be prescribed by the Secretary of Defense, under 10 U.S.C.
453.

E3. I. 1.20. Execute responsibilities of 10 U.S.C. 454 relating to intemational
agreements.

E3.1.1.21. Withhold from sale and public disclosure geospatial infonnation,
including maps, charts, and other geodetic products, restricted by intemational
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agreement, revealing sensitive sources and methods used to obtain source material for
production of the geospatial infonnation, or jeopardize or interfere with ongoing military
or intelligence operations or reveal military operational or contingency plans, pursuant to
10 U.S.C. 455.

E3.1.1.22. Lease non-excess property under the control of the NIMA, lUlder
temlS that will promote the national defense or that will be in the public interest, under 10
U.S.C. 2667.

E3. I. 1.23. Administer DoD and DCI security policies and programs within the
NIMA.

£3.1.1.24. Serve as the Designated Approving Authority for NIMA automated
infomlation systems and networks for less than Acquisition Category (ACAT) 1A
programs, or serve as the milestone decision authority (MDA) for ACAT 1A programs
when delegated by the ASD(C3I). The Director, NIMA, shall exercise delegated MDA
in accordance with DoD Directive 5000.1, "Defense Acquisition," March 15, 1996 and
DoD 5000.2-R, "Mandatory Procedures for Major Defense Acquisition Programs and
Major Automated Infonnation System Acquisition Programs," March 1996.

E3.1.2. TIle Director, NI~lA, may redelegate these authorities, as appropriate, and
in writing, except as otherwise provided by law or regulation.

E3.1.3. TIlese delegations of authority are effective immediately.
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Department of Defense

DIRECTIVE
NUMBER 5230.16
December 20,1993

C.!Uti.dCafen! .. of No....rnb" 21, 2003

ATSD(PA)

SUBJECf Nuclear Accident and Incident Public Affairs (PA) Guidance

Reference, (a)

(c)

(d)
(, )

DoD Directive 5230.16, subject as above, February 7,1983 (hereby
canceled)
Federal Preparedness Circular 8, "Public Affairs in Emergencies." June
22,19891

DoD Directive 5100.52, "DoD Response to an Accident or Significant
Incident Involving Radioactive Materials," December 21, 1989
Executive Qder 12356, "National Security Infonnation." April 2, 1982
through (h), see enclo,ure 1

1. REISSVANCE AND PUFl'OSE

This Directive

1. 1. Reissues reference (a) to update DoD policy, respon,i bilitie" and procedures
for the prompt release ofinfonnation to the public in the interest of public safety, and to
prevent publi c al arm in the event of accidents or significant inci dents involving nucl ear
weapon, or nucl ear components, radi oactive materi al, nucl ear weapon Iaunch or transport

vehi cles (when a nuclear weapon is aboard), or nucl ear reactors under DoD control

1.2. Updates DoD policy, responsibilities, and procedures during an improvised
nuclear device (UID) incident

1 Av>.il.ti. from tho F .dor>! Em"g.ncy Man.gem.IT Ager.:;y, 500 C SIre.t, SW, W.,runglro, OC 20429

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

905 ENCLOSURE 7 



    

  

 

  

DoDD 5230. 16. December 20, 1993

2. APPLICABILITY

111is Directive applies to the Office of the Secretary of Defense, the Military
Departments, the Chaimlan of the Joint Chiefs of Staff, the Unified Commands, the
Defcnse Agencies, and the 000 Field Activities (hereafter referred to collectivcly as "the
DoD Components"). The ternl "Military Departments," as used herein, refers to the Airy,
the Navy, the Air Force, and the Marine Corps.

3. DEFINlllONS

TenllS used in this Directive are defined in enclosure 2.

4. POLICY

It is 000 policy:

4.1. To establish efficient and effective procedures for the release of infornlation to
thc public in the event of nuclear accidents, IND incidents, or nuclcar weapon significant
incidcnts. 111cse procedures include exceptions to the policy of neither cOlltinning nor
denying the presence or absence of nuclear weapons at any specified location.

4.2. That in a nuclear weapon accident occurring in thc United Statcs, its tcrritorics
or possessions, the Assistant to the Secretary of Defense for Public Affairs (ATSD(PA»)
and the On-Sccnc Commandcr (OSC) are rcquired to confinn to the gcneral public the
presence or absence of nuclear weapons or radioactive nuclear components, when
necessary, in the interest of public safety or to reduce or prevent widespread public
alann. Notification of public authorities is also required if the public is, or may be, in
danger of radiation exposure or other danger poscd by the weapon or its componcnts.

4.3. That in a nuclcar wcapon significant incident that has thc potcntial of escalating
to an accidcnt, the Deputy Director of Operations (000), National Military Command
Center (NMCC), may confinn to appropriate authorities, or the ATSD(PA) may confinn
the presence of nuclear weapons in the interest of public safety or to reduce or prevent
widespread public alann.

4.4. That during a nuclear weapon accident overseas, the ATSD(PA) or the theater
Commander in Chief (CINC), with concurrence of the foreign govenunent through the
appropriate Chief of U.S. Mission, may confiml the presence of nuclear weapons or
radioactive nuclear components in the interest of public safety. Notification of public
aUlhorities is also required if the public is, or may be, in danger of radiation exposure or
othcr danger posed by thc weapon or its componcnts.

2
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4.5. That in a nuclear weapon significant incident overseas having the potential to
escalate to an accident, the ATSD(PA) or the theater CINC with concurrence of the
foreign govenunent, through the appropriate Chief of US. Mission, may confinn the
presence of nuclear weapons in the interest of public safety or to reduce or prevent
widespread public alann.

4.6. That information releases relating to improvised nuclear devices will follow the
same general guidelines as for accidents or significiUlt incidents. However, the Defense
Senior Representative must have the concurrence of the Federal Bureau of Investigation
as lead Federal Agency (on U.S. territory or possessions) or of the foreign government
and Department of State as lead Federal Agency through the appropriate chief of U.S.
Mission.

4.7. With the exception of releasing infornlation in the event of nuclear accidents
and nuclear weapon significant incidents, to r<:spond to any public requests about the
location of nuclear weapons as follows: "It is U.S. policy to neither confirnl nor deny the
presence or absence of nuclear weapons at any general or specific location." 111is
response shall be provided even when such location is thought to be known or obviolls.
Regarding the release of infonnation on nuclear capable ships, submarines, and naval
aircraft, the following statement shall be used: "II is general U.S. policy not to deploy
nuclear weapons aboard surface ships, attack submarines, and naval aircraft. However,
we do not discuss the presence or absence of nuclear weapons aboard specific ships,
submarines, or aircraft." TIlere is no exception to policy governing release ofinfonnation
about IND incidents.

4.8. That if asked why the United States has a "Neither Confiml Nor Deny" policy,
the response should he as follows: "11le basis for the security requirement inherent in the
U.S. policy of neither confinning nor denying the presence or absence of nuclear
weapons is to deny militarily lIseful infonnation to potential or actual enemies, to
enhance the effectiveness of nuclear deterrence, and contribute to the security of nuclear
weapons, especially against the threats of sabotage and terrorism."

5. RESPONSIBILITIES

5.1. The Assistant to the Secretary of Defense for Public Affairs shall:

5.1.1. When notified of an accident or significlmt incident involving nuclear
weapons, nuclear components, nuclear reactors or radioactive materials in the custody of
or under the physical control of the Department of Defense do the following:

5.1.1.1. Establish communications, as appropriate, with public affairs
officers (PAOs) of the Uniried Commands, the Military Departments, Defense Nuclear
Agency (DNA), Department of Energy (DoE), and Federal Emergency Management
Agency (FE1IIA). TIle U.S. Chief of Mission and the U.S. Department of State (DoS)

3
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PAO shall be notified and consulted on accidents overseas or on accidents and significant
incidents near a U.S. border.

5.1.1.2. Provide initial PA guidance, make news releases, respond to news
media inquiries, and hold news conferences at the national level in coordination with
appropriate DoD officials (to include the Assistant to the Secretary of Defense (Atomic
Energy) and the Director, (DNA), the DoE, the FEMA, and if overseas or near a U.S.
border, with the DoS.

5.1.1.3. Ensure that the DoD OSC is advised immediately of al1 news
releases and news conferences held at the national level addressing accident response or
recovery operations.

5.1.1.4. Delegate, when appropriate, overall PA responsibility to the
rvfilitary Department or Unified Commander having primary responsibility for the DoD
accident response.

5.1.2. Issue, as necessary, a 000 PA regulation and other discretionary
instructions and guidance to ensure timely and unifonll implementation in the
Department of Defense of approved exceptions to the policy of neither confinning nor
denying the presence or absence of nuclear weapons in a specific location.

5.1.3. When notified of an INO incident

5.1.3.1. Establish communications with PADs of the lead Federal
Agency. TIle Federal Bureau of Investigation (FBI) is the lead agency for incidents in the
United States, its territories and possessions. The DoS is the lead agency for acts not
under FBI responsibility.

5.1.3.2. Establish communications with PADs of the MiliL.1ry
Departments, the DNA, the DoE, the FEMA, the applicable Unified Command, and other
appropriate Federal Agencies.

5.1.3.3. Act in support of the lead Federal Agency PAO by ensuring DoD
PAO representation in the joint infonnation center (JIC) established by the lead Federal
Agency. Such support shall include jointly coordinating all press releases and media
events.

5.1.3.4. Ensure the Defense Senior Representative (DSR) is advised
immediately of all news releases and press conferences held at the national level
addressing INO incident response operations.

5.1.3.5. Delegate, when appropriate, overall DoD PA responsibility to the
Military Department or Unified Command having primary responsibility for the DoD
response to an INO incident.

4
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5.1.4. Coordinate with the General Counsel of the Department of Defense, as
appropriate, when litigation is likely due to the conditions surrounding a nuclear accident
or incident.

5.2. The Secretaries of the Militarv Departments, the Chaimlan of the Joint Chief<;
ofStalf, the Commanders of the Unified Commands, and the Directors of the Defense
Agencies shall implement this Directive and shall ensure that the following PA aspects
are included in their contingency planning:

5.2.1. Comprehensive PA planning for 000 nuclear accident, IND incident
and nuclear weapon significant incidents, and comprehensive PA operations, including
adequate personnel and administrative, communications, and logistical support for a
potential 000 response force.

5.2.2. Procedures to be followed by potential OSCs under the 000
Component's command in the United States, its territories and possessions. These PA
procedures shall be in the 10nn of a checklist and shall include the subjects in the
example in enclosure 4.

5.2.3. Pre-coordinated contingency releases for nuclear weapon accidents.
Examples of contingency releases in enclosure 5 are appropriate for inclusion in PA
plans. Actual releases shall pertain to the area and situation where they are needed;
however, they should follow the examples in enclosure 5.

5.2.4. News media support at a nuclear weapon accident or significant incident
site. lfthe DoD OSC designates the site a national defense area (NDA), news media
representatives shall be supported as on a military installation. Briefings shall be given to
news media representatives infonning them of the appropriate infomlation thai Clm be
disclosed during a nuclear accident and the procedures to be followed. A handout that
provides the same infomlation as the briefing shall be given to news media
representati ves.

5.2.5. Periodic training or at least annual briefings that include the PA aspects
of a nuclear accident or incident. Briefings shall cover this Directive and implementing
instmetions of the applicable 000 Component, command, and unit. Such training is
recommended for personnel who are directly involved in operations or events or have the
potential of becoming involved. However, training shall include members from the
Military Department police agencies, base, or station security personnel; nuclear weapons
security force; and intelligence, operations, and PA personnel. In areas outside the
United States, its territories, and possessions, members of the U.S. diplomatic mission,
DoS, shall be invited to anend the annual briefings.

5.2.6. Provision for infonning emergency response personnel, key local
leaders, civilians, and State officials on radiation and other hazards that mayor may not
exist. For nuclear weapon or nuclear component accidents, IND incidents, and tlliciear

5
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weapon significant incidents, notification may be accomplished early in the response
process through telephone calls from or visits by the OSC or designees. As the response
force increases, this may be accomplished with a Community Emergency Action Team
(CEAT) comprising PA, medical, legal, security, communication, administrative,
logistics, or other appropriate personnel from DoD and civil resources. s these resources
become available, they shall function under the direction of the OSC or the DSR, or the
lead Federal Agency. TIle CEAT shall be physically located in the JIC to facilitate
coordination. Activities of the CEAT shall be coordinated through the senior FEMA
official (SFO), under relationships established by Federal Preparedness Circular 8
(reference (bn, with similar activities of other Agencies to ensure a unified approach in
working with the comnumity. In overseas areas, the OSC or DSR may constitute a
CEAT that shall coordinate through the appropriate Unified Commander, or designee,
and Chief of U.S. Mission and host-govemment authorities. For military nuclear reactor
or radiological material accidents, State and local officials can be informed via the FEMA
in the United States, its territories and possessions, as appropriate; or through the Unified
Commander, or designee, and Chief of U.S. Mission in overseas areas with host
government authorities who have this responsibility.

5.2.7. E~'Peditiously infonll the ATSD(PA) on the PA aspects of military
nuclear reactor or radiological material accidents.

5.3. The Chaim1311 of tile Joint Chiefs of Staffshall:

5.3.1. Notify the ATSD(PA), in accordance with DoD Directive 5100.52
(reference (c», to provide timely, accurate infonnation on the progress of IUl accident
response.

5.3.2. Invoke exceptions to the policy of neither confinning nor denying the
presence or absence of a nuclear weapon before the OSC arrives at a nuclear weapon
accident site in accordance with procedures in enclosure 3 when it is necessary
immediately to implement public safety actions or to reduce public alaml. nlis action
shall be taken with available infomlation and the Chief, or designee, of the responsible
Military Department shall be infonned. Pre-coordinated information required by local
and State officials to ensure public safety and health, IUld necessary to aid law
enforcement personnel to secure the weapon, shall be retained in the NMCC. 'IlIe DDO
shall give this infomlatiol1to State and local officials (if time pennits, via the FEMA)
when required to reduce the hazard to life, health, or property before the initial response
force arrives.

5.3.3. Refer news media inquiries received at the NMCC to the Office of the
Assistant to the Secretary of Defense for Public Affairs duty officer.

5.4. The Commanders of the Unified Commands shall implement this Directive and
develop nuclear weapon accident, IND incident, nuclear weapon significant incident, and
nuclear reactor or radiological accident PA planning guidance, including:

6
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5.4.1. Provisions and procedures to expeditiously infonn the ATSD(PA); Chief
of U.S. Mission, DoS; and the host govemment of emergency news releases; and the use
of the host govemment's public release facilities.

5.4.2. Contingency plans, announcements, ,md methods of release developed
by Unified Commanders, or designees, in consultation with the Chief of U.S. Mission in
the country concemed.

5.4.3. Provisions for clearing contingency announcements and methods of
release with host governments, when required by international agreement. This process
shall be accomplished by the theater CINC through the Chief of U.S. Mission in the
country concemed.

5.5. The Heads of the DoD Comnonents shall comply with this Directive and shall
establish notification procedures as required by DoD Directive 5100.52 (reference (c)).

6. PROCEDURES

DoD-prescribed procedures on nuclear weapon accidents and significant incidents,
lluclenr components, radioactive material, and DoD nuclear reactor and radiological
accidents are in enclosure 3.

7
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7. EFFECTIVE DATE AND Thil'LEMENTATION

Thi, Directive is effective immediately. FOlWard two copies of implementing documents
to the Assistant to the Secretary of D efens e for Public Affairs wi thin 120 days

IIJ~Q(L
L' r/ l

Willia~ J. Perry
Daputy S~cretary of D~f~n~e

Enclosures - 5
E 1 References, continued
E2. Definitions
E3. Procedures on Accidents and Significant Incidents Involving Nuclear Weapons.

NUclear Components. Nuclear Reactors. or Radioactive Materials
E4. Model PA Checklist for DoD OSC or Designee at an Accident Involving

Radioactive Material,
E5. Contingency Release, for Nuclear Weapon Accidents

8
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E 1. ENCLOSURE 1

REFERENCES. continued

(e) Public Law 93-288, "Disaster Relief Act of 1974," May 22,1974, as amended
(f) Joint Pub 1-02, "Department of Defense Dictionary of Military and Associated

Temls," December I, 1989
(g) Section 142 of Public Law 83-703, "Atomic Energy Act of 1954," August 30,1954,

as amended
(h) Executive Order 12148, "Federal Emergency Management," July 20,1979
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E2. ENCLOSURE 2

DEFINITIONS

E2.1.1. Area Commander. A Military Service-designated commander with
authority in a specific geographical area.

E2.1.2. BENT SPEAR. A Chainnan of the Joint Chiefs of Stafftenn used in the
Department of Defense to identify and report a nuclear weapon significant incident
involving a nuclear weapon or warhead, nuclear components, or vehicle when nuclear
loaded. 111is teml includes a significant incident as defined in DoD Directive 5100.52
(reference (c».

E2.1.3. BROKEN ARROW. A Chainnan of the Joint Chiefs ofStaifteml to
identify and report an accident involving a nuclear weapon or warhead or nuclear
component. (See definition E2.] .23., below, nuclear weapon accident.)

E2.1A. Classified National Security Infonnation. Infonnation or material subject to
the control of the U.S. Govenllnent encompassing both U.S. national defense and foreign
relations that has been detennined under £.0. 12356 (reference (d» to require protection
against unauthorized disclosure and that is so designated.

£2.1.5. Combined Infomlation Bureau (CIS). A facility established in a foreign
country near the scene of a nuclear weapon accident or significant incident and staffed by
U.S. and host-nation PA personnel. Space may also be allocated for the media.
Nomlally, press briefings will be conducted at the cm.

£2.] .6. Communitv Emergency Action Team (CEAT). A team comprising PA,
medical, legal, security, communication, administrative, logistics, or other appropriate
personnel from DoD and civil resources whose functioll is to infoml emergency response
personnel, key local leaders, civilians, and State officials on radiation and other hazards
that mayor may not exist. A team of response and local experts that operates Ollt of the
llC and is available to assist the local community.

E2.1.7. Coordinate. To bring into common action so as not to duplicate
lIImecessarily or omit important actions. TIle act of coordination does not involve
direction of one agency by <Ulother.

£2.1.8. Custodial Commander. A commander responsible for maintaining custody,
guardianship, and safekeeping of nuclear weapons and their components and of source
and special nuclear materials.

to ENCLOSURE 2
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£2.1.9. Defense Senior Representative (DSR). A general or flag officer provided
by the responsible Military Department or CINC who acts as the DoD single point of
contact on-site in the event of an IND incident. TI1C DSR exercises operational control
over all responding DoD assets unless otherwise specified. The DSR provides assets,
advice, and assistance to the lead Federal Agency, and coordinates actions with the DoE
senior official.

E2 1 10 EMPTY QUIVER A reporting term to identify and report the seizure,
theft, or loss ofa U.S. nuclear weapon.

E2.1.11. FADED GIANT. A reporting term to identify an event involving a nuclear
reactor or radiological accident.

E2.1.12. Federal Coordinating Officer (FCO). The Federal official appointed by the
President upon declaration of a major disaster or emergency under Public Law 93-288
(reference (e)) to coordinate the overall Federal response.

£2.1.13. Fonnerly Restricted Data. Infonnation removed from the restricted data
category upon a joint detemlination by the DoE (or antecedent agencies) and the
Department of Defense that such infonnation relates primarily to the military use of
atomic weapons and lhat such infonnation can be adequately safeguarded as classified
defense infonnation. (For foreign dissemination, however, such infonnation is treated in
the same matmer as restricted data.)

E2.1.14. Improvised Nuclear Device (IND). A device incorporating radioactive
materials designed to result in either the dispersal of radioactive material or in the
fomlation of nuclear yield. Such devices may be fabricated in a completely improvised
manner or may result from the sabotage, seizure, theft, or loss of a U.S. or foreign nuclear
weapon.

E2.1 15. Improvised Nuclear Device C1ND) Incident. An event resulting from a
deliberate a(,1, involving nuclear weapons or nuclear materials that included the sabotage,
seizure, theft, loss of a nuclear weapon or radiological nuclear weapon component, or the
fabricatioll and employment of an IND or a credible threat of either.

E2.1.16. Initial Response Force (IRF). An element (whose capabilities are
delineated in the Nuclear Accident Response Capabilities Listing), belonging to 000 or
DoE installations, facilities, or activities, that would take emergency response actions
necessary to maintain COtlUlland and control on-site pending arrival of the Service or
Agency response force. Functions that the initial response force is tasked to perfonn
(within its capabilities) are rescue operations; accident site security; fire fighting;
initiation of appropriate explosive ordnance disposal procedures; radiation monitoring;
establishment of command, control, and communications; and PA activities.
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£2.1.17. Installation. See Joint Pub. 1-02 (reference (I)). For PA purposes, any
Federal installation in active status.

E2.1.18. Joint Information Center (JIC). A facility established at the scene ofa
nuclear weapon accident or significant incident to coordinate all PA activities. TIle JIC
shall include representation from the Department of Defense, the DoE, the FElvIA, and
other Federal Agencies, as well as State and local govenllnents.

E2.1.19. Lead Federal Agency. The Federal Agency that owns, authorizes,
regulates, or is otherwise deemed responsible for the radiological activity causing the
emergency and that has the authority to take action on site.

E2.1.20. National Defense Area (NDA). An area established on non-Federal lands
located within the United States, its possessions or territories for safeguarding classified
defense infonnation or protecting 000 equipment and/or material. Establishment of an
NDA temporarily places such non-Federal lands tmder thc effective control ofthc
Department of Defense and results only from an emergency event. The OSC or DSR at
the scene shall define the boundary, mark it with a physical barrier, and post waming
signs. "nle landowner's consent and cooperation shall be obtained whenever possible;
however, military necessity will dictate the final decision regarding location, shape, and
size of the NDA.

E2.1.21. National Securitv Area (NSA). A.n area established on non-Federal lands
located within the United States, its possessions or territories, for safeguarding classified
infomlation and/or restricted data, equipment, or material belonging to the DoE.
Establislunent ofa national security area temporarily places such non-Federal lands under
the effective control of the DoE and results only from an emergency event. The senior
DoE representative having custody of the material at the scene shall define the boundary,
mark it with a physical barrier, and post warning signs. '111e IJUldowner's consent and
cooperation shall be obtained whenever possible; however, operational necessity shall
dictate the final decision regarding location, shape, and size of the national security area.

E2.1.22. Nuclear Reactor Accident. An uncontrolled reactor criticality resulting in
damage to the reactor core or an event such as loss of cool;U1t Ihat results in significant
release of fission products from the reactor core.

E2.1.23. Nuclear Weapon Accident. A.n unexpected event involving nuclear
weapons or nuclear components that results in any of the following:

E2.1.23.1. Accidental or unauthorized launching, firing, or use by U.S. Forces
or U.S.-supported Allied forces of a nuclear-capable weapons system.

E2.1.23.2. An accidental, unauthorized, or tme:-,:plained nuclear detonation.
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£2.1.23.3. Non-nuclear detonation or burning of a nuclear weapon or nuclear
component.

E2.1.23.4. Radioactive contamination.

E2.1.23.5. Jettisoning of a nuclear weapon or nuclear component.

£2.1.23.6. Public hazard, actual or perceived.

E2.1.24. Nuclear Weapon Significant Incident. An une),:pected event involving
nuclear weapons, nuclear components, or a nuclear weapon transport or launch vehicle
when a nuclear weapon is mated, loaded, or on board that does not fall into the nuclear
weapon accident category but that:

£2.1.24.1. Results in evident damage to a nuclear weapon or nuclear
component to the extent that major rework, complete replacement, or examination or
recertification by the DoE is required.

£2.1.24.2. Requires immediate action in the interest of safety or nucle-ar
weapons security.

E2.1.24.3. May result in adverse public reaction (national or international) or
inadvertent release of classified infonnation.

E2.1.24.4. Could lead to a nuclear weapon accident and warrants that senior
national officials or agencies be infonned or take action.

E2.1.25. On-Scene Commander (OSC) for Nuclear Accidents. TIle flag or general
officer designated to conunand the DoD response efforts at the accident site.

E2.1.26. On-Site. That area around the scene of a nuclear weapon accident or
significant incident that is under the operational control of the installation commander,
facility manager, or 000 OSC or DoE team leader. TIle on-site area includes any area
that has been established as an NDA or NSA.

E2.1.27. Photograph. Any plate, negative, print, videotape, live television
transmission, or other foon of graphic representation, including any sketch or drawing.

£2.1.28. Primary Commander. TIle Unified Commander in Chief whose forces
have possession of nuclear weapons.

£2.1.29. Radiological Accident. A loss of control over radiation or of radioactive
material that presents a hazard to life, health, or property, or that may result in any
member of the general population exceeding exposure limits for ionizing radiation.
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£2.1.30. Radiological Assistance. TIl at assistance provided after an accident
involving radioactive materials to:

E2.1.30.1. Evaluate the radiological hazard.

E2.1.30.2. Accomplish emergency rescue and first aid.

E2.1.30.3. Minimize safety hazards to the public.

E2.1.30.4. Minimize exposure of personnel to radiation or radioactive
materials.

E2.1.30.5. ~'1inimize the spread of radioactive contamination.

E2.1.30.6. Minimize damaging effects on property.

£2.1.30.7. Disseminate teclmical infomlation and medical advice to
appropriate authorities.

E2.1.31. Responsible MilitaQ' Department. See DoD Directive 5100.52 (reference
(e».

E2.1.32. Restricted Data. All data (information) on the following:

E2.1.32.1. Design, manufacture, or use of nuclear weapons;

E2.1.32.2. Production of special nuclear material; or

E2.1.32.3. Use of special nuclear material in the production of energy. TIle
tenn does not include data declassified or removed from the restricted data category
under Pub. L. No. 83-703, Section 142 (Section 11w, Atomic Energy Act of 1954, as
amended) (reference (g)) (Joint Pub. 1-02, reference (f)).

E2.1.33. Senior FEMA Official (SFO). A person appointed by the Director of the
FEMA to coordinate the Federal response to a civil emergency. (See E.o. 12148,
reference (h).)

E2.1.34. Service Response Force (SRF). A DoD response force appropriately
lllaMed, equipped, and able to perfonn and coordinate all actions necessary 10 control
and recover from the elTects of an accident or significilllt incident. TIle specific purpose
of a Service response force is to provide nuclear weapon accident or significant incident
assistance. Service response forces are organized and maintained by those Services or
Agencies that havc custody of nuclcar wcapons or radioactivc nuclear weapon
components.

14 ENCLOSURE 2

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

918 ENCLOSURE 7 



    

  

 

  

DoDD 5230. 16. December 20, 1993

£2.1.35. U.S. Chief of Mission. The senior DoS official pemlanently assigned to
represent the U.S. GovenUllent within a foreign country, often the U.S. alllbassadorto
that country.
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E3. ENCLOSURE 3

PROCEDURES ON ACCIDENTS AND SIGNIFICANT INCIDENTS INVOLVING
I\'UCLEAR WEAPONS. NUCLEAR COMPONENTS, NUCLEAR REACTORS. OR

RADIOACTIVE MATERIALS

E3.1. NUCLEAR WEAPON ACCIDENTS AND SIGNIFICANT INCIDENTS

E3.1.1. The ATSD(PA) retains initial PA responsibility for nuclear weapon accident
and significmlt incidents in the United States, its territories mId possessions. In overseas
areas, the appropriate theater CINC, in coordination with the ATSD(PA) shall retain
initial PA responsibility for nuclear weapon accidents and significant incidents.

E3.1.2. TIle presence of nuclear weapons or nuclear components at any specified
location may not be confimled nor denied except as follows:

E3.1.2. I. In the interest of PUBLIC SAFETY in the United States, its
territories and possessions, confinnation of the presence ofnuclear weapons or nuclear
components must be made by the OSC. The 000, NlvlCC, or the ATSO(PA) may
invoke this exception to policy before the OSC arrives, based on available infomlation
and in coordination with the Chief, or designee, of the responsible Military Department.
Any statement confirming the presence of nuclear weapons should contain infomlation
about the possibility of injury from high explosive weapon components andlor potential
radiation exposure. If necessary, the statement may list the radiation hazards that are
unclassified, such as uranium or plutonium, but may not reveal classified technical data
about the weapon(s). l11e amounts of explosive or radioactive material are examples of
classified technical data. If injury or radiation exposure is unlikely, it should also be
stated. Public authorities shall be notified immediately in a candid lllalU1erto enable
them to take public safcty actions. Notification of public authorities confinning thc
presence of nuclear weapons or radioactive nuclear components is required if the public
is, or may be, in danger of radiation e).l'0sure or any other d,Ulger posed by the nuclear
weapon or nuclear components. COllJinnation shall be made promptly when actions in
the interest of public safety must be taken, particularly when protective action or
evacuation of civilians may be required. 111ese actions will include releasing statements
to thc ncws media to expedite public safety procedurcs. The ATSO(PA) shall be advised
as soon as practical when confinuation has been made directly by the OSC or 000.

E3.1.2.2. To reduce or prevent widespread PUBLIC ALARM in the United
States, its territories and possessions, the OSC may issue an official statement of
reassurmlce to the public that confinns or denies the presence of nuclear weapons or
nuclear components. Before the OSC arrives, the ATSO(PA) may invoke this exception
to policy with available infomultion and infonn the Military Department responsible.
TIle 000 shall implement this policy through the appropriate local officials or by
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authorizing the 000 initial response force commander to issue a statement in an
emergency. TIle DDO shall notify the responsible ~llilitary Department or Unified
Commander if this authority is granted. Any statement confirnling the presence of
nuclear weapons should contain infonnation about the possibility of injury from high
e),,-,plosive weapon components and/or potential radiation e"''P0sllfe. If injury or radiation
exposure is unlikely, it should also be sL1.ted. lne confirmation may state also that the
use of explosive ordnance disposal teams is only a precautionary measure, and the
evacuation of DoD personnel is ollly a precautionary measure designed to limit the
number ofpersonnel at the accident scene. A denial should characterize the accident or
incident as a non-nuclear event. The ATSD(PA) shall be notified in advance if practical,
or as soon as possible thereafter, if this exception to policy is initiated to enable the
ATSD(PA) to continue initial PA responsibilities and to ensure the release of timely,
accurate infonnation at the national level.

E3.1.2.3. In overseas areas outside the United SL1.tes (and its territories and
possessions), the ATSD(PA) or the Unified Commander or represenL1.tive, with
concurrence of the foreign government through the appropriate Chief ofV.S. Mission,
may confinn the presence of lluelear weapons or nuclear weapon components at the
scene of an accident or significant incident in the interest of public safety or to reduce or
prevent public alarnl. The ATSD(PA) shall be advised in advance, when practical, if
exception to policy is necessary. Notification of civil authorities of foreign governments,
through the Chief of the appropriate U.S. Mission, is required if the public is, or may be,
in danger of radiation exposure or other danger posed by the weapon or its components.
Notification of foreign governments is not considered an exception to the neither confirnl
nor deny policy. It is U.S. Government policy to notify foreign goverlUllents promptly of
any U.S. incident that may create a hazard to public health and safety.) Any statement
confinning the presence of nuclear weapons should contain information about the
possibility ofinjury from high explosive wellpon components and/or potential radiation
exposure. Ifinjury or radiation exposure is unlikely, it should also be stated.

E3.1.2.4. In a nuclear weapon significant incident, the 000, NMCC, orthe
ATSD(PA) and the Unified Commander or his representative may confinn the presence
of nuclear weapons in the interest of public safety or to reduce or prevent public alarm.
Confinnation must be with the concurrence of the foreign government through the
appropriate Chief of U.S. Mission.

E3.1.3. 'Ole 000 OSC, or designee, at a nuclear weapon or nuclear component
accident or significant incident site in the continental United States shall expeditiollsly
establish communication with the ATSD(PA) by ANY means available, if an accident or
incident affecting the public requires implementation of public safety measures. Direct
communication between the ATSD(PA), or designee, and the OSC, or designee, ensures
appropriate coordination of PA policy matters for the Department of Defense and
provides timely, accurate infonnation for public release at the national level until the
Military Department responsible for the weapon is delegated PA responsibility by the
ATSD(PA).
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E3.1.3.1. If a nuclear weapons accident or significant incident results or
appears likely to result, a HC shaH be established near the scene as a focal point for
public release of information in a timely, accurate manner, guided by Federal
Preparedness Circular 8 (reference (b)). The OSC, or designee, shall establish the lIC in
coordination with the DoE, the FEMA, ,Uld State and local authorities without delay. If
the SFO, or designee, arrives at the accident scene before the 000 OSC, or designee, the
SFO, or designee, may establish and supervise a lIC until the OSC, or designee, arrives.
lIC capabilities shaH be expanded when additional personnel and resources arrive. The
HC shall have dedicated administrative, communications, and logistical support for use
by all participating agencies. The lIC shall include a press center for media use and press
bricfings.

E3.1.3.2. The OSC, or designee, shall assume primary leadership and direction
of the lIC until such time as transition of lIC responsibility may occur, as described in
subparagraph E3.1.3.3. of this enclosure, below. To provide a coordinated Federal
response to the public, the OSC, or designee, shall ensure that on-scene 000 PA
activities, sllch as news releases, briefings, or interviews, are coordinated in advance with
the DoE, FEMA, and other Agencies represented in the liC. Other 000 Components
will advise the OSC. Other Agencies also are obligated to coordinate PA activities in
advance with the OSC, or designce.

E3.1.3.3. The ATSD(PA) and the Director of Public Affairs for the FEMA, by
mutual agreement, may transfer JIC responsibility and authority from the OSC to the
SFO at any time. However, when a presidential1y declared emergency or disaster exists,
the appointed FCO, or designee, shall assume leadership and direction of the lIC. In all
cases, the Department of Defense, through the OSC, Shlill retain authority on security
classification matters. When lIe responsibility and authority are delegated to the SFO or
FCO, all PA matters about the Federal technical response shall be coordinated in advance
with the OSC, or designee.

E3.IA. If an accident or significant incident, with the potential to evolve into an
accident, happens outside the continental United States, the Unified Commander or the
OSC, or their designees, shall expeditiously establish communication with the
appropriate Chief ofMissioll and the ATSD(PA), or their designees, by ANY means
available if an accident or incident requires implementation of public safety measures. In
the absence of intemational agreements that provide specific guidance, the OSC, or
designee, shall establish the em in coordination with the Chief of Mission, the foreign
govemment military and civilian national and local authorities, and the DoE. The OSC
or designee shall ensure that on-scene DoD PA activities, such as news releases,
briefings, or interviews, are coordinated in advance with the Chief of Mission, the foreign
govenunent, and the DoE.

E3.1.5. Policy and responsibilities about 000 programs that provide info11llation to
appropriate Federal, State, and local officials and news media on radiological safeguards,
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emergency plans, and other unclassified nuclear matters are outlined in 000 Directive
5100.52 (reference (e».

E3.1.6. In the event of losses, seizures, or thefts of nuclear weapons, materials, or
components by terrorists or other dissident groups, or in the case of seizures of nuclear
storage sites, or any site or location having a nuclear weapon or nuclear weapon system,
the ATSD(PA) shall approve and handle release of infonnation for the Department of
Defense. However, this does not apply in overseas areas outside the United States, its
territories and possessions, where governmental agreements exist for the release of this
infomlalion.

E3.1.7. Most infonnation on nuclear weapons and their storage is classified
restricted data or fornlerly restricted data and is very sensitive; e.g., infornlation about the
design of nuclear weapons and components, disclosing its physiclll stllte lUld chemical
foml, and the specific location of nllclear weapons. 111e OSC and other responsible
persons at the scene shall follow the contingency releases to prevent compromise of
classified infonnation. If declassification of other infonnation is nceded, it shall be
referred to the Department of Defense for consideration and coordination with the DoE,
as required.

E3.2. DoD NUCLEAR REACTOR AND RADIOLOGICAL ACCIDENTS

E3.2.1. Detailed PA planning and guidance shall be incorporated in the 000
Components' nuclear reactor and radiological accident plans and shall be in effect for the
United States, its territories and possessions, and in overseas areas. 111is planning shall
include provisions for notifying the ATSD(PA) through the chain of command to ensure
PA coordination for the Department of Defense.

E3.2.2. Within the United States, its territories and possessions, the appropriate
000 commander (area, on-scene, or custodial):

E3.2.2. J. Shall inunediately notify public authorities in the United States, its
territories and possessions, when a 000 nuclear reactor or radiological accident presents
an immediate dangcr to the public, particularly when the evacuation of civilians is
considered prudent. If time pennits, the appropriate 000 commander should issue to
State and local officials any recommendations on the need to take shelter or to evacuate.
In cases of imminent peril, it may be necessary for the 000 cOlllmander to issue, directly
to the public or through the news media, a warning for individuals to take shelter or
evacuate in those areas in immediate danger of exposure. TIle ATSD(PA) and other PA
componcnts shall be adviscd immediatcly of this notification.

E3.2.2.2. May issue a public statement confinning a 000 nuclear reactor or
radiological accident to reduce or prevent widespread public alarm. This confinnation
Illay be beneficial when the accident requires a spccial team that attracts public attention
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or when evaclk'ttioll of 000 personnel is necessary to prevent injury from radiation
exposure.

E3.2.2.3. \Vhen a nuclear reactor accident OCCllrs outside the United States, its
telTitories and possessions, the commander shall immediately inform the Chief of the
U.S. Mission in the country (or its territory) where the accident occurs, as well as the
Chiefs ofV.S. ~'[issions in countries whose populations might be affected. He or she also
shall infonn the authorities of the host-country's govenunent through the Chief ofV.S.
Mission when the local population is in inUllediate danger and public announcement is
necessary for public safety. Coordination procedures for these eventualities shall be
established in advance. TIle ATSD(PA) shall be kept advised in all cases.
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E4. ENCLOSURE 4

MODEL PA CHECKLIST FOR DoD OSC OR DESIGNEE AT AN ACCIDENT
INVOL VING RADIOACTIVE MATERIALS

E4.1.1. Expeditiously contact the ATSD(PA) by any means available. The
ATSD(PA) duty officer phone numbers are DSN 227·5131 or commercial (703) 697
5131 and are maintained on a 24-hour basis. As a backup, communication also may be
established through the N1'lCC.

E4.1.2. If actions have not been taken by the FEMA or the DoE to establish a nc,
immediately establish a JIC near the scene of the accident, but outside the NDA and the
OSC operational location. A press center shall also be established. Notify the
ATSD(PA) of the locations of the llC and press center and phone llumbers. Also advise
the ATSD(PA) how to contact the PAO at the OSC operational location. PA
representation in the .TIC shall include the Department of Defense, the DoE, the FEMA,
other Federal Agencies, and State and local govenllnents. Ensure that all public
infonnation is coordinated in the JIC before release.

E4.1.3. When an accident occurs in overseas areas, immediately establish a cm
near the accident site ifthe foreign government has not already done so. The CIB should
include representatives from the appropriate U.S. Embassy, the Department of Defense,
the DoE, and foreign national and local military and civilian organizations. Ensure that
all public infonl1ation is coordinated in the cm before release. (Before ClB
establishment, ensure all infonnation is coordinated with the U.S. Embassy, which will
ensure coordination with the foreign government.)

E4.1.4. Activate a CEAT, as appropriate.

E4.1.5. Immediately provide dedicated administrative, communications, and
logistical support to the lIC. Communicatioll support to the JlC shall include adequate
dedicated telephone lines, fax capability, and copiers.

E4.1.6. Immediately provide the press center with dedicated communications and
logistical support.

E4.l.7. Do not disclose classified information, unclassified controlled nuclear
infonnation, or critical nuclear weapons design infonnation.
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E5. ENCLOSURE 5

CONTINGENCY RELEASES FOR NUCLEAR WEAPON ACCIDENTS

CONTINGENCY RELEASE NUMBER I

To notify the general public

"No Radiological Danger to the Public"

(Confinns to reduce public ala011)

(Fonnat of sample release to be used initially when no danger to the public from
contamination or blast exists, but when confimlation of the presence or absence of a
nuclear weapon or nuclear components significantly prevents or reduces widespread
public alann that will result from unusual activity at the incident site.)

A U.S. (type) aircraft (other type of transportation) carrying hazardous material,
classified cargo, or unamled nuclear weapon(s)) crashed (or other circumstances) at
approximately (location and time).

'nle public is requested to stay out of the area (add, if true: under surveillance by
guards) to prevent any remote possibility of hazard from the accident (or conventional
high explosives detonation) and to avoid hampering removal operations. There is no
need for evacuation. (lllere is no danger of nuclear detonation.)

TIle cause of the accident is under investigation. Further details will be provided as
they become available.

22 ENCLOSURE 5

APPENDIX 8: MISC. DOMESTIC 

SUPPORT OPERATIONS 

926 ENCLOSURE 7 



    

  

 

  

DoDD 5230. 16. December 20, 1993

CONTINGENCY RELEASE NUMBER 2

To notify the general public

"When Public Is Possiblv in Dmlger"

(ConfinllS possibility of contamination in a nuclear weapon accident)

(Fonnat of sample releasc to bc used when nuclear weapons or nuclear components
have been involved in an accident and the possibility exists for contamination due to fire
or explosion, and details are unknown. The release to the general public should only be
used aIler the area has been secured. Release can be modified as indicated below
depending on audience.)

Minimtnn Announcement

A U.S. (type) aircraft (other type of transportation) carrying unarmed nuclear
wcapons or nuclear components crashed (or othcr circumstances) at (location) at
approximately (time).

'111e public is asked to stay out of the accident area in the interest of safety due to the
possibility of hazard from the accident (or conventional high-explosives detonation) and
to avoid hampering recovery operations. (There is no danger of nuclear detonation.)

Add the following for appropriate officials:

Fire, rescue, and other emergency services persOlmel should approach the area with
caution from upwind and be equipped with protective clothing ,md breathing apparatus.
Any local official at the scene of the accident or who has left the site who can provide
details on the situation should call this number: ( ). CUTTent infonnation from the
accident scene will assist response personnel in responding to the accident and providing
additional public safety guidance. If contact with the accident scene is established,
detennine the following: condition of aircraft and/or vehicle (such as burning, evidence
of explosion, or e:\1ent of damage); condition of accident site (such as fire or blast
dmnage); or evidence of obvious cargo (such as shapes or containers). Avoid handling
any debris at the crash site.

If the aircraft is transporting nuclear weapons containing insensitive high explosives
or weapons over-packed with accident resistant containers, there is a much lower
probability of a detonation and the fire should be fought as long as there is a reasonable
expectation of saving lives or conL.1ining the fire. The weapons, or containers, if exposed,
should be cooled with water.
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Law enforcement officials should prevent unauthorized persollnel from entering the
site and picking up fragments of the plane (vehicle) or its cargo. If any fragments already
havc bccn picked up, avoid further contact or handling. Notify (authorities) for retrieval
and proper disposition.

A U.S. (Military Department) team from (name of installation) is en route to (has
arrived at) the accident scene.

We have no details yet on civilian or military casualties or property damage.

TIle cause of the accident is under investigation. Further details will be provided as
they become available.
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CONTINGENCY RELEASE NUMBER 3

To the General Public

"'Vhen Public Is Probably in Danger"

(Does Confiml)

(Fomlat of sample release to be used when a nuclear accident occurs. Public safety
considerations require this announcement because of the likelihood offire or
conventional high-explosive detonation of the weapon. TIle following statement should
be made locally or by appropriate higher authority if no local authority is available:)

An aircraO (other type of transportation) accident occurred (or other circumstances)
approximately (location and time). TIle accident involved a nuclear weapon that contains
conventional explosives and radioactive material. There is no danger of a nuclear
detonation, but there is a danger from the conventional e:\'])losives that (are buming, may
detonate, have detonated). TIle public is requested to stay out of (indicate the area)
(under surveillance by gUllrds) in the interest of safety and to avoid hampering openltions
at the accident scene. An experienced response team has been ordered to the scene.

(lfappropriate, the following WILL be included in the release:) Radioactive
material in the foml of dust may be scattered as a result of the accident. The dust poses
little risk to health unless taken into the body by breathing or swallowing, although it is
unlikely that any person would inhale or swallow an amOllnt that would cause illness. As
a precautionary measure, you are asked to remain calm and indoors. Tum off fans, air
conditioners, and forced-air heating units that bring in fresh air from the outside. Usc
them only to re-circulate air already in the building. Eat and drink only cmllled or
packaged food and drinks that have been inside. If you must go outside, cover your nose
and mouth and avoid stirring up and breathing any dust. It is important to remember that
your movement could cause yourself greater exposure to any radioactive dust, should it
be present, and you could possibly spread contamination to others.

(lfplutoniul11 is involved) One of the materials involved is plutonium, which is both
a toxic and radiation hazard :Old chenlical poison if ingested. 'nle radiation given ofT
consists of alpha particles that do not have sufficient energy to penetrate buildings,
clothing, or even the outer skin. lllerefore, short-tenn exposure to contamination outside
the body poses a negligible health risk. llle precautions mentioned earlier should be
carefully followed to prevent ingestion.

(lfuranium is involved) One of the materials involved is uranium. Uranium,
depending upon the type, may be a radiological hazard or a chemical health hazard,
similar to lead poisoning. Uranium gives off alpha particles that cannot penetrate skin
and pose no health risk when outside the body.
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DoDD 5230. 16. December 20, 1993

111e public is asked to stay out of the area (under surveillance or closed olTby
guards) (and iftme) until a monitoring team, now en route to the accident site, can survey
the ground and detennine the exact area affected by the accident. Any fragments found
near the scene may be contaminated and should be left in place. Iffragments have been
picked up, avoid further handling and notify (authorities) for proper retrieval and
disposition.

Periodic announcements will be made as more infonnation is known. It is expected
that these precautionary actions will be modified as more infonnation becomes available.
A U.S. (Military Service) teanl from (name of installation) is en route to (has arrived at)
the accident scene.

We have no details yet on civilian or military casualties (or give the number only of
civilian and military casualties) or property damage.

Thc cause of the accidcnt is under investigation. Furthcr details will be provided as
they become availablc.

IN RESPONSE TO OUERY ONLY:

Question: "Are nuclear weapons stored at (name of facility) or (name of facility)?"

Answer: "It is U.S. policy neither to confiml nor deny the presence or absence of
nucle<lr weapons at any specific location."

If asked whether nuclear weapons arc aboard a specific surface ship, attack
submarine, or naval aircraft:

"It is general U.S. policy not to deploy nuclear weapons aboard surface ships,
attack submarines, and naval aircraft. However, we do not discuss the presence or
absence of nuclear weapons aboard specific ships, submarines or aircraft."
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Department of Defense

DIRECTIVE
NUMBER 6000.12

April 29, 1996
C.!Uti.dCafen! .. of No....rnb" 24, 2003

jncorpoatmg Chang. I, J II>U"Y 20, 1998
ASD(HA)

SUBJECf Health Services Cperations and Readiness

References (a) Title 10, United States Code
(b) Title 37, United State, Code
(c) DoD 6010.13-M, "Medical Expense and Petfonnance Reporting System

for Fixed :Military Me dical and Dental Trealm ent Facili ti es," October
1995

(d) DoD 5025.1-M, "DoD Directives System Procedures." August 1994
(e) through (r), see enclosure 1

1. PURPOSE

This Directive

1.1. Establishes policy and assigns responsibilities under references (a) and (b) for
matters rel ate d to health services operations an d readiness, including, but not limited to,
medical manpower, medical personnel, medical compensation, military medical training,
medicallogistics,patunt mowment and the Armed Services Blood Program (ASBP)
Detailed procedures on the above m arters, as required, shall be prescribed in DoD
Instructions and policy memoranda

1. 2 Authorizes the publi cati on of referenc e (c), consistent with reference (d)

1.3 Designates the Secretary of the Anny as the DoD Executive Agent for the
ASBP Office (ASBPO)

1.4. Replaces references (e) through (r)
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DoDD 600012, April 29. 1996

2. APPLICABILITY

ll1is Directive applies to the Office of the Secretary of Defense, the Military Departments
(including, for supplemental healthcare, the Coast Guard when it is not operating as a
Military Service in the Navy by agreement with the Department of Transportation), the
Chaimlan oflhe Joint Chiefs of Staff, the Combatant Commands, the Inspector General
of the Department of Defense, the Unifonned Services University of the Health Sciences
(USUHS), the Defense Agencies, and the 000 Field Activities (hereafter referred to
collectively as "the DoD Components").

3. DEFINITIONS

Tenns used in this Directive are defined in enclosure 2.

4. POLICY

TIle following is DoD policy:

4.1. Entrv Grade Credit

4.1.1. TIle award of service credit to any person being appointed, assigned, or
designated as a "health professions officer" in any of the Military Departments shall be
equitably detenllined and unifonllly applied throughollt the Military Departments.

4.1.2. Credit for prior service as a commissioned officer (other than as a
commissioned warrant officer) shall be granted to recognize previous military
experience, while maintaining cognizance of the level of professional (technical)
expertise.

4.2. Active Dutv Service Obligation of Health Professions Officers

4.2.1. The minimum ternl of service for first-tenn personnel fulfilling an active
duty obligation shall be 2 years following internship for physicians and 3 years for other
health professions officers. TIle minimum tenn is not additive to active duty obligations
incurred for education or training. Prior active duty service and internship or any other
initial qualifying training program (e.g., psychology or dietetic internship) may not count
toward fulfilling that requirement.

4.2.2. Participm1ts of the F. Edward Hebert School of~'ledicine at the USUHS
and the F. Edward Hebert Anned Forces Health Professions Scholarship Program and
Financial Assistance Program (AFHPSP and FAP) shall incur an active duty obligation,
as specified in Sections 2114 and 2123 of 10 U.S.C. (reference (a», respectively.
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DoDD 6000 12, April 29, 1996

4.2.3. Active duty obligations for Graduate Professional Education (GPE) for
physicians, dentists, and veterinarians shall he specified by the Assistant Secretary of
Defense for Health Affairs (ASD(HA)).

4.3. The F. Edward Hebert AFHPSP and FAP

4.3.1. TIle number of persons who may be designated as members of tile
program shall not at any time exceed 5,000. Persons enrolled in the program shall not be
counted against any other prescribed military strength.

4.3.2. Program eligibility shall be in accordance with Section 2122 of 10
U.S.C. (reference (n». Participants shall be appointed as 0-ls in the Reserve
components, unless eligible to hold a higher grade under olher statute.

4.4. Medical Special Pays. Special pay authorities for Medical Department officers
shall be administered in accordance with Sections 30Id., 302, 302a., 302b., 302c., 302d.,
302e., 303, and 303a of37 U.S.c. (reference (b») and in a fiscally responsible manner
that will assist in attracting and retaining the number and the quality of health professions
officers needed in the Military Departments.

4.5. Medical Training

4.5.1. Comprehensive systems for providing, assessing, and monitoring
medical skills training essential for all military personnel shall be developed and
sustained.

4.5.2. Medical training of active duty and Reserve component personnel,
medical and non-medical, shall be structured to achieve medical readiness that shall
ensure the maximum effectiveness of those personnel to provide essential medical
support during military operations.

4.6. The ASBP. The ASBP shall be a single, integrated, blood products system
composed of the Military Departments' ,Uld the Combatant Commands' blood programs.
111at prognun shall ensure, to the maximum extent possible, the provision of all blood
and blood products to DoD Component medical treatment facilities (MTFs) for both
peacetime and wartime. The ASBP shall be coordinated by the ASBPO, a joint DoD
field operating agency, subject to the authority, direction, and control of the Secretary of
Defense. The ASBPO shall coordinate with the Chainnan of the Joint Chiefs of Staff on
all program related operationalmaners. The Secretary of the Anny, through the Surgeon
General, shall serve as the 000 Executive Agent for the ASBPO. The Director of the
ASBPO shall communicate directly with Govenunent and civilian agencies involving
blood and related items. TIle ASD(HA) shall implement policies for the ASBP through
the ASBPO, maintaining maximum standardization ofprocedures and equipment. The
ASBP shall adhere to the manufacturing practices and regulations published by the U.S.
Food and Drug Administration and the American Association of Blood Banks St<mdards.
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DoDD 600012, April 29. 1996

TIle readiness posture of the program shall be maintained through an active voluntary
blood dOllor program, an adequate blood products storage and distribution program, a
comprehensive blood training program at all pcrsotlncllevcls, a dedicated blood research
and development program, and an aggressive involvement ill joint exercises.

4.7. Department of Defense Medical Standardization Board (DMSB). 111e DMSB,
a joint DoD activity, shall provide policy and standardization guidance relative to the
development of deployable medical systems and medical materiel used for the delivery of
healthcare in the Military Health Services System.

4.8. Medical Expense and Perfonnance Reporting System (MEPRS). A unifoml
e;,,"pcnse and manpowcr reporting systcm shall be maintaincd in all fixed MTFs and
dental treatment facilities to provide standardized expense and manpower data for
management of healthcare resources. DoD 6010.13-M (reference (c)) outlines provisions
for reporting MEPRS data.

4.9. National Disaster Medical System (NDMS). The ND1'IS, ajoint Federal, State,
and local mutual aid organization, shall respond to the healthcare requirements ofa U.S.
national emergency, a major U.S. domestic disaster, or a conventional military conflict
involving U.S. Amled Forces. The NDMS is activated by the ASD(HA) for support of
military contingencies when casualties exceed the combined capabilities of the
Department ofVcterans Mfairs and DoD contingency care systcm. TI1C NDMS may bc
activated by the Director of Federal Emergency !vlanagement Agency or the Assistant
Secretary of Health, Department of Health and I·Iuman Services, in response to n U.S.
domestic disaster, and the DoD Components shall participate in relief operations to the
extent compatible with U.S. national security.

4.10. Militarv-Civiliml Health Services Partnership Program. Military and civilian
healthcnre resources shall be combined, through the implementation of the Military
Civilian Health Services Partnership Prognml, to improve the cost-effectiveness of the
DoD heahhcare delivery system. Beneficiaries of the Civilian Health and Medical
Program of the Unifonned Services (CHAlvIPUS) shall receive inpatient care and
outpatient services through the CHAMPUS from civiliml personnel providing healthcare
services in MTFs and from Unifonned Service professional providers in civiliml
facilities. 'Ihat policy applies when the MTF is unable to provide sufficient healthcare
services for CHAMPUS beneficiaries.

4.11. DoD Policies for Planning Fixed Militarv Health Facilities. TIle Department
of Defense shall provide quality healthcare for active duty military personnel, their
dependents, and other authorized personnel; provide sufficient military health facilities to
maintain the combat effectiveness of the military forces; provide for essential teaching
and training of the military medical force; and ensure support for expanded missions
during periods of mobilization or national emergency.
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4. ]2. Supplemental Health Care Program (SHe?) (fomlerly Active Dutv Claim
Program)

4.12.1. The Depm1ment of Defense shall establish payment rules for the SHep
as they apply under CHAMPUS. The Director, Office of CHAMPUS (OCHAMPUS)
shall assist the UnifonllCd Services in the administration orthe SHep.

4.12.2. Claims from inpatient or olltpatient facilities for services rendered
under the SHep shall first be submitted on a claim fonn by the provider to the
appropriate Service MTF and/or claims office. TIle MTF and/or claims office shall verify
the active duty member's eligibility for services and validate that the claim should be
priced under the SHep. Before they are forwarded to the CHA!v[PUS contractor for
pricing, claims shall be stamped with a stamp that reads "SHCP" iUld contain the ?vITF
and/or claims office Defense Medical Infonnation System code. 111e CI-IAMPUS
contractor shall infonn the MTF or claims office of the action taken on each claim. -nle
MTF shall issue the appropriate payment to the institution or individual professional
provider based on the pricing infonnation provided by the CHAMPUS contractor.

4. I2.3. 111e Depm1ment of Defense may authorize waivers to claim payments,
as necessary, to ensure availability of healthcare services rendered under the SHCP.
Pricing of claims under the SHCP may be accomplished at the MTF if the parent Service
detennines that the MTF has access to, and is proficient in, pricing claims using current
CHA~i[PUS maximum allowable charges or other CHAMPUS pricing data and
guidelines. TIle Military Services shall reimburse OCI-IA1lPUS for costs incurred for
claims pricing and annual diagnosis related group pass-through costs of capital and direct
medical education.

4.13. Patient Movement

4.13.1. The Commander in Chief(CINC) ofus. Transportation Command
(USTRANSCOM) shall be the DoD single manager for patient movement. other than
intra-theater patient movement. Commanders ofolltside the continental United States
(OCONUS) Combatant Commands shall be responsible for intra-theater medical
regulating and movement. and shall establish Theater Patient Alovement Requirements
Centers (TPMRCs) in their respective theaters.

4.13.2. The CINC, USTRANSCOM. shall:

4.13.2.1. Make recommendations, through the Chairman ofthe Joint
Chiefs ofStaff. to the ASD(HA) on the capability, capaCity, characteristics, design, and
other DoD policies that may be appropriate to implement this Directive.

4.13.2.3. Establish and maintain automated information systems (A!~ for
medical regulating and movement. and prOVide standardized procedures for use ofsuch
systems by other DoD units and resource providers. The primaty mission ofthe DoD
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patient movement system is to safely transporr u.s. military casualties from the combat
zone to fixed MTFs and/or field hospitals rearward in or out ofthe combat zone, as
required. Other patients may he provided movement on a non-infe,jerence basis ifthe
patient's medical condition, lack oflocal care, and patient movement costs warrant such
movement.

4.13.3. The CINCTRANSCOM shall establish and maintain the Global Patient
Movement Requirements Center (GPMRC). The GPMRC will provide medical
regulating and AE schedulingfor the continental United States (CONUS) and inter
theater operations. andprovide support /0 TPMRCs. The GPMRC shall coordinate with
supporting resource providers to identifY available assets and communicate lift and bed
requirements to providers. With the approval ofthe Combatant Commander ofthe
destination theater. inter-theater evacuations may be made directly from the supported
combat theater to the MTFs ofthe destination theater.

4.13.4. Requests for medical regulating should be submitted to the appropriate
Patient Movement Requirements Center after competent medical authority attests to the
need to move the patient. and after the A1TF commander determines that less expensive.
acceptable quality care is not available locally. Patients will be regulated to the nearest
appropriate M1'F.

5. RESPONSIBILITIES

5.1. The Assistant Secretary of Defense for Health Affairs under the Under
Secretary oCDefense fOr Personnel and Readiness shall:

5.1.1. Supplement policy in section 4., above.

5.1.2. Provide procedures and standards required to implement policy in
section 4., above.

5.1.3. Ensure that the Director, rRiCARE Support Office ([SO). shall be
responsible for contracting for healthcare services and obtaining appropriate
reimbursement from the Services: Provide policy and oversight for medical regulating.

5.2. The Chainnan of the Joint Chiefs of Staff shall coordinate with the ASBPO on
all blood program plans and actions that involve military operations.

5.3. The Heads oCtile DoD Components shall:

5.3.1. Administer the policy in section 4., above.

5.3.2. Carry out the procedures and standards specified by the ASD(HA) in the
implementation of policy in section 4., above.
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5.3.3. Recommend policy changes to thi, Directive to the ASD(HA)

5.4 1M Command~rin Chi~t Unit~d smt~s Transportation Command, as the
Slngi<! managerjor palunt mo.....m~n~ oth~r thanjor lntra-th~aterpalunt mo.....mim~
shall:

5.4. 1 Im plem entthe poli cy in se cti on 4.. above

5.4.2 Recommended policy changes to this Directive to the ASD(HA) via the
Chairman ofthe Joint Chiefs of Staff

5.5 The Secretary of the Arnw as the DoD Executive Agent for the ASBPO. shall

5.5.1. Manage the ASBPO and provide administrative support for its internal
administrative operation including civilian personnel requirements, civilian personnel and
security administration, inspection, space, facilities, supplies. and other administrative
provi sions and servi ces. as required to en sure that the responsibilities of the ASBPO shall
be properly discharged

5.5.2. Program, budget, and finance the operati onal costs and staff of the
ASBPO, except the pay. allowances, and permanent change of station travel of military
personnel member, and assigned staff that are the responsibility of the :Military
Department providing those personnel

5.5.3. Fund for blood procurement from civili an sources including the costs of
transportation to the appropriate Armed Services 'Whole Blood Processing Laboratory
when overall military requirem ents exc eed the organic capabili ly of the :Military Servic es

6. EFFECTNE DATE

This Directive is effective immediately

lohn P. ill:
Deputy Secretary of Defense

Enclosures - 2
E 1 References. continued
E2. Definitions
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E l. ENCLOSURE 1

REFERENCES continued

(e) DoD Directive 1312.2, "Entry Grade Credit for Health Services Officers," October
4, 1989 (hereby canceled)

(f) DoD Directive 6000.2, "Minimum Tenns of Service and Active Duty Obligations for
Health Services Officers," April 8, 1988 (hereby canceled)

(g) DoD Directive 1340.8, "Special Pay for Dental Corps Officers," February 21,1986
(hereby canceled)

(11) DoD Directive 1340.13, "Special Pay for ~iledical Corps Officers," July 23,1988
(hereby canceled)

(i) DoD Directive 6025.12, "Use of Joint Healthcare Manpower Standards (JHMS),"
March 21, 1989 (hereby canceled)

(j) DoD Directive 1215.4, "Medical Training in the Reserve Components," November
27, 1990 (hereby canceled)

(k) DoD Directive 6430.2, "DoD Medical Standardization Board," JlUlC 21, 1984
(hereby canceled)

(I) DoD DirlXtive 601 0.13, "~'Iedical Expense and PerfOnl1anCe Reporting (MEPR)
System for Fixed Military Mcdical and Dcntal Treatmcnt Facilities," February 3,
1986 (hereby canceled)

(m) DoD Directive 6010.17, "National Disaster Medical System (NDMS)," December
28, 1988 (hereby canceled)

(n) DoD Instruction 6010.12, "Military-Civilian Health Services Partnership Program,"
October 22, 1987 (hereby canceled)

(0) DoD Directive 6015.16, "Dcpartment of Defense Policies for Plmming Fixed
Military Health Facilities," April 15, 1986 (hereby canceled)

(p) DoD Instruction 6010.19, "Active Duty (AD) Claims Payment Progrmn," April 26,
1991 (hereby canceled)

(q) DoD 6025. 12-STD, "Joint Healthcare Manpower Standards," November 1989
(hereby canceled)

(r) DoD Directive 5154.6. "Armed Services Medical Regulating." April 29, 1993
(hereby canceled)
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E2. ENCLOSURE 2

DEFINITIONS

£2.1.1. Active Dutv. Full-time duty in the active military service of the United
States. It includes full-time training duty, annual training duty, and attendmlce, while in
the active military service, at a school designated as a "Service school" by law or by the
Secretary orlhe Military Department concemed. Such tcnn does not include full-time
National Guard duty.

£2 1 2 TRICARE Sllvvort Contractor An organization with which TRlCARE
Support Office has enrered into a contract that includes pricing claims for care received
in a particular region.

£2.1.3. Deployable Medical System. A facility thai is capable ofbeing located in a
desired or required area ofoperation during a contingency. war, or notional emergency.
Deployable medical systems are composed offixed contingency hospitals and other than
fixed contingency hospitals that are not operated during peacetime.

E2.1.4. Graduate Professional Education (OPE). Intemships, residencies, and
fellowships in their respective professional fields, only for medical, dental, and veterinary
officers.

E2.1.5. Healthcare Resources. Available manpower. faCilities. revenue. equipment.
and supplies to produce healthcare and serVices.

E2.1.6. Health Professions Officers. Includes those officers serving in the Medical
Corps, the Dental Corps, the Veterinary Corps, the Nurse Corps, the Medical Service
Corps, the AmlY Medical Specialist Corps, the Biomedical Sciences Corps, officers
whom the Secretaries of the Military Departments have designated as "qualified in
specified healthcare functions," and those members in DoD programs leading to
commissioning in, assignment to, or designation for service in any of those Corps.

E2.1.7. Medical Regulatino . A process that selects destinationMTFsfor Uniformed
Services patients being medically evacuated.

E2.1.8. Militarv Health Facility. A military facility. or complex offacilities.
capable ofprOViding a level ofhealth services or health service support commensurate
with its mission andfunctions.

E2.1.9. Patient Movement. The act or process ofmOVing a sick. injured. wounded.
or other person to obtain medical and/or dental care or treatment. Decisions made in
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this process involve coordination between the sending MTF. the gaining MTF. and
GPMRCffPMRC

E2.1.10. Provider. Healthcare professional or[acility or group ofhealthcare
professionals orfaci/ities that provide healthcare sen/ices to patients.

E2.1.I1. Reserve Components. As defined in Section 101(c) of 10 V.S.c.
(reference (a», the Reserve components include the Anny National Guard of the United
SL.1tes, the Army Reserve, the Naval Reserve, the Marine Corps Reserve, the Air National
Guard of the United States, and the Air Force Reserve.

E2.1.12. Supplemental Healthcare Program (SHCP). The program that provides
payment to civilian (non-Govemment) healthcare providers for care given to active duty
members orthe Unifonned Services and certain other MTF patients for whom healthcare
services are ordered by an MTF provider who maintains full clinical responsibility for the
episode of care.
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1 
This MOU is included for reference only. It is no longer still in effect, but some of the specified procedures have 

been modified by subsequent agreement (MOU between Dept of the Army and NIFC, 8 Aug, 1990). 
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APPENDIX 8-14: NIFC AREA COORDINATION CENTERS
 

Appendix 8-15: Critical Asset Assurance Program 

Department of Defense
 
DIRECTIVE
 

NUMBER 5160.54 

January 20, 1998 

Certified Current as of November 24, 2003 

USD(P) 

SUBJECT: Critical Asset Assurance Program (CAAP) 

References:	 (a) DoD Directive 5160.54, "DoD Key Asset Protection Program 

(KAPP)," June 26, 1989 (hereby canceled) 

(b) DoD Directive 3020.36, "Assignment of National Security Emergency Preparedness (NSEP) 

Responsibilities to Department of Defense Components," November 2, 1988 

(c) DoD Directive S-3600.1, "Information Operations (IO) (U)," December 9, 1996 

(d) DoD 5160.54-R, "Industrial Facilities Protection Regulation," March 1977 

(e) through (n), see enclosure 1 

1. REISSUANCE AND PURPOSE 
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This Directive: 

1.1. Reissues reference (a) to update DoD policies and responsibilities for the protection and assurance of 

DoD and non-DoD Critical Assets worldwide, to support the requirements of reference (b), and to implement the 

policies established by reference (c) as they pertain to Critical Assets that are, include, or depend upon Information 

Systems. (See definition E2.1.9.) 

1.2. Expands the requirement to identify Critical Assets and ensure their integrity, availability, 

survivability, and capability to support vital DoD missions across the full range of military operations. 

1.3. Provides for an integrated infrastructure vulnerability assessment and assurance program based on an 

analysis of the identified Critical Assets using risk management principles. The risk management-based analysis 

provides the information necessary to effectively allocate available resources necessary for assurance. 

1.4. Continues the authorization to publish reference (d), and authorizes the publication of DoD 5160.54-M, 

consistent with DoD 5025.1-M (reference (e)). 

2. APPLICABILITY 

This Directive applies to the Office of the Secretary of Defense, the Military Departments, the Chairman of the Joint 

Chiefs of Staff, the Combatant Commands, the Inspector General of the Department of Defense, the Defense 

Agencies, and the DoD Field Activities (hereafter referred to collectively as "the DoD Components"). 

3. DEFINITIONS 

The terms used in this Directive are defined in enclosure 2. 

4. POLICY 

It is DoD policy to: 

4.1. Identify and ensure the availability, integrity, survivability and adequacy of those assets (domestic and 

foreign) whose capabilities are deemed critical to DoD Force Readiness and operations in peace, crisis, and war by 

providing for their protection from all hazards; mitigating the effect of their loss or disruption; and/or planning for 

timely restoral or recovery. The level of assurance appropriate for each asset is a risk management decision of the 

owning or controlling DoD Component, made in coordination with those dependent on the asset, and based on its 

criticality, the threat, and resources available. 

4.2. Recognize that critical DoD equipment, facilities, and services are dependent upon non-DoD assets -

the international and national infrastructures, other facilities and services of the private sector, and those of other 

Government Departments and Agencies; and that non-DoD assets essential to the functioning of DoD Critical Assets 

are also Critical Assets of concern to the Department of Defense. Critical Assets include information systems and 

computer-based systems and networks that can be distributive in nature. 

4.3. Recognize that in peacetime responsibility for protecting non-DoD Critical Assets and designing their 

security rests primarily with the civil sector owners and with local, State, and Federal law enforcement authorities 

and that responsibility for protecting non-U.S. Critical Assets rests with the appropriate national authority. However, 

the Department of Defense must participate with the civil sector, emergency preparedness and law enforcement 

authorities in planning for Critical Asset assurance during an emergency, and must be prepared, in concert with the 

appropriate authorities and within defense priorities, to assist in their protection during emergencies, including 

natural disaster, physical or technical attack, and technological or other emergency that seriously degrades or 

threatens DoD operations. (See DoD Directives 3025.1, 3025.12, and 3025.15, references (f) through (h).) 
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4.4. Provide an integrated asset and infrastructure vulnerability assessment and assurance program for the 

protection and assurance of DoD and non-DoD Critical Assets worldwide through the CAAP. The CAAP must 

provide a comprehensive and integrated decision support environment to represent the relationship between Critical 

Assets and force readiness and operations in peace, crisis or war that can be used to assess the dependencies, 

vulnerabilities and effects of the disruption or loss of Critical Assets or supporting infrastructures on their plans and 

operations. The CAAP must also provide the capability for Critical Asset assurance analysis, planning, 

prioritization, resource programming, and response necessary to mitigate the disruption or loss of Critical Assets. It 

must also ensure that the collection, retention, and dissemination of CAAP information are in compliance with 

applicable U.S. law, statutes, directives, and policies as delineated by the established intelligence oversight program. 

(See DoD Directive 5240.1 and DoD 5240.l-R (references (i) and (j)).) 

5. RESPONSIBILITIES 

5.1. The Under Secretary of Defense for Policy shall: 

5.1.1. Provide policy direction and guidance for the development and implementation of the 

CAAP as an element of national security emergency preparedness. 

5.1.2. Represent the Secretary of Defense with other Federal Departments and Agencies and with 

industry in the development, review, and approval of standards for the assurance of all Critical Assets and 

coordinate such agreements as may be appropriate for this program. 

5.1.3. Develop and lead a process for annual program review of the CAAP with the DoD 

Components and the DoD Executive Agent that includes an analysis of the program effectiveness in meeting goals 

and objectives, an assessment of the performance of organizations in accomplishing their roles and responsibilities, a 

review of threats and technologies, and the status of planning and analysis for the assurance of Critical Assets to 

ensure compliance with this Directive. 

5.1.5. Establish, support, and provide the Co-Chair (with the Office of the Assistant Secretary of 

Defense for Command, Control, Communications, and Intelligence) for the Critical Infrastructure Protection 

Working Group (CIPWG). 

5.1.6. Maintain and revise this Directive. 

5.2. The Under Secretary of Defense for Acquisition and Technology shall: 

5.2.1. Comprehensively integrate the policies established by this Directive in acquisition policy 

guidance, to include the Federal Acquisition Regulations System (reference (k)); develop assurance standards; and 

ensure that internal and external infrastructure protection, mitigation, detection, reaction, and recovery measures are 

designed into the acquisition process, systems being developed and acquired, and the supporting industrial base. 

5.2.2. Foster research on infrastructure systems assurance and analysis and promote development 

of infrastructure interdependency analysis. Identify technologies that represent threats to Critical Assets or related 

infrastructures (e.g., information or command and control systems), countermeasures technologies for existing or 

emerging threats, and technologies that may have inherent susceptibilities or vulnerabilities. 

5.2.3. Provide policy to assess and mitigate infrastructure dependencies and vulnerabilities of 

specific DoD installations, facilities, and supporting private sector facilities and systems. 

5.2.4. In accordance with instructions from the DoD Executive Agent, provide DoD installations 

and facilities database support to facilitate maintenance of Critical Assets data by the DoD Components for 

inclusion in the CAAP. 
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5.3. The Assistant Secretary of Defense for Command, Control, Communications, and Intelligence shall: 

5.3.1. Integrate the policies established by this Directive into policy guidance and standards 

promulgated for functional areas assigned by DoD Directive 5137.1 (reference (l)). Ensure, in consultation with 

Under Secretary of Defense for Acquisition and Technology, infrastructure dependencies and protection, mitigation, 

detection, reaction, and recovery measures are considered during command, control, communications, intelligence, 

information, and security systems development and acquisition. Ensure that intelligence, counterintelligence, and 

security countermeasure programs support the protection, survivability, availability, integrity, and recovery of 

Critical Assets. 

5.3.2. Provide the Co-Chair (with the Office of the Under Secretary of Defense for Policy) for the 

CIPWG. 

5.3.3. Require the Director, Defense Investigative Service (DIS), to: 

5.3.3.1. Conduct, in coordination with the appropriate DoD Component and with 

permission of the owners, on-site surveys, to include vulnerability analyses to physical and technical threats, for 

each non-DoD Industrial and Infrastructure Critical Asset designated by the DoD Executive Agent as requiring on-

site survey. 

5.3.3.2. Maintain liaison with the DoD Executive Agent, the responsible DoD 

Component, and consult with industry, as appropriate. Develop CAAP survey procedures in coordination with the 

DoD Executive Agent, and support courses of instruction to orient and train Government and industry personnel on 

CAAP surveys. Obtain technical assistance from the other DoD Components, as required. 

5.3.4. Require the Director, Defense Intelligence Agency (DIA), in coordination with the National 

Security Agency (NSA), the DIS, the Federal Bureau of Investigation (FBI), and the Director, Central Intelligence, 

to develop procedures for continuous analysis of the hostile intelligence; special operations; and technical, terrorist, 

criminal, and other transnational threats to Critical Assets and Infrastructures; develop and maintain a Critical Asset 

and Infrastructure Threat Assessment, and advise the DoD Executive Agent, the Chairman of the Joint Chiefs of 

Staff and the DoD Components of hostile threats to Critical Assets and Infrastructures in their areas of responsibility 

as evolving threats become known. These activities must be accomplished within the provisions of DoD Directive 

5240.1 and DoD 5240.1-R (references (i) and (j)). 

5.3.5. Require the Director, National Imagery and Mapping Agency, to support the DoD 

Executive Agent's requirements for imagery and maps needed for the CAAP. 

5.3.6. Require the Director, Defense Information Systems Agency, to: 

5.3.6.1. Provide, in conjunction with the DoD Components, for the assurance of the 

Defense Information Infrastructure (DII) and mitigation of the effects of its loss or disruption. 

5.3.6.2. Coordinate with the National Communication System (NCS) to identify National 

Information Infrastructure (NII) assets critical to the DoD operations and National Security and Emergency 

Preparedness telecommunications. Identify to the DoD Executive Agent and the appropriate DoD Components the 

Critical Assets of the DII and the NII whose disruption or loss would seriously affect DoD operations and the nature 

of those effects. Coordinate with the DoD Executive Agent, the DoD Components, and the NCS regarding actions 

taken to increase the reliability, redundancy, protection, and restoral of information systems supporting Critical 

Assets. 

5.3.6.3. Provide for overall coordination of the Computer Emergency Response Team 

(CERT) activities of the DoD Components and their interface with CERT-related activities of the Federal 

Government (to include the FBI), the NSA for national security systems, and the private sector. 

5.4. The Chairman of the Joint Chiefs of Staff shall: 
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5.4.1. Ensure identification of Critical Assets necessary for the execution of Deliberate and Crisis 

Action Plans and plan for mitigation of their loss or disruption. Identify those Critical Assets to the DoD Executive 

Agent. 

5.4.2. Ensure that disruption and loss of Critical Assets, to include supporting national 

infrastructures, are scripted and responded to in Joint Exercises. 

5.5. The Secretary of the Army, as the DoD Executive Agent, shall: 

5.5.1. Develop, implement, and administer the CAAP to meet the requirements described in 

paragraph 4.4., above. Obtain Critical Asset nominations from the DoD Components, integrate them into the CAAP, 

and program and provide CAAP resources for support of CAAP decision support systems, analytic and management 

activities. Provide the capability for each DoD Component to use the CAAP for identification, analysis, and 

assurance of assets critical to its operations. In coordination with the DoD Components, establish priorities for 

infrastructure analysis, and remediation, recommend actions to the DoD Components based upon the CAAP and 

DIA threat analysis, and review the CAAP annually with the Under Secretary of Defense for Policy (USD(P)) and 

the DoD Components. 

5.5.2. Develop, publish, and administer DoD 5160.54-R (reference (d)), and 5160.54-M, 

consistent with DoD 5025.l-M (reference (e)). 

5.5.3. Coordinate with other Departments and Agencies, as required, to solicit nominations of 

Infrastructure Assets critical to national defense applications. Designate non-DoD Industrial and Infrastructure 

Critical Assets that require on-site surveys and vulnerability assessments. Coordinate with the DIS regarding 

conduct of industrial Critical Asset site surveys and vulnerability assessments. 

5.5.4. Ensure that regulations, plans, and procedures governing military support to law 

enforcement in civil disturbances, as promulgated under DoD Directive 3025.12 (reference (g)), facilitate response 

by the DoD Components to protect Critical Assets under any conditions or circumstances covered by that Directive. 

5.6. The Secretary of the Navy shall require the Program Manager, Joint Program Office for Special 

Technology Countermeasures, to provide the infrastructure assurance analysis and vulnerability assessment support 

to the DoD Executive Agent. 

5.7. The Heads of the DoD Components shall: 

5.7.1. Identify those assets critical to their operations (to include the supporting DoD and non-

DoD infrastructures and other civil sector facilities and services), nominate those Critical Assets for inclusion in the 

CAAP, conduct risk assessments, and designate their category of importance in accordance with the instructions of 

the DoD Executive Agent. 

5.7.2. Retain overall responsibility for the assurance of the Critical Assets subject to their authority 

or control. Program and provide for increased Critical Asset reliability, security and redundancy; plan for their 

disruption or loss and subsequent restoral; and develop systems that are less dependent upon vulnerable 

infrastructures and systems. Program and provide for supplemental integrated infrastructure vulnerability assessment 

and assurance capability when requirements exceed organic capabilities. Provide for a CERT capability. 

5.7.3. Include a contractual requirement for cooperation in vulnerability assessments and 

assurance planning when contracting for private sector facilities, services and products, and consider all-hazard 

assurance of service when awarding contracts. 

5.7.4. Review annually all Critical Asset nominations and recommend changes in accordance with 

the instructions of the DoD Executive Agent. Review the CAAP annually with the USD(P) and the DoD Executive 

Agent. Provide senior (flag or senior executive service) representation on the CIPWG. 
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5.7.5. Assign personnel to the Executive Agent to support the CAAP and comply with the 

requirements of the DoD Executive Agent in accordance with this Directive. 

5.7.6. Require that commanders of DoD installations conduct an annual review with all tenant 

activities of all Critical Assets associated with their installation, to include supporting DoD and non-DoD 

infrastructures and other civil sector facilities and services upon which the Critical Assets depend. This review shall 

include the validation of data on facilities and their dependencies, an examination of Installation and tenants' plans 

for increasing reliability, reducing vulnerabilities, mitigating hazards to and the restoration of Critical Assets, and a 

review of these plans with the FBI, local emergency services personnel (including local law enforcement), the 

National Guard, and the representatives of critical infrastructure and support service providers, as appropriate. Assist 

tenant activities in direct coordination with local providers of critical infrastructure and other support services 

necessary to the operation of the their Critical Assets. Require that commanders of DoD Installations report through 

their chains of command the review results to the DoD Executive Agent so that plans and requirements can be fully 

coordinated and supported across the Department. 

6. INFORMATION REQUIREMENTS 

The collection of installations and facilities data identified in subparagraph 5.2.4., above, is assigned Report Control 

Symbol DD-A&T(A)760, and the collection of Critical Asset data identified in subparagraphs 5.5.1. and 5.7.1., 

above, is assigned Report Control Symbol DD-POL(A)1747, in accordance with DoD 8910-M (reference (m)). The 

information collections in subparagraphs 5.3.3.1., 5.3.4., and 5.7.6., above, are exempt from licensing in accordance 

with reference (m). 

7. EFFECTIVE DATE 

This Directive is effective immediately. 

/s/ 

John J. Hamre 

Deputy Secretary of Defense 

Enclosures - 2 

E1. References, continued 

E2. Definitions 

E1. ENCLOSURE 1
 
REFERENCES, continued
 

(e) DoD 5025.l-M, "DoD Directives System Procedures," August 1994 

(f) DoD Directive 3025.1, "Military Support to Civil Authorities (SCA)," January 15, 1993 

(g) DoD Directive 3025.12, "Military Assistance for Civil Disturbances," February 4, 1994 

(h) DoD Directive 3025.15, "Military Assistance to Civil Authorities," February 18, 1997 

(i) DoD Directive 5240.1, "DoD Intelligence Activities," April 25, 1988 

(j) DoD 5240.1-R, "Procedures Governing the Activities of DoD Intelligence Components that Affect United States 

Persons," December 1982 

(k) Title 48, Code of Federal Regulations, "Federal Acquisition Regulations System," October 1, 1996 

(l) DoD Directive 5137.1, "Assistant Secretary of Defense for Command, Control, Communications, and 

Intelligence (ASD (C3I))," February 12, 1992 

(m) DoD 8910.1-M, "DoD Procedures for Management of Information Requirements,"November 28, 1986, 

authorized by DoD Directive 8910.1, June 11, 1993 

(n) DoD Directive 5200.8, "Security of DoD Installations and Resources," April 25, 1991 

E2. ENCLOSURE 2
 
DEFINITIONS
 

E2.1.1. Assurance. In the context of CAAP, assurance is a process of identifying assets deemed critical to the 

Department of Defense in peacetime, crisis and war; assessing the potential threats to these assets and the 
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capabilities they provide; quantifying the likely non-availability to the Department of Defense under various hazard 

scenarios; identifying potential actions that can be taken to restore those assets (or functionality they provide) if they 

are lost, damaged, corrupted, or compromised; and identifying and recommending options to protect, mitigate, and 

improve the availability of these Critical Assets to the DoD organizations that own, use, and control them. It 

includes a range of activities to systematically inform planners and decisionmakers of the probability of availability 

and quality (e.g., integrity, reliability, confidentiality, survivability, endurability, capacity,adequacy) of specific 

assets or services under given scenarios; quantifying the likely impact of non-availability to the military operation or 

defense activity; and identifying and prioritizing options to improve the likelihood of the availability of specific 

assets or services in specific scenarios. Examples of assurance activities that can improve the likelihood of asset 

availability include protection (preventing, by whatever means, the disruption or corruption of an asset); mitigation 

or moderation of the effects of disruption or corruption (by controlling the damage, providing alternative services, 

and reducing demand on the asset); and planning for and providing timely restoral or recovery. Alternatively, plans 

can be made to absorb the loss of otherwise anticipated services. Assurance of a Critical Asset is the responsibility 

of the owning or controlling DoD Component. 

E2.1.2. Computer Emergency Response Team (CERT). An organization chartered by an information system 

owner to coordinate and/or accomplish necessary actions in response to computer emergency incidents that threaten 

the availability or integrity of its information systems. 

E2.1.3. Critical Asset. Any facility, equipment, service or resource considered essential to DoD operations in 

peace, crisis and war and warranting measures and precautions to ensure its continued efficient operation, protection 

from disruption, degradation or destruction, and timely restoration. Critical Assets may be DoD assets or other 

Government or private assets, (e.g., Industrial or Infrastructure Critical Assets), domestic or foreign, whose 

disruption or loss would render DoD Critical Assets ineffective or otherwise seriously disrupt DoD operations. 

Critical Assets include both traditional "physical" facilities or equipment, non-physical assets (such as software 

systems) or "assets" that are distributed in nature (such as command and control networks, wide area networks or 

similar computer-based networks). 

E2.1.4. DoD Executive Agent. The individual designated by position to have and to 

exercise the assigned responsibility and delegated authority of the Secretary of Defense, as specified in this 

Directive. 

E2.1.5. DoD Infrastructure. Infrastructure owned, operated or provided by the Department of Defense. DoD 

Infrastructures include the DII, C4ISR, Space, Financial Services, Logistics, Public Works (includes DoD-owned or 

-operated utilities, roads, rails and railheads and their interface to commercial and other Government Systems), 

Personnel, Health Affairs and Emergency Preparedness. See also definitions of Infrastructure and National 

Infrastructure, below. 

E2.1.6. DoD Installation. A facility subject to the custody, jurisdiction, or administration of any DoD 

Component. This term includes, but is not limited to, military reservations, installations, bases, posts, camps, 

stations, arsenals, or laboratories where a DoD Component has operational responsibility for facility security and 

defense. Examples are facilities where orders or regulations for protection and security have been issued by the 

military commander or other specified DoD official under provisions of DoD Directive 5200.8 (reference (n)). Both 

industrial assets and infrastructure assets, not owned by the Department of Defense, may exist within the boundaries 

of a military installation. 

E2.1.7. Industrial Asset. Any factory, plant, building or structure used for manufacturing, producing, 

processing, repairing, assembling, storing, or distributing a product or components that supports a DoD Component. 

A Critical Industrial Asset is an industrial asset deemed essential to DoD operations or the functioning of a Critical 

Asset 

E2.1.8. Information Assurance. Information Operations that protect and defend information and information 

systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation. This includes 

providing for restoration of information systems by incorporating protection, detection, and reaction capabilities. 

(See DoD Directive S-3600.1, reference (c).) 
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E2.1.9. Information System. The entire infrastructure, organination, personnel and components that collect, 

process, store, transmit, display, disseminate and act oninformation under reference (c). 

E2.1.10. Infrastructure. The framework of interdependent networks and systems comprising identifiable 

industries, institutions, and distribution capabilities that provide a continual flow of goods and services essential to 

the defense and economic security of the United States, the smooth functioning of government at all levels, or 

society as a whole. 

E2.1.11. Infrastructure Asset. Any Infrastructure facility, equipment, service or resourcethat supports a DoD 

Component. A Critical Infrastructure Asset is an infrastructure asset deemed essential to DoD operations or the 

functioning of a Critical Asset. 

E2.1.12. National Infrastructure. Those infrastructures essential to the functioning of the nation and whose 

incapacity or destruction would have a debilitating regional or national impact. National infrastructures include 

telecommunications, electrical power systems, gas and oil transportation and storage, water supply systems, banking 

and finance, transportation, emergency services, and continuity of government operations. 

E2.1.13. Technical Attack. An attack that can be perpetrated by circumventing or nullifying hardware or 

software protection mechanisms, or exploiting hardware or software vulnerabilities, rather than physical destruction 

or by subverting system personnel or other users. 

Appendix 8-16: PDD-NSC-67 

PDD-NSC-67 

Enduring Constitutional Government 

and Continuity of Government Operations (U) 

21 October 1998 

Presidential Decision Directive 67 (PDD 67), issued 21 October 1998, relates to enduring constitutional 

government, continuity of operations (COOP) planning, and continuity of government (COG) operations. The 

purpose of Enduring Constitutional Government (ECG), Continuity of Government (COG), and Continuity of 

Operations (COOP) is to ensure survival of a constitutional form of government and the continuity of essential 

Federal functions. Presidential Decision Directive 67 replaced the Bush Administration's NSD 69 "Enduring 

Constitutional Government" of 02 June 1992, which in turn succeeded NSD 37 "Enduring Constitutional 

Government" of 18 April 1990 and NSDD 55 "Enduring National Leadership" of 14 September 1982. 

In addition, Executive Order 12656 [Section 202] required that "The head of each Federal department and agency 

shall ensure the continuity of essential functions in any national security emergency by providing for: succession to 

office and emergency delegation of authority in accordance with applicable law; safekeeping of essential resources, 

facilities, and records; and establishment of emergency operating capabilities." 

Among other things, PDD 67 required Federal agencies to develop Continuity of Operations Plans for Essential 

Operations. In response to this directive, many Federal agencies formed task forces of representatives from 

throughout the agency who were familiar with agency contingency plans. They developed the COOP as a unifying 

concept that did not replace existing plans but, instead, superimposed COOP functions if and when a problem 

threatens serious disruption to agency operations. The plans identify those requirements necessary to support the 

primary function, such as emergency communications, establishing a chain of command, and delegation of 

authority. 
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With the reduced threat to this country of nuclear attack by the former Soviet Union and its successor nations, 

Enduring Constitutional Government programs (the former Continuity of Government programs) were scaled back 

in the early 1990s. Most of the resources of the National Preparedness Directorate of the Federal Emergency 

Management Agency [FEMA] were spent on ensuring the continuation of civilian government in the event of a 

nuclear war, through what are known as the Enduring Constitutional Government programs. The directorate also 

supports ongoing studies through war gaming, computer modeling, and other methods. 

The April 1999 "Federal Response Plan" [FEMA 9230.1-PL] required te head of each Federal Department and 

agency shall ensure the continuity of essential functions in any national security emergency by providing for: 

succession to office and emergency delegation of authority in accordance with applicable law; safekeeping of 

essential resources, facilities, and records; and establishment of emergency operating capabilities. 

The text of PDD-67 has not been released, and there is no White House Factsheet summarizing its provisions. 

A Federal Preparedness Circular (FPC-65) provides guidance to Federal Executive Branch departments and 

agencies for use in developing viable and executable contingency plans for the continuity of operations (COOP). 
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APPENDIX 9 

INTELLIGENCE LAW 

Appendix 9-1: DoDD 5143.01 – Undersecretary of Defense for Intelligence 

See next page. 
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Department of Defense

DIRECTIVE

NUMBER 5143.01
November 23,2005

DA&M

SUBJECT: Under Secretary of Defense for Intelligence (USD(I))

References: (a) Title 10, United States Code
(b) Title 50, United States Code
(c) Public Law 108-458, "Intelligence Reform and Terrorism Prevention Act of

2004," 118 Stat. 3638, December 17, 2004
(d) Executive Order 12333, "United States Intelligence Activities," December 4,

1981, as amended
(e) through (ad), see enclosure 1

1. PURPOSE

Under the authorities vested in the Secretary of Defense by reference (a), including Sections 113
and 137, and consistent with reference (b), including Sections 401 through 405, as well as
references (c), (d), and Executive Order (E.O.) 13355 (reference (e)), this Directive:

1.1. Assigns the responsibilities, functions, relationships, and authorities of the Under
Secretary of Defense for Intelligence (USD(I)).

1.2. Cancels the Secretary of Defense Memorandum, "Office of the Under Secretary of
Defense for Intelligence"; the Deputy Secretary of Defense Memorandum, "Implementation
Guidance on Restructuring Defense Intelligence-and Related Matters"; and DoD Directive
5134.11 (references (f) through (h)).

1.3. Authorizes the USD(I), as a Principal Staff Assistant (PSA) reporting directly to the
Secretary of Defense, to promulgate DoD policy in DoD Instructions within the responsibilities,
functions, and authorities assigned herein.

1.4. Shall conform to and be consistent with law and Presidential guidance concerning the
authorities and responsibilities of the Director of National Intelligence (DNI).
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2. APPLICABILITY

This Directive applies to the Office of the Secretary of Defense, the Military Departments, the
Chairman of the Joint Chiefs of Staff, the Combatant Commands, the Office of the Inspector
General of the Department of Defense, the Defense Agencies, the DoD Field Activities, and all
other organizational entities in the Department of Defense (hereafter referred to collectively as
the "DoD Components").

3. DEFINITIONS

Terms used in this Directive are defined in enclosure 2.

4. RESPONSIBILITIES AND FUNCTIONS

The USD(I) is the PSA and advisor to the Secretary and Deputy Secretary of Defense regarding
intelligence, counterintelligence, security, sensitive activities, and other intelligence-related
matters (hereafter referred to as "intelligence, counterintelligence, and security" matters). In this
capacity, the USD(I) exercises the Secretary of Defense's authority, direction, and control over
the Defense Agencies and DoD Field Activities that are Defense intelligence,
counterintelligence, or security Components and exercises planning, policy, and strategic
oversight over all DoD intelligence, counterintelligence, and security policy, plans, and
programs. In the exercise of assigned responsibilities, the USD(I) shall:

4.1. Serve as the senior DoD intelligence, counterintelligence, and security official below the
Secretary and Deputy Secretary of Defense.

4.2. Serve as the primary representative of the Secretary of Defense to the Office of the
Director of National Intelligence (ODNI) and other members of the Intelligence Community.

4.3. For human capital:

4.3.1. Consistent with DoD Directive 1400.35 (reference (i)), exercise policy oversight
of personnel in defense intelligence positions to ensure that Defense intelligence,
counterintelligence, and security Components are manned, trained, equipped, and structured to
support the missions of the Department and fully satisfy the needs of the Combatant Commands,
the Military Departments, and the ODNI, as appropriate.

4.3.2. Develop and oversee the policies associated with the Defense Civilian Intelligence
Personnel System in conjunction with the Under Secretary of Defense for Personnel and
Readiness pursuant to reference (i).

2
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4.3.3. Develop policy and provide oversight on training, education, and career
development of personnel within the Defense intelligence, counterintelligence, and security
Components and ensure integration of Defense intelligence into other DoD training within the
Department of Defense and Intelligence Community, as appropriate.

4.3.4. Identify candidates for Secretary of Defense consideration to be nominated and/or
appointed to serve as Directors of the Defense Intelligence Agency, the National Geospatial
Intelligence Agency, the National Reconnaissance Office, and the National Security
Agency/Central Security Service.

4.3.5. Oversee the duty performance of the Directors of the Defense Intelligence
Components (identified in paragraph 5.1.2) and solicit evaluative input from the DNI, as
appropriate.

4.3.6. Oversee the implementation of DoD detailee policy within the Defense
intelligence, counterintelligence, and security Components, and exercise approval authority,
consistent with the processes developed by the Secretary of Defense and the DNI, over the
assignment of intelligence, counterintelligence, and security personnel, including personnel who
are subject to the Defense Civilian Intelligence Personnel System, detailed to duty from one DoD
Component to another or to an external organization. All requests for detailees external to the
Department to perform duties in the fields of intelligence, counterintelligence, or security shall
receive the concurrence of the USD(I) prior to approval by the Director of Administration and
Management pursuant to applicable law, regulations, and policy, including DoD Directive
1000.17 (reference (j)).

4.4. For planning, programming, budgeting, and execution matters, and other budgetary
matters, consistent with Section 135 of 10 U.S.C. (reference (a)):

4.4.1. Participate, pursuant to the responsibilities and functions prescribed herein, in the
DoD Planning, Programming, Budgeting, and Execution (PPBE) process, which includes
proposing DoD resource programs, formulating budget estimates, recommending resource
allocations and priorities, and monitoring the implementation of approved programs in order to
ensure adherence to approved policy and planning guidance. The USD(I) shall consult and
coordinate with the Under Secretary of Defense for Policy (USD(P)), the Under Secretary of
Defense (Comptroller) (USD(C)), and the Director, Program Analysis and Evaluation (DPA&E)
on PPBE matters.

4.4.2. Support the Assistant Secretary of Defense for Legislative Affairs and USD(C) in
presenting, justifying, and defending intelligence, counterintelligence, and security programs
and budgets before the Congress as well as evaluating and assessing Congressional activity for
impact on all assigned areas of responsibility, and consult and coordinate with the USD(C) on
budgetary matters, as appropriate, and the DNI on National Intelligence Program (NIP) matters.
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4.4.3. Oversee Defense intelligence, counterintelligence, and security policy, plans,
programs, required capabilities, and resource allocations, which includes exercising
responsibility for the DoD Components within the NIP and the Military Intelligence Program
(MIP), according to Deputy Secretary of Defense Memorandum (reference (k)).

4.4.4. Oversee all Defense intelligence budgetary matters to ensure compliance with the
budget policies issued by the DNI for the NIP.

4.5. For acquisition matters:

4.5.1. Provide advice and assistance, as appropriate, to the Under Secretary of Defense
for Acquisition, Technology, and Logistics (USD(AT&L)), the Assistant Secretary of Defense
for Networks and Information Integration/DoD ChiefInformation Officer, the Defense
Acquisition Board, the Defense Space Acquisition Board, the DNI, and other officials and/or
entities in the U.S. Government concerning acquisition programs that significantly affect
Defense intelligence, counterintelligence, and security Components as well as intelligence,
counterintelligence, and security programs.

4.5.2. Exercise acquisition authority as delegated by the USD(AT&L), the DNI, or other
appropriate officials in the U.S. Government for the acquisition of technologies, systems, and
equipment.

4.5.3. In coordination with the USD(AT&L), oversee the exercise of acquisition
authority by the Directors of the Defense intelligence, counterintelligence, and security
Components.

4.6. Provide policy and strategic oversight of all Defense intelligence, counterintelligence,
and security programs within the Department of Defense operating under the authority, direction,
and control of the USD(I) as prescribed herein, and ensure that these organizations perform their
missions.

4.7. Ensure that USD(I) policies and programs are designed and managed to improve
standards of performance, economy, and efficiency and that all of the Defense Agencies and
DoD Field Activities over which the USD(I) exercises the Secretary of Defense's authority,
direction, and control are attentive and responsive to the requirements of their organizational
customers, both internal and external to the Department of Defense.

4.8. Serve on boards, committees, and other groups pertaining to assigned responsibilities
and functions and represent the Secretary of Defense on all intelligence, counterintelligence, and
security matters in other U. S. Government fora.

4.9. For Defense intelligence:

4
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4.9.1. Oversee all DoD intelligence policies and activities, including those implemented
pursuant to DoD Directive 5240.1 (reference (1)), and establish priorities to ensure conformance
with Secretary of Defense and DNI policy guidance, as appropriate.

4.9.2. Develop, coordinate, and oversee the implementation of DoD policy, strategy,
programs, and guidance on manned and unmanned spaceborne, airborne, surface, and subsurface
activities and other matters pertaining to intelligence, surveillance, and reconnaissance (ISR),
including those in support of foreign and international requirements involving the use of space
and non-space resourced ISR activities and products.

4.9.3. Oversee Sensitive Reconnaissance Operations (SRO) Program policy and
maintain cognizance of non-SRO reconnaissance and surveillance activities and operations.

4.9.4. Develop and oversee policy for Defense intelligence planning and preparation
activities as well as Defense warning and forecasting activities.

4.10. For counterintelligence:

4.10.1. Represent the Secretary of Defense in meetings and communications with the
National Counterintelligence Executive (NCIX).

4.10.2. Develop, coordinate, and oversee the implementation of DoD policy, programs,
and guidance for DoD counterintelligence pursuant to DoD Directive 5240.2 (reference (m)) and
oversee and provide guidance to ensure compliance with counterintelligence policies issued by
the DNI, as appropriate.

4.10.3. Oversee DoD polygraph policies and ensure the Department of Defense supports
the polygraph requirements identified by the heads of other Federal Agencies with polygraph
programs.

4.10.4. Promptly inform the Secretary and Deputy Secretary of Defense, OSD PSAs,
Secretaries of the Military Departments, Chairman of the Joint Chiefs of Staff as well as the
DNI, NCIX, and Congress of significant counterintelligence activity, as appropriate.

4.11. For security policy matters:

4.11.1. Serve as the DoD Senior Security Official pursuant to E.O. 12958 (reference (n))
and advise the Secretary of Defense, the Secretaries of the Military Departments, the Chairman
of the Joint Chiefs of Staff, and the Heads of other DoD Components on the development and
integration of risk-managed security and protection policies and programs, except for Nuclear
Physical Security pursuant to DoD Directive 0-5210.41 (reference (0)).

4.11.2. Develop, coordinate, and oversee the implementation of DoD policy, programs,
and guidance for personnel, physical, industrial, information, operations, chemical/biological,
and DoD Special Access Program (SAP) security as well as research and technology protection.

5
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4.11.2.1. Oversee the implementation of policy regarding the protection of sensitive
compartmented information pursuant to Presidential and DNI guidance as well as DoD Directive
8520.1 (reference (p)).

4.11.2.2. Perform all duties and responsibilities of the Secretary of Defense regarding
the National Industrial Security Program pursuant to E.O. 12829 (reference (q)).

4.11.3. Develop and oversee DoD policy regarding the sharing of information consistent
with applicable laws, regulations, and policy, including E.O. 12333 (reference (d)), DNI policies,
and DoD policies.

4.11.3.1. Ensure that all DoD Components integrate security education and
awareness into their personnel-security programs pursuant to E.O. 12968 (reference (r)).

4.11.3.2. Develop and oversee DoD SAP security policy, carry out guidance
provided by the DoD SAP Oversight Committee, serve as the oversight authority for all DoD
Intelligence SAPs and those SAPs delegated to the USD(I) for oversight, and establish a SAP
Coordination Office (SAPCO) in OUSD(I) that provides administrative support to and facilitates
the management of SAPs delegated to the USD(I), and ensure that all NIP-funded SAPs are
consistent with DNI policies and coordinated with the ODNI.

4.12. Serve as the DoD focal point for all policy and oversight matters relating to
intelligence information sharing and interoperability of Defense intelligence systems and
processes pursuant to reference (c) and E.O. 13356 and E.O. 13354 (references (s) and (t)). The
USD(I) shall develop, coordinate, and oversee DoD requirements and compliance with
intelligence information sharing and interoperability requirements and policies issued by the
DNI.

4.13. For Information Operations (IO):

4.13.1. Serve as the PSA and advise the Secretary of Defense on development and
oversight of DoD 10 policy and integration activities, and serve as the DoD lead with the
Intelligence Community on DoD 10 Issues.

4.13.2. Coordinate, oversee, and assess the efforts of the DoD Components to plan,
program, and develop capabilities in support of 10 requirements pursuant to DoD Directive
S-3600.1 (reference (u)).

4.13.3. Provide 10 assessments for Operational Plans and Security Cooperation
Guidance in support of the USD(P).

4.14. Oversee Defense Sensitive Support Program policy pursuant to DoD Directive
S-5210.36 (reference (v)), oversee coordination pursuant to the DNI's policy and guidance,
currently DCID 5/1 (reference (w)), and oversee the Defense Cover Program.
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4.15. Pursuant to 10 U.S.C. (reference (a)), 50 U.S.C. (reference (b)), and Secretary of
Defense guidance, develop policies and implementation guidance, as well as provide oversight to
ensure versatility and agility in meeting the Department's missions.

4.16. Develop, coordinate, and oversee policy and policy implementation for all other
sensitive intelligence, counterintelligence, security, and special technology programs and
activities within the Department of Defense.

4.17. Identify gaps and opportunities for technology insertion to enhance intelligence,
counterintelligence, and security capabilities of the Department and, in conjunction with
USD(AT&L), Director of Operational Test and Evaluation, Director of Defense Research and
Engineering, and other OSD PSAs, as appropriate, oversee research, development, test, and
evaluation, subject to DoD acquisition regulations and Sections 139 and 2399 of 10 U.S.C.
(reference (a)). NIP-funded programs shall be undertaken in coordination with the DNI.

4.18. Periodically assess any DoD Executive Agent assignments under the cognizance of the
USD(I) for continued need, currency, and effectiveness and efficiency in satisfying end user
requirements, consistent with DoD Directive 5101.1 (reference (x)).

4.19. Coordinate with the USD(P) regarding intelligence and intelligence-related matters
that affect antiterrorism, counterterrorism, and terrorism consequence management policies as
well as special operations intelligence elements and special operations-related activities funded
through the MIP.

4.20. Perform such other duties as the Secretary may prescribe.

5. RELATIONSHIPS

5.1. The Under Secretary of Defense for Intelligence, in the performance of assigned
functions and responsibilities, shall take precedence in the Department of Defense on all
intelligence, counterintelligence, and security matters prescribed herein after the Secretary and
Deputy Secretary of Defense, and shall:

5.1.1. Report directly to the Secretary of Defense.

5.1.2. Exercise the Secretary of Defense's authority, direction, and control over:

5.1.2.1. Director, Defense Security Service;

5.1.2.2. Director, DoD Counterintelligence Field Activity;

5.1.2.3. Director, Defense Intelligence Agency;

5.1.2.4. Director, National Geospatial-Intelligence Agency;
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5.1.2.5. Director, National Security Agency/Central Security Service;

5.1.2.6. Director, National Reconnaissance Office; and

5.1.2.7. Such other positions and organizations as may be established by the USD(I),
consistent with applicable law, within the resources provided by the Secretary of Defense.

5.1.3. Exercise the Secretary of Defense's authority, direction, and control over the
Directors listed in subparagraphs 5.1.2.3 through 5.1.2.6 above, in consultation with the DNI
regarding national intelligence and related matters under the purview of the DNI, as appropriate,
consistent with Secretary of Defense and DNI responsibilities under 50 U.S.C. (reference (b))
and the "Intelligence Reform and Terrorism Prevention Act of2004" (reference (c)).

5.1.4. Serve as the Secretary of Defense's focal point pursuant to responsibilities and
functions prescribed herein with other government entities, including the National Security
Council, Homeland Security Council, Department of the Treasury, Department of State,
Department of Justice, and Department of Homeland Security as well as foreign governments,
international organizations, state agencies, the Intelligence Community, and Congress.

5.1.5. As Program Executive for the Military Intelligence Program pursuant to Acting
Deputy Secretary of Defense Memorandum (reference (k)), provide policy, guidance, and
oversight and establish mechanisms for the appropriate coordination with USD(P), USD(C),
DPA&E, and Chairman of the Joint Chiefs of Staff throughout the DoD planning, programming,
budgeting, and execution cycles, according to DoD Directive 7045.14 (reference (y)). The
USD(I) will work in close concert with the DNI, as appropriate. The USD(I) shall chair or
participate in, as appropriate, groups established to address programmatic issues.

5.1.6. Make recommendations to the USD(C) on all transfers, realignments, and/or
reprogramming of funds to and from the Military Intelligence Program in accordance with
thresholds established in the Financial Management Regulation (reference (z)). The USD(I)
shall consult with the ODNI in advance of transferring or reprogramming funds made available
under the Military Intelligence Program. In addition, the USD(I) shall coordinate or consult with
other OSD PSAs and Heads of the DoD Components, as appropriate, on all reprogramming
plans.

5.1.7. For national intelligence centers established by the DNI:

5.1.7.1. Coordinate with the USD(P) as well as the Secretaries of the Military
Departments, the Chairman of the Joint Chiefs of Staff, and other OSD PSAs, as appropriate, to
ensure that DoD support to national intelligence centers is provided, as necessary, and comply
with DoD Directive 1000.17 (reference (j)), as applicable.

5.1.7.2. Provide policy, oversight, and guidance for all Defense intelligence,
counterintelligence, and security support provided to national intelligence centers, including the
National Counterterrorism Center and the National Counterproliferation Center as well as similar
activities.
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5.1.8. Coordinate with the Inspector General of the Department of Defense and the
Assistant to the Secretary of Defense for Intelligence Oversight to ensure that Defense
intelligence, counterintelligence, and security Components and DoD activities comply with
statutory, Executive, Departmental and other national policies, guidance, and regulations.

5.1.9. Work closely with the USD(P) to ensure that space-based-intelligence systems
support the Secretary of Defense and his position regarding national security space policy.

5.1.10. Work closely with the DoD Executive Agent for Space regarding his or her DoD
wide responsibilities representing and advocating space interests in the planning and
programming processes and Defense acquisition process, pursuant to the DoD Directive 510 1.2
(reference (aa)).

5.1.11. Work closely with the Chairman of the Joint Chiefs of Staff in carrying out
functions under Section 153 of reference (a) to ensure the development of intelligence,
counterintelligence, and security programs that enhance interoperability and effectively support
the joint warfighting responsibilities of the Commanders of the Combatant Commands consistent
with Sections 164, 167, and 167a of 10 U.S.C. (reference (a)).

5.1.12. Work closely with the DNI to ensure effective, complementary, and mutual
support between Defense intelligence programs and the NIP.

5.1.13. Use existing systems, facilities, and services of the Department of Defense and
other Federal Agencies, when practicable, to avoid duplication and to achieve maximum
readiness, sustainability, economy, and efficiency.

5.1.14. Coordinate and exchange information with other OSD officials and the Heads of
the DoD Components having collateral or related responsibilities and functions.

5.2. The Assistant Secretary of Defense for Networks and Information Integration/DoD
Chief Information Officer, pursuant to DoD Directive 5144.1 (reference (ab)), shall work closely
with the USD(I) on all matters prescribed herein, as appropriate.

5.3. The General Counsel ofthe Department of Defense shall serve as the legal advisor to
the Secretary of Defense, the Deputy Secretary of Defense, the USD(I), and other DoD officials,
as appropriate, regarding legal matters associated with intelligence, counterintelligence, and
security matters and shall consult as appropriate with the USD(I) on such matters.

5.4. The Heads of the Defense Intelligence Components shall ensure, to the extent possible,
USD(I) receipt of intelligence estimates or other substantive and time-sensitive intelligence
produced by the Defense Intelligence Components and submitted to the Secretary of Defense,
Deputy Secretary of Defense, and the Chairman of the Joint Chiefs of Staff as well as the DNI or
other senior officials outside of the Department of Defense.
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5.5. The other Office ofthe Secretary of Defense officials and the Heads of the DoD
Components shall coordinate with the USD(I) on all matters related to the authorities,
responsibilities, and functions assigned in this Directive.

5.6. The Secretaries of the Military Departments shall provide timely advice to the USD(I)
and shall ensure that the policies and guidance issued by the USD(I) are implemented in their
respective Military Departments.

5.7. The Chairman of the Joint Chiefs of Staff shall consult with, and seek the advice of, the
Combatant Commanders on policy, programs, and other related activities that support the
Department's intelligence, counterintelligence, and security goals and missions, including
requests for advice, resources, assistance, and other functions pursuant to Section 153 of 10
U.S.C. (reference (a)). The Chairman of the Joint Chiefs of Staff shall facilitate communications
with the Combatant Commanders to ensure intelligence, counterintelligence, and security
interoperability and support for joint warfighting, particularly as they relate to intelligence
related functions prescribed herein and consistent with Sections 164, 167, and 167a of 10 U.S.C.
(reference (a)).

6. AUTHORITIES

The USD(I) is hereby delegated authority to:

6.1. Issue in DoD Instructions, DoD policy within the authorities and responsibilities
assigned herein, including authority to identify collateral responsibilities of OSD officials and
the Heads of the DoD Components. Such Instructions shall be fully coordinated in accordance
with DoD 5025.1-M (reference (ac)). Further, in areas of assigned responsibilities and functions,
the USD(I) has authority to issue other DoD Instructions, DoD Publications, and one-time
directive-type memoranda, consistent with reference (ac), that implement policy approved by the
Secretary of Defense. Instructions to the Military Departments shall be issued through the
Secretaries of the Military Departments. Instructions to the Combatant Commands normally
shall be communicated through the Chairman of the Joint Chiefs of Staff.

6.2. Obtain reports and information, consistent with DoD Directive 8910.1 (reference (ad)),
as necessary in carrying out assigned responsibilities and functions.

6.3. Communicate directly with the Office of the DNI on Defense intelligence matters on
behalf of the Secretary of Defense.

6.4. Communicate directly with the Heads of the DoD Components, as necessary, to carry
out assigned functions and responsibilities, including the transmission of requests for advice and
assistance. Communications to the Military Departments shall be through the Secretaries of the
Military Departments, their designees, or as otherwise provided in law or directed by the
Secretary of Defense in other DoD issuances. Communications to the Commanders of the
Combatant Commands normally shall be transmitted through the Chairman of the Joint Chiefs of
Staff.
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6.5. Establish arrangements for DoD participation in U.S Governmental programs for which
the USD(I) is assigned primary DoD cognizance

6.6. Communicate with other Govemment offici als, repres entatives of the Legi slative
Branch, members of the public, and representatives of foreign govemments, as appropnate, in
carrying out assigned responsibili tie' and functions

6.7. Exerci se the delegations of authority in encl osure 3

7. EFFEcrNEDATE

This Directive is effective immediately

Enclosures - 3
El References, continued
E2 Definitions
E3 Delegations of Authority
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E1. ENCLOSURE 1

REFERENCES, continued

(e) Executive Order 13355, "Strengthened Management of the Intelligence Community,"
August 27, 2004

(f) Secretary of Defense Memorandum, "Office of the Under Secretary of Defense for
Intelligence," April 18, 2003 (hereby canceled)

(g) Deputy Secretary of Defense Memorandum, "Implementation Guidance on Restructuring
Defense Intelligence-and Related Matters," May 8, 2003 (hereby canceled)

(h) DoD Directive 5134.11, "Defense Airborne Reconnaissance Office (DARO)," AprilS,
1995 (hereby canceled)

(i) DoD Directive 1400.35, "Defense Civilian Intelligence Personnel System (DCIPS)," March
18,2002

(j) DoD Directive 1000.17, "Detail of DoD Personnel to Duty Outside the Department of
Defense," February 24, 1997

(k) Acting Deputy Secretary of Defense Memorandum, "Establishment of the Military
Intelligence Program," September 1, 2005

(I) DoD Directive 5240.1, "DoD Intelligence Activities," April 25, 1988
(m) DoD Directive 5240.2, "DoD Counterintelligence (CI)," May 22, 1997
(n) Executive Order 12958, "Classified National Security Information," April 17, 1995, as

amended
(0) DoD Directive 0-5210.41, "Security Policy for Protecting Nuclear Weapons," November

1,2004
(p) DoD Directive 8520.1, "Protection of Sensitive Compartmented Information (SCI),"

December 20,2001
(q) Executive Order 12829, "National Industrial Security Program," January 6, 1993, as

amended
(r) Executive Order 12968, "Access to Classified Information," August 2, 1995
(s) Executive Order 13356, "Strengthening the Sharing of Terrorism Information to Protect

Americans," August 27, 2004
(t) Executive Order 13354, "National Counterterrorism Center," August 27, 2004
(u) DoD Directive S-3600.1, "Information Operations," December 9, 1996
(v) DoD Directive S-521O.36, "Provision of DoD Sensitive Support to DoD Components and

Other Departments and Agencies of the United States Government," June 10, 1986
(w) DCID 5/1, "Coordination of United States Clandestine Foreign Activities Abroad,"

December 19, 19841

(x) DoD Directive 5101.1, "DoD Executive Agent," September 3,2002
(y) DoD Directive 7045.14, "Planning, Programming, and Budgeting System," May 22, 1984
(z) DoD 7000-14-R, "Financial Management Regulation," September 2005
(aa) DoD Directive 5101.2, "DoD Executive Agent for Space," September 3, 2003
(ab) DoD Directive 5144.1, "Assistant Secretary of Defense for Networks and Information

Integration/Department of Defense ChiefInformation Officer," May 2, 2005
(ac) DoD 5025.1-M, "DoD Directives System Procedures," March 5, 2003

1 If a copy is needed on a need-to-know basis, contact the Office of the Under Secretary of Defense for Intelligence
Staff in the Pentagon at USDI.Pubs@asd.mil.
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(ad) DoD Directive 8910.1, "Management and Control of Information Requirements," June 11,
1993
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ENCLOSURE 2

DEFINITIONS

E2.1.1. Counterintelligence. Infonnation gathered, and activities conducted, to protect
against espionage, other intelligence activities, sabotage, or assassinations conducted by or on
behalf of foreign governments or elements thereof, foreign organizations, or foreign persons, or
international terrorist activities. (50 U.S.C. 401a)

E2.1.2. Defense Counterintelligence. Infonnation gathered and activities conducted to
detect, identify, exploit, and neutralize the intelligence capabilities and activities of terrorists,
foreign powers, and other entities directed against U.S. national security.

E2.1.3. Defense Intelligence. The tenn "Defense Intelligence" refers to the integrated
departmental intelligence that covers the broad aspects of national policy and national security
and that intelligence relating to capabilities, intentions, and activities of foreign powers,
organizations, or persons, including any foreign military or military-related situation or activity
which is significant to Defense policy-making or the planning and conduct of military operations
and activities. Defense Intelligence includes Active and Reserve military, strategic, operational,
and tactical intelligence.

E2.1.4. Defense Intelligence Components. The tenn "Defense Intelligence Components"
refers to all DoD organizations that perfonn national intelligence, Defense Intelligence, and
intelligence-related functions, including: the Defense Intelligence Agency; the National
Geospatial-Intelligence Agency, the National Reconnaissance Office, the National Security
Agency/Central Security Service, and the intelligence elements of the Active and Reserve
components of the Military Departments, including the United States Coast Guard when
operating as a service in the Navy.

E2.1.5. Defense Security Components. For the purposes ofthis Directive, the tenn "Defense
Security Components" means all DoD organizations that perfonn security functions, including
the Defense Security Service and the security elements of the Military Departments, including
the United States Coast Guard when operating as part of the Department of the Navy, as
appropriate.

E2.1.6. Defense Counterintelligence Components. For the purposes of this Directive, DoD
organizations that perfonn national and DoD counterintelligence and counterintelligence-related
functions, including the DoD Counterintelligence Field Activity and the counterintelligence
elements of the Military Departments, the Defense Agencies with organic counterintelligence,
the Joint Staff, the Office of the Secretary of Defense, and the Combatant Commands.
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APPENDIX 9: INTELLIGENCE LAW
 
 

969
 ENCLOSURE 7
 




 
 

   

 

  

00005143.01, November 23,2005

E2.1.7. Intelligence, Surveillance, and Reconnaissance (lSR). The tenn "Intelligence,
Surveillance and Reconnaissance" or "ISR" refers to an activity that synchronizes and integrates
the planning and operation of sensors, assets, and processing, exploitation, and dissemination
systems in direct support of current and future operations. This is an integrated intelligence and
operations function. (Joint Publication 1-02 as amended through November 2004)

E2.1.8. Military Intelligence. The term "Military Intelligence" refers to the collection,
analysis, production, and dissemination of infonnation relating to any foreign military or
military-related situation or activity that is significant to military policy-making or the planning
and conduct of military operations and activities.

E2.1.9. National Intelligence. The tenn "National Intelligence" refers to all intelligence,
regardless of the source from which derived and including infonnation gathered within or
outside the United States that pertains, as detennined consistent with any guidance issued by the
President, to more than one United States Government Agency; and that involves threats to the
United States, its people, property, or interests; the development, proliferation, or use of weapons
of mass destruction; or any other matter bearing on United States national or homeland security.
(Intelligence Reform Act of 2004, (reference (c)).
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E3. ENCLOSURE 3

DELEGATIONS OF AUTHORITY

E3.1. Pursuant to the authority vested in the Secretary of Defense, and subject to his or her
authority, direction, and control, and in accordance with DoD policies, DoD Directives, and DoD
Instructions, the USD(I) is hereby delegated authority to exercise, within his or her assigned
responsibilities and functional areas, all authority of the Secretary of Defense derived from
statute, Executive Order, regulation, and interagency agreement, except where specifically
limited by statute or Executive Order to the Secretary of Defense, including, but not limited to:

E3.1.1. Designate, on behalf of the Secretary of Defense, Department of Defense
organizational elements that perform intelligence functions as Department of Defense
Intelligence Components, with the concurrence of the Head of the DoD Component affected,
according to Section 1614 oflO U.S.C. In addition, the Deputy Secretary of Defense, as the
head of the Office of the Secretary of Defense, delegates to the USD(I) his authority to concur in
such designations for those elements and positions under the cognizance of the USD(I).

E3.1.2. Make original security classification determinations in accordance with E.O.
12958 and E.O. 12968.

E3.1.3. Carry out delegations regarding the Defense Civilian Intelligence Personnel
System as prescribed in DoD Directive 1400.35 (reference (i)).

E3.1.4. Make written determinations for the conduct of all closed meetings of Federal
Advisory Committees under his cognizance as prescribed by Section 10(d) of the Federal
Advisory Committee Act (5 U.S.C., Appendix II, lO(d)).

E31.5. Make determinations relating to personal contracts for personal services that
directly support the mission of a Defense Intelligence activity under 10 U.S.C. 129b(d)(l)(B).

E3.1.6. On behalf of the Secretary of Defense, waive prohibitions of award of certain
contracts to entities controlled by a foreign government, according to 10 U.S.C 2536(b).

E3.2. The USD(I) may redelegate these authorities, as appropriate, and in writing, except as
otherwise specifically indicated above or prohibited by law, Executive Order, DoD Directive, or
regulation.
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Department of Defense

DIRECTIVE

NUMBER 5240.01
August 27, 2007

USD(I)

SUBJECT: DoD Intelligence Activities

References: (a) DoD Directive 5240.1, "DoD Intelligence Activities," April 25, 1988
(hereby canceled)

(b) DoD Directive 5143.01, "Under Secretary of Defense for Intelligence,"
November 23,2005

(c) Executive Order 12333, "United States Intelligence Activities,"
December 4, 1981, as amended by Executive Order 13284, January 23, 2003,
and Executive Order 13355, August 27, 2004

(d) Executive Order 13388, "Further Strengthening the Sharing of Terrorism
Information to Protect Americans," October 25,2005

(e) through (k), see Enclosure I

1. REISSUANCE AND PURPOSE

This Directive:

1.1. Reissues Reference (a) and implements References (b), (c), and (d); section 188 of
Public Law 108-458 (Reference (e)); Executive Order 12863 (Reference (f)); and chapter 36 of
title 50, United States Code (Reference (g)).

1.2. Updates policy and provides direction for DoD intelligence activities.

1.3. Shall be the primary authority used as guidance by the Defense Intelligence
Components and those performing an intelligence or counterintelligence (CI) function to collect,
process, retain, or disseminate information concerning U. S. persons.

1.4. Continues to authorize the publication of DoD 5240.1-R (Reference (h)).

2. APPLICABILITY AND SCOPE

This Directive:
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2.1. Applies to the Office of the Secretary of Defense (OSD), the Military Departments, the
Office of the Chairman of the Joint Chiefs of Staff, the Combatant Commands, the Office of the
Inspector General of the Department of Defense, the Defense Agencies, the DoD Field
Activities, and all other organizational entities in the Department of Defense (hereafter referred
to collectively as the "DoD Components").

2.2. Applies to all intelligence activities conducted by the DoD Components.

2.3. Does not apply to authorized law enforcement activities carried out by the Defense
Intelligence Components, or to individuals executing law enforcement missions while assigned
to the Defense Intelligence Components.

3. DEFINITIONS

Terms used in this Directive are defined in Enclosure 2.

4. POLICY

It is DoD policy that:

4.1. All DoD intelligence and CI activities shall be carried out pursuant to the authorities and
restrictions of the US. Constitution, applicable law, Reference (c), the policies and procedures
authorized herein, and other relevant DoD policies authorized by Reference (b). Special
emphasis shall be given to the protection of the constitutional rights and privacy of US. persons.

4.2. DoD intelligence and CI activities shall conform to US. law and Presidential guidance
concerning the authorities and responsibilities of the Director of National Intelligence (DNI).

4.3. Defense Intelligence and CI shall be the all-source information collection, analysis,
sharing, and dissemination capability derived from intelligence and CI activities, operations, and
campaign plans, provided to national and defense decision makers and warfighters for military
planning and operations.

4.4. Defense Intelligence shall provide accurate and timely warning of threats and of foreign
capabilities and intent to national and defense decision makers to allow for consideration of the
widest range of options. While Defense Intelligence must be timely, it also must be substantive,
thorough, contextual, and useful in form and format.

4.5. Consistent with the need to protect intelligence sources and methods and the provisions
of Director of Central Intelligence Directive 8/1 (Reference (i)), the Defense Intelligence and CI
Components have an affirmative responsibility to share collected and stored information, data,
and resulting analysis with other Defense Intelligence and CI Components, the national
Intelligence Community (IC), other relevant Federal agencies, and civilian law enforcement
officials, as appropriate. This also applies to the exchange and sharing of terrorism-related
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infonnation pursuant to Reference (d). Infonnation sharing shall adhere to the requirements and
restrictions imposed by Federal law, Executive order, and DoD and DNI policies.

4.5.1. The Defense Intelligence and CI Components shall share collected or stored
infonnation in a manner consistent with both the need to protect sources and methods and the
need to enable the Defense Intelligence and DoD Components, other Government agencies, and
the Intelligence Community, as appropriate, to accomplish their missions and responsibilities.

4.5.2. The broadest possible sharing of intelligence with coalition and approved partner
countries shall be accomplished unless otherwise precluded from release by law, explicit
direction, or policy.

4.5.3. Original classifiers shall draft intelligence products with a presumption of release
and in such a manner as to allow the widest dissemination to allies, coalitions, and international
organizations.

4.6. No Defense Intelligence or CI Component shall request any person or entity to
undertake unauthorized activities on behalf of the Defense Intelligence or CI Component. No
Defense Intelligence or CI Component shall request any person or entity to undertake
intelligence activities on behalf of the Defense Intelligence or CI Component that do not follow
the procedures described in Reference (h). The collection techniques described in Reference (h)
shall be employed only to perfonn intelligence or CI functions assigned to the Defense
Intelligence Component concerned. Use of such techniques to collect infonnation about U.s.
persons shall be limited to the least intrusive means feasible and shall not violate law, Executive
order, Presidential guidance, or DoD or DNI policy.

4.7. The Defense Intelligence and CI Components and their employees shall report all
intelligence or CI activities that may violate law, Executive order, Presidential directive, or
applicable DoD policy through the Component chain of command to the Inspector General or
General Counsel responsible for the Defense Intelligence Component concerned, or to the
Assistant to the Secretary of Defense for Intelligence Oversight (ATSD(IO)).

4.8. The Defense Intelligence Components shall only conduct, or provide support for the
conduct of, covert activities in times of war declared by Congress, during a period covered by a
report from the President to Congress consistent with sections 1541-1548 of Reference (g), or
when such actions have been approved by the President and directed by the Secretary of
Defense.

4.9. Under no circumstances shall any DoD Component or DoD employee engage in, or
conspire to engage in, assassination.
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5. RESPONSIBILITIES

5.1. The Under Secretary of Defense for Intelligence (USD(I)), according to Reference (b),
shall provide overall policy guidance for the conduct of DoD intelligence, CI, security, and
intelligence-related activities. Pursuant to Reference (b), the USD(I) shall:

5.1.1. Serve as the focal point for the Secretary of Defense, according to the
responsibilities and functions prescribed herein, with other U.S. Government entities and
agencies, including the National Security Council, the DNI, the Homeland Security Council, the
Department of the Treasury, the Department of State, the Department of Justice, and the
Department of Homeland Security as well as State agencies, the IC, and Congress.

5.1.2. Serve as the focal point for the Secretary of Defense, according to the
responsibilities and functions prescribed herein, with foreign governments, international
organizations, and non-governmental organizations.

5.1.3. Promote coordination, cooperation, information sharing, and cross-Service
management of intelligence, CI, security, and related programs within the Department of
Defense and between the Department and other Federal agencies.

5.1.4. Provide oversight and policy guidance on sensitive intelligence activities; serve as
the DoD lead for Departmental participation in all such activities.

5.2. The Department of Defense General Counsel shall:

5.2.1. Serve as the focal point for contact with, and reporting to, the Attorney General
regarding legal matters arising under this Directive.

5.2.2. Interpret this Directive and Reference (h), as required.

5.3. The ATSDCIO) shall serve as the focal point for all contacts with the Intelligence
Oversight Board of the President's Foreign Intelligence Advisory Board pursuant to Reference
(f), and shall perform the responsibilities assigned in DoD Directive 5148.11 (Reference (j)).

5.4. The Secretaries of the Military Departments with IC elements shall:

5.4.1. Organize, staff, train, and equip the intelligence assets of the Military
Departments, including CI, signals intelligence, geospatial intelligence, measurement and
signatures intelligence, and human intelligence assets, to support operational forces, national
level policy-makers, and the acquisition community.

5.4.2. Develop intelligence capabilities including interoperable and compatible systems,
databases, and procedures for joint operational forces according to DoD guidance; Combatant
Commander and Director, Defense Intelligence Agency, requirements; the Defense Intelligence
Information System Network-Centric Architecture; and the Joint Technical Architecture.
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5.4. 3. Fulfill assigned D efens e Intelligence Analysis Program responsi biliti es, both
national-level and:Mili tary Deparlm ent-unique, for nati onal intelligence activities in support of
national and DoD enti ti e, through timely, tailore d. all-sourc e intelligence tasking. colle cti on,
proce ssing/expl oitation, analysi s/producti on, and di, seminati on/integration

6. EFFEcrNE DATE

This Directive is effective immediately

Enclosures - 2
El References, continued
E2. Definitions

5
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E2. ENCLOSURE 2

DEFINITIONS

E2.l. All-Source Analysis. An intelligence activity involving the integration, evaluation, and
interpretation of infonnation from all available data sources and types, to include human
intelligence, signals intelligence, geospatial intelligence, measurement and signature intelligence,
and open source intelligence.

E2.2. CI. Defined in Joint Publication 1-02 (Reference (k)).

E2.3. Defense CI Components. Defined in Reference (b).

E2.4. Defense Intelligence. Defined in Reference (b).

E2.5. Defense Intelligence Components. Defined in Reference (b).

E2.6. Foreign Intelligence. Defined in section 40la(2) of Reference (g).

E2.7. Intelligence Activities. The collection, analysis, production, and dissemination of foreign
intelligence and CI pursuant to References (b) and (c).

E2.8. National Intelligence. Defined in Reference (b).

E2.9. Covert Action. Defined in section 413 of Reference (g).

E2.l0. U.S. Person. Defined in Reference (c).

7 ENCLOSURE 2
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E1. ENCLOSURE 1

REFERENCES, continued

(e) Section 188 of Public Law 108-458, "Intelligence Refonn and Terrorism Prevention Act of
2004," December 17, 2004

(f) Executive Order 12863, "President's Foreign Intelligence Advisory Board,"
September 13, 1993, as amended by Executive Order 13070, December 15, 1997;
Executive Order 13301, May 14, 2003; and Executive Order 13376, April13, 2005

(g) Chapter 36 and sections 401a(2), 413, and 1541-1548 of title 50, United State Code
(h) DoD 5240.1-R, "Procedures Governing the Activities of DoD Intelligence Components that

Affect United States Persons," December 11, 1982
(i) Director of Central Intelligence Directive 8/1, "Intelligence Community Policy on

Intelligence Information Sharing," June 4, 2004
(j) DoD Directive 5148.11, "Assistant to the Secretary of Defense (Intelligence Oversight),"

May 21, 2004
(k) Joint Publication 1-02, "DoD Dictionary of Military and Associated Tenns," as amended

6 ENCLOSURE 1

APPENDIX 9: INTELLIGENCE LAW
 
 

979
 ENCLOSURE 7
 



   

 

  

  

 

 

  

  

APPENDIX 9: INTELLIGENCE LAW
 

Appendix 9-3: DoDD 5240.1-R – Procedures Governing the Activities of DoD 

Intelligence Components That Affect U.S. Persons 

See next page. 
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Appendix 9-4: DoDI 5210.52 – Security Classification of Airborne Sensor 

Imagery and Imaging Systems 

See next page. 
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INSTRUCTION 

NUMBER 5210.52 

May 18, 1989  

ASD(C3I)  

SUBJECT: Security Classification of Airborne Sensor Imagery and Imaging Systems  

References: (a) DoD Instruction 5210.52, "Security Classification of Airborne Sensor 

Imagery," September 26, 1973 (hereby canceled)  

 (b) DoD 5200.1-R, "Information Security Program Regulation," June 

1986, authorized by DoD Directive 5200.1, June 7, 1982  

 (c) DoD Instruction 5210.51, "Security Classification Concerning 

Airborne Passive Scanning Infrared Imaging Systems," September 26, 

1973 (hereby canceled)  

 (d) DoD Instruction 5210.57, "Security Classification Concerning 

Airborne Radar Imaging System," September 26, 1973 (hereby 

canceled)  

 (e) through (k), see enclosure E1.  

1. REISSUANCE AND PURPOSE  

This Instruction:  

1.1. Reissues reference (a) to implement revisions to reference (b).  

1.2. Consolidates into one document references (c) and (d).  

1.3. Updates policy, procedures, and responsibilities.  

2. APPLICABILITY AND SCOPE  

This Instruction:  

2.1. Applies to the Office of the Secretary of Defense (OSD), the Military  
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Appendix 9-5: SECNAVINST 3820.3E – Oversight of Intelligence Activities 

within the Department of the Navy 

See next page. 
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DEPARTMENT OF THE NAVY
OFFICE OF THE SECRETARY

1000 NAVY PENTAGON

WASHINGTON, D.C. 20350-1000

SECNAVINST 3820.3E
NAVINSGEN-N2
21 September 2005

Ref: (a)
Ib)
Ie)
Id)
Ie)
If)
(g)
(h)

Encl: (1)

(2)

(3 )

SECNAV INSTRUCTION 3820.3E

From: Secretary of the Navy

Subj, OVERSIGHT OF INTELLIGENCE ACTIVITIES WITHIN THE DEPARTMENT
OF THE NAVY (DON)

Executive Order 12333
DOD Directive 5240.1 of 25 Apr 88
DOD Regulation 5240.1-R of Dec 82
SECNAVINST 5000.34B
DOD Directive 5148.11
SECNAVINST 5510.30A
US Navy Regulations, 1990
SECNAVINST 5215.1D, Secretary of the Navy Directives
Policy

Naval Inspector General Intelligence Oversight
Inspection Checklist
Naval Inspector General Intelligence Oversight
Report Format and Content
Memorandum of Understanding: Reporting of Information
Concerning Federal Crimes, August 1995

1. Purpose. To implement policies, procedures, and governing
regulations regarding the conduct of intelligence activities, and
a system of program reviews, inspections, and reporting
requirements of those activities. This instruction has been
substantially revised and should be reviewed in its entirety.
Highlights of significant changes from previous instruction are
as follows:

a. Updated definition of "DON intelligence components," - to
include new and reorganized DON intelligence organizations and
describe revised responsibilities under this instruction,

b. Further definition of the term "Questionable intelligence
activity" and resultant reporting requirements (i.e. Procedure 15
reporting) ,

c. Inclusion of a sample Intelligence Oversight inspection
checklist, which may be used by components or elements as a
guideline for administering an effective Intelligence Oversight
program, <enclosure (1)), and

d. Inclusion of a standard format for quarterly reports from
DON intelligence components to the Office of the Naval Inspector
General (NAVINSGEN) (enclosure (2)).
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2. Cancellation. SECNAVINST 3820.3D.

3. Background.

a. Intelligence Oversight ensures that all tasks performed
by intelligence, counterintelligence, and intelligence related
activities are conducted in accordance with Federal law,
Executive Orders, DOD directives, regulations and policies.

b. The collection, retention, and dissemination of
information concerning u.s. persons and the conduct of
intelligence activities by Department of the Navy (DON)
intelligence components will be governed by the requirements set
forth in references (a) through (c), enclosure (3), and this
instruction.

c. The Assistant to the Secretary of Defense for
Intelligence Oversight (ATSD(IO» is responsible for developing
Intelligence Oversight policy within the Department of Defense
(DOD) consistent with references (a) through (c).

4. Scope and Applicability. This instruction applies to all DON
intelligence components and governs all intelligence activities
undertaken by personnel assigned to those components. This
instruction also applies to non-intelligence personnel, engaged
in any intelligence activity (e.g., collection, research,
analysis, production, retention, dissemination), as well as all
other DON components and personnel when that component conducts
intelligence and/or intelligence-related activities. This
instruction does not apply to law enforcement activities carried
out by DON law enforcement agencies that also have an
intelligence mission. It does not constitute authority for any
DON intelligence component to conduct an activity not otherwise
authorized by law. Questions of interpretation pertaining to
references (a), (b), (c) or this instruction should be referred
to the legal office responsible for advising the component
concerned. If such questions are not resolved at that level,
they should be taken up that component's legal chain of command
for resolution and, if necessary, to the General Counsel of the
Navy or to the Judge Advocate General, depending on which office
would otherwise have cognizance over the issue. Alternatively,
such questions may also be referred to the Office of the Naval
Inspector General (NAVINSGEN), who may refer this matter to the
General Counsel of the Navy (GC), the Judge Advocate General
(JAG), or the General Counsel of the Department of Defense
(DODGC) for resolution, as appropriate. If a question is
referred to the component's legal chain of command for
resolution, that office shall keep NAVINSGEN informed of the
status of the review, and any conclusions reached or advice
rendered in connection with such question{s). Likewise, if a

2
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question is referred to NAVINSGEN for resolution, that office
shall keep the component's cognizant legal office informed of the
status of the review, and any conclusions reached or advice
rendered in connection with such question(s). Requests for
exceptions or amendments to the policies or procedures issued by
this instruction should be referred to NAVINSGEN.

5. Conduct of Intelligence Activities.

a. DON intelligence components and personnel shall carry out
their authorized missions and functions per the policies and
procedures contained in references (a) I (b) I (c) I and this
instruction. Moreover, they shall carry out their authorized
functions in a manner that does not violate the constitutional
rights and privacy of U.S. persons, and shall not request any
other person or entity to undertake unauthorized activities. Use
of the techniques prescribed by reference (c) to collect
information about U.s. persons shall be accomplished by the least
intrusive means practicable.

b. DON personnel shall not conduct, or provide support for
the conduct of, special activities without proper authorization,
and will comply with the reporting requirements of higher
authority. Reference (d) provides guidance for the conduct and
oversight of intelligence, intelligence-related, special, and
sensitive activities within the DON.

c. Under no circumstances shall any DON personnel condone,
support, encourage, engage in, or conspire to engage in the
assassination of a specific individual or individuals.

6. Action.

a. NAVINSGEN shall submit to ATSD(IO), with a copy each to
JAG, CNO (N2) GC, and UNSECNAV, a quarterly Intelligence
Oversight report for the Department of the Navy describing:

(1) Any intelligence or counterintelligence activity that
has come to the attention of NAVINSGEN during the quarter
reasonably believed to be illegal, improper, or contrary to
references (a), (b), (c), this instruction, or other applicable
directives, and policies. The report may also include any
corrective action taken, as appropriate.

(2) Any significant Intelligence Oversight activities
undertaken during the quarter (i.e., inspections, training,
published documents) .

(3) Any recommendations for improvement to existing
Intelligence Oversight regUlations and the subject program.

3
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(4) Status of any outstanding reports of confirmed or
suspected questionable intelligence activity.

b. DON intelligence components, less USMC intelligence
components, shall submit to NAVINSGEN a quarterly Intelligence
Oversight report for their respective component (and claimancy)
covering the information identified in paragraph 6.a. above.
USMC elements shall submit to DNIGMC a quarterly Intelligence
Oversight report similarly covering the information identified in
paragraph 6.a. above. DNIGMC shall then submit a consolidated
report to NAVINSGEN on behalf of all USMC elements.

(1) The format for DON intelligence component and DNIGMC
quarterly Intelligence Oversight reports is provided in enclosure
(2)

(2) Significant instances of fraud, waste, abuse,
standards of conduct or ethics violations (less that described
above), financial misconduct, or conflicts of interest that
affect intelligence operations do not need to be included in the
quarterly Intelligence Oversight reports. However, they shall be
reported to NAVINSGEN, as appropriate, via a separate report, e
mail, or Hotline action.

c. Commanding Generals and Inspectors General of Fleet Marine
Forces will comply with the above reporting requirements and
submit their quarterly Intelligence Oversight report to DNIGMC,
as directed.

d. Quarterly Intelligence Oversight reporting periods and
report due dates are identified as follows:

OUARTER
First Quarter (JAN/FEB/MAR)
Second Quarter (APR/MAY/JUN)
Third Quarter (JUL/AUG/SEP)
Fourth Quarter (OCT/NOV/DEC)

REPORT DUE TO NAVINSGEN
15 APR
15 JUL
15 OCT
15 JAN

7. Definitions. The following terms are used throughout this
instruction.

a. DON intelligence components include:

(1) The Office of the Director of Naval Intelligence
(CNO (N2)),

(2) The Office of Naval Intelligence (ONI),

(3) Naval Security Group Command (NAVSECGRU)

4
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(4) Naval Criminal Investigative Service (NelS)
(specifically those select elements of NelS conducting
counterintelligence activities),

(5) Marine Corps intelligence components,

(6) Naval Reserve Intelligence Program (CNRIC),

(7) Naval Security Group Command Reserve (CNSGR),

(8) Other DON organizations, staffs, and offices, when
used for foreign intelligence or counterintelligence activities,
including command and subordinate intelligence staffs,
activities, units, and elements of Commander, Fleet Forces
Command (COMFLTFORCOM); Commander u.s. Pacific Fleet (COMPACFLT);
Commander, u.s. Naval Forces Central Command (COMUSNAVCENT);
Commander, U.s. Naval Forces Southern Command (COMUSNAVSO) j

Commander, U.S. Naval Forces Europe/Commander, U.S. Sixth Fleet
(COMUSNAVEUR/COMSIXTHFLT); Commander, Naval Reserve Force
(COMNAVRESFOR); Commander, Naval Special Warfare Command
(COMNAVSPECWAR); and Echelon 2, 3, 4, 5, and 6 commands that do
not report operationally or administratively for Intelligence
Oversight reporting and inspection purposes to any of the other
DON intelligence components defined in subparagraph 7a(1) through
7a(8). The heads of such organizations, staffs, and offices
listed in this subparagraph shall not be considered heads of DOD
intelligence components for the purposes of approving
intelligence collection activities authorized by references (c)
and (d)

b. Marine Corps Intelligence components, for purposes of
Intelligence Oversight, include the Office of the Director of
Intelligence, Headquarters U.S. Marine Corps (HQMC-I), Marine
Corps Intelligence Activity (MeIA), Marine Corps intelligence
units, G-2/S-2 staffs, intelligence battalions, radio battalions,
reconnaissance battalions/companies, scout sniper platoons,
unmanned aerial vehicle squadrons, and Marine Corps reserve
counterparts.

c. Intelligence activity is the collection, production and
dissemination of foreign intelligence and counterintelligence by
DON intelligence components.

d. Intelligence-related activities are activities normally
considered to be linked directly or indirectly to the
intelligence field.

e. Ouestl0nable intelligence activity is intelligence that
may violate Federal law, an Executive Order (such as EO 12333), a
Presidential Directive, DON policies, or this instruction.

5
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Examples of questionable intelligence activity include, but are
not limited to, the following:

(1) Tasking intelligence personnel to conduct
intelligence activities that are not part of the organization's
approved mission, even if they have the technical capability to
do so.

(2) Providing intelligence services and/or products
without proper authorization.

(3) Failing to file proper use statement for imagery
collection associated with u.s. persons.

(4) Collecting information on U.S. persons, even through
open source, when it is not part of the unit's mission.

f. Special activities as defined by reference (a) are
activities conducted in support of national foreign policy
objectives abroad which are planned and executed so the role of
the u.s. Government is not apparent or acknowledged publicly, and
functions in support of such activities, but which are not
intended to influence u.s. political processes, public opinion,
policies, or media and do not include diplomatic activities or
the collection and production of intelligence or related support
functions.

g. Other terms used in this instruction are defined in
references (b) through (d).

8. Violations. This instruction at paragraphs S.b. and S.c.,
reference (a) at parts 2.3, 2.4, and 2.9 through 2.12, and
reference (c) at chapters 1 through 15 constitute and shall apply
as general regulatory orders. They apply to all eligible DON
personnel individually and need no further implementation. A
violation of those provisions is punishable under the Uniform
Code of Military Justice for military personnel and may be the
basis for appropriate administrative disciplinary procedures with
respect to civilian employees.

9. Intelligence Oversight Responsibilities.

a. The Chief of Naval Operations (CNO), the Commandant of
the Marine Corps (CMC) , and the General Counsel of the Navy for
NCIS shall,

(1) Implement the policies and procedures contained in
references (a), (b), (c), and this instruction.

(2) Ensure the Under Secretary of the Navy (UNSECNAV),
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Ge, JAG, NAVINSGEN, and the Senior Review Board (SRB) I are kept
fully and currently informed of significant and/or sensitive DON
intelligence activities, questionable intelligence activities,
and intelligence-related activities using any DON non
intelligence component assets, including personnel and equipment.
In those instances where DON intelligence components support
National Security Agency (NSA) activities, those activities need
not be reported under the provisions of this subparagraph when
they are subject to the current Intelligence Oversight activities
of NSA. Nothing in this subparagraph is intended to exempt DON
intelligence activities from complying with any separate non
Intelligence Oversight related, reporting requirement.

(3) Ensure NAVINSGEN is notified each time any Navy or
Marine Corps organization, staff, or office not specifically
identified as a DON intelligence component in paragraphs 7.a. and
7.b. of this instruction is tasked to collect, retain, or
disseminate information for intelligence or counterintelligence
purposes.

b. Heads of DON intelligence components and elements
thereof, as appropriate, shall;

(I) Ensure that all subordinate intelligence components,
activities, units, and elements in or under their command comply
with the requirements of references (a), (b), (c), and this
instruction.

(2) Report to NAVINSGEN within 48 hours confirmed or
suspected questionable intelligence activities conducted by or on
behalf of their respective component (reference (c), chapter 15,
germane)

(3) Report to NelS any possible federal crimes by
employees of DON intelligence organizations, or violations of
specified federal criminal laws by any other person when
collected as part of intelligence activities as required in
enclosure (3).

(4) Ensure that all intelligence activities, in whole or
in part, which raise issues of legality, consistency with
applicable policy, or propriety in general are submitted for
legal review prior to implementation or as soon as identified.
Navy and Marine Corps command or staff judge advocates or Office
of the General Counsel attorneys of the component concerned, who
possess the requisite security clearances, shall participate
actively in the operational planning and review of intelligence
activities. Activities or legal issues of significance should be
referred to the legal office responsible for advising the
component concerned. If such issues are not resolved at that
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level, they should be taken up that component's legal chain of
command for resolution and, if necessary, to the General Counsel
of the Navy or to the Judge Advocate General, depending on which
office would otherwise have cognizance over the issue.
Alternatively, such issues may also be referred for review to
NAVINSGEN, who may refer the matter to and confer with the Ge,
JAG, or DODGe, as appropriate. Marine Corps issues shall be
referred via the Counsel for the Commandant, Staff Judge Advocate
to the Commandant, and Deputy Naval Inspector General for Marine
Corps Matters (DNIGMC), as appropriate. If an issue or question
is referred to the component's legal chain of command for
resolution, that office shall keep NAVINSGEN informed of the
status of the review, and any conclusions reached or advice
rendered in connection with such issue(s) or question{s).
Likewise, if an issue or question is referred to NAVINSGEN for
resolution, that office shall keep the component's cognizant
legal office informed of the status of the review, and any
conclusions reached or advice rendered in connection with such
issue(s) or question{s) .

(5) Ensure Intelligence Oversight refresher training of
all staff and subordinate DON personnel is conducted and
documented on an annual basis. Intelligence components are not
required to train personnel who are not involved in the
intelligence mission of the command (e.g_, Morale, Welfare, and
Recreation employees, groundskeepers, etc.). At a minimum,
annual refresher training shall familiarize employees with the
provisions of references (a), (b), (c), and this instruction that
apply to the operations and activities of their component, and of
their responsibilities under this instruction to report suspected
or confirmed questionable intelligence activities.

(6) Ensure that no adverse or retaliatory action is taken
against any personnel who reports confirmed or suspected
questionable intelligence activities under this instruction.

(7) Ensure that employees and contractors assigned to a
DON intelligence component and who are aware of the intelligence
mission of the component, shall:

(a) Familiarize themselves with the policies and
procedures required by this instruction and references (a), (b),
and (c)_

(b) Report suspected or confirmed questionable
intelligence activities to the Inspector General of the command
or intelligence component concerned, NAVINSGEN, GC, JAG, DNIGMC,
Staff Judge Advocate to the Commandant, Counsel for the
Commandant (for Marine Corps matters), DODGC, or ATSD(IO), as
appropriate. If it is not practical to report through the chain
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of command, an employee may report questionable intelligence
activity directly to the office of the NAVINSGEN.

{B} Impose such sanctions as may be appropriate on any
employee who violates the provisions of references (a), (b) I (c),
and this instruction.

(9) Ensure NAVINSGEN, Ge, JAG, DNIGMC, Counsel for the
Commandant, Staff Judge Advocate to the Commandant (for Marine
Corps Matters), DODGe, and ATSD(IO) , as appropriate and after
proper security clearance is verified, have access to all
information concerning intelligence activities in the conduct of
Intelligence Oversight responsibilities, and that employees of
their components cooperate fully with such officials.

(10) Provide to NAVINSGEN annually, no later than (NLT)
15 September, an updated list of all intelligence component
activities, units and elements in or under their command. The
list shall include the full address for each command/activity/
unit/element, as well as the date of the most recent Intelligence
Oversight inspection by the lead echelon. A summary of
modifications identifying any commands/activities/units/elements
to be added or deleted (compared to previous year's list) shall
also be included along with a brief justification for the
change(s). Marine Corps Intelligence components will provide
their input to DNIGMC.

(11) Provide to NAVINSGEN annually, (NLT) 15 September,
a schedule of Intelligence Oversight inspections to be conducted
during the upcoming fiscal year for all components, activities,
units, and elements under their command.

(12) Conduct Intelligence Oversight inspections on all
subordinate shore intelligence components, activities, units, and
elements in or under their command at an interval of no greater
than once every 36 months, with appropriate follow-up/"spot
checks" or assistance between inspections as deemed necessary.

(13) Provide a quarterly Intelligence Oversight report to
NAVINSGEN as directed in paragraph 6. DNIGMC will consolidate
report inputs from Marine Corps intelligence components and
provide a single Marine Corps quarterly Intelligence Oversight
report input to NAVINSGEN for incorporation into subsequent
reporting to ATSD(IO) .

(14) Intelligence oversight inspections are not required
for afloat activities (e.g. squadrons, ships, and submarines) .
Nonetheless, Commanding Officers remain accountable for annual
Intelligence Oversight training, reporting of that training to
appropriate higher authority (identified subparagraph 7.a.
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above), and active enforcement of intelligence oversight matters.
As well, should an Intelligence Oversight infraction or a
suspected questionable activity occur while afloat, it must be
reported to higher authority.

c. NAVINSGEN shall be responsible for:

(1) Inspecting DON intelligence components to ensure
compliance with references (a), (b), (c), and this instruction.
Of note, although COMSIXTHFLT would normally be exempt, sUbject
merger of duties and responsibilities with COMUSNAVEUR staff
mandate that the combined staff is fully accountable for all
Intelligence Oversight program requirements, including periodic
inspection. (Enclosure (1) will be used by NAVINSGEN as a
baseline checklist during inspection of component Intelligence
Oversight programs.)

{2} Investigating reports of confirmed or suspected
questionable intelligence activities. Suspected criminal
activities will be referred to NCIS for investigation.

(3) Investigating any alleged failures of DON
intelligence components to report confirmed or suspected
questionable intelligence activities. In the event that
questionable intelligence activities are conducted by, or on
behalf of, a DON intelligence component but not reported,
NAVINSGEN will recommend appropriate corrective action.

(4) Ensuring procedures exist within all DON intelligence
components for the reporting of questionable intelligence
activities, and for documenting that employees of DON
intelligence components are familiar with the provisions of
references (a), (b), and (c), and are aware of their
responsibilities to report questionable intelligence activities.

(5) Referring reports of confirmed or suspected
questionable intelligence activities to the Ge, or JAG, as
appropriate, to determine whether the activity is legal and
consistent with applicable policy.

(6) Immediately reporting to the DODGC and ATSD(IO)
questionable intelligence activities of a serious nature.

(7) Carrying out other Intelligence Oversight
responsibilities set forth in references (a) through (e), and
this instruction.

d. The Deputy Naval Inspector General for Marine Corps
Matters (DNIGMC) shall be responsible for carrying out the
functions outlined in subparagraph 9.c., with respect to Marine
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Corps intelligence component activities, units, and elements and
report subject results to NAVINSGEN.

e. The General Counsel of the Navy, in coordination with the
Judge Advocate General, shall be responsible for:

(1) Determining whether activities, as defined in
paragraph 7 of this instruction, conducted by DON intelligence
components, are in compliance with applicable law and
regulations.

(2) Referring reports of suspected or confirmed
questionable intelligence activities conducted by or on behalf of
DON intelligence components to NAVINSGEN for investigation.

(3) Carrying out any applicable responsibilities as set
forth in references (a) through (c) and enclosure (3).

10. Reports. Reports required by this instruction are exempt
from reports control per SECNAVINST 5214.2B.

11. Authority. References (9) and (h) authorize the Naval
Inspector General to issue this instruction and publish changes
to it.

R. A. ROUTE
Vice Admiral, U.S. Navy
Naval Inspector General

Distribution:
Electronic only, via Navy Directives Website at
http://neds.daps.dla.mil//
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Naval Inspector General
Intelligence Oversight Inspection Checklist

ACTIVITY/DETACHMENT,

POINT(S} OF CONTACT,

TODAY'S DATE,

INSPECTOR(S} ,

Definition of terms: For purposes of this checklist, the
term Executive Order 12333 compliance shall include
compliance/ noncompliance with, or violations of, Executive
Order 12333 and DOD Regulation 5240.1-R of December 1982
(NOTAL) as well as unauthorized intelligence missions and
functions.

1. Intelligence Oversight Policy

a. Does the Commanding Officer, Executive Officer,
Officer in Charge and Senior Intelligence Officer receive
annual training on Executive Order 12333 and its DOD and
Navy implementing directives/regulations/instructions?

b. Describe the command's Intelligence Oversight
program.

c. What are the training, inspection, and reporting
mechanisms?

d. Have any violations occurred? If so, when and how
reported? What corrective actions were taken?

e. What is the impact of Intelligence Oversight
restrictions on the command's mission?

f. Is the official responsible for administering the
command's Intelligence Oversight program designated by
command instruction (Intelligence Oversight instruction,
Standards Operations Regulations Manual, collateral duty
list) or designation letter?

g. Does this official have access to all the
intelligence collection, retention (databases, files), and
dissemination programs within the command for oversight
purposes?

h. If not, what mechanism is in place to ensure
compliance with Executive Order 12333?
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i. Who certifies compliance with Executive Order 12333
for all command programs? How is compliance for all
programs certified to this official?

NOTE: Reports will be sent/forwarded to Echelon 2 if
inspecting Echelon 3 or below. Is the quarterly
report to NAVINSGEN signed by direction? Who
signs? What is the command relationship to the
official who certifies compliance?

j. Has the command received any tasking from higher
authority that could actually or potentially (or perceived
to be) contrary to intelligence restrictions? How was it
handled? What was the outcome? How was it documented?

2. Training and Compliance Elements

a. Does the command hold SECNAVINST 3820.3E? DOD
Directive 5240.1? DOD Regulation 5240.1-R? Executive Order
12333?

b. Does the command have its own instruction on
Intelligence Oversight?

c. Does the command instruction or directive designate
the official responsible for conducting/coordinating
Intelligence Oversight training?

d. Does the command have NAVINSGEN-N2 (or the
appropriate Echelon 2) POC's phone numbers, e-mail
and Internet home page address (as applicable)? Do
have the Navy Hotline number? DODIG phone number?
phone number?

addresses
they
ATSD(IO)

e. How is required annual training conducted and
documented? (Review training records for the last 3 years)

f. How does the command review its programs for
compliance with Executive Order 12333? How are the results
documented? How frequently are programs reviewed?

g. Are contracting activities reviewed for Executive
Order 12333 compliance?

h. Are espionage cases reported to NAVINSGEN quarterly
per SECNAVINST 3820.3E?

i. Are significant instances of fraud, waste, abuse,
standards of conduct or ethics violations, financial
misconduct, or conflicts of interest that impact upon
intelligence operations reported to senior echelon or
NAVINSGEN quarterly (per SECNAVINST 3820.3E)?
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j. What databases does the command have access to that
contain information on U.S. persons? How is compliance with
Executive Order 12333 ensured? Are there directives or SOPs
for preventing Executive Order 12333 violations when
accessing these databases?

k. What is the reporting procedure for personnel to
report questionable activities?

1. Is the proper channel for reporting Executive Order
12333 violations well publicized within the Command?

NOTE: Are Plan of the Day notes run periodically? Are
notices posted on bulletin boards? Are the
Executive Officer, Command Master Chief, military
Division Officers, and senior civilians conversant
with the procedures for reporting Executive Order
12333 violations?

m. Are there any command personnel assigned independent
duty or serving in outlying areas? If so, how is
Intelligence Oversight training administered? How is
Executive Order 12333 compliance monitored and documented?

n. How do personnel receive Intelligence Oversight
training when they report aboard? Is it part of the check
in process?

o. How does the command ensure subcomponents are
inspected per the timelines established in SECNAVINST
3820.3E? Is an oversight inspection schedule submitted to
NAVINSGEN each September per SECNAVINST 3820.3E? Are
inspection records current?

3. Potential Problem Areas

a. Are
1.
2.
3.
4.
5.
6.
7.

there any indications of:
Potential oversight violations?
Standards of Conduct problems?
Fraud/waste/abuse
Financial misconduct?
Conflict of interest?
Espionage?
Violation of law, directives, policy, or
procedures?

b. Have any of the following special collection
techniques been used by the command:

1. Concealed monitoring?
2. Physical searches?
3. Searches and examinations of mail?
4. Physical surveillance?
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5. Undisclosed participation in organizations to
gain intelligence information?

4. Personnel and Records Review

a. Visit operating spaces and randomly question
personnel to evaluate their knowledge of intelligence
activities.

b. Examine intelligence files for compliance with
collection and retention criteria.

c.
3820.3E
How are

Is the annual training required by SECNAVINST
reported in a timely manner by subordinate commands?
they monitored by the Echelon 2 command?

5. Command Feedback. Does the command have any
recommendations for improving the Intelligence Oversight
process?
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Naval Inspector General
Intelligence Oversight Report (For.mat and Content)

3820
Serf

From:
To:

Subj,

Ref:

Reporting Command
Naval Inspector General (ATTN: N2)

QUARTERLY INTELLIGENCE OVERSIGHT REPORT FOR QUARTER/
FISCAL YEAR
(e. g. QUARTERLY INTELLIGENCE OVERSIGHT REPORT FOR

4 RD QUARTER/FISCAL YEAR 2005)

(al SECNAVINST 3820.3E

1. Per reference (a), the following report is provided.

2. (In paragraph 2, identify any subordinate commands that were
inspected during the quarter in the following format.)

e.g. The following Intelligence Oversight inspections
were conducted during this quarter:

COMMAND

Command Alfa
Command Bravo Det One

INSPECTION DATE

12 AUG 05
15 AUG 05

3. (In paragraph 3, discuss any significant Intelligence
Oversight program-related activities that occurred during this
quarter - e.g. training initiatives, awareness, indoctrination,
familiarization, published documents, new instructions or
policy. I

4. (In paragraph 4, identify/discuss any recommendations (if
any) as to how the Intelligence Oversight system or overall
program may be improved.)

5. (In paragraph 5, provide a statement describing those
activities (if any) that have come to the attention of the
command during sUbject quarter, which are reasonably believed to
be illegal or contrary to Executive Order or Presidential
directive, or applicable DOD policy. Be sure to include an
explanation of all action(s) taken at all levels, as applicable,
with respect to such activities.)
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6. (In paragraph 6, provide a statement describing the status of
any earlier (outstanding) reports of confirmed or suspected
questionable intelligence activity that have already been
reported during a previous quarter.)

7. (In paragraph 7, identify your command Intelligence Oversight
point of contact - to include command representative/name, phone
number, fax number and e-mail address, if available.)

Y.R. SIGNATURE
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MEMORANDUM OF UNDERSTANDING:
. REPORTING OF INFORMATION CONCERNING FBDERAL CRIMES

I. Introduction

Section 1. 7 (a) of Executive Order (B.O.) 12333 requires senior
officials of the Intelligence Community to -

report to the Attorney General possible violations of federal
criminal laws by employees and of specified federal criminal laws by
any other person as provided in procedures agreed upon by the
Attorney General and the head of the department or agency concerned.
in a manner consistent with the protection of intelligence sources
and methods, as specified in those procedures.

Title 28, United'States Code, Section 535(b) requires that

[a]ny information, allegation, or complaint received in a department
or agency of the executive branch of the Goverrunent relating to
violations of title 18 involving Govenunent officers and employees
shall be expeditiously reported to the Attorney General by the headof the department or agency, unless -

(1) the responsibility to perform an investigation with respect
thereto is specifically assigned otherwise by another provision of
law: or

(2) as to any depar~ment or agency of the Government, the Attorney
General directs otherwise with respect to a specified class of
information, allegation, or complaint.

This Memorandum of Understanding (MOUl sets forth the procedures by
which ~ach agency and organization within the Intelligence Community
shall report to the Attorney General and to federal investigative
agencies information concerning possible federal crimes by employees of
an intelligence agency or organization, or violations of specified
federal criminal laws by any other person, which information was
collected by it during the performance. 9£ its designated intelligence
activities, as those activities are defined in E.O. 12333, §§ 1.8-1.13.

II. Definitions

A. ·Agency,· as that term is used herein, refers to those agencies and
organizations within the Intelligence Community as defined in E.O.
12.333, §. 3.4 {f}, but excluding the intelligence elements of the
Federal Bureau of Investigation and the Department of the Treasury.

B. ·Employee,~ as that term is used herein, means:

1. a staff employee, contract employee, asset, or other person or
entity providing service to or acting on behalf of any agency
within the intelligence. community;

2. a former officer or employee of any agency within the
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intelligence cOllllllunity for purposes of an offense committed
during such person's employment, and for purposes of an offense
involving a violation of 18 U.S.C. § 207 (Conflict of
interest)/ and

3. any other Government employee on detail to the Agency.

C. 'General Counsel' means the general counsel of the Agency or of the
Department of which it is a co~onent or an oversight person
designated by such person to act on his/her behalf, and for purposes
of these procedures may include an Inspector General or equivalent
officia.l if agency or departmental procedures so reqUire or if
designated by the agency or department head.

D. -Inspector General- or tIG- means the inspector general 'of the
Agency or of the department of Which the Agency is a component.

E. -Reasonable basis· exists when there are facts and circumstances.
either personally known or of which knowledge is acquired from a

. source believed to be reasonably trustworthy I that would cause a
person of reasonable caution to believe that a crime has been, is
being, or will be committed. The question of which federal law
enforcement or judicial enti ty has jur!sdiction over the alleged
criminal acts shall have no bearing upon the issue of whether a
reasonable basis exists.

III. Scope

A. This MOU shall not be construed to authorize or require the Agency,
or any person or entity acting on behalf of the Agency, to conduct
any investigation not otherwise authorized by law, or to collect any
information in a manner not authorized by law.

B. This MOU ordinarily does not require an intelligence agency or
organization to report crimes infonnation that was collected and
disseminated to it by another department, agency, or organization.
Where, however, the receiving agency is the primary or sole
recipient of that information, or if analysis by the receiving
agency reveals additional crimes information, the receiving agency
shall be responsible for reporting all such crimes information in
accordance with the provisions of this MOU.

c. This'MOU does not in any way alter or supersede the obligation of an
employee of an intelligence agency to report potential criminal
behavior by other employees of that a:gency to an IG, as required
either by statute or by agency regulations, nor affect any
protections afforded any persons reporting such behavior to an IG.
Nor does this MOU affect any crimes reporting procedures between the
IG Offices and the Department of Justice,"

D. This MOU does not in any way alter or supersede any obligation of a
department or agency to report to the Attorney General criminal
behavior by Government employees not employed by the intelligence
community, as required by 28 USC §535.
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B. This MOU does riot affect the obligation to repOrt to the Federal
Bureau of Investigation alleged or suspected espionage activities as
required under Section 811(c) of the Intelligence Authorization Act
of 1995. .

.P. The following crimes information is exempted from the application of
this memorandum if the specified conditions are met:

1. Crimes information that has been reported to an IG;'

2. Crimes information received by a Department of Defense
intelligence component concerning a Defense intelligence

·component employee who either is subject to the Uniform Code of
Military Justice or is a civilian and has been accused of
criminal behavior related to his/her assigned duties or
position, if (a) the information is submitted to and
investigated by the appropriate Defense Criminal Investigative
Organization, and (b) in cases involving crimes committed
during the performance of intelligence activities, the General
·Counsel provides to· the Department of Justice a report
reflecting the nature of the charges and the disposition
thereof;

3. Information regarding non-employee crimes listed in Section VII
that is collected by the intelligence component of a
Department also having within it a law enforcement organization
where (a) the crime is of the type that the Department's law
enforcement organization has jurisdiction to investigate; and
(b) the Department's intelligence organization submits that
crimes information to the Department's law enforcement
organization for investigation and further handling in
accordance with Department policies and procedures. 2

4. Crimes information regarding persons who are not employees of
the Agency, as those terms are defined in Section II, that
involve crimes against property in an amount of $1,000 or less,
or, in the case of Agency employees, crimes against property in
an amount of $500 or less. As to other relatively minor
offenses to which this MOU would ordinarily
'apply, but which, in the General Counsel's opinion, do not
warrant reporting pursuant to this MOU, the General Counsel may

1 If, however, the IG determines that the reported information
is not properly subject to that office'S jurisdiction, but that
such "infonnation may be reportable pursuant to this MOU, the IO may
forward the information to the OOJ in compliance with these
procedures. Alternatively, the IG may transmit the information to
the Agency's General Counsel for a determination of what response,
if any, is required by this MOU.

2 This MOU does not affect the crimes reporting obligations of
any law enforcement and other non-intelligence components of a
department, agency, or organization.

3
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orally contact the Assistant AttOnley General, Criminal
Division, Qr his/her designee. If the Department of Justice
concur~ with that opinion, no further reporting under these'
procedures is required. The General Counsel shall maintain an
appropriate record of such contacts with the Department. If
deemed appropriate by the General Counsel, he/she may take
necessary steps to pass such information to the appropriate law
enforcement authorities; or

5. Information, other than that relating to homicide or espionage,
regarding crimes that were completed more than ten years prior
to the date such allegations became known to the Agency. If,
however, the Agency has'a reasonable basis to believe that the
alleged criminal activities occurring ten or more years
previously relate to. or are a part of, a pattern of criminal
activities that continued within that ten year interval, the
reporting procedures herein will apply to those activities.

F. The procedures set forth herein are not intended to affect whether
an intelligence agency reports to state or local authorities
activity that appears to constitute a crime under state law. In the
event that an intelligence agency considers it appropriate to report
to state or local authorities possible criminal activity that may
implicate classified information or intelligence sources or methods,
it should inform the MG, or the designated Deputy AAG, Criminal
Division, in accordance with paragraph VIlLC, below; the Criminal
Division will consult with the intelligence agency regarding
appropriate methods for conveying the information to state or local
authorities. In the event that an intelligence agency considers it
appropriate to report to state or local authorities possible
criminal activity that is not expe,cted to implicate classified
information or intelligence sources or methods, it should
nevertheless provide a copy of such report to the AAG, or to the
designated Deputy AAG, Criminal Division.

IV. General Considerations: Allegations of Criminal Acts Committed By
Agency Employees

A. This Agreement requires each employee of the Agency to report to the
Gene~al Counselor IG facts or circumstances that reasonably
indicate to the employee that an employee of an intelligence agency
has committed, is committing, or will commit a violation of federal
criminal law.]

When a General Counselor IG has received information
concerning alleged violations of federal law by an employee of
another intelligence community agency, arid those violations are not
exempted under section III. E. 4, hereof, the General Counsel ~hall

notify in writing the General Counsel of the accused employee's
agency. The latter General Counsel must then determine whether
this MOU requires the allegations to be reported to the Department
of Justice.
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8. Except as exempted in Section III, when the General Counsel has
received allegations, complaints or information (hereinafter
allegations) that an Slli'loyee of the AiJency may have violated, may
be violating, or may violate a fed.eral criminal statute, that
General Counsel 'should within a reasonable period of time determine
whether there is a reasonable basis to believe that a federal crime
has been, is being, or will be committed and that it is a crime
which, under this memorandum, must be reported. The General Counsel
may, as set forth in Section V, below, conduct a preliminary inquiry
for this purpose. If a preliminary inquiry reveals that there is a
reasonable basis for the allegations, the General Counsel will
follow the reporting procedures Bet forth in 5e.etian VIII, below.
If a preliminary inquiry reveals that the allegations are without a
reasonable basis, the General Counsel will make a record, as
appropriate, of that finding and no reporting under these procedures
is required.

V. Preliminary Inquiry Into Allegations Against an Agency Employee

inquiry regarding allegations
ordinarily be limited to the

counsel's preliminary
Agency employee will

The . General
against an
following:

1. review of materials submitted in support of the allegations;

A.

2. review of Agency indices, records, documents, and files;

3. examination of premises occupied by the Agency;

4. examination of publicly available federaL state, and local
government records and other publicly available records and
information;

5. interview of the complainant; and

6. interview of any Agency employee, other than
in the opinion of the General Counsel,
corroborate or refute the allegations.

the accused. who,
may be able to

B. Where criminal allegations against an Agency employee are subject to
this MOU, an interview of that employee may only be undertaken in
compliance with the following conditions:

1. Where the crime alleged against an Agency employee does not
pertain to a serious felony offense,4 a responsible Agency

4. A "serious felony offense" includes any offense listed in
Section VII, hereof, violent crimes. and other offenses which, if
conunitted in the presence of a reasonably prudent and law-abiding,
person, would cause that person immediately to report that conduct
directly to the police. For purposes of this MOU, crimes agains t
government property that do not exceed $5,000 and are not part of
a pattern of continuing behavior· or of a criminal conspiracy shall
not be considered serious felony offenses.

5
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official may interview the accused employee; however, such
interview shall only be conducted with the approval of the
General Counsel, the 10, or, as to Defense and military
employees, the responsible military Judge Advocate General or
the responsible Defense Criminal Investigative Organization.

2. Where the crime alleged against an Agency employee is a serious
felony offense, the Agency shall ordinarily not interview the
accused employ~e, except where, in the opinion of the General
Counsel, there are exigent circumstancesS which require that
the employee be interviewed. If such exigent circumstances
exist, the General Counselor other attorney in the General
Counsel, I 5 office may interview the accused employee to the
extent reasonably necessary to eliminate or substantially
reduce the exigency.

3. In all other cases of alleged serious felonies, the General
Counsel, or the General Counsel's designee, may interview the
accused employee only after consultation with the Agency's IG,
a Defense Criminal Investigative Organization (for Defense and
military employees), or with the Department of Justice
regarding the procedures to be used during an interview wi th
the accused employee.

Any interview of an accused employee that is undertaken shall be
conducted in a manner that does not cause the loss, concealment,
destruction, damage or alteration of ~vidence of the alleged crime,
nor result in the immunization of any statements made by the accused
employee during that interview. The Agency shall not otherwise be
limited by this MOU either as to the techniques it is otherwise
authorized to use, or as to its responsibility to provide for its
security functions pursuant to E.O. 12333.

VI. General Considerations: Allegations Of Criminal Acts Conunitted By
Non-Employees

A. This MOU requires each employee of the Agency to report, to the
General Counselor as otherwise directed by the Department or Agency
head, facts or circumstances that reasonably indicate to the
employee that a non-employee has conunitted, is committing, or will
commit one or· more of the specified crimes in Section VII, below.

B. When an Agency has received information concerning alleged
violations of federal law by a person other than an employee of an
intelligence agency, and has dete~ined that the reported
information provides a reasonable basis to conclude that a violation
of one of the specified crimes in Section VII has occurred, is

5 'Exigent circ~tances· are circumstances requiring prompt
action by the Agency in order to protect life or substantial
property interests: to apprehend of identify a fleeing offender; or
to prevent the compromise, loss, concealment, destruction, or
alteration of evidence of a crime.

6
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occurring, or may occur, the AgencY shall report that information to
the Department of Justice in accordance with Sections VIII or IX,
below.

VII. Reportable Offenses by Non-Employees

A. Unless exempted under Section III, above, allegations concerning
criminal activities by non-employees are reportable if they pertain
to one or more of the following specified violations of federal
criminal law:

1. Crimes involving intentional infliction or threat of death or
serious physical harm. These include but are not limited to
homicide, kidnapping, hostage taking, assault (including sexual
assault), or threats or attempts to commit such offenses,
against any person in the United States or a U.S. national or
internationally protected person (as defined in 18 U. S.C. §

.1116(b) (4», whether in the United States or abroad.

2. Crimes, including acts of terrorism, that are likely to affect
the national ~ecurity, defense or foreign relations of the
United States. These may include but are not limited to:

a. Espionage; sabotage; unauthorized disclosure of classified
information; seditious conspiracies to overthrow the
government of the United States; fund transfers violating
the International Emergency Economic Powers Act; providing
material or financial support to terrorists; unauthorized
traffic in controlled mWli tions or technology i or
unauthori~ed traffic in, use of, or contamination by
nuclear materials, chemical or biological weapons, or
chemical or biological agents; whether in the United
States or abroad;

b. Fraudulent entry of persons into the Uni ted States. the
violation of immigration restrictions or the failure to
register as a foreign agent or an intelligence trained
agent;

c. Offenses involving interference with foreign governments
or interference with the foreign policy of the United
States whether occurring in the United States or abroad;

d. Acts of terrorism anywhere in the world which target the
U. S. government or its property, U. S. persons, or any
property in the United States, or in which the perpetrator
is a U.s. person; aircraft hijacking; attacks on aircraft
or international aviation facilities; or maritime piracy;

e. The unauthorized transportation or use of firearms or
explosives in interstate or foreign commerce.

3. Crimes involving
u.s. governmental
include:

foreign interference with
institutions or processes.

7

the integrity of
Such crimes may
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a. Activities to defraud the U.S. government. or any federally
protected financial institution, whether occurring in the
United States or abroad;

b. Obstruction of justice or bribery of U.S. officials or
witnesses in U.S. proceedings, whether occurring in the
United States or abroad;

c. Interference with U.S. election proceedings or illegal
contributions by foreign persons to u. S. candidat.es or
election committees;

d. Perjury in connection with U.S. proceedings, or false
statements made in connection with formal reports or
applications to the U.S. government, or in connection with
a formal criminal or administrative investigation, whether
committed in the United States or abroad;

e. Counterfeiting U.S. obligations or any other governmental
currency, security or identification documents used in the
United States, whether committed in the United States or
abroad; transactions involving stolen governmental
securities or identification documents or stolen or
counterfeit non-governmental securities.

4. Crimes related to unautp.orized electronic surveillance in the
United States or to tampering with, or unauthorized access to,
computer systems.

5. violations of U.S. drug laws including: the cultivation,
production, transportation, importation, sale, or possession
(other than possession of user quantities) of controlled
substances; the production, transportation, importation, and
sale of precursor or essential chemicals.

6. The transmittal, investment and/or laundering of the proceeds
of any of the unlawful activities listed in this Section,
whether committed in the United States or abroad.

B. Any conspiracy .or attempt to commit a crime reportable under this
section shall be reported if the conspiracy or attempt itself meets
the applicable reporting criteria.

C. The Attorney General also encourages the Agency to notify the
Department of Justice when the Agency's otherwise routine collection
of intelligence in accordance with its authorities results in its
acquisition of information about the commission of other serious
felony offenses by non-employees, c. g. , violations of U. S.
environmental laws relating to ocean and inland water discharging or
dumping, drinking water contamination, or hazardous waste disposal,
and crimes involving interference with the integrity of U.S.
governmental institutions or processes that would not otherwise be
reportable under Section VII.A.3.
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VIII. Procedures for SUbmitting Special Crimes Reports

A. Where the Agency determines that a matter must be the subject of a
special report to the Department of Justice, it may, consistent with
paragraphs .VIII. B and VIII. C, . below, make such a report (1) bY
letter or other. similar communication from the General Counsel, or
(2) bY electronic or courIer dissemination of information from
operational or analytic units, provided that in all cases, the
subject line and the text of such conununication or dissemination
clearly reflects that it is a report of possible criminal activity.
The Department of Justice shall maintain a record of all special
crimes reports received from the Agency.

B. Where the Agency determines that a matter must be the subject of a
special report to the Department of Justice, and where the Agency
further determines that no public disclosure of classified
information or intelligence sources and methods would result from
further investigation or prosecution, and the security of ongoing
intelligence operations would not be jeopardized thereby, the Agency
will report the matter to the federal investigative agency having
jurisdiction over the criminal matter. A copy of that report must
also be provided to the MG, or designated Deputy AAG, Criminal
Division.

C. Where the Agency determines that further investigation or
prosecution of a matter that must be specially reported may result
in a public disclosure of classified information or intelligence
sources or methods or would jeopardize the security of ongoing
intelligence operations, the Agency shall report the matter to the
AAG or designated Deputy MG. Criminal Division. A copy of that
report must also be provided to the Assistant Director, Criminal
Investigations or National Security Divisions, Federal Bureau of
Investigation, or in the event that the principal investigative
responsibility resides with a different federal investigative
agency, to an appropriately cleared person of equivalent position in
such agency. The Agency's report should explain the security or
operational problems that would or might arise from a criminal
investigation or prosecution.

D. Written documents associated with the reports submitted pursuant to
this section may refer to persons who are the sUbjects of the
reports by non-identifying terms (such as ·llJohn Doe • -). The
Agency shall advise the Department of Justice or relevant federal
investigative agency of the true identities of such persons if so
requested.

E. It is agreed that, in acting upon information reported in accordance
with these procedures, the Agency, the Department of Justice and the
relevant federal investigative agencies will deal with classified
information, including sources and methods, in a manner consistent
with the provisions of relevant statutes and Executive Orders,
including the Classified Information Procedures Act ..

9
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IX. Khan Routine Dissemination May be Used in Lieu of A Special Crimes
Report

A. ExCept as set forth in IX.B, below, the Agency may report crimes
information regarding non-employees to the Department of Justice by
routine disseminetion, provided that:

is routinely
elements of

the crimes information is of the type that
disseminated by the Agency to headquarters
cognizant federal investigative agencies;

2. the criminal activity is of a kind that is normally collected
and disseminated to law enforcement by the Agency (~ drug
trafficking, money laundering, terrorism or sanctions
violations); and

1.

3. the persons or entities involved are members of a class that
are routinely the targets or objects of such collection- and
dissemination.

If all three of these conditions are met, the Agency may satisfy its
crimes reporting obligation through routine dissemination to the
Deparbment of Justice, Criminal Division. and to all cognizant
federal law enforcement agencies. which shall retain primary
responsibility for review of disseminated information for evidence
of .criminal activity, In all other cases, the special reporting
procedures in Section VIII shall apply. As requested ·by the
Department of JustIce, the Agency will coordinate wi t"h the
Department to facilitate the Department's analytical capabilities as
to the Agency's routine dissemination of crimes information in
compliance with this MOV.

B. Routine dissemination, as discussed in IX.A, above, may not be used
~n lieu of the special reporting requirements set forth herein as to
the following categories of criminal activities:

1. Certain crimes involving the intentional infliction or threat
of death or serious physical harm (VII.A.l, above);

2. Espionage; sabotage; unauthorized disclosure of classified
information; and seditious conspiracies to overthrow the

··government of the United States {VII.A.2.a, above}; and

3. Certain crimep involving foreign interference
integrity of U.S. gover.nmental institutions or
(VII.A.3.b and c. above).

with the
processes

X. Other Agency Responsibilities

A. The Agency shail develop interna~ procedures in accordance with the
prov.isions of Sections VIII and IX for the reporting of criminal
information by its B::\Ployees as required Wlder Sections IV.A and
VI.A.

B. The Agency shall also establish initial and continuing training to

10
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ensure that its employees engaged in the review and analysis ·of
collected .intelligence are knowledgeable of and in compliance with
the provisions of this KOU.

XI. Relation to Other Procedures and Agreements

A. If the Agency desires, for administrative or .security reasons, to
conduct a more extensive investigation into the activities of an
enq>loyee relating to any matter reported pursuant· to this MOU, it
will inform the Department of Justice and the federal investigative
agency to which the matter was reported.. The Agency may also take
appropriate administrative, disciplinary, .or other adverse action at
any time against any emPloyee whose activities are reported under'
these procedures. However, such investigations or adverse actions
shall be coordinated with· the proper investigative or prosecuting
officials to avoid prejudice tQ any criminal investigation or
prosecution.

B. Nothing in these procedures shall be construed to restrict the
exchange of information among the Agencies in the Intelligence
community or between those Agencies and law enforcement entities
other than the Department of Justice.

C. This MOU supersedes all prior crimes reporting memoranda of
understanding executed pursuant to the requirements of E.O. 12333.
To the extent that there exist any conflicts between other Agency
policies or directives and the provisions herein, such conflicts
shall be resolved in accordance with the provisions of this MOU.
However, this MOU shall not be construed" to modify in any way the
August 1984 Memorandum of Understanding between the Department of
Defense and the Department of Justice relating to the investigation
and prosecution of certain crimes.

D. The parties understand and agree that nothing herein shall be
cons'trued to alter in any way the current routine dissemination by
the Agency of intelligence information, including information
regarding alleged criminal activities by any person, to the
Department of Justice or to federal law enforcement agencies.

XII. Miscellaneous

A. This MOO shall become effective as to each agency below as of the
date signed by the listed representative of that agency.

B. The Intelligence-Law Enforcement· Policy Board, within one year of
the date of the effective date hereof, and as it deems appropriate
thereafter, will appoint a working group consisting of, an equal
number of representatives from the intelligence and law enforcement
commWlities, including the Criminal Division. That working group
shall do the following:

1. review the Agency's -imPlementation of Sections III.F and
IV.B, hereof;
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2. consider whether the crimes reporting requirement8 of E.O.
12333 and other authorities are being met through the operation
of this MOU;

3. review· each of the provisions of this MOU and determine what,
if any. modifications thereof should be recommended to the
Policy Board, or its successorj and

4. issue a report to the Policy Board of its findings and
recommendations in'each of the foregoing categories.

C. The Policy Board in turn shall make recommendations to the Attorney
General, the Director of Central Intelligence, and the heads of the
affected agencies concerning any modifications to the MOU that it
considers necessary.

Date, 11 AUG 1995

u.k·, .~ t
secretary 0~efe'¥ffAtt rney General

Date, ??tuyf44[~'arC

Date, 3_August 1995

(\,%ttnc..~
Dij;;:gfiPNationaISeeUrty Agency

Date:

Date,
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DEPARTMENT OF THE NAVY  
OFFICE OF THE 

SECRETARY 1000 NAVY 
PENTAGON WASHINGTON, 

DC 20350-1000  

SECNAVINST 3850.2C 

N2E 20 Jul 2005  

SECNAV INSTRUCTION 3850.2C  

From: Secretary of the Navy To: All Ships and Stations Subj: 

DEPARTMENT OF THE NAVY COUNTERINTELLIGENCE Ref: (a) 

DOD Directive 5240.2 of 22 May 97  

 1. Purpose: To implement references (a) and (b), delineate responsibilities for 
counterintelligence (CI) within the Department of the Navy (DON), ensure DON CI 
activities are conducted in a coordinated manner and pursuant to references (a) through 
(g). This instruction is a complete revision and should be reviewed in its entirety.  
 

2. Cancellation: SECNAVINST 3850.2B and SECNAVINST 3875.1A  
 

3. Background: CI is critical to the protection of Navy and Marine Corps forces, operations, 
information, facilities, equipment and networks from attack and the intelligence activities of 
foreign governments and international terrorist organizations. Department of Defense 
(DOD) policy directs CI activities shall be conducted in a comprehensive, integrated and 
coordinated effort within the department and also integrated into the national CI structure 
pursuant to reference (e).  
 

4. Definitions  

a. Counterintelligence: Information gathered and activities conducted to protect against 

espionage, other intelligence activities, sabotage or assassinations conducted by or on 

behalf of foreign governments or elements thereof, foreign organizations, foreign persons 
or international terrorist organizations.  

 
(b)  DOD

I  

5240.6  of 09 Aug  04  

(c)  Executive Order 12333  

(d)  DO

D  

Instruction 5240.1R  

(e)  Counterintelligence Enhancement Act of 2002  (Pub.L.  

 107-306,  Title 14,  No

v  

27, 2002)   

(f)  SECNAVINS

T  

5520.3B   

(g)  
SECNAVINS

T  
5510.30A  
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Department of Defense

DIRECTIVE

NUMBER 1235.10
November 26, 2008

USD(P&R)

SUBJECT: Activation, Mobilization, and Demobilization of the Ready Reserve

References: See Enclosure 1

1. PURPOSE. This Directive:

a. Reis!Jles DoD Directive (DoDD) 1235.10 (Reference (a» to update policy and
responsibilities for mobilizing the Reserve Component (Re), to include appropriate guidance
from Secrelary of Defense memorandum, "Utilization ofthe Total Force," January 19, 2007
(Reference (b)).

b. Implements those provisions of law that pertain to the call or order afunits and individual
members of the Res to active duty in support of operational missions, in contingency operations,
during a national emergency, or in time ofwar.

c. Establishes policy and assigns responsibilities for:

(1) The calling or ordering to active duty and the managing of the RCs during periods
when members of the RCs involuntarily serve on active duty under sections 12301(a), 12301(b),
12302,12304,12406, or 331-335 oflitle 10, United States Code (Refermce (c))

(2) The ordering to active duty ofRC volunteers under section 12301(d) of Reference (c)
in support of operational missions, in contingency operations, during national emergencies, or in
time ofwar.

(3) Planning, preparing, and executing the mobilization and demobilization ofRC units
and members serving on active duty in &Jpport of operational missions, in contingency
operations, during national emergencies, or in time ofwar.

2. APPLICABILITY

a. This Directive applies to OSD, the Military Departments, the Office of the Chairman of
the Joint Chiefs of Staff and the Joint Staff, the Combatant Commands, the Office of the
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2. Voluntary Service. Volunteers shall be encouraged to the extent possible given operational
considerations.

a. The limitations of sections 12302 and 12304 of Reference (c), either in numbers of
personnel or period of service, do not apply to individuals volunteering for active duty under
section 12301(d) of Reference (c).

b. RC members voluntarily ordered to active duty under section 12301(d) of Reference (c)
are accounted for in accordance with DoDI 1215.06 (Reference (h)).

c. Time spent on active duty by an RC member under section 12301(d) of Reference (c) is
considered dwell time.

3. Predictable Involuntary Service. Predictability in the use ofRC forces shall be maximized.

a. Authorities. RC units may be mobilized for multiple contingencies using either section
12302 or 12304 of Reference (c) or any combination of these authorities. The defined frequency
and duration-planning objectives for involuntary mobilizations that are outlined below must be
followed. Adherence to these defined frequency and duration planning objectives, however,
does not apply for a full mobilization (section 12301(a) of Reference (c)), emergent missions,
operations, or national emergencies requirements.

b. Defined Operational Cycles

(1) The involuntary mobilization for members of the RC forces shall be for a maximum
of 1 year at anyone time. At Service discretion, this period may exclude individual skill training
required for deployment and post-mobilization leave.

(2) The planning objective for involuntary mobilization of Guard and Reserve units is 1
year mobilized to 5 years dwell time (1 :5). Today's global demands will require a number of
selected Guard/Reserve units to be remobilized sooner than this standard. The intention is that
such exceptions be temporary and a move to a broad application of the 1:5 goal as soon as
possible. Continue to plan force structure on that basis. Exceptions shall be approved by the
Secretary of Defense.

(3) Individuals who are involuntarily mobilized with a frequency and duration beyond
the established frequency and duration planning objectives for involuntary mobilizations, as
stipulated in subparagraph 3.b.(2) of this enclosure, shall be incentivized as described in Under
Secretary of Defense for Personnel and Readiness (USD(P&R)) Memorandum, "Programs to
Support Utilization of the Total Force," (Reference (i)).

(4) The period of dwell time shall be from the demobilization date of one involuntary
mobilization until the mobilization date of the subsequent involuntary mobilization.

6 ENCLOSURE 2
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(5) The Secretary of Defense may modify RC defined frequency and duration planning
objectives for involuntary mobilizations within authorized limits imposed by statute and
consistent with operational requirements.

c. Train-Mobilize-Deploy. The train-mobilize-deploy model shall be used to provide ready
and available forces.

(l) RC pre-mobilization resourcing and training shall reduce post-mobilization training
to the shortest time period possible to increase the time available for deployment.

(2) Force generation plans for the RC shall be maintained to provide ready and available
forces that are appropriately resourced and trained. Service-specific force generation plans shall
support the operational cycles and mobilization frequency and duration planning objectives for
involuntary mobilizations established by the Secretary of Defense.

(3) Force generation plans shall be resourced for allocating personnel, training, and
equipment to ensure employment readiness.

(4) Mobilization and demobilization processes shall be standardized within the Services
to facilitate ready access to the RCs.

(5) Mobilization for training shall only be used after exhausting traditional means to
increase individual skill qualification required for deployment.

d. Notification. RC units shall be provided up to 24 months prior to mobilization date.

e. Mobilization Approval

(l) The Department standard for mobilization approval to mobilization date is 90 days,
with a goal of 180 days.

(2) The Secretary of Defense may waive this requirement for emerging requirements;
crisis response; Defense Support to Civilian Authorities missions; and humanitarian assistances.

f. Mobilization and Demobilization

(l) Mobilization of ground combat, ground combat support, and ground combat service
support shall be managed on a unit basis. This will allow cohesion and predictability in how RC
units train and deploy.

(2) Individual Augmentee will be managed on an individual basis.

(3) Cross-leveling of personnel shall be minimized. Alternate methods shall be used
such as task-organizing at the unit level; the use of volunteers, the Individual Ready Reserve
(IRR) and Inactive National Guard (ING); or cross-leveling personnel out of non-deployable
units.

7 ENCLOSURE 2
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(4) The use of Stop Loss shall be minimized.

(5) Units and member duty locations shall not be restricted to the location specified by
the order to active duty. Members of the RC ordered to active duty to supplement the Active
forces are also Active Federal forces and may be reassigned once on active duty. They are
interchangeable with the AC for any operational commitment.

(6) Units and individuals of the Ready Reserve ordered to active duty without their
consent shall be kept on active duty no longer than absolutely necessary. They shall be released
from active duty as promptly as possible, consistent with operational requirements. Individuals
ordered to active duty as a unit shall be released as a unit whenever practical. This excludes
members who must be held on active duty for medical, legal, or other administrative reasons.

(7) Service Secretaries are responsible for the demobilization process for units and
individuals under their command.

g. Use ofIRR as Personnel Pool. The IRR and ING shall be used as personnel pools.
Members in the IRR and ING provide a range of capabilities to support future conflicts and shall
be considered viable options. Activations shall be done first with the consent of the members
being ordered to active duty. If there is a need to involuntarily activate a member of the IRR or
lNG, preference shall be given to those not previously ordered or called to duty.

8 ENCLOSURE 2
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ENCLOSURE 3

RESPONSIBILITIES

1. USD(P&R). The USD(P&R) shall:

a. Develop and oversee personnel policies for the RC.

b. Develop and maintain mobilization/demobilization personnel and pay policy for RC
members ordered to active duty in support of operational missions, in contingency operations,
during a national emergency, or in time of war.

2. ASSISTANT SECRETARY OF DEFENSE FOR RESERVE AFFAIRS (ASD(RA)). The
ASD(RA), under the authority, direction, and control of the USD(P&R), is the principal staff
assistant and advisor to the Secretary and Deputy Secretary of Defense and the USD(P&R) for
all RC matters. The ASD(RA) shall develop and enforce policy, programs, and guidance for the
activation, mobilization, and demobilization of the RCs during periods of national emergency, in
time of war, or as otherwise authorized by law, in accordance with DoDD 5125.01 (Reference
(j)).

3. SECRETARIES OF THE MILITARY DEPARTMENTS. The Secretaries of the Military
Departments shall:

a. Prepare activation, mobilization, and demobilization plans, including all transition and
release plans and all home station procedures for activation, in accordance with this Directive.
Periodically review and test these plans to ensure that a capability exists to mobilize RC forces
and to assimilate them effectively into the Active force, including missions involving homeland
defense and defense support to civil authorities.

b. Ensure the existence of systematic procedures for alerting, ordering, or calling members
of the RC units, sub-units, teams, and individuals to active duty. Take appropriate actions to
provide resources to bring Service members and organizations to required deployable readiness
levels prior to mobilization. Secretaries of the Military Departments' approval are required to
allow units to deploy by exception.

c. Ensure procedures are established for determining the judicious and prudent use of RC
forces.

d. Activate RC forces with the consent of the individuals being called or ordered to active
duty to the extent possible given operational considerations, while maintaining the deploying
unit's collective training readiness and cohesion.

9 ENCLOSURE 3
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e. Report unit and individual activation, mobilization, and demobilization infonnation
through Defense Manpower Data Center, DRRS, and GSORTS. GSORTS is available until
DRRS is fully implemented.

f. Ensure all AC and RC reporting units update their task and mission assessments in the
GSORTS and DRRS at least monthly per DoDD 7730.65 (Reference (I)). Assessments are made
against the unit's current assigned mission-essential tasks, evaluating the unit's ability to perfonn
their tasks to prescribed standards, under the conditions expected in the theater of operations to
which they would be deployed.

g. Recruiting and retention efforts should target the replenishment of stressed capabilities
and procedures to reclassify RC members to meet the skill sets for predictable requirements of
future campaigns.

h. Monetary and non-monetary incentives may be used by the Services to attract volunteers
in support of operational requirements.

4. CHAIRMAN OF THE JOINT CHIEFS OF STAFF. The Chainnan of the Joint Chiefs of
Staff shall:

a. Advise the Secretary of Defense, after consultation with the USD(P&R), the ASD(RA),
the Secretaries of the Military Departments, and the CCDRs, on the need to augment or expand
the Active forces with members of the RCs.

b. Recommend to the Secretary of Defense and the USD(P&R) the period of service for
units and members of the RCs ordered to active duty.

c. Report to the Secretary of Defense and the USD(P&R) the anticipated use of units and
members of the RCs ordered to active duty, in coordination with the Secretaries of the Military
Departments and the CCDRs.

d. Ensure CCDRs requests for capabilities are as detailed as possible without specifying
which Service or unit shall meet the requirement. When joint requirements are being sourced,
utilize all forces available that can provide the required capabilities. This shall further ensure the
judicious and prudent use of the RCs.

e. Assist the Secretaries of the Military Departments in providing 90 days with a goal of 180
days' notice prior to involuntary mobilizations approval to mobilization date for RC members by
validating and sourcing the requirements early.

5. CCDRS. The CCDRs, through the Chainnan of the Joint Chiefs of Staff, shall:

a. During planning and execution, identify RC forces requirements as early as operationally
feasible, to meet mobilization notification guidance by the Secretary of Defense.

10 ENCLOSURE 3
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b. Ensure the use of military personnel is judicious and prudent, and the feasibility of
meeting the requirement with alternate personnel sources has been considered.

c. Maintain visibility and personnel accountability regarding the capabilities being provided
by those RC members involuntarily activated.

d. Employ RC forces in a manner that maximizes their core capabilities for the duration of
their deployment.

e. Ensure that RC units and individuals are returned to home station in sufficient time to
execute accrued leaves and accomplish release from active duty processing in accordance with
DoD and individual Service policies.

11 ENCLOSURE 3
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GLOSSARY

For the purposes of this Directive, the following definitions apply:

dwell time. The period of time between the release from involuntary active duty pursuant to
section 12302 of Reference (c) and the reporting date for a subsequent tour of active duty
pursuant to section 12302 of Reference (c). Such time includes any voluntary active duty
performed between two periods of involuntary active duty pursuant to section 12302 of
Reference (c).

mobilization for training. Mobilization for training is military occupation specialty/Air Force
specialty code/Navy enlisted classification or additional skill identifier producing individual
training performed pursuant to section 12302 of Reference (c). The intent of this training duty is
to provide a specialty qualified member to a unit for future mobilization, and not to perform
common-task-type functional training.

notification. When a unit or individual is notified (verbally or writing) of a pending
mobilization.

operational cycle. Includes the period of involuntary mobilization followed by the period of
demobilization before the subsequent involuntary mobilization. The lengths of these two
elements of the operational cycle shall be set by the Secretary of Defense.

volunteer. A member of the RC who is ordered to active duty with his or her consent.

12 GLOSSARY
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Inspector General of the Department of Defense, the Defense Agencies, the DoD Field
Activities, and all other organizational entities within the Department of Defense (hereafter
referred to collectively as the "DoD Components").

b. This Directive applies to those elements of the Coast Guard Reserve when serving as
elements of the Department of Navy.

3. DEFINITIONS. Terms used in this Directive are defined in the Glossary.

4. POLICY. It is DoD policy that:

a. The decision to activate RC forces is made only after determining that it is both judicious
and prudent to do so. (See Enclosure 2.)

b. To the extent possible given operational considerations, RC forces shall be activated with
the consent of the individuals being called or ordered to active duty. (See Enclosure 2.)

c. Predictability of the RC forces is maximized through the use of defined operational cycles
and utilizing force generation plans to provide advanced notification that allows the
implementation of the train-mobilize-deploy model. (See Enclosure 2.)

d. Units and individuals of the Ready Reserve ordered to active duty without their consent
shall be kept on active duty no longer than absolutely necessary. (See Enclosure 2.)

e. DoD Instruction (DoDI) 1235.09, DoDD 1352.1, and DoDI 1235.12 (References (d), (e),
and (f), respectively) shall govern the activation of the Standby Reserve and the Retired Reserve.

5. RESPONSIBILITIES. See Enclosure 3.

6. INFORMATION REOUIREMENTS. Services shall report unit and individual activation,
mobilization, and demobilization information through Defense Manpower Data Center and
Defense Readiness Reporting System (DRRS). This reporting requirement is exempt from
licensing in accordance with paragraph C4.4.2. of DoD 8910.I-M (Reference (g)).

7. RELEASABILITY. UNLIMITED. This Directive is approved for public release. Copies
may be obtained through the Internet from the DoD Issuances Web Site at
http://www.dtic.mil/whs/directives.

2
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8. EFFECTIVE DATE. This Directive is effective immediately.

P~twri
Gordon En Ian
Deputy Secre of Defense

Enclosures
1. References
2. Guidelines
3. Responsibilities
Glossary

3
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ENCLOSURE 1

REFERENCES

(a) DoD Directive 1235.10, "Activation, Mobilization, and Demobilization of the Ready
Reserve," September 23,2004 (hereby canceled)

(b) Secretary of Defense Memorandum, "Utilization of the Total Force," January 19,2007
(c) Sections 115,331-335, 10102, 12301, 12302, 12304, and 12406 of title 10, United States

Code
(d) DoD Instruction 1235.09, "Management of the Standby Reserve," April 2, 2007
(e) DoD Directive 1352.1, "Management and Mobilization of Regular and Reserve Retired

Military Members," July 16, 2005
(f) DoD Instruction 1235.12, "Accessing the Ready Reserves," January 19, 1996
(g) DoD 891O.1-M, "Department of Defense Procedures for Management ofInformation

Requirements," June 30, 1998
(h) DoD Instruction 1215.06, "Uniform Reserve, Training, and Retirement Categories,"

February 7,2007
(i) Under Secretary of Defense for Personnel and Readiness Memorandum, "Programs to

Support Utilization of the Total Force," April 18, 2007
(j) DoD Directive 5125.01, "Assistant Secretary of Defense for Reserve Affairs (ASD(RA)),"

December 27, 2006
(k) DoD Directive 7730.65, "Department of Defense Readiness Reporting System (DRRS),"

June 3, 2002
(I) Under Secretary of Defense for Personnel & Readiness Memorandum, "Revised

Mobilization/Demobilization Personnel and Pay Policy for RC Members Ordered to Active
Duty," March 15, 200i

1 Availability at www.defenselinkmil
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ENCLOSURE 2

GUIDELINES

1. Judicious and Prudent Use. The decision to activate RC forces must be made only after
determining that it is both judicious and prudent to do so. The following guidelines shall be
used:

a. Support the predictable use of all RC forces by notifying RC members up to 24 months in
advance that they are being considered for activation and by issuing mobilization orders as soon
as it is operationally feasible to do so. The Department standard for mobilization approval to
mobilization date is 90 days, with a goal of 180 days. However, this does not preclude orders
being published as close as the same day the RC member is ordered to active duty, should the
operational situation warrant it and the Secretary of Defense approve it.

b. Enhance the predictable use of RC forces by establishing rotational-ready forces and by
employing RC forces where practical in support of our national defense strategy.

c. Ensure deployment and rotational policies are as flexible as possible to meet combatant
command requirements.

d. Maintain an operational RC force that is ready and available to respond in the designated
timeframe and can sustain its contribution in a protracted operation.

e. Consider the release of RC members from active duty before completion of the period of
service specified by their orders in coordination with the supported CCDR.

f. Ensure early consideration is given to the practical use of alternate workforce sourcing
solutions such as Active Component (AC) forces, DoD civilian personnel, coalition forces, host
nation support, civilian contracted labor, technological solutions, other governmental agencies,
Non-Government Organization, Private Voluntary Organization, or other means that may be
available. Innovative management alternatives, such as using retiree volunteers, civilian
auxiliary members, and reach back support, shall be applied whenever operationally appropriate.

g. When activating RC forces that backfill deployed AC forces on their installations, ensure
that the critical function or capability the RC unit or individual provides is to augment mission
requirements, military families, and/or the military installation community.

h. Ensure that RC forces are employed in a manner that maximizes the use of their core
capabilities throughout the ordered duration of active service.

i. Multiple uses of mobilization authorities to involuntarily activate RC units or individuals
shall be consistent with the defined frequency and duration planning objectives for involuntary
mobilizations as outlined in paragraph 3.b. of this enclosure.

5 ENCLOSURE 2
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DIRECTIVE
NUMBER 5125.01
December 27, 2006

Incorporating Change 1, June -I, 2008

DA&M

SUBJECT: Assistant Secretary or Derense ror Reserve AlTairs (ASD(RA))

References: (a) Title 10, United States Code
(b) DoD Directive 5125.1, "Assistant Secretary of Defense for Reserve Affairs,"

March 2, 1994 (hereby canceled)
(c) DoD Directive 5 124.02, "Under Secretary of Defense for Personnel and

Readiness (USD(P&R»," Ootebe, 17, 1QQGJune 23. 2008
(d) DoD/5025.01-M, 'DoD Direcllves Program. ., October 28. 2007~

Qirseti .. as System. Pr8e8ehues," 6IMFeRt /ersieA
(e) DoD Directive 8910.1, "Management and Control of Information

Requirements," June 11, 1993

I. REISSUANCE AND PURPOSE

This Directive, consistent with section 138 of Reference (a), reissues Reference (b) under the
authority of Reference (c) to update the responsibilities, functions, relationshjps, and authorities
oflhe ASD(RA) under the Under Secretary of Defense for Personnel and Readiness
(USD(P&R)).

2. APPLICABILITY

This Directive applies to the Office of the Secretary of Defense (OSD), the Military Departments
(including the Coast Guard when it is not operating as a Sen'ice in the Navy, under agreement
with the Department of Homeland Security), the Chairman of the Joint Chiefs of Staff, the
Combatant Commands, the Office of the Inspector General of the Department of Defense, the
Defense Agencies, the DoD Field Activities, and all other organizational entities within the
Department of Defense (hereafter referred to collectively as the "000 Components").

3. DEFINITIONS

3.1. Reserve Components. Refers collectively to the Army National Guard of the United
States, the Army Reserve, the Navy Reserve, the Marine Corps Reserve, the Air National Guard

ellallge I, 0610.//2008

APPENDIX 10: RESERVE COMPONENTS
 

1036 ENCLOSURE 7
 



   

 

  

DoDD 5125.01, December 27,2006

of the United States, the Air Force Reserve, and the Coast Guard Reserve, when the Coast Guard
is operating as a Service of the Department of the Navy.

3.2. Total Force. The organizations, units, and individuals that comprise DoD resources for
implementing the National Security Strategy. It includes DoD Active and Reserve military
personnel, military retired members, DoD civilian personnel (including foreign national direct
and indirect-hire, as well as nonappropriated fund employees), contractor personnel, and host
nation support personnel.

4. RESPONSIBILITIES AND FUNCTIONS

The ASD(RA) is the principal advisor to the Secretary of Defense and the USD(P&R) for
Reserve component matters in the Department of Defense. The ASD(RA) is responsible for
overall supervision of all Reserve component affairs in the Department of Defense. In this
capacity, the ASD(RA) shall:

4.1. Develop policies, conduct analyses, provide advice, and make recommendations to the
USD(P&R) and the Secretary of Defense.

4.2. Issue guidance to the DoD Components on matters pertaining to the Reserve
components.

4.3. Develop systems and standards for the administration and management of approved
DoD Reserve component plans and programs.

4.4. Develop and promulgate plans, programs, actions, and taskings to ensure adherence to
DoD policies and national security objectives to promote the effective integration of Reserve
component capabilities into a cohesive Total Force.

4.5. Review and evaluate programs of the DoD Components that impact on the Reserve
components; monitor the activities of Reserve component organizations, training facilities, and
associations; and undertake other management oversight activities as may be required to ensure
that policies, plans, programs, and actions pertaining to the Reserve components:

4.5.1. Adhere to approved DoD policies and standards.

4.5.2. Are compatible and support Total Force objectives and requirements.

4.5.3. Enhance the readiness and capabilities of Reserve component units and personnel.

4.5.4. Promote the integration of Reserve components with Active component forces.

4.5.5. Make the most effective use of Reserve components within the Total Force.

4.6. Participate directly in planning, programming, budgeting, and execution activities that
relate to assigned areas of responsibility.

2
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4.7. Participate, in coordination with the Assistant Secretary of Defense for Legislative
Affairs (ASD(LA)), directly in legislative activities that relate to assigned areas of responsibility.

4.8. Promote, with respect to the Reserve components, coordination, cooperation, and
mutual understanding within the Department of Defense and among the Department of Defense
and other Federal Agencies, State and local governments, the civilian community at large, and
the employers of Reserve component personnel.

4.9. Promote family support plans, policies, and programs in line with the Reserve
component mission.

4.10. Serve on boards, committees, and other groups pertaining to assigned functional areas
and represent the Secretary of Defense on Reserve component matters outside the Department.

4.11. Promote coordination, cooperation, and mutual understanding, consistent with section
10301 of Reference (a), with the Reserve Forces Policy Board (RFPB), and review reports of the
RFPB as they are sent through the ASD(RA) to the USD(P&R) and the Secretary of Defense.
Provide administrative support to the RFPB.

4.12. Coordinate on the professional staff actions of the RFPB, while carefully preserving
the independent voice of the Board.

4.13. Perform such other duties as the USD(P&R) and the Secretary of Defense may
prescribe.

5. RELATIONSHIPS

5.1. In the performance of assigned responsibilities and functions, the ASD(RA) shall:

5.1.1. Report directly to the USD(P&R) Me the PrineilHll DeflHt) USD(P&R).

5.1.2. Exercise authority, direction, and control over the National Committee for
Employer Support of the Guard and Reserve.

5.1.3. Coordinate and communicate with the Military Departments, other OSD officials
and the Heads of other DoD Components on matters pertaining to the National Guard and
Reserve and their entities.

5.1.4. Use existing systems, facilities, and services of the Department of Defense or
other Federal Agencies, when possible, to avoid duplication and to achieve maximum efficiency
and economy.

5.2. The other OSD officials and the Heads of the DoD Components shall coordinate with
the ASD(RA) on all matters related to the responsibilities and functions assigned in this
Directive.

Change 1, 0610412008
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DoDD 5125.01, December 27, 2Q(}(j

6. ATITHORITIES

The ASD(RA) i, hereby delegated authority to

6.1. Act on behalf of the Secretary of Defen'e, in accordance with 'ection 115 of Reference
(a). regarding increa'ing the authorized end ,trength for Re,erve per' onnel

6.2. Issue DoD In,truction" DoD Publications. and one-time directive-type memorandum"
con,i,tent with DoD1502501-M (Reference (d)). which implement policie' approved by the
Secretary of Defense or the USD (P&R) in area, of assigned re,ponsi bilitie' and functi ons
In,tructions to the :Military Department, ,hall be issued through the Secretarie, of the Military
Department,. In,tructions to the Commander, of the Combatant Command, nonnally ,hall be
i"ued through the Chainnan of the Joint Chief, of Staff

6.3. Obtain report' and infonn ati on, consi,tent with DoD Dire ctive 8910. 1 (Reference (e)),
a, nee essary, in carrying out assigned re,ponsibilitie, and functions

6.4. Communicate with the Head, of the DoD Component,. a, necessary, to carry out
assigned re ,ponsibili ti e, and functions, inc! uding the transmi ssi on of reque,t, for advi ce and
assi,tance. Communications to the Military Department, ,hall be tran'mitted through the
Secretari e, of the :Military Department" their de,ignee " or a, othetwi'e provided in law or
directed by the Secretary of Defense in other DoD issuance,. Communications to the
Commander, of the Combatant Command, normally ,hall be tran'mitted through the Cbainnan
of the Joint Chiefs of Staff

6.5. Communicate with other Govemm ent offici al,. repre' entative, of the Legi dative
Branch, m ember, of the publi c. and repre,entati ve, of foreign govemment" a, appropri ate, in
carrying out assigned re,ponsibili tie' and function,. Communications with repre,entati ve, of the
Legislative Branch ,hall be coordinated with the ASD(LA) or the Under Secretary of Defense
(Comptroller)/Chief Financi al Officer of the Department of D efens e. a, appropriate, and be
consi,tent with the DoD Legislative Program

7. EFFECTNEDATE

Thi, Directive i, effective immediately

~'if.,I!~
Vnokr S<crewy of Defense for
r...,.....,1 and Read;,..,.

4
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Department of Defense

DIRECTIVE
NU:MBER 6025.13

May 4, 2004

ASD(HA)

SUBJEcr Medical Quality Assurance (1!QA) in the :Military Health System (MRS)

Reference' (a) DoD Directive 6025.13, "Clinical QJality Mana,gement Program
(CQMP) in the :Military Health Services System (1!HSS)," July 20, 1995
(hereby canceled)

(b) DoD Directive 6025.14, "Department of Defense Participation in the
National Practitioner Data Bank (NPDB)," November 1, 1990 (hereby
canceled)

(c) DoD Directive 6040.37, "Confidentiality of Medical QJality Assurance
(QA) Records," July 9, 1996 (hereby canceled)

(d) DoD Imtruction 6025.15, "Implementation of Department of Defense
partieipati on in the National Practiti oner D ala Bank (NPDB),"
October 12, 2000 (hereby canceled)

(e) through (0), see enclosure 1

1. REISSUANCE AND PURPOSE

This Directive

1. 1 Reissues reference (a) and replace s references (b) through (D

1.2 Establishes policy for the Department of Defense on issues related to MQA
programs and activities

1.3. Authorizes the "Medical QJality Assurance (MQA) in the Military Health
System (1!HS) Regulation" in accordance with DoD 5025.1-M (reference (g))

2. APPLICABILITY

This Directive applies to
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2.1. The Office of the Secretary of Defense, the Military Departments, the
Chairman of the Joint Chiefs of Staff, the Combatant Commands, the Office of the
Inspector General of the Department of Defense, the Defense Agencies, the DoD Field
Activities, and all other organizational entities in the Department of Defense (hereafter
referred to collectively as the "DoD Components"). The term "Military Services," as
used herein, refers to the Army, the Navy, the Air Force, and the Marine Corps.

2.2. DoD military treatment facilities (MTFs), medical or dental, and DoD
healthcare practitioners who are involved in the delivery of healthcare services to eligible
beneficiaries.

2.3. Groups of civilian preferred providers under managed care support contracts to
the Department of Defense in health services regions throughout the MHS.

3. DEFINITIONS

3.1. Militarv Health System (MHS). The combination of military and civilian
medical systems used to provide healthcare to DoD medical beneficiaries.

3.2. Sentinel Events. An unexpected occurrence involving death or serious physical
or psychological injury or risk thereof.

4. POLICY

It is DoD policy that:

4.1. MOA Program. The MHS shall maintain active and effective organizational
structures, management emphasis, and program activities to assure quality healthcare
throughout the MHS.

4.2. MOA Records. MQA records and information created by or for the
Department of Defense as part of a MQA program are confidential and privileged in
accordance with 10 U.S.C. 1102 (reference (h)). Disclosures of such records and
information shall occur only as authorized by that law.

4.3. Medical Management. The Department of Defense shall implement medical
management procedures to assure that healthcare services provided in MTFs or paid for
from non-DoD providers are necessary and appropriate.

2
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5. RESPONSIBILITIES

5.1. The Assistant Secretary of Defense for Health Affairs (ASD(HA)), under the
Under Secretary of Defense for Personnel and Readiness, and consistent with DoD
Directive 5136.1 (reference (i)), shall:

5.1.1. Issue the "Medical Quality Assurance (MQA) in the Military Health
System (MHS) Regulation" and any other issuances necessary to implement the policies
of this Directive.

5.1.2. Exercise oversight of the implementation of this Directive to ensure
consistent application across the MHS.

5.1.3. Exercise authority to grant waivers or exceptions, consistent with law, to
this Directive in exceptional circumstances.

5.2. The Secretaries ofthe Military Departments shall comply with this Directive,
the MQA in the MHS Regulation, and any other issuances implementing policies
established by this Directive, and shall ensure that:

5.2.1. Accreditation. All fixed MTFs, as well as hospitals and other facilities
used by managed care support contractors, shall meet or exceed the standards of
appropriate external accrediting bodies. This includes accreditation of all hospitals by the
Joint Commission on Accreditation of Healthcare Organizations (JCAHO) and
participation, as directed by the ASD(HA), in all JCAHO quality management programs.
Operational ambulatory clinics (those treating active duty Service members or Reserve
component members on a duty status exclusively) are exempt from this accreditation
requirement.

5.2.2. Provider Oualifications. Individual provider qualifications shall be
carefully evaluated before allowing involvement in patient care.

5.2.2.1. Staff appointments and clinical privileges shall be granted to
healthcare providers only after all pre-selection criteria have been verified through the
primary source.

5.2.2.2. Healthcare practitioners shall have and maintain a current, valid,
and unrestricted license or other authorizing document, in accordance with the issuing
authority, before practicing within the defined scope of practice for like specialties.
Licensing shall comply with reference (h). Authority to waive the license requirement is
vested with the ASD(HA) and shall be used only to address extraordinary circumstances
and in accordance with that law.

3

APPENDIX 10: RESERVE COMPONENTS
 

1042 ENCLOSURE 7
 



   

 

  

DoDD 6025.13, May 4, 2004

5.2.3. Medical Readiness Certification. Active and Reserve component
healthcare providers shall earn medical readiness certification that documents preparation
for assignments involving military operations. The certification shall be reviewed and
verified by the Medical Commander every 12 months. Noncompliance with the
certification requirement may be the basis for personnel actions, such as withholding of
special pays, promotions, awards, or actions under the Uniform Code of Military Justice
(reference (j)).

5.2.4. Centralized Credentials Quality Assurance System (CCQAS). The
CCQAS shall collect, track, and report required provider data for credentialing and the
granting of clinical privileges by the Military Services, risk management, and adverse
privileging actions. All required data shall be promptly reported and available for review
by the ASD(HA). The Defense Practitioner Data Bank (DPDB) shall be part of the
CCQAS.

5.2.5. MQA Reviews. MTFs shall conduct regular, systematic, and
comprehensive reviews of the quality of healthcare provided in these facilities.

5.2.6. Sentinel Events. MTFs shall actively identify Sentinel Events that occur
in these facilities, conduct a root cause analysis and form a corrective action plan for each
event. The results of the analysis and plan for each event shall be promptly reported
through their Military Department to the Armed Forces Institute of Pathology. In
addition, each MTF shall comply with JCAHQ Sentinel Event reporting requirements for
those Sentinel Events that are reviewed by the JCAHQ.

5.2.7. Risk Management. MTFs shall implement active risk management
systems and programs to reduce liability risks associated with actual or alleged medical
malpractice and use those systems and programs to reinforce other MQA program
activities. Risk management programs shall encompass the potential risk of liability for
death or disability benefits to members of the Uniformed Services arising from possible
substandard medical care, including that provided in a field environment.

5.2.7.1. Every unexpected adverse patient outcome that suggests a
potential compensable event shall be reviewed. The MTF shall assess whether the
standard of care was met in relation to the adverse patient outcome.

5.2.7.2. Every claim for liability compensation under the Federal Tort
Claims Act (reference (k)), Military Claims Act (reference (I)), or Foreign Claims Act
(reference (m)), alleging medical malpractice shall be reported by the receiving claims
office to the medical office designated by the concerned Secretary. The MTF involved
shall, unless previously done, review the healthcare provided and assess whether the
standard of care was met in all cases in which sufficient information is provided with the
claim to allow identification of the patient and healthcare involved.

4
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5.2.7.3. Infonnation concerning every potentially compensable event,
claim, and standard of care assessment shall be promptly reported to the CCQAS.

5.2.8. Patient Safety. MTFs shall participate in the Military Health System
Patient Safety Program (MHSPSP) to identify and report actual and potential problems in
medical systems and processes and to implement effective actions to improve patient
safety and healthcare quality throughout the MHS. The MHSPSP shall focus on systems
and procedures, and complement other MQA program activities.

5.2.9. National Practitioner Data Bank (NPDB) and Healthcare Integrity and
Protection Data Bank (HIPDB). MTFs shall query the NPDB and HIPDB for
infonnation on all healthcare practitioners before the granting or renewal of clinical
privileges, and shall report to the NPDB and HIPDB in accordance with 42 U.S.C.
11131-11152 (reference (n)) and 42 U.S.C. 1320A-7E (reference (0)).

5.2.9.1. Reports to the NPDB shall include a report in the name of a
healthcare practitioner each time a malpractice payment is made for the benefit of such
practitioner. A payment shall be considered to be made for the benefit of any practitioner
significantly involved in the healthcare that was the basis for the malpractice payment
unless, within 180 days after the Surgeon General concerned receives notice of such
payment, the Surgeon General has made a final, non-delegable detennination, following
external peer review, that the malpractice payment was not caused by the failure of such
practitioner to meet the standard of care. If such detennination has not been made within
the 180-day time period, a report shall immediately be made to the NPDB.

5.2.9.2. All reports to the NPDB or HIPDB shall also be made to the
DPDB. DPDB reports shall also include instances in which a practitioner's failure to
meet the standard of care causes or contributes to the death or disability separation of a
member of the Unifonned Services under reference (h).

5
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6. EFFECTIVE DATE

This Directive is effective immediately.

Enclosures - 1
EI. References, continued

6

DoDD 6025.13, May 4, 2004

Paul Wolfowitz
Deputy Secretary of Defense
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E1. ENCLOSURE 1

REFERENCES, continued

(e) DoD Instruction 6025.16, "Portability of State Licensure for Health Care
Professionals," August 31,2000 (hereby canceled)

(f) DoD Instruction 6025.17, "Military Health System (MHS) Patient Safety Program
(PSP) (MHSPSP)," August 16, 2001 (hereby canceled)

(g) DoD 5025.l-M, "DoD Directive System Procedures," March 5, 2003
(h) Sections 1094 and 1102 and Chapter 6loftitle 10, United States Code
(i) DoD Directive 5136.1, "Assistant Secretary of Defense for Health Affairs

(ASD(HA))," May 27, 1994
(j) Sections 801 through 940 of title 10, United States Code, "Uniform Code of Military

Justice"
(k) Sections 1346(b) and 2671 through 2680 of title 28, United States Code, "Federal

Tort Claims Act"
(1) Section 2733 of title 10, United States Code, "Military Claims Act"
(m) Section 2734 of title 10, United States Code, "Foreign Claims Act"
(n) Public Law 99-660, Title IV, "The Health Care Quality Improvement Act of 1986,"

November 1986 (Sections 11131 through 11152 of title 42, United States Code)
(0) Section l128E of the Social Security Act (Sections 1320A through 7E of title 42,

United States Code)

7 ENCLOSURE 1
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Department of Defense

INSTRUCTION

NUMBER 1215.13
May 11, 2009

USD(P&R)

SUBJECT: Reserve Component (RC) Member Participation Policy

References: See Enclosure 1

1. PURPOSE. This Instruction:

a. Reissues DoD Directive (DoDD) 1215.13 (Reference (a)) as a DoD Instruction (DoD!) in
accordance with the authority in DoDD 5124.02 (Reference (b)) and incorporates and cancels
DoD! 1215.18 (Reference (c)).

b. Establishes and implements policy, assigns responsibilities, and prescribes procedures that
pertain to:

(1) The satisfactory participation by members of the Res (National Guard (NG) and
Reserve) in units and organizations of the Selected Reserve (SELRES) and as members ofthe
Ready Reserve not assigned to SELRES units and organizations.

(2) The processing of those members who do not meet the member participation
requirements ofthe RCs.

2. APPLICABILITY. This Instruction applies to:

a. OSD, the Military Departments (including the Coast Guard at all times, including when it
is a Service in the Department of Homeland Security by agreement with that Department), the
Office of the Chairman of the Joint Oliefs of Staff and the Joint Staff, the Combatant
Commands, the Office of the Inspector General of the Department of Defense, the Defense
Agencies, the DoD Field Activities, and all other organizational entities in the Department of
Defense (hereafter referred to collectively as the "DoD Components").

b. All Ready Reserve members ofthe total RCs.

3. DEFINITIONS. See Glossary.
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4. POLICY. It is DoD policy that:

a. Criteria shall be established for satisfactory participation by members of the RCs.

b. Administrative procedures shall be established for processing those members who do not
meet the member participation requirements of the RCs.

5. RESPONSIBILITIES

a. Assistant Secretary of Defense for Reserve Affairs (ASD(RA)). The ASD(RA), under the
authority, direction, and control of the Under Secretary of Defense for Personnel and Readiness
(USD(P&R)), shall:

(1) Establish criteria for satisfactory participation by members of the RCs in units and
organizations of the SELRES and by members of the Ready Reserve not assigned to the
SELRES units and organizations.

(2) Establish administrative procedures for processing members of the RCs who do not
meet the member participation requirements.

b. Secretaries ofthe Military Departments and the Commandant ofthe Coast Guard. The
Secretaries of the Military Departments and the Commandant of the Coast Guard shall:

(1) Ensure all implementing directives or regulations are consistent with this Instruction.

(2) Issue regulations prescribing criteria for satisfactory and unsatisfactory participation
by members of their respective RCs under the criteria prescribed by the ASD(RA).

(a) Ensure that applicants and military personnel understand their military service
obligation (MSO) and training requirements before assignment to an RC.

(b) Ensure that, upon transfer to the Individual Ready Reserve (IRR), those members
shall understand their MSO as a member of the IRR, including the requirement for satisfactory
participation in the annual screening program and any training requirements.

6. PROCEDURES. See Enclosure 2.

7. RELEASABILITY. UNLIMITED. This Instruction is approved for public release and is
available on the Internet from the DoD Issuances Web Site at http://www.dtic.mil/whs/directives.

2
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8. EFFECTIVE DATE. This Instruction is effective inunediately.

T. F. Hall
Performing the Duties of

the Under Secretary of Defense
(Persormel and Readiness)

Enclosures
1. References
2. Procedures
3. Criteria for Satisfactory Participation in the Res
4. Scheduling IDT Periods for the SELRES
Glossary

3
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ENCLOSURE 1

REFERENCES

(a) DoD Directive 1215.13, "Reserve Component Member Participation Policy,"
December 14, 1995 (hereby canceled)

(b) DoD Directive 5124.02, "Under Secretary of Defense for Personnel and Readiness
(USD(P&R))," June 23, 2008

(c) DoD Instruction 1215.18, "Reserve Component Member Participation Requirements,"
July 17, 2002 (hereby canceled)

(d) Sections 651, 1175a, 10143, 10147, 10148, 10205, 12303, 12319, 12681, 12683 of title 10,
United States Code

(e) DoD Instruction 1215.06, "Uniform Reserve, Training, and Retirement Categories,"
February 7,2007

(f) Section 1295c, Appendix Chapter 27, Subchapter XII of title 46, United States Code
(g) DoD Instruction 1322.17, "Montgomery GI Bill-Selected Reserve (MGIB-SR),"

November 29, 1999
(h) Executive Order 11366, "Assigning authority to order certain persons in the Ready Reserve

to active duty" August 4, 1967 as amended
(i) DoD Instruction 1332.14, "Enlisted Administrative Separations," August 28,2008
(j) DoD Instruction 7730.54, "Reserve Components Common Personnel Data System

(RCCPDS)," March 31,2008
(k) DoD Instruction 1336.1, "Certificate of Release or Discharge from Active Duty (DD Form

214/5 Series)," January 6, 1989
(1) DoD Directive 1200.7, "Screening the Ready Reserve," November 18, 1999
(m) DoD Directive 1205.05, "Transfer of Members Between Reserve and Regular Components

of the Military Services," April 22, 2004
(n) DoD Directive 6000.12, "Health Services Operations and Readiness," Apri129, 1996
(0) Section 206 of title 37, United States Code
(p) Joint Publication 1-02, "Department of Defense Dictionary of Military and

Associated Terms," as amended

4 ENCLOSURE 1
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ENCLOSURE 2

PROCEDURES

1. RESERVE PARTICIPATION

a. Minimum Requirements

(l) Changes in Personal Status. Pursuant to section 10205 oftitle 10, United States Code
(u. S.C.), (Reference (d)) each member of the Ready Reserve shall keep their respective Service
Secretary apprised of changes in hislher mailing address, marital status, number of dependents,
civilian education, civilian employment, and any physical condition or other factor that may
affect the immediate availability of that Ready Reserve member for active military service.

(2) Training. Each individual inducted, enlisted, or appointed in one ofthe RCs ofthe
United States, who becomes a member of the Ready Reserve (other than through membership in
the National Guard of the United States), shall, while assigned in the Ready Reserve, be
scheduled to participate as follows, except as provided in DoDI 1215.06 (Reference (e)):

(a) In at least 48 scheduled inactive duty training (IDT) periods and not less than 14
days, exclusive of travel time, of active duty training (ADT) each year; or,

(b) On ADT for no more than 30 days each year, unless otherwise specifically
prescribed by the Secretary of Defense.

1. Pursuant to section 1295c of title 46, U.S.C. (Reference (f)), subparagraphs
1.a.(2)(a) and 1.a.(2)(b) of this enclosure do not apply to graduates of the Federal or State
Maritime Academies who are commissioned in the Navy Reserve.

1. Members who have completed their MSO and elect to continue to serve in the
Ready Reserve as SELRES shall be scheduled to participate as stipulated in subparagraphs
1.a.(2)(a) and 1.a.(2)(b) of this enclosure, except as provided in Reference (e).

(c) A member who has served on active duty (AD) for I year or longer may not be
required to perform a period of AD for training if the first day of that period falls during the last
120 days of the member's required membership in the Ready Reserve.

(d) Members of the Army and Air National Guard shall, unless excused by the
Secretary concerned:

1. Assemble for IDT and instruction at least 48 times each year.

1. Participate in training encampments, maneuvers, or other exercises for not less
than IS days a year.

5 ENCLOSURE 2
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(3) Other Training Requirements. Additional training requirements for members of the
Ready Reserve are established in Reference (e).

(4) Minimum Periods of Service. All members of the Ready Reserve first appointed,
enlisted, or transferred into the SELRES shall agree to serve for a specified period, as determined
by the Secretary concerned. In no case shall that service be for a period of less than 1 year. That
service shall be agreed to by execution of an enlistment contract or a separate written document.
Either document may be used to meet the SELRES service agreement requirements to
entitlement for educational assistance pursuant to DoDI 1322.17 (Reference (g)).

b. Discharges and Transfers. Members may be discharged or transferred from the Ready
Reserve pursuant to the conditions outlined in subparagraphs I.c, I.d, I.e, and 1.f. of this
enclosure.

c. Involuntary Assignment

(1) General. The Secretaries of the Military Departments shall establish procedures to
ensure that members of the IRR and members separated from AD are afforded an equal
opportunity for participation and assignment in a pay status according to their skills, experience,
and desires. Service members are not to be involuntarily assigned or transferred to the SELRES
unless the administrative requirements for the respective military service have been met.

(2) SELRES Members with Obligated Service. At the discretion ofthe Military Services
and with the approval of the losing and gaining commanders, members with obligated SELRES
service may be involuntarily assigned or transferred to units in the SELRES of their RC if the
member resides within the commuting distance, as defined in the glossary.

(3) Select Voluntary Separation Incentive (VSl) Recipients. Pursuant to section 1175a
of Reference (d) members serving in the Ready Reserve as a condition of their receipt ofVSI
shall have an equal opportunity to compete for available SELRES billets as do other members of
the Ready Reserve.

d. Unsatisfactory Participation

(1) In the SELRES (Other than Commissioned Officers)

(a) SELRES Members Who Have Not Fulfilled Their MSO. Members of the
SELRES who have not fulfilled their statutory MSO pursuant to section 651 of Reference (d)
and whose participation has been unsatisfactory may be processed, at the discretion of the
Secretary concerned, as follows:

1. Ordered to AD, if those SELRES members have not served on AD or ADT for
a total of 24 months, for such period of time as may be deemed necessary by the Secretary
concerned pursuant to section 12303 of Reference (d) and so delegated by Executive Order
11366 Reference (h). Such individuals may be required to serve on AD until their total service
on AD equals 24 months. To achieve fair treatment among members who are being considered

6 ENCLOSURE 2
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for AD under this section, appropriate consideration shall be given to family responsibilities; and
employment necessary to maintain the national health, safety, or interest.

l. Ordered to ADT, regardless of the length of prior AD or ADT, for a period of
not more than 45 days pursuant to section 10148 of Reference (d). Members of the NG may be
ordered to AD under section 10148 of Reference (d) only upon request of the Governor of the
state concerned or, in the case of the District of Columbia (DC), the Commanding General of the
DCNG.

1. Transferred to the IRR for the balance of their statutory MSO when the
Secretary concerned has determined that if mobilized the individual still possesses the potential
for useful military service.

1. Discharged, if an enlisted Service member, for unsatisfactory participation, in
the Ready Reserves, pursuant to paragraph 7 in Enclosure 3 of DoDI 1332.14 (Reference (i)).
Unless the Service member requests a hearing before an Administrative Discharge Board (ADB),
the discharge process shall not require convening a board when:

!!. The commander has recommended that the Service member be discharged
under honorable conditions pursuant to Reference (i).

Q. The Secretary concerned has determined that if mobilized the Service
member does not possess the potential for useful military service.

(b) SELRES Members Who Have Fulfilled their MSO. Members of the SELRES
who have fulfilled their statutory MSO pursuant to section 651 of Reference (d) and whose
participation has been unsatisfactory may be processed, at the discretion of the Secretary
concerned, as follows:

1. Ordered to AD or ADT, as cited in subparagraphs l.d.(l)(a) of this enclosure.

l. Transferred to the IRR or the Standby Reserve inactive status for the balance
of their current enlistment when the Secretary concerned has determined that if mobilized the
Service member still has potential for useful military service.

1. Discharged, if an enlisted Service member, for unsatisfactory participation
pursuant to Reference (i), when the Secretary concerned has determined that if mobilized the
Service member has no further potential for useful military service.

(c) ADBs for Enlisted SELRES Members

1. An ADB shall convene, unless waived by the SELRES member, to consider
the circumstances and recommend action when:

!!. An enlisted member of the SELRES is identified as an unsatisfactory
participant, and

7 ENCLOSURE 2
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Q. The military authority has recommended discharge under other than
honorable conditions, or when required by statute.

l. When an enlisted member of the SELRES is identified as an unsatisfactory
participant and the military authority has not recommended discharge under other than honorable
conditions, that SELRES member may be discharged without the convening of an ADB, unless
requested by the Service member, pursuant to Reference (i).

(d) Enlisted SELRES Members Ordered to ADT

1. Individuals assigned to the SELRES who are ordered to ADT pursuant to
section 10 148 of Reference (d), may be:

!!. Returned to their previous unit of assignment upon completion of ADT.

Q. Transferred to the IRR (with the consent of the State authority, if a member
of the NG) upon completion of ADT.

l. The term of enlistment, or the military service agreement for that SELRES
member, who is not a member of the NG, may be extended up to 6 months to permit completion
of the designated period of ADT, pursuant to section 10148(a) of Reference (d).

(e) Processing Procedures

1. Transfer Codes. When a member of the SELRES is transferred to the IRR, the
transfer code shall be entered in the applicable military service personnel data system for
subsequent update to the Reserve Components Common Personnel Data System (RCCPDS),
pursuant to DoDI 7730.54 (Reference (j)).

l. Reentry Codes. When a member ofthe SELRES is transferred to the IRR or
separated from an RC, a reentry code shall be entered on the applicable military service
separation and/or transfer and/or reassignment documents and also shall be entered in the
RCCPDS if the SELRES member is being discharged or released from AD, pursuant to
subparagraph 3.2.1. ofDoDI 1336.1 (Reference (k)). The information shall be made available,
upon request, to the U. S. Military Entrance and Processing Command.

1. Release of Coded Information. The Secretary concerned shall establish
procedures to ensure that transfer code and reentry code information are only released to
authorized individuals with a need to know. Members of the SELRES concerned may access
their own information upon request.

1. Mailing Orders. When members of the SELRES are ordered to ADT or
transferred to the IRR because of unsatisfactory participation, copies of the orders shall be
furnished to the Service members through personal contact by a member of the command or by
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written transmittal. In either case, a written receipt shall be obtained. When such efforts are
unsuccessful, the orders shall be mailed to the Service members, as follows:

!!. Send the orders to the SELRES members' most recent mailing addresses,
using certified mail with a return receipt requested, and obtain a receipt from the U. S. Postal
Service to verify that the orders were mailed. Attach the receipt to a copy of the orders for proof
of mailing, and file with the SELRES members' personnel files.

Q. Service members ordered to ADT who fail to report shall be processed
pursuant to policy and procedures established by the Secretary concerned.

(2) In the SELRES (Officers). Commissioned officers in the SELRES who have
unsatisfactory participation, shall be reviewed for discharge by a board of officers when required
by sections 12681 and 12683 of Reference (d), or when the military authority has recommended
a discharge under other than honorable conditions. Such a discharge may only be done under an
approved recommendation of a board of officers convened by an authority designated by the
Secretary concerned.

(3) In the IRR

(a) Members of the IRR who are ordered to ADT, pursuant to section 10147 of
Reference (d), those ordered to muster duty, pursuant to section 12319 of Reference (d) to
accomplish annual screening requirements, and to complete other annual screening requirements
as prescribed by the Secretary concerned; and fail to perform that duty without producing
satisfactory evidence as to why they were unable to perform that duty, shall be designated as
unsatisfactory participants.

(b) Members of the IRR who have not fulfilled their MSO, pursuant to section 651 of
Reference (d), who were enlisted or appointed under any program where the MSO may be
fulfilled by military service in the IRR, and whose participation in such a program has not been
satisfactory, shall be designated as unsatisfactory participants. At the discretion of the Secretary
concerned, IRR members with participation that is unsatisfactory may be processed, as follows:

1. Ordered to ADT, regardless of the length of the prior AD or ADT, for a period
of not more than 45 days pursuant to section 10 148 of Reference (d), for failure to perform
training prescribed under section 10147 of Reference (d). Members of the NG may be ordered to
AD under section 10 148 only upon request of the Governor of the state concerned or, in the case
of the DC, the Commanding General of the DC NG. A member ordered to AD under this section
shall be ordered to duty as a Reserve of the Army or as a Reserve of the Air Force, as the case
maybe.

l. Retained in the IRR or transferred to the Standby Reserve inactive status for
the balance of their statutory MSO, current enlistment contract, or military service agreement
when the Secretary concerned has determined that if mobilized the individual concerned still
possesses the potential for useful military service.
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1. Enlisted IRR members shall be processed for separation for unsatisfactory
participation, pursuant to Reference (i), when the Secretary concerned has determined that if
mobilized the individual has no potential for useful military service.

1. Commissioned officers with participation that has been unsatisfactory may be
discharged from an RC. When required by sections 12681 and 12683 of Reference (d), such a
discharge may only be affected under an approved recommendation from a board of officers
convened by an authority designated by the Secretary concerned.

(c) Orders Affecting Members ofthe IRR. Orders affecting members ofthe IRR,
which involve ADT that is required by the terms of the enlistment or military service agreement,
may be handled by regular U.S. mail.

e. Hardships and Delays

(1) Hardships. Individuals with orders to involuntary AD that may result in extreme
community or personal hardship, upon their request, may be transferred to the Standby Reserve,
the Retired Reserve, or may be discharged, pursuant to DoDD 1200.7 (Reference (I)).

(2) Delays. Individuals involuntarily ordered to AD or ADT, may be authorized a delay,
according to the rules set by the Secretary concerned.

f. Exceptions. Members ofthe Ready Reserve who are unable to participate for any of the
following reasons shall be processed, as indicated:

(1) Unit Inactivation or Relocation. Members of the SELRES who are unable to
participate by reason of unit inactivation or relocation, and reside beyond the commuting
distance of a Reserve unit, shall be transferred to the IRR and shall be subject to the participation
requirements in Reference (d) and subparagraph l.a. of this enclosure.

(2) Individual Relocation. Members of the SELRES who permanently change their
residences, which results in residing beyond a reasonable commuting distance of their assigned
unit, may:

(a) Request to retain their position in their unit of assignment.

(b) Lose their billet and be transferred to another paid-drill unit of the same RC, if
possible, or be given 90 days from departing their original unit to locate and join another unit
before transfer to the IRR.

(c) Request assignment to vacancies that require different specialties than the
SELRES members possess. The Secretary concerned may provide for retraining these members
(with their consent) by ordering them to ADT to acquire the necessary specialties.

(d) Be accepted in another RC within their Service, regardless of unit vacancies, if
established end strength is not exceeded, and subject to the following conditions:
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1. The losing unit certifies that the participation of the RC members has been
satisfactory.

l. The grades and specialties of the RC members are usable in the unit, the
SELRES members may be retrained by on-the-job training, or members agree to be retrained by
being ordered to ADT.

(e) Be authorized to transfer to another RC pursuant to DoDD 1205.05 (Reference
(m)).

(f) Not be assigned to a unit beyond a reasonable commuting distance without the
SELRES members' consent.

(3) SELRES Billet Not Available. When another pay billet of the same RC is not
located, those members of the SELRES shall be transferred to the IRR.

(4) Key Employees. Members of the Ready Reserve, designated by employers and
approved by the Secretary concerned as key employees, or any Federal employee occupying a
key position in their civilian occupations shall be reassigned to the Standby Reserve (active
status), retired, or discharged, pursuant to Reference (I).

(5) Key Position. A Federal position that shall not be vacated during a national
emergency or mobilization without SERIOUSLY impairing the capability of the parent Federal
agency or office to function effectively. The four categories of Federal key positions are set out
in Reference (I). The first three categories are, by definition, key positions. However, the third
category, Article III Judges, provides for exceptions on a case-by-case basis.

(6) Individuals Preparing for Ministry. Members ofthe Ready Reserve preparing for
ministry, in an accredited theological or divinity school, shall be transferred to the Standby
Reserve (active status) for the duration of their ministerial studies. Ready Reserve members
participating in a military Chaplain Candidate or Theological Student Program may continue
their Ready Reserve affiliation and engage in AD and IDT.

(7) Individuals Enrolled in Graduate Study for Health Professions. Individuals enrolled
in graduate study for health professions shall be screened for Reserve appointments pursuant to
DoDD 6000.12 (Reference (n)).

(8) Overseas Residency. Individuals who incur a temporary non-military obligation
requiring residency outside the United States that prevents them from performing their required
Reserve duties may be assigned to the Inactive National Guard (ING) or the Standby Reserve,
during the period of temporary non-military obligation residency outside the United States.

(9) Participation in the Serviceman's Group Life Insurance (SGLl) Program by Members
of the IRR. Members of the IRR, authorized to attend IDT for retirement points, with past due
SGLI premium payments, and who have not declined SGLI coverage, shall not be permitted to
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perfonn voluntary inactive duty, annual training (AT), or serve on AD until their SGLI
premiums are paid in full.

2. OTHER ACTIONS. This Instruction shall not prevent action against a member of the Ready
Reserve, either by:

a. Courts-martial or review by a board of officers convened by an authority designated by
the Secretary concerned.

b. Any other legal action within title 10 and title 32 under which a member can be separated.

12 ENCLOSURE 2

APPENDIX 10: RESERVE COMPONENTS
 

1058 ENCLOSURE 7
 



   

 

  

DoD1 1215.13, May 11,2009

ENCLOSURE 3

CRITERIA FOR SATISFACTORY PARTICIPATION IN THE RCs

1. General. The minimum annual participation for members of the RCs, prescribed by
the Secretaries concerned, and described in paragraph 1 of Enclosure 2 shall be at least 48
drills and 14 days of AT, exclusive of travel time, or, for the Army and the Air National
Guard, assemble for drill and instruction, including outdoor target practice, at least 48
times (drill periods) each year; and participate in training at encampments, maneuvers,
outdoor target practice, or other exercises, at least 15 days each year to maintain the
proficiency of the unit and the skills of the individuals. In accordance with the policy in
this Instruction, the Secretaries concerned may establish guidance to:

a. Grant exceptions for individuals who are subject to the participation requirements
of Reference (e), if the number of unexcused absences shall not exceed nine scheduled
IDT periods.

b. Consider the personal circumstances of the RC members and transfer them to
another training category in Reference (e), if it is consistent with military service
requirements.

2. Absences. Unless excused, members of the SELRES shall be subject to the
participation requirements in Reference (e) and this Instruction. Unit commanders may
grant excused absences to SELRES members based on their submission of adequate
justification within the 3D-day period before or 3D-day period following the missed IDT.

3. Transfer as a Result of Screening. The transfer ofRC members to the Standby
Reserve, as a result of the screening process in Reference (I), shall not constitute
unsatisfactory participation.
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ENCLOSURE 4

SCHEDULING IDT PERIODS FOR THE SELRES

1. General. The Secretaries concerned shall designate by regulation the level of command or
supervision authorized to schedule IDT periods. Unit IDT schedules shall be prepared and
published on an annual basis as far in advance as possible. That advance schedule shall provide
adequate notice to Guard or Reserve members, so they may plan their activities to minimize
disruptions to their families and employers.

2. Reserve Members Not Assigned to Reserve Units. The commanders or supervisors of
Reserve members not assigned to Reserve units, such as the Individual Mobilization
Augmentees, shall schedule IDT periods by mutual agreement with the members.

3. IDT Schedules. IDT periods may be scheduled or rescheduled for an individual, unit, or
portions of a unit, where necessary, to meet training requirements and performance of missions.
Rescheduled IDT periods shall be announced 30 days in advance to allow sufficient time for the
Guard and Reserve members to be advised of the change. Primary consideration in reaching a
decision on rescheduling IDT periods shall be the availability of the training for the Reserve
member or unit, and/or the benefit and convenience of the Government. IDT periods may be
scheduled throughout the month, including weekdays, as necessary for training and performance
of the unit mission. Documentation requirements for rescheduling IDT periods shall be equal to
that required for the normal scheduling of IDT.

a. Equivalent Duty Period (EDP). Reserve members may be allowed to use EDPs to make
up an IDT period missed due to illness or emergency situations. There is no obligation for an
RC to authorize EDPs. When an EDP is authorized, the approving official shall ensure that the
EDP is of equivalent value to the normal training or duty of that member and available on the
date(s) scheduled. A Reserve member may not be paid for more than four periods of equivalent
training, instruction, duty, or duties performed during any fiscal year pursuant to section 206 of
title 37, U.S.C. (Reference (0)).

b. RC Members Attached to Other Units. In the following situations, RC members may be
attached to other units for duty to train at a place of duty that is not the duty location of the unit
in which the position is authorized:

(l) Division surgeon assigned to a medical battalion, place of duty, or division
headquarters.

(2) Member attending U.S. Army Reserve schools, or other special duty.

(3) Member attending college or other civilian schooling at another location. Such
assignments shall be for a definite and stated duration.
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GLOSSARY

PART 1. ABBREVIATIONS AND ACRONYMS

active duty

Administrative Discharge Board

active duty training

Assistant Secretary of Defense for Reserve Affairs

annual training

DC District of Columbia

DoDD DoD Directive

DoD! DoD Instruction

EDP equivalent duty period

IDT inactive duty training

ING Inactive National Guard

IRR Individual Ready Reserve

MSO military service obligation

NG National Guard

RC

RCCPDS

SELRES

SGLI

U.S.C.

USD(P&R)

VSI

Reserve Component

Reserve Components Common Personnel Data System

Selected Reserve

Serviceman's Group Life Insurance

United States Code

Under Secretary of Defense for Personnel and Readiness

Voluntary Separation Incentive
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PART II. DEFINITIONS

Unless otherwise noted, these tenns and their definitions are for the purpose of this Instruction.

conunuting distance. The maximum distance an obligated member of an RC may be required to
travel involuntarily between residence and IDT site. Allowed distances include:

A 100-mile radius of the IDT site or a distance that may be traveled by automobile under
average conditions of traffic, weather, and roads within 3 hours. This applies only to those units
that nonnally do four IDT sessions on 2 consecutive days where Government meals and quarters
are at the unit IDT site.

A 50-mile radius of the IDT site or a distance that may be traveled by an automobile under
average conditions of traffic, weather, and roads within 1 1/2 hours where Government meals
and quarters are not at the unit IDT site.

EDP. An activity perfonned instead of a scheduled IDT period.

Military Departments. Defined in Joint Publication 1-02 (Reference (p)).

Military Services. Defined in Reference (p).

Individual Mobilization Augmentee. Defined in Reference (p).

IRR. Consists of members of the Ready Reserve not assigned to the SELRES or the ING.

Ready Reserve. Consists of Reserve units and individual Reserve members who are liable for
immediate AD during war or national emergency. The Ready Reserve includes the SELRES, the
IRR, and the ING.

SELRES. That part of the Ready Reserve consisting of Reserve units, as designated by the
Secretary concerned, and of individual Reserve members, in pay status, required to participate in
IDT periods and ADT. The SELRES also includes Active Guard and Reserve and Individual
Mobilization Augmentee personnel.

Standby Reserve. Defined in Reference (p).

unsatisfactory participation. Failing to fulfill the contractual obligation or military service
agreement as a member of the Ready Reserve. Participation is unsatisfactory when:

Members of the SELRES acquire at least nine unexcused absences from scheduled inactive
duty training periods within a l2-month period, or fail to perfonn prescribed ADT, or fail to
perform duty to prescribed standards, or engage in misconduct for military offenses,.
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Members of the Ready Reserve (other than the SELRES) fail to meet the standards
prescribed by the Secretaries concerned for annual screening, or fail to perform prescribed ADT,
or fail to perform duty to prescribed standards, or engage in misconduct for military offenses.
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Department of Defense

INSTRUCTION

NUMBER 1215.06
February 7,2007

Incorporating Change 2, December 24, 200S

ASD(RA)

SUBJECT: Uniform Reserve, Training, and Retirement Categories

References: (a) DoD Directive 1215.6, subject as above, March 14, 1997 (hereby canceled)
(b) AefiHg Deputy Seeretary efDe!'ense MSfFl8fa.nffiml; «DeD Difseases Revis'l'"

PHase II," J,,*y IJ, JQ(MDoD InstnlCtion 5025.01, "DoD Directives
Program, " October 28, 2007

(c) DoD Directive 5124.02, '1Jnder Secretary of Defense for PersoIlllel and
Readiness (USD(P&R))," Oetober 17, 2996 June 23, 2008

(d) USD(P&R) Memorandwn, "Operational Support Duty - Update,"
JamUIry 29,2007 (hereby canceled)

(e) through (wy), see Enclosure I

I. REISSUANCE AND PURPOSE

This Instruction reissues Reference (a) as an Instruction in accordance with the guidance in
Reference (b) and the authority in Reference (c), incorporates and cancels USD{P&R)
Memorandwn (Reference (d)) and cancels DoD Instruction 1215.19 (Reference (<Ie)). This
Instruction implements policy, assigns responsibilities, and prescribes procedures that pertain to:

1.1. Prescribing minimum training criteria for each category of the Reserve Components
(Res).

1.2. The use of RC duty for both training and mission and operational support purposes.

1.3. The use of RC duty to capitalize on RC capabilities and accomplish operational
requirements while maintaining RC mission readiness for domestic and overseas operations.

1.4. Maintaining and reporting persoIlllel data pursuant to DoD Directive 1205.17
(Reference (~j)) and DoD Instruction 7730.54 (Reference (fg)).

1.5. The use oftulifonn RC categories (Rees) and training and retired categories (TRCs) for
the Ready Reserve, Standby Reserve, and Retired Reserve of the Armed Forces provided for in

Change 2, 12/24/2008
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sections 10141, 10142, 10147, 10149, 10151, 10154, and 12774 of 10 United States Code
(U.S.C.) (Reference (gh)).

1.6. Categorizing, maintaining, and reporting personnel data pursuant to References (el) and
(fg).

1.7. Participation in Selective Service System (SSS) activities, civil defense activities, and
Continental United States (CONUS) Defense programs by members of the Ready and Standby
Reserve.

2. APPLICABILITY AND SCOPE

This Instruction applies to:

2.1. The Office of the Secretary of Defense, the Military Departments (including the Coast
Guard at all times, including when it is a service in the Department of Homeland Security by
agreement with that Department), the Office ofthe Chairman of the Joint Chiefs of Staff and the
Joint Staff, the Combatant Commands, the Defense Agencies, the Office ofthe Inspector General
ofthe Department ofDefense, the DoD Field Activities, and all other organizational entities
within the Department of Defense (hereafter referred to collectively as the "DoD Components").
The term "Military Departments," as used herein, refers to the Departments of the Army, the
Navy, and the Air Force. The term "Secretary concerned" refers to the Secretaries of the
Military Departments and the Secretary of Homeland Security for the Coast Guard when it is not
operating as a Service in the Navy. The term "Military Services" refers to the Army, the Navy,
the Air Force, the Marine Corps, and the Coast Guard.

2.2. The use of all inactive duty (ID), inactive duty training (IDT), active duty (AD), and
full-time National Guard duty (FTNGD) periods performed by all RC members not counted in
Active component (AC) end strengths, or AD for Operational Support (ADOS), pursuant to
Reference (gh).

2.3. The requirements for categorizing and recording ofRC personnel, and the training
requirements for those categories.

2.4. All members of the total RCs to include the Ready Reserve, the Standby Reserve, and
the Retired Reserve.

2.5. The designation and official recording of all Reserve force personnel data in the Reserve
Component Common Personnel Data System (RCCPDS) pursuant to References (el) and (fg).

2.6. The participation of RC members in approved programs outside the Department of
Defense.

Change 2, 12/24/2008 2
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3. DEFINITIONS

Tenns used in this Instruction are defined in Enclosure 2.

4. POLICY

It is DoD policy that:

4.1. When perfonning training or support duty, all RC members shall be in an ID, AD, or
FTNGD status.

4.2. All RC members not counted in AC end strengths, pursuant to Reference (gh), shall be
placed in one of the RCCs and TRCs described in this Instruction. Individuals shall be assigned
to RCCs and TRCs based on their obligations to meet mission requirements and training
requirements. All RC members will be reported by Service in the RCCs and TRCs pursuant to
References (~f) and (fg).

4.3. Tenninology used in this Instruction to describe RC training and retirement categories
and duty statuses shall apply to all Services.

5. RESPONSIBILITIES

5.1. The Assistant Secretary of Defense for Reserve Affairs, under the Under Secretary of
Defense for Personnel and Readiness (USD(P&R)), shall:

5.1.1. Establish guidance for the minimum training criteria and the ID, AD, and FTNGD
requirements associated with each personnel category.

5.1.2. Establish DoD guidance for RC training and retirement categories.

5.2. The Secretaries of the Military Departments and the Commandant ofthe Coast Guard
shall:

5.2.1. Ensure all implementing directives or regulations are consistent with this
Instruction.

5.2.2. Establish necessary criteria and procedures to ensure trained and qualified RC
units and individuals are available for AD throughout the entire spectrum of requirements;
including war or national emergency; contingency operations; military operations other than war;
operational support; humanitarian operations; and at such other times as the national security

Change 2, 12/24/2008
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may require, aud that funding for RC training and operations is programmed and budgeted to
adequately support these requirements. Authorities and duty statuses, arrayed and defined at
Enclosures 3 aud 4, shall be utilized to facilitate this RC usage.

5.2.3. Approve auy additional IDT periods, as necessary aud consistent with law.
Authorizing aud using additional training is subject to the categories, limitations, and controls
delineated in this Instruction.

5.2.4. Establish minimum standards for satisfactory participation at required training
periods, which shall include the number and percentages of training periods for meeting the
minimum standards. Individuals attending IDT periods are required to meet those minimum
training standards. Those standards shall contain procedures for accounting for absences and
excused IDT periods, as necessary. Individuals may voluntarily attend extra IDT periods for
points.

5.2.5. Include in the budget for the AC both military personnel and operations and
maintenance funds to provide AD tours for RC members on AD in support of AC programs and
operational support.

5.2.6. Ensure, through coordination with supported organizations, that RC members who
serve on AD tours funded by AC resources (i.e., ADOS - AC funded) receive full pay,
allowances, and entitlements appropriate for the length of the AD tour.

5.2.7. Establish criteria for combining AD training aud IDT to achieve desired readiness
levels and to meet training requirements, as necessary.

5.2.8. Designate all RC members in a RCC and TRC according to criteria established in
Enclosures 5 aud 6.

5.2.9. Ensure that RC members perform duty according to the minimum criteria
established for each RCC in Enclosure 6.

5.3. The Commauders of the Combataut Commands shall:

5.3.1. Exercise Combatant Command (COCOM) command authority over RC forces
when mobilized or ordered to Active Duty Other than for Training (ADOT). Command
authority consists of the authority specified in section 164(c) of Reference (gh) except that,
unless otherwise directed by the Secretary of Defense, assigned RC forces on ADOT may not be
deployed until validated by the parent Service for deployment.

5.3.2. Exercise Training Readiness Oversight (TRO) over assigned RC forces not on
AD, or on Active Duty for Training (ADT) not provided under subparagraph 5.3.1. above. TRO
is defined as the degree of authority Combatant Commanders have over assigned RC forces

Change 2, 12/24/2008
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when not on AD, and when on ADT, unless provided under paragraph 5.3.1. TRO includes
specific authority to:

5.3.2.1. Provide guidance to Service component commanders on operational
requirements and priorities to be addressed in Military Department training and readiness
programs.

5.3.2.2. Comment on Service component program recommendations and budget
requests.

5.3.2.3. Coordinate and approve participation by assigned RC forces in joint
exercises and other joint training when on ADT or performing IDT.

5.3.2.4. Obtain and review readiness and inspection reports on assigned RC forces.

5.3.2.5. Coordinate and review mobilization plans (including post-mobilization
training activities and deployability validation procedures) developed for assigned RC forces.

6. PROCEDURES

6.1. Guidelines for RC Duty Categories

6.1.1. Types of Duty. Table 1 at Enclosure 4 shows the legal authorities, in titles 10, 14,
and 32 U.S.C. (References (gh) through (tJ)), under which RC members may perform military
duty and the types of duty that can be performed. The types of duty and their prescribed purpose
are provided below.

6.1.2. IDT. Authorized training performed by members of an RC not on AD, and
performed in connection with the prescribed activities of the RC of which they are a member. It
consists of regularly scheduled unit training periods, additional IDT periods, and equivalent
training. The primary purpose of IDT is to provide individual and/or unit readiness training.
IDT shall be used to provide structured individual and/or unit training, or educational courses,
other than correspondence courses, to RC members. Support to mission requirements, i.e.,
operational support, may occur as a consequence of performing IDT.

6.1.2.1. Paid IDT periods shall not be less than 4 hours. No more than two IDT
periods may be performed in any calendar day. Pursuant to section 206 of 37 U. S.C. (Reference
(jk)) and within the guidelines prescribed below, the Secretary concerned may prescribe
additional standards for IDT.

6.1.2.2. IDT periods for retirement points only (without pay) shall not be less than 2
hours, with a maximum oftwo points authorized in anyone calendar day.

Change 2, 12/24/2008
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6.1.2.3. One retirement point in anyone calendar day may be granted for attendance
at a professional or trade convention, with a minimum of 4 hours, pursuant to DoD Instruction
1215.7 (Reference (1<1)).

6.1.2.4. Where practical, multiple IDT periods over consecutive days shall be used to
maximize training effectiveness.

6.1.2.5. IDT shall not be performed in designated Imminent Danger Area.

6.1.2.6. Additional IDT Periods. A sub-category of IDT.

6.1.2.6.1. Additional IDT periods improve readiness by providing for individuals
and units the required and necessary training to attain and maintain designated readiness levels.
The Secretary concerned shall establish guidance for and approve use of additional IDT periods
pursuant to limits in paragraphs 6.1.2.6.3.1. through 6.1.2.6.3.3.

6.1.2.6.2. The RC shall identify additional IDT periods separately from normal
unit or individual training periods in budget documents and in internal records so that training
period costs and training support costs for each type of additional training may be clearly
identified, justified, and audited.

6.1.2.6.3. Three categories of additional IDT periods are:

6.1.2.6.3.1. Additional training periods (ATPs). ATPs for units, components
of units, and individuals are for accomplishing additional required training, as defined by post
mobilization mission requirements. The number of those training periods shall not exceed 36
each fiscal year (FY) for any member.

6.1.2.6.3.2. Additional flying and flight training periods (AFTPs). AFTPs are
authorized for primary aircrew members for conducting aircrew training and combat crew
qualification training to attain and maintain aircrew flying proficiency and sustain required
readiness. These AFTPs shall not be in addition to the ATPs in paragraph 6.1.2.6.3.1. The
number of these training periods shall not exceed 72 each FY for any aircrew member, unless
specifically authorized by the Secretary concerned, and subj ect to the limitations in paragraph
6.1.2.6.4.

6.1.2.6.3.3. Readiness management periods (RMPs). RMPs are intended for
use by drilling Reserve members who are not military technicians to support the following
functions in preparing their unit for training: the ongoing day-to-day operation of the unit;
accomplishing unit administration; training preparation; support activities; and maintenance

functions. The number ofRMPs performed in a FY by any members shall not exceed 36, and
not more than one RMP shall be performed by an individual in one calendar day. These training
periods shall be used only where sufficient full-time support personnel are not available or
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specifically assigned to accomplish those duties. Priority for the performance of RMPs shall be
given to unit members who are not military technicians. A military technician may not be placed
in a leave status to enable him/her to perform duty in an RMP status. Additionally, a military
technician may not perform duty in an RMP status to accomplish activities that are within the
normal requirements and workload of the military technician's job description. Not more than
one RMP shall be performed by an individual in one calendar day.

6.1.2.6.4. Except for aircrew members, the combination of ATPs and RMPs shall
not exceed 72 in each FY for each person. Combinations of ATPs, AFTPs, and RMPs for
aircrew members shall not exceed 84 in a FY, with the Secretary concerned authorized to
provide a waiver to a maximum of 96 additional IDT periods for an aircrew member in a FY.
Training periods authorized in excess of the units presented in paragraph 6.1.2.6.3.2. shall not be
used for augmenting missions and must provide bona fide training opportunities required to meet
readiness levels. This authority may not be delegated below the Secretary of the Military
Department concerned.

6.1.2.7. Reserve component members performing IDT who are covered for an
injury, illness or disease incurred or aggravated in line of duty as provided under section 1074a
(a)(2), (3) and (4) of Reference (gh) shall also be subject to:

6.1.2.7.1. Chapter 47 of Reference (gh) for members performing IDT pursuant to
Reference (gh).

6.1.2.7.2. The applicable state code, if provided under such code, for members
performing IDT pursuant to Reference (~).

6.1.3. ID. Authorized duty, other than training, performed by members of a RC not on
AD. It consists of Muster Duty (MD) and Funeral Honors Duty (FHD).

6.1.3.1. MD. A special category ofID used to meet the continuous screening
requirement established by section 10149 of Reference (gh). A member of the Ready Reserve
may be ordered without his consent to MD one time a year by an authority designated by the
Secretary concerned pursuant to section 12319 of Reference (gh).

6.1.3.1.1. MD shall be considered equivalent to IDT, except for pay, and shall
include a minimum of 2 hours at the muster site. MD shall not be performed for more than 1
day, including travel, each calendar year. An allowance for MD shall be paid in accordance with
section 433 of Reference (jk) and Reference (/;'1) at the rate determined by the DoD Per Diem
Committee and included in the DoD 7000.14-R (Reference (lm)).

6.1.3.1.2. In cases where a total of more than 1 day is required to meet the MD
requirement, or in other specific circumstances approved under regulations issued by the
Secretary concerned, ADT may be used in lieu of MD.
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6.1.3.2. FHD. The rendering of military funeral honors is the ceremonial paying of
respect and the final demonstration of the country's gratitude to those who, in times of war and
peace, have faithfully defended our Nation. FHD includes both the preparation for and the actual
performance of funeral honors functions at the funeral of a veteran as defined in section 1491 of
Reference (gh).

6.1.3.2.1. Members of the Ready Reserve may perform FHD in a voluntary status
pursuant to the provisions of section 12503 of Reference (gh) or section 115 of Reference (iiJ
No more than one FHD period shall be performed in a day. FHD shall include a minimum of2
hours of duty during a day, including travel, for the performance of duty and/or
preparation/training for duty. Service credit for this duty shall be pursuant to section
12732(a)(2)(E) of Reference (gh). This duty may be performed in either a payor non-pay
status. If in a pay status, an allowance for FHD shall be paid pursuant to either section 435 of
Reference (jk) or compensation pursuant to section 206 of Reference (jk), as authorized by the
Secretary concerned.

6.1.3.2.2. Though other AD categories may be used to provide funeral honors
support, the duty category in which funeral honors and the preparation for funeral honors are
performed shall be determined by the Secretary concerned, and in no case may the performance
offuneral honors or the preparation for such honors be considered a period ofIDT.

6.1.4. AD. Full-time duty in the active Military Service of the United States. It includes
full-time training duty, annual training duty, and attendance, while in active Military Service, at a
school designated as a Service school by law and the Secretary of the Military Department
concerned. It does not include FTNGD. At any time, an authority designated by the Secretary
concerned may order a member of the RC under his or her jurisdiction to AD or retain the
member on AD with the consent of the member under the authority of sections 12301(d),
12301(h), and 12322 of Reference (gh). However, a member of the Army National Guard of the
United States (ARNGUS) or Air National Guard of the United States (ANGUS) may not be
ordered to AD under that authority without the consent of the Governor or other appropriate
authority of the State or territory, the Commonwealth of Puerto Rico, or the District of
Columbia. For the RC, AD is comprised of the categories ADT and ADOT. The respective
authorities for AD for RC members are depicted at Enclosure 4, with specific duty categories
described in paragraphs 6.1.4.1., 6.1.4.2., and 6.1.5.

6.1.4.1. ADT. A category of AD that shall be used to provide structured individual
and/or unit training, including on-the-job-training, or educational courses to RC members.
Included in the ADTcategory are annual training (AT), initial ADT (IADT), and other training
duty (OTD). The primary purpose of ADT is to provide individual and/or unit readiness
training. Support to mission requirements, i.e., operational support, may occur as a consequence
of performing ADT.
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6.1.4.1.1. IADT. A category of ADT which includes basic military training and
technical skill training, is required for all enlisted accessions. Paragraph 6.6.4.1.4. provides
specific guidance on IADT.

6.1.4.1.2. AT. The minimum period of ADT that Reserve members must
perform each year to satisfy the training requirements associated with their RC assignment. The
primary purpose of AT is to provide individual and/or unit readiness training. AT may provide
support to AC missions and requirements. AT may be required for all members of the Ready
Reserve. Members of the Selected Reserve shall perform AT. For all members of Selected
Reserve units, except for those in the National Guard, AT shall be for not less than 14 days
(exclusive of travel time) each year pursuant to section 10 147 of Reference (gh), and not less
than 12 days (exclusive of travel time) for the Coast Guard Reserve. Individual Mobilization
Augmentees (IMAs) are members of the Selected Reserve, not assigned to a Reserve unit
organized to serve as a unit. IMAs are required to perform a minimum of 12 days of AT each
year pursuant to DoD DiFsetivs Instruction 1235.11 (Reference (em)). Support to mission
requirements, i.e., operational support, may occur as a consequence of performing AT.

6.1.4.1.3. OTD. Authorized ADT, other than IADT or AT, that provides all other
structured training, to include on the job training, for individuals or units to enhance proficiency.
OTD is authorized to provide for full-time attendance at organized and planned specialized skill
training, refresher and proficiency training, and professional development education programs.
It shall be used to support RC members in obtaining the necessary skills and disciplines to
achieve required readiness standards. The primary purpose of OTD is to provide individual
and/or unit readiness training. Authorization for ADT shall be managed pursuant to directives
established by the Secretaries concerned. National Guard and Reserve personnel who are not
employed as military technicians shall receive priority consideration for such training. Support
to mission requirements, when it also provides individual and/or unit readiness training, may
occur as a consequence of performing OTD.

6.1.4.2. ADOT. A category of AD used to provide RC support to either AC or RC
missions. It includes the categories of ADOS (formerly active duty for special work (ADSW)),
Active Guard and Reserve (AGR) duty, and involuntary AD pursuant to sections 12301, 12302,
and 12304 of Reference (gh) and section 712 of Reference (hi). Training may occur as a
consequence of performing ADOT.

6.1.4.2.1. ADOS. Authorized voluntary AD for RC personnel funded through
applicable military or Reserve personnel appropriations (ADOS-AC funded or ADOS-RC
funded) to support AC or RC programs, respectively. The purpose of ADOS is to provide the
necessary skilled manpower assets to support existing or emerging requirements. Authorization
of ADOS shall be managed pursuant to Issuances established by the Secretary concerned. To
assist the Military Departments in managing ADOS tours, the following criteria are provided.
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6.1.4.2.1.1. ADOS includes all voluntary AD perfonned pursuant to section
l230l(d) of Reference (gh), other than AGR duty. This includes all1-year or multi-year
voluntary tours ofactive service by RC members.

6.1.4.2.1.2. ADOS includes active duty for training perfonned as a result of a
request of an operational commander to provide support.

6.1.4.2.1.3. ADOS includes all AD and ADT perfonned as a result of
reimbursable funding.

6.1.4.2.1.4. ADOS includes FHD performed not in an inactive duty status.

6.1.4.2.1.5. ADOS includes voluntary AD perfonned by recall of reserve
retirees not receiving regular retired pay.

6.1.4.2.1.6. National Guard and Reserve personnel who are not employed as a
military technician shall receive priority consideration for these tours.

6.1.4.2.1.7. The cumulative periods of AC and FTNGD perfonned by the
member exceeding 1,095 days in the previous 1,460 days, are accountable against AD strengths
(active component, or AGR end strength, consistent with pay appropriations) when the 1,095 day
threshold is crossed, pursuant to section 115 of Reference (gh). A member whose order to AC or
FTNGD that specifies a period of greater than 3 years shall be included in the strength
authorized, as stated above, commencing on the first day of the orders. Additionally, these
members will continue to count against the ceilings prescribed in section l15(b) of Reference
(gh).

6.1.4.2.1.7.1. Each Reserve component is limited to a maximum number of
personnel that may be perfonning Operational Support (OS) duty pursuant to section 115 (b) of
Reference (gh) at any time.

6.1.4.2.1.7.2. General/Flag Officers are included in OS accountability, but
are further controlled by section 526 of Reference (gh) regarding limitations and accountability.

6.1.4.2.1.7.3. The limits ofthe period ofactive duty set out in section 115(b)
ofReference (h) shall be calculatedfrom October 28, 2004. Specifically, accountability will begin
with orders issued after October 28, 2004.

6.1.4.2.2. AGR Duty. AD perfonned by a member of an RC of the Anny, the
Navy, the Air Force, or the Marine Corps, the Coast Guard, or FTNGD perfonned by a member
of the National Guard under an order to AD or FTNGD for a period of 180 consecutive days or
more for organizing, administering, recruiting, instructing, or training the Reserve components,
or to perfonn other duties as prescribed in sections 12310 and 10211 of Reference (gh).
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Personnel perfonning such duty are included in the FTS numbers for each RC under the
collective title of AGR.

6.1.4.2.3. Funding for personnel in unifonn Reserve, training, and retirement
categories shall be pursuant to procedures established in this Instruction. The Secretary
concerned is authorized to include in the budget for the AC both military personnel and
operations and maintenance funds to provide AD tours for RC members on AD in support of AC
programs.

6.1.5. FTNGD. "Full-time National Guard duty" means training or other duty, other
than inactive duty, perfonned by a member of the Army National Guard of the United States or
the Air National Guard of the United States in the member's status as a member of the National
Guard of a State or territory, the Commonwealth of Puerto Rico, or the District of Columbia
pursuant to section 316, 502, 503, 504, or 505 of Reference (~) for which the member is entitled
to pay from the United States or for which the member has waived pay from the United States.

6.1.5.1. FTNGD-AT. AT is the minimum period offull-time military training that
National Guard members must perfonn each year to satisfy the training requirements associated
with their RC assignment. The primary purpose of AT is to provide individual and/or unit
readiness training. Support to mission requirements, i.e., operational support, may occur as a
consequence ofperfonning AT. National Guard units are required to perfonn full-time military
training (in FTNGD status) for at least 15 days each year including travel time pursuant to
section 502 Reference (~).

6.1.5.2. FTNGD-OTD. OTD is authorized full-time military training, other than
IADT or AT, that provides all other structured training, to include on the job training, for
individuals or units to enhance proficiency. OTD is authorized to provide for full-time
attendance at organized and planned specialized skill training, refresher and proficiency training,
and professional development education programs. It shall be used to support RC members in
obtaining the necessary skills and disciplines to achieve required readiness standards. National
Guard personnel who are not employed as military technicians shall receive priority
consideration for such training.

6.1.5.3. FTNGD-OT. A category of FTNGD used to provide RC (National Guard)
support to either AC or RC missions. It includes the categories of FTNGD for operational
support (FTNGD-OS) (fonnerly FTNGD for special work (FTNGD-SW), AGR duty, and
involuntary FTNGD pursuant to section 502(f)(l) of Reference (~). Training may occur as a
consequence of perfonning FTNGD-OT.

6.1.5.3.1 FTNGD-for OS. The purpose of FTNGD-OS is to provide the
necessary skilled manpower assets to support existing or emerging requirements pursuant to
section 502(f) of Reference (~). Authorization ofFTNGD-OS shall be managed pursuant to
Directives established by the Secretaries of the Army and Air Force. To assist the Military
Departments in managing these tours, the following criteria are provided.
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6.1.5.3.1.1. FTNGD-OS includes all voluntary FTNGD perfonned pursuant
to section 502(f) of Reference (ij), other than AGR duty.

6.1.5.3.1.2. FTNGD-OS includes FTNGD duty for training perfonned as a
result of a request of an operational commander to provide support.

6.1.5.3.1.3. FTNGD-OS includes all FTNGD perfonned as a result of
reimbursable funding.

6.1.5.3.1.4. FTNGD-OS includes FHD perfonned not in an inactive duty or
active duty status.

6.1.5.3.1.5. National Guard personnel who are not employed as a military
technician shall receive priority consideration for these tours.

6.1.5.3.1.6. The cumulative periods of AC and FTNGD perfonned by the
member exceeding 1,095 days in the previous 1,460 days, are accountable against AD strengths
(active component, or AGR end strength, consistent with pay appropriations) when the 1,095 day
threshold is crossed, pursuant to section 115 of Reference (gh). A member whose order to AC or
FTNGD that specifies a period of greater than 3 years shall be included in the strength
authorized, as stated above, commencing on the first day of the orders. Additionally, these
members will continue to count against the ceilings prescribed in section 115(b) of Reference
(gh). Each Reserve component is limited to a maximum number of personnel that may be
perfonning OS duty pursuant to section 115(b) of Reference (gh) at any time.

6.2. Maximize RC Utilization. All training duty planned and perfonned by RC members
shall capitalize on RC capabilities to accomplish operational requirements while maintaining
their mission readiness for domestic and overseas operations. RC members may be employed to
support AC mission requirements as part of conducting training duty.

6.3. RC Utilization Authorities

6.3.1. Enclosure 4 depicts the structure and relationships ofRC duty categories for ID,
AD, and FTNGD under specific authorities. The training and support categories provide the
Secretaries concerned the flexibility of developing policies to maximize RC utilization as stated
in paragraph 6.2.

6.3.1.1. Training. All RC members shall receive training pursuant to assignments
and required readiness levels. Required training shall provide for the minimum training time or
number of training periods required for attaining the prescribed unit readiness status and
maintaining individual proficiency. The primary purpose of all training is the enhancement of
individual skills and/or unit effectiveness. Training may be conducted in ID, AD, or FTNGD
status. Mission support may be a key element in developing training programs, but training shall
be the paramount consideration and documented for budgetary allocations. Mission and
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operational support may occur as a consequence of training. Required training is further
delineated in section 6.6.

6.3.1.2. Support. Voluntary Duty (AD and FTNGD) may be used to achieve desired
readiness levels and meet mission requirements.

6.3.1.3. Mobilization. Involuntary AD is used in support of military operations when
the President or the Congress determines that RC forces are required to augment the AC. It is
provided for within the provisions of sections 12301 and 12302 of Reference (gh) for full and
partial mobilization, respectively, section 12304 of Reference (gh) for Presidential Reserve Call
Up authority, and section 712 of Reference (hi) for Secretary of Homeland Security Coast Guard
Reserve call-ups for domestic emergencies. For other purposes, the Secretaries concerned may
order members involuntarily to AD pursuant to provisions of sections 1230 l(b) or 12303 of
Reference (gh) and section 712 of Reference (hi).

6.3.1.4. Other. Includes FHD, a voluntary status pursuant to the provisions of section
12503 of Reference (gh) or section 115 of Reference (if), that shall be considered a special
category ofID, and MD, established in section 12319 of Reference (gh). It also includes
voluntary AD for the purposes of medical evaluation and treatment pursuant to sections 12301(h)
and 12322 of Reference (gh); special circumstances to include: voluntary AD at National Guard
Bureau pursuant to section 12402 of Reference (gh); members ordered to AD for unsatisfactory
participation pursuant to sections 10148 and 12303 of Reference (gh); RC members in a captive
status, pursuant to section 12301(g) of Reference (gh); members ordered to AD for disciplinary
purposes pursuant to section 802(d) of Reference (gh); and for Federal service due to
insurrection pursuant to sections 331, 332 and 12406 of Reference (gh).

6.4. Assignment Restrictions Outside the United States

6.4.1. A member of the RCs shall not be assigned to AD on land outside the United
States, its territories and possessions, until the member has completed the basic training
requirements of the member's Armed Force pursuant to section 671(a) of Reference (gh).

6.4.2. FTNGD shall not be performed on land outside the United States, its territories or
possessions, because a member of the RCs must be in a status provided for in Reference (gh).

6.5. Placement ofRC Members in RCCs and TRCs

6.5.1. The uniform reserve training and retirement categories are defined in Enclosure 6.

6.5.2. Pursuant to section 115(e) of Reference (gh), each unit and member of the RCs not
counted in AD end strengths pursuant to section 115 of Reference (gh) shall be placed in one of
the RCCs and TRCs identified. Individuals shall be assigned to RCCs and TRCs based on their
RC obligations to meet mission requirements and training requirements.
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6.5.3. Table I at Enclosure 6 establishes authorized RCCs and TRCs in the RCs for
training and accountability purposes. Enclosure 5 describes those categories.

6.6. Training Participation Requirements

6.6.1. The Secretaries concerned shall establish standards for satisfactory participation at
required training periods, which shall include the number and percentages of training periods for
meeting the minimum standards, pursuant to DoD Directive 1215.13 (Reference (Ha)).
Individuals attending IDT periods are required to meet those minimum training standards. Those
standards shall contain procedures for accounting for absences and excused training periods, as
necessary. Individuals may voluntarily attend additional IDT periods for points, if authorized by
the Secretary concerned.

6.6.2. There is no statutory maximum annual limit on required training for members of
the National Guard.

6.6.3. To ensure that trained and qualified RC units and individuals are available for AD
throughout the entire spectrum of requirements, including war or national emergency,
contingency operations, military operations other than war, operational support, and at such other
times as the national security may require, and that funds appropriated annually for RC training
and operations are adequate for meeting these requirements, the Secretary concerned shall
establish necessary criteria and procedures to:

6.6.3.1. Approve any additional IDT as necessary and consistent with law.
Authorizing and utilizing additional training is subject to the categories, limitations, and controls
in paragraph 6.1. 2. 6.

6.6.3.2. Ensure that all RC members receive training according to assignments and
required readiness levels. Minimum training requirements are provided for in section 10147 of
Reference (gh), section 502(a) of Reference (hi), and further prescribed in paragraphs
6.1.2., 6.1.4., 6.1.5., and 6.6.4.

6.6.3.3. Provide for training for the Individual Ready Reserve (IRR), Standby
Reserve, and Retired Reserve in a voluntarily status according to the procedures described
below.

6.6.4. Training Requirements by Personnel Category

6.6.4.1. Selected Reserve

6.6.4.1.1. IDT. Except as specifically provided below, members of the Selected
Reserve, excluding AGRs, shall participate in 48 scheduled drills or training periods each year.
This requirement applies to all members of Selected Reserve units; however, the Secretary
concerned may, except in the case of the ARNGUS or the ANGUS, reallocate the number of
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scheduled drills within a Reserve component where warranted to achieve readiness
requirements. The Secretary concerned may reduce the number of scheduled drills of selected
lower priority units and increase the scheduled drills of higher priority units by not more than 10
percent, rounded to the nearest whole number. The aggregate number of scheduled drills within
a component shall not be reduced by this reallocation (section 10147 of Reference (gh) and
section 502 of Reference (~)). IDT requirements for individual Selected Reserve members not
assigned to a unit organized to serve as a unit, or IMAs, shall be determined by the organization
to which assigned and resourced by the appropriate Service component pursuant to Reference
(am).

6.6.4.1.2. AT. AT is required for all members of the Selected Reserve, excluding
AGRs. For members of the Reserves, ADT for purposes of AT shall be for not less than 14 days,
12 days for the Coast Guard Reserve, (exclusive of travel time) each year, except as provided in
paragraph 6.6.4.1.2.1. Units of the National Guard are required to perform full-time military
training for at least 15 days each year (including travel) pursuant to section 502 of Reference (~).

6.6.4.1.2.1. AT for IMAs or other Selected Reserve members not assigned to
a unit organized to serve as a unit, and in training categories ordered to AD for AT at
headquarters, support organizations, or to activities not operating on Saturday, Sunday, or
Federal holidays, normally is limited to 12 days excluding travel time (i.e., from Monday of the
first week through Friday of the second week). Such training may begin on any day of the week
to maximize training opportunities, or to support a training event or activity.

6.6.4.1.2.2. When required, members may be ordered to AT for longer
periods than those minimum periods established in paragraphs 6.6.4.1.2. and 6.6.4.1.2.1. up to a
maximum of 30 days each FY, for activities that enhance readiness or provide support to
operational missions that results from the required training. Training may begin on any day of
the week to maximize training opportunities, or support a training event or activity.

6.6.4.1.2.3. Annual training normally is performed during one consecutive
period. Split tours may be authorized for selected units or individuals, if required to meet
training missions or enhance mission support associated with required training. Any additional
costs must be fully justified. Authorization for variations in AT lengths shall be managed
pursuant to Directives established by the Secretary concerned.

6.6.4.1.3. Periods of AD or FTNGD Performed by Members ofthe Selected
Reserve. AD performed pursuant to sections 12301(d), 12302, 12304, and 12406 of Reference
(gh), or FTNGD performed pursuant to section S02(f) of Reference (ij) may not be substituted
for training required by section 10147 of Reference (gh) or section S02(a) of Reference (~) and
by paragraph 6.6.4.1.2. unless in the judgment of the Secretary concerned:

6.6.4.1.3.1. AD performed pursuant to sections 12301(d), 12302, 12304, or
12406 of Reference (gh) or FTNGD performed pursuant to section S02(f) is equivalent to the
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training that might have been performed under the authority of section 10147 of Reference (gh)
or section 502(a) of Reference (V) and paragraph 6.6.4.1.2.

6.6.4.1.3.2. AD performed pursuant to sections 12301(d), 12302, 12304, or
12406 of Reference (gh) or FTNGD performed pursuant to section 502(f) when combined with
training required by section 10147 of Reference (gh) or section 502(a) of Reference (V) and
paragraph 6.6.4.1.2. constitutes an undue personal hardship.

6.6.4.1.4. IADT. Initial AD training is a sub-category of ADT used to provide
basic military training and technical skill training required for all enlisted accessions. For non
prior service (NPS) persons who are qualified for induction for active duty in an Armed Force
(generally male citizens and resident aliens between the ages of 18 1/2 and 26 years of age) and
who are not under orders to report for induction under the Military Selective Service Act (50
U.S.C. App 451 et seq., Reference (e-p)), IADT shall be for a period as provided in section 671 of
Reference (gh), to commence, insofar as practical, within 270 days after the date of enlistment
pursuant to section 12103 of Reference (gh). For all other enlistees and inductees, the period of
IADT shall be prescribed by the Secretary concerned to commence, insofar as practical, within
360 days after entry into Service, except that in time of war or national emergency declared by
Congress or the President, basic training (or its equivalent) shall be for a period of not less than
12 weeks pursuant to section 671(b) of Reference (gh). Periods of basic training or equivalent
training shorter than 12 weeks may also be established by the Secretary concerned for members
who have been credentialed in a medical profession or occupation and are serving in a healthcare
occupational specialty pursuant to section 671 (c) of Reference (gh). Enlisted members receiving
stipends under the Armed Forces Health Professions Scholarship Program (AFHPSP) for
Reserve Service are not required to participate in Ready Reserve training until they have
completed their educational training pursuant to sections 671(b), 12103, and 16201 of Reference
(gh).

6.6.4.1.5. The Secretaries concerned may require members enlisted for service in
the Selected Reserve to participate in IDT periods before completing IADT. Those training
periods shall be with pay. Voluntary participation in IDT before completing IADT may be
authorized in either a payor non-pay status.

6.6.4.1.6. Pursuant to section 10147(b) of Reference (gh), an individual Reservist
may not be required to perform a period of ADT if the first day of that period falls during the last
120 days of the member's required membership in the Ready Reserve if the member has served
on AD for one year or longer.

6.6.4.2. Individual Ready Reserve and Inactive National Guard (lRRJING)

6.6.4.2.1. Members of the IRR, not scheduled for mandatory or voluntary
training, may be required to serve 1 day of MD each year to accomplish continuous screening
requirements pursuant to sections 10149, 10204, 10205, 10206, 12319, and 12644 of Reference
(gh). Exemptions from IRR screening during one FY are authorized for members who served on
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AD during the FY; who reside outside geographical limitations established by the Secretaries
concerned or the Commandant of the Coast Guard when not operating as a Service in the Navy;
who are in the grade of 0-4 or higher, and have no remaining required period of membership in
the Ready Reserve; or, who were successfully screened in the preceding FY. Under no
circumstances should a member serve an initial period in the IRR of more than 18 months
without participating in a screening either during an annual muster day, during a period of
training, or through some other means. The Secretaries concerned are required to maintain
records on the current status of each member's physical condition, dependency status, military
qualifications, civilian occupational skills, availability for service, present address, and other
necessary information to facilitate a call-up to active duty, as prescribed.

6.6.4.2.2. Members of the IRR, including individuals enlisting directly into the
IRR, may participate voluntarily in IDT, for points only, pursuant to the regulations of the
Military Services. Those IRR members participating in approved programs outside the
Department of Defense (Enclosure 7) may participate in IDT, with pay, if that pay is
reimbursable from the supported non-DoD organization to the Department of Defense.

6.6.4.2.3. Members of the RCs, not subject to mandatory training, shall be
encouraged to participate on a voluntary basis to maintain their mobilization readiness.
However, the opportunity to participate voluntarily in training, with pay, is subject to manpower
and other resource limitations as determined by the Secretary concerned.

6.6.4.2.4. Members of the ING shall muster with their assigned unit once a year
to maintain their ING status and unit affiliation. They shall not participate in any training
activities in either a payor points only status, and are not eligible for promotion.

6.6.4.3. Standby Reserve. The Standby Reserve consists of personnel who maintain
their military affiliation without being in the Ready Reserve pursuant to sections 10141, 10150,
10151,10152, and 10153 of Reference (gh) and DoD Direeti're 1nstructionI235.09 (Reference
(~q)).

6.6.4.3.1. Active Status List. Members of the Standby Reserve in an active status
may participate voluntarily without pay in RC training for retirement points only. This voluntary
training shall not be performed in an imminent danger area. These members may be considered
for promotion and, if selected, be promoted. The following members of the Standby Reserve are
in an active status:

6.6.4.3.1.1. Personnel who have not fulfilled their statutory military service
obligation (MSO).

6.6.4.3.1.2. Personnel temporarily assigned to the Standby Reserve because
of hardship, or other cogent reason, who intend to return to the Ready Reserve.
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6.6.4.3.1.3. Personnel retained in an active RC status pursuant to section
12646 of Reference (gh).

6.6.4.3.1.4. Members with a remaining service obligation shall be transferred
from the Ready Reserve to the Standby Reserve Active Status List, after being designated as a
"key employee" by the employer, and approved as such by the appropriate RC personnel
management office. Members shall remain in that Standby Reserve status for the period of time
they remain designated and approved as a "key employee." Employers who designate Ready
Reserve members as "key employees" must request removal of those members from the Ready
Reserve pursuant to DoD Directive 1200.7 (Reference ('tr)).

6.6.4.3.2. Inactive Status List. Members of the Standby Reserve Inactive Status
List may not participate for points, pay, or promotion credit and may not be considered for
promotion, or be promoted. The following members of the Standby Reserve are in an inactive
status:

6.6.4.3.2.1. Members transferred to the Inactive Status List instead of
separating pursuant to section 1209 of Reference (gh).

6.6.4.3.2.2. All other members transferred to the Inactive Status List pursuant
to Reference (M). Personnel enrolled in a military school course, including correspondence
courses, when transferred from the Ready Reserve to the Standby Reserve Inactive Status List
may continue voluntary participation in the course until completion. Those personnel shall not
be entitled to pay and allowances, travel and transportation, or earn retirement points for that
training.

6.6.4.4. Retired Reserve. This category consists of all personnel transferred to the
Retired Reserve and are subject to mobilization pursuant to DoD Directive 1352.1 (Reference
(FS)). Retirees may voluntarily train with organizations to which they are properly pre-assigned
by orders for recall to AD in a national emergency or declaration of war. Such training shall be
limited to that training made available within the resources authorized by the Secretary
concerned. The Retired Reserve consists of the following categories:

6.6.4.4.1. Reserve members receiving retired pay pursuant to Chapter 1223 of
Reference (gh).

6.6.4.4.2. Reserve members who have transferred to the Retired Reserve after
completing the requisite qualifying years creditable for retired pay pursuant to Chapter 1223 of
Reference (gh), but who fIFe fiSt) et 69 ) efIFs sf age, SF fIFe age 69 have not yet reached their
eligible retirement age, and have not applied for retired pay.

6.6.4.4.3. Reserve members retired for physical disability pursuant to sections
1201, 1202, 1204, or 1205 of Reference (gh). Members who have completed the requisite years
of Military Service creditable for non-regular retired pay pursuant to Chapter 1223 of Reference
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(gh) or are 30-percent or more disabled and otherwise qualified pursuant to section 1201 of
(Reference (gh)).

6.6.4.4.4. Reserve officers and enlisted members who have retired after
completion of 20 or more years of active Military Service. This does not include Regular
enlisted members of the Navy or the Marine Corps, with 20 to 30 years of active Military
Service, who are transferred to the Fleet Reserve (Navy) or the Fleet Marine Corps Reserve.

6.6.4.4.5. Reserve personnel drawing retired pay based on retirement for reasons
other than age, service requirements, or physical disability. This category is restricted to those
who are retired under special conditions, as authorized by the Assistant Secretary of Defense for
Reserve Affairs under legislation.

6.7. Voluntary Training. Members ofthe RCs, not subject to mandatory training, shall
be encouraged to participate in voluntary training to maintain their mobilization readiness. The
opportunity to participate voluntarily without pay in training shall be limited by the manpower
and resources authorized by the Secretary concerned.

6.8. Funds. Funds for personnel in uniform Reserve, training, and retirement categories
shall be pursuant to DoD 7000. 14-R (Reference (s-t)). The Secretary concerned should include in
the military personnel and operations and maintenance budgets for the AC funds to provide AD
tours for Reserves on AD, including temporary duty, in support of AC and RC programs.

6.9. Management and Accountability. Controls ensuring the prudent andjudicious use of
RC members, as well as proper accountability, are the responsibility ofthe Military Departments.

6.9.1. Neither law nor DoD policy requires any RC member to leave voluntary active
duty under section 12301(d) (Operational Support Duty) ofReference (h) after 1,095 days.
However, consideration is to be given to documenting long-term tours as full-time requirement
billets (AC, AGR, or Civilian).

6.9.2. For accountability purposes:

6.9.2.1. RC members performing Operational Support Duty shall count against
the Operational Support ceilings, regardless ofthe duration ofthe duty/thresholds.

6.9.2.2. RC members who cross either Operational Support Duty threshold
(either the 1,095 days out ofthe previous 1,460 days or at the beginning ofa tour when the
orders specifY a period ofactive duty greater than 3 years) must be counted against Active Duty
end strength (either AC or AGR - consistent with tour funding), and they also count against the
Operational Support ceilings.

6.9.2.3. RC members performing Operational Support Duty shall not count
against AD-controlled grades (E8, E9, 04, 05, 06) at any time.
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6.9.2.4. RC members performing Cpuatlonal Support D.4y shall continue to be
managed as Guard and Resen;e members while performing Cperatlonal Support [;My. They
remain RC members who are performing actIve duty under sectIOn 12301(d) ofReference (h) or
fiJI-time National Guard duty under semon 502(f)(2) ofReference (;).

6.9.2.5. RC Officers and Warrant Officers performing ()peratlonal Support [;My
shall not be placed on an Active LMy List (ADL), regardless ofthe duration ofthe active duty
for operatIOnal support. They shall remain on the Resen;e ActIve Status List (RASL) and
compete for promotion with other RC officers/warrant officers.

6.9.2.6. RC enlisted members shall continue to execute their RC
enlIStment/reenlistment contracts.

6.9.3. Strength accounting against AD strengths Is a Military SerYlce personnel
managementji.uJctlon and should be transparent to both members and users.

6.9.4. AD (AC or AGR) strengths that exceed authorizations are walvable pursuant
to the following:

6.9.4.1. Section 115 ofReference (h), active strength may be waived up to 3
percent for the AC and up to 2 percent for the AGR

6.9.4.2. SectIOn 123a ofReference (h), when applIcable.

6.9.5. Guldelmes regarding the payment ofper diem to RC members performing
OperatlOna! Support Duty shall be based on adherence to sectwn U7150 ofthe JFTR (Reference
(,)).

7. RELEASABILITY

UNLIMITED. lbis Instruction is approved for public release. and Is available on C81'iiS HloIlY
hi 8htlllHIll tbto8Ngit the Internet from the DoD Issuances Web Site at
http://www.dtic.mil/whs/directives.

8. EFFECTIVE DATE

lbis Instruction is effective immediately, '\.

~.Pl",LVC. LJ~
David S. C. Chu
Under S\Xrclary of Defense for
Personnel and Readiness
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Enclosures - 7
E1. References, continued
E2. Definitions
E3. Duty Statuses
E4. Table 1, "Reserve Component Utilization Authorities"
E5. Uniform Reserve, Training, and Retirement Categories
E6. Table 2, "Authorized Reserve, Training and Retirement Categories"
E7. Members Participating In Approved Programs Outside the Department of Defense
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E1. ENCLOSURE 1

REFERENCES, continued

(de) DoD Instruction 1215.19, "Unifonn Reserve, Training and Retirement Category
Administration," December 12, 2000 (hereby canceled)

(e1) DoD Directive 1205.17, "Official National Guard and Reserve Component Personnel
Data," April 30, 2004

(fg) DoD Instruction 7730.54, "Reserve Components Common Personnel Data System
(RCCPDS)," AHgHst 1>, 2QQ1 March 31,2008

(gh) Title 10, United States Code, "Anned Forces"
(hi) Section 712 of title 14, United States Code, "Coast Guard"
(i-J) Title 32, United States Code, "National Guard"
(jk) Sections 206, 433, and 435 of title 37, United States Code, "Pay and Allowances of the

Unifonned Services"
(*1) DoD Instruction 1215.7, "Service Credit for Reserve Retirement," September 12, 2002
(lm) DoD 7000.l4-R, "Department of Defense Financial Management Regulation," Volume 7A,

"Military Pay Policy and Procedures for Active Duty and Reserve Pay," February 2002
(am) DoD Dirssti'o's Instruction 1235.11, "Management ofIndividual Mobilization Augmentees

(IMAs)," May 6;---l-9% 24, 2007
(ao) DoD Directive 1215.13, "Reserve Component Member Participation Policy," December 14,

1995
(ep) Sections 451 to 500 and the Appendix of title 50, United States Code, "Military Selective

Service Act"
(~q) DoD Dirssti'o's Instruction 1235.09, "Management ofthe Standby Reserve," FSBFHary lQ,

+99&-April 2, 2007
('ir) DoD Directive 1200.7, "Screening the Ready Reserve," November 18, 1999
(rs) DoD Directive 1352.1, "Management and Mobilization of Regular and Reserve Retired

Military Members," July 16, 2005
(M) DoD 7000.l4-R, "Department of Defense Financial Management Regulation," Volume 2A,

"Presentation and Fonnulation," June 2000
(u) Section U7I50 ofthe "Joint Federal Travel Regulations"
(tv) Joint Publication 1-02, "Department of Defense Dictionary of Military and Associated

Tenns," 12 April 2001
(trw) Section 3101 of title 5, United States Code, "Government Organization and Employees"
(+'x) DoD Directive 1000.17, "Detail of DoD Personnel to Duty Outside the Department of

Defense," February 24, 1997
(wy) DoD Directive 3025.1, "Military Support to Civil Authorities," January 15, 1993

Change 2, 12/24/2008 22 ENCLOSURE
1

APPENDIX 10: RESERVE COMPONENTS
 

1086 ENCLOSURE 7
 



   

 

  

DoD1 1215.06, February 7, 2007

E2. ENCLOSURE 2

DEFINITIONS

E2.1. Active Component CAC). That portion of the anned forces as identified in annual
authorization acts as "active forces," and in section 115 of Reference (gh) as those active-duty
personnel paid from funds appropriated for active-duty personnel.

E2.2. Active Status. For the purpose of this instruction, active status is defined as all National
Guard and Reserve component members, except those members who are on an inactive status
list, assigned to the Inactive National Guard, or in the Retired Reserve. Reserve members in an
active status may train with or without pay, earn retirement points, and may earn credit and be
considered for promotion, and promoted.

E2.3. Annual Screening. For the purpose of this instruction, annual screening is defined as one
day ADT or MD each year for certain IRR members that enables the Services to maintain the
current status of each IRR member's physical condition, dependency status, military
qualifications, civilian occupation skills, availability for service, and other infonnation pursuant
to section 10149 of Reference (gh).

E2.4. Full-Time National Guard Dutv CFTNGD). Training or other duty, other than inactive
duty, perfonned by a member of the ARNGUS or the ANGUS in a member's status as a member
of the National Guard of a state or territory, the Commonwealth or Puerto Rico, or the District of
Columbia pursuant to sections. 316, 502, 503, 504, or 505 of Reference (i-J) for which the
member is entitled to pay from the United States, or for which the member has waived pay from
the United States. FTNGD is active service pursuant to section 101(d)(3) of Reference (gh).

E2.5. Individual Mobilization Augmentee erMA) Detachments. (See Reference (fV))

E2.6. Inactive Status. (See Reference (tv))

E2.7. Key Employee. (See Reference (tv))

E2.8. Key Position. For the purpose ofthis instruction, a key position is defined as a civilian
position, public or private (designated by the employer pursuant to Reference (q)) that cannot be
vacated during war or national emergency without seriously impairing the capability of the
parent organization to function effectively.

E2.9. Non-Deployable Account. (See Reference ('v))

E2.10. Non-Prior Service CNPS) Personnel. For the purpose of this instruction, non-prior
service personnel is defined as individuals who have no prior military service, who have not
completed IADT or its equivalent, and enlist directly into a U.S. Anned Force.
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E2.ll. Operational Support (OS) Duty. A category of voluntary duty used to provide RC
support to operations and mission requirements. It includes active duty, other than Active Guard
and Reserve duty, pursuant to section l230l(d) of Reference (gh); full-time National Guard duty,
other than Active Guard and Reserve duty, pursuant to section 502(f) of Reference (+7); and
active duty for training performed at the request of an organizational or operational commander,
or as a result of reimbursable funding. It does not include AD performed as an AGR, FTNGD
performed as an AGR, or FTNGD performed in support of counter-drug operations.

E2.l2. Oualifying Years of Creditable Service for Non-Regular Retired Pay. The time National
Guard or Reserve members must serve to be eligible for non-regular retired pay at age 60 years.
Individuals must have at least 20 years of service, or as otherwise provided for in law, in which
they received at least 50 retirement points,

E2.13. Reserve Components (RCs). (See Reference (w))

E2.l4. Trained Strength in Units. For the purpose ofthis instruction trained strength in units is
defined as all personnel (Reserve or National Guard members, AGR and AC members) assigned
to aNational Guard or Reserve unit who, in the case of enlisted members, have completed IADT
and are eligible for deployment overseas on land when mobilized under proper authority.
Personnel in non-deployable accounts or a training pipeline are not part of a unit's trained
strength.

E2.l5. Training and Retired Categories (TRC). (See Reference (w))

E2.l6. Training Period. For the purpose ofthis instruction training period is defined as an
authorized and scheduled regular IDT period. A training period must be at least four hours. The
term was previously used interchangeably with other common terms such as "drills," "drill
period," "assemblies," "periods of instruction," etc.

E2.l7. Training Unit. (See Reference (w))

E2.l8. Unit. (See Reference (w))

E2.l9. Voluntary Training. For the purpose of this instruction voluntary training is defined as
training in a payor non-pay status, especially applicable to RC members of the IRR, Standby
Reserve active status list, and retirees. Participation in voluntary training may be achieved by
training with Selected Reserve or voluntary training units; performing ADT; completing
authorized military correspondence courses; attending designated courses of instruction;
performing equivalent duty; participating in special military and professional events designated
by the Military Department; or participating in authorized civil defense activities.

E2.20. Voluntary Training Unit. (See Reference (w))
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E3. ENCLOSURE 3

DUTY STATUSES

E3.1. DUTY STATUSES

E3.1.1. AD. Full-time duty in the active military service of the United States. It includes
full-time training duty, annual training duty, and attendance, while in active military service, at a
school designated as a Service school by law and the Secretary of the Military Department
concerned. It does not include FTNGD. For the RC, AD is comprised of the categories of ADT
andADOT.

E3.1.1.1. ADT. A category of AD that shall be used to provide structured individual
and/or unit training, including on-the-job-training, or educational courses to RC members.
Included in the ADT category are AT, IADT, OTD.

E3 .1.1.1.1. AT. It is the minimum period of ADT that Reserve members must
perform each year to satisfy the training requirements associated with their RCs assignment.

E3.1.1.1.2. IADT. A category of ADT which includes basic military training and
technical skill training, is required for all enlisted accessions.

E3.1.1.1.3. OTD. Authorized ADT, other than IADT or AT, that provides all other
structured training, to include on the job training, for individuals or units to enhance proficiency.
OTD is authorized to provide for full-time attendance at organized and planned specialized skill
training, refresher and proficiency training, and professional development education programs.
It shall be used to support RC members in obtaining the necessary skills and disciplines to
achieve required readiness standards.

E3.1.1.2. ADOT. A category of AD used to provide RC support to either AC or RC
missions. It includes the categories of ADOS (formerly known as ADSW), AGR duty, and
involuntary AD pursuant to sections 12301, 12302, and 12304 of Reference (gh) and section 712
of Reference (hi).

E3.1.1.2.1. ADOS. AD for Operational Support (ADOS) is an authorized voluntary
tour of AD, other than AGR duty, performed pursuant to section 12301(d) of Reference (gh) and
ADT performed at the request of an organizational or operational commander, or as a result of
reimbursable funding. ADOS is funded through applicable military or Reserve personnel
appropriations (ADOS-AC funded or ADOS-RC funded) to support AC or RC programs,
respectively. The purpose of ADOS is to provide the necessary skilled manpower assets to
support existing or emerging requirements.

E3.1.1.2.2. AGR Duty. AD performed by a member of an RC ofthe Army, the
Navy, the Air Force, or the Marine Corps, the Coast Guard, or FTNGD performed by a member
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of the National Guard under an order to AD or FTNGD for a period of 180 consecutive days or
more for organizing, administering, recruiting, instructing, or training the Reserve components,
or to perform other duties as prescribed in sections 12310 and 10211 of Reference (gh).
Personnel performing such duty are included in the FTS numbers for each RC under the
collective title of AGR.

E3.1.1.2.3 Involuntarv Active Duty. AD used in support of military operations when
it is determined by the President or the Congress that RC forces are required to augment the AC.
It is provided for within the provisions of sections 12301 and 12302 of Reference (gh) for full
and partial mobilization, respectively, section 12304 of Reference (gh) for Presidential Reserve
Call-Up authority, and section 712 of Reference (hi) under which the Secretary of Homeland
Security may call up the Coast Guard Reserve for domestic emergencies. For other purposes,
Secretaries concerned may order members involuntarily to AD pursuant to provisions of sections
802(d), 12301(b), 10148, or 12303 of Reference (gh).

E3.1.2. FTNGD. Training or other duty, other than ID, performed by a member of the
ARNGUS or the ANGUS in a member's status as a member of the National Guard of a state or
territory, the Commonwealth or Puerto Rico, or the District of Columbia pursuant to sections
316, 502, 503, 504, or 505 of Reference (~) for which the member is entitled to pay from the
United States, or for which the member has waived pay from the United States. FTNGD is
active service pursuant to section 101(d)(3) of Reference (gh).

E3.1.2.1. FTNGD for Operational SUDDort (FTNGD(OS)). FTNGD(OS) is an authorized
voluntary tour of FTNGD, other than AGR duty, performed pursuant to section 502(f)(2) of
Reference (~) and FTNGD for training performed at the request of an organizational or operational
commander, or as a result of reimbursable funding. The purpose ofFTNGD(OS) is to provide the
necessary skilled manpower assets to support existing or emerging requirements pursuant to
section 502(f)(2) of Reference (~). Authorization ofFTNGD(OS) shall be managed pursuant to
Directives established by the Secretaries of the Army and Air Force.

E3.1.3. ID

E3.1.3.1. IDT. Authorized training performed by members of an RC not on AD or
FTNGD, and performed in connection with the prescribed activities of the RC, of which they are
a member. It consists of regularly scheduled unit training periods, ATPs, and equivalent training
as defined in this Instruction.

E3.1.3.1.1. Regularly Scheduled IDT. The regularly scheduled 48 annual periods of
IDT authorized for National Guard members and RC members pursuant to section 10147 of
Reference (gh) or section 502(a) of Reference (~).

E3.1.3.1.2. Equivalent Training (ET). A sub-category of IDT. It is IDT performed
instead of regularly scheduled IDT.
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E3.1.3.1.3. Additional IDT Periods. There are three categories of additional IDT
periods:

E3.1.3.1.3.1. Additional training periods (ATPs). ATPs for units, components of
units, and individuals are for accomplishing additional required training, as defined by post
mobilization mission requirements.

E3. 1.3. 1.3.2. Additional flying and flight training periods (AFTPs). ATFPs are
authorized for primary aircrew members for conducting aircrew training and combat crew
qualification training to attain and maintain aircrew flying proficiency and sustain required
readiness.

E3.1.3.1.3.3. Readiness management periods (RMPs). RMPs are used to support
the following functions in preparing units for training: the ongoing day-to-day operation of the
unit, accomplishing unit administration, training preparation, support activities, and maintenance
functions.

E3.1.3.2. MD. A special category ofID used to meet the continuous screening
requirement established by section 10149 of Reference (gh). A member of the Ready Reserve
may be ordered without his consent to MD one time a year by an authority designated by the
Secretary concerned pursuant to section 12319 of Reference (gh).

E3.1.3.3. FHD. A special category ofID used to prepare for, and provide honors at the
funeral of military members and veterans. Members of the Ready Reserve may perform FHD in
a voluntary status pursuant to the provisions of section 12503 of Reference (gh) or section. 115
of Reference (iT),
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E4. ENCLOSURE 4

TABLE E4.Tl. RESERVE COMPONENT UTILIZATION AUTHORITIES

Utilization Legal
Categories Authority Purpose of Duty Applies To Type of Duty

Training
10 usc 10'i47 Annual Training (AT)/Drill Requirement Reserve Only ADIIDT mvoluntruy

10 USC 12301(b) Annual Training Reserve & National Guard AD mvoluntruy
10 USC 12301(d) Additional/Other Training Duty Reserve & National Guard AD Vohmatary
32 USC 502(a) Annual Training (AT)JDrill Requirement National Guard Only FINGD/IDT mvoluntary

32 USC 502(£)(1) Additional Training Duty National Guard Only FINGD mvoluntary
32 USC 502(£)(2) Additional/Other Training Duty National Guard Only FINGD Vohmtary

Su~~
10 USC li3'Oi('d) AGR Duty/Operational Support/Additional Duty Reserve & National Guard AD Voluntary

32 USC 502(£)(2) AGR Duty/Operational Support/Additional Duty National Guard Only FINGD Voluntary
32 USC 502(£)(1) Other Duty National Guard Only FINGD mvohmtruy

Mobilization
10 USC 12301(a) Full Mobilization Reserve & National Guard AD mvoluntruy
10 USC 12302 Partial Mobilization Reserve & National Guard AD mvoluntruy

10 USC 12304 PRe Reserve & National Guard AD mvohmtruy
14 USC 712 Emenzencies USCGROnly AD Invohmtruv

Other
10 USC 12503 Funeral Honors Reserve & National Guard ID Voluntary
32 USC 115 Funeral Honors National Guard Only ID Voluntruy

10 USC 12319 Muster Duty Reserve & National Guard ID mvoluntruy

10 USC 12301(h) Medical Care Reserve & National Guard AD Voluntruy
10 USC 12322 Medical Evaluation and Treatment Reserve & National Guard AD Voluntruy

10 USC 802(d) Disciplinary Reserve & National Guard AD mvoluntruy
10 USC 10148 Unsat Participation (up to 45 days) Reserve & National Guard AD mvoluntruy
10 USC 12301(g) Captive Status Reserve & National Guard AD mvoluntruy

10 USC 12303 Unsal Participation (up to 24 months) Reserve & National Guard AD mvoluntruy
10 USC 12402 Duty at National Guard Bureau National Guard Only AD Voluntruy

10USC 331 msurrection National Guard Only FS mvoluntruy
10 USC 332 msurrection National Guard Only FS mvoluntruy
10 USC 12406 msurrection National Guard Only FS mvoluntruy

AD -Active Duty

ID - Inactive Duty

IDT - Inactive Duty Training

FTNGD Full Time National Guard Duty

FS -Federal Service
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E5. ENCLOSURE 5

UNIFORM RESERVE, TRAINING, AND RETIREMENT CATEGORIES

E5.1. RESERVE COMPONENT CATEGORIES CRCCs)

Categories identifying an individual's status in a RC. There are three RCCs: The Ready
Reserve, the Standby Reserve, and the Retired Reserve. Each member of the National Guard and
Reserve is assigned within one of those categories. (All National Guard members, including
those in the lNG, are in the Ready Reserve.)

E5.1.1. Ready Reserve Categories. The Ready Reserve is comprised of military members of
the Reserve and National Guard, organized in units or as individuals, or both, and liable for
involuntary order to AD in time of war or national emergency pursuant to sections 12301 and
12302 of Reference (gh) and section 712 of Reference (hi) in the case of members of the Coast
Guard Reserve. The Ready Reserve consists of three sub-categories: the Selected Reserve, the
IRR, and the ING.

E5.1.1.1. Selected Reserve. The Selected Reserve consists of those units and individuals
in the Ready Reserve designated by their respective Service, and approved by the Chairman of
the Joint Chiefs of Staff, as so essential to initial wartime missions that they have priority over all
other Reserves. All Selected Reservists are in an active status. They are trained as prescribed in
section 10 I47(a)(l) of Reference (gh) or section 502(a) of Reference (ij), as appropriate. In
addition to the involuntary call up authorities set out in the previous paragraph, members of the
Selected Reserve may also be involuntarily called to AD to augment the active forces for any
operational mission pursuant to section 12304 of Reference (gh). The Selected Reserve includes
the following:

E5.1.1.1.1. Selected Reserve Units. Units manned and equipped to serve and/or train
either as operational or as augmentation units. Operational units train and serve as units.
Augmentation units train together, but when mobilized, lose their unit identity and become part
of an AC unit or activity. Selected Reserve units include:

E5.1.1.1.1.1. Drilling Unit Reservists. Trained unit members participating in unit
training activities on a part-time basis shall have the RCC and TRC designator of "SA."

E5.1.1.1.1.2. Unit Full-Time Support CFTS) Personnel

E5.1.1.1.1.2.1. AGR. National Guard or Reserve members of the Selected
Reserve serving on AGR duty assigned or attached to Selected Reserve units (to include full
time National Guard duty), as defined in section 10 I of Reference (gh), for the purposes of
organizing, administering, recruiting, instructing, or training the RCs, who may also perform
other duties as prescribed in section 12310 of Reference (gh). All such AGR members must be
assigned against, or attached to, an authorized mobilization position in the unit they support.
They shall have the RCC and TRC designator of "SG."
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E5.1.1.1.1.2.2. Military Technician (Dual Status) (MT). A civilian employee
of the Military Department concerned who is required, as a condition of civilian employment, to
maintain military membership in a Reserve component and who is assigned to a position as a
technician in the administration and training of such Reserve component, or in the maintenance
and repair of supplies or equipment issued to such Reserve component. The military and civilian
position skills of MTs must be compatible. MTs are not accounted for separately in RCC/TRC
categories. Accordingly, these MTs are accounted for in Reserve end strengths as Drilling Unit
Reservists (E5.1.1.1.1. of this Enclosure), and, as such, are accountable under the TRC
designator of "SA." NOTE: There are certain technicians providing unit FTS who are not
required to maintain military membership (i.e., non-dual status technicians) and others who are
not required to hold compatible military and civilian positions.

E5. 1. 1. 1. 1.2.3. Non-Dual Status Technician (NDST). NDSTs are not
accounted for in RCC/TRC categories. A civilian employee employed as a technician before
November 18,1997, pursuant to any of the authorities specified in section 10217(b) of Reference
(gh) and is not a member of the Selected Reserve or after that date has ceased to be a member of
the Selected Reserve or is employed pursuant to section 709 of Reference (ij) in a position
designated pursuant to subsection (c) of that section and when hired was not required to maintain
membership in the Selected Reserve. NDST shall encumber only those technician positions
identified by the Secretary concerned as NDST positions.

E5. 1. 1. 1. 1.2.4. AC. AC personnel are not accounted for in RCC/TRC
categories. Members of the active forces of the Military Services, paid from AC military
personnel appropriations, assigned or attached to National Guard or Reserve units to provide
advice, liaison, management, administration, training, and/or maintenance support in the
category ofFTS pursuant to section 12501 of Reference (gh). These members are not part of the
Selected Reserve, but may deploy with their assigned unit, should it mobilize. AC members
performing FTS are counted as part of trained strength in units, but not in the Selected Reserve
strengths.

E5.1.1.1.1.2.5. Civil Service Employees (CIV). CIVs are not accounted for
in RCC/TRC categories. Such personnel are hired pursuant to section 3101 of 5 U.S.C.
(Reference (*w)) to provide administrative support to RC units. They are in the category ofFTS
to the RCs, but are not part of the Selected Reserve. This category is exclusive of dual-status
MTs and NDSTs.

E5.1.1.1.2. Full-Time Members (Special Category). Trained Selected Reserve
members who are performing AD or FTNGD for more than 180 days in a fiscal year, but who
are exempted from counting against the AD strengths pursuant to section 10 I(d)(6)(B)(ii) and
(iii) of (Reference (gh)). Specifically, this includes U.S. Property and Fiscal Officers and
members performing duty for the purpose of interdiction and counterdrug activities. These
personnel shall have the RCC and TRC of "SV."

E5.1.1.1.3. Individual Mobilization Augmentees (lMAs). Individual members of the
Selected Reserve assigned to an RC billet in an AC or non-DoD organization. They are trained
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individuals pre-assigned to an AC or a Selected Service System (SSS) billet that must be filled to
support mobilization (pre- and/or post-mobilization) requirements, contingency operations,
operations other than war, or other specialized or technical requirements. IMAs participate in
training activities on a part-time basis with an AC unit or SSS preparing for active service, as
required. The amount of training required may vary from 0 to 48 IDT periods per year. All
IMAs must perform a minimum of 12 days of AT each year. They have the RCC and TRC
designator of "TB."

E5.1.1.1.4. Training Pipeline. An RCC designation "U" that identifies Selected
Reserve enlisted members who have not yet completed IADT as provided in section 671 of
Reference (gh) and officers who are in training for professional categories or in undergraduate
flying training. Pursuant to section 671 of Reference (gh), all Ready Reservists shall receive
training commensurate with their intended wartime assignments, and must complete the basic
training requirements of the member's Service before assignment on land outside the United
States, its territories or possessions. The training pipeline is synonymous with the term "non
deployable account." Personnel in the training pipeline may be mobilized, but may not always
be available for deployment with their units. If otherwise eligible for mobilization and
deployment, they shall be considered as mobilization assets. Training pipeline personnel are
accounted for separately in the following training categories:

E5.1.1.1.4.1. Members Currently on IADT. Includes the second part of split
IADT for enlisted members, which has the RCC and TRC designator of "UF."

E5.1.1.1.4.2. Enlisted Members Awaiting Second Part of Split IADT. Those
members shall have the RCC and TRC designator of "UQ."

E5. 1. 1. 1.4.3. Members Awaiting IADT Authorized to Perform IDT. Those
members in the Selected Reserve serving with pay. Service performed by members while in that
status is creditable toward computation of basic pay. Members in this category shall have the
RCC TRC designator of "UP." This category also includes National Guard members awaiting
IADT and not authorized to perform IDT. See paragraph 6.6.4.1.4. for specific criteria regarding
this category.

E5. 1. 1. 1.4.4. Other Selected Reserve Untrained Personnel in Training Programs.
Includes chaplain candidates, health profession students, and early commissioning program
participants with the RCC and TRC designator of "ux."

E5.1.1.1.4.5. AGR Enlisted Members Currently on, or Awaiting, IADT. Includes
NPS AGR personnel and has the RCC and TRC designator of "US."

E5.1.1.1.4.6. Individuals in a Simultaneous Membership Program. Senior
Reserve Officers' Training Corps (ROTC) Cadets, Selected Reserve enlisted members in officer
candidate programs, and Marine Corps Platoon Leader Class students who are also permitted to
be members of a Selected Reserve unit. These members have the RCC and TRC designator of
"UT."
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E5.1.1.1.5. AGR not in Selected Reserve Units. National Guard or Reserve members
of the Selected Reserve, serving on AGR duty (to include full-time National Guard duty) as
defined in Chapter 1 of Reference (gh), and Coast Guard Reserve AGRs, but who are not
assigned or attached to Selected Reserve units. They occupy positions in organizations, other
than Selected Reserve units, for the purposes of organizing, administering, recruiting, instructing,
or training the RCs, and may also perform other duties as prescribed in section 12310 of
Reference (gh). They shall have the same RCC and TRC designator as AGRs in units - "SG."

E5.1.1.1.6. Civil Service Employees (CIV) not in Selected Reserve Units. CIVs are
not accounted for in RCC/TRC categories. Such personnel hired under section 310 1 of
Reference (H-w) to provide administrative support to the RCs. They are in the category of FTS to
the RCs, but are not part of the Selected Reserve.

E5.1.1.2. IRR The IRR consists of Reservists in the following categories:

E5.1.1.2.1. IRR is a manpower pool comprised principally of individuals who have
had training, have previously served in the AC or in the Selected Reserve, and have some period
of their military service obligation (MSO) or other contractual obligation remaining. Some
individuals volunteer to remain in the IRR beyond their MSO or contractual obligation and
participate in programs providing a variety of professional assignments and opportunities for
earning retirement points and military benefits. Members may voluntarily participate in training
for retirement points and promotion, with or without pay. IRR members are not required to meet
the same AT and IDT training requirements as Selected Reserve members. Exceptions to this
training requirement restriction shall be approved by the USD(P&R). Required training
(involuntary) may not exceed 30 days a year pursuant to section 10147 of Reference (gh). IRR
members may be required to perform MD as described in paragraph 6.6.4.2.1. of the main body
of this Instruction. Trained members of the IRR have the RCC and TRC designator of "RE,"
with the exception of those members in the category described in paragraph E5.1.1.2.2.

E5.1.1.2.2. Within the IRR there is a category of members, as designated by the
Secretary concerned, who have volunteered to be called to AD pursuant to the provisions of
section 12304 of Reference (gh) when needed. This category of the IRR is provided for in
section 10144(b) of Reference (gh). Members in this mobilization category shall be eligible for
benefits (other than pay and training) as normally available to members of the Selected Reserve,
as determined by the Secretary of Defense. IRR members in this category have the RCC and
TRC designator of "RM."

E5. 1. 1.2.3. The IRR also includes some personnel participating in officer training
programs or in the Armed Forces Health Professional Scholarship Program (AFHPSP). The
RCC and TRC designator "PJ" is used for officers not in the Selected Reserve but participating
in officer training programs. Included within this category are cadets of the Merchant Marine
Academy. The RCC and TRC designator "PK" is used for officers not in the Selected Reserve,
but participating in the AFHPSP. Members in that stipend program are required to perform 45
days of AD for training a year pursuant to section 2121 (c) of Reference (gh).
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E5. 1. 1.2.4. The IRR also includes enlisted members awaiting IADT (except for
members of the National Guard), who are not authorized to perform IDT. These members are
assigned to units and are serving without pay. Service performed by members in that status is
not creditable toward computation of basic pay and shall have the RCC and TRC designator of
"RU." NPS enlistees between the ages of 18 1/2 and 26 years enlisting pursuant to section 12103
of Reference (gh) shall commence IADT, insofar as practicable, within 270 days after the date of
that enlistment. All other enlisted members shall perform IADT, insofar as practicable, within
360 days of their enlistment.

E5.1.1.2.5. The IRR also includes members of the Delayed Entry Program enlisted
pursuant to section 513 of Reference (gh). Currently, there is no requirement to account for
those untrained members of the IRR in the RCCPDS. However, these IRR members may be
coded with the RCC and TRC designator of "RH."

E5.1.1.3. ING. The ING consists of National Guard personnel in an inactive status in the
Ready Reserve, not in the Selected Reserve, attached to a specific National Guard unit. To
remain ING members, members must muster once a year with their assigned unit, but they do not
participate in training activities. On mobilization, ING members may mobilize with their units.
Similar to IRR members, some ING members have legal and contractual obligations. ING
members may not train for points or pay and are not eligible for promotion. Currently, the ING
category is used only by the ARNG and has the RCC and TRC designator of "II."

E5.1.2. Standby Reserve Categories. The Standby Reserve consists ofthose units or
members, or both, of the Reserve components, other than those in the Ready Reserve or Retired
Reserve, who are liable for active duty only as provided for in sections 12301 and 12306 of
Reference (gh). The Standby Reserve consists of personnel who are maintaining their military
affiliation without being in the Ready Reserve, but have been designated key civilian employees,
or have a temporary hardship or disability. Those individuals are not required to perform
training and are not part of units. The Standby Reserve is a pool of trained individuals who may
be mobilized as needed to fill manpower needs in specific skills. The Standby Reserve consists
of the active status list and the inactive status list categories.

E5.1.2.1. Active Status List. The following members of the Standby Reserve are in an
active status:

E5.1.2.1.1. Members designated as key employees pursuant to Reference (<j:r) and
transferred from the Ready Reserve to the Standby Reserve Active Status List for the period they
remain designated as a key employee. Key employees may participate voluntarily without pay in
RC training for retirement points only and may be considered for promotion. This voluntary
training shall not be performed in an imminent danger area. While there is no statutory
prohibition against paying active status Standby Reservists for IDT or AD, members of the
Standby Reserve who have been screened out of the Ready Reserve as key employees shall not
be paid for training. They have the RCC and TRC designator of "YC."
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E5.1.2.1.2. Personnel not having fulfilled their statutory MSO, who are temporarily
assigned for a hardship reason but intend to return to the Ready Reserve, or who are retained by
a RC in an active status pursuant to section 12646 of Reference (gh). These members may
participate voluntarily with or without pay and may receive credit for, and be considered for,
promotion. They have the RCC and TRC designator of "YD."

E5.1.2.2. Inactive Status List. Members in the Standby Reserve who are not required to
remain in an active program, but who retain Reserve affiliation in a non-participating status and
whose skill may be of future use to the Armed Force concerned. These members cannot
participate in prescribed training. While in an inactive status, Reserve members are not eligible
for payor promotion and do not accrue credit for years of service pursuant to provisions of
Chapter 1223 of Reference (gh).

E5.1.2.2.1. Members transferred to the Standby Reserve Inactive Status List pursuant
to section 1209 of Reference (gh) instead of separating. They have the RCC TRC designator of
"YL."

E5.1.2.2.2. All other members transferred to the Standby Reserve Inactive Status List
pursuant to Reference (M). They have the RCC TRC designator of "YN."

E5.1.3. Retired Reserve Categories

E5.1.3.1. All Reserve personnel transferred to the Retired Reserve. Retired Reservists
voluntarily may train, with or without pay. The Retired Reserve consists of the following retired
categories:

E5.1.3.1.1. Reserve members who have completed the requisite qualifying years
creditable for non-regular retired pay pursuant to Chapter 1223 of Reference (gh), and who have
reached the designated retirement age and are receiving retired pay. Those members shall be
assigned the RCC and TRC designator of"V1."

E5.1.3.1.2. Reserve members who have completed the requisite qualifying years
creditable for non-regular retired pay but are either not yet eligible to receive retired pay, or are
eligible to receive retired pay but have not applied for such pay. Those members shall be
assigned the RCC and TRC designator of "V2."

E5.1.3.1.3. Reserve members retired for physical disability pursuant to sections
1201,1202,1204, or 1205 of Reference (gh). Members have completed 20 years of service
creditable for regular retired pay, or are 30-percent or more disabled and otherwise qualified
pursuant to section 1201 of Reference (gh). These members shall be assigned the RCC and TRC
designator of"V3."

E5.1.3.1.4. Reserve members who have completed the requisite years of active
service and are receiving regular retired or retainer pay. These personnel shall be assigned the
RCC and TRC designator of "V4." Excluded from this category are Regular (not RC) enlisted
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personnel of the Navy and the Marine Corps with 20 or more, but less than 30, years of active
military service who are transferred to the Fleet (Navy) Reserve or the Fleet Marine Corps
Reserve upon retirement. They remain in the Fleet Reserve or Fleet Marine Corps Reserve until
they have completed a combined total of 30 years of active and retired or retainer service.

E5.1.3.1.5. Reserve personnel drawing retired pay pursuant to other than age, service
requirements, or physical disability. This category is restricted for retirement under special
conditions, as authorized by the Office of the Assistant Secretary of Defense for Reserve Affairs
under legislation. These personnel shall be assigned the RCC and TRC designator of"V5."
Also included in this RCC and TRC will be Voluntary Separation Incentive recipients who
become ineligible for retention in an active or inactive status in a Reserve component because of
age, years of service, failure to select for promotion, or medical disability, and who request to be
placed in this category. These individuals shall be tracked separately by the appropriate Reserve
personnel management office.

E5.1.3.2. All members retired for having completed the requisite years of active duty
service (Regular or Reserve), regardless of the retired list where assigned, may be ordered to AD
when required by the Secretary of the Military Department concerned, pursuant to section 688 of
Reference (gh).

E5.1.3.3. Retired Reserve members may be ordered to AD in their status as Retired
Reserve members. It is not necessary to place the member in the Ready Reserve for that
purpose.

E5.1.3.4. Former members having completed 20 satisfactory years of service creditable
for non-regular retirement, but electing to be discharged from the RCs, are not a part of the
Retired Reserve and have no military status.
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E7. ENCLOSURE 7

MEMBERS PARTICIPATING IN APPROVED PROGRAMS

OUTSIDE THE DEPARTMENT OF DEFENSE

E7.1. SELECTIVE SERVICE SYSTEM (SSS)

E7.1.1. The SSS administers the Military Selective Service Act (MSSA) (Reference (fitp)).
The MSSA authorizes the Director of Selective Service, by delegation from the President, "...to
order to active duty with their consent and to assign to the Selective Service System such officers
of the selective-service section of the state headquarters and headquarters detachments and such
other officers of the federally recognized National Guard of the United States or other armed
forces personnel (including personnel of the reserve components thereof), as may be necessary
for the administration of the national and of the several state headquarters of the Selective
Service System."

E7.1.2. The Department of Defense and the Office of the Director of Selective Service shall
agree on the number ofRC members assigned as IMAs to the SSS. The SSS shall reimburse the
Department of Defense for total personnel costs for IDT and AT for those members.

E7.1.3. Additionally, agreements between the Department of Defense and the Office of the
Director of Selective Service may provide for the use of IRR members of the RCs in an IDT or
AD status; with or without pay. The SSS shall reimburse the Department of Defense for all
associated costs, including IDT and AT pay, for those members.

E7.1.4. Request for assignment to the SSS in a full-time AD status must be approved
pursuant to DoD Directive 1000.17 (Reference (¥x)). Costs for those members shall be
reimbursed to the Department of Defense. Members shall not be assigned to a RCC or TRC,
shall not be counted against RC strengths, and shall not be included in the RCCPDS files.

E7.2. NATIONAL SECURITY EMERGENCY PREPAREDNESS PROGRAMS

E7.2.1. The National Emergency Preparedness Program (all hazards) is an integral part of
U.S. national security. Support of emergency preparedness may be provided through RC
members participating with Federal, State, and local civil agencies only when clearly furthering
specifically identifiable DoD interests. Participation shall be in an IDT, ADT, or FTNGD
status. The primary basis for RC participation is to meet DoD program requirements and
therefore costs of the program are paid by the DoD Component, except when the RC members
are supporting a presidentially declared emergency or disaster. In those cases, costs are usually
on a reimbursable basis from the Federal Emergency Management Agency (FEMA). Subject to
priorities and guidance in DoD 3025.1 (Reference (wy)), military support of those activities is a
proper mission for DoD Components. Military planning and liaison may be provided by RC
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members at selected civil government and military headquarters, and includes such tasks and
responsibilities as military support to civil authorities for CONUS defense, coordinating DoD
response to domestic emergencies, and physical security of key assets.

E7.2.2. Assigning Emergency Preparedness Liaison Officers (EPLOs) in a full-time AD
(other than for training) or FTNGD status in support of Emergency Preparedness Programs
outside the Department of Defense must be approved pursuant to Reference (¥x). The following
programs are approved for such participation:

E7.2.2.1. Federal EPLOs. Reserve officers performing planning and liaison
responsibilities between DoD Components and Federal Agencies, including interface with the
civil sector, as directed by their DoD Component through the Military Service planning agent.
Federal EPLOs function primarily in support of DoD missions. All costs are paid by the DoD
Component. Each Military Department is authorized to assign one or more Federal EPLOs
(below flag or general officer rank) at FEMA national headquarters, at the DoD Director of
Military Support, and at military headquarters that serve as the DoD, Military Service, or
Regional Planning Agents for domestic emergency support. Federal EPLOs:

E7.2.2.1.1. Provide DoD and Service liaison with Federal Agencies and
organizations, and between the Military Services.

E7.2.2.1.2. Facilitate planning, coordination, and training for military support to civil
authorities and national security emergency preparedness.

E7.2.2.1.3. Advise Federal Agencies and organizations on DoD and Service
capabilities and resources.

E7.2.2.1.4. Advocate mutual support required by the Department of Defense.

E7.2.2.1.5. On order, augment DoD response to domestic emergency operations.

E7.2.2.2. Regional EPLOs. Reserve officers performing planning and liaison
responsibilities between DoD Components and Federal regional headquarters, including interface
with the civil sector, as directed by their DoD Component through the Military Service planning
agent. Regional EPLOs function primarily in support of DoD missions. All costs are paid by the
DoD Component. Each Military Department is authorized to assign one or more EPLOs (below
flag or general officer rank) at each FEMA region and at military headquarters and locations
with key functions as Department of Defense, Military Service, and Regional Planning Agents
for domestic emergency support. Regional EPLOs perform the same functions described in
paragraphs E7.2.2.1.1. through E7.2.2.1.5. only at the regional level.

E7.2.2.3. State EPLOs. Reserve officers performing planning and liaison responsibilities
between their DoD Components and State or U. S. Territory emergency service headquarters
including interface with the civil sector, as directed by their DoD Component through the
Military Service planning agent. State EPLOs function primarily in support of DoD missions.
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All costs are paid by the DoD Component. Each Military Department is authorized to assign one
or more EPLOs (below flag or general officer rank) at each State or U.S. territorial headquarters
and shall assign such officers to functions supervised by the State Area Command. State EPLOs
provide Service representation and liaison to the military and civil authorities within the State,
commonwealth, u.S. possession, and other eligible jurisdiction. State EPLOs perform the same
functions described in paragraphs E7.2.2. 1. 1. through E7.2.2.1.5. only at the State level.

E7.2.3. All EPLOs should attend the DoD Emergency Preparedness Course presented at the
FEMA Mount Weather Emergency Assistance Center as soon as possible after assignment. This
will help to ensure that DoD representatives performing these vital functions are properly trained
in this complex environment.

E7.3. VOLUNTARY PARTICIPATION IN PROGRAMS OUTSIDE THE DEPARTMENT OF
DEFENSE

Members of the IRR may participate voluntarily in programs outside the Department of Defense
in an AD or IDT status, with payor without pay. Any pay provided shall be reimbursed to the
Department of Defense by the supported Agency. Members of the Standby Reserve on the
Active Status List may voluntarily participate, without pay, in approved civil defense activities
and receive retirement points pursuant to Reference (*1).

E7.4. IRR MEMBERS PARTICIPATING IN DEFENSE SUPPORT TO CIVIL
AUTHORITIES

IRR members participating in Defense Support to Civil Authorities (DSCA) training activities
may request ADT to attend DSCA courses. If so ordered, those Reservists shall be entitled to
pay and allowances including travel allowances for such training.
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APPENDIX 10: RESERVE COMPONENTS 

Appendix 10-7: COMPARISON OF DUTY STATUS FOR NATIONAL GUARD 

PERSONNEL 

COMPARISON OF DUTY STATUSES FOR NATIONAL GUARD PERSONNEL 

State Active Duty Title 32 Title 10 

Command & control
12 

State 
Governor 

State 
Governor 

Federal 
President 

Who performs duty Federally organized 
NG 

Organized NG 
in service of US

1 
AC

8
, RC and National 
Guard of US

1 

Where duty 
performed 

IAW state law CONUS Worldwide 

Pay IAW state law Federal pay & 
allowances 

Federal pay & 
allowances 

Federal 
reimbursement 

IAW Stafford Act
2 

or 
Cooperative 
Agreement

11 

N/A personnel costs 
paid by Federal funds 

N/A personnel costs 
paid by Federal funds 

Tort immunity IAW state law FTCA
6 

FTCA
6 

PCA
3 

application No No Yes 

USERRA
4 

No, IAW state law Yes Yes 

SSCRA
5 

No, IAW state law No Yes 

Mission types IAW state law IDT, AT, state AGR & 
other Federally 

authorized 

ODT, ADT, AGR & as 
assigned, subj. to PCA 

Discipline State military code State military code UCMJ
7 

Federal retirement 
points 

No Yes Yes 

Other benefits IAW state law Federal Federal 

Medical IAW state law Federal Federal 

Disability IAW state law Federal Federal 

Involuntary order to 
duty 

IAW state law Yes
9 

Yes
10 

Voluntary order to 
duty 

IAW state law Yes Yes 

32 USC § 502(f) provides: 

―Under regulations to be prescribed by the Secretary of the Army or Secretary of the Air Force, as the case 

may be, a member of the National Guard may

(1) without his consent, but with the pay and allowances provided by law; or 

(2) with his consent, either with or without pay and allowances; 

be ordered to perform training or other duty in addition to that prescribed under subsection (a). Duty without pay 

shall be considered for all purposes as if it were duty with pay.‖ 

1
USC §§ 3062(c) and 8062(c)
 

2
Stafford Act (42 USC § 5121) for disaster-related activities
 

3
Posse Comitatus Act (18 USC § 1385)
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4
Uniformed Services Employment and Reemployment Rights Act (38 USC §§ 4301-4333)
 

5
Soldiers and Sailors Civil Relief Act (50 USC App. §§ 500-548, 560-591)
 

6
Federal Tort Claims Act (28 USC §§ 2671-2680)
 

7
Uniform Code of Military Justice (10 USC §§ 800-946)
 

8
Active component
 

9
32 USC §502(f)(1)
 

10
Under Presidential Reserve Call-up (10 USC § 12304); partial mobilization (10 USC § 12302); or full 

mobilization (10 USC § 12301(a)) 

11
Cooperative agreement if to perform an authorized National Guard function 

12
See 10 USC § 315, 325 
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APPENDIX 11. 

RULES FOR THE USE OF FORCE 

FOR FEDERAL FORCES 

Appendix 11-1: Fourth Amendment, US Constitution. 

Amendment IV 

The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and 

seizures, shall not be violated, and no warrants shall issue, but upon probable cause, supported by oath or 

affirmation, and particularly describing the place to be searched, and the persons or things to be seized. 

Source: http://www.law.cornell.edu/constitution/constitution.billofrights.html#amendmentiv 

Appendix 11-2: Fifth Amendment, US Constitution. 

Amendment V 

No person shall be held to answer for a capital, or otherwise infamous crime, unless on a presentment or indictment 

of a grand jury, except in cases arising in the land or naval forces, or in the militia, when in actual service in time of 

war or public danger; nor shall any person be subject for the same offense to be twice put in jeopardy of life or limb; 

nor shall be compelled in any criminal case to be a witness against himself, nor be deprived of life, liberty, or 

property, without due process of law; nor shall private property be taken for public use, without just compensation. 

Source: http://www.law.cornell.edu/constitution/constitution.billofrights.html#amendmentiv 

Appendix 11-3: Eighth Amendment, US Constitution. 

Amendment VIII 

Excessive bail shall not be required, nor excessive fines imposed, nor cruel and unusual punishments inflicted. 

Source: http://www.law.cornell.edu/constitution/constitution.billofrights.html#amendmentiv 

Appendix 11-4: Article II, Section 1 (Executive Powers Clause), Section 2 

(Commander in Chief Clause), and Section 3 (Execution of Laws Clause). 

Article II 

Section 1. The executive power shall be vested in a President of the United States of America. He shall hold his 

office during the term of four years, and, together with the Vice President, chosen for the same term, be elected, as 

follows: 

1111 ENCLOSURE 7
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Each state shall appoint, in such manner as the Legislature thereof may direct, a number of electors, equal to the 

whole number of Senators and Representatives to which the State may be entitled in the Congress: but no Senator or 

Representative, or person holding an office of trust or profit under the United States, shall be appointed an elector. 

The electors shall meet in their respective states, and vote by ballot for two persons, of whom one at least shall not 

be an inhabitant of the same state with themselves. And they shall make a list of all the persons voted for, and of the 

number of votes for each; which list they shall sign and certify, and transmit sealed to the seat of the government of 

the United States, directed to the President of the Senate. The President of the Senate shall, in the presence of the 

Senate and House of Representatives, open all the certificates, and the votes shall then be counted. The person 

having the greatest number of votes shall be the President, if such number be a majority of the whole number of 

electors appointed; and if there be more than one who have such majority, and have an equal number of votes, then 

the House of Representatives shall immediately choose by ballot one of them for President; and if no person have a 

majority, then from the five highest on the list the said House shall in like manner choose the President. But in 

choosing the President, the votes shall be taken by States, the representation from each state having one vote; A 

quorum for this purpose shall consist of a member or members from two thirds of the states, and a majority of all the 

states shall be necessary to a choice. In every case, after the choice of the President, the person having the greatest 

number of votes of the electors shall be the Vice President. But if there should remain two or more who have equal 

votes, the Senate shall choose from them by ballot the Vice President. 

The Congress may determine the time of choosing the electors, and the day on which they shall give their votes; 

which day shall be the same throughout the United States. 

No person except a natural born citizen, or a citizen of the United States, at the time of the adoption of this 

Constitution, shall be eligible to the office of President; neither shall any person be eligible to that office who shall 

not have attained to the age of thirty five years, and been fourteen Years a resident within the United States. 

In case of the removal of the President from office, or of his death, resignation, or inability to discharge the powers 

and duties of the said office, the same shall devolve on the Vice President, and the Congress may by law provide for 

the case of removal, death, resignation or inability, both of the President and Vice President, declaring what officer 

shall then act as President, and such officer shall act accordingly, until the disability be removed, or a President shall 

be elected. 

The President shall, at stated times, receive for his services, a compensation, which shall neither be increased nor 

diminished during the period for which he shall have been elected, and he shall not receive within that period any 

other emolument from the United States, or any of them. 

Before he enter on the execution of his office, he shall take the following oath or affirmation:--"I do solemnly swear 

(or affirm) that I will faithfully execute the office of President of the United States, and will to the best of my ability, 

preserve, protect and defend the Constitution of the United States." 

Section 2. The President shall be commander in chief of the Army and Navy of the United States, and of the militia 

of the several states, when called into the actual service of the United States; he may require the opinion, in writing, 

of the principal officer in each of the executive departments, upon any subject relating to the duties of their 

respective offices, and he shall have power to grant reprieves and pardons for offenses against the United States, 

except in cases of impeachment. 

He shall have power, by and with the advice and consent of the Senate, to make treaties, provided two thirds of the 

Senators present concur; and he shall nominate, and by and with the advice and consent of the Senate, shall appoint 

ambassadors, other public ministers and consuls, judges of the Supreme Court, and all other officers of the United 

States, whose appointments are not herein otherwise provided for, and which shall be established by law: but the 

Congress may by law vest the appointment of such inferior officers, as they think proper, in the President alone, in 

the courts of law, or in the heads of departments. 
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The President shall have power to fill up all vacancies that may happen during the recess of the Senate, by granting 

commissions which shall expire at the end of their next session. 

Section 3. He shall from time to time give to the Congress information of the state of the union, and recommend to 

their consideration such measures as he shall judge necessary and expedient; he may, on extraordinary occasions, 

convene both Houses, or either of them, and in case of disagreement between them, with respect to the time of 

adjournment, he may adjourn them to such time as he shall think proper; he shall receive ambassadors and other 

public ministers; he shall take care that the laws be faithfully executed, and shall commission all the officers of the 

United States. 

Source: http://www.law.cornell.edu/constitution/constitution.articleii.html#section1 

Appendix 11-5: 10 USC § 12301, Reserve Components Generally. 

Sec. 12301. - Reserve components generally 

(a) In time of war or of national emergency declared by Congress, or when otherwise authorized by law, an 

authority designated by the Secretary concerned may, without the consent of the persons affected, order any unit, 

and any member not assigned to a unit organized to serve as a unit, of a reserve component under the jurisdiction of 

that Secretary to active duty (other than for training) for the duration of the war or emergency and for six months 

thereafter. However a member on an inactive status list or in a retired status may not be ordered to active duty under 

this subsection unless the Secretary concerned, with the approval of the Secretary of Defense in the case of the 

Secretary of a military department, determines that there are not enough qualified Reserves in an active status or in 

the inactive National Guard in the required category who are readily available. 

(b) At any time, an authority designated by the Secretary concerned may, without the consent of the persons 

affected, order any unit, and any member not assigned to a unit organized to serve as a unit, in an active status in a 

reserve component under the jurisdiction of that Secretary to active duty for not more than 15 days a year. However, 

units and members of the Army National Guard of the United States or the Air National Guard of the United States 

may not be ordered to active duty under this subsection without the consent of the governor of the State (or, in the 

case of the District of Columbia National Guard, the commanding general of the District of Columbia National 

Guard). 

(c) So far as practicable, during any expansion of the active armed forces that requires that units and members of the 

reserve components be ordered to active duty (other than for training), members of units organized and trained to 

serve as units who are ordered to that duty without their consent shall be so ordered with their units. However, 

members of those units may be reassigned after being ordered to active duty (other than for training). 

(d) At any time, an authority designated by the Secretary concerned may order a member of a reserve component 

under his jurisdiction to active duty, or retain him on active duty, with the consent of that member. However, a 

member of the Army National Guard of the United States or the Air National Guard of the United States may not be 

ordered to active duty under this subsection without the consent of the governor or other appropriate authority of the 

State concerned. 

(e) The period of time allowed between the date when a Reserve ordered to active duty (other than for training) is 

alerted for that duty and the date when the Reserve is required to enter upon that duty shall be determined by the 

Secretary concerned based upon military requirements at that time. 

(f) The consent of a Governor described in subsections (b) and (d) may not be withheld (in whole or in part) with 

regard to active duty outside the United States, its territories, and its possessions, because of any objection to the 

location, purpose, type, or schedule of such active duty. 
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(g) (1) A member of a reserve component may be ordered to active duty without his consent if the Secretary 

concerned determines that the member is in a captive status. A member ordered to active duty under this section 

may not be retained on active duty, without his consent, for more than 30 days after his captive status is terminated. 

(2) The Secretary of Defense shall prescribe regulations to carry out this section. Such regulations shall 

apply uniformly among the armed forces under the jurisdiction of the Secretary. A determination for the 

purposes of this subsection that a member is in a captive status shall be made pursuant to such regulations. 

(3) In this section, the term ''captive status'' means the status of a member of the armed forces who is in a 

missing status (as defined in section 551(2) of title 37) which occurs as the result of a hostile action and is 

related to the member's military status. 

(h) (1) When authorized by the Secretary of Defense, the Secretary of a military department may, with the consent 

of the member, order a member of a reserve component to active duty 

(A) to receive authorized medical care; 

(B) to be medically evaluated for disability or other purposes; or 

(C) to complete a required Department of Defense health care study, which may include an 

associated medical evaluation of the member. 

(2) A member ordered to active duty under this subsection may, with the member's consent, be retained on 

active duty, if the Secretary concerned considers it appropriate, for medical treatment for a condition 

associated with the study or evaluation, if that treatment of the member is otherwise authorized by law. 

(3) A member of the Army National Guard of the United States or the Air National Guard of the United 

States may be ordered to active duty under this subsection only with the consent of the Governor or other 

appropriate authority of the State concerned. 

Source: http://www4.law.cornell.edu/uscode/10/12301.html 

Notes on Sec. 12301. 

SOURCE 

Aug. 10, 1956, ch. 1041, 70A Stat. 27, Sec. 672 

Pub. L. 85-861, Sec. 1(13), 33(a)(5), Sept. 2, 1958, 72 Stat. 1440, 1564 

Pub. L. 96-357, Sec. 6, Sept. 24, 1980, 94 Stat. 1182 

Pub. L. 96-584, Sec. 1, Dec. 23, 1980, 94 Stat. 3377 

Pub. L. 99-500, Sec. 101(c) (title IX, Sec. 9122), Oct. 18, 1986, 100 Stat. 1783-82, 1783-127, and Pub. L. 99-591, 

Sec. 101(c) (title IX, Sec. 9122), Oct. 30, 1986, 100 Stat. 3341-82, 3341-127 

Pub. L. 99-661, div. A, title V, Sec. 522, 524(a), Nov. 14, 1986, 100 Stat. 3871 

Pub. L. 100-456, div. A, title XII, Sec. 1234(a)(1), (2), Sept. 29, 1988, 102 Stat. 2059 

renumbered Sec. 12301 and amended Pub. L. 103-337, div. A, title XVI, Sec. 1662(e)(2), 1675(c)(1), Oct. 5, 1994, 

108 Stat. 2992, 3017 

Pub. L. 106-65, div. A, title V, Sec. 512, Oct. 5, 1999, 113 Stat. 592. 

Historical and Revision Notes 1956 Act 

Revised section Source (U.S. Code) Source (Statutes at Large) 

672(a) 672(b) 50:961(a). 50:961(c). 50:961(g). July 9, 1952, ch. 608, Sec. 233 (less (b) and (f)), 234 

672(c) 672(d) 50:961(d). 50:962 (1st sentence). (1st sentence), 66 Stat. 489, 490. 
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672(e) 50:961(e). 

In subsection (a), the word ''hereafter'' is omitted as surplusage. The words ''there are not enough * * * 

who are'' are substituted for the words ''adequate numbers of * * * are not''. The words ''without the consent 

of the persons affected'' and ''under the jurisdiction of that Secretary'' are inserted for clarity. The words ''and 

the members thereof'' are omitted as surplusage. 

In subsection (b), the words ''without the consent of the persons affected'' are substituted for the words 

''without his consent'', since units as well as individuals are covered by the revised subsection. The words 

''and the members thereof'', ''and required to perform'', ''or required to serve on'', and ''in the service of the 

United States'' are omitted as surplusage. 

In subsections (b) and (d), the words ''active duty for training'' are omitted as covered by the words 

''active duty''. 

In subsection (c), the words ''to active duty'' are substituted for the words ''into the active military 

service of the United States'', in 50:961(g) (1st and last sentences). The words ''to serve'' are substituted for 

the words ''for the purpose of serving''. The words ''without their consent'' are substituted for the word 

''involuntarily''. The words ''to that duty'' are substituted for the words ''into active duty''. The last sentence of 

the revised subsection is substituted for 50:961(g) (last sentence). 

In subsection (d), the words ''the consent of that member'' are substituted for the words ''his consent''. 

The words ''under his jurisdiction'' are inserted for clarity. 50:962 (last 15 words of 1st sentence) is omitted 

as covered by 50:961(d). 

In subsection (e), the words ''to active duty (other than for training)'' are substituted for the words ''into 

the active military service of the United States''. The words ''period of'' are omitted as surplusage. The word 

''requirements'' is substituted for the word ''condition'' for clarity. 

1958 Act 

Revised section Source (U.S. Code) Source (Statutes at Large) 

672(a) 50:961(a). Aug. 9, 1955, ch. 665, Sec. 2(e), 69 Stat. 599. 

The word ''hereafter'' is omitted as surplusage. The words ''there are not enough . . . who are'' are 

substituted for the words ''adequate numbers of . . . are not''. The words ''without the consent of the persons 

affected'' and ''under the jurisdiction of that Secretary'' are inserted for clarity. 

The changes are necessary to reflect section 101(b) of the Armed Forces Reserve Act of 1952 (50 

U.S.C. 901(b)), which defines the term ''active duty'' to exclude active duty for training. This definition 

applied to the source law for these sections (sections 672 and 673), section 233(a), (b)(1), and (c) of the 

Armed Forces Reserve Act of 1952 (50 U.S.C. 961(a), (b)(1), (c)) 

CODIFICATION 

Pub. L. 99-591 is a corrected version of Pub. L. 99-500. 

AMENDMENTS 

1999 - Subsec. (h). Pub. L. 106-65 added subsec. (h). 1994 - Pub. L. 103-337, Sec. 1662(e)(2), renumbered section 

672 of this title as this section. 
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Subsec. (b). Pub. L. 103-337, Sec. 1675(c)(1)(A), substituted ''(or, in the case of the District of 

Columbia National Guard, the commanding general of the District of Columbia National Guard)'' for ''or 

Territory or Puerto Rico or the commanding general of the District of Columbia National Guard, as the case 

may be''. 

Subsec. (d). Pub. L. 103-337, Sec. 1675(c)(1)(B), struck out ''or Territory, Puerto Rico, or the District 

of Columbia, whichever is'' after ''authority of the State''. 1988 - Subsec. (b). Pub. L. 100-456, Sec. 

1234(a)(2), substituted ''or Puerto Rico'' for '', Puerto Rico, or the Canal Zone,''. 

Subsec. (d). Pub. L. 100-456, Sec. 1234(a)(1), struck out ''the Canal Zone,'' after ''Puerto Rico,''. 1986 -

Subsec. (f). Pub. L. 99-500 and Pub. L. 99-591, Sec. 101(c) (Sec. 9122), Pub. L. 99-661, Sec. 522, amended 

section identically adding subsec. (f). Subsec. (g). Pub. L. 99-661, Sec. 524(a), added subsec. (g). 1980 -

Subsec. (a). Pub. L. 96-357 struck out cl. (1) designation for second sentence and cl. (2) prohibition against 

ordering a member of the Standby Reserve to active duty unless the Director of Selective Service determined 

that the member was available for active duty. 

Subsec. (e). Pub. L. 96-584 substituted provisions respecting determination of the allowable time in 

terms of military requirements for provisions authorizing a reasonable time. 1958 - Subsec. (a). Pub. L. 85

861, Sec. 1(13), 33(a)(5), inserted ''(other than for training)'' after ''active duty'', substituted ''inactive 

National Guard'' for ''inactive Army National Guard or in the inactive Air National Guard'', and inserted 

provisions prohibiting a member of the Standby Reserve from being ordered to active duty under this 

subsection unless the Director of Selective Service determines that the member is available for active duty. 

Subsec. (c). Pub. L. 85-861, Sec. 33(a)(5), inserted ''(other than for training)'' after ''active duty'' 

EFFECTIVE DATE OF 1994 AMENDMENT 

Amendment by Pub. L. 103-337 effective Dec. 1, 1994, except as otherwise provided, see section 1691 

of Pub. L. 103-337, set out as an Effective Date note under section 10001 of this title 

EFFECTIVE DATE OF 1986 AMENDMENT 

Section 524(b) of Pub. L. 99-661 provided that: ''Section 672(g) (now 12301(g)) of title 10, United States Code, as 

added by subsection (a), does not authorize a member of a reserve component to be ordered to active duty for a 

period before the date of the enactment of this Act (Nov. 14, 1986).'' 

EFFECTIVE DATE OF 1958 AMENDMENT 

Amendment by section 33(a)(5) of Pub. L. 85-861 effective Aug. 10, 1956, see section 33(g) of Pub. 

L. 85-861, set out as a note under section 101 of this title 

RULE OF CONSTRUCTION FOR DUPLICATE AUTHORIZATION AND APPROPRIATION 

PROVISIONS OF PUBLIC LAWS 99-500, 99-591, AND 99-661 

For rule of construction for certain duplicate provisions of Public Laws 99-500, 99-591, and 99-661, 

see Pub. L. 100-26, Sec. 6, Apr. 21, 1987, 101 Stat. 274, set out as a note under section 2302 of this title 

SECTION REFERRED TO IN OTHER SECTIONS 

This section is referred to in sections 101, 523, 582, 641, 672, 10142, 10151, 10215, 12305, 12306, 

12307, 12310, 12408, 12686, 16131, 16133 of this title; title 5 section 6323; title 38 sections 3011, 3013, 

3103, 3105, 3231, 3511, 3512, 4211, 4312; title 50 App. section 592 
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Source: http://www4.law.cornell.edu/uscode/10/12301.notes.html 

Appendix 11-6: 18 USC § 242, Deprivation of Rights Under Color of Law 

Sec. 242. - Deprivation of rights under color of law 

Whoever, under color of any law, statute, ordinance, regulation, or custom, willfully subjects any person in 

any State, Territory, Commonwealth, Possession, or District to the deprivation of any rights, privileges, or 

immunities secured or protected by the Constitution or laws of the United States, or to different punishments, pains, 

or penalties, on account of such person being an alien, or by reason of his color, or race, than are prescribed for the 

punishment of citizens, shall be fined under this title or imprisoned not more than one year, or both; and if bodily 

injury results from the acts committed in violation of this section or if such acts include the use, attempted use, or 

threatened use of a dangerous weapon, explosives, or fire, shall be fined under this title or imprisoned not more than 

ten years, or both; and if death results from the acts committed in violation of this section or if such acts include 

kidnapping or an attempt to kidnap, aggravated sexual abuse, or an attempt to commit aggravated sexual abuse, or 

an attempt to kill, shall be fined under this title, or imprisoned for any term of years or for life, or both, or may be 

sentenced to death 
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APPENDIX 12.
 
RULES FOR THE USE OF FORCE FOR THE NATIONAL GUARD
 

Appendix 12-1: 32 USC § 502- Required Drills and Field Exercises 


Sec. 502. - Required drills and field exercises 

(a) Under regulations to be prescribed by the Secretary of the Army or the Secretary of the Air Force, as the case 

may be, each company, battery, squadron, and detachment of the National Guard, unless excused by the Secretary 

concerned, shall 

(1) assemble for drill and instruction, including indoor target practice, at least 48 times each year; and 

(2) participate in training at encampments, maneuvers, outdoor target practice, or other exercises, at least 15 

days each year. 

However, no member of such unit who has served on active duty for one year or longer shall be 

required to participate in such training if the first day of such training period falls during the last one hundred 

and twenty days of his required membership in the National Guard. 

(b) An assembly for drill and instruction may consist of a single ordered formation of a company, battery, squadron, 

or detachment, or, when authorized by the Secretary concerned, a series of ordered formations of parts of those 

organizations. However, to have a series of formations credited as an assembly for drill and instruction, all parts of 

the unit must be included in the series within 90 consecutive days. 

(c) The total attendance at the series of formations constituting an assembly shall be counted as the attendance at that 

assembly for the required period. No member may be counted more than once or receive credit for more than one 

required period of attendance, regardless of the number of formations that he attends during the series constituting 

the assembly for the required period. 

(d) No organization may receive credit for an assembly for drill or indoor target practice unless 

(1) the number of members present equals or exceeds the minimum number prescribed by the President; 

(2) the period of military duty or instruction for which a member is credited is at least one and one-half 

hours; and 

(3) the training is of the type prescribed by the Secretary concerned. 

(e) An appropriately rated member of the National Guard who performs an aerial flight under competent orders may 

receive credit for attending drill for the purposes of this section, if the flight prevented him from attending a 

regularly scheduled drill. 

(f) Under regulations to be prescribed by the Secretary of the Army or Secretary of the Air Force, as the case may 

be, a member of the National Guard may 

(1) without his consent, but with the pay and allowances provided by law; or 

(2) with his consent, either with or without pay and allowances; 
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be ordered to perform training or other duty in addition to that prescribed under subsection (a). Duty 

without pay shall be considered for all purposes as if it were duty with pay 

Appendix 12-2: Emergency Management Assistance Compact (EMAC) 

See next page. 
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PUBLIC LAW I04-321-0CT. 19, 1996

Public Law 104-321
l04th Congress

Joint Resolution
Granting the consent of Congress to the Eml'rgenc)' Manageml'nt Assistance

Compact.

no STAT. 3877

Oct. 19, 1996

IH.J. Res. 193J

Resolved by the Senate and House of Representatives of the
United States ofAmerica in Congress assembled,

SECTION 1. CONGRESSIONAL CONSENT, State listing.

The Congress consents to the Emergency Management
Assistance Compact entered into by Delaware, Florida, Georgia,
Louisiana, Maryland, Mississippi, Missouri, Oklahoma, South
Carolina, South Dakota, Tennessee, Virginia, and West Virginia.
The compact reads substantially as follows:

"Emergency Management Assistance Compact

"ARTICLE I.

"PURPOSE AND AUTHORITIES.

"This compact is made and entered into by and between the
participating member states which enact this compact, hereinafter
called party states. For the purposes of this compact, the term
'states' is taken to mean the several states, the Commonwealth
of Puer.to Rico, the District of Columbia, and all U.S. territorial
possessIOns.

"The purpose of this compact is to provide for mutual assistance
between the states entering into this compact in managing any
emergency disaster that is duly declared by the Governor of the
affected state, whether arising from natural disaster, technological
hazard, man-made disaster, civil emergency aspects of resources
shortages, community disorders, insurgency, or enemy attack.

"This compact shall also provide for mutual cooperation in
emergency-related exercises, testing, 01' other training activities
using equipment and personnel simulating performance of any
aspect of the giving and receiving of aid by party states or subdivi
sions of party states during emergencies, such actions occurring
outside actual declared emergency periods. Mutual assistance in
this compact may include the use of the states' National Guard
forces, either in accordance with the National Guard Mutual
Assistance Compact or by mutual agreement between states.
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110 STAT. 3878 PUBLIC LAW 104-321-0CT. 19, 1996

"ARTICLE II.

"GENERAL IMPLEMENTATION.

"Each party state entering into this compact recognizes that
many emergencies transcend political jurisdictional boundaries and
that intergovernmental coordination is essential in managing these
and other emergencies under this compact. Each state further recog
nizes that there will be emergencies which require immediate access
and present procedures to apply outside resources to make a prompt
and effective response to such an emergency. This is because few,
if any, individual states have all the resoUl'ces they may need
in all types of emergencies or the capability of delivering resoUl'ces
to areas where emergencies exist.

"The prompt, full, and effective utilization of resources of the
participating states, including any resources on hand or available
from the federal government 01' any other SOUl'ce, that are essential
to the safety, care, and welfare of the people in the event of
any emergency 01' disaster declared by a party state, shall be
the underlying principle on which an articles of this compact shall
be understood.

"On behalf of the Governor of each state I'articipating in the
compact, the legally designated state officia who is assigned
responsibility for emergency management will be responsible for
formulation of the appropriate interstate mutual aid plans and
procedures necessary to implement this compact.

"ARTICLE III.

"PARTY STATE RESPONSIBILITIES.

"A. It shall be the responsibility of each party state to formulate
procedural plans and programs for interstate cooperation in the
performance of the responsibilities listed in this article. In formulat
mg such plans, and in carrying them out, the party states, insofar
as practical, shall:

"1. Review individual state hazards analyses and, to the
extent reasonably possible, determine all those potential emer
gencies the party states might jointly suffer, whether due to
natural disaster, technological hazard, man-made disaster,
emergency aspects of resources shortages, civil disorders, insur
gency, 01' enemy attack;

"2. Review party states' individual emergency plans and
develop a plan which will determine the mechanism for the
interstate management and provision of assistance concel'lling
any p;<;Jtential emergency;

'3. Develop interstate procedUl'es to fill any identified gaps
and to resolve any identified inconsistencies 01' overlaps in
existing 01' developed plans;

"4. Assist in warning communities adjacent to or crossing
the state boundaries;

"5. Protect and assure uninterrupted delivery of services,
medicines, water, food, energy and fuel, search and rescue,
and critical lifeline equipment, services, and resources, both
human and material;

"6. Inventory and set procedures for the interstate loan
and delivery of human and material resources, together with
procedUl'es for reimbUl'sement or forgiveness; and
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"7. Provide, to the extent authorized by law, fol' temporary
suspension of any statutes or ordinances that restrict the
implementation of the above responsibilities.
"B. The authorized representative of a party state may request

assistance to another party state by contacting the authorized rep
resentative of that state. The provisions of this compact shall only
apply to requests for assistance made by and to authorized rep
resentatives. Requests may be verbal or in writing. If verbal, the
request shall be confirmed in writing within thirty days of the
verbal request. Requests shall provide the following information:

"1. A description of the emergency service function fol'
which assistance is needed, including, but not limited to, fire
services, law enforcement, emergency medical, transportation,
communications, public works and engineering, building,
inspection, plunning and information assistance, mass care,
resource support, health and medical services, and search and
rescue'"2: The amount and type of personnel, equipment, materials
and supplies needed, and a reasonable estimate of the length
of time they will be needed; and

"3. The specific place and time for staging of the assisting
party's response and a point of contact at that location.
"C. There shall be frequent consultation between state officials

who have assigned emergency management responsibilities and
other appropriate representatives of the party states with affected
jurisdictions and the United States Government, with free exchange
of information, plans, and resource records relating to emergency
capabilities.

"ARTICLE IV.

"LIMITATIONS.

"Any party state requested to render mutual aid or conduct
exercises and training for mutual aid shall take such action as
is necessary to provide and make available the resources covered
by this compact in accordance with the terms hereof; provided
that it is understood that the state rendering aid may withhold
resources to the extent necessary to provide reasonable protection
for such state.

"Each party state shall afford to the emergency forces of any
party state, while operating within its state limits under the terms
and conditions of this compact, the same powers, except that of
arrest unless specifically authorized by the receiving state, duties,
rights, and privileges as are afforded forces of the state in which
they are performing emergency services. Emergency forces will
continue under the command and control of their regular leaders,
but the organizational units will come under the operational control
of the emergency services authorities of the state receiving assist
ance. These conditions may be activated, as needed, only subsequent
to a declaration of a state emergency 01' disaster by the governor
of the party state that is to receive assistance or upon commence
ment of exercises 01' training for mutual aid and shall continue
so long as the exercises 01' training for mutual aid are in progress,
the state of emergency or disaster remains in effect, or loaned
resources remain in the receiving state, whichever is longer.
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"ARTICLE V.

"LICENSES AND PERMITS.

"Whenever any person holds a license, certificate, or other
permit issued by any state party to the compact evidencing the
meeting of qualifications for professional, mechanical, or other
skills, and when such assistance is requested by the receiving
party state, such person shall be deemed licensed, certified, or
permitted by the state requesting assistance to render aid involving
such skill to meet a declared emergency or disaster, subject to
such limitations and conditions as the Governor of the requesting
state may prescribe by executive order or otherwise.

"ARTICLE VI.

"LIABILITY.

"Officers or employees of a party state rendering aid in another
state pursuant to this compact shall be considered agents of the
requesting state for tort liability and immunity purposes. No party
state or its officers or employees rendering aid in another state
pursuant to this compact shall be liable on account of any act
or omission in good faith on the part of such forces while so
engaged or on account of the maintenance or use of any equipment
01' supplies in connection therewith. Good faith in this article shall
not include willful misconduct, gross negligence, or recklessness.

"ARTICLE VII.

"SUPPLEMENTARY AGREEMENTS.

"Inasmuch as it is probable that the pattern and detail of
the machinery for mutual aid among two 01' more states may
differ from that among the states that are party hereto, this compact
contains elements of a broad base common to all states, and nothing
herein shall preclude any state entering into supplementary agree
ments with another state or affect any other agreements already
in force between states. Supplementary agreements may com
prehend, but shall not be limited to, provisions for evacuation
and reception of injUl'ed and other persons and the exchange of
medical, fire, police, public utility, reconnaissance, welfare,
transportation and communications personnel, and equipment and
supplies.

"ARTICLE VIII.

"COMPENSATION.

"Each party state shall provide for the payment of compensation
and death benefits to injUl'ed members of the emergency forces
of that state and representatives of deceased members of such
forces in case such members sustain injUl'ies or are killed while
rendering aid pursuant to this compact, in the same manner and
on the same terms as if the injury 01' death were sustained within
their own state.
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"ARTICLE IX.

"REIMBURSEMENT.

no STAT. 3881

"Any party state rendering aid in another state pursuant to
this compact shall be reimbursed by the party state receiving such
aid for any loss or damage to or expense incUI'red in the operation
of any equipment and the provision of any service in answering
a request for aid and for the costs incurred in connection with
such requests; provided, that any aiding party state may assume
in whole or in part such loss, damage, expense, or other cost,
01' may loan such equipment or donate such services to the receiving
party state without charge 01' cost; .and provided further, that any
two 01' more party states may enter mto supplementary agreements
establishing a different allocation of costs among those states.
Article VIII expenses shall not be reimbursable under this article.

"ARTICLE X.

"EVACUATION.

"Plans for the orderly evacuation and interstate reception of
portions of the civilian population as the result of any emergency
01' disaster of sufficient proportions to so warrant, shall be worked
out and maintained between the party states and the emergency
managemenUservices directors of the various jurisdictions where
any type of incident requiring evacuations might OCClll'. Such plans
shall be put into effect by request of the state from which evacuees
come and shall include the manner of transporting such evacuees,
the number of evacuees to be received in different areas, the manner
in which food, clothing, housing, and medical care will be provided,
the registration of the evacuees, the providing of facilities for the
notification of relatives 01' friends, and the forwarding of such
evacuees to other areas 01' the bringing in of additional materials,
supplies, and all other relevant factors. Such plans shall provide
that the party state receiving evacuees and the party state from
which the evacuees come shall mutually agree as to reimbursement
of out-of-pocket expenses incurred in receiving and caring for such
evacuees, for expenditures for transportation, food, clothing,
medicines, and medical care, and like items. Such expenditlll'es
shall be reimbursed as agreed by the party state from which the
evacuees come. After the termination of the emergency or disaster,
the party state from which the evacuees come shall assume the
responsibility for the ultimate support of repatriation of such
evacuees.

"ARTICLE XI.

"IMPLEMENTATION.

"A. This compact shall become effective immediately upon its Effective date.
enactment into law by any two states. Thereafter, thiS compact
shall become effective as to any other state upon enactment by
such state.

"B. Any party state may withdraw from this compact by enact
ing a statute repealing the same, but no such withdrawal shall
take effect until thirty days after the Governor of the withdrawing
state has given notice in writing of such withdrawal to the
Governors of all other party states. Such action shall not relieve
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the withdrawing state from obligations assumed hereunder prior
to the effective date of withdrawal.

"C. Duly authenticated copies of this compact and of such
supplementary agreements as may be entered into shall, at the
time of their approval, be deposited with each of the party states
and with the Federal Emergency Management Agency and other
appropriate agencies of the United States Government.

"ARTICLE XII.

''vALIDITY.

"This compact shall be construed to effectuate the purposes
stated in Article I. If any provision of this compact is declared
unconstitutional, or the applicability thereof to any person 01'
circumstances is held invalid, the constitutionality of the remainder
of this compact and the applicability thereof to other persons and
circumstances shall not be affected.

"ARTICLE XIII.

"ADDITIONAL PRO'lSIONS.

"Nothing in this compact shall authorize 01' permit the use
of military force by the National Guard of a state at any place
outside that state in any emergency for which the President is
authorized by law to call into federal service the militia, or for
any purpose for which the use of the Army 01' the Air Force
would in the absence of express statutory authorization be prohib
ited under § 1385 of Title 18 of the United States Code.".
SEC. 2. RIGHT TO ALTER, Al\lEND, OR REPEAL.

The right to alter, amend, or repeal this joint resolution IS
hereby expressly reserved. The consent granted by this joint resolu
tion shall-

(1) not be construed as impairing or in any manner affect
ing any right 01' jUl'isdiction of the United States in and over
the subject of the compact;

(2) not be construed as consent to the National Guard
Mutual Assistance Compact;

(3) be construed as understanding that the first paragraph
of Article II of the compact provides that emergencies will
require procedUl'es to provide immediate access to existing
resources to make a prompt and effective response;

(4) not be construed as providing authority in Article III
A. 7. that does not otherwise exist for the suspension of statutes
or ordinances;

(5) be construed as understanding that Article III C. does
not impose any affirmative obligation to exchange information,
plans, and resoUl'ce records on the United States or any party
which has not entered into the compact; and

(6) be construed as understanding that Article XIII does
not affect the authority of the President over the National
Guard provided by article I of the Constitution and title 10
ofthe United States Code.

SEC. 3. CONSfRUCTION AND SEVEUABILITY.

It is intended that the provisions of this compact shall be
reasonably and liberally construed to effectuate the purposes
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PUBLIC LAW 104-321-0CT. 19, 1996 110 STAT. 3883

thereof. If any part or application of this compact, or legislation
enabling the compact, is held invalid, the remainder of the compact
or its application to other situations or persons shall not be affected.
SEC. 4. INCONSISfENCY OF LANGUAGE.

The validity of this compact shall not be affected by any
insubstantial difference in its form or language as adopted by
the States.

Approved October 19, 1996.
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Appendix 12-3: RUF and State criminal law 

CIVILIAN LAW ENFORCEMENT
 
RULES FOR USE OF FORCE
 

During domestic operations, federal military missions may include support to federal, 
state, or local civilian law enforcement agencies. When deployed in support of such missions, 
Judge Advocates must be aware of the supported civilian law enforcement agencies’ RUF, and 
the greater or lesser use of force permissible for local, state and federal law enforcement 
agencies under federal, state, and local statutes, agency regulations, policies, and judicial 
decisions. The following discussion provides an abbreviated view of typically permissible 
actions available to civilian law enforcement agencies operating within their jurisdictions. A 
Judge Advocate’s role in domestic operations may be to coordinate and deconflict, when 
necessary, law enforcement RUF that permit civilian agencies greater use of force than would 
be permitted for Title10 military personnel under the same or similar circumstances. 

In addition to this Handbook, federal civilian law enforcement resources include the 
Department of Homeland Security’s Federal Law Enforcement Training Center: Legal Divisions 
Reference Book, and the Department of Homeland Security Office of the General Counsel: 
Legal Authorities Handbook. 

DEPARTMENT OF HOMELAND SECURITY 

As a result of the 911 terrorist attacks, several autonomous and semi-autonomous 
federal agencies were consolidated into the newly created Department of Homeland Security. 
CONUS Judge Advocates deployed in support of civilian law enforcement agencies should 
become familiar with the Department of Homeland Security (DHLS) law enforcement agencies 
they may be supporting: 

Transportation Security Administration (TSA): Protects U.S. transportation systems and 
facility; ensures free and secure movement of people and commerce. 

U.S. Citizenship and Immigration Services (USCIS): Grants immigration and citizenship 
status; ensures the integrity of the immigration system. 
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U.S. Coast Guard (USCG): The principal federal agency for maritime safety and 
security. In wartime, USCG can be consolidated with the U.S. Navy for military missions. 

U.S. Customs and Border Protection (CBP): The agency responsible for protecting U.S. 
borders and operating points of entry into the U.S. 

U.S. Immigration and Customs Enforcement (ICE): Enforces customs laws and 
regulations to prevent import and export of prohibited or controlled goods and products. 
Monitors US border crossings to prevent entry of illegal immigrants, criminals, and terrorists. 

U.S. Secret Service (USSS): Protects the President, the Vice President, dignitaries and 
designated individuals; investigates crimes involving U.S. currency and federal securities; 
investigates interstate financial and electronic crimes. 

In addition, the deployed Judge Advocate supporting law enforcement agencies’ 
missions should also be aware of other agencies within the “Federal law enforcement 
community”, as compiled in 42 U.S. Code Chapter 111, Section 10501, including: 

Federal Bureau of Investigation (FBI)
 
Drug Enforcement Administration (DEA)
 
Department of Justice, Criminal Division
 
Internal Revenue Service (IRS)
 
United States Marshal’s Service 
National Park Service
 
United States Postal Service
 
The Secret Service (USSS)
 
Department of Justice (DOJ)
 

National Security Division 
Bureau of Alcohol, Tobacco, Firearms, and Explosives 

DEVELOPMENT OF RESTRICTIONS ON USE OF FORCE BY CIVILIAN LAW 

ENFORCEMENT OFFICERS.
 

Prior to the U.S. Supreme Court’s decision in Tennessee vs. Garner, most states’ law 
and decisional authorities permitted the use of deadly force to stop the commission of a crime, 
stop a fleeing suspect and/or overcome resistance to arrest, without regard to the seriousness 
of the underlying offense or the reason for the subject’s apprehension. In Garner, police 
responded to a night-time residential burglary, chasing the fleeing suspect until he was stopped 
by a six foot high chain-link fence. Although the officer called out “Police, halt”, the suspect 
began to climb the fence to elude apprehension. The officer then shot and killed the unarmed 
teenage suspect. In the landmark decision, the Supreme Court held that: 

The use of deadly force to prevent the escape of all felony 
suspects, whatever the circumstances, is constitutionally 


unreasonable. It is not better that all felony suspects die
 
than that they escape. Where the suspect poses no 

immediate threat to the officer and no threat to others, 

the harm resulting from failing to apprehend him does not 
justify the use of deadly force to do so….A police officer may 

not seize an unarmed, non-dangerous suspect by shooting 
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him dead. [Emphasis added] 471 US 1, 11. 

Therefore, the use of deadly force to apprehend all felony suspects, without regard to 
the circumstances of the suspected offense or the particular attempted arrest or apprehension, 
is constitutionally unreasonable. However, the prohibition on use of deadly force does not apply 
when the arresting officer has a good-faith, reasonable belief that the suspect poses a serious 
threat to the safety of the arresting officer, or to others. If feasible, the apprehending officer 
should give a fleeing suspect a warning of his/her intent to use deadly force (e.g. “Stop or I’ll 
shoot”). 

If, however, a motorist attempts to elude or escape from a pursuing officer, the officer 
may take whatever actions reasonably necessary to terminate the pursuit. An officer’s attempt 
to terminate a dangerous, high-speed car chase that threatens the lives of innocent bystanders 
does not violate the Fourth Amendment, even if it places the fleeing motorist at risk of serious 
injury or death. Scott vs. Harris, 127 S.Ct. 1769 (2007). See also County of Sacramento vs. 
Lewis, 523 U.S. 833, 118 S.Ct. 1708 (1998). 

Ultimately, a reviewing court will apply both objective and subjective tests of 
reasonableness. However, “…the test of reasonableness under the Fourth Amendment is not 
capable of precise definition or mechanical application.” See Graham vs. Connor, 490 U.S. 386 
(1989). In assessing reasonableness, Judge Advocates operating in an inter-agency 
environment should pay careful attention to the factors enunciated by the Graham v. Connor 
decision and other recent authorities, including : 

Severity of the crime;
 
Immediate threat to the safety of officers or civilians;
 
Whether the suspect is physically resisting apprehension;
 
Whether the suspect is fleeing;
 
The number of suspects involved in the incident at issue;
 
The number of officers involved in the incident;
 
The respective age, size, and condition of the suspect(s)  and officer(s);
 
Duration of the incident at issue;
 
Whether the force applied resulted in injury (retrospective factor only);
 
Known violent history of the subject;
 
Whether alcohol or drugs were involved ;
 
The subject’s mental or psychiatric history, if known by the officer at the time of the 
incident;
 
Danger to innocent bystanders;
 
Availability of non-lethal means of subduing the subject; e.g. Chemical MACE, pepper
 
spray, batons, tazers or stun-guns, handcuffs and other physical restraints.
 

Note that the mental state of the officer, alone, does not necessarily establish an officer’s 
reasonable fear for his/her safety or the safety of others. Although the law enforcement officer’s 
use of force may seem necessary at the time, there must be objective factors justifying the use. 
Seldom will a law enforcement officer’s statement, alone, justify the use of physical force, 
especially deadly force: 

“A simple statement by an officer that he fears 
for his safety or the safety of others is not enough; 
there must be objective factors to justify such a concern.” 
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Deorle vs. Rutherford, 272 F. 3d 1272 (9th Cir. 2001), cert. denied, 536 U.S. 958 (2002) 

There is no legal duty for a civilian law enforcement officer to retreat before using deadly 
force; indeed, a requirement to retreat “may be inconsistent with police officers’ duty to the
	
public to pursue investigations of criminal activity.”
	
Reed vs. Hoy, 891 F2d 1421 (9th Circuit 1989); amended 909 F2d 324 (9th Circuit
 
1990); cert. denied 502 U.S. 1250 (1991).
 

The following excerpts are, with occasional variations and nuances, typical of states’ 
law and policy on the use of deadly force: 

“A peace officer or any person he has summoned 
or directed to assist him, need not retreat or desist
 
from efforts to make a lawful arrest because of
 
resistance to the arrest.” 

18 Pennsylvania Consolidated Statutes,
 
section508 (2008)
 

“It shall be the policy of the Department of Public 
Safety that deadly force shall be utilized only when 
other means of successfully resolving an incident 
cannot be safely undertaken.” 

Vermont State Police Manual, Sec. IV, Ch. 1, Art. IV 

“It shall be the policy of the Department of Safety to 
authorize the use of deadly force…to effect 
an arrest only if all other means of apprehension 
have been exhausted or are unavailable, and where 
feasible, the member has given notice of his/her 
identity as such and given a warning that deadly 
force may be used unless resistance or flight ceases…” 
Tennessee Department of Safety, General Order 500, 
31 May 2007. 

“Officers are authorized to use deadly force when 
Necessary to defend themselves or the public from 
an imminent or immediate threat of death or serious 
physical injury….Officers shall give warning of the 
intent to use deadly force, if feasible. [Emphasis added] 
Nevada Department of Public Safety, Policy number 
6.2.002, 25 March 2005 

HIGH SPEED VEHICLE PURSUIT 

In vehicle pursuit situations, a law enforcement officer’s decision whether to pursue a 
fleeing motorist at high speed, potentially endangering other innocent motorists, must balance 
the danger to others against the necessity to apprehend the traffic offender. County of 
Sacramento vs. Lewis, 523 U.S. 833; 118 S.Ct. 1708 (1998). 

In some states, a high speed vehicle pursuit requires special reporting by the law 
enforcement officer(s) involved, and investigation by higher authorities: 
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Commonwealth of Virginia Department of State Police 
General Order (Vehicle) number 57: 
“Firearms shall not be discharged at a moving vehicle 
unless a person in the vehicle is immediately 
threatening the officer or another person with deadly 
force other than the vehicle…Sworn employees will 
immediately inform their Supervisor under the following 

circumstances…The sworn employee applies force 
through the use of a tire deflation device…” 

WARNING SHOTS 

The military Standing Rules for Use of Force (SRUF) emphatically prohibit 
warning shots. CJCSI 3121.01B. Likewise, most civilian local, county, and state law 
enforcement agencies that the federal military force may be supporting prohibit their personnel 
from firing warning shots. 

See, typically, Vermont State Patrol Rules and Regulations, Section V, Chapter 1 Force, 
Article I, Use of Deadly Force: “Warning shots are not permitted under this policy.” 

However, the Department of Homeland Security Policy on the Use of Deadly Force, 
June 25, 2004, permits warning shots under limited circumstances by USSS agents exercising 
the agency’s executive protective responsibilities. Immigration and Customs Enforcement, 
Customs and Border Protection, and USCG law enforcement officers may fire warning shots as 
a signal to an aircraft; and by ICE, CBP, and USCG as a signal for a vessel to stop. 

Appendix 12-4: State Rules for the Use of Force Check 

I. Format and Approval 

A. Annex to OPLAN/OPORD 

B. MOA/MOU 

C. Soldier pocket card 

D. Arming orders 

E. Other 

F. Approval of amendment by TAG/TF Cdr required/subordinate headquarters may Impose more 

restrictive RUF 

II. Definitions 

A. Asset inherently/not inherently dangerous to others 

B. Asset vital/not vital to national security 

C. Dangerous instrument 

D. Deadly force, non-deadly force 

1. Use of firearm always deadly force 

2. Other 

E. Deadly weapon, non-deadly weapon 

F. Detention 

G. Hostile act, hostile intent, hostile force 

H. Necessary/reasonable force 

I. Peace officer 

J. Physical/bodily injury 
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K. Reasonable belief 

L. Self defense 

M. Serious physical/bodily injury 

N. Terrorism 

III. Use of Force 

A. Mission and relationship of RUF to mission 

B. General duty to avoid use of force; preference for use of non-deadly force if at all 

C. General requirement for training and provision for legal protection (see Training Below) 

D. Rules for use of force applicable to both non-deadly and deadly force 

1. Apply/don't apply scheme of NGR 500-1, para 4-6 for SAD (must be determined IAW the law and 

civil and military policies of that state). 

2. Employ minimum force necessary/readily available, using escalating/tailored response: 

a. request civilian peace officer to handle situation 

b. verbal persuasion/order/warning 

c. display/use of non-lethal weapon 

d. display of lethal weapon 

e. verbal warning for use of lethal weapon 

f. warning shots allow/not allowed 

g. use of weapon to injure/stop 

h. use of weapon to kill 

3. Use force options in FM 19-15 and NG Civil Disturbance Handbook as a guide 

4. Self Defense using deadly/non-deadly weapon(s) always available (see Self Defense below) 

5. Allow surrender, treat humanly, respect private property 

E. Situations requiring/allowing use of force 

1. Self defense (see Self Defense below) 

2. Mission accomplishment 

a. Apprehension/detention 

b. Search, seizure 

c. Civil disturbance 

d. Crowd control 

e. Enforcement of orders of civil authorities 

f. Detaining 

g. Apprehending 

h. Prevent escape of detained or apprehended person 

i. Pursuit of suspect of crime 

j. Defense of occupied/unoccupied property 

k. Prevent specified/unspecified offenses at specified/unspecified times/places 

l. Specified THREATCON levels (see THREATCON RUF below) 

m. At direction/request of CLEO 

F. Non-deadly force 

1. Use of force authorized/authorized for specific purposes (e.g., apprehension, detention, protection 

of occupied/unoccupied property)/unauthorized 

2. Specific weapons/devices authorized 

a. Pepper spray, RCA 

b. Flex cuffs 

c. Baton 

d. Other (see Weapons below) 

G. Deadly force 

1. General conditions for employment 

a. Non-deadly force exhausted or self defense requires 

b. Authorized/authorized for specified purposes (e.g., apprehension, detention, protection 

of occupied/unoccupied property)/unauthorized 

c. No danger to others 

d. Warning required if possible 
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e. Warning shots authorized/unauthorized 

2. Other considerations 

a. Situs of defender (e.g., residence of person employing force) 

b. Any conditions for use of particular weapon satisfied (e.g. use of lock plates on M16) 

c. Status of person employing force 

(1) armed citizen 

(2) peace officer 

(3) armed citizen at direction of/authorization by peace officer/other official 

d. reasonable belief of person employing force 

e. assistance to victim(s), Call 911, etc. 

f. If mission cannot be accomplished without use of deadly force and deadly force not 

permitted, mission must be changed or delayed (assuming RUF not amended) until sufficient 

non-deadly force arrives to accomplish the mission. 

g. Report use of force/discharge of firearm/violations of RUF through chain of command 

h. Pneumonic devices: 

(1) R-A-M-P 

(2) C-P-A 

(3) L-I-D 

(4) W-O-C-S 

IV. Self Defense 

A. Defense of Self 

B. Defense of others 

C. Defense of occupied property 

D. Conditions for employment 

1. Response to hostile act, hostile intent 

2. Use minimum force necessary/available (see Use of Force above) 

3. Retreat doctrine v. right to position defense 

a. Situs of defender (e.g., defender's home) 

b. Status of defender (same as Use of Force E1e above) 

c. Reasonable belief of defender 

4. Response must be proportional in degree, intensity, and duration 

5. Searches for protection of force or incident to lawful apprehension 

V. Powers of Peace Officer 

D. Statutory or other bases 

E. Use of Force 

F. Apprehension/Detention 

G. Search and seizure 

VI. Apprehension/Detention 

A. Clarification of military vs. civilian terms 

1. Arrest 

2. Apprehension 

B. Detention 

C. Authorized/authorized under stated conditions/unauthorized 

D. Probable cause 

E. Use of force/resisting arrest 

F. Pursuit of suspects, hot pursuit 

G. Reliance on civilian law enforcement (see Civilian Law Enforcement below) 

H. Treatment of persons apprehended/arrested, or detained 

I. Use of flex cuffs (allowed/allowed under specified conditions/not allowed) 

J. Completion of apprehension/arrest or detention record (DA Form 3316-R) 

K. NG forces may/may under specified conditions/may not conduct interrogations (Art. 31 rights 

would apply) 
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L. NG forces may/may under specified circumstances/may not advise individuals of Miranda/Art. 

31 rights 

VII. Search and Seizure 

A. Search (including/excluding stop and frisk) 

B. Seizure 

C. Authorized/authorized under specified conditions/not authorized 

1. Persons/property 

2. Purpose 

a. Mission accomplishment 

b. Self defense (see Self Defense above) 

3. Probable cause, reasonable suspicion 

4. Bases of execution 

a. Search (no warrant issued) 

(1) consent 

(2) incident to lawful apprehension/arrest or detention 

(3) exigent circumstances 

(4) probable cause (e.g., plain view) 

b. Seizure (no warrant issued) 

(1) consent 

(2) safety of force 

(3) evidence of an offense 

5. Method of execution 

a. Special use area 

b. Pat downs of female suspects 

6. Role of/Reliance on civilian authorities (see Civilian Law Enforcement below) 

7. Safe keeping of/account for seized property (DA 3316-R) 

8. Use of force (see Use of Force above) 

9. Notification to civilian law enforcement 

VIII. Weapons 

A. Type 

1. Usually allowed 

a. Rifle 

b. Pistol 

c. Bayonet 

d. Baton 

e. Pepper spray 

2. Allowed only in limited circumstances 

a. Working dogs 

b. High pressure water 

c. M203 

d. RCAs 

e. Crew served 

3. Usually not allowed 

a. Privately owned 

B. Conditions for Use 

1. Secure storage required 

2. Use of force (see Use of Force above) 

3. Use only in approved manner (e.g., use of M16 only with lock plate) 

4. Tactical control of increasingly deadlier force by NCO or officer 

5. Firearms not to be fired from moving vehicles (self defense exception) 

6. Discharge of firearm report required 

C. Arming orders 

1. Use chart/matrix 

2. Use numbered levels 

1133 ENCLOSURE 7
 



    

 

  

      

     

 

    

    

      

      

     

 

 

    

    

    

      

     

    

     

     

     

      

        

      

    

    

    

      

         

      

     

    

     

    

        

    

       

 

     

         

     

      

     

        

            

           

 

      

        

        

        

     

    

    

       

 

     

        

APPENDIX 12: RUF STATE FORCES
 

3. To be used/not used sequentially 

4. Soldier card 

IX. THREATCON RUF 

A. THREATCON levels 

B. RUF for each THREATCON level 

C. THREATCON Arming orders 

D. Role of Cdr 

X. Training 

A. Subjects 

1. Mission 

2. Method of execution 

3. Use of force 

a. General principles 

b. Self defense 

c. Mission accomplishment 

4. Apprehension/arrest or detention 

5. Search and seizure 

6. Use of pneumonic device (see Use of Force above) 

7. Use of arming order 

8. Legal authority/protection 

a. Civil liability 

b. Criminal liability 

9. Use of protective equipment 

10. Use only approved method of employment of weapons/equipment 

11. Civilian law enforcement 

12. Weapons qualification 

B. Method 

1. Briefing/hand outs 

2. Vignettes 

3. Pneumonic devices (see Use of Force above) 

4. Testing 

C. Soldier acknowledges receipt of training 

XI. Command/Commander Responsibility 

A. Exercise Close supervision over operations involving use of force 

1. Lautenberg compliance 

2. Security clearance requirements 

3. Safe storage of weapons 

4. Tactical control/direction at point of mission execution 

B. Training in use of force, weapons, and equipment (see Training above) 

C. Direct control of NG forces is/is not given to civilian law enforcement 

XII. Civilian Law Enforcement 

A. Role, location, contacting, relationship with 

B. NG forces are/are not under direct control of civilian authorities 

C. Use/reliance on for specified purposes 

1. Apprehension/arrest or detention 

2. Search 

3. Seizure 

4. Operation of detention facility 

XIII. Special Orders/General Orders/Coordinating Instructions 

A. Maintain professional appearance and bearing at all times 
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B. Treat all civilians respectfully 

C. Do not discuss operations outside military chain of command 

D. Report accidents and injuries through chain of command 

E. Code of ethics (Do's and don'ts less than RUF while performing duty) 

F. Issuance and accountability of weapons, ammunition, and other equipment 

G. Method/place of deployment at airport 

H. Applicability of state UCMJ 

I. General characteristics of a terrorist 

XIV. Contact With Media Personnel 

A. You may/may not respond to request from the media for interviews or statements. 

B. Refer questions on Army/National Guard policy to military Public Affairs Officer 

C. Do not unnecessarily impede freedom of movement of properly identified media personnel 
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APPENDIX 13.
 
DOMESTIC SUPPORT OPERATIONS FUNDING
 

APPENDIX 13-1: 10 U.S.C. §2551, EQUIPMENT AND OTHER SERVICES: NATIONAL 

VETERANS’ ORGANIZATIONS. 

Sec. 2551. - Equipment and barracks: national veterans' organizations 

(a) The Secretary of a military department, under conditions prescribed by him, may lend cots, blankets, pillows, 

mattresses, bed sacks, and other supplies under the jurisdiction of that department to any recognized national 

veterans' organization for use at its national or state convention or national youth athletic or recreation tournament. 

He may, under conditions prescribed by him, also permit the organization to use unoccupied barracks under the 

jurisdiction of that department for such an occasion. 

(b) Property lent under subsection (a) may be delivered on terms and at times agreed upon by the Secretary of the 

military department concerned and representatives of the veterans' organization. However, the veterans' organization 

must defray any expense incurred by the United States in the delivery, return, rehabilitation, or replacement of that 

property, as determined by the Secretary. 

(c) The Secretary of the military department concerned shall require a good and sufficient bond for the return in 

good condition of property lent or used under subsection (a) 

APPENDIX 13-2: 10 U.S.C. §2552, EQUIPMENT AND OTHER SERVICES: 

AMERICAN RED CROSS. 

Sec. 2552. - Equipment for instruction and practice: American National Red Cross 

The Secretary of a military department, under regulations to be prescribed by him, may lend equipment under the 

jurisdiction of that department that is on hand, and that can be temporarily spared, to any organization formed by the 

American National Red Cross that needs it for instruction and practice for the purpose of aiding the Army, Navy, or 

Air Force in time of war. The Secretary shall by regulation require the immediate return, upon request, of equipment 

lent under this section. The Secretary shall require a bond, in double the value of the property issued under this 

section, for the care and safekeeping of that property and for its return when required 

APPENDIX 13-3: 10 U.S.C. §2555, EQUIPMENT AND SERVICES: GIRL SCOUTS OF 

AMERICA. 

Sec. 2555. - Transportation services: international Girl Scout events 

(a) The Secretary of Defense is authorized, under such regulations as he may prescribe, to provide, without expense 

to the United States Government, transportation from the United States or military commands overseas, and return, 

on vessels of the Military Sealift Command or aircraft of the Air Mobility Command for 
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(1) those Girl Scouts and officials certified by the Girl Scouts of the United States of America as representing the 

Girl Scouts of the United States of America at any International World Friendship Event or Troops on Foreign Soil 

meeting which is endorsed and approved by the National Board of Directors of the Girl Scouts of the United States 

of America and is conducted outside of the United States, 

(2)United States citizen delegates coming from outside of the United States to triennial meetings of the National 

Council of the Girl Scouts of the United States of America, and 

(3) the equipment and property of such Girl Scouts and officials, to the extent that such transportation will not 

interfere with the requirements of military operations. 

(b) Before furnishing any transportation under subsection (a), the Secretary of Defense shall take from the Girl 

Scouts of the United States of America a good and sufficient bond for the reimbursement to the United States by the 

Girl Scouts of the United States of America, of the actual costs of transportation furnished under subsection (a). 

(c) Amounts paid to the United States to reimburse it for the actual costs of transportation furnished under 

subsection (a) shall be credited to the current applicable appropriations or funds to which such costs were charged 

and shall be available for the same purposes as such appropriations or funds 

Appendix 13-4: 10 U.S.C. §2556, Equipment and Services: Homeless. 

Sec. 2556. - Shelter for homeless; incidental services 

(a) 

(1) The Secretary of a military department may make military installations under his jurisdiction available for 

the furnishing of shelter to persons without adequate shelter. The Secretary may, incidental to the furnishing 

of such shelter, provide services as described in subsection (b). Shelter and incidental services provided under 

this section may be provided without reimbursement. 

(2) The Secretary concerned shall carry out this section in cooperation with appropriate State and local 

governmental entities and charitable organizations. The Secretary shall, to the maximum extent practicable, 

use the services and personnel of such entities and organizations in determining to whom and the 

circumstances under which shelter is furnished under this section. 

(b) Services that may be provided incident to the furnishing of shelter under this section are the following: 

(1) Utilities. 

(2) Bedding. 

(3) Security. 

(4) Transportation. 

(5) Renovation of facilities. 

(6) Minor repairs undertaken specifically to make suitable space available for shelter to be provided under 

this section. 

(7) Property liability insurance. 
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(c) Shelter and incidental services may only be provided under this section to the extent that the Secretary concerned 

determines will not interfere with military preparedness or ongoing military functions. 

(d) The Secretary concerned may provide bedding for support of shelters for the homeless that are operated by 

entities other than the Department of Defense. Bedding may be provided under this subsection without 

reimbursement, but may only be provided to the extent that the Secretary determines that the provision of such 

bedding will not interfere with military requirements. 

(e) The Secretary of Defense shall prescribe regulations for the administration of this section 

Appendix 13-5: 10 U.S.C. §2558, Equipment and Services: National Military 

Associations: Assistance at National Conventions. 

Sec. 2558. - National military associations: assistance at national conventions 

(a) Authority To Provide Services. - The Secretary of a military department may provide services described in 

subsection (c) in connection with an annual conference or convention of a national military association. 

(b) Conditions for Providing Services. - Services may be provided under this section only if 

(1) the provision of the services in any case is approved in advance by the Secretary concerned; 

(2) the services can be provided in conjunction with training in appropriate military skills; and 

(3) the services can be provided within existing funds otherwise available to the Secretary concerned. 

(c) Covered Services. - Services that may be provided under this section are 

(1) limited air and ground transportation; 

(2) communications; 

(3) medical assistance; 

(4) administrative support; and 

(5) security support. 

(d) National Military Associations. - The Secretary of Defense shall designate those organizations which are 

national military associations for purposes of this section. 

(e) Regulations. - The Secretary of Defense shall prescribe regulations to carry out this section. 

APPENDIX 13-6: 10 U.S.C. §2562, PROHIBITION ON TRANSFER OF CONSTRUCTION 

OF FIREFIGHTING EQUIPMENT IN FMS. 

Sec. 2562. - Limitation on use of excess construction or fire equipment from Department of Defense stocks in 

foreign assistance or military sales programs 
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(a) Limitation. - Excess construction or fire equipment from the stocks of the Department of Defense may be 

transferred to any foreign country or international organization pursuant to part II of the Foreign Assistance Act of 

1961 (22 U.S.C. 2301 et seq.) or section 21 of the Arms Export Control Act (22 U.S.C. 2761) only if 

(1) no department or agency of the Federal Government (other than the Department of Defense), no State, 

and no other person or entity eligible to receive excess or surplus property under subtitle I of title 40 and title 

III of the Federal Property and Administrative Services Act of 1949 (41 U.S.C. 251 et seq.) submits to the 

Defense Reutilization and Marketing Service a request for such equipment during the period for which the 

Defense Reutilization and Marketing Service accepts such a request; or 

(2) the President determines that the transfer is necessary in order to respond to an emergency for which the 

equipment is especially suited. 

(b) Rule of Construction. - Nothing in subsection (a) shall be construed to limit the authority to transfer construction 

or fire equipment under section 2557 of this title. 

(c) Definition. - In this section, the term ''construction or fire equipment'' includes tractors, scrapers, loaders, graders, 

bulldozers, dump trucks, generators, pumpers, fuel and water tankers, crash trucks, utility vans, rescue trucks, 

ambulances, hook and ladder units, compressors, and miscellaneous fire fighting equipment. 

Appendix 13-7: 10 U.S.C. §2564, Provision of Support for Certain Sporting 

Events. 

Sec. 2564. - Provision of support for certain sporting events 

(a) Security and Safety Assistance. - At the request of a Federal, State, or local government agency responsible for 

providing law enforcement services, security services, or safety services, the Secretary of Defense may authorize the 

commander of a military installation or other facility of the Department of Defense or the commander of a specified 

or unified combatant command to provide assistance for the World Cup Soccer Games, the Goodwill Games, the 

Olympics, and any other civilian sporting event in support of essential security and safety at such event, but only if 

the Attorney General certifies that such assistance is necessary to meet essential security and safety needs. 

(b) Other Assistance. - The Secretary of Defense may authorize a commander referred to in subsection (a) to provide 

assistance for a sporting event referred to in that subsection in support of other needs relating to such event, but only 

-

(1) to the extent that such needs cannot reasonably be met by a source other than the Department; 

(2) to the extent that the provision of such assistance does not adversely affect the military preparedness of 

the armed forces; and 

(3) if the organization requesting such assistance agrees to reimburse the Department for amounts expended 

by the Department in providing the assistance in accordance with the provisions of section 377 of this title 

and other applicable provisions of law. 

(c) Inapplicability to Certain Events. - Subsections (a) and (b) do not apply to the following sporting events: 

(1) Sporting events for which funds have been appropriated before September 23, 1996. 

(2) The Special Olympics. 

(3) The Paralympics. 
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(d) Terms and Conditions. - The Secretary of Defense may require such terms and conditions in connection with the 

provision of assistance under this section as the Secretary considers necessary and appropriate to protect the interests 

of the United States. 

(e) Report on Assistance. - Not later than January 30 of each year following a year in which the Secretary of 

Defense provides assistance under this section, the Secretary shall submit to Congress a report on the assistance 

provided. The report shall set forth 

(1) a description of the assistance provided; 

(2) the amount expended by the Department in providing the assistance; 

(3) if the assistance was provided under subsection (a), the certification of the Attorney General with respect 

to the assistance under that subsection; and 

(4) if the assistance was provided under subsection (b) 

(A) an explanation why the assistance could not reasonably be met by a source other than the 

Department; and 

(B) the amount the Department was reimbursed under that subsection. 

(f) Relationship to Other Laws. - Assistance provided under this section shall be subject to the provisions of sections 

375 and 376 of this title. 

APPENDIX 13-8: 10 U.S.C. §2576, SALE OR DONATION OF MILITARY EQUIPMENT. 

Sec. 2576. - Surplus military equipment: sale to State and local law enforcement and firefighting agencies 

(a) The Secretary of Defense, under regulations prescribed by him, may sell to State and local law enforcement and 

firefighting agencies, at fair market value, pistols, revolvers, shotguns, rifles of a caliber not exceeding .30, 

ammunition for such firearms, gas masks, and protective body armor which 

(1) are suitable for use by such agencies in carrying out law enforcement and firefighting activities, and 

(2) have been determined to be surplus property under subtitle I of title 40 and title III of the Federal 

Property and Administrative Services Act of 1949 (41 U.S.C. 251 et seq.). 

(b) Such surplus military equipment shall not be sold under the provisions of this section to a State or local law 

enforcement or firefighting agency unless request therefor is made by such agency, in such form and manner as the 

Secretary of Defense shall prescribe, and such request, with respect to the type and amount of equipment so 

requested, is certified as being necessary and suitable for the operation of such agency by the Governor (or such 

State official as he may designate) of the State in which such agency is located. Equipment sold to a State or local 

law enforcement or firefighting agency under this section shall not exceed, in quantity, the amount requested and 

certified for such agency and shall be for the exclusive use of such agency. Such equipment may not be sold, or 

otherwise transferred, by such agency to any individual or public or private organization or agency 
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Appendix 13-9: 31 U.S.C. §3302, Miscellaneous Receipts. 

Sec. 3302. - Custodians of money 

(a) Except as provided by another law, an official or agent of the United States Government having custody or 

possession of public money shall keep the money safe without 

(1) lending the money; 

(2) using the money; 

(3) depositing the money in a bank; and 

(4) exchanging the money for other amounts. 

(b) Except as provided in section 3718(b) 
[1] 

of this title, an official or agent of the Government receiving money for 

the Government from any source shall deposit the money in the Treasury as soon as practicable without deduction 

for any charge or claim. 

(c) 

(1) A person having custody or possession of public money, including a disbursing official having public 

money not for current expenditure, shall deposit the money without delay in the Treasury or with a 

depositary designated by the Secretary of the Treasury under law. Except as provided in paragraph (2), 

money required to be deposited pursuant to this subsection shall be deposited not later than the third day 

after the custodian receives the money. The Secretary or a depositary receiving a deposit shall issue duplicate 

receipts for the money deposited. The original receipt is for the Secretary and the duplicate is for the 

custodian. 

(2) The Secretary of the Treasury may by regulation prescribe that a person having custody or possession of 

money required by this subsection to be deposited shall deposit such money during a period of time that is 

greater or lesser than the period of time specified by the second sentence of paragraph (1). 

(d) An official or agent not complying with subsection (b) of this section may be removed from office. The official 

or agent may be required to forfeit to the Government any part of the money held by the official or agent and to 

which the official or agent may be entitled. 

(e) An official or agent of the Government having custody or possession of public money shall keep an accurate 

entry of each amount of public money received, transferred, and paid. 

(f) When authorized by the Secretary, an official or agent of the Government having custody or possession of public 

money, or performing other fiscal agent services, may be allowed necessary expenses to collect, keep, transfer, and 

pay out public money and to perform those services. However, money appropriated for those expenses may not be 

used to employ or pay officers and employees of the Government 

Appendix 13-10: 50 U.S.C. § 2311, Response to Threats of Terrorist Use of 

Weapons of Mass Destruction. 

Sec. 2311. - Response to threats of terrorist use of weapons of mass destruction 
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(a) Enhanced response capability 

In light of the potential for terrorist use of weapons of mass destruction against the United States, the 

President shall take immediate action 

(1) to enhance the capability of the Federal Government to prevent and respond to terrorist incidents 

involving weapons of mass destruction; and 

(2) to provide enhanced support to improve the capabilities of State and local emergency response agencies 

to prevent and respond to such incidents at both the national and the local level. 

(b) Report required 

Not later than January 31, 1997, the President shall transmit to Congress a report containing 

(1) an assessment of the capabilities of the Federal Government to prevent and respond to terrorist incidents 

involving weapons of mass destruction and to support State and local prevention and response efforts; 

(2) requirements for improvements in those capabilities; and 

(3) the measures that should be taken to achieve such improvements, including additional resources and 

legislative authorities that would be required 

APPENDIX 13-11: DODD. 5200.31E DOD MILITARY WORKING DOG (MWD) 

PROGRAM 

See next page. 
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