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Executive Summary
The Clinger-Cohen Act (CCA) of 1996 requires agencies to use a disciplined Capital Planning and Investment Control (CPIC) process to acquire, use, maintain and dispose of information technology (IT).  It also encourages the use of performance- and results-based management of these initiatives.  The Federal Acquisition Streamlining Act requires that IT initiatives be tied to mission and strategic goals; have cost, schedule and performance goals; and achieve on average 90 percent of these goals.  The Federal approach to CPIC for IT has been the select-control-evaluate model that has been championed by the Office of Management (OMB), Government Accountability Office (GAO), and industry experts since the early 1990s.
  The General Service Administration (GSA) has engaged in a formal CPIC process, and this guide reflects the current state of these activities. 
GSA’s CPIC process is a dynamic process in which IT initiatives are selected and then continually monitored and evaluated to ensure each chosen initiative is well managed, cost effective, and supports the mission and strategic goals of the Agency. 

Recognizing both the importance of IT initiatives to the organization and its role in supporting the success of these initiatives, GSA’s Office of the Chief Information Officer (OCIO) is engaged in an on-going effort to establish, maintain, and actively support the IT investment analysis and decision-making environment.  This environment consists of three key components: a repeatable process, supporting tools, and executive decision-makers:

· Process – CPIC is GSA’s primary process for making decisions about which IT initiatives and systems the Agency should invest in and creating and analyzing associated rationale for these initiatives. 

· Tools – The primary tool for IT portfolio and investment management is the Electronic Capital Planning and Investment Control (eCPIC) tool.  This web-based tool is used to support GSA initiative decision-making and IT initiative submissions to OMB.  The OCIO maintains and supports the tool.

· Executive decision-makers – Consists of two executive review bodies – the Information Technology Council (ITC) and Business Systems Council (BSC), both of whom oversee the process and are primary stakeholders in the success of the Agency.

At GSA, the CPIC phases are designed to ensure that sound initiative decision-making is done throughout the initiative lifecycle in an effort to provide continued support and management of GSA’s IT assets.
1.0  Introduction

1.1 PURPOSE 

This guide is intended to define GSA’s CPIC process.  The document provides staff with practical information designed to help them better understand IT planning at GSA and meet the requirements set forth by OMB.  It also provides the framework within which GSA can formulate, justify, manage, and maintain a portfolio of IT investments.  
It outlines GSA’s IT CPIC process as envisioned in the Clinger-Cohen Act of 1996, the Office of Management and Budget’s (OMB) Circular A-130 (Management of Federal Information Resources), and other related guidance and regulations. It will be updated on a periodic basis to reflect “lessons learned” and changes in GSA, legislative, and OMB guidelines.

In addition to detailing CPIC processes and associated activities, this Guide also provides references to the following documentation:

· Select Phase Guide – FY2008-2009 Guidance 
· Guides for Major (Exhibit 300) & Non-Major IT Initiatives BY2009
· Quarterly Control Review – FY2007 Guidance

· GSA Post Implementation Review Guidance.
The documentation listed above can be found under the references tab at: http://insite.gsa.gov/Insite/gsa/ep/channelView.do?pageTypeId=8624&channelPage=%2Fep%2Fchannel%2FgsaOverview.jsp&channelId=-9204. These materials provide more detailed instructions on the processes that will be outlined in this guide.
1.2 CPIC OVERVIEW 
The GSA IT CPIC Policy Guide identifies the processes and activities necessary to ensure that GSA’s IT initiatives are well thought out, cost effective, and support the missions and business goals of the Agency.  It is based on guidance from both the OMB and GAO and incorporates best practices from other federal agencies.  

At the highest level, the CPIC process is a circular flow of GSA’s IT initiatives through the following four sequential phases:

· Pre-Select Phase – Staff and Service Offices (SSOs) are expected to have pre-select processes at the SSO-level where initiatives are examined, evaluated, and selected through an objective process before submitting IT initiatives to the GSA’s governance councils, namely the ITC and BSC, for an enterprise-wide Select review.
· Select Phase – GSA requires the development of an Executive Business Case (EBC) for all proposed IT initiatives as part of its Select Phase.  The EBC is designed to be an internal agency document, justifying the funding request of each major IT initiative for the year.  The ITC and, subsequently, the BSC select those IT initiatives that best support the mission of the Agency, in accordance with the approved enterprise architecture.

· Control Phase – GSA ensures, through timely management oversight, quality control, and executive review, that IT initiatives are developed and executed in a disciplined, well-managed, and consistent manner.

· Evaluate Phase – After the system or initiative has been implemented and becomes operational (or after the roll-out of a major functionality), actual results are compared to expectations to assess initiative performance and inform future initiative decisions.
All four phases are structured in a similar manner using a set of common elements.  These common elements provide a consistent and predictable flow and coordination of activities within each phase.  
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Figure 1: GSA CPIC Process

1.3 LEGISLATIVE BACKGROUND AND ASSOCIATED GUIDANCE

There are a variety of legislative and regulatory drivers for implementing CPIC throughout the Agency.  Many XE "Other Initiatives"  legislative reforms emphasize the need for federal agencies to significantly improve how they plan, select, fund, control, and evaluate IT initiatives.  The Clinger-Cohen Act requires federal agencies to focus on the results achieved through IT initiatives while concurrently streamlining their IT acquisition processes.  It also mandates that Agency heads implement a process for maximizing the value of IT initiatives, assess and manage the risks of IT acquisitions, and quantitatively benchmark the performance of IT activities against comparable processes and organizations in the public or private sector.  These federal and agency-level directives include, but are not limited to, the following:

· The Clinger-Cohen Act of 1996 (CCA)

· The Chief Financial Officers Act of 1990 (CFO)

· The Government Performance and Results Act of 1993 (GPRA)

· The Federal Acquisition Streamlining Act of 1994 (FASA)

· The Paperwork Reduction Act of 1995 (PRA)

· The Government Paperwork Elimination Act of 1998 (GPEA)

· The Federal Information Security Management Act (FISMA)

· The E-Government Act of 2002 (P.L. 107-347)

· GSA IT CPIC Order: CIO 2135.2A GSA Information Technology (IT) Capital Planning and Investment Control
This Guide is based on the IT aspects of these laws and focuses specifically on the CCA requirements for a structured CPIC process to systemically maximize the benefits of IT initiatives.  The CCA specifically states:

· “The Head of each executive agency shall design and implement in the executive agency a process for maximizing the value and assessing and managing the risk of the information technology acquisitions of the executive agency.”

·  “The process shall: 
1. Provide for the selection of information technology investments to be made by the executive agency, the management of such investments, and the evaluation of the results of such investments; 

2. Be integrated with the processes for making budget, financial, and program management decisions within the executive agency;

3. Establish minimum criteria to be applied in considering whether to undertake a particular investment in information systems, criteria related to the quantitatively expressed projected net risk adjusted return on investment and specific quantitative and qualitative criteria for comparing and prioritizing alternative information systems investment projects;

4. Provide for identifying information systems investments that would result in shared benefits or costs for other Federal agencies of State or local governments;

5. Require identification of quantifiable measurements for determining the net benefits and risks of a proposed investment; and,

6. Provide the means for senior management to obtain timely information regarding the progress of an investment, including a system of milestones for measuring progress, on an independently verifiable basis, in terms of cost, capability of the system to meet specified requirements, timeliness, and quality.”

These legislative and regulatory drivers establish a foundation for building and maturing the CPIC process throughout the Agency.
Chapter 2 – FORMAT FOR THIS GUIDE
2.1 COMMON ELEMENTS
The CPIC process is a fluid and dynamic process in which proposed and ongoing initiatives are continuously monitored throughout their lifecycles.  Initiatives are evaluated both to assess the impact on future proposals and to benefit from any lessons learned.  The CPIC process consists of four phases -- Pre-Select, Select, Control and Evaluate.  
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Figure 2: Process Overview
This guide describes these phases using the following common elements:

· Purpose - Describes the objective of the phase;

· Scope – Describes the type of initiatives and decisions on which the phase is focused; 

· Portfolio Management – Describes efforts to manage the IT Portfolio;

· Entry Criteria - Describes the phase requirements and thresholds for entering the phase;

· Process - Describes the type of justification, planning, and review that will occur in the phase; and,

· Exit Criteria - Describes the actions necessary for proceeding to the next phase.

These phases are additive and iterative; each phase builds upon the documentation, analyses, and results of prior phases.  Incomplete information from any phase will hinder subsequent analysis and decision making.
2.2 CPIC CONTACT INFORMATION

The CPIC process is primarily supported and maintained by GSA’s OCIO.  For further information about this Guide or the CPIC process, please contact your CPIC liaison.
Chapter 3 -- Governance

3.1 GOVERNANCE AND INVESTMENT PRINCIPLES
IT governance provides the framework for decision-making and accountability required to ensure IT initiatives meet the strategic and business objectives of the Agency in an efficient and effective manner.  Two primary Agency-level review boards, the Information Technology Council (ITC) and Business Systems Council (BSC), have been established to facilitate information flow and to provide executive oversight to GSA’s IT initiative planning and management and ensure compliance with the guidance from Congress, OMB, and GAO.
3.2 IT Governance Information Flow/Roles and Responsibilities
The GSA IT CPIC process includes ITC (technical) and BSC (business) oversight.  The various committees and roles are illustrated in Figure 3.
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
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Roles:



Approves IT Portfolio


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
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

Reviews all major IT investment decisions



Decides direction and emphasis of IT program

Members:

Deputy Administrator, Agency CIO, 

Agency CFO, Agency CHCO, Associate 
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Policy, Heads of SSOs, and 
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Figure 3:  IT Governance Information Flow
The following decision-making bodies and personnel have been assigned the responsibilities described below.

Business Systems Council (BSC) – assures strategic alignment of GSA’s IT initiatives with business goals, objectives, and priorities of the Agency.  Approves the IT Strategic Plan and IT Capital Plan, and acts on projects that significantly deviate from investment controls.  Its membership includes the: 
· GSA Chief Information Officer (Chair);

· Deputy Administrator;
· GSA Chief Financial Officer;
· Commissioners of the Public Buildings Service (PBS) and the Federal Acquisition Service (FAS); 
· Associate Administrator of the Office of Citizen Services and Communications (OCSC);

· Associate Administrator of the Office of Chief Human Capital Officer (OCHCO);
· Associate Administrator of the Office of Government-wide Policy (OGP)
The BSC reviews the IT portfolio and specific IT projects, as needed.  The BSC makes the decision for final approval of the investment portfolio.  Special meetings may be held as required by the Chair. 

Information Technology Council (ITC) – Among its many functions, the ITC establishes the GSA IT Strategic Plan; assists the Agency CIO with advice and assistance; reviews and approves proposed policies, standards, performance measures, and benchmarks; monitors the implementation of policies, standards, and strategies; coordinates IT issues; and approves EA efforts and key IT security initiatives.  A key role of the ITC is to review the management of IT initiatives for the Agency.  The ITC provides comprehensive insight in identifying the spending and prioritization of IT initiatives and their appropriate compliance with legislation.  Members of the ITC are the CIOs of the various SSOs and Regional Representatives.  The ITC meets monthly.  Periodically, the ITC holds a joint meeting with the Council of Controllers (COC), made up of the SSO’s CFOs, to review IT funding matters.  The ITC and COC review the documentation prepared by the ITRB and provide recommendations.  The documentation is then updated to incorporate ITC and COC recommendations prior to review by the BSC.  
Information Technology Architecture Planning Committee (ITAPC) – assesses the current environment in specific technical areas identified by the ITC and makes recommendations for standards within the Agency's Enterprise Infrastructure Operations (EIO).  The ITAPC contains multiple subgroups, which are comprised of regional and multi-service representation.  The ITAPC meets formally once a month prior to the ITC.  ITAPC subcommittees may meet more frequently depending upon their task.
Information Technology Resources Boards (ITRBs) – are established in FAS, PBS, and the consolidated GM&A Offices.  Each ITRB conducts assessments and business case reviews of its initiative portfolio.  ITRBs prioritize initiatives within their portfolios based on the business case, risk, EA, benefit cost analysis, and ROI.  Special Review Boards (SRBs) may be initiated by an ITRB to focus on specific issues or problems within a particular initiative.  
The ITRBs have interlocking membership.  The Agency CIO is a voting member on all ITRB boards, and one representative for the Services is a voting member on the GM&A ITRB on an annual rotating basis.  Members of the GM&A ITRB determine which Service representative will participate in GM&A ITRB deliberations.  For a body that performs the functions of an ITRB regardless of the name of that body, the Agency CIO is a voting member on all issues related to IT capital planning.  All ITRBs are obligated to:

· Conduct business case reviews of the IT portfolios for the organization that they represent; 

· Ensure that regulatory, statutory, and policy requirements are addressed and that initiatives remain on a successful path; 

· Conduct appropriate select, control, and evaluate processes at SSO Level;
· Prioritize and select IT initiatives for Agency consideration.  Monitor status of IT initiatives, identifying best practices within the SSO, and assess initiatives by business requirements and risk-adjusted ROI, to ensure that IT investments are made in business areas that have the highest functionalities and return;

· Provide capital planning information to the President’s Management Council, GAO, and the Office of Inspector General (OIG) as requested; and

· Provide annual review of major projects with regard to the E‑Government (E-Gov) business case required by Exhibit 300 of OMB Circular A‑11.  

Technical Review Boards (TRBs) – SSOs may establish and charter TRBs at their discretion.  They conduct technical reviews to monitor and control SSO initiatives during the IT CPIC process.  TRBs are established in each SSO.  The TRBs are led by the SSO’s CIO, and are tasked to ensure an initiative’s success throughout its life cycle.  The TRBs provide an integrated process for linking the IT CPIC process, EA, IT security, budget, and business.  The Agency CIO is a voting member on all TRBs that address major programs and one representative from each of the Services, who is a subject matter expert, is a voting member on the GM&A TRBs.  The TRB conducts technical assessments of the IT portfolio for the organization they represent.  This includes, at a minimum, reviews for enterprise architecture, IT security, and IT CPIC compliance.
Office of the Chief Information Officer (OCIO) – plays a key role ensuring that the IT CPIC process is carried out at GSA.  The OCIO functions to:
· Ensure the development of IT initiatives that support the GSA Strategic Plan and the missions, goals, strategies, and priorities of the Agency;

· Ensure Agency and Government-wide guidance and training are provided to assist SSOs in their implementation and documentation of the IT CPIC processes;

· Assist SSOs in carrying out the IT CPIC processes and conducting reviews of initiatives and processes;

· Prepare and update the IT CPIC Policy Guide detailing guidelines and procedures for implementing IT capital planning;

· Appoint analysts from the OCIO to participate in SSO ITRBs and assist each SSO in developing IT CPIC submissions and in monitoring and evaluating their initiatives;

· Provide staff support to the ITC, the IT Planning Committee, and participate in the CIO Council’s Best Practices Committee;

· Assist each SSO in developing submissions to the IT Capital Plan;

· Review and analyze IT initiative selection documentation, including coordination of ITC and BSC initiative selection and control activities;

· Provide assistance and training to help SSOs complete and document IT CPIC and lifecycle management processes and analyses;

· Coordinate the development of OMB Circular A-11 Exhibit 53 (Agency Information Technology Investment Portfolio) and Part 3 (Planning, Budgeting, and Acquisition of Capital Assets) using the IT Capital Plan with the GSA Office of Budget;

· Ensure compliance with appropriate GSA orders and handbooks;

· Develop and publish IT plans, to include the GSA IT strategic, capital, and operational plans.  Notify the SSOs and Regions when plans are published and make approved plans available electronically; and
· Ensure that the IT CPIC process, EA, IT security, enterprise engineering and program management processes are properly synchronized and linked.
Office of the Chief Financial Officer (OCFO) – The CFO Act provides for the Agency CFO to oversee all financial management activities relating to the programs and operations of the Agency and to develop and maintain integrated Agency accounting and financial management systems, including financial reporting and internal controls.  The OCFO plays an important role in the IT CPIC process.  The OCFO functions to:
· Assist in the development of OMB Circular A-11 Exhibit 53 (Agency Information Technology Investment Portfolio) and Part 3 (Planning, Budgeting, and Acquisition of Capital Assets).  

· Work with the OCIO to ensure that budgetary figures are consistent with the Agency budget submission.

· Ensure compliance with the CFO Act and FMFIA.

Service and Staff Offices (SSOs) – are responsible for the day-to-day execution of the IT CPIC process.  Each SSO functions to:
· Implement the IT CPIC process at the SSO level.   

· Develop IT capital planning submissions in conformance with the GSA Strategic Plan, the SSO Performance Plan, the GSA IT Strategic Plan goals and objectives and the GSA IT CPIC Policy Guide.  

· Coordinate IT CPIC activities with the regions as necessary to ensure effective planning and delivery of business systems.  

· Develop IT performance goals and measures for its IT initiatives that support its business and mission and are consistent with the goals presented in the GSA and IT Strategic Plans and the SSO performance plans.  Use performance measures to track expected initiative benefits.

· Manage IT initiatives and activities to ensure progress as scheduled and within the resources planned to realize expected benefits.

· Perform and document the requisite analyses to the life cycle phase of the initiative or acquisition and provide required life cycle, and acquisition management documentation to the OCIO, and the ITC upon request.  

Program/Project Manager – Responsible for successful management and completion of the IT initiative. The project manager (PM) is also responsible for tracking the project plan against the baselines and providing updated cost, schedule and performance information required to support CPIC decision-making throughout the life cycle.
Chapter 4 – Pre-Select Phase 

4.1 PURPOSE 

The Pre-Select Phase is intended as a way to assess a proposed initiative’s support of the GSA’s strategic plan and mission. It is expected that each GSA SSO will have a process to manage its portion of the GSA IT portfolio. In the subsequent Select phase, the GSA OCIO will only review major IT initiatives that have been pre-selected by the SSOs through their respective processes.  This chapter describes how SSOs may implement the Pre-Select process, and details the threshold of data quality and completeness that should be met before an investment is promoted for Agency review.  

4.2 SCOPE
The Pre-Select process applies to both new and existing IT initiatives seeking funding in the upcoming budget year.  Whereas SSOs have exclusive responsibility for the Pre-Selection of non-major IT initiatives within their respective offices, major IT initiatives will be promoted for a more robust review at the Agency level during the Select phase.  

Major IT initiatives are those that meet at least one of the following criteria:  

· Requires special management attention because of the initiative’s importance to agency mission;

· Served as a major initiative in the previous year and is continuing;

· Is for a financial system and spends more than $500,000 annually;

· Is directly tied to the top two layers of the Federal Enterprise Architecture (Services to Citizens and Mode of Delivery);

· Is an integral part of the agency’s modernization blueprint (Enterprise Architecture Target vision);

· Has significant program or policy implications;

· Has high-level executive visibility; or

· Is defined as a Major by the CPIC process.
Initiatives that do not meet at least one of these criteria are considered “non-major” initiatives and do not need to be supported by an EBC.
SSOs are expected to have a Pre-Select process at the SSO-level where initiatives are examined, evaluated, and selected through an objective review process before submitting major IT initiatives to the GSA OCIO, the ITC and, ultimately, to the BSC for further review and recommendation. The SSOs should have processes in place for providing timely reporting to the OCIO, ITC, and BSC for all aspects of the CPIC process. 

4.3 PORTFOLIO MANAGEMENT (PfM)
To support GSA’s portfolio management efforts, assessors should consider whether or not an identified business or mission area need cannot otherwise be satisfied by an already existing IT capability within GSA’s IT Portfolio.
4.4 ENTRY CRITERIA

Prior to entering the Pre-Select Phase, initiatives must have a defined business mission need that is anticipated to include an IT component. 

4.5 PROCESS
During the Pre-Select Phase, SSOs will conduct a review process of new and existing initiatives within their IT portfolio.  SSOs will promote their initiatives through their respective governance review boards for assessments and recommendations. This process will typically include an assessment of what major IT initiatives should continue into the Agency-wide Select Phase based on strategic alignment, a high-level business need justification, a determination that an initiative is not a duplicate or redundant initiative, and other indicators (as customized by the SSO).
4.6 EXIT CRITERIA

Prior to exiting the Pre-Select Phase, initiatives must obtain internal SSO approval for the mission need and concept.  Once this approval has been granted, the SSOs will then prepare EBCs for all major IT initiatives to begin the Select Phase.

Chapter 5 - Select Phase 

5.1 PURPOSE 

Select is the process by which new and existing major IT initiatives are annually screened, scored and selected for inclusion in the GSA IT Portfolio.  In the Select Phase, GSA ensures that only the IT initiatives that best support the mission, business objectives, and approach to enterprise architecture are chosen and prepared for success (i.e., have a good project manager, are analyzing risks, etc.). The process aims at providing a portfolio of technically and financially sound initiatives that are best aligned with the President’s Management Agenda (PMA), GSA business priorities, and other indicators. 
The Select process provides a framework for initiatives to be selected in an objective and consistent manner and reviewed at the appropriate level of authority. Each initiative is systematically scored using objective criteria and metrics based on the Analytical Framework (see Appendix C) and the initiative is ranked and compared to other initiatives.  Both the quality of the EBC, and the value provided by the initiative relative to others in the portfolio, are evaluated during Select. 

5.2 SCOPE

The Select process applies to both new and existing major IT initiatives seeking funding in the upcoming budget year.  SSOs are responsible for conducting their own Select process for all non-major IT initiatives.  

5.3 PORTFOLIO MANAGEMENT (PfM)

To support GSA’s portfolio management efforts, assessors consider new and existing major IT initiatives in the context of the entire portfolio. Major IT initiatives are evaluated in the context of value and risk to the Agency.
5.4 ENTRY CRITERIA

Prior to entering the Select Phase, SSOs must conduct an internal review of IT initiatives as part of their Pre-Select Phase.  SSOs must complete the EBC for all major IT initiatives it has chosen to participate in the Agency Select Phase. The EBC template is explained in more detail within the GSA OCIO Select Phase Guide – FY2008-2009 Guidance (Appendix B).
5.5 PROCESS

The GSA’s CPIC Select process is divided into two general processes, (1) The EBC process and (2) the OMB Budget submission.  
5.5.1 EXECUTIVE BUSINESS CASE (EBC)
The GSA EBC was created to assist GSA IT initiative project/program managers, project sponsors, business case authors, and others in preparation for the Select Phase.  The EBC is contained within GSA portfolio tool, eCPIC. The EBC defines what is going to be done, why it is worth doing it, how it will be accomplished, and what resources will be required.  It defines the purpose and the business value of the initiative for all the stakeholders, and is the primary tool to gain buy-in, recommendation to proceed, and ultimately Agency approval for inclusion into the GSA IT portfolio.  The ITC and, subsequently, the BSC will use the EBC to review proposed and ongoing IT initiatives and select the initiatives that will comprise the GSA IT portfolio.  The EBC will also be used during the Performance Management Process (PMP) to augment the Strategic Action Plan / Initiative (SAP/I) documentation, and to provide enhanced information about IT initiatives to GSA Executives for use in their decision-making process.  
In developing GSA’s vision for CPIC, the following criteria are used to measure the overall value and risk of GSA’s IT initiatives, and assist in the decision-making and governance of GSA’s IT portfolio:

a. Supports Business Objectives and Program/Agency Mission

b. Customer Service

c. Accountability & Compliance

d. Productivity of Continuing Business Operations

e. Risk Management/Feasibility 

The initiative Program/Project Manager (PM) is responsible for providing the information necessary for an initiative to be promoted for review in the Select Phase.  The Select information requirements are fulfilled by the PM completing the EBC template using the eCPIC Tool.  

Once the Program/Project Manager has completed the EBC and the SSO Pre-Select phase is completed, the SSO CIO promotes the initiative for Agency-level review.  The OCIO Capital Planning team, in conjunction with the Enterprise Architecture staff, then reviews each initiative’s EBC for completeness and quality of data.  The OCIO prepares an Agency-wide documentation package that includes summary data of all the EBCs and Portfolio Summary Views for the ITC.  The data is submitted to the ITC, with recommendations, as necessary, from OCIO.  

Based on the planning documentation, the ITC coordinates all IT issues and recommends approval, disapproval, termination, and/or prioritization decisions for IT initiatives.  The ITC submits the portfolio to the BSC for approval, along with their recommendations.  The BSC will provide a final review and recommendations on the GSA IT Portfolio.
SSO staff may also incorporate recommendations from the ITC and BSC about their IT initiatives into their SAP/Is during the PMP SAP/I Phase. The results of the SAP/I session will then be forwarded to the BSC.
5.5.2 OMB BUDGET SUBMISSION
The second phase of the GSA Select process is preparing the overall IT portfolio, inclusive of both major and non-major IT initiatives, for submission to OMB. During the OMB budget submission process, recommendations based on input from the SAP/I, as well as from the ITC and BSC, are used to prepare and/or update budget documentation, including the Exhibit 300s and the Agency Exhibit 53 within eCPIC.  The Exhibit 300s are required documentation for OMB that are used to justify funding major IT initiatives.  Once the Exhibit 300s have been prepared, they are scored by the Agency SMEs using an Exhibit 300 Evaluation Framework (see BY09 IT Budget Submission Instructions for Majors for more details).  The scores are based upon evaluation elements corresponding to the ten categories utilized by OMB.  After each round of scoring, the program managers are given an opportunity to update their Exhibit 300s to earn a higher score, if necessary for passing, until the budget submissions are due to OMB in September of each fiscal year.  The Agency also submits the entire IT budget, inclusive of major and non-major IT initiatives, by submitting the Exhibit 53 to OMB. OCIO offers training and guidance for major and non-major initiatives, and issues data calls for draft and final submission of the Exhibit 300s and Exhibit 53 to OMB.
Annual IT Portfolio Selection Schedule

	GSA Select Schedule

	Select Kick-off (in conjunction with PMP)


	February

	Select Training Session
	February

	EBC Due to OCIO for Quality Review and Analysis


	April

	ITC Meeting for Portfolio Review


	June

	BSC Meeting for Portfolio Selection 


	June/July

	Commencement of Exhibit 300 Creation 


	June

	Draft of Exhibit 53 Due to OMB 


	June

	Draft of Exhibit 300s Due for Internal GSA Review


	July

	Budget Submission to OMB (Exhibit 53 & 300s) 


	September


For more detailed, process-oriented information about the Select process, refer to the Select Phase Guide – FY2008-2009 and the BY09 IT Budget Submission Instructions for Majors.  
5.6 EXIT CRITERIA

After all major IT initiatives are scored, the GSA OCIO reports its findings to the ITC.  Based on these findings, the ITC provides its recommendations to the BSC.  The BSC makes the final determination as to which initiatives will be included in the final GSA IT Portfolio. The final GSA IT Portfolio is submitted to OMB in September of each fiscal year in accordance with OMB Circular A-11 guidance.
Chapter 6 – Control Phase 

6.1 PURPOSE

The objective of the Control phase is to ensure, through timely oversight, quality control, and executive review, that IT initiatives are managed in a disciplined and consistent manner.  The Control Phase is characterized by the GSA OCIO sponsoring quarterly Control Reviews which focus on ensuring that projected benefits are being realized; cost, schedule and performance goals are being met; risks are minimized and managed; and the initiative continues to meet strategic needs.  These reviews promote the delivery of quality products and result in initiatives that are completed within scope, on time, and within budget.  Below is a diagram of the Control Process.
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Figure 4: Control Process Overview
6.2 SCOPE

The Control process applies to all major IT initiatives and includes indicators related to cost/schedule variance, risk, performance measurement, and operational analysis.
6.3 PORTFOLIO MANAGEMENT (PfM)
In addition to evaluating the individual IT initiatives, OCIO will analyze the overall IT portfolio for trends related to the quarterly control review. OCIO will present these trends to the ITC and BSC, which may choose to take further action if necessary. 
6.4 ENTRY CRITERIA

All selected
 major IT initiatives go through the Control Phase on a quarterly basis.  

6.5 PROCESS

GSA has a two-part approach to its Control Phase.  First, GSA requires monthly Earned Value Management (EVM)/Financial Reporting for Major IT initiatives.  This monthly process provides information on cost variance and schedule variance, as related to an initiative’s reported milestones in their approve baseline.  GSA’s OCIO collects data monthly to compare how well initiatives are accomplishing their milestones against planned costs and schedules.  Program/Project Managers (PMs) work with OCIO staff to update an Excel spreadsheet, referred to as the “Control Report Template,” each month to reflect these data elements.  Second, GSA has instituted a quarterly pulse check of the status of its Major IT initiatives.  These additional data elements in the quarterly Control Review will be extracted from a Control Review template in eCPIC.  

In order to evaluate the performance of IT initiatives, the GSA Control process will analyze the following areas:

1. Cost Variance

2. Schedule Variance

3. Performance Measurement

4. Security 

5. Risk Management

6. Operational Analysis

Regular updates on initiative performance and status enhances the ability of key stakeholders to ensure that an initiative is progressing towards its goals and objectives established in its business case.  

Control reviews assist GSA by:

· Reinforcing an Enterprise perspective through Major initiative information sharing among senior leaders in GSA’s SSOs.
· Highlighting the goals and objectives established in the initiative’s business case and the level of success achieved

· Identifying problems and issues to senior leadership before they become serious and threaten the overall success of investments 

· Establishing a structured process to provide senior management with timely and accurate initiative performance information that enhances decision-making capabilities

The ITC reviews initiatives’ Control Review information once per quarter at the ITC meeting.  As part of this meeting, OCIO provides an executive briefing that consolidates the results at a portfolio level.  The profile cards are available for more detailed review, as necessary.  After reviewing the Control information, the ITC develops recommendations on initiatives and proposes corrective actions, if necessary.
The Chair of the ITC provides the Control Review summary and ITC recommendations to the BSC for final endorsement.  Additionally the ITC may identify and request select initiatives to present their data at future ITC meetings.  These select presentations can add value by enhancing the transparency of critical issues to executive decision-makers and key stakeholders.
The BSC has the opportunity to review the Control Review summary and IT portfolio recommendations provided by the ITC.  Based upon its review, the BSC requests actions and provides final recommendations back to the ITC and/or project managers as deemed necessary.  The BSC is responsible for the final Agency decisions regarding the IT initiatives or for obtaining the approval/concurrence of the GSA Administrator when necessary.  
For more detailed, process-oriented information about the Control process, refer to the Quarterly Control Review User Guide – FY2007 Guidance.
6.6 EXIT CRITERIA
Because all major IT initiatives must go through the Control Phase on a quarterly basis, they do not technically exit the Control Phase until they are terminated.  

Chapter 7 -- Evaluate Phase 

7.1 PURPOSE

The Evaluation Phase has two distinct activities:  (1) To measure actual contributions of a new investment towards improving the capability delivered by the portfolio and (2)  to focus on analyzing and applying “Lessons Learned” for next CPIC Cycle. As noted in GAO’s Assessing Risks and Returns: A Guide for Evaluating Federal Agencies’ IT Investment Decision-Making, the Evaluate phase “‘closes the loop’ on the IT investment management process by comparing actuals against estimates in order to assess the [initiative’s] performance and identify areas where decision-making can be improved.”  As applicable, results from the Evaluate Phase may be fed back to the Pre-Select, Select, and Control Phases as lessons learned.

7.2 SCOPE

The primary scope of the Evaluate phase is related to conducting a Post Implementation Review (PIR) and documenting lessons learned for IT systems.  However, this process also can be applied to non-IT systems, such as business process modernization efforts.
7.3 PORTFOLIO MANAGEMENT
Within the Evaluate Phase, the process focuses on measuring and assessing the outcomes of initiatives to determine whether expected benefits were returned and on the process itself to identify potential improvements for future implementations.  Primary mechanisms for evaluation are Post-Implementation Reviews and other operational assessments. Evaluation results feed back into the other phases of portfolio management to inform all investment decisions and plans for future system increments, help to identify remaining gaps, and assist in deciding whether to continue to fund programs.  Measuring outcomes and taking appropriate corrective action is the fundamental way to ensure accountability for results.  
7.4 ENTRY CRITERIA 

Typically, a PIR is conducted 3 to 12 months after the system (or a significant new release/version) becomes operational.  This timeframe permits the project development team to move the system into its production environment and stabilize it and permits users to put the system into day-to-day usage.  In the case of a terminated system, the PIR should take place as soon as possible after termination.  The PIR should be modified, as needed, to accommodate the state of the project at termination  

7.5 PROCESS 
The process of identifying PIR project candidates begins with the OCIO, in collaboration with the project manager and project sponsor, to identify initiatives and make recommendations to the ITC for upcoming PIR dates.  Based on the recommendation, the ITC finalizes the PIR schedule for candidate initiatives.  The OCIO announces the beginning of a PIR exercise and notifies the project manager, project sponsor, and evaluation team leader representative of upcoming events.  Initiatives are selected to participate in the PIR process based on a number of factors that include, but are not limited to: importance to GSA’s mission, system maturity, high development, operating, or maintenance cost, deployment/development of new technology, and realization of benefits.
The steps in the PIR include:
Step One - Review mission needs and determine goals.

Step Two - Collect and analyze data.

Step Three - Provide major findings and issues.

Step Four - Provide feedback and incorporate lessons learned.

Each step is built upon the successful completion of the previous step.  This methodology focuses on determining if the system yielded the expected results in accordance with the initial goals, objectives, performance measures, and management and user requirements defined by project management during the Select and Control phases of the CPIC process.  
1. Step One – Review Mission Needs & Determine Project Goals
Step One involves assessing the Agency’s needs, identifying a proposed system implementation project, and determining the project goals and performance measures.  The OCIO, the project sponsor, the project management support team, and the project development team must document the intended outcomes of the initiative at the outset.  Setting goals early in the CPIC process supports the PIR evaluation team’s ability to assess performance against mission needs and initiative goals.
2. Step Two – Collect & Analyze Data
The most critical and often most time-consuming stage of the PIR process is the data collection and analysis.  This stage in the PIR process is dependent upon the successful completion of the previous activities of identifying the baseline goals and gathering the actual initiative results provided by the project management support team and project development team.  During Step Two, the evaluation team compiles these results, records any variance between the planned results and actual results, and considers the documented reasons that explain these differences.  A variance in one goal may impact multiple areas. 

3. Step Three – Provide Major Findings & Issues
In Step Three of the PIR process, each of the assessment areas are documented with a summary of findings that support the conclusion and recommendations of the PIR Report provided by the evaluation team.  

4. Step Four – Provide Feedback & Lessons Learned
In Step Four, the results of the PIR will help formulate recommendations and lessons learned for future initiatives.  These findings may indicate an area of instability or an area with a potential for substantial improvement in future development efforts.  Since the PIR Report quantitatively provides data on whether goals were successfully achieved and provides lessons learned, the Agency can identify trends within and across projects. These lessons learned help identify planning and development process improvements that can be used for future projects.  For more detailed, process-oriented information about the Evaluate process, refer to the GSA PIR Guidance.
7.6  EXIT CRITERIA

In order to complete the PIR and exit the Evaluate Phase, the Evaluation Team will deliver a preliminary results briefing package to the Project Management Support Team, the Project Sponsor, and the CIO, and will schedule a presentation of the PIR results.  The briefing should also be open to ITC members to attend.  The results briefing should be conducted approximately one week after the briefing is distributed.  The presentation provides an opportunity to review the PIR results and provides a forum to discuss any issues that may be identified during the presentation.  Summary results of the PIR should be presented by the OCIO at the next regularly scheduled ITC meeting.
Chapter 8 – GSA CPIC Integration with Other IT Investment Management Practices 

8.1 Integration with IT Business & Transformation Processes

GSA has five major IT and business transformation methodologies/processes (herein referred to as the five processes):  Enterprise Architecture (EA), Capital Planning Investment and Control (CPIC), Earned Value Management (EVM), Systems Development Life Cycle (SDLC), and the Performance Management Process (PMP). Recognizing how these five processes interact is key to understanding touch points and opportunities for integration as part of continuing to implement CPIC processes within GSA.  The phases and alignment of GSA’s existing processes are depicted below.
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Figure 5: Process Integration
GSA’s CPIC processes have varying degrees of integration with the remaining four IT business and transformation processes, as noted below. Each process is enabled by a governance structure, performance measures, and supporting tools.  These three dimensions are critical as their intersection points describe current or potential cross-process interfaces or integration points.  

8.1.1 One GSA Enterprise Architecture (EA) 

The One GSA Enterprise Architecture is GSA's Business Modernization Blueprint.  The One GSA EA provides a framework and methodology for modeling business processes, stakeholder groups, and the information flows between these groups, based on a Service-Oriented Architecture (SOA) leveraging a Model-Driven Architecture (MDA) approach.  The Enterprise Chief Architect in the OCIO serves as the Program Manager for the One GSA EA and directs the One GSA EA Program Management Office (PMO). 
Integration: GSA has created a single enterprise architecture – the One GSA EA.  The Chief Technology Officer (CTO) is responsible for overseeing the EA development and monitor and ensure the integration of EA with the GSA Strategic Plan, IT Strategic Plan, Security Program, Capital Planning and Investment Control (CPIC) Process and Annual Performance Planning Process.  This architecture aims to reflect GSA’s role in OMB’s Federal Transition Framework.

The BSC oversees the strategic direction with a focus on strategic business drivers, and set goals and define performance metrics for measurement against the established goals that best support overall GSA mission.  The Enterprise Architecture Program Management Office (EAPMO) provides oversight of all EA activities within GSA's Enterprise as a formal program and defines EA performance measures, quality assurance criteria, risk mitigation measures and configuration management requirements.
The One GSA EA integrates with GSA's Strategic Plan, IT Strategic Plan, Security Program, CPIC, and Annual Performance Planning Process.  Management controls and performance measures will be established in each Service, Staff Office, and Region to ensure effective development and implementation of the One GSA EA.
8.1.2 Earned Value Management (EVM) 

EVM is a project (IT investment) management tool that effectively integrates the investment scope of work with schedule and cost elements for optimum investment planning and control.  Earned Value information data including Cost and Schedule variance is self-reported by GSA’s Program Managers using analytical data provided through a varying array of tools. 

Integration: During the EVM process, the Project Manager is responsible for closely monitoring IT projects to ensure that they are operating within the cost, schedule, and performance tolerances.  The EVMS objective is to fully integrate the contractor’s project performance measurement data to meet GSA analysis and reporting requirements and assist in determining whether to continue, modify, or terminate projects.  The quarterly Control Review process leverages data provided as part of the monthly EVM reporting to provide a health and value indicator of a major IT initiative’s status related to cost and schedule.

8.1.3 Systems Development Lifecycle (SDLC)

The SDLC is focused on the complete life-cycle of system management, including IT planning, acquisition, and resource management.  The SDLC identifies the appropriate activities and deliverables for each development phase.  Movement from one SDLC phase to the next is an appropriate milestone for measuring the success of planned progress.  GSA’s SDLC process is coordinated through the CIO’s Capital Planning Division.
Integration: During the SDLC process, Project and System Managers develop a high-level work breakdown schedule with cost estimates and performance measures.  System performance measures are defined in terms such as accuracy, timing, or flexibility. As the system is completed, measured results are compared with the estimated performance levels to determine the success of the system development effort. The performance information is contained within the System Boundary Document which identifies the scope or capability of a system and should contain the high-level requirements, benefits, business assumptions, and program costs and schedules. It records management decisions on the envisioned system early in its development and provides guidance on its achievement.  Performance measures are collected during the SDLC and CPIC processes.

8.1.4 Performance Management Process (PMP)

The PMP integrates strategic planning, budgeting, and performance management information by developing long-term strategic, operational, and tactical business plans based on past performance data and future performance targets.  The PMP is coordinated by the Office of the Chief Financial Officer (OCFO).   

During the PMP, Service and/or Staff Organization Project Managers prepare a Strategic Assessment analyzing customer requirements, prior, current, and future strategies, business plans, and performance results.  They compare actual past performance to the performance goals set, analyze the major reasons for significant performance gaps, and consider the impacts of the performance gaps.  Target setting, measurement, regular monitoring of the Strategy and Action plans, review of the Agency’s major business processes, calculating results, and evaluating associates to establish accountability are performed throughout the fiscal year.

Integration: The EBC and SAP/I are designed to follow similar schedules and link in to similar data points.  The EBC can be used during the PMP to augment the Strategic Action Plan / Initiative (SAP/I) documentation, and to provide enhanced information about IT initiatives to GSA Executives for use in their decision-making process. The EBC has been created to improve integration between IT CPIC and the PMP.
SSO staff can incorporate information about their IT initiatives into their SAP/Is during the PMP SAP Phase. The results of the SAP Session can then be forwarded to the BSC for a final review and recommendation on IT initiatives. Based on their recommendations, budget documentation including the Exhibit 300s are prepared and/or updated. The EBC contains information required by the Exhibit 300, allowing information from the EBC to be used when completing the Exhibit 300s.  

8.2 Alignment with Security & Privacy

The Federal Information Security Management Act (FISMA) requires agencies to integrate IT security into their capital planning and enterprise architecture processes at the agency, conduct annual IT security review of all programs and systems, and report the results of those reviews to OMB.

Security and privacy issues must be addressed when information systems are being developed or modified. Security activities need to be integral part of the initiative and must be cost-effective and risk based.  Privacy protections must also be integrated into the development life cycle of all information systems.  

For IT initiatives under development, security planning must proceed in parallel with the development of the system to ensure that IT security requirements and costs for the lifecycle of the initiative are identified and validated.  All IT investments must have up-to-date security plans and be fully certified and accredited prior to becoming operational.  Anything short of a full certification and accreditation indicates that identified IT security weaknesses remain. These must be remediated to ensure funding for the initiative.  
The ITC, as part of the Select and Control phases, has the opportunity to review each major IT initiative’s compliance with security and privacy guidelines to ensure adequate security is integrated into the Agency’s management of IT.  

Budgeting for IT security is essential for meeting federal and departmental security mandates. 
Project Managers must specify their budgeted lifecycle costs, to include expenditures such as security. Lifecycle costs are the overall estimated cost, both Government and contractor, for a particular program alternative over the time period corresponding to the life of the program, including direct and indirect initial costs plus any periodic or continuing costs of operation and maintenance.  
Security cost information is required in both OMB Exhibits 300 and 53.  The Exhibit 300 provides critical data about a major initiative, establishes cost, schedule, and performance measure baselines, and documents an initiative's actual status and progress against the baselines.  The Exhibit 300 requires that security and privacy issues for the initiative are addressed and a privacy impact assessment is performed for appropriate IT initiative.  Security/privacy detail is also provided about the individual initiative throughout the life cycle to include budgeting for security.

Additionally, the Exhibit 53 classifies all IT initiative information related to development, maintenance, IT security, and financial management expenditures.  The information helps the agency and OMB to identify investments for IT security as part of agency lifecycle costs for specific initiatives and IT security that is crosscutting or infrastructure related under FISMA.
Appendix A – Federal Legislation, Requirements, and Guidance for IT Initiative Management
The GSA’s CPIC process will comply with several pieces of IT management legislation and regulatory guidance, including:

Clinger-Cohen Act XE "Clinger-Cohen Act"  (CCA) of 1996.  The CCA was formerly known as the Information Technology XE "Information Technology"  Management Reform Act or ITMRA. It requires each agency to undertake capital planning and investment control by establishing a process for maximizing the value and assessing and managing risks of IT acquisitions of the executive agency.

Federal Acquisition Streamlining Act (FASA) of 1994. FASA requires agencies to define the cost, schedule and performance goals for major XE "Major Initiatives"  acquisition programs and to monitor and report annually on the degree to which those goals are being met. Agencies must assess whether acquisition programs are achieving 90% of their cost, schedule and performance goals. 

Government Performance and Results Act (GPRA) of 1993. GPRA requires agencies to prepare updateable strategic plans and to prepare annual performance plans covering each program activity displayed in the budget. The performance plans are to establish performance goals in objective, quantifiable and measurable form and performance indicators to be used in measuring relevant outputs, service levels and outcomes.

Paperwork Reduction Act (PRA) of 1995.  PRA intends to: minimize the paperwork burden resulting from collection of information by or for the Federal Government; coordinate, integrate and make uniform Federal information resources management policies and practices; improve the quality and use of Federal information to minimize the cost to the government of the creation, collection, maintenance, use, dissemination, and disposition of information; and ensure that information technology is acquired, used, and managed to improve efficiency and effectiveness of agency missions.

Chief Financial Officers’ Act (CFOA) of 1990. CFOA establishes the foundation for effective financial management, including requiring agencies to develop and effectively operate and maintain financial management systems.  The CFO Act focuses on the need to significantly improve the financial management and reporting practices of the federal government.  Having accurate financial data is critical to understanding the costs and assessing the returns on IT investments.  Under the CFO Act, CFO’s are responsible for developing and maintaining integrated accounting and financial management systems that include systematic measurement information on agency performance. 

OMB XE "Office of Management and Budget (OMB)"  Circular A-11 XE "OMB Circular A-11 "Preparation and Submission of Budget Exhibits"" , Part 2: Preparation and Submission of Strategic Plan XE "Strategic Plan" s.  A-11, Part 2, provides guidance for preparing and submitting overall agency strategic and performance plans required by GPRA.

OMB XE "Office of Management and Budget (OMB)"  Circular A-11 XE "OMB Circular A-11 "Preparation and Submission of Budget Exhibits"" , Part 3: Planning, Budgeting, and Acquisition of Fixed Assets. A-11, Part 3 provides guidance on the planning, budgeting and acquisition of fixed assets, which include IT capital assets, and requires agencies to provide information on these assets in budget submissions, and provides guidance for planning. It also provides guidance for coordinating collection of agency information for OMB reports to Congress for FASA and the CCA. Under FASA, OMB is required to report on the cost, schedule and performance goals for asset acquisitions and how well agencies are meeting their goals. CCA requires that OMB report on program performance in information systems and how benefits relate to accomplishing the goals of the agency.  

OMB XE "Office of Management and Budget (OMB)"  Circular A-130 XE "OMB Circular A-130, "Management of Federal Information Resources"" : Management of Federal Information Resources.  A-130 XE "A-130"  provides information resource management policies on Federal Information Management / Information Technology XE "Information Technology"  (IM/IT) resources required by the PRA of 1980 as amended.  

OMB XE "Office of Management and Budget (OMB)"  Memorandum M-97-02, Funding Information System Investments. This memorandum contains eight decision criteria commonly referred to as Raines Rules, which OMB will use to evaluate major XE "Major Initiatives"  information system investments.   Raines Rules are described below.

Executive Order 13011, Federal Information Technology XE "Information Technology" . The executive order highlights the need for agencies to significantly improve the management of their information systems, including the acquisition of information technology, by implementing the relevant provisions of PRA, CCA and GPRA. Agencies are to refocus their information technology management to directly support their strategic missions, implement an investment review process that drives budget formulation and execution for information systems, and rethink and restructure the way they perform their functions before investing in information technology to support that work.  Agency heads are to strengthen the quality and decisions of employing information resources to meet mission needs through integrated analysis, planning, budgeting, and evaluation processes.

OMB XE "Office of Management and Budget (OMB)"  and IT INVESTMENT MANAGEMENT

The Office of Management and Budget XE "Office of Management and Budget (OMB)"  (OMB) has developed some significant XE "Significant Initiatives"  requirements for investing in information technology.  An early guideline provided to agencies is known as the "Three Pesky Questions".  OMB recommends each agency answer these questions when considering an IT initiative:

Does the government need to do it?

If so, can some other XE "Other Initiatives"  organization do it better than we can?

If not, have we reengineered our process so we can spend less and use the technology most efficiently?

In 1996, OMB XE "Office of Management and Budget (OMB)"  Director Frank Raines issued policy guidelines for funding IT investments.  This policy is known as "Raines' Rules" and directs agencies to ensure IT investments:

· Support core or priority Federal government missions.

· Are impossible for another agency, company, or government to efficiently perform.

· Support work already redesigned to cut costs, improve efficiency and use off-the-shelf technology.

· Show a return on investment equal to or better than other XE "Other Initiatives"  uses of available resources.

· Are consistent with agency and government wide architectures that integrate work and information flows with strategic plans; incorporate standards allowing information exchange and resource sharing; and retain flexibility in the choice of suppliers.

· Reduce risk XE "Risk"  by avoiding custom design, using pilot projects and prototypes, establishing clear measures of success, securing buy-in from users.

· Are put into effect in phased, successive chunks that are short-term and narrow in scope and independently solve part of an overall mission problem.

· Appropriately allocate risk XE "Risk"  between government and contractor, tie payments to accomplishments, and use commercial technology.

Appendix B – GSA Executive Business Case Template
GSA Initiative 

	 

	INITIATIVE INFORMATION

	 

	Initiative Information

	Template Name
	IT Investment BY2008

	Investment Name
	GSA Initiative

	Investment Revision Number
	3

	Is this investment a consolidated business case?
	No

	Point of Contact
	

	Revision Comment
	 

	Bureau
	 


	If so, identify the sponsor/process owner by name.

	


	Project Manager Name

	

	Project Management Qualification Status
	 

	Project Manager E-mail
	

	Project Manager Phone Number
	


	SUMMARY OF SPENDING FOR PROJECT STAGES
	* Costs in thousands    

	


	 
	PY - 1 
and
Earlier
	PY 2006
	CY 2007
	BY 2008
	BY + 1 2009
	BY + 2 2010
	BY + 3 2011
	BY + 4 
and
Beyond
	Total

	Planning

	   Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	   Outlays
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Acquisition

	   Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	   Outlays
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Subtotal Planning & Acquisition

	   Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	   Outlays
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Operations & Maintenance

	   Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	   Outlays
	0
	0
	0
	0
	0
	0
	0
	0
	0

	TOTAL

	   Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	   Outlays
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Government FTE Costs

	   Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	     Planning

	        Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	     Acquisition

	        Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0

	     Maintenance

	        Budgetary Resources
	0
	0
	0
	0
	0
	0
	0
	0
	0


	

	


	FTE Table

	


	 
	PY - 6 2000
	PY - 5 2001
	PY - 4 2002
	PY - 3 2003
	PY - 2 2004
	PY - 1 2005
	PY 2006
	CY 2007
	BY 2008
	BY + 1 2009
	BY + 2 2010
	BY + 3 2011
	BY + 4 2012
	BY + 5 2013
	BY + 6 2014
	BY + 7 2015
	BY + 8 2016
	Total

	Financial Management
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Security
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Program Management
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	IT
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Other
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	Total*
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0


	*This row represents the 'Number of FTE represented by cost' from Summary of Spending table and will be sent to OMB.


	


	Funding Sources
	* Costs in thousands    

	


	FS Name: MAX Code
	Row Type
	PY - 6 2000
	PY - 5 2001
	PY - 4 2002
	PY - 3 2003
	PY - 2 2004
	PY - 1 2005
	PY 2006
	CY 2007
	BY 2008
	BY + 1 2009
	BY + 2 2010
	BY + 3 2011
	BY + 4 2012
	BY + 5 2013
	BY + 6 2014
	BY + 7 2015
	BY + 8 2016
	Total

	Total Yearly Budgets
	DME
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	
	SS
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0

	
	Total
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0
	0


	 


	Description, Justification, and Strategic Alignment

	Describe the capabilities or services of this initiative. This description should focus on what the initiative does (i.e., what services and capabilities it provides and why the services or capabilities are important to GSA associates and/or customers). The description should also address the business value of this initiative to GSA (e.g. financial benefits, improved customer service, meeting external requirements, or other qualitative and quantitative benefits to internal and external benefits to internal and external stakeholders).*

	 

	To which SAPs and/or SAPIs is this investment related?*

	 

	What major GSA business value chain (line of business) and processes are supported by this investment?*

	
	 


	Alternatives Analysis

	Did you conduct an alternatives analysis for this project?
	Yes


	If "yes," what is the date of the analysis?
	 


	If "no," what is the anticipated date this analysis will be completed?
	 


	If "no," briefly explain why:
	 



	


	Alternatives Analysis Results

	


	Send to OMB
	Alternative Analyzed
	Description of Alternative
	Risk Adjusted Lifecycle Costs estimate
	Risk Adjusted Lifecycle Benefits estimate


	Which alternative was selected by the Initiative Governance process and why was it chosen?

	 

	What specific qualitative benefits will be realized?

	 


	 

CONTROL DATA
 

Performance Goals and Measures



	FEA PRM

	


	Fiscal Year
	Strategic Goal(s) Supported
	Measurement Area
	Measurement Category
	Measurement Grouping
	Measurement Indicator
	Baseline
	Planned Improvement to the Baseline
	Actual Results

	2006
	 
	Mission and Business Results
	Administrative Management
	 
	 
	 
	 
	 


	Please state the frequency upon which the measures report actual results.

	 

	 


	Risk Assessment

	Does the investment have a Risk Management Plan?
	 


	What is the date of the risk management plan?
	 


	Has the Risk Management Plan been significantly changed since last year's submission to OMB?
	 


	If "yes," describe any significant changes to the Risk Management Plan:

	 

	If there currently is no risk plan, will a plan be developed?
	 


	If "yes," what is the planned completion date of the risk plan?
	 


	If "no," what is the strategy for managing the risks?

	 

	 


	Identified Risks and Issues

	Please state any risks or issues with the initiative that have been realized or that are expected in the upcoming quarter for which you would like the ITC/BSC to be aware.

	 

	 


	Security Assessment

	Does this investment have an up-to-date security plan?

	 


	If an up-to-date security plan exists, please provide the date of the plan. If no up-to-date security plan exists, please provide the date when the security plan will be updated.
	 


	 


	C&A: Systems in Planning

	This table should be used to provide security information for all systems that comprise the larger investment that are in the operational/steady state maintenance phase. This should only include the systems that are requesting Operations and Maintenance funding in the Summary of Spending table. 



	


	Systems in Planning - Security

	


	Name of System
	Agency/ or Contractor Operated System?
	Planned Operational Date
	Planned or Actual C&A Completion Date


	 


	C&A: Operational Systems


	


	Operational Systems - Security

	


	Name of System
	Agency/ or Contractor Operated System?
	NIST FIPS 199 Risk Impact level
	Has C&A been Completed, using NIST 800-37?
	Date C&A Complete
	What standards were used for the Security Controls tests?
	Date Complete(d): Security Control Testing
	Date the contingency plan tested


	This table should be used to provide security information for all systems that comprise the larger investment that are in the planning phase. This should only include the systems that are still in development (i.e., requesting Planning and Acquistion funding in the Summary of Spending table) and are not yet operational. 


	 


	Operational Analysis

	If this investment contains funding for Steady State operations, please answer the following questions regarding the execution of an Operational Analysis. 


	Was operational analysis conducted?

	 


	If "yes," provide the date the operational analysis was completed.

	 


	Please provide a brief summary of the operational analysis results.

	
	If "no," please explain why it was not conducted and if there are any plans to conduct operational analysis in the future:

	 


	 

ENTERPRISE ARCHITECTURE (EA)
 

EA
What major GSA business value chain (line of business) and processes are supported by this investment?*
Does this investment include resources to develop architecture artifacts?

 

What are the major process simplification/reengineering/design projects that are required as part of this IT investment?
 
What are the major organization restructuring, training, and change management projects that are required?
 
Indicate and describe the interdependencies among the initiative's components with each other and among other GSA and non-GSA initiatives.*
 



Appendix C – GSA Analytical Framework
The GSA Analytical Framework will facilitate a structured process for reviewing and approving IT Investments along a standardized set of criteria.  The framework was derived from a multitude of best practices and approved methodologies from other Federal Agencies.  The following two figures outline the Analytical Framework, as well as the weighting and scale used to score the GSA Executive Business Cases.
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	Scoring

Element
	BY08

ITC

Weight
	Criteria

	Supports Business Objectives and Program/Agency Mission (effectiveness)


	.40
	5.  There is a compelling business need/opportunity for the initiative. No other existing, legacy initiative fulfills the specific business need or support the SSO/Agency’s mission.

4.  There is a business need for the initiative.  Another existing, legacy initiative at the Agency already fulfills the business need, however the existing initiative will need extensive enhancements to support the SSO/Agency mission.  Thus, the initiative is deemed to provide significant business contribution.

3.  There is a business need for the initiative. Another existing, legacy initiative at the Agency already fulfills the business need, however the existing initiative will need minor enhancements to support the SSO/Agency mission.  Thus, the initiative is deemed to provide a moderate business contribution.

2.  There is a business need for this initiative. Another existing, legacy initiative at the Agency already fulfills the business need and supports the SSO/Agency mission.  Thus, the initiative is deemed to provide minimal business contribution.

1.  The initiative does not contribute to the Agency’s business and does not support the SSO/Agency mission.  There is no evident business need for this initiative.



	Customer Service


	.12
	5.  The initiative describes high value qualitative benefits to internal or external customers and thoroughly quantifies those benefits.

4. The initiative describes high value qualitative benefits to internal or external customers and partially quantifies those benefits.

3.  The initiative describes low value qualitative benefits to internal or external customers and partially quantifies those benefits.

2.  The initiative describes high value qualitative benefits to internal or external customers. No quantitative benefits are described.

1.  The initiative describes low value or no qualitative benefits to internal or external customers. No quantitative benefits are described. 

	Accountability and

Compliance
	.23
	5.  The specific IT initiative is mandated and legislated by law or the Presidents Management Agenda, i.e.  eGOV initiative.

4.  The initiative fulfills Agency specific statutory/regulatory requirements

3.  The initiative directly closes and GAO/IG audit finding

2.  The initiative indirectly closes and GAO/IG audit finding

1.  The initiative does not address any internal/external law or audit finding

	Productivity of Business Operations (efficiency)


	.19
	5.  The initiative provides direct and significant internal GSA and government-wide productivity enhancements.  The initiative supports a core business line for which no other initiative supports directly. Initiative encourages interoperability between systems.

4.  The initiative provides direct and significant internal GSA  productivity enhancements. The initiative supports a core business line for which no other initiative supports directly. Initiative encourages interoperability between systems.

3. The initiative provides direct and limited internal GSA  productivity enhancements. The initiative supports a core business line for which other initiative supports directly. Initiative does not encourages interoperability between systems.

2.  The initiative provides direct and limited internal GSA  productivity enhancements.  The initiative supports a core business line for which other initiative supports directly. Initiative does not encourages interoperability between systems.

1.  The initiative does not provide direct and limited internal GSA  productivity enhancements. The initiative does not support a core business line or there are multiple initiatives already performing this support.  Initiative does not encourage interoperability between systems. 



	Risk Management / Feasibility

	    .06
	5.  Low Risk – Risks (threats) appear to be strongly identified and mitigated – they can be surmounted if they are realized.  The SSO has dedicated all the necessary resources, e.g. a qualified Project manager, to manage it.  GSA or the PM has managed an initiative of similar size and complexity.

4.  Medium/Low Risk – Risk (threats) appear to be identified, but work remains in mitigating them – they can be surmounted if they are realized.  The SSO has dedicated some necessary resources, e.g. qualified Project Manager, to manage it.  GSA or the PM have managed an initiative of similar size and complexity.

3.  Medium Risk – Risks (threats) appear to be identified, but work remains in mitigating them –they maybe insurmountable if they are realized.  The SSO has dedicated limited resources, e.g. a qualified Project manager, to manage it. GSA or the PM have not managed an initiative of similar size and complexity.

2.  Medium/High Risk – Risks (threats) appear to be identified, but work remains in mitigating them – they maybe insurmountable if they are realized. The SSO has dedicated no necessary resources, e.g. a qualified Project Manager, to manage it.  GSA or the PM have not managed an initiative of similar size and complexity.

1.  High Risk – Risks (threats) are not identified or are insurmountable.  The SSO has not dedicated any necessary resources, e.g. a qualified Project Manager, to manage it.  GSA or the PM have not managed an initiative or similar size and complexity.




	

	  Initiative Summary

	OC
	
	PM
	
	Lifecycle Stage
	
	

	Earned Value Metrics (As of 3/31/07)

	Baseline Data (As of 3/31/07)

	Planned Start date
	10/1/2006

	Planned Cost to Complete
	

	Planned Completion Date
	09/30/2007

	

	Schedule Variance Percent (SV%)
	                   %
	
	                                             $                                                                                                                    

	Cost Variance Percent (CV%)
	                   %
	
	                                             $

	

	Schedule Under-run/Over-run %
	                  %
	Operational Schedule 

Under-runs/Over-runs
	                                            $

	Cost Under-run/Over-run %
	                  %
	Operational Cost 

Under-runs/Over-runs
	                                            $

	Control Review Results (as of 3/31/07)

	                                    Summary Comments


	Q1
	Q2
	Q3
	Q4

	Cost, Schedule, Performance
	Cost Variance
	
	
	
	

	
	Schedule Variance
	
	
	
	

	
	Performance Management
	
	
	
	

	Security
	Security Plan

Certification and Accreditation
	
	
	
	

	Risk
	Risk Management
	
	
	
	

	Operation

Analysis
	Operational Analysis
	
	
	
	

	FY07Q1 Corrective Actions

	


Appendix D – GSA Control Review and Evaluation Criteria
GSA IT PORTFOLIO

FY07Q2 CONTROL REVIEW PROFILE CARD

	Cost Variance                                                                                                    (Red, Yellow, Green)                    Race for PM?

	An assessment on whether a security plan and current certification and accreditation exist for the initiative.  This assessment is to determine if initiative security requirements are monitored and maintained throughout the life of an investment. NOTE: For Mixed Lifecycle, only scoring DME EVM data.

	Green
	GREEN
	NO

	Scoring Scale:

	Investment Cost Information was not reported for the Control Review

OR

Cost Variance +/- 30% or more

	
	
	   RED

	Cost Variance:  Between +/-  10%  and +/-  30%

	
	
	YELLOW

	Cost Variance:  Between +/-  0%  and +/- 10%
	
	
	GREEN

	Schedule Variance                                                                                   (Red, Yellow, Green)                      Race for PM?

	A measure of progress on scheduled work.  +/- 10% threshold is set as acceptable limit as per OMB’s guidance for what they consider to be “high-risk”.  NOTE: For  Mixed Lifecycle, only scoring DME EVM data.
	Yellow
	YELLOW
	    NO

	Scoring Scale:
	
	
	

	Investment Schedule information was not reported for the Control Review 

OR

Schedule Variance +/- 30% or more
	
	
	   RED

	Schedule Variance:  Between +/- 10% and +/- 30%


	
	
	YELLOW

	Schedule Variance:  Between +/- 0%  and+/- 10%


	
	
	GREEN

	Performance Measurement                                                                        (Red, Yellow, Green)                        Race for PM?

	Assessment of appropriateness, completeness, and adequacy of performance measures and targets for the goals selected.  The performance measurements and goals should be clearly defined, quantitative and quantifiable. Each initiative should have at least one measure with actual results that can be updated quarterly.  The actual results provided should accurately reflect the progress of attaining performance goals.
	Red
	RED
	  YES

	Scoring Scale: 

	Performance measures were not developed for the investment

OR

Performance measures are provided but are not appropriate for the investment

OR

Performance measures have not been mapped to the FEA Performance Reference Model

OR

No actual results are provided (without an explanation for why actual data may not be available)
	
	
	  RED

	Performance measures and targets were developed for the investment

AND

Performance measures and targets are somewhat appropriate as indicators of investment performance

AND

Performance measures have been mapped to the FEA Performance Reference Model

OR

It is likely that one or more performance goals will not be met
	
	
	YELLOW

	Performance measures and targets have been thoroughly developed for the investment

AND

Performance measures and targets are appropriate as indicators of investment performance

AND

Performance measures have been fully mapped to the FEA Performance Reference Model

AND

At least one performance goal is updated every quarter and documented.

	
	
	 GREEN

	Security Assessment                                                                                           (Red, Yellow, Green)                    Race for PM?

	An assessment on whether a security plan and current certification and accreditation exist for the initiative.  This assessment is to determine if initiative security requirements are monitored and maintained throughout the life of an investment.

	GREEN
	GREEN
	   NO

	Scoring Scale:
	
	
	

	Investment has an IT system that has not been certified and accredited (C&A) and is not scheduled to attain C&A  before the end of the fiscal year

OR

Investment’s security plan is not up-to-date, but it is scheduled to be updated 


	
	
	  RED

	Investment is not certified an accredited, but C&A is scheduled for completion before the end of the fiscal year

OR

Investment’s security plan is not up-to-date, but it is scheduled to be updated before the end of the fiscal year


	
	
	YELLOW

	
Investment has been certified and accredited

AND

Investment has an up-to-date security plan

OR

Investment is not operational so C&A is not required, but investment has an up to date security plan


	
	
	GREEN

	Risk Assessment

	An assessment of risk management activities regarding the development and implementation of a risk management plan.  A risk management plan should exist for all IT initiatives and have been updated within the last three years.


	YELLOW
	YELLOW
	   NO

	Scoring Scale:

	Risk Management Plan does not exist and is not scheduled to be completed before the end of the fiscal year 

OR

Risk Management Plan has not been updated in the past three years and is not scheduled to be updated before the end of the fiscal year


	
	
	 RED

	Risk Management Plan does not exist and is not scheduled to be completed before the end of the fiscal year 

OR

Risk Management Plan has not been updated in the past three years and is scheduled to be updated before the end of the fiscal year


	
	
	YELLOW

	Risk Management Plan exists

AND

Risk Management Plan has been updated within the past three years
	
	
	GREEN

	Operational Analysis                                                                                                        (Red, Yellow, Green)       Race for PM?

	An assessment as to whether an annual operational analysis has been conducted with documented results.  Operational Analyses are applicable for all initiatives with operational components (i.e. initiatives with a Mixed or Operations & Maintenance/Steady State life cycle phase).
	  RED
	
	    NO

	Scoring Scale:

	Initiative is in a Mixed or Operations &  Maintenance/Steady State life cycle phase with no annual Operational Analysis for the current year an no scheduled date for an Operational Analysis to be completed within the current year.
	
	
	  RED

	Initiative is in a Mixed or Operations & Maintenance/Steady State life cycle phase with no annual Operational Analysis for the current year, but an Operational Analysis has been conducted within the past three years with documented results.
	
	
	YELLOW

	Initiative is in a Mixed or Operations & Maintenance/Steady State life cycle phase with no annual Operational Analysis for the current year and results have been documented.

OR

Initiative is in a Mixed or Operations &  Maintenance/Steady State life cycle phase with no annual Operational Analysis or the current fiscal year but an Operational Analysis is scheduled to be completed before the end of the fiscal year.
	
	
	GREEN


Appendix E – Post Implementation Review Evaluation Criteria
	PIR EVALUATION SHEET

	General information

	Title:

	Description:

	PIR Conducted By:

	Date of PIR:

	Evaluation Area:  Business Case & Vision Planning

	Item
	Incomplete
	Draft Version Completed Date
	Final Version Completed Date

	Business Case
	
	
	

	Comments:



	Project Plan
	
	
	

	Comments:



	Evaluation Area:  Functional Requirements Versus Implementation

	Item
	Incomplete
	Draft Version Completed Date
	Final Version Completed Date

	Requirements Traceability Matrix
	
	
	

	Comments:



	Evaluation Area:  Product Performance Metrics

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Capacity
	
	
	

	Source of Information
	
	
	

	Comments:



	Speed
	
	
	

	Source of Information
	
	
	

	Comments:



	Evaluation Area:  Data Framework

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Data Access Methods
	
	
	

	Source of Information
	
	
	

	Comments:



	Data Standards
	
	
	

	Source of Information
	
	
	

	Comments:



	Data Quality
	
	
	

	Source of Information
	
	
	

	Comments:



	Data Ownership
	
	
	

	Source of Information
	
	
	

	Comments:



	Evaluation Area:  Capacity Analysis

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Environment Capacity
	
	
	

	Source of Information
	
	
	

	Comments:



	Environment Speed
	
	
	

	Source of Information
	
	
	

	Comments:



	Evaluation Area:  Data Architecture Analysis

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Organization and Management
	
	
	

	Source of Information
	
	
	

	Comments:



	Data Integrity and Security
	
	
	

	Source of Information
	
	
	

	Comments:



	Evaluation Area:  Security Analysis

	Component
	Insufficient Documentation
	Draft Version Completed Date
	Final Version Completed Date

	Security Plan
	
	
	

	Comments:



	Contingency Plan
	
	
	

	Comments:



	Disaster Recovery Plan
	
	
	

	Comments:



	Evaluation Area:  Risks & Risk Mitigation

	Component
	Insufficient Documentation
	Draft Version Completed Date
	Final Version Completed Date

	Risk Management Plan
	
	
	

	Comments:



	Evaluation Area:  Technical Architecture

	Item
	Incomplete
	Draft Version Completed Date
	Final Version Completed Date

	Technical Architecture
	
	
	

	Comments:



	Evaluation Area:  Cost

	Deliverable Number
	Baseline Cost
	Actual Cost
	Variance

	{Cost Item 1}
	
	
	

	Source of Information
	
	
	

	Item Description:



	Responsible Party:

	Comments:



	{Cost Item 2}
	
	
	

	Source of Information
	
	
	

	Item Description:



	Responsible Party:

	Comments:



	Evaluation Area:  Schedule

	Milestone/ Deliverable
	Baseline Date
	Actual Date
	Variance

	Requirements 
	
	
	

	Source of Information
	
	
	

	Comments:



	Preliminary Design
	
	
	

	Source of Information
	
	
	

	Comments:



	Detailed Design
	
	
	

	Source of Information
	
	
	

	Comments:



	Development
	
	
	

	Source of Information
	
	
	

	Comments:



	Testing

Type:
	
	
	

	Source of Information
	
	
	

	Comments:



	Deployment
	
	
	

	Source of Information
	
	
	

	Comments:



	Evaluation Area:  Customer and User Satisfaction

	Customer Survey 

	Survey Group:



	Source of Information:

	Results

Number of replies:

Percentage of positive replies:

Percentage of negative replies:

Summary of suggestions for improvement:



	Comments:



	User Survey

	Survey Group:



	Source of Information:

	Results

Number of replies:

Percentage of positive replies:

Percentage of negative replies:

Summary of suggestions for improvement:



	Comments:



	Evaluation Area:  Process Improvement & Innovation

	What innovations were used in the implementation?

What were the results of the innovations?

Source of Information:

	Comments:



	Evaluation Area:  Project Lessons Learned

	Number: 1

Type:

Applicability:      Group        Office-wide        Future releases of current project only

Description:



	Number: 2

Type:

Applicability:      Group        Office-wide        Future releases of current project only

Description:

 

	Stakeholder Assessment

	Department Strategic Goals

	What strategic goals outlined by management were not accomplished?

Source of Information:

	What was the system’s impact on the Agency’s mission?

Source of Information:

	Recommendations 

	Comments:

































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































� U.S. Government Accountability Office, Executive Guide: Improving Mission Performance Through Strategic Information Management and Technology, GAO/AIMD-94-115 (May 1994).


� Selected investments are those that have successfully gone through the Select process.





