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Overview of Compliance Examinations1

Introduction
The Federal Deposit Insurance Corporation (FDIC) promotes 
compliance with federal consumer protection laws, fair 
lending statutes and regulations, and the Community 
Reinvestment Act through supervisory and outreach programs. 
The FDIC conducts three types of supervisory activities to 
review an institution’s compliance posture—compliance 
examinations, visitations, and investigations.

Compliance examinations are the primary means the 
FDIC uses to determine whether a financial institution is 
meeting its responsibility to comply with the requirements 
and proscriptions of federal consumer protection laws and 
regulations. The FDIC conducts visitations for a variety of 
reasons: to review the compliance posture of newly-chartered 
institutions or those converting to state non-member status; 
to review progress on corrective actions or compliance with 
enforcement action in the interval between examinations; or 
to investigate problems brought to the attention of the FDIC. 
Visitations are usually targeted events aimed at specific 
operational areas, or entire compliance management systems 
previously identified as significantly deficient. Compliance 
examinations and visitations may also be considered during 
the review of an application submitted to the FDIC (e.g., 
application for deposit insurance or establishing a branch). 
Finally, investigations are conducted primarily to follow-up 
on particular consumer inquiries or complaints, including fair 
lending complaints.

This section provides a general overview of the FDIC 
compliance examination. The purposes of compliance 
examinations are to:

•	 assess the quality of an FDIC-supervised institution’s 
compliance management system (see “Compliance 
Management System”) for implementing federal consumer 
protection statutes and regulations; 

•	 review compliance with relevant laws and regulations; and

•	 initiate effective supervisory action when elements of an 
institution’s compliance management system are deficient 
or when significant violations of law are found. 

Examination Approach
FDIC compliance examinations blend risk-focused and 
process-oriented approaches. Risk-focusing involves using 
information gathered about a financial institution to direct 
FDIC examiner resources to those operational areas that 
present the greatest compliance risks. Concentrating on the 
institution’s internal control infrastructure and methods, or the 
“process” used to ensure compliance with federal consumer 

1	 This section fully incorporates the examination procedures issued under 
DSC RD Memo 05-035: Revised Compliance Examination Procedures.

protection laws and regulations, both acknowledges that the 
ultimate responsibility for compliance rests with the institution 
and encourages examination efficiency. 

Determining Risk

Risk-focusing involves:

•	 developing a compliance risk profile for an institution using 
various sources of information about its business lines, 
organizational structure, operations, and past supervisory 
performance;

•	 assessing the quality of an institution’s compliance 
management system in light of the risks associated with the 
level and complexity of its business operations and product 
and service offerings; and 

•	 testing selected transactions based on risk such as when 
an operational area is determined to be high-risk and 
the institution’s compliance management efforts appear 
weak. However, regardless of risk, examiners must always 
validate an intitution’s HMDA data and conduct a fair 
lending review.

Evaluating the Compliance Management System

Compliance examinations start with a top-down, 
process-oriented, comprehensive review and analysis of an 
institution’s compliance management system. The compliance 
examiner considers:

•	 the knowledge level and attitude of management and 
personnel;

•	 management’s responsiveness to emerging issues and past 
or self-identified compliance deficiencies;

•	 compliance organizational structure such as reporting 
relationships and recent experiences with staff turnover; 

•	 management information systems; 

•	 policies and procedures; 

•	 training; and 

•	 monitoring and audit programs. 

Based on the results of this review, the examiner may conclude 
that weaknesses in the institution’s compliance management 
system may result in current or future noncompliance with 
federal consumer protection laws, regulations, or policy 
statements. The examiner must determine, based on this 
analysis, whether transaction testing is warranted to further 
study particular risk in an entire operational area or regulation, 
or only a limited aspect of an area or regulation. Generally, 
the more confidence an examiner has in an institution’s 
compliance management system, the less transaction testing 
an examiner may do.

The FDIC examination approach appropriately recognizes 
that the Board of Directors and management of a financial 
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institution are responsible for complying with all federal 
consumer protection laws and regulations. While the formality 
and complexity of compliance management systems will vary 
greatly among institutions, the FDIC expects the Board of 
Directors and management of each institution to have a system 
in place to effectively manage its compliance risk, consistent 
with its size and product mix.

Managing the examination based on risk maximizes examiner 
efficiency and may reduce the on-site examination presence, 
while emphasizing areas requiring elevated supervisory 
attention. By focusing on compliance management 
systems, examiners will be able to identify the root causes 
of deficiencies and suggest appropriate corrective actions 
designed to address the problem.

Applicability and Adaptability to Large and Small 
Institutions
In order to provide as much relevant and useful guidance 
as possible, the procedures detailed in this Manual include 
instructions for reviewing various likely elements of a 
compliance management system (CMS), such as written 
policies and procedures, monitoring, training, and audit. 
When these elements are in place at an institution being 
examined, the examiner will use the guidance to evaluate 
their effectiveness. However, the fact that certain elements of 
a CMS are described in these examination procedures is not 
intended to suggest that all institutions must maintain a CMS 
that includes such elements. Many institutions do not. There 
is no reason for them to, if their operations do not warrant it. 
Conclusions about the adequacy of a bank’s CMS must be 
based on the effectiveness of those elements that are in place, 
taken as a whole, for that bank’s particular operations.

For example, assume two institutions – a large, complex bank 
and a small, non-complex bank – each has a record of strong 
compliance with all regulations that apply to the products 
and services it offers. Because of the complex nature of its 
operations, the large bank’s CMS includes comprehensive 
external audits and formalized training from third-party 
vendors. The smaller bank’s CMS includes no internal or 
external audits and no formalized training except for the 
compliance officer, who trains bank staff individually when 
needed. After reviewing all relevant material available, the 
examiner finds no significant deficiencies in the small bank’s 
CMS and no reason to believe that the adoption of an audit 
function or formalized training is necessary to ensure ongoing 
compliance. The examiner would not criticize the small bank 
for the absence of audit or training. Nor should the examiner 
feel obliged to assign a higher rating to the larger bank simply 
because its CMS has more elements than the smaller bank. 
This is because each bank has a CMS that is adequate for the 
compliance responsibilities that are incumbent upon it due to 
its operating environment.

The descriptions of CMS elements provided in the Manual 
will assist the examiner in evaluating the element if one 
exists and in suggesting content if he or she determines that 
management should consider adopting an element.

Role of the Compliance Examiner
Compliance examiners play a crucial role in the supervisory 
process. The compliance examination, and follow-up 
supervisory attention to an institution’s compliance program 
deficiencies and violations, helps to ensure that consumers and 
businesses obtain the benefits and protections afforded them 
under federal law. To this end, an examiner’s efforts should 
help the financial institution improve its compliance posture 
and prevent future violations.

Primarily, examiners must:

•	 establish an examination scope focused on assessed risk 
areas;

•	 evaluate an institution’s compliance management system; 

•	 conduct transaction testing where risks intersect with 
weaknesses in the compliance management system or 
uncertainties about aspects of that system; and 

•	 report findings to the Board of Directors and management 
of the institution.

As part of the examination process, examiners are expected to:

•	 take a reasoned, common sense approach to examining and 
use sound judgment when making decisions;

•	 maintain ongoing communication with financial institution 
management throughout an examination;

•	 assist an institution to help itself improve performance by 
providing management with sound recommendations for 
enhancing its compliance management system;

•	 share experiences and knowledge of successful compliance 
management systems; and

•	 provide guidance regarding the various consumer 
protection and fair lending laws and regulations.

Overview of the Examination Process
Compliance examinations primarily involve three stages: 
pre-examination planning; review and analysis, both off-site 
and on-site; and communicating findings to institution 
management via meetings and a report of examination.

Pre-examination Planning 

Pre-examination planning involves gathering information 
available in FDIC records and databases, contacting the 
financial institution to review and narrow the draft request 
for information and documents, and delivering a letter to the 
institution requesting specific information and documents for 
detailed analysis by the examination team (see Section III). 
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Proper examination preparation and planning maximizes an 
examination team’s time and resources. 

Review and Analysis

During the review and analysis phase of an examination, an 
examiner thoroughly evaluates an institution’s compliance 
management system to assess its quality and effectiveness, 
and documents system weaknesses and violations of federal 
consumer protection laws and regulations, if any. The 
Examiner-in-Charge starts by analyzing information about the 
type, level and complexity of the institution’s operations, and 
begins to develop the scope of the examination and plan for 
resource deployment to areas of highest risk. 

The scope of an examination will be preliminarily established 
prior to entering the financial institution, and should be 
refined through the results of examiner discussions with 
senior management, the compliance officer (or staff assigned), 
and the internal auditor. While on-site at an institution, an 
examiner may limit the scope of the compliance review based 
on reliable procedures and controls in place. Similarly, the 
examiner may expand the review based on, for example, 
management’s view about compliance, a lack of necessary 
procedures or controls, the presence of violations, or the 
presence of new or significantly amended regulations. The 
compliance review continues with an evaluation of the:

•	 commitment of the Board of Directors, management, and 
staff to compliance;

•	 qualifications of the compliance officer or designated staff;

•	 scope and effectiveness of compliance policies and 
procedures;

•	 effectiveness of training;

•	 thoroughness of monitoring and any internal/external 
reviews or audits; and

•	 responsiveness of the Board and management to the 
findings of internal/external reviews and to the findings of 
the previous examination.

An examiner must consider the size, level, and complexity of 
an institution’s operations when evaluating the adequacy of an 
institution’s compliance management system.

The examination procedures outlined in this Manual are 
designed to enable an examiner to identify and measure 
compliance risk; make an assessment of an institution’s 
compliance infrastructure and methods for identifying, 
monitoring, and controlling compliance risk; and determine 
the transaction testing needed to assess the integrity of the 
compliance management system. The number of transactions 

selected and the type of sampling used should be relative 
to the perceived risk and the need to assess the level of 
compliance in an activity or function. 

At the conclusion of the review and analysis phase, an 
examiner:

•	 summarizes all findings regarding the strengths and 
weaknesses of an institution’s compliance management 
system;

•	 determines the cause(s) of programmatic deficiencies or 
violations and relates them to the specific weakness(es) in 
the institution’s compliance management system; and

•	 identifies actions necessary to address deficiencies or 
violations.

Determining the cause(s) of a program deficiency or violation 
is critical to recommending solutions that will successfully 
address problem areas and strengthen an institution’s 
compliance posture for the future.

Communicating Findings

Examiners must discuss findings and recommendations with 
management and obtain a commitment for corrective action. 
These discussions will be held during the course of the 
examination and at an exit meeting with senior management 
and/or the Board of Directors. 

The results of the examination will also be communicated to 
the Board of Directors and management of the institution in a 
Report of Examination. The Report of Examination provides 
an account of the strengths and weaknesses of a compliance 
management system. It is more than an exception-based 
document and should add value to the institution’s compliance 
efforts.
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