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5 FAH-8 H-320   
HARDWARE 

(CT:WEB-5;   06-21-2012) 
(Office of Origin:  IRM/BMP/GRP/GP) 

(Updated only to revise Office of Origin) 

5 FAH-8 H-321  COMMERCIAL AND CONTRACT 

INTERNET SERVICE PROVIDER (ISP) 
(CT:WEB-1;   09-29-2005) 

The recommended means of publishing a public Web site is to use facilities 
already in place within the Department of State.  The Bureau of International 

Information Programs (IIP) has Internet hosting capabilities that can be 
accessed by posts.  Bureaus/posts must assess their organizational needs to 
determine the most effective means of hosting a Web site.  5 FAM 731 h 

governs use of a commercial Internet Service Provider (ISP) and will be a 
critical selection factor. 

5 FAH-8 H-322  ORGANIZATION HOSTED 

SITES 
(CT:WEB-1;   09-29-2005) 

a. Posts and bureaus hosting their own intranet Web sites must procure 
their own hardware and configure it in accordance with the Department of 
State security requirements.  The IT Change Control Board (IT CCB) 

approved hardware can be found at: 

(1) http://enm.irm.state.gov/IT_CCB/Baselines/Hardware/hwbaseline_
specs.html for general hardware specifications; 

(2) http://enm.irm.state.gov/IT_CCB/Baselines/Hardware/hwbaseline_
servers.html for server hardware; 

(3) http://enm.irm.state.gov/IT_CCB/Baselines/Hardware/hwbaseline_
work.html for workstations hardware; and 

(4) http://enm.irm.state.gov/IT_CCB/Baselines/Hardware/hwbaseline_
misc.html for miscellaneous hardware items. 
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b. System configuration information can be found at DS/ACD/SAB Web site, 

http://acd.ds.state.gov/branches/sab/sab_securityconfiguration.htm. 

5 FAH-8 H-323  THROUGH H-329 
UNASSIGNED 
(CT:WEB-1;   09-29-2005) 

 


