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Key HHS priority:  “Data Liberacion”



The Community Health Data Initiative (CHDI)

• Vision:   to help improve health by creating a growing “ecosystem” 
of community health data supply and use – modeled on what 
NOAA has done with weather data



On March 11, we laid out an aggressive vision 
for the Community Health Data Initiative



What happened next:  publication of HHS data 
+ an explosion of innovation

http://www.childrenshospital.org/
https://www.healthlandscape.org/index.cfm
http://www.google.com/imgres?imgurl=http://www.tech-house.upenn.edu/dynamic/site/iweek/images/scvngr.jpg&imgrefurl=http://www.tech-house.upenn.edu/dynamic/site/iweek/sponsors.php&usg=__LFOrnIMNZMsmLWhB3d2FOvbvRIg=&h=288&w=833&sz=154&hl=en&start=2&um=1&itbs=1&tbnid=oQC8zPvJABPnFM:&tbnh=50&tbnw=144&prev=/images?q=SCVNGR&um=1&hl=en&sa=N&tbs=isch:1
http://asthmapolis.com/


90 days later:  a stunning array of apps, built by 
private sector innovators, showcased on June 2 



Also launched on June 2:  the Health 2.0 Developer 
Challenge at www.Health2Challenge.org



On October 7, sponsors of the first six challenges 
announced winning applications at Health 2.0



Also on October 7:  “Blue Button” formally 
launched by VA and HHS, expanding the scope of 
open health data to personal health data

Downloads to date:  over 100,000



HHS is committed to fueling the emerging “open 
health data” ecosystem – with ever more data…
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New HHS Health Indicators Warehouse, announced 

6/2010 and launching 12/2010 – and to be made 

available via both a website and web services API

Additional HHS Data Commitments

Provider COMPARE APIs (data.medicare.gov), National 

Library of Medicine API portal:  launched 9/2010

Insurance product data from HealthCare.gov:  coming soon  

4
Continuously expanding inventory of HHS data put online, for 

free download/access  (Data.gov, hhs.gov/open, HHS Open 

Government Plan)

5 HEALTHDATA.GOV, new community on Data.gov dedicated to 

health data and its use -- coming 12/2010



…  and through work as a facilitator and 
catalyst   

• Annual Open Health Data forum (June 2011), convened 

with the Institute of Medicine

• Continued support of challenges via Health2Challenge.org

• Upcoming Health Data Journalism workshop

• Continuous work to actively market our data to innovators

who can turn it into useful applications and services that help 

consumers, providers, employers, community leaders, etc. 

make better decisions and get better results (e.g., DC2VC)



The goal:  a self-propelled ecosystem of health 
data supply and use that creates escalating 
benefit and value

• Example:  expansion of Network of Care for Healthy 

Communities to additional counties across the U.S.

• Example: Health 2.0 developer network (350+ 

developers), already beginning to be leveraged by startups

• Example:  Doximity, new startup by the co-founder of 

Epocrates

• Example: Microsoft integration of Community Health 

Data Initiative data into Azure/Amalga

• Example: the emerging “Blue Button” ecosystem



A Data-Driven Approach to the 

Information Sharing Environment 

Kshemendra Paul

Program Manager, Information Sharing Environment

November 16, 2010



Open Government 
Accelerates Transformation
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Applying Data-Driven 

Homeland Security Mission 

Applying Data-Driven 

Government to the 

Counter Terrorism and 

Homeland Security Mission 



Stakeholders & Mission
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• Information Sharing Environment (ISE) spans across USG Agencies; State, Local, and 

•

•

• Information Sharing Environment (ISE) spans across USG Agencies; State, Local, and 

Tribal Governments; Private Sector ; and International Allies (Mission Partners).

• ISE Enables Mission Partners to Share, Discover, Fuse, & Deliver Terrorism-related 

Information1 to support the frontline.

• PM-ISE’s Mission is to Plan, Oversee (Mission Partner) Building, and Manage the ISE.

1 Section 1016 of the Intelligence Reform and Terrorism Prevention Act of 2004 (IRTPA), P.L. 108-485, § 1016, 118 Stat. 3638, 3664 (2004), as amended by the  

Implementing the Recommendations of the 9/11 Commission Act of 2007, directs the ISE to improve the sharing of terrorism and homeland security information. The IRTPA 

definition, as amended, encompasses all terrorism-related information “collected, produced, or distributed by intelligence, law enforcement, military, homeland security, or 

other activities”, and includes weapons of mass destruction information. For brevity, these types of information are collectively referred to as “terrorism-related” information.



Baseline National ISE Strategy
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Building Beyond the Foundation to Accelerate Delivery of the ISE:

• ISE strengthens Whole of Government for the counter-terrorism mission

• Mission Partners are centers of excellence, building, operating, and using the ISE

• Open the Aperture to the totality of Terrorism-Related Information Sharing

• Leverage Industry via standards-based innovation:

• Functional & technical standards

• FAR clauses and grant conditions

• Net-centric approach enables partner action:

• Align common mission processes

• Share tech-enabled capabilities

• Focus on data creates value through reuse:

• Timely discovery through federated, inter-operable indices & cross-linking

• Identity mgmt, authorized use (automated policy enforcement & audit)



Current Priorities
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• Building a National Integrated Network 

of Fusion Centers

• Continuing Implementation of the 

Nationwide SAR Initiative (NSI)

• Establishing SBU/CUI Network 

Interoperability

• Improving governance of the classified 

National Security Information Program

• Advancing Implementation of CUI Policy 



Sharing Data While Protecting Privacy
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• Performance 

Measures

•

Sharing

• Performance 

Measures

• Information 

Sharing



CASE STUDY:
SBU/CUI Interoperability
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Interconnecting existing SBU/CUI networks and services spread 

across the 5 ISE Communities empowers the frontline to integrate 

their efforts and strengthen national capacity in support of a Whole 

of Government approach to counterterrorism.  



CUI Network Inter-operability Results

Successes

• Gathering and Documenting CUI User Requirements

• Improving Network Usability for Frontline Personnel

• Sharing User and Service Directories

• Improving Access to Help Desks

Upcoming Focus Areas

• Identity and Access Management

• Audit

• XMPP

• Extending the SBU Environment to new partners

• Geospatial

88



CASE STUDY
SBU User Account Overlap: Actual Results
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LEO

Intelink
RISSNET

0.2%
(300)

1.3%
(1,200)

2.1%
(3,100)

(39,900 total users)

(99,100 total users)

(51,300 total users)



Case Study 2: National Information 
Exchange Model

NIEM

Core



Standards-based Innovation

1. Functional Standards (NIEM IEPDs)

2. Tools

3. Data Portability/Cloud Computing

4. Business Analytics
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WWW.ISE.GOV

Sign up for Email 

Alerts to get the 

latest on:

• National ISE 

Strategy

• Open 

Government 

Dialogues

• Information 

Sharing Blogs 

and News


