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Law Enforcement Technology Application, Dissemination, and Training 
Project 

(Advanced Tecbnology Against Crime - ATAC) 

Phase Two - Computer-Based Instructional Modules 

PROJECT REPORT 

INTRODUCTION 

The convergence of emergent technology and training for law enforcement can be 

thought of as involving three broad categories of endeavors: 

The use of technology to enrich training. The development of high-speed computers 

and broad ban networks has allowed a substantial expansion of technology applications to 

the training environment. Two terms are frequently used interchangeably to describe the 

employment of new technology for training - computer-based training and distance 

learning. These two approaches are, of course, not synonymous with one another. 

Computer-based training is frequently used in a traditional classroom setting as a 

supplement to other instructional modes. Distance learning may or may not involve the 

use of emergent technology. Paper and pencil correspondence courses have existed for 

decades and are properly classified as distance learning. We do not yet have a term in 

our language to describe the phenomenon of computer enhanced distance learning. 

However, this is certainly “where the action is”. Institutions throughout the country, 

particularly institutions of higher education, are immersed in developing web-based 

instructional courses that can be taken by students any-here on the globe. Additionally, 

instructional programs are frequently placed on CD ROM or DVD disks for use njth a 

stand alone high-speed personal computer. 
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0 Training of police to deal with emergent technology. Computer crime has emerged as 

a major problem for law enforcement agencies. Computers may be the target of an 

offense, an instrumentality to an offense, or simply contain tangential evidence. Training 

entities throughout the country have begun to address law enforcement needs in this 

respect, offering courses to personnel on dealing with crime that employs emergent 

technology. 

Training of law enforcement in the employment of emergent technology. Emergent 

technology is presenting vast new opportunities to law enforcement agencies in the form 

of improving operations efficiency, improving tactics and even offering new strategic 

opportunities. But, the employment of such technology is always challenging. Given 

both the operational challenge and the expense involved, it is not unusual for emergent 

technology to not be employed, or, at the very least, be significantly underemployed, for 

years and, in some cases, decades. Training can both reduce expenses and help remove 

obstacles. 

The Advanced Technology Against Crime Project (renamed after the award was 

received, officially Law Enforcement Technology Application, Dissemination and Training 

Project) was an effort to marry all three of these intersections of emergent technology and 

training. The endeavor focused upon the development of computer-based instructional modules. 

one of which provided an orientation to a brand new technology for law enforcement application 

- Global Positioning Systems, a second provided a carefilly guided computer-based format for 

training officers to better collect blood evidence (an evidentiary element which has assumed a 

vastly more important role since the development of DNA printing), and a third a computer- 

0 

based instructional module on the fundamentals of dealing with computer crime. 
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The Consortium for the Future, composed of five universities and a consulting firm, 

conducted the project. Sam Houston State University was the lead institution and provided 

overall project direction, guidance and coordination. The Universip of Virginia bore 

responsibility for the development of the computer crime module. Eastern Kentucky University, 

working in conjunction with AST Incorporated, developed the computer-based module 

addressing Global Positioning Systems. Weber State University in Ogdon, Utah, assumed 

responsibility for the Blood Evidence Collection Module. The Ohio State University, in 

Columbus, played an ancillary, but significant role first developing and administering an 

extensive survey with regard to law enforcement technology training needs and capabilities, and 

second, coordinating a detailed product review of the three modules. G&H International, L.L.C., 

provided liaison services with the Offices of Science and Technology and the National Law 

Enforcement and Corrections Technology Center System. 

Planning Pbase 

The project was launched on September 30. 1997 with a $50,000.00 award from the 

National Institute of Justice for planning and concept development. A report on that phase of the 

project was submitted on March 25, 1998, and is included as an appendix to this document. The 

planning phase included several meetings among the Consortium for the Future members. 

Additionally, a Planning and Advisory Committee was convened and met on February 3, 1998 in 

Washington, D.C. An agenda for that meeting and Roster of Advisory Committee members is 

included in the final report on this planning phase appended to this report. During the planning 

phase it was determined that the initial substantive effort would consist of the development of 

four distinct products - a computer-based training module on Global Positioning Systems, a 

second on Blood Evidence Collection. and a third on Computer Crime. An additional product 0 
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would be the development and administration of a needs assessment with regard to technology 

trading to be administered by The Ohio State University. The responsibility for the final 

compilation of these materials into a standardized format and their dissemination rested with 

Sam Houston State University. 

’ Developmental Process for the Training Modules 

Each of the three institutions that bore responsibility for the development of a particular 

module (Global Positioning Systems - Eastern Kentucky University, Blood Evidence Collection 

- Weber State University, and Computer Crimes - University of Virginia) engaged in substantial 

discussion with all Consortium members, as well as representatives of OST, regarding the broad 

outline of the content of each module. It was decided that a deliberate effort would be made to 

vary the approach of each of the three modules, partly because such variation seemed logical 

given the particular content, and partially to test such variation for instructional efficacy. Hence, 

the emphasis of the Global Positioning Module is upon a broad orientation to the subject aimed 

at law enforcement managers. It is designed as, in essence, a decision aid for agencies 

contemplating making the very substantial investment of money and time to install a GPS 

system. The second module, Blood Evidence Collection, is aimed, in contrast, to operational 

personnel. It is designed for both patrol officers and investigators as a basic, but very thorough, 

review of processes and techniques involved in locating, collecting, and preserving for laboratory 

analysis, blood evidence. The core design involves walking the trainee through a hypothetical 

scenario involving blood evidence collection, but presenting a variety of issues that are involved 

in this respect. The module is a step-by-step guided process designed to assure mastery of the 

subject matter. Questions are posed during the process and must ultimately be answered 

correctly for the participant to proceed. The Computer Crime Module is a hybrid of the previous 
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two. It is designed for use across all levels of ranks  within a police agency. It is designed to 

explore the issue in greater depth than the GPS module, but not the kind of mastew level that is 

involved in the Blood Evidence Collection module. The module goes beyond a mere orientation. 

and provides guidelines for dealing with the collection of computers and peripherals that may 

contain evidence. At the same time, the module certainly does not, and could not, function as a 

complete course on dealing with all of the varied elements of cyber-crime, producing a 

thoroughly trained investigator. 

After institutional staf f  outlined the hdamentals  of each of the modules, the other 

Consortium members reviewed the drafts. Then, subject matter expertise was sought for each. 

The University of Virginia, for instance, conferred *ith the Federal Bureau of Investigation 

through its National Academy with regard to the specifics for the Computer Crime Module. 

Eastern Kentucky University conferred with vendors and police agencies that are currently 

employing GPS systems. Weber State University had on its faculty seasoned forensic scientists. 

Additionally, the university conferred with forensic laboratory personnel in Utah. The actual 

drafting of the training module material into computer-based format occurred at each institution 

through a combination of employing expertise within the respective institution. as well as 

obtaining outside professional consultants who had experience in developing computer-based 

training. Additionally, all of the draft content was reviewed by subject matter experts at Sam 

Houston State University’s College of Criminal Justice. 

After the development of an initial draft of the computer-based training modules, a 

conference was convened under the auspices of The Ohio State University in Columbus for a 

structured review by a range of law enforcement subject matter experts. The agenda and roster 

for that workshop are appended to this report. Additionally, The Ohio State University complied 

the diverse observations and comments from the review team into a report prepared by its Office 
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of Continuing Education entitled ‘4dvonced Technolog)! Against Crime - Qualitative 

Evaluation. That report is appended. The 28-page evaluation document provided detailed 

feedback to each institution regarding both content and process issues. Additionally. of course. 

representatives of each institution were on site to interact directly with the review team and 

obtained immediate feedback in that manner. 

’ 
Concurrently, the draft modules were provided to the Office of Science and Technology 

Program Monitor assigned to the endeavor, Ms. Sandra Newett. Ms. Newett reviewed each draft 

carefully and provided feedback regarding both content and design. 

Training Needs Assessment 

Working in close conjunction with Sam Houston State University, The Ohio State 

University administered a training needs assessment to concurrently ascertain law enlorcement 

agency level of competence and perception of training needs for a list of 100 technologies. The 

list of technologies was compiled by the project director at Sam Houston State University and 

transmitted to The Ohio State University. A custom designed optical scan form was compiled 

which measured concurrently competency and training needs. The form is appended. In the 

middle column is the list of 100 technologies. On the left side of the page is a 5-point scale 

asking respondents to assess the competency of agency members with regard to each technology. 

The 5-point scale is: 

@ 

1.  Agency does not use this technology; 

2. Very little competence by relevant agency members; 

3. Some competence by relevant agency members; 

4. Reasonable competence by relevant agency members; and 

5. Relevant agency members are very competent. 
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The term "relevant agency members" was employed to make it clear that the assessment 

intended to measure competence only among those individuals who were required to truly know 

the technology. On the right-hand column was a 5-point scale to measure agency training needs. 

The scale anchors are as follows: 

1.  Training is not needed; 

2. Training would possibly be beneficial; 

3. Some training is needed; 

4. There is a strong need for training; and 

5. There is a critical need for training. 

Instructions indicated to respondents that the training needs were to be assessed in terms of 

relevant agency members, not necessarily flagency members. 

Three general information queries were included at the end of the list of 100 

technologies. Agencies were queried with regard to the type of computer that might be available 0 
for use for computer-based training. A second query asked whether the agency had access to the 

Internet while at work for training purposes. A thrd inquiry asked whether the agency had ever 

used any computer-based instructional programs, and if so, which ones. 

Preliminary Administration of the Survey Instrument. A single scale version of the 

training needs assessment was administered to a sample of approximately 200 police managers 

from Texas and Kentucky by, respectively, Sam Houston State University and Eastern Kentucky 

University. The individuals surveyed held at least the rank of captain, and represented a full 

range of agencies from each of these two states. They were administered the survey instrument 

while they were attending training programs sponsored by each of the institutions. The results of 

that administration are appended. 
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National Administration of the Survey. The Ohio State Unjversity used a mail survey 

format to distribute 490 survey instruments nationally. A stratified random sample of agencies 

were selected from the Department of Justice mailing list of state and local police departments. 

Although the return rate was not astounding, as might be expected with this type of instrument, a 

total of 136 inventories were received back. Through an oversight, the names of the responding 

agencies were not linked to the individual scantron sheets. Hence, analysis by agency type or 

size is not possible. The data analyst did compile a total listing of the agencies, and did 

determine that they were representative of the Department of Justice mailing list both in terms of 

agency size and geography. Unfortunately, however, the data itself can only be analyzed in 

aggregate in terms of the total responses received. An analysis of that data provided by the Ohio 

State University is appended. 

0 Review by the Training Systems Design Division of the Naval Air Warfare Center. 

Following receipt of the penultimate version of the three computer-based training 

modules, the NIJ Program Manager, Ms. Sandra Newett, forwarded the modules to the Training 

Systems Design Division of the Naval Air Wadare Center in Orlando. Florida for review. A 

thorough review was completed by the Center. However, significant delay occurred in receipt of 

that review. Ms. Newett's departure fiom the National Institute of Justice complicated the 

situation and resulted in some confusion as to whether a review was going to be completed at all. 

The reviews were finally received one month before the expiration of the grant extension. 

Consequently, with the grant expiration deadline pending, Sam Houston State University 

proceeded to reproduce the three CD ROMs as presented to NIJ as the penultimate draft. 

Additionally. this decision was influenced by the fact that all the grant funds remaining would 

have to be spent on reproduction and distribution costs. i.e., there were no grant finds remaining 0 
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to reimburse the producing institutions for modifications to the CD ROMs presented as final 

copies. In a telephone conversation with Mr. Steve Schuetz, the newly assigned NIJ Program 

Manager, it was determined that Sam Houston State University would produce the three CD 

ROMs as presented. Depending upon receptivity by the field, funding availability, and the cost 

effectiveness of making any modifications suggested by NAWC, the decision would be made in 

the future as to whether it would be appropriate to expend additional funds for the recommended 

changes. The Project Director, Dr. Larry Hoover, reviewed the feedback forms received from 

NAWC to be certain that there were no “fatal flaws” identified, such as an inability to open the 

programs, consistent crashing of the programs, extensive confusion regarding navigation, and the 

like. There were no fatal flaws identified. The reviews received from NAWC describe potential 

improvements in each of the programs, but do not identi@ any substantial program deficiencies. 

Distribution of the Modules. 

As noted previously, Sam Houston State University assumed responsibility for 

distribution of the fhree training modules produced. Three hundred copies of each CD-ROM 

were reproduced. A jewel case for each was ordered, and an attractive jewel case insert was 

produced. One set of the CD-ROMs was mailed to each of the fifty Peace Officer Standards and 

Training Commissions. Additional sets were sent to each of the two hundred largest police 

agencies in the country identified through the Department of Justice mailing list. The sets were 

addressed to the Chief of Police or Sheriff, with a cover letter explaining the basics of the 

project, and noting that the sets should be forwarded to the Training Academy Director. The 

cover letter also noted that if additional sets were required, the agency could contact Sam 

Houston State University. Sam Houston State University has received approximately twenty 

such requests. The vast majority of the requests were for one additional set, although one agency 
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requested 250 additional sets (which we obviously could not provide). Approximately 20 sets 

were retained by Sam Houston State University for follow through distribution. and 

approximately 30 were forwarded to the National Institute of Justice. 

a 

Summary of the Review Process 

Project personnel were concerned fiom the onset that a thorough review of the computer- 

based instructional modules be conducted. It was important not only for the purpose of 

producing an easy to use quality product, but for being certain that appropriate law enforcement 

procedures were presented that would not conflict with accepted practice. In order to assure a 

careful and thorough review, then, the following steps were employed: 

1. All project personnel, the NIJ Program Monitor, and the Planning Grant Advisory 

Committee, reviewed initial drafts of the substance of content in outline format. 

2. All members of the project team and the NIJ Program Monitor reviewed the draft 

computer-based modules. 

3 .  A panel of law enforcement experts convened in Columbus, Ohio reviewed the initial 

draft modules. A carefully documented report of that review was completed by The 

Ohio State University and provided to each of the three institutions developing a 

module. 

4. The penultimate modules were forwarded to the Training Systems Design Division of 

the Naval Air Warfare Center. Although the review ultimately completed by the 

Center was received too late for improvement suggestions to be incorporated into the 

modules, the reviews were carefully screened by Sam Houston State University to be 

certain that serious content or process errors did not exist. The NAWC review 

identified no serious process or content errors. 
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The Project Director, Dr. Larry Hoover, has served on innumerable training development and 

advisory groups. He has worked extensively over the years with POST commissions in Illinois. 

Michigan, and Texas. As a result of that experience, the observation can be made that unanimity 

regarding the appropriateness of content and presentation will never be achieved. Trainers M i l l  

argue for hours, for example, about whether the term “traffic accident” is appropriate to use in a 

law enforcement training curriculum, or, since there are causes for such events, they should more 

appropriately be called “traffic collisions”. Of the three modules prepared under the aegis of this 

endeavor, the one that received the greatest amount of attention in this respect was Blood 

Evidence Collection. The Project Director, as well as Weber State University, was very careful 

to obtain broad input and be certain that forensic experts would agree on the fundamentals 

presented in the instructional module. Admittedly less attention was paid to the other two 

modules, but they were not ignored. All three modules underwent a careful review process. a 
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The Issue of Technology Dissemination 

The impact of advanced technology has begun to receive a great deal of attention w i h n  

the law enforcement community. There are several ways in which this impact is felt. 

The widespread use of advanced technologies among the citizenry has presented the 

criminal strata with new tools to avoid detection and prosecution. Wireless communication 

systems, the Internet, computer hacking, and sophisticated electronics are being increasingly 

employed by criminals to commit and “get away with” crimes. Most law enforcement agencies 

are ill equipped to combat the effect of these technologies. 

At the same t h e ,  there is increasing recognition of the benefits of the use of advanced 

technology in the day to day operations of law enforcement agencies throughout the country. In 

an era of severe budget limitations, the widespread use of advanced technology is vital as a 

critical “force multiplier” for law enforcement. The recognition of this fact has led Congress to 

significantly increase funding of Federal programs designed to assist law enforcement agencies 

in obtaining the use of advanced technologies. 

This attention on technology represents a dramatic change for law enforcement. A few 

years ago it was difficult to find police departments who had embraced the information a 
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revolution. Indeed. the National Institute of Justice Office of Science and Technology had 

estimated as recently as three years ago, that over one-half of local police departments were not 

using computers. As a result, the potential to use computer technology for increasing the 

efficiency and effectiveness of some departments has not even been explored. 

This has begun to change. A recent study by the Bureau of Justice Statistics indicates 

that approximately two-thirds of the nation’s police departments now have their own computers. 

A small, but increasing number of departments are beginning to tentatively embrace computer 

technology in a variety of ways. There is increasing discussion of automated booking stations, 

link analysis software, computerized mapping systems, the Internet and other innovative 

information system tools. Unfortunately, anecdotal evidence cited by N I J  indicates that while 

some departments are beginning to employ this technology, most still use computers only as a 

glorified typewriter. 

While information systems are the most obvious of the new technologies that can assist 

law enforcement, they represent just one area of technological innovation. For example, new 

forensic technologies are constantly in the process of development and deployment. 

Technologies to increase officer safety such as non-lethal systems, a “smart gun,” weapons 

detection systems, car stopping devices, and others are in a fairly advanced stage of development. 

In addition, technologies to assist in hostage rescue situations and special circumstances such as 

the location and neutralization of a bomb are also in the works. Finally, technologies that can 

assist in the training of police officers are receiving some degree of attention. 

This document is a research report submitted to the U.S. Department of Justice. This report
has not been published by the Department. Opinions or points of view expressed are those 
of the author(s) and do not necessarily reflect the official position or policies of the 
U.S. Department of Justice.



3 

The Training Issue a 
The development and demonstration of new technological applications is not sufficient. 

Technology transfer must occur, and training is the critical component of effective transfer. Law 

enforcement executives and line officers consistently cite the urgent need to improve the quality, 

availability and frequency of their training. The advent of the use of advanced technologies by 

both the criminal element and police make this even more critical as law enforcement becomes a 

more complicated and dangerous task. Unfortunately, this need is not yet being adequately met 

or addressed. 

The National Assessment Program for 1994 sponsored by NIJ indicated that “ ... 83 

percent of the police chiefs and sheriffs who had community policing programs said training 

should be better.” Obstacles to training included making time available, according to some 

respondents. Others noted the difficulty in ‘selling’ the new approach. (McEwen, 1994) The 

draft report of the current National Assessment of Community Policing Training reinforces the 

observations made in the earlier assessment, “Police agencies vary widely in terns of training 

budgets, resources, and delivery systems through which community policing is (or might be) 

available.” @. 1) (McEwen and Pandey, 1997) Research by Langworthy, Hughes, and Sanders 

(1 995) indicates scant resources dedicated to technology training. 

Budget reductions and limitations have made it increasingly difficult for agencies to 

receive the training that they believe they require. For example, most police departments have to 

send their officers to another sit- state training academy, a private organization etc.+o 

receive training. Budget limitations are forcing departments to do this with less, not more, 

frequency. The training provided by the FBI at the National Academy, while world class, is in 
0 
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practice only available to a relatively few officers. Here, too. budget cuts are negatively affecting 

the FBI’s ability to service the need. 

Budget cuts also i rhbi t  the development of appropriate training curricula for law 

enforcement. Most police officers are not trained to deal with the challenges presented by the 

use of new technologies and slulls by criminals. For example, most officers are not skilled to 

deal with sophisticated computer crimes. A few officers are trained annually in computer crime 

at the Federal Law Enforcement Training Center. However, the training necessary to meet 

demand is certainly not readily available. 

At the same time most officers are ill equipped to implement advanced technologies 

without training. For example, informal surveys by various National Law Enforcement and 

Corrections Technology Centers of NIJ indicate that a large number of police organizations do 

not yet utilize resources available to them on the Internet. Nor are they familiar with, or know 

how to implement, software packages that can make their jobs easier and more productive. 

Need for Distance Learning Format 

Law enforcement agencies most in need of technology training have the fewest 

opportunities to obtain the benefit of such instruction. Escalating police workloads, limited 

staffing and static budgets constrain the ability of peace officers to travel to attend national or 

regional training opportunities, of local law enforcement agencies to develop their own training, 

and of the scheduling of collective training for police departments. 

Those same factors also combine, however, to make both urban and rural law 

enforcement professionals ideal candidates for asynchronous training delivered via distance 

learning technologies. Such training would obviously allow peace officers to acquire increased a 
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awareness of their responsibilities in topics such as cnme scene presewation. less than lethal 

force, and geographc information systems through individual training they could complete at 

their own learning pace in their own homes and workplaces as time permits. It would also allow 

them to integrate concepts learned in training with everyday work requirements. 

Even in the absence of the forthcoming assessment of technologies for training, it is 

equally obvious that asynchronous training for law enforcement professionals will have to be 

developed for delivery via a range of mediums geared to the training platforms available to the 

individual officer or police department. Given the proliferation of video playback equipment 

throughout the United States, instruction delivered via VHS-format video cassette is one 

probable avenue of opportunity. Widespread Internet access points to the need for similar 

instruction to be delivered through the medium of the World Wide Web. For individuals and 

departments with access to multi-media personal computers, interactive instruction can also be 

delivered via CD-ROM, or the new DVD technology. 

Technology Dissemination Project 

The Consortium for the Future proposed to address this void by undertaking a major 

project focused on technology and training. The project proposed to address the void in this area 

by undertaking the following initiatives during a pilot phase to be initiated in 1998: 

1. Survey of Technology Training Needs 

Survey of law enforcement to determine what they see as their priorities for 
technology training. This will address two areas of training. 

0 Technology Tools: requirements for training in new law enforcement 
technologies. 
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0 Technology Countermeasures: requirements for training to counter the 
criminal use of technologies. 

2. Survey of Available Training Curricula 

Working with ongoing NIJ projects to develop a database on existing training 
in both Technology Tools and Technology Countermeasures. 

3. Technologies for Training 

Survey, assess, and plan the use of new technologies and systems for distance 
learning, including the Internet, interactive software, simulation etc., to 
provide law enforcement with high quality training in a more cost-effective 
way 

4. Pilot Projects 

Development of pilot projects employing I istance learning technc OgY to 
offer a better, mOre cost effective system to a u g m e n a u t  not replace- 
existing law enforcement training efforts. Prototype training tools will first be 
developed, then the pilot projects implemented utilizing advanced training 
tools for law enforcement. These will be conducted by law enforcement 
training organizations in partnership with the Consortium. The Consortium 
will evaluate the methods and technologies utilized, the quality of training 
provided, and the impact of that training. 

This report documents the tasks completed under the auspices of Phase One, a planning 

endeavor. Tasks completed under the auspices of Phase One were designed to allow rapid 

implementation of the four tasks delineated above as the constituent parts of the pilot project. 

Phase One, the planning project, was completed on schedule. The products of Phase One are 

described in subsequent sections. 
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The Consortium for the Future 

The Consortium consists of the Ohio State University, Sam Houston State University. 

university of California at Irvine, the University of Virginia and Weber State University. The 

Planning Project also included Eastern Kentucky University and PDI, Inc. Both entities are also 

proposed to be included in Phase 11. All seven entities are hereafter referred to as the Consortium 

jor the Future. All of the member organizations are currently involved in substantial law 

enforcement training endeavors. 

The lead institution is Sam Houston State University. Sam Houston State University 

conducts the Texas Law Enforcement Management Institute with a $3.4 million annual budget, 

the Police Research Center (directed by Dr. Larry Hoover, the project director for this endeavor) 

with a $500,000 annual budget, and recently received one of the Regional Community Policing 

0 Institute awards from the COPS office at $1 .O annually. Sam Houston State University also has 

extensive experience in developing distance learning formats for law enforcement training. 

SHSU staff recently developed an extensive distance learning program for the Illinois Law 

Enforcement Training and Standards Board. Funded by the Office of Community Policing 

Services, the program converted the entire Illinois 480 hour basic training program to a distance 

learning format. The Illinois project also involved the Law Enforcement Television Network in 

Dallas. It was featured as the front page lead story in the November issue of Law Enforcement 

News. The experience of SHSU s t a f f  in developing that program are invaluable to this effort. 

Further, several of the member organizations are likewise heavily involved in law 

enforcement technology endeavors. PDI personnel have worked with N I J  on their technology 

program and have extensive experience in developing innovative training programs as well as in 

the development of community-based distance learning programs. Likewise, both Eastern a 
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Kentucky University and Weber State University are extensively involved in technology 

applications. 
e 

Eastern Kentucky University, like Sam Houston State University, is the site of one of the 

Regional Community Policing Institutes. Its College of Criminal Justice employs 37 f i l l  time 

faculty members, serving 1600 majors. Eastern Kentucky University manages several million 

dollars in grants and contracts annually. The College is located within a Law Enforcement 

Complex on the EKU campus that also includes modem police, fire, and juvenile services 

training facilities and the state's Department of Criminal Justice Training, the agency that 

oversees and delivers most of the police training in Kentucky. 

The Criminal Justice program at Weber State University is committed to not only 

teaching iechnology applications, but using them as well. In addition to an extensive outreach 

program, the WSU Criminal Justice Department has been offering credit courses via EDNET, a 

statewide interactive television system, for a decade. This department sets the standards for law 

enforcement instruction and certification throughout Utah through its faculty, who have both 

academic credentials and hands-on experience in supporting law enforcement, and its operation 

of the Utah Police Academy in cooperation with WSU Continuing Education. Since 1972, the 

WSU Criminal Justice Department has also operated a forensic crime lab that has supported 

investigations by law enforcement agencies throughout Northern Utah. 

The Policy Development Institute, Inc., likewise possesses enormous experience and 

expertise in law enforcement. Its staff and consultants have been in significant positions of 

responsibility in law enforcement, including several chiefs of police of agencies nationally 

recognized for innovation in the field. Its for profit companion firm, Egan McAlister Associates, a 
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possesses the contract for operation of the National Law Enforcement and Corrections 

Technology Center, Southeast. 
0 

Although not directly part of this planning phase. three other members of the Consortium 

for the Furure, the University of Virginia, the University of California at Imine. and Ohio State 

University, will participate in Phase 11, the Pilot Project. The University of Virginia has, of 

course, a Iong-standing relationship with the Federal Bureau of Investigation’s National 

Academy. The National Academy’s “for credit” program is offered through the University of 

Virginia. The University of Virginia also possesses extensive expertise in forensic evidence 

applications. University faculty are involved in the current review and restructuring of the FBI’s 

National Laboratory. It is hardly necessary to discuss the strengths of state flagship institutions 

with mtional eminence such as the Ohio State University and the University of California at 

Imine. Every institution in the Consortium for the Future possesses some expertise in criminal 

justice. Every institution has been involved in technology transfer efforts of one kind or another. 

And every institution employs computer based instructional formats. It is the combination of 

expertise in both substantive law enforcement issues and distance learning delivery formats 

which gives this consortium its special status for this project. 
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Phase One Planning Project Products 

Effective 09/29/97 through 02/14/98 a $50,000 Planning Agreement was awarded to Sam 

Houston State University to initiate this endeavor on behalf of the Consortium for the Furure. 

.h initial meeting of the entities involved in the Planning Project was held at Eastern Kentucky 

University on 10/30/97. The agenda is presented in an appendix. The meeting was attended by 

representatives of Sam Houston State University, Eastern Kentucky University, Weber State 

University, PDI, Inc., (the four entities directly involved in the $50,000 Planning Project), as 

well as Consortium members Ohio State University, and the University of California at Imine. 

David Boyd, Director of the Office of Science and Technology, represented the National Institute 

of Justice. The group made significant progress in establishing policy and planning initiatives to 

deliver the products of the Planning Project. 

a A second meeting of the Consortium members was held with a newly formed advisory 

committee in Washington D.C. on February 3d and 4*, 1998. That meeting was likewise 

attended by David Boyd. The product of that meeting was a refined needs assessment survey 

instrument. The meeting agenda is presented in an appendix. 

The products of the Planning Project are as follows: 

1. Organize Focus Committees 

Neither the amount of time nor the level of effort devoted to the development 

of technology training will be meaningful if they are not relevant to law 

enforcement agencies. The first step was to identify the organizations, and 

key contacts within those organizations, to provide oversight to this 

undertaking. We proposed three focus groups, one representing computer 

utilization, one forensic applications and one patrol applications to provide us 

feedback to ensure that the training provides all the essential information 

needed by the respective elements of police agencies. Project staff contacted 
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individuals who represented diversity in law enforcement mission and 

organization. Representatives of the Consortium for  the Future conferred with 

NIJ staff in Washington, D.C. to discuss Focus Committee membership and 

set general project parameters. 

Members of the Advisory Committee are identified in an appendix. The 

diversity of membership both in terms of personal and agency characteristics 

is self evident. 

Staff prepared an orientation for the focus committee. 

package is included in an appendix. 

The orientation 

2. Conduct Initial Focus Committee Meeting 

There were three goals for the initial focus committee meeting. The first was 

education of committee members in technology training concepts; project 

goals, objectives, and methodology; and roles of project participants. The 

second goal was to review existing programs for applicability, such as training 

in computer crime offered by FLETC. The third goal was to draft a list of 

areas for inclusion in the needs assessment. 

Materials were prepared for committee members in advance, including 

overview information, the project plan, existing related training, and ideas for 

the needs assessment. Staff also organized session activities for the working 

portions of the meeting. 

3. Staff Research 

Both before and after the initial focus group meeting, project staffperformed a 

number of functions. Staff collected relevant technical information from NIJ, 

the regional technology transfer offices and law enforcement agencies 
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engaging in advanced technology applications. Staff members also created a 

database of elements subject to technology training. 

The instructional components of the proposed training 4 be organized into 

one- and two-hour modules that law enforcement users can complete at their 

own pace as their schedules permit. It is anticipated that one of the pilot 

modules will focus on basic principles of crime scene preservation and 

evidence handling. Development of this module is considered essential for 

the success of the pilot program. Thus, during this planning phase, a 

preliminary outline of the content of such a unit was developed. It is included 

as an appendix. Follow-on modules in the investigative area may focus on 

the unique challenges involved in various types of incidents, offenses and 

crime scenes, applying the Same set of concepts in each setting. 

4. Prepare Needs Assessment 

In preparation for distribution of the needs assessment, staff recommendations 

and issues, based on the prior tasks, were distributed to focus committee 

members. Project staff reviewed the comments, modified the 

recommendations, and prepared a modified inventory. It is included in an 

appendix. 

5. Design Training Tool Protocols 

As noted previously, prototype training tools were to be developed under 

the auspices of this proposed phase of this endeavor. Evidence collection 

was selected as one probable topic. Preliminary protocols for such a 

training tool are included in the Phase I1 proposal. Content for a module 
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on crime scene preservation is. as noted above. included as an appendix to 

this report. 

6. Prepare Design for Future Training 

A design for hture implementation has been proposed. The design document 

is in the form of a proposal submitted to NIJ in February. Since that 

document is available elsewhere, it is not included with this report. 

In summary, the planning phase of the project was completed on schedule. A11 of the objectives 

delineated in the proposal for the planning phase were accomplished. A proposal for project 

implementation has been submitted to the Ofice of Science and Technology. 
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Eastern Kentucky University 

The Ohio State University 

Sam Houston State Universitv 

University of Virginia 

Weber State University 

Advanced Technology Against Crime (ATAC) is a distance 

learning project funded by the National Institute of Justice, 

Office of Science and Technology, to train police agencies in 

the use of emergent technology. It is conducted by a 

university partnership, the Consortium for the Future, an 

affiliation that includes for this project Eastern Kentucky 

University, Ohio State University, Sam Houston State 

University, the University of Virginia, Weber State University, 

and G & H International Services, LLC. The consortium of 

universities is conducting needs assessments, identifying 

emergent technology transferable to law enforcement, and 

developing computer based instruction in distance learning 

packages to train police specialists. The initial three 

modules include Computer Crime, Global Positioning 

Systems, and Serological Evidence Collection. 

Contact 

Larry T. Hoover, Director 
Police Research Center 
Sam Houston State University 
Huntsville, TX 7734 1-2296 

prc-lth Bshsu.edu 
409 294- 1636 
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Consortium Meeting 
J. W. Marriott Hotel 

1331 Pennsylvania Ave., N.W. 
Washington, DC 20004 

December 16,1998 
(202) 393-2000 

Agenda 

9:00 a.m. Lonmorth Meetinp Room 

I. 

11. 

a 111. 

IV. 

v. 
VI. 

VI1 . 

Administrative Briefing 

Progress Reports 
- Eastern Kentucky University 

“Global Positioning Systems” 
- University of Virginia 

“Computer Crime” 
- Weber State University 

“Serological Evidence Collection” 

Demonstration of Media Formats 
- Criminal Investigation, West Publishing 
- AST Law Enforcement Program 
- LETN Illinois Tape 
- University of Virginia CD-ROM 
- Weber State - CD ROM, Diversity 

Content Issues 
- Media Formats 
- Degree of standardization 
- Length 

NIJ Update 

Timetable 

Evaluation Issues 

Larry Hoover 

Pamela Collins 

Cindy Orshek 

Peg Wherry 

Sandra Newett 

Sandy Soghikian 

VIII. Other Issues 
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Bus Fax: (202) 307-9907 
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E-mail: iapi@aol.com 

BUS: (606) 622-1977 
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Univ. of Virginia 
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Bus Fax: (804) 982-5369 
E-mail: cgo3w@virginia.edu 

BUS: (804) 982-5366 

Police Research Center 
Criminal Justice Center 
Sam Houston State University 
Huntsville, TX 77341-2296 

Bus Fax: (409) 294-1684 
E-mail: prcjlt@shsu.edu 

BUS: (409) 294-1704 

Weber State University 
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Ogden, UT 84408 

Bus Fax: (801) 626-6145 
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Bus Fax: (606) 622-6392 
E-mail: kscarbocop@aol.com 

BUS: (606) 622-3565 

Weber State University 
Dept of Continuing Education 
4005 University Circle 
Ogden, UT 84408 

Bus Fax: (801) 626-7978 
E-mail: pwherry@cc.weber.edu 

BUS: (801) 626-6990 ' 

G&H International Services, LLC 
1747 Pennsylvania Ave, NW, Suite 
700 
Washington D.C. 20006-4604 
BUS: (202) 955-9505 
Bus Fax: (202) 429-9894 
E-mail: rgreenberg@ghinternation 

al.com 

Univ. of California at  Intine 
University Extension 
P.O. Box 6050 
Irvine, CA 92616-6050 

Bus Fax: (949) 824-2742 
E-mail: slsoghik@uci.edu 

BUS: (949) 824-2033 

Criminal Justice Center 
Sam Houston State University 
Huntsville, lX 77341-2296 

Home: (409) 291-1156 
Bus Fax: (409) 294-1684 
E-mail: prc-lth@shsu.edu 

BUS: (409) 294-1636 

Continuing Education 
Univ. of Virginia 
104 Midmont Ln 
Charlottesville, VA 22903 

Bus Fax: (804) 982-5550 
E-mail: sondra@virg in ia .edu 

BUS: (804) 982-5206 
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Alarm Systems--National Manufacturing 
Standards 
Alarm Systems--Robbery Alerts 
Alarm Systems--Burglary Alerts 
Alarm Systems--Undercover Applications 
Crowd Control Devices 
Crowd Control Devices--Video 
Crowd Control Devices--Sprays 
Emergency Medical Response Technology 
Global Positioning Systems 
Global Positioning Systems--Vehicle Location 
Systems 

Global Positioning Systems--Mobile Surveillance 
Inebriation Measurement Devices 
Inebriation Measurement Devices--Evasive/Non- 
evasive 
Inebriation Measurement Devices-Automobile 
immobilization 
Inebriation Measurement Devices--Incapacitated 
or uncooperative persons 
Less Than Lethal Force 
Night Vision Devices 
Pursuit Termination Technology 
Remote/Projection Listening Devices 
Robbery Alert Tracking Devices 
Stun Devices 
Traffic Collision Analysis Technology 

Percent 
1 2 3 4 5 

Some Little No 
FUIIY Competent - Competence - Competence - Competence 

Competent - Some Definitely Need Need 
No Training Training Training Training Training 

11.7 

9.1 
10.5 
6.5 

11.7 
13.0 
6.8 
6.5 
9.1 
7.9 
9.2 
2.6 
3.9 

7.8 

11.8 
10.4 

5.2 

6.5 

11.7 
5.2 
5.2 
3.9 
7.8 
7.9 

11.7 

33.8 

37.7 
22.4 
20.8 

29.9 
28.6 
23.3 
27.3 
23.4 
39.5 
11.8 
7.8 

15.6 

10.4 

42.1 
26.0 

16.9 

24.7 

42.9 
50.6 
32.5 
20.8 
18.2 
23.7 
26.0 

24.7 

24.7 
26.3 
26.0 

31.2 
33.8 
24.7 
27.3 
28.6 
30.3 
31.6 
29.9 
20.8 

22.1 

22.4 
32.5 

32.5 

26.0 

33.8 
28.6 
32.5 
37.7 
31.2 
31.6 
35.1 

20.8 

19.5 
23.7 
22.1 

18.2 
14.3 
20.5 
20.8 
19.5 
15.8 
28.9 
24.7 
24.7 

26.0 

6.6 
10.4 

20.8 

22.1 

7.8 
11.7 
18.2 
22.1 
18.2 
14.5 
16.9 

9.1 

9.1 
17.1 
24.7 

9.1 
10.4 
24.7 
18.2 
19.5 
6.6 

18.4 
35.1 
35.1 

33.8 

17.1 
20.8 

24.7 

20.8 

3.9 
3.9 

11.7 
15.6 
24.7 
22.4 
10.4 
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AGENCY T a ING NEEDS 
PERCENT, MEAN, AND RANK OF ITEMS 

Item # Item 

PA55 Vehicle Tracking Devices 
PA56 Video Surveillance Devices 
PA57 
PA58 Radio Traffic Recording Devices 
PA59 Traffic Monitoring Devices 
Investigation Applications 

Individual Prisoner Control Assistance Devices 

IA60 
IA61 
IA62 
IA63 
IA64 

IA65 

IA66 
IA67 

IA68 
IA69 
IA70 
IA71 
IA72 
IA73 

IA74 

IA75 
IA76 
IA77 
IA78 
IA79 

Arson Investigation Technology 
Bombing Investigation Technology 
Death Investigation Technology 
Death Investigation Technology--Infant Death 
Death Investigation Technology--Fingerprints 
from Corpses 
Death Investigation Technology--Animation of 
Events 
Serological Identification 
Serological Identification--Reconstruction 
Software 
Serological Identification--Stain Identification 
Serological Identification--DNA 
Drug Identification 
Electronic Case Files 
Electronic Case Files--Case Management 
Electronic Case Files--Combined Digital Storage 
and Retrieval 
Electronic Case Files-Encryption and 
Authentication 
Electronic Case Files--Computerized Sketching 
Evidence Processing 
Evidence Processing--Fingerprints/AFIS 
Evidence Processing--Impression Casting 
Evidence Processing--Development Techniques 

Percent 
1 2 3 4 6 

Some Little No 
Fully Competent - Competence - Competence - Competence 

Competent - Some Definitely Need Need 
No Training Training Training Training Training 

5.2 
5.3 
9.3 

22.1 
6.5 

16.4 
7.9 

14.3 
10.4 
15.6 

3.9 

14.5 
9.3 

9.3 
12.0 
15.6 

1.3 
2.6 
1.3 

2.7 

1.3 
9.5 

27.6 
14.7 
13.3 

24.7 
36.8 
22.7 
40.3 
27.3 

12.3 
22.4 
45.5 
40.3 
37.7 

18.2 

14.5 
12.0 

16.0 
17.3 
48.1 
29.3 
24.7 
27.6 

13.3 

14.7 
54.1 
43.4 
44.0 
40.0 

32.5 
32.9 
29.3 
15.6 
29.9 

24.7 
21.1 
23.4 
28.6 
27.3 

32.5 

23.7 
24.0 

21.3 
14.7 
23.4 
36.0 
42.9 
23.7 

21.3 

29.3 
27.0 
10.5 
28.0 
26.7 

20.8 
13.2 
21.3 
11.7 
15.6 

21.9 
26.3 
7.8 

10.4 
6.5 

18.2 

23.7 
21.3 

28.0 
25.3 

7.8 
17.3 
14.3 
30.3 

32.0 

29.3 
2.7 
5.3 
6.7 
8.0 

16.9 
11.8 
17.3 
10.4 
20.8 

24.7 
22.4 
9.1 

10.4 
13.0 

27.3 

23.7 
33.3 

25.3 
30.7 
5.2 

16.0 
15.6 
17.1 

30.7 

25.3 
6.8 

13.2 
6.7 

12.0 

Mean 

3.19 
2.89 
3.15 
2.48 
3.17 

3.26 
3.33 
2.52 
2.70 
2.64 

3.47 

3.28 
3.57 

3.44 
3.45 
2.39 
3.17 
3.16 
3 34 

3.75 

3.63 
2.43 
2.33 
2.47 
2.65 

?ank of Mean 
(using 5 
decimal 
places) 

42.0 
61 .O 
49.0 
91 .o 
46.0 

34.0 
30.0 
88.0 
81 .o 
84.0 

17.0 

33.0 
12.0 

21 .o 
20.0 
97.0 
43.0 
48.0 
27 0 

4.0 

11.0 
94.0 
98.0 
92.0 
83.0 
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PERCENT, MEAN, AND RANK OF ITEMS 

Item # Item 

IA80 

IA81 
IA82 
IA83 

IA84 

IA85 
IA86 
IA87 

IA88 
IA89 
IA90 
IA91 
IA92 
IA93 
IA94 
IA95 
IA96 
IA97 
IA98 
IA99 
IAIOO 

Evidence Processing--Identification and 
Comparison 
Photography of Trace Evidence 
Photography of Trace Evidence--Latent Prints 

Photography of Trace Evidence--Digital Camera: 
Photography of Trace Evidence--Image 
Enhancement Systems 
Photography of Trace Evidence--Video 
Trace Evidence Collection 
Trace Evidence Collection--Illumination 
Techniques 
Trace Evidence Collection--Hair 
Trace Evidence Collection--Soil 
Trace Evidence Collection-Pollen/Spores 
Trace Evidence Collection--Glass 
Trace Evidence Collection--Fiber 
Trace Evidence Collection--Paint 
Firearms 
Firearms--Computerized Data Bases 
Firearms--Gunshot Residue 
Firearms-Bullets and Cases 
Criminal Intelligence Profiling 
Person Identification 
Crime Scene Safety 

Percent 
1 2 3 4 5 

Some Little No 
Fully Competent - Competence - Competence - Competence 

Competent - Some Definitely Need Need 
No Training Training Training Training Training 

14.5 50.0 18.4 5.3 11.8 

15.8 34.2 34.2 3.9 11.8 
21.1 43.4 18.4 9.2 7.9 
6.6 28.9 35.5 14.5 14.5 

8.0 21.3 34.7 20.0 16.0 

8.0 32.0 33.3 16.0 10.7 
9.3 37.3 32.0 13.3 8.0 

12.2 35.1 31.1 12.2 9.5 

11.8 
12.0 
5.5 

10.7 
11.8 
10.7 
17.8 
10.5 

36.8 
30.7 
28.8 
30.7 
28.9 
30.7 
49.3 
23.7 

30.3 
29.3 
26.0 
33.3 
32.9 
30.7 
24.7 
27.6 

12.0 29.3 36.0 
12.0 32.0 34.7 
2.6 18.2 49.4 
6.5 37.7 39.0 

16.9 42.9 24.7 

13.2 
17.3 
19.2 
14.7 
17.1 
18.7 
4.1 

19.7 
3.3 
4.7 
5.6 
7.8 
0.4 

7.9 
10.7 
20.5 
10.7 
9.2 
9.3 
4.1 

18.4 
9.3 
6.7 

14.3 
9.1 
5.2 

Mean 

2.5C 

2.62 
2.38 
3.01 

3.15 

2.88 
2.73 
2.72 

2.60 
2.84 
3.21 
2.84 
2.83 
2.85 
2.27 
3.12 
2.79 
2.72 
3.21 
2.75 
2.44 

2ank of Mean 
(using 5 
decimal 
places) 

89.0 

86.0 
96.0 
55.0 

49.0 

62.0 
78.0 
80.0 

82.0 
67.0 
40.0 
68.0 
70.0 
65.0 
99.0 
52.0 
74.0 
79.0 
39.0 
75.0 
93.0 

This document is a research report submitted to the U.S. Department of Justice. This report
has not been published by the Department. Opinions or points of view expressed are those 
of the author(s) and do not necessarily reflect the official position or policies of the 
U.S. Department of Justice.



AGENCY T a ING NEEDS 
RANKORDEROFMEANS 

Item # Item 

IT2 1 

IT22 
PA4 1 
IA74 

IT2 
PA42 

IT15 
PA43 

IT1 
IT18 
IA75 
IA67 

IT3 
IT1 1 
IT8 
IT1 7 
IA65 

IT19 
IT27 
IA69 
IA68 
PA46 

PA33 

IT26 
IT23 

Person Recognition Devices (e.g. retina scan, 
fingerprint scan) 
Telecommunication Theft Technology 
Global Positioning Systems 
Electronic Case Files-Encryption and 
Authentication 
Bar Code Devices--Prisoner Bands 
Global Positioning Systems--Vehicle Location 
Systems 
Internet Crime 
Global Positioning Systems--Mobile Surveillanct 

Bar Code Devices 
Laptop Utilization--Personal Digital Assistants 
Electronic Case Files--Computerized Sketching 
Serological Identification--Reconstruction 
Software 
Bar Code Devices--Property Room Inventory 
Electronic Data Interagency Interchange 
Data Encryption/Electronic Surveillance 
Laptop Utilization--Replacement of MDT 
Death Investigation Technology--Animation of 
Events 
Laptop Utilization--Upload/Docking Systems 
Template Software--Graphical Programs 
Serological Identification--DNA 
Serological Identification--Stain Identification 
Inebriation Measurement Devices--Automobile 
immobilization 
Alarm Systems--National Manufacturing 
Standards 
Template Software--Spread Sheets 
Template Software 

Percent 
1 2 3 4 5 

Some 
Fully Competent - Competence - Little 

Competent - Some Definitely Competence - No Competence 
No Training Training Training Need Training Need Training 

6.5 

3.9 
2.6 
2.7 

14.1 
3.9 

5.2 
7.8 

8.0 
5.2 
1.3 
9.3 

7.8 
5.2 
2.6 
6.6 
3.9 

5.3 
7.9 

12.0 
9.3 
5.2 

6.5 

9.1 
5.3 

5.2 

5.2 
7.8 

13.3 

11.3 
15.6 

11.7 
10.4 

21.3 
14.3 
14.7 
12.0 

26.0 
19.5 
16.9 
19.7 
18.2 

18.7 
13.2 
17.3 
16.0 
16.9 

20.8 

14.3 
22.4 

14.3 

20.8 
29.9 
21.3 

9.9 
20.8 

20.8 
22.1 

13.3 
26.0 
29.3 
24.0 

13.0 
24.7 
28.6 
18.4 
32.5 

29.3 
31.6 
14.7 
21.3 
32.5 

26.0 

32.5 
25.0 

26.0 

29.9 
24.7 
32.0 

15.5 
24.7 

35.1 
26.0 

12.0 
19.5 
29.3 
21.3 

14.3 
20.8 
32.5 
28.9 
18.2 

17.3 
19.7 
25.3 
28.0 
20.8 

22.1 

19.5 
26.3 

48.1 

40.3 
35.1 
30.7 

49.3 
35.1 

27.3 
33.8 

45.3 
35.1 
25.3 
33.3 

39.0 
29.9 
19.5 
26.3 
27.3 

29.3 
27.6 
30.7 
25.3 
24.7 

24.7 

24.7 
21.1 

Mean 

4.04 

3.97 
3.82 
3.75 

3.75 
3.71 

3.60 
3.60 

3.65 
3.65 
3.62 
3.57 

3.51 
3.51 
3.4s 
3.4s 
3.47 

3.47 
3.46 
3.45 
3.44 
3.43 

3.30 

3.36 
3.36 

Rank of 
Mean (using 

5 decimal 
places) 

1 

2 
3 
4 

5 
6 

7 
7 

9 
0 
1 
2 

3 
3 
5 
6 
7 

18 
19 
20 
21 
22 

23 

24 
25 
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AGENCY T a ING NEEDS 
RANK ORDER OF MEANS 

Item # Item 

PA40 
IA73 

IT25 
PA52 
IA61 
PA36 
IT13 
lA66 
IA60 
PA47 

IT7 
PA51 
IT20 
IA98 
IA90 
PA53 
PA55 
IA71 
PA37 
PA38 
PA59 
IT28 
IA72 
PA57 
IA84 

PA32 
IT16 
IA95 
PA45 

Emergency Medical Response Technology 
Electronic Case Files--Combined Digital Storagc 
and Retrieval 
Template Software--Data Bases 
Robbery Alert Tracking Devices 
Bombing Investigation Technology 
Alarm Systems--Undercover Applications 
Geographic Information System 
Serological Identification 
Arson Investigation Technology 
Inebriation Measurement Devices-lncapacitatec 
or uncooperative persons 
Data Analysis Tools 
RemotelProjection Listening Devices 
Live Scan Fingerprint Devices 
Criminal Intelligence Profiling 
Trace Evidence Collection--Pollen/Spores 
Stun Devices 
Vehicle Tracking Devices 
Electronic Case Files 
Crowd Control Devices 
Crowd Control Devices--Video 
Traffic Monitoring Devices 
Wireless Data Transmission 
Electronic Case Files--Case Management 
Individual Prisoner Control Assistance Devices 
Photography of Trace Evidence--Image 
Enhancement Systems 
Alarm Systems--Portable Systems 
Laptop Utilization 
Firearms--Computerized Data Bases 
Inebriation Measurement Devices--Evasive/Non 
evasive 

Percent 
1 2 3 4 5 

Some 
Fully Competent - Competence - Little 

Competent - Some Definitely Competence - No Competence 
No Training Training Training Need Training Need Training 

9.2 
1.3 

7.8 
7.8 
7.9 
6.8 
5.2 

14.5 
16.4 
6.5 

5.2 
3.9 

14.3 
2.6 
5.5 
7.9 
5.2 
1.3 
6.5 
9.1 
6.5 
9.3 
2.6 
9.3 
8.0 

10.5 
11.8 
10.5 
10.4 

11.8 
27.6 

16.9 
18.2 
22.4 
23.3 
22.1 
14.5 
12.3 
24.7 

22.1 
20.8 
22.1 
18.2 
28.8 
23.7 
24.7 
29.3 
27.3 
23.4 
27.3 
21.3 
24.7 
22.7 
21.3 

22.4 
18.4 
23.7 
26.0 

31.6 
23.7 

33.8 
31.2 
21.1 
24.7 
28.6 
23.7 
24.7 
26.0 

31.2 
37.7 
18.2 
49.4 
26.0 
31.6 
32.5 
36.0 
27.3 
28.6 
29.9 
33.3 
42.9 
29.3 
34.7 

26.3 
31.6 
27.6 
32.5 

28.9 
30.3 

16.9 
18.2 
26.3 
20.5 
26.0 
23.7 
21.9 
22.1 

26.0 
22.1 
16.9 
15.6 
19.2 
14.5 
20.8 
17.3 
20.8 
19.5 
15.6 
16.0 
14.3 
21.3 
20.0 

23.7 
22.4 
19.7 
10.4 

18.4 
17.1 

24.7 
24.7 
22.4 
24.7 
18.2 
23.7 
24.7 
20.8 

15.6 
15.6 
28.6 
14.3 
20.5 
22.4 
16.9 
16.0 
18.2 
19.5 
20.8 
20.0 
15.6 
17.3 
16.0 

17.1 
15.8 
18.4 
20.8 

Rank of 
Mean (using 

5 decimal 
Mean I p ) laces 

3.36 
3.34 

3.34 
3.34 
3.33 
3.33 
3.30 
3.28 
3.26 
3.26 

3.25 
3.25 
3.23 
3.21 
3.2 1 
3.20 
3.19 
3.17 
3.17 
3.17 
3.17 
3.16 
3.16 
3.15 
3.15 

3.14 
3.12 
3.12 
3.05 

25 
27 

28 
28 
30 
31 
32 
33 
34 
35 

36 
36 
38 
39 
40 
41 
42 
43 
44 
44 
46 
47 
48 
49 
49 

51 
52 
52 
54 
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RANKORDEROFMEANS 

Item # Item 

IA83 

IT14 
IT24 
IT10 
PA50 
IT9 
PA56 
IA85 
PA54 
IT6 
I T4 
IA93 
IA89 
IA91 
PA34 
IA92 
PA30 

PA31 
PA35 
IA96 
IA99 
PA44 
PA39 
IA86 
IA97 
IA87 

IA63 
IA88 
IA79 
PA29 

Photography of Trace Evidence--Digital 
Cameras 
Internet as a Resource 
Template Software--Word Processing 
Digital Photography 
Pursuit Termination Technology 
Data Storage Media 
Video Surveillance Devices 
Photography of Trace Evidence--Video 
Traffic Collision Analysis Technology 
Computer Data Recovery 
Client-Server Records Systems 
Trace Evidence Collection--Paint 
Trace Evidence Collection--Soil 
Trace Evidence Collection--Glass 
Alarm Systems--Robbery Alerts 
Trace Evidence Collection--Fiber 
Alarm Systems--Special Circumstances and 
Applications 
Alarm Systems--False Alarm Control 
Alarm Systems--Burglary Alerts 
Firearms--Gunshot Residue 
Person Identification 
Inebriation Measurement Devices 
Crowd Control Devices--Sprays 
Trace Evidence Collection 
Firearms--Bullets and Cases 
Trace Evidence Collection--Illumination 
Techniques 
Death Investigation Technology--Infant Death 
Trace Evidence Collection--Hair 
Evidence Processing--Development Techniques 
Alarm Systems 

Percent 
1 2 3 4 5 

Some 
Fully Competent - Competence - Little 

Competent - Some Definitely Competence - No Competence 
No Training Training Training Need Training Need Training. 

6.6 

7.8 
10.4 
7.8 
5.2 
7.8 
5.3 
8.0 

11.7 
9.1 

10.7 
10.7 
12.0 
10.7 
11.7 
11.8 
11.7 

9.1 
13.0 
12.0 
6.5 

11.8 
7.9 
9.3 

12.0 
12.2 

10.4 
11.8 
13.3 
13.0 

28.9 

26.0 
26.0 
27.3 
32.5 
33.8 
36.8 
32.0 
26.0 
35.1 
36.0 
30.7 
30.7 
30.7 
29.9 
28.9 
33.8 

37.7 
28.6 
29.3 
37.7 
42.1 
39.5 
37.3 
32.0 
35.1 

40.3 
36.8 
40.0 
37.7 

35.5 

35.1 
31.2 
33.8 
32.5 
29.9 
32.9 
33.3 
35.1 
28.6 
28.0 
30.7 
29.3 
33.3 
31.2 
32.9 
24.7 

24.7 
33.8 
36.0 
39.0 
22.4 
30.3 
32.0 
34.7 
31.1 

28.6 
30.3 
26.7 
28.6 

14.5 

19.5 
16.9 
19.5 
18.2 
18.2 
13.2 
16.0 
16.9 
15.6 
8.0 

18.7 
17.3 
14.7 
18.2 
17.1 
20.8 

19.5 
14.3 
13.3 
7.8 
6.6 

15.8 
13.3 
14.7 

14.5 

11.7 
15.6 
11.7 
11.7 
10.4 
11.8 
10.7 
10.4 
11.7 
17.3 
9.3 

10.7 
10.7 
9.1 
9.2 
9.1 

9.1 
10.4 
9.3 
9.1 

17.1 
6.6 
8.0 
6.7 

2.2 9.5 

0.4 10.4 
3.2 7.9 
8.0 12.0 
4.3 6.5 

Rank of 
Mean (using 

5 decimal 
Mean 1 p laces ) 

3.01 

3.01 
3.01 
3.00 
2.99 
2.90 
2.89 
2.89 
2.88 
2.86 
2.85 
2.85 
2.84 
2.84 
2.83 
2.83 
2.82 

2.82 
2.81 
2.79 
2.75 
2.75 
2.74 
2.73 
2.72 
2.72 

2.70 
2.68 
2.65 
2.64 

55 

56 
56 
57 
59 
60 
61 
62 
63 
64 
65 
65 
67 
68 
69 
70 
71 

71 
73 
74 
75 
76 
77 
78 
79 
80 

81 
82 
83 
84 
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c 0 1  Ll n: bll4, OH 4 7 2 I :- ! I K 2  
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February 3,2000 

Lany Hoover 
Sam Houston State University 
Criminal Justice Center 
P.O. Box 2296 
Huntsville, TX 77341 -2296 

Dear Larry: 

We are pleased to inform you that we have completed the analysis of our survey of 
law enforcement agencies across the nation. Please accept the two copies enclosed 
with the following brief description. 

We mailed surveys to 490 law enforcement agencies including representation from 
each state, including state, county, and city agencies. The data set was inclusive in its 
make-up with rural and urban units, as well as large and small departments 
represented. Seventeen (1 7) of the surveys were returned because of incorrect 
addresses. One hundred thirty-six (1 36) surveys were returned completed and 
analyzed. Clearly this 28.7% ( 1  36-473) return rate was sufficiently representative to 
supply valid information for purposes of this study. Only three states were not 
represented among the 136 replies; they were Delaware, North Dakota, and Nevada. 
The distribution by state of the sample as compared to the population is given in Table 
4. 

Table 1 provides the distribution of responses for perceived competency and training 
needs sorted by perceived competency means. Mean values for perceived competency 
range from 1 to 5 with 1 representing “no use of technology” and 5 representing ”very 
competent use of technology”. The present results indicate that ’Less Than Lethal 
Force’ has the highest perceived competency with a mean of 3.485. 

Table 2 outlines the distribution of responses for perceived training needs and 
competency sorted by perceived training needs. hlean values for perceived training 
needs range from 1 to 5 with 1 representing “training not needed’’ and 5 representing 
’‘a critical need for training”. The data analysis indicates that ‘Crime Scene Safety‘ 
has the highest perceived training need with a mean of 2.890. 
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Distributions of agencies' ability to use computer based instructional programs is 
described in Table 3. While the largest majority of agencies appear to be using 
Pentium based computers with 200 MHz processing speed or hisher, many (399.~0) are 
still using 486 based processors. In addition. a slight majority ( 5 5 .  I O h )  of the agencies 
appears to have access to the internet while at work. The results also indicate that a 
small proportion (27.2%) of the agencies have used some kind of computer based 
instructional programs. 

If you have any questions, please call me or Tony Basil. 

Sincerely, 

Mac A. Stewart 
Associate Provost, Undergraduate Studies 
Dean, University College/Continuing Education 
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36.8% 
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AGENCY COMPETENCY OF 8 M B E R S  AND TRAINING NEEDS 
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Competency of agency members 

(2) 

Very Llltle 

Competence 

6.6% 

22.4% 
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(3 1 
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2 8.9% 
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53.9% 
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10.5% 

43.4% 

27.6% 

25.0% 

32.9% 

48.7% 

28.9% 

(4) 

Reasonable 
Competence 

63.2% 

53.9% 

44.7% 

46.1% 

63.2% 

43.4% 

48.7% 

38.2% 

42.1 Yo 

40.8% 

39.5% 

35.5% 

(5) 

Vary 
Competenl 

50.0% 

40.8% 

36.8% 

34.2% 

25.0% 

56.6% 

26.3% 

40.8% 

36.8% 

30.3% 

19.7% 

30.3% 

Mean 

3.485 

3.235 

3.206 

3.184 

3.162 

3.103 
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2.934 

2.882 

2.772 
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12. E-mail Applications 

39. Crowd Control Devlces - 
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40. Emergency Medical Response 
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7.9% 

13.2% 

14.5% 
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55.3% 
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for training 
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21.1% 
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9.2% 
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7.9% 

10.5% 

10.5% 

1 1.8% 

1 1.8% 

6,6% 

9.2% 

9.2% 

1 1.8% 

1 1  .8% 

9.2% 

9.2% 

AGENCY COMPETENCY OF ~ M B E R S  AND TRAINING NEEDS 
RANK ORDER OF COMPETENCY MEANS 

Competency of agency mernbera Tralnlng Needs 

(1 1 (2) (3) (4) (5) (1 1 (2) (3) (4) (5) 
Tralnlng Agency 

does not Tralnlng would Some 

NO la not poaalbly ba tralnlng Strong need Crltlcrl need use this Very Llttle Some Reasonable very 
technology Competence Competence Competence Competent Mean Reaponre needed beneflclal Ir needed for tralnlng for training Mean 

28.9% 22 4% 2 713 40 8% 30.3% 44.7% 36.8% 18.4% 2.654 14. Internet as a Resource 9.2% 31.6% 34.2% 52.6% 

7.9% 1.978 51.3% 18.4% 34.2% 39.5% 25.0% 2.647 29. Alarm Systems 11.8% 63.2% 48.7% 35.5% 1 1  .8% 

34.2% 39.5% 39.5% 38.2% 17.1% 2.625 86. Trace Evidence Collection 13.2% 23.7% 40.8% 55.3% 27.6% 18.4% 2.647 

52.6% 19.7% 32.9% 36.8% 25.0% 2.588 35. Alarm Systems - Burglary 7.9% 61.8% 50.0% 38.2% 13.2% 7.9% 2.059 
Alerts 

32.9% 35.5% 50.0% 38.2% 10.5% 2.566 99. Person Identification 13.2% 23.7% 38.2% 59.2% 34.2% 10.5% 2.610 

81.6% 10.5"/0 10.5% 30.3% 39.5% 2.529 58. Radio Traffic Recording 17.1% 63.2% 35.5% 36.8% 14.5% 1 1  8% 2.022 
Devices 

11.8% 2.515 43.4% 42.1 '/o 35.5% 28.9% 19.7% 2.507 81. Photography of Trace 14.5% 34.2% 31.6% 53.9'10 32.9% 
Evidence 

57.9% 21.1% 32.9% 40.8% 17.1% 2.500 77. Evidence Processing - 15.8% 43.4% 42.1% 38.2% 21.1% 18.4% 2 338 
FingerprintslAFlS 

92Y" 2088  57.9% 22.4% 30.3% 32.9% 23.7% 2.478 34. Alarm Systems - Robbery 10.5% 57.9% 48.7% 30.2% 14.59: 
Alerts 

44.7% 40.8% 35.5% 25.0% 21.1% 2.449 82. Photography of Trace 17.1% 32.9% 27.6% 60.5% 27.6% 13.2% 2 493 
Evidence - Latent Prints 

145% 2515 43.4% 40.8% 44.7% 27.6% 13.2% 2.434 78. Evidence Processing - 13.2% 34.2% 35.5% 53.9% 27 6% 
Impression Casting 

48.7% 39.5% 35.5% 32.9% 13.2% 2.412 79. Evidence Processing - 17.1% 35.5% 30.3% 51 3% 27 6% 17 1%  2 493 
Development Techniques 
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Training Needs 

(1) (2) (3) (4) ( 5 )  
Training 

Tralnlng wwld Some 

No la not po8albly be tralnlng Strong need Critical need 
Mean Reaponae needed kneflclal Is needed for tralnlny for tralnlny Mean 

2.287 92. Trace Evidence Collection - 15.8% 32.9% 36.8% 55.3% 23.7% 14.5% 2 456 
Fiber 

2.287 80. Evidence Processing - 13.2% 42.1% 31.6% 48.7% 32.9% 10.5% 2.434 
Identification and Comparison 

2.279 45. inebriation Measurement 17.1% 67.1% 34.2% 36.8% 15.8% 7.9% 1 949 
Devices - EvasivdNonsvasive 

2.250 9. Data Storage Media 15.8% 59.2% 36.8% 38.2% 1 7.1 Yo 11.8% 2.096 

2.235 71. Electronic Case Files 14.5% 46.1% 36.8% 40.8% 26.3% 14.5% 2.346 

2.221 89. Trace Evidence Collectlon - 14.5% 32.9% 35.5% 53.9% 27 6% 14 5". 2507 
Soil 

2.184 96. Firearms -Gunshot Residue 13.2% 31.6% 39.5% 51.3% 31 .6% 11 896 2515  

2.154 72. Electronic Case Files -Case 17.1% 46.1% 34.2% 43.4% 25.0%~ 13.2% 2.294 
Management 

105% 2316  2.154 56. Video Surveillance Devices 15.8% 36.8% 43.4% 51.396 2 1 . 1 01" 

2.125 37. Crowd Control Devices 10.5% 44.7% 31.6% 60.5% 23.7% 7.9% 2.368 

2.1 10 54. Traffic Collision Analysis 14.5% 56.6% 27.6% 32.9% 30 39'0 17 I?; 2:i31 
Technology 

2.088 85. Photography of Trace 13.2% 31.6% 43.4% 48.7% 28.9% 13 2"L 2 403 
Evidence - Video 
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AGENCY COMPETENCY OF OMBERS AND TRAINING NEEDS 
RANK ORDER OF COMPETENCY MEANS 

Competency of agency members Tralnlng Needs 

(1 1 (2) (3) (4) (5) (1 1 (2) (3) (4) (5) 
Agency Triinlng 
does no1 Trdnlng would Some 

No Is not posslbly be tralnlng Slrong need Crltical need use thls Very Little Some Reasonable very No 

Aerponse technology Compelence Competence Competence Compelont Moan Rosponro noodod knoflclrl Is noeded for tralnlng for tralnlng Mean 
9.2% 80 3% 18.4% 38.2% 22.4% 10.5% 2.088 10. Digital Photography 15.8% 40.8% 30.3% 40 8% 31 6"/. 19 7% 2 507 

9.2% 81.6% 21.1% 32.9% 22.4% 11.8% 2.074 7. Data Analysis Tools 15.8% 52.6% 28.9% 40.8% 22.4% 18.4% 2.316 

7.9% 73.7% 34.2% 32.9% 21.1% 9.2% 2.074 26. Template Software - Spread 14.5% 43.4% 40.8% 42.1Y0 26.3"/0 11 8% 2 3 2 4  
Sheets 

11 O0/, 2 265 23.7"/0 10.5% 72.4% 32.9% 28.9% 26.3% 7.9% 2.066 25. Template Software - Data 17.1% 44.7% 38.2% 43.4% 
Bases 

6.6% 88.2% 25.0% 2 1 . 1 o/o 26.3% 11.8% 2.044 11. Electronic Data Interagency 17.1% 56.6% 25.0% 39.5% 19.7% 21 1% 2.287 
Interchange 

10.5% 69.7% 38.2% 34.2% 14.5% 11.8% 2.044 87. Trace Evidence Collection - 14.5% 36.8% 30.3% 55.3% 28.9% 13.2% 2 185 
Illumination Techniques 

14.5% 2.301 7.9% 80.3% 31.6% 30.3% 14.5% 14.5% 2.037 49. Night Vision Devices 15.8% 46.1% 38.2% 4o.a0/~ 23.7% 

9.2% 89.5% 21.1% 22.4% 22.4% 14.5% 2.015 59. Traffic Monitoring Devices 18.4% 61.8% 39.5% 32 9% 15 0% 10 5% 1 985 

7.9% 90.8% 21.1% 23.7% 23.7% 11.8% 2.000 16. Laptop Utilization 11.8% 51.3% 22.4% 46.1 "/o 26 3% 21 1'';" 248'1 

13.296 2 147  11.8% 94.7% 18.4% 13.2% 26.3% 14.5% 1.949 47. Inebriation Measurement 17.1% 55.3% 39.5% 31.6'/0 22.4% 
Devlces - Incapacitated or 

Uncooperative Persons 
19.7% 2.640 11.8% 77.6% 39.5% 26.3% 15.8% 7.9% 1.890 98. Criminal Intelligence Profiling 14.5% 36.8% 25.0% 44.7% 38.2% 

9.2% 86.8% 28.9% 31.6% 1 4.5% 7.9% 1.882 83. Photography of Trace 14.5% 47.4% 19.7% 47 4% 35 5% 14 59." 2 478 
Evidence - Digital Cameras 
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AGENCY COMPETENCY OF W S E R S  AND TRAINING NEEDS 
RANK ORDER OF COMPETENCY MEANS 

e 
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Competence 

21 . l %  
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23.7% 
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32.9% 

25.0% 

(3) 
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21.1% 

30.3% 

28.9% 

19.7% 

17.1% 

25.0% 

25.0% 

34.2% 

1 7.1 O/o 

1 9.7% 

23.7% 

18.4% 

(4) (1 1 (2) (3) 
T r a I n I n g 

Tralnlng would Some 
No Is not posslbly be tralnlng 

Mean Response d a d  beneflclal Is needed 

1.868 57. individual Prisoner Control 21.1% 57.9% 43.4% 30.3% 
-. 

Assistance Devices 

(4) (5) (1 1 
Agency 
does not 
use thls 

technology 
92.1 % 

82.9% 

94.7% 

97.4% 

81.6% 

90.8% 

97.4% 

85.5% 

06.6% 

90.8% 

98.7% 

03.9% 

Strong need Crlllcsl need 
for training for tralnlng Mean 

11.8% 1.971 14.5% 

NO 

Response 

11.8% 

7.9% 

1 1.8% 

10.5% 

1 1.8% 

9.2% 

9.2% 

7.9% 

9.2% 

10.5% 

9.2% 

13.2% 

Reasonable 
Competence 

27.6% 

Very 
Competent 

5.3% 

1 1.8% 

10.5% 

6.6% 1 .860 61. Bombing investigation 10.5% 52.6% 27.6% 39.5% 
Technology 

15.8% 2.441 32.9% 

13.2% 11.8% 2 162 21.1'26 1 ,838 73. Electronic Case Files - 15.8% 56.6% 34.2% 39.5% 
Combined Digital Storage and 

Retrieval 

Bases 
1.809 95. Firearms - Computerized Data 17.1% 40.8% 38.2% 48.7% 18.4% 9.2% 22.4% 11.8% 2.301 

9.2% 1 1.8% 1.809 90. Trace Evidence Collection - 14.5% 43.4% 31.6% 47.4% 
PolienlSpores 

27.6% 14.50/0 2 4 1 2  

22.4% 11.8?'/0 2.235 18.4% 2.6% 1.779 23. Template Software 18.4% 44.7% 38.2% 43.4% 

11.8% 9.2% 1.779 38. Crowd Control Devices - Video 14.5% 50.0% 44.7% 42.1% 18.4% 9.246 2 154 

28.9% 30.3% 2.654 6.6% 

14.5% 

3.9% 1.765 15. Internet Crime 14.5% 39.5% 28.9% 36.8% 

9.2% 1.713 28. Wireless Data Transmission 18.4% 48.7% 42.1% 38.2% 15.8% 15.8% 2.176 

21.1% 11.8% 2.191 9.2% 6.6% 1.699 27. Ternplate Software - Graphical 19.7% 48.7% 32.9% 44.7% 
Programs 

1.654 65. Death investigation 14.5% 40.8% 34.2% 52.6% 
Technology - Animation of Events 

26.3% 10.5% 2.375 11.8% 2.6% 

9.2";' 1.904 10.5% 11.8% 6.6% 1.618 32. Alarm Systems - Portable 17.1% 64.5% 44.7% 32.9% 
Systems 
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0 

(1) 
Agency 

does not 
use thle 

technology 

03.9% 

15.8% 

03.9% 

17.1 O/o 

14,5% 

13.2% 

09.2% 

13.2% 

18.4% 

18.4% 

28.9% 

27.6% 

AGENCY COMPETENCY OF ~ B E R S  AND TRAINING NEEDS 
RANK ORDER OF COMPETENCY MEANS 

Competency of agency members Trrlning Needs 

(2) 

Very Llttle 

Competence 

30.3% 

19.7% 

38.2% 

21.1% 

21 . l% 

18.4% 

26.3% 

21.1% 

25.0% 

25 .O% 

18.4% 

18.4% 

(3) 

Some 
Competence 

17.1% 

21.1% 

14.5% 

1 1 .8% 

10.5% 

19.7% 

18.4% 

17.1% 

13.2% 

1 1 .B% 

7.9% 

10.5% 

(4) (5) (2) 
Trelning 

would 
porrlbly bo 

benoflclal 

38.2% 

(3) 

Some 
tralnlng 

Is  needed 

26.3% 

32,g0/o 

36.8% 

28.9% 

40.8% 

27.6% 

34.2% 

32.9% 

30.3% 

26.3% 

25.0% 

27.6% 

(4) (5) 

Strong need Crltlcal need 

Training 

I1 not 

n d d  

8 0 . 3 ~ ~  

No 
Reaponas 

11.8% 

6.6% 

9.2% 

7.9% 

10.5% 

1 1.8% 

10.5% 

1 1.8% 

9.2% 

10.5% 

9.2% 

9.2% 

Rearonable 
Competence 

9.2% 

Very 
Competent 

6.6% 

No 

Rorponrr 
15.8% 

for tralnlng 

10.5% 

1 1 .8% 

1 4.5% 

14.5% 

15.8% 

13.2% 

10.5°i0 

10.5% 

9.2?0 

10.5% 

17.1% 

7.9% 

for tralnlng 

7.9% 

18.4% 

31.6% 

18.4% 

7.9% 

25.0% 

13.2% 

6.6% 

11 .8Oi0 

1 1  .O% 

19.7% 

18.4% 

Mean 

1.596 33. Alarm Systems - National 
Manufacturing Standards 

Mean 

1787 

2 044 

2 324 

2 000 

1949 

2 110 

2 015 

1831 

1 838 

1846 

2 022 

1868 

11.8% 3.9% 1.596 51. Remote/Projectlon Llstening 
Devices 

17.1% 63.2% 35.5% 

5.3% 7.9% 1.588 84. Photography of Trace 
Evidence - Image Enhancement 

Systems 

System 
1.581 13. Geographlc Information 

17.1% 51.3% 27.6% 

1 7.1 % 3.9% 19.7% 69.7% 27.6% 

18.4% 3.9% 1.574 8. Data EncryptIonlElectronic 
Survelllance 

1 7.1 O/o 78.9% I 8.4% 

6.6% 9.2% 1.574 75. Electronic Case Files - 
Computerized Sketching 

21.1% 55.3% 36.8% 

10.5% 3.9% 1.559 36. Alarm Systems - Undercover 
Applications 

11.8% 65.8% 43.4% 

6.6% 9.2% 1.559 66. Serological Identification - 
DNA 

17.1% 73.7% 38.2% 

6.6% 6.6% 1.493 68. Serological identification - 
Stain Identification 

15.8% 78.9% 32.9% 

3.9% 9.2% 1.485 69. Serological Identification - 
DNA 

14.5% 80.3% 35.5% 

3.9% 10.5% 1.441 19. Laptop Utilization - 
UploadlDocking Systems 

17.1% 77.6% 22.4% 

7.9% 5.3% 1.419 55. Vehicle Tracking Device 22.4% 67.1 Yo 35.5% 
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N O  

Response 
6 6% 

10.5% 

6.6% 

10.5% 

7.9% 

6.6% 

13.2% 

6 6% 

5.3% 

7.9% 

6 6% 

10.5% 

(1 1 
Agency 
does not 
use this 

technology 
40.8% 

34.2% 

26.3% 

31 .6% 

32.9% 

42.1 '/o 

26.3% 

50.0% 

47 47" 

43.4% 

48 7% 

51 .3% 

AGENCY COMPETENCY OF ~ B E R S  AND TRAINING NEEDS 
RANK ORDER OF COMPETENCY MEANS 

Competency of agency members 

(3) 

Very Little Some 

Competence. Competence 

10.5% 

13.2% 

30.3% 

17.1% 

23.7% 

13.2% 

22.4% 

1 .3% 

9.2% 

11 .8% 

10.5% 

1.3% 

9.2% 

7.9% 

10.50/0 

5,3% 

6.6% 

7.9% 

10.5% 

7.9% 

3.9% 

9.2% 

3.9% 

3.9% 

(4) 

Reasonable 
Competence 

5.3% 

7.9% 

2.6% 

13.2% 

2.6% 

3.9% 

1.3% 

7.9% 

10.5% 

2.6% 

3.9% 

5.3% 

(5) 

Very 

Competent 
6.6% 

5.3% 

2.6% 

1.3% 

5.3% 

5.3% 

5.3% 

5.3% 

2.6% 

3.9% 

5.3% 

6.6% 

Mean 

1.360 

1.353 

1.353 

1.346 

1.324 

1.309 

1.309 

1.309 

1.301 

1.257 

1.250 

1.228 

Training Needs 

(1 1 (2) (3) (4) ( 5 )  
Training 

Training would Some 
No Is not possibly be training Strong need Crlticai need 

Response needed bendiclal la needed for training for training Mean 

10 5% 1 765 53. Stun Devices 21.1% 82.9% 27.6% 22.4% 14 5% 

17. Laptop Utilization - 19.7% 75.0% 19.7% 30.3% 18.4% 15.8% 2.000 
Replacement of MDT 

i a . 4 ~ ~  2.140 22. Telecommunication Theft 14.5% 64.5% 32.9% 34.2% 14.5% 
Technology 

9.2% 1.897 46. Inebriation Measurement 19.7% 60.4% 39.5% 22.4% 19.7% 
Devices - Automobile 

Immobilization 

Reconstruction Software 
67. Serological Identification - 17.1% 84.2% 31.6% 26.3% 10.5% 9.2% 1.757 

10.5% 1.926 41. Global Positioning Systems 14.5% 77.6% 27.6% 35.5% 13.2% 

18.4% 13.2"/0 1.978 74. Electronic Case Files - 21.1% 63.2% 38.2% 25.0% 
Encryption and Authentication 

10.5% 1.566 1. Bar Code Devlces 17.1% 00.0% 30.3% 17.1% 3.9% 

20. Live Scan Fingerprint Devices 15.8% 80.3% 15.8% 20.9% 18.4% 19.7% 2.074 

15.8% 2.007 18. Laptop Utilization - Personal 15.8% 78.9% 23.7% 25.0% 19.7% 
Dlgltal Asslstants 

7.9% 1.860 42. Global Positioning Systems - 18.4% 75.0% 31.6% 28.9% 1 7.1 O / ~  

Vehicle Location Systems 

3. Bar Code Devices - Property 13.2% 89.5% 35.5% 2 1 170 6.6% 13 2% 1 765 
Room Inventory 
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AGENCY COMPETENCY OF W B E R S  AND TRAINING NEEDS 
RANK ORDER OF COMPETENCY MEANS 

@ 
Training Needs Competency of agency members 

(1 1 (2) (3) (4) 
Agency 

does not 

No use this Very Little Some Reasonable 

Response technology Competence Competence Competence 

7.9% 44.7% 14.5% 9.2% 1.3% 

6.6% 56.6% 6.6% 5.3% 2.6% 

6.6% 64.5% 0.0% 1.3% 3.9% 

6.6% 63.2% 2.6% 5.3% 0.0% 

(5) 

Very No 

Compelent Mean Rosponse 

1.3% 1.1 91 52. Robbery Alert Tracking 21.1% 
Devices 

1.3% 1.132 43. Global Positloning Systems - 19.7% 
Mobile Surveillance 

2.6% 1.103 2. Bar Code Devices - Prisoner 1 1 .8% 
Bands 

1.3% 1.066 21. Person Recognition 15.8% 
Devices(0.g. retina scan, 

fingerprint scan) 

Training 

1. no1 

noodd 

73.7% 

90.8% 

30.3% 

93.4% 

(2) 
Training 

would 
possibly be 

bendiclai 

31.6% 

25.0% 

14.5% 

25.0% 

Some 

training Strong ne& Critlcal need 

is needed for tralnlng for tralning Mean 

27.6% 13.2% 11.8% 1.853 

1 9.7% 15.8% 7.9% 1.691 

6.6% 1.360 11.8% 3.9% 

18.4% 1.816 15.8% 10.5% 
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No 

Response 

10.5% 

9.2% 

9.2% 

7.9% 

1 1.8% 

7.9% 

13.2% 

7.9% 

7.9% 

10.5% 

1 1.8% 

1 1.8% 

0 

(1) 
Agency 
does not 

use thls 
technology 

13.2% 

15.8% 

21.1% 

30.3% 

13.2% 

40.8% 

15.8% 

36.8% 

85.5% 

34.2% 

77.6% 

32 9% 

AGENCY COMPETENCY OF I\.~SERS AND TRAINING NEEDS 
RANK ORDER OF TRAINING MEANS 

Competency of agency members 

(2) 

Very Llttle 
Competence 
23.7% 

25.0% 

6.6% 

22.4% 

19.7% 

30.3% 

22.4% 

26.3% 

40.8% 

39.5% 

39.5% 

35.5% 

(3) 

Some 
Competence 

50.0% 

40.8% 

28.9% 

43.4% 

53.9% 

44.7% 

32.9% 

48.7% 

34.2% 

39.5% 

26.3% 

50.0% 

(4) 

Reasona ble 

Competence 

44.7% 

63.2% 

63.2% 

48.7% 

46.1 Yo 

36.8% 

53.9% 

39.5% 

6.6% 

38.2% 

15.8% 

38.2% 

(5) 

Very 
Competenl 

36.8% 

25.0% 

50.0% 

26.3% 

34.2% 

1 8.4% 

40.8% 

19.7% 

3.9% 

17.1% 

7.9% 

10.5% 

Mean 

3.206 

3.162 

3.485 

2.971 

3.184 

2.654 

3.235 

2.750 

1.765 

2.625 

1.890 

2.566 

Training Needs 
.. .- 

(1 1 (2) (3) (4) (5) 
Tnlnlng 

Tralnlng would Some 

No Io not posrlbly be trrlnlng Strong noad Crltlcal need 
Responre needed bandlclal Io needed for tralnlng for tralnlng Mean 

36.8% 21 1% 2 890 100. Crime Scene Safety 6.6% 19.7% 39.5% 55.3% 

70. Drug Identification 9.2% 15.8% 44.7% 55.3% 32.9% 21 .lo% 2.838 

36.8% 22.4% 2.787 48. Less Than Lethal Force 9.2% 27.6% 36.8% 46.1% 

27.6% 19.7% 2.735 62. Death lnvestlgatlon 7.9% 30.3% 30.3% 63.2% 
Technology 

18.4% 2.721 76. Evidence Processing 10.5% 21.1% 44.7% 52.6% 31.6% 

28.9% 22.4% 2.713 14. Internet as a Resource 9.2% 31.6% 34.2% 52 6% 

94. Firearms 13.2% 22.4% 36.8% 60.5% 26.3% 19.7% 2.691 

9.2% 30.3% 32.9% 63.2% 21.1% 22.496 2.691 63. Death Investigation 
Technology - Infant Death 

28.9% 30.3% 2.654 15. Internet Crime 14.5% 39.5% 28.9% 36.8% 

86. Trace Evidence Collection 13.2% 23.7% 40.8% 55.3% 27.6% 18 4% 2 647 

98. Criminal Intelligence Profiling 14.5% 36.8% 25.0% 44.7% 38.2% 19 7% 2 640 

105% 2 6 1 0  99. Person ldentlflcation 13.2% 23.7% 38.2% 59 2% 34.25'0 
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No 
Response 

1 1 .8% 

1 1 .8% 

9.2% 

1 1.8% 

9.2% 

9.2% 

1 1 .8% 

14.5% 

9.2% 

9.2% 

1 1 .8% 

13.2% 

(1) 
Agency 

does not 
use thls 

technology 
44.7% 

56.6% 

43.4% 

53.9% 

43.4% 

80.3% 

48.7% 

63.2% 

59.2% 

48.7% 

44.7% 

73.7% 

AGENCY COMPETENCY OF W B E R S  AND TRAINING NEEDS 
RANK ORDER OFTRAINING MEANS 

Competency of agency member8 

(2) 

Very Llttle 
Competence 

44.7% 

42.1 Yo 

42. Io/o 

36.8% 

40.8% 

18.4% 

50.0% 

18.4% 

30.3% 

39.5% 

40.8% 

25.0% 

(3) 

Some 

Competence 

39.5% 

35.5% 

35.5% 

35.5% 

44.7% 

38.2% 

38.2% 

32.9% 

42.1 '/o 

35.5% 

35.5% 

34.2% 

(4) 

Reasonable 
Competence 

22.4% 

21.1% 

28.9% 

26.3% 

27.6% 

22.4% 

1 7.1 O/o 

32.9% 

2 1 . 1 O/O 

32.9% 

25.0% 

17.1% 

(5) 

Very 

15.8% 
Competenl 

1 1.8% 

19.7% 

14.5% 

13.2% 

10.5% 

13.2% 

17.1% 

1 7.1 O/o 

13.2% 

21.1% 

15.8% 

Mean 

2.353 

2.184 

2.507 

2.301 

2.434 

2.088 

2.221 

2.324 

2.324 

2.412 

2.449 

2.088 

88. Trace Evidence Collection - 
Halr 

96. Firearm8 - Gunshot Residue 

81. Photography of Trace 
Evidence 

97. Firearms - Bullets and Cases 

78. Evidence Processing - 
Impression Casting 

10. Digital Photography 

89. Trace Evidence Collection - 
Soil 

50. Pursuit Termination 
Technology 

60. Arson Investigation 
Technology 

79. Evidence Processing - 
Development Technique8 

82. Photography of Trace 
Evidence - Latent Prints 

85. Photograph] of Trace 
Evidence - Video 

No 

Reaponse 

13.2% 

13.2% 

14.5% 

13.2% 

13.2% 

15.8% 

14.5% 

15.8% 

10.5% 

17 1% 

17.1% 

13.2% 

(1 1 

Tralnlng 
I8 not 
needed 

31.6% 

31.6% 

34.2% 

34.2% 

34.2% 

40.8% 

32.9% 

38.2% 

40.8% 

35.5% 

32.9% 

31.6% 

Tralnlng Nwdr 

(2) 
Tralnlng 
would 

poS8lbly k 

kndiclal 

36.8% 

39.5% 

31.6% 

35.5% 

35.5% 

30.3% 

35.5% 

39.5% 

32.9% 

30.3% 

27.6% 

43.4% 

(3) 

Some 
tralnlng 
Is nod& 

57.9% 

51.3% 

53.9% 

51.3% 

53.9% 

40.8% 

53.9% 

32.9% 

50.0% 

5 1 .3% 

60.5% 

48.7"/0 

(4) (5) 

Strong need Crltlcal need 

for trdnlng 

25.0% 

31.6% 

32.9% 

32.9% 

27.6% 

31.6% 

27.6% 

31.6% 

32.9% 

27.6% 

27.6% 

28.9% 

for tralnlng 

14.5% 

11.8% 

1 1 .8% 

1 1 .8% 

14.5% 

1 9 ,  '7% 

111.5% 

2 1 . 1 Q/o 

1 1 .8"/0 

17 l o o  

13.2% 

13.2% 

Mean 

2.522 

2 515 

2 515 

2 515 

2 515 

2 507 

2 507 

2 500 

2 500 

2 493 

2 493 

2 493 
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NO 

Response 
7.9% 

10.5% 

1 1.8% 

9.2% 

1 1.8% 

7.9% 

10.5% 

9.2% 

1 1 .8% 

9.2% 

10.5% 

7.9% 

(1) 
Agency 
does not 
use thls 

technology 
90.8% 

69.7% 

44.7% 

86.8% 

4 7.4% 

02.9% 

46.1% 

55.3% 

81.6% 

98.7% 

71.1% 

61.8% 

AGENCY COMPETENCY OF W E 3 E R S  AND TRAINING NEEDS 
RANK ORDER OF TRAINING MEANS 

Competency of agency members 

(2) 

Very Little 
Competence 

21.1% 

38.2% 

44.7% 

28.9% 

48.7% 

39.5% 

43.4% 

4 7.4% 

47.4% 

32.9% 

27.6% 

27.6% 

(3) 

Some 
Competence 

23.7% 

34.2% 

35.5% 

31.6% 

34.2% 

30.3% 

36.8% 

23.7% 

17.1% 

23.7% 

36.8% 

32.9% 

(4) 

Reasonable 

Competence 

23.7% 

14.5% 

27.6% 

14.5% 

22.4% 

11.8% 

27.6% 

28.9% 

9.2% 

1 1.8% 

21.1% 

36.8% 

(5) 

Very 

11.8% 

Competent 

1 1.8% 

14.5% 

7.9% 

14.5% 

6.6% 

14.5% 

14.5% 

11.8% 

2.6% 

11.8% 

11.0% 

Tralnlng Needs 

(1 1 (2) (3) (4) (5) 
Tralnlng 

Tralnlng would Some 

No Is not poaaiMy be trnlnlng Strong need Crltlcsl need 
Mean Rarponae noodd benoflclal la needed lor tralnlng lor tralnlng Mean 
2.000 16. Laptop Utilizatlon 11.8% 51.3% 22.4% 46 1% 26 3% 21 1% 2 485 

2.044 87. Trace Evidence Collection - 14.5% 36.8% 30.3% 55.3% 28.9% 13.2% 2.485 
Illumlnation Techniques 

2.368 91. Trace Evidence Collection - 13.2% 31.6% 39.5% 57.9% 23.7% 13.2% 2.485 
Glass 

1.882 83. Photography of Trace 14.5% 47.4% 19.7% 47.4% 35.5% 14.5% 2.478 
Evidence - Dlgital Cameras 

2.287 92. Trace Evidence Collection - 15.8% 32.9% 36.8% 55.3% 23.7% 14.5% 2.456 
Fiber 

1.860 61. Bombing Investigation 10.5% 52.6% 27.6% 39.5% 32.9% 15.0% 2.441 
Technology 

2.382 93. Trace Evidence Collection - 13.2% 34.2% 42.1% 53 9"/0 22 4% 13 2% 2 434 
Paint 

2.287 80. Evidence Processlng - 13.2% 42.1% 31.6% 48.7% 32.9% 10.5% 2.434 
Identification and Comparison 

14 5% 2412  1.809 90. Trace Evidence Collection - 14.5% 43.4% 31.6% 47.4"/0 27.6% 
PollenlSpores 

10.5% 2.375 1.654 65. Death Investigation 14.5% 40.8% 34.2% 52.6% 26.3% 
Technology - Animation of Events 

2.125 37. Crowd Contrd Devices 10.5% 44.7% 31.6% 60.5% 23.7 % 7.9% 2 368 

2.360 24. Template Software - Word i 5 . a ~ ~  40.8% 36.8% 48.7% 23.7% 13.2% 2.353 
Processing 

Office of Contiwing Education 
7 Iio 01,io SIiito IJtiivorsify 

Table 2 Page 3 of 9 

This document is a research report submitted to the U.S. Department of Justice. This report
has not been published by the Department. Opinions or points of view expressed are those 
of the author(s) and do not necessarily reflect the official position or policies of the 
U.S. Department of Justice.



No 

Response 

10.5% 

7.9% 

9.2% 

9.2% 

9.2% 

7.9% 

9.2% 

7.9% 

9.2% 

10.5% 

1 1.8% 

10.5% 

0 

(1) 
Agency 

does not 

use this 

lechnology 

46.1% 

75.0% 

57.9% 

78.9% 

03.9% 

73.7% 

8 1 .6% 

46.17'0 

60.5% 

76.3% 

47.4% 

97.4% 

AGENCY COMPETENCY OF WBERS AND TRAINING NEEDS 
RANK ORDER OF TRAINING MEANS 

Competency of agency members 

Very Little Some 

Competence Competence 

18.4% 

22.4% 

2 1 . 1 O/O 

21.1% 

38.2% 

34.2% 

21.1% 

21.1% 

32.9% 

17.1% 

25.0% 

23.7% 

32.9% 

32.9% 

32.9% 

32.9% 

14.5% 

32.9% 

32.9% 

25.0% 

32.9% 

35.5% 

28.9% 

19.7% 

(4) 

Reasonable 

Competence 

40.8% 

22.4% 

40.8% 

26.3% 

5.3% 

21.1% 

22.4% 

42.1% 

30.3% 

28.9% 

35.5% 

18.4% 

Training Needs 

(5) 

Very 
Competent 

30.3% 

18.4% 

17.1% 

10.5% 

7.9% 

9.2% 

1 1.8% 

36.8% 

13.2% 

10.5% 

30.3% 

9.2% 

Mean 

2.772 

2.235 

2.500 

2.110 

1.588 

2.074 

2.074 

2.882 

2.301 

2.154 

2.669 

1.809 

6. Computer Data Recovery 

71. Electronic Case Files 

77. Evidence Processing - 
FingerprintslAFiS 

54. Traffic Collision Analysis 
Technology 

04. Photography of Trace 
Evidence - Image Enhancement 

Systems 

26. Template Software - Spread 
Sheets 

7. Data Analysis Tools 

39. Crowd Control Devices - 
Sprays 

64. Death Investigation 
Technology - Fingerprints from 

Corpses 

56. Video Surveillance Devices 

40. Emergency Medical Response 
Technology 

95. Firearms - Computerized Data 
Bases 

No 
Re8ponse 

13.2% 

14.5% 

15.8% 

14.5% 

17.1% 

14.5% 

15.8% 

14.5% 

1 4.5% 

15.8% 

10.5% 

17.1% 

(1 1 

Tralnlng 

ir not 

n d e d  
43.4% 

46.1 Yo 

43.4% 

56.6% 

5 1 .3% 

43.4% 

52.6% 

39.5% 

43.4% 

36.8% 

44.7% 

40.8% 

(2) 
Tralnlng 

would 

porrlbly be 
beneficial 

42.1 Yo 

36.8% 

42.1% 

27.6% 

27.6% 

40.8% 

28.9% 

44.7% 

30.2% 

43.4% 

43.4% 

38.2% 

(3) 

Some 

training 

is needed 

46.1% 

40.8% 

38.2% 

32.9% 

36.8% 

42.15: 

40.8% 

44.7% 

52.6% 

51.3% 

50.0% 

48.7% 

(4) (5) 

Strong need Critical need 

for trainlng 

17.1% 

26.3% 

21.1% 

30.3% 

31.6% 

26.3% 

22.4% 

26.3% 

14.5% 

21.1% 

19.7% 

22.4% 

for tralning 

17.10/0 

14.5% 

18.4% 

1 7. 1 '/o 

14.5"/' 

1 1 .8% 

18.4% 

9.2% 

15.8% 

10.5"/0 

10.5% 

1 1 .8% 

Mean 

2.346 

2.346 

2.338 

2.331 

2 324 

2 324 

2.316 

2.316 

2.316 

2.3 16 

2.309 

2.301 
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AGENCY COMPETENCY OF ~ B E R S  AND TRAINING NEEDS 
RANK ORDER OF TRAINING MEANS 

Tralnlng Nesds 

(1 1 (2) (3) 
Tralnlng 

Tralnlng would Some 
No la not poaalbty be tralnlng 

ReSpon8e needed bendlclal Is n d e d  

15.8% 46.1% 30.2% 40 8% 

Competency of agency members 

(2) 

Very Little 
Competence 

31 .6% 

26.3% 

25.0% 

32.9% 

32.9% 

42.1% 

18.4% 

22.4% 

1 9.7% 

26.3% 

18.4% 

1 1.8% 

(4) 

Reasonable 
Competence 

14.5% 

23.7% 

26.3% 

26.3% 

18.4% 

9.2% 

38.2% 

14.5% 

10.5% 

11.8% 

26.3% 

30.3% 

(3) 

Some 
Competence 

30.3% 

30.3% 

21.1% 

28.9% 

25.0% 

19.7% 

27.6% 

1 7.1 % 

28.9% 

2 5 .O% 

13.2% 

1 7.1 Yo 

(5) 

Very 
Competent 

14.5% 

14.5% 

11.8% 

7.9% 

2.6% 

6.6% 

40.8% 

9.2% 

13.2% 

9.2% 

14.5% 

28.9% 

(1 1 
Agency 

does not 
use this 

technology 

80.3% 

75.0% 

88.2% 

72.4% 

90.8% 

90.8% 

40.7% 

06.6% 

94.7% 

97.4% 

94.7% 

78.9% 

No 

Response 

7.9% 

9.2% 

6.6% 

10.5% 

9.2% 

10.5% 

5.3% 

9.2% 

1 1.8% 

9.2% 

11.8% 

1 1 .8% 

Strong need Crltlcal need 
for trainlng for tralnlng Mean 

23.7% 14.5% 2.301 
Mean 

2.037 49. Night Vislon Davlces 

2.154 72. Electronic Case Files - Case 
Management 

17.1% 46.1% 34.2% 43.4% 25.0% 13.2% 2.294 

19.7% 21.1% 2.287 2.044 11. Electronic Data Interagency 
Interchange 

17.1% 56.6% 25.0% 39.5% 

2.066 25. Template Software - Data 
Bases 

17.1% 44.7% 38.2% 43.4% 23.7% 11.8% 2.265 

1.779 23. Template Software 18.4% 44.7% 38.2% 43.4% 22.4% 11.8% 2.235 

19.7% 48.7% 32.9% 44.7% 11.8% 2.191 21.1% 1.699 27. Template Software - Graphical 
Programs 

2.934 12. E-mail Applications 13.2% 59.2% 36.8% 35.5% 14.5% 2.184 19.7% 

1.713 28. Wireless Data Transmission 18.4% 48.7% 42.1% 38.2% 15.8% 15.8% 2.176 

15.8% 56.6% 34.2% 39.5% 11.8% 2.162 21.1% 1.838 73. Electronic Case Files - 
Combined Digital Storage and 

Retrieval 

1.779 38. Crowd Control Pevices - Video 14.5% 50.0% 44.7% 42.1% 18.4% 9.2% 2.154 

17.1% 55.3% 39.5% 31.6% 13.2% 2.147 22.4% 1.949 47. Inebriation Measurement 
Devices - Incapacitated or 

Uncooperative Persons 
11.8% 2.140 14.5% 2.346 4. Client-Server Records Systems . . .. -. 10.5% 68 4% 23.7% 50.0% 
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AGENCY COMPETENCY OF M ~ B E R S  AND TRAINING NEEDS 

No 

Rerponae 

6.6% 

11.8% 

10.5% 

1 1 .8% 

10.5% 

5.3% 

1 1 .8% 

10.5% 

6.6% 

1 0.5% 

6.6% 

9.2% 

(1 1 
Agency 
does not 
use lhlr 

technology 

26.3% 

13.2% 

68.4% 

57.9% 

48.7% 

17.4% 

52.6% 

61.546 

15.8% 

63.2% 

8 1 .6% 

28.9% 

(2) 

Very Llttle 
Competence 

30.3% 

1 8.4% 

27.6% 

22.4% 

9.2% 

9.2% 

19.7% 

22.4% 

19.7% 

28.9% 

1 0.5% 

18.4% 

Competency of agency members 

(3) 

Some 
Competence 

10.5% 

19.7% 

22.4% 

30.3% 

10.5% 

3.9% 

32.9% 

42.1% 

21.1% 

30.3% 

10.5% 

7.9% 

(4) 

Reaoonabla 
Competence 

2.6% 

6.6% 

38.2% 

32.9% 

43.4% 

10.5% 

36.8% 

19.7% 

11.8% 

30.3% 

30.3% 

3.9% 

(5) 

Very 

Competent 

2.6% 

9.2% 

1 1.8% 

23.7% 

56.6% 

2.6% 

25.0% 

19.7% 

3.9% 

15.8% 

39.5% 

10.5% 

RANK ORDER OF TRAINING MEANS 

Mean 

1.353 

1.574 

2.250 

2.478 

3.103 

1.301 

2.588 

2.309 

1.596 

2.301 

2.529 

1.441 

Training Needs 

(1 1 (2) (3) (4) (5) 
Tralnlng 

Tralnlng would Some 

No I8 not poorlMy k tralnlng Strong need Crltlcal need 
Reaponre nnded boneflclal I8 nnded for tralnlng for tralnlng Mean 

22. Telecommunicetlon Theft 14.5% 64.5% 32.9% 34.2% 14.5% 184% 2 140 
Technology 

13.2% 2.110 75. Electronic Case Files - 21.1% 55.3% 36.0% 27.6% 25.0% 
Computerized Sketching 

9. Data Storage Media 15.0% 59.2% 36.8% 38.2% 1 7.1 '10 11 .8% 2.096 

34. Alarm Systems - Robbery 10.5% 57.9% 40.7% 38.2% 14.5% 9.2% 2.088 
Alerts 

10.5% 2.081 44. Inebriation Measurement 1 1.0% 64.5% 34.2% 44.7% 13.2% 
Devices 

20. Live Scan Fingerprint Devlces 15.8% 00.3% 15.0% 28.9% 18.4% 19.7% 2.074 

35. Alarm Systems - Burglary 7.9% 61 .8% 50.0% 38.2% 13.2% 7.9% 2.059 
Alerts 

31. Alarm Systems - False Alarm 11 .8% 63.2% 43.4% 34.2% 15.8% 10.5% 2.059 
Control 

51. Remote/Projection Listening 17.1% 63.2% 35.5% 32.9% 18.4% 11.8% 2.044 
Devices 

9.2% 2.037 30. Alarm Systems - Special 14.5% 56.6% 44.7% 43.4% 10.5% 
Circumstances and Applications 

58. Radio Traffic Recording 17.1% 63.2% 35.5% 36.8% 14.5% 11 .a% 2.022 
Devices 

19. Laptop Utilization - 17.1% 77.6% 22.4% 25.0% 19.7% 17 1% 2 022 
UploadlDocking Systems 
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AGENCY COMPETENCY OF MOBERS AND TRAINING NEEDS 
RANK ORDER OF TRAINING MEANS 

Competency of agency members Training Needs 

(2) 
Training 
would 

po.rib(y k 

knoflclal 

43.4% 

23.7% 

27.6% 

19.7% 

39.5% 

38.2% 

48.7% 

43.4% 

36.8% 

34.2% 

18.4% 

27.6% 

(2) 

Very Little 
Competence 

26.3% 

11.8% 

2 1 . 1 O/O 

13.2% 

21.1% 

22.4% 

18.4% 

2 1 . 1 Yo 

5.3% 

7.9% 

21.1% 

13.2% 

(3) 

Some 
Competence 

18.4% 

9.2% 

1 1.8% 

7.9% 

22.4% 

10.5% 

34.2% 

2 1 . 1 o/o 

10.5% 

14.5% 

10.5% 

7.9% 

(4) 

Reasonable 
Competence 

10.5% 

2.6% 

17.1% 

7.9% 

22.4% 

1 .3% 

39.5% 

27.6% 

10.4% 

32.9% 

18.4% 

3.9% 

(3) 

Somo 
training 
Is need4 

34.2% 

25.0% 

28.9% 

30.3% 

32.9% 

25.0% 

35.5% 

30.3% 

26.3% 

36.8% 

40.8% 

35.5% 

(4) (5) 

Strong need Critical need 

(1) 
Agency 

does not 
use this 

technology 

09.2% 

4 3.4% 

17.1% 

34.2% 

89.5% 

26.3% 

5 1 .3% 

92.1'/0 

90.8% 

85.5% 

14.5% 

42.1% 

(5) 

Very 
Competent 

3.9% 

3.9% 

3.9% 

5.3% 

14.5% 

5.3% 

25.0% 

5.3% 

44.7% 

26.3% 

3.9% 

5.3% 

Training 
I8 not 
n d e d  

65.8% 

No 
Response 

10.5% 

7.9% 

7.9% 

10.5% 

9.2% 

13.2% 

10.5% 

1 1.8% 

9.2% 

1 1 .0% 

10.5% 

6.6% 

No 

Response 

1 I 3% 
for training 

10.5% 

15.8% 

14.5% 

15.8% 

10.5% 

13.2% 

7.9% 

1 1 .0% 

15.8% 

7.9% 

15.8% 

1 OSOiO 

for training 

13.2% 

19.7% 

18.4% 

18.4% 

15.8% 

18.4% 

1 1 .8% 

14.5% 

10.5% 

15.8% 

7.9% 

13.2% 

Mwn 

2.015 

2.007 

2.000 

2.000 

1.985 

1.978 

1.978 

1971 

1.956 

1.949 

1.949 

1 926 

Mean 

1.559 

1.257 

1.581 

1.353 

2.015 

1.309 

2.647 

1.868 

2.404 

2.279 

1.574 

1.309 

36. Alarm Systems - Undercover 
Applications 

18. Laptop Utilization - Personal 
Digital Assistants 

15.8% 78.9% 

13. Geographic Information 
System 

19.7% 69.7% 

17. Laptop Utilization - 
Replacement of MDT 

19.7% 75.0% 

59. Traffic Monitoring Devices 18.4% 61.8% 

2 1 . 1 010 63.2% 74. Electronic Case Files - 
Encryption and Authentication 

29. Alarm Systems 11.8% 63.2% 

57. lndivldual Prisoner Control 
Assistance Devices 

21.1% 57.9% 

5. Computer Assisted Dispatch 13.2% 76.3% 

45. Inebriation Measurement 
Devices - EvaslvdNonavasive 

17.1% 67.1 Yo 

8. Data EncryptionlElectronIc 
Surveillance 

17.1% 78.9% 

41. Global Positioning Systems 14.5% 77.6% 
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No 

Response 

13.2% 

10.5% 

9.2% 

6.6% 

7.9% 

10.5% 

9.2% 

11.8% 

6.6% 

11.8% 

10.5% 

6.6% 

AGENCY COMPETENCY OF M ~ B E R S  AND TRAINING NEEDS 
RANK ORDER OF TRAINING MEANS 

(1 1 
Agency 

does not 

use this 

technology 

03.9% 

31.6% 

27.6% 

48.7% 

44.7% 

18.4% 

18.4% 

13.2% 

63.2% 

03.9% 

5 1 .3% 

40.8% 

Competency of agency members 

(2) 

Very Little 

Competence 

25.0% 

17.1% 

18.4% 

10.5% 

14.5% 

25.0% 

25.0°/' 

21.1% 

2.6% 

30.3% 

1 .3% 

10.5% 

(3) 

Some 

Competence 

18.4% 

5.3% 

10.5% 

3.9% 

9.2% 

1 1.8% 

13.2% 

17.1% 

5.3% 

17.1% 

3.9% 

9.2% 

(4) 

Reasonable 

Competence 

11 .BY0 

13.2% 

7.9% 

3.9% 

1 .3% 

3.9% 

6.6% 

6.6% 

0.0% 

9.2% 

5.3% 

5.3% 

(5) 

Very 

Competent 

6.6% 

1.3% 

5.3% 

5.3% 

1 .3% 

9.2% 

6.6% 

9.2% 

1 .3% 

6.6% 

6.6% 

6.6% 

Mean 

1.618 

1.346 

1.419 

1.250 

1.191 

1.485 

1.493 

1.559 

1.066 

1.596 

1.228 

1.360 

Training Needs 

(1 1 (2) (3) 
Trelnlng 

Training would Some 
No Is not porslbiy be tralnlng 

Responae n 4 . d  beneflclal Is n 4 . d  

32. Alarm Systems - Portable 17.1% 64.5% 44.7% 32.9% 
Syrtema 

46. Inebriation Measurement 19.7% 68.4% 39.5% 22.4% 
Devices - Automobile 

Immobilization 

55. Vehicle Tracking Device 22.4% 67.1% 35.5% 27.6% 

42. Global Positioning Systems - 18.4% 75.0% 31.6% 28.9% 
Vehicle Location Systems 

52. Robbery Alert Tracking 21.1% 73.7% 31.6% 27.6% 
Devices 

69. Serological ldentiflcation - 14.5% 80.3% 35.5% 26.3% 
DNA 

68. Serological Identification - 15.8% 78.9% 32.9% 30.3% 
Stain Identification 

66. Serological identification - 17.1% 73.7% 38.2% 32.9% 
DNA 

21. Person Recognition 15.8% 93.4% 25.0% 15.8% 
Devices(e.g. retina scan, 

fingerprint scan) 

Manufacturing Standards 
33. Alarm Systems - National 15.8% 80.3% 38.2% 26.3% 

3. Bar Code Devices - Property 13.2% 89.5% 35.5% 21.1% 
Room inventory 

53. Stun Devices 21.1% 82.9% 27.6% 22.4% 

(4) (5) 

Strong need Crltlcal need 

for tralnlng for tralnlng 

10.5% 9.2% 

19.7% 9.2% 

18.4% 7.9% 

17.1% 7.9% 

13.2% 1 1 ,8010 

1 1 8% 10 5% 

1 1 .8% 9 296 

6.6% 10 5% 

10.5% 18.4% 

7.9% 10.5% 

6.6% 13 2% 

14 5% 10.5% 

Mean 

1.904 

1.897 

1.868 

1.860 

1.853 

1.846 

1.838 

1.831 

1.816 

1 787 

1 765 

1.765 
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AGENCY COMPETENCY OF M@BERS AND TRAINING NEEDS 
RANK ORDER OF TRAINING MEANS 

Competency of agency members 

(1) (2) (3) (4) (5 )  
Agency 

does not 

No use thls Very Llttle Some Reasonable Very 
Response technology Competence Competence Compelence Competent Mean 

7.9% 32.9% 23.7% 6.6% 2.6% 5.3% 1.324 67. Serological Identification 
Reconstruction Software 

Training Needs 
_ _  . .  

(1 1 (2) (3) (4) ( 5 )  
Tralnlng 

Tralnlng would Some 

No Is not posslbly be Iralnlng Strong need Crltical need 

Reaponse needed beneflclal Is needed for tralnlng for Iralnlng Mean 

17.1% 84.2% 31.6% 26.3% 10 5% 9.2% 1757 

6.6% 56.6% 6.6% 5.3% 2.6% 1.3% 1.132 43. Global Posltlonlng Systems - 19.7% 90.8% 25.0% 19.7% 15.8% 7.9% 1.691 
Mobile Surveillance 

10.5% 1.566 6.6% 50.0% 1.3% 7.9% 7.9% 5.3% 1.309 1. Bar Code Devices 17.1% 00.0% 30.3% 17.1% 3.9% 

6.6% 1.360 6.6% 64.5% 0.0% 1.3% 3.9% 2.6% 1.103 2. Bar Code Devices - Prisoner 1 1.8% 30.3% 14.5% 1 1 .a% 3.9% 
Bands 
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AGENCY ABILIN TO USE COMPUTER BASED INSTRUCTIONAL PROGRAMS 

with CD 
ROM Equipment available for agency members to use Freq Percent 

Personal Computer - 486 or equivalent 53 39.O0i0 39 
Personal Computer - Pentium or equivalent with less than 100 MHz 
Personal Computer - Pentium or equivalent with 100 MHz or higher 
Personal Computer - Pen!ium or equivalent with 200 MHz or higher 
Personal Computer - Pentium or equivalent with 450 MHz or higher 
Other 

Lap top 
Color printers, digital camera, scanner 
Scanner, CD Recorder, 24 GHz backup recorder 

No equipment available 

23 
44 
59 
23 
3 
1 
1 
1 
7 

16.9% 
32.4% 
43.4% 
16.9% 
2.2% 
0.7O/C 
0.7% 
0.7% 
5.1% 

20 
39 
58 
23 

NA 
NA 
NA 
NA 
NA 

Percent 

28.7% 
14.7O/o 
28.7% 
42.646 
1 6.95; 
NA 
NA 
NA 
NA 
NA 

Internet Access 
Do Not 

Have Access Have Percent 
Access 

Members with Access to the Internet while at Work 75 55.1% 55 40.4% 
Dial-up telephone line modems 42 30.9% NA NA 
High speed conection (e.g.. T-1 line, ADSL) 3 2.2% NA NA 
Network using municipaVcounty/state high speed connection 27 19.9% NA NA 
Other 4 2.9% NA NA 

Personal connections 2 1.5% NA NA 
Unit has no computers 2 1.5% 

Computer-based instructional programs Freq Percent 
No Response 4 2.9% 
Have not used computer-based instructional programs 
Have used computer-based instructional programs 

LEMIS, FACES 
COREL SOFWARE 
LAW ENFORCEMENT TRAINING NETWORK 
STARR PROGRAM 
MICROSOFT OFFICE 
CONSTITIONAL LAW TRAINING 

FIRE ARMS, USE OF FORCE 

CRIS, IMPACT 
INTERACTIVE 8 SATELITE 
STATE LAW UPDATE 
SHUT DON'T SHUT 
CRIME SCENES 
TRAFFIC STOP 
DUI STOP'S 
POST TRAINING COURSES 

POWER POINT 
CAD 
ICLEOSE MANDATED TRAINING 
DRIVER TRAINING 
FIRST AID 
COMM. DIS 
HAC MRT 

WIN 95-98 

MICRON - OFFICE SERVICES 

THE BACK-UP CD ROM TRAINING 

95 
37 
1 
1 
1 
1 
2 
1 
3 
2 
1 
1 
1 
1 
1 
1 
1 
1 
1 
1 
2 
1 
1 
1 
1 
1 
1 

69.9% 
27.2% 
0.7% 
0.7% 
0.7% 
0.7% 
1.5% 

2.2% 
0.7% 

1.5% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 
1.5% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 
0.7% 

RANGE TRAINING 1 0.7% 
TOTAL PROGRAMS 31 22.8% 
NO RESPONSE 15 11.0% 
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a 

State 
MT 
NC 

Proportion of Surveys Returned from Sample Compared to Population Totals 

Freq Percent Freq Percent 
1 0.74% 141 0.69% 
1 0.74% 553 2.71% 

I Samnle I PoDulation I 

C 

NH 
NJ 
NM 

- _ _  - 
1 0.74% 237 1.16% 
3 2.21% 575 2.81% 
2 1.47% 145 0.71% 

ND I 01 O.OO%l 1691 0.83% 
NE I 21 1.47%1 2811 1.38% 

NV I 01 O.OO%l 641 0.31% 
NY I 51 3.68OhI 656I 3.21% 
OH I 101 7.35%1 9881 4.84% 
OK I 21 1.47%I 4641 2.27% 
OR I 41 2.94%1 1941 0.95% 
PA I 31 2.21%1 13361 6.54% 

I RI I 1 I 0.74%I 521 0.25YoI 
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I T  H * E /  

OHIO rn I UNMRSITY) 

December 2 i , i 999 

Larry Hoover 
Sam Houston State University 
Criminal Justice Center 
P.O. Box 2296 
Huntsville, TX 7734 1-2296 

Dear Larry: 

It was enjoyable to see you and be part of the hio-day program discussing the results 
of our survey and evaluation of the (3) training modules. We trust that you and all 
those attending had a productive meeting. 

You will be glad to know that we have begun the analysis of the survey and we are 
pleased to report that we have had a 28.7% response rate. 

Attached is the report of the evaluation rendered by Mr. Greg Ashe. We are extremely 
pleased with it and we feel certain that you will agree. The recommendations of the 
group will undoubtedly provide the impetus to the developers to refine the CDs. 

Please let us b o w  how the recommendations are received. b:e also would like to hear 
or see what the group from Florida said concerning the modules. 

If you have any questions, please call me or Tony Basil. 

Sincerely, 

Mac A. Stewart 
Associate Provost, Undergraduate Studies 
Dean, University College/Continuing Education 

This document is a research report submitted to the U.S. Department of Justice. This report
has not been published by the Department. Opinions or points of view expressed are those 
of the author(s) and do not necessarily reflect the official position or policies of the 
U.S. Department of Justice.
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Executive Summary 

Exeartive Summary 

Evaluators would like to see more swnpies of how #e GPStecfnology on be 
deployed in the field. 

The viability of Web page links over time may impact #e "shelf life" ofthe GPS 
module. 

Evaluators were pleased with the look, feel, and * ofthemaherid. 

The MUM-Medii speed effects were -bed as very impressive. 

 he evalwtors would like to see more instructional a n t e n t  (how to perform tasks) 
over informational content 

The user interface should be modified to allow learners to easily review or Sbp 
portions of the program. A "bookmarlc or pause feature would be an important 
modification. 

0 The evaluators suggest that this training module could be used &I raise awarmess 
level of the growing p r o M  of crimes related to computers and the Internet. 
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Executive Summary 

Module t 3 Blood Evidence 

The break-in XRnWio was deemed an wtstanding W i n g  strategy; one that is 
very familiar to the in- wldience 

Note: Particjpants agred th t  it wouM be -1 to indude an audit trail or 
m c a t k m  process in dI three modules to vmfy satisfactwy mpoetion of the training 
for offKial personnel records. 
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Introduction 

The purpose ofttis paper is to presenta written u m m o f a  q u a l m  waluation 
tbt is based upon a critique bya panel o f b w  En- experk. The feedback wiil 
be used to mi and otherwiseimpmve the pilot versions of the tmring modules. 

Ile obpctweof the evaluation process was to obtain "first-hand"feed>adcfrom the 
audience that will utilize the end produb. The product performance dmensions that will 
be addressed indude: 

3 Training Objectives 
P Presentatiocl of Materials 
> Accuracy of Information 
> Usefulness in Practice on the Job 
> Use of the Technology 

Recornmndatto . lls for Improvement 
> GeneralFeedback 
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OSU and NU developed a set of organizing questkms. The f a o l i  -sed the 
q- foreaseofuseinthefocllsgroupsreNnottobxeoriginalintent The 
questions as pesented during* focus gmup appear at the end of this section. The 
session formatwas open discussion in reb.tiontoeachorganizingquestkm/ statement 
The sessio(l was tape reGorded to ensure acnu#y of Satmenk. A general wen&?w of 
findings is written in the Executive Summary section. tkm &ailed comments appear 
under the apQroQriate mining module sections. Each Mnbg module seclion is 
subdivided into the seven organizing quesths/ statements mentioned PW*. 
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Module # 1 Global Positioning Systems 

Qbea!Es 
FedxJck addressing wkthef ttre obpctms d h  GPS module were dedrty sfated 
dakdmoretotheefWjvems and intent of the program. Most partidpants felt that 
the program was more an informabonal or markeb'ng piece than a training or "how to" 
program. However, this was not axlsidered a problem and indeed tbe largely 
supemisory level group saw the merit in this design strategy. There was arequest for a 
more thorough tmtment ofthe varjous G K  applications that are avaibbk for p d i  
work and possibiy a fd)ow-up mock& more oriented toward baining. The following 
quotes make dear the group's co~~jems. 

Effectivenessl Intent 
0 "I saw the GPSbasislly as a s&" 
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Ikcuracv, and C u m  of Inform- 
No new i- was offered during tk discusSon, hwevera number of written 
mments -the G K  module were subnitred t~ the facilitator afterthe discusion. 
Comments pedi3nng t~ this discussion point appear bebw: 
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Global positioning Systems 
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Everyone a d w w k @ d  that this is one of the Sh0rtr;orm 'ngsOfUShgtfKWebwa 
source of materid; U m e  is no guarantee that sites will mn&n vi&&. 
OneMicer prqmsda straw pde on how many offices h a d a c a s t ~  a computerthat 
a n  mnectto the lnhemet in order to use training with enbeddd WEB page links. 
The straw pole indcaQd that mod pol'& departments pwdeon ty  limitd acce#to 
off#;ers wrtfi adminisbatrve responsibilities - this condition may haw irnpl*kathns for the 
extent to which the training relies on the WEB or indicates reQLirement forWE%UXSS 
aiongwithbasicnxhineqxubtms . in the training -. 

Trainina Meet F m  

Imwove men& 

accreditation pnxess into the mining modules. Minimum s p d b b o n  * issues 
were raised h a  d time (N-: the firstcomment appears under the prwious 
heading). 

for i m m e n t  include field testing the final produd and incmpcmbng an 

One participant's askd if comickmtm . sbouM begiven to police departmentr that don't 
have faster machines. On ttds point, most agree that too m u 3  mxlld be lost if them 
ROM programs were downgraded to accommodate slower mactr'nes. 

One of the participants inquired about intellectual or copyrights for to the material. The 
response from La- Hoover (bject  D imor )  is M because this project was funded by 
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The following COmmmt  was typial: 
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Module # 2 Computer Crime (aka.  Cyber-Crime) 

obiecthes 
A few brief cOmmentS were made relating to the Computer crrne(Cr) mchk's 
treatment of the objectives. Similar to the comments on the Bs modu)e, m p a n t s  
perceived the CC module as more infwmabona . Ithantrainingarerrted. Comments 
besp?aka group preferem? fix more insbudma - Ityorientedmaterids. 

Accuracv. ComDleteness and Currency of Information 
Participants experienced !mu& navigabng backwards to review porbons of the program 
and generally struggled with the game process. Observant evaluators 
typographical e m .  Summary comments appear below. 

some 
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Pradxal use 
Partiopants appreciated gaining peqxctw ' e on the growing problem of Computer 
Crime Thegmup recognizesthe need fora paradigm M t i n  how tedvlology is 
changing the way we live on both sicks ofthe bw. While the CC game wed w e d  of 
the participants in the gmup, it was gewdlyheld that t kye  was value in intmducq 
the dqed in this format According to the discussions, the game inside the mod& 
may require some changes to make the module more user friendty." The gmup offered 
the fdbwing comments on ttns topic: 

Advanced Technology against Crime Evaluation (11.17.99) 
Ohio State University - Office of Continuing Education 

P a g e  13 

This document is a research report submitted to the U.S. Department of Justice. This report
has not been published by the Department. Opinions or points of view expressed are those 
of the author(s) and do not necessarily reflect the official position or policies of the 
U.S. Department of Justice.



Did the Trainina Meet EaxBtmn - s  
Many parbcipants agreed that tk Computer Crime training module did nd disappoint, 
the video portion was deemedstcellent This mod&, save a few user interface tisues 
was genedtyconsidered r e d y  for production. Gmupsentimentssuggesbng that the 
m u l e  dearly met qxcmcnl . sfolbw: 
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Module # 3 Blood Evidence 

Repetition/ Pace 
Several particjpants found t f ie Blood Evidence module to be somewkt epebbve and 
slow moving at times. H o w r ,  everyone acknowledged that this might be caused by 
the complex nature of the nrbject matter. On that note, some expressed amcems that 
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A c c u w ~  Completeness and C u m  of Information 
This discussum point addresses sewd dimertsions relatjng tD the appropriateness of 
the training module content. Two of the officers m t  are experts in serology and 
were aMe to offer some insightful and in-depth comments on the module. Therr 
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Note: Jim Gwldtl (irsZm%& Qngn dm3aper) indcated that using the aicoM swab 
was not the intent. 
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Did the Trainim Meet ExDecta t iOM 

Feedbad< from the emlwtors dearty indicatesa hiQh level d m  - mtbe 
desrgn and content of the Blood Evidence training module. The following statements 
support this assertjon: 

Immvements 
Jim Gaskill asked the e>cgerts in the room if caUtions or warnings needed to be added to 
the Blood Evidence module to address mncems about safety raised earlier during the 
discussion. 
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Evalwtion Discussion topics 

Ifthesg minim WOQ rams are made available in v o u r  own work settina, how 
axlMth@?&beUsed ? 

Didthese training WOQ ramsmeetvou r a r e c t a  W S ?  

Talk about the look and feel of the m r a m s :  
cmeflt-(Did the program hddyour atenbon - 1  

e 
(Did the material flow in a logical progression for you?) . .  

Technology 

Now tell us how this Drod uct can be improved umn. 

PRBPEHiY OF 
Natiorial Criminal Justice Reference Service (MCJRS) 
BOX m o o  
Hockvilie, MD 20849-6000 
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D C C ~ X J  6,1999 

Dr. Toay Basil 
Ohio State University 
152 Mount Hall 
1050 Cunuck Rd. 
GAumbus. Ohio 43210.1002 

Dear Tony: 

I would like to addrcs several issues which I cammenred on during thz evaluation session on 
Sovcmbcr 17,1999. I Will l h r  'hex comments m the p r o p o d  Crime Sctnc/Srrology CD 
based baking program. 

The overall structure of the p r o g m  I fa1 is very well put togerber and the god of providing on 
site mining without ttw V J V ~  and tuition is bcncficill to all law e n f o m e n t  agencies. The tinal 
product that will bt pmvided by KIJ will be vicwcd as authoritative in nature, rcyardlcrs of 
tontrni 1 am CO& with several areas which will be viewed ss a stvldard p e d u r e  with 
respect to the collectmn and preservation of physical evidence specifically those crime scenes 
involvmg blood stclic malysis. 

There is really no discussion of how to prepare a '-set up'staging area- for your equipment in 
order to efticienlly process the went. The investigator my disturb potential evidence by 
repeated trips to get tbc ncccssaq tools requircd fgr the collectioa of the evidence. The 
photogmphy aspects psenrcd are well documented. Overdh followed by medium phoros with 
anJ wirhout tcfsrcncc.xalc). Shoe covers should be maintained for ~ ] i  porenrial mce evidence 
In 3ddition the marlu=;s of&e patio door glass, with r e s p e c t  io uhich side is inside rJw r e s i d t w  
and which is ourside ail1 aid in determining the side where the force onginared in breaking the 
glass. I think addirioral aspects such as potentid fingerprint mnC tact evidencc should be 
men r ioned. 

The interpretation of S o d  spaner a[ rhz crime scene i5 ;v1 &:e x c a  of e x p c n i x  in itself. 
Proper photographic Acunieatation will provide a blood spattn c x p n  the opportunity IO 

provide 3n opinion b d  upon Ibis documentation. Thc i n t c rpmlon  of [he blood spatter 
dicratcs a SCCWIO w h c h  is complex and will nor be a rouIinz interpretation ;~j indicated. O n e  
could o f k  mort than the interpretation provided. 
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T k  utilimrlon of the presumptive tests ma) k of vduc with respect LO tbe x m n m g  of a n u m k r  
d stuns whch ptt being considered for s u h u o n  to rhe forensic S C I Z ~ C C  lobontory Powever, 
ttu CD mning  Iaccks specific instruction in rbr pcopu w of both povtivc d negarivc controls 
d thc pqamtioo of the mgcnts. Wilh tk cxccprion of the hcmastix, 
exam r c p u u c  SON prrpamtion of chemicals prior to use and k s c  Cbcrrucals may haw a limited 
SbrK life. Safety issues that I MI conccrncd d o u r  speclf idy includc tbr w of H y d r ~ g a  
Pcmxide. The cancentmion of 3% b y d r o p  pcroxidc is thc nradud diluticm u d  in the 
facntic science b n t ~ r y  to init i~e the 
wlbich are nored. 1 am cwcemcd that a law clIfomcnt agency may arngly think thzabydrogar 
pwxide is hydrogen p#oXide and W d U  8 3oX coacenoftion fFom a chcmicll nrpplk ad then 
pbcc it in the trunk ol'a miser until it is rrqrrircd for w. Thh concQLfIBti00 must be kept 
rdrigerated in order 10 prevent the formuion of a potential cx~as iv lc .  The most badicial use of 
h i n o l  is in acafc in which b k d  has k c l d  up st a- SCCIY. It helps lead UJ to 
bidden blood siains dut may be obstructed carpct, fabric, c:c. fbc uynple in thc CD utilizes 
a sink common howcbold items such as blacb m y  c a w  a hlsc posirivc with Lumid' ,  also, 
t k  application of the chemical is as a 3gray d r q u i r c s  a mist rcspimot a d  goggler The 
ckmicals involved, sodium bicarbonate, sodium pcrbraie yrd luminol in oombirurion arc 

other pres;i;r.p:i*.e 

activity involvtd in tbt positive 

rrspintoty uriunrs. 

Tbc latest technology incluc;lu rh ability to identify buman b l d  with  no chemical prcpuation. 
A small ponion of sample is Jlowcd to el*& in a provided buffer and placed in a disposable 
m i o n  platc. The obsuvations are noted aad the platc can k disposal of. In addition. h e  
rorayct of & e x  kits is at room temperature tod have an establisbtd shclf life of sever4 months. 

The CD rndicatcs thai i t  is necessary to c o l k t  substrate controls from lfta which are sampled 
yet 11 failed LO be consistent t)rroughout In &e area of tbe q t ,  an unstained sample is 
mobetd and tbc suspected blood stained a m  is collected. Yet m the areas of the floor. and on 
b e  bathrmm :loor where stains arc colleclcd no substrate mnml is sampled. Howcwr, a 
&trate control is collected on the  all of cbc bedroom where the spatta on h e  w11 is, this 
sample is coilecred with a swab and the s u h i e  control with alcohol wipe. This c o l l a o n  
s h u l d  urilizt rdtntiwl collccuon methods My concern Is, if &e project staff IS unable to secure 
a suitable coilecr~m deticqsmrch) Io do dus. how will the officer in the street 

The collection of J dried blood sljin with a scalpel by scrapping ~ 5 . 1 1 1  initiate JR xrosoi of the 
and blood. In addition IO gioves the colleang individual should w a r  a dwcmist respirator and 
goggles 

In the laboratory xalpcls arc rinsed With bleach and distilled m e r  &ween sampling. This is 
sufficient to prevent any c q  oker betzseer. samples The collection of every scalpel will be 
somewhat expensive and potentially hatardous.. 
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I t  is implied W additioni photos of the bloody foot prints wn mrdt prior to ~nempts to 
chemically enhance the faxwar sum. Propa photographs m y  k cufIicient for foorww 
idtntificaion, however. t k e  IS DO s o u r e  for the bloody foot prnu a depicted in the CD. There 
must be a pool or luge w g b  stain to have steppcd in io deli- Q strin. 

The use of luminol and dx collection of the pap h m  rhc utility r o ~ o  is aot routine, the only 
time a ntpwill k tvzlrpDed will be ifthm has k c n a  cocnpkrc &up ofthe scere 

My preucst issue wirhjn k CD t rahhg is the absence of wh isrproper d with rrspcct to 
the submission of blood artoed cvidtrre colloctcd from a crime sase whjcb is 10 k suknintd 
to a forensic xiencc labarrory for malyris. This sbould k as Rplitivr as the described proper 
documentation of the cvidmct. A pop seal u wtlwd in seujm 1.4.1.3 of the a a x d h t h  
gdelincs of tbe Ame+a Society of Crime Labratoy DirrcawsrLdont ory Accreditation 
Bod.  This is an csscnd componart q u i d  h r  labramy 
sundud for your rrvicW. 

I have atucbed the 

Labontory policies arc tqmning to dictate what will and whlt wi3 rn be urmimd by a 
laborarory with a specific w e  that is submined. It  is unfortunatt rfa some laboratories will 
limit the arilysis and f o h  a best evidmct policy simply dut 10 tbc ovmvhelming amount of 
phyricai evidence that is king submined to ~ r a t o r i u .  Enrymc ad blood wing  prOc+d~r~s  
have been eliminated in m ~ s t  of the forensic science laboratories d have k a  rep&& with 
DNA andyris. This analysis is more probative, has gruttr 'on and will bc dttectable 
in blood stains that were O(KC impossible to analyze. 

This CD training tool will effect every laboratory in the country. Ir Lras a number of very positive 
and structured protocols with respect to photography, d o c u m a t k ,  notes and the approach to 
the collection of physic?! evidence at the crime scene. Perhaps thc ftl up bc restructured to 
go through the crime xnr, including the proper documentaim ad collecnon, then, in the end 
provide f&c information naxssary for the Utilizatioo of the avaikbk presumptive resting for the 
prcscnce.identification ofblood. The O p r l O M l  testing could be PajLamrd aher col!ection prior to 
submission to the LaboaWy. Ttus would emphasize the proper dic t ion  and prcscrvation of 
xrology/DNA evidence 

I appreciate the o p p o r t w  to panicipatc in the review. Please fed free to contact me at (419) 
755-9732 or _tabt@acrl corn should you have any questions. 

S incere 1 y , 

L.E. Harper 
Chief oi  Police 

&L... 3 Qb,x 
Anthony J .  Tanibasco 
Ldboraloq' Director 
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1 . 4 . 1 . 3  IS EVIDENCE STORED UNDER PROPER (E) 
SEAL? T N R I A  

moper seals may be acconplished Fn various ways such as heat sea l ,  
tape mal md lock s e a l .  All  seals must be initialed or otherwise 
nrartmd to document the person 8ealing the evidence. (1.4.1.31 

A container is 'properly scaled. only if its contents cjnnot 
read i ly  escape rad only if entering the container results i n  
obvious damage/altcration to the container or its seal. 

Tape used to seal containers must be i n i t i a l e d  (or otherwise 
identified) to document the person sealing the evidence ( 1 . 4 . 1 . 3 ) .  
Heat sealed packages rust have initials or other identification 
across the heat seal to be properly sealed. 

Packaged evidence received by a laboratory which docs not bear the 
initlals or Identification of the person s e a l i n g  the evidence 
container is not considered to be properly sealed.. The laboratory 
therefore must have a procedure whereby it establishes a proper seal 
on the container. Examples of ways to accomplish this include: (1) 
placing a piece of evidence tape perpendicularly across the seal 
with the initials of the person receiving the evidence and ( 2 )  
resealing the complete package in a heat sealed envelope or other 
container with proper i n i t i a l s .  Laboratories receive evidence from 
numerous sources, making it very  difficult to ensure that all 
evidence submitted is p r o p e r l y  sealed. However, the laboratory must 
ensure that evidence stored in the laboratory is properly sealed. 

Proce&ra l  preclutioru awt exist vhfch recbce the rid of m n c e  
losa, cross transfer, con- . Uoa W o r  o t h e r  deleterious change. 

1 . 4 . 1 . 4  IS EVIDESCE PROTECTED FROM LOSS, (E ) 
CROSS TMIVSFER, CONTAMINATION AND/OR Y N N/A 
DELETERIOUS CHANGE? 

DISCUSSION 

There are many factors involved in the protection of evidence from 
loss,  cross transfer, contamination and/or deleterious c h n g e .  
These factors include the proper identification, packaging, sealing 
and storage of evidence. A laboratory must take a l l  of these 
factors into consideration in the processing of evidence. 
Biological evidence, of both p1ar.t and ar,imal ocigili,  is generally 
most  subject to experiencing deleterious change. 

I999 VEX5ION 28 
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