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I. rumosc and Scgpe 

The purpose of this directive is to establish policies and procedures for managing and 
safeguarding non-public intbnnation. The Commission has four general categories of 
infonnation: (1) classified national security infonnation; (2) sensitive but unclassified 
information having to do with homeland security. law enforcement. intelligence, defense. 
and foreign affairs; (3) non-public information; and (4) public information routinely made 
available for public inspection. 

While the Commission routinely makes a great deal ofcategory 4 information available 
for public inspection, there are situations in which statute, regulation. policy. and the 
integrity of the Commission's decision-making process require that the agency protect 
certain materials that are not already protected under categories 1 and 2 identified above. 
Therefore, this directive applies to all category 3·non-public information as set forth in 47 
C.P.R. Section 0.457. It DOES NOT apply to category 1 classified information related to 

......... nationaLsecurity and.. eategory.2.homclandsecuritY-.Jaw.enforceme.nt..intelli&ence~ . 
defense, and foreign affairs information categorized as sensitive but unclassified. 
Category I and 2 information are subject to procedures set forth in separate statutes, 
regulations, and policy statements. Information on how to deal with Category 1 and 2 
information can be fOWld in the Information Security Manual (FCC Instruction 1131.1). 
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