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FEDERAL COMMUNICATIONS COMMISSlOrJ 

Wlllhlngton. D.C. 205M 

FCC DIRECTIVE 
F~CIN8T 1479.3 

Elfcctive Dale: 
July 2008 

Expirllion Dale: 
July 2013 

TO: All Employees and Contractors 

SUBJECT: FCC Information Security Program 

I. PURPOSE 

This directive establishes policy and assigns responsibilities for assuring that there are adequate 
~els of protection for all FCC infonnation systems, the FCC Network, applications and 
<4ltabases, and information created, stored, or proFssed therein. 

2. . CANCELLATION 

This directive supersedes FCCINST 1479.2, FCC Computer Security Program Directive, date<! 
October 2, 200I. 

3. TITLE 

FCC Infonnation Security Program 

4. BACKGROUND 

This document addresses issues relating to all aspects of computer systems security, including 
issues concerning day-to-day security safeguards, business continuity, system accessibility and 
authentication,software licensing. and administrative precautions, which can be taken by users 
ofthe FCC computer systems and those who manage them. 

5. SCOPE & APPLICABILITY 

The provisions of this directive apply to ali FCC staff made up offederal employees. contractors, 
temporary staff, and interns, to include telecommuters (herein referred to as FCC users) who use 
an information system or access computer generated data to collectively conduct business on 
behalf of the 'FCC. This directive discusses safeguard measures to be taken for computer related 
information ;systems processing or containing sensitive and Commission critical data. The 
directive should also be used as a minimum standard for safeguarding other non-sensitive 
information processed or stored on FCC computer equipment . 
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