




Key Finding: Only 11% of companies reported security data breaches in 2008
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Key Finding: 24% of disclosed data breaches in the U.S. either do not know, or do 
not specify the number of records compromised
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Key Finding: The greatest exposure and loss of sensitive data is in the form of 
data breaches, most often caused by hackers, theft and malicious employees
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