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&it Getting Started

! Connect to a Projector Martan, Sean

Documents

Sticky Notes

Pictures
% Snipping Tool

Music
Calculator

. Computer
'oi).i Paint

Control Panel
1‘ APS Viewer
Devices and Printers

g Windows Fax and Scan
Default Programs

Q( Magnifier
y Help and Support

| W‘l Microsoft Word 2010

»  All Programs

Click on the Windows Start button and choose Control Panel
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Adjust your computer’s settings

System and Security
Review your computer's status
Back up your compater

Find and fis problems

View network status and tasks
Choose h and shaning opts

- s

/ Hardware and Sound
View devices and printers
Add 2 device
Connect i0 # proyector
Adpuct commandy used mobllity 1ettings
Programs
Uniratall » program
Gt peograms

User Accounts
' Change account type

Appearance and Personalization
Change the theme

Change desitop background

Adjst screen resoluton

Clock, Language, and Region
Change keyboard: cor other input methods
Change diplay language

Ease of Access

Let Windows suggest settings
Optanize visusl dnspley

Choose Network and Internet
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-y. Vies network status snd tasks  Connecttoa
Add 4 wevless device 10 the network

@ e

e

and sharing cgts

Internet Options
Change yeur homepage  Manage browser add-ons  Delete browsing history and cookies

Choose Network and Sharing Center
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View your basic network information and set up connections

ﬁ Q ° See full map
SYS-ITS-8x6CHV NETGEARAS-5G Internet
(This computer)
View your active networks Connect or disconnect
Access type: Intemnet
NETGEARA9-5G HomeGroup:  Available to join
Home network C ices: ol Viireless N K Connéition
(NETGEARAS-5G)

Change your networking settings
9 Set up & new connecbon or network
" Set up a wareless, broadband, dial-up, ad hoe, oc VPN conmection; of set up 3 router or 3ccess point.

’ Connect to & network
Connect or reconnect 16 a weeless, wired, dial-up, or VPN network connection.

Choote homegroup and thaing optins
Access files and pra s d on other

E} Troubleshoot problems
Diagnose and repair

Choose Set up a new connection or network
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Choose a connection option

>

Connect to the Internet =
Set up a wireless, broadband, or dial-up connection to the Internet.

"y Set up a new network
<=z, Configure a new router or access point.

Manually connect to a wireless network
Connect to a3 hidden network or create 3 new wireless

Connect to a workplace | =
Set up a dial-up or VPN connection to your workplace,

/= Setup a dial-up connection
@ Connect to the Internet using a dial-up connection.

Choose Manually connect to a wireless network and click Next
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5 ! Manaly connect to a wireles network.

Enter information for the wireless network you want to add

Network name: UNT

Security type: |WPA2-Enterprse =~

Encryption type: [ AES v]

Security Key: | J []Hide characters

[V] Start this connection automatically

Connect even if the network is not broadcasting
Warning: If you select this option, your computer's privacy might be at risk.

[ Ne¢t || Cancel |

Enter the information as shown above and click Next




() ! Manually connect to 3 wireless network

Successfully added UNT

+ Change connection settings
' Open the connection properties so thatI can change the settings.

Choose Change connection settings
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UNT Wireless Network Properties

Connection Security

Name: UNT
SSID: UNT
Network type: Access point

Network availability:  All users

[¥]Connect automatically when this network is in range:
Connect to a more preferred network if available
Connect even if the network is not broadcasting its name (S5ID)

Click on the Security tab



-
UNT Wireless Network Properties

Choose a network authentication method:
[Microsoft: Protected EAP (PEAP) || Settings |

Remember my credentials for this connection each
time I'm logged on

Click on the Settings button
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Protected EAP Properties M

When connecting:

Validate server certificate

|:| Connect to these servers:

Trusted Root Certification Autharities:

AddTrust External CA Root -
[7] Baltimare CyberTrust Root

[7] Clags 3 Public Primary Certification Authority

|:| DigiCert High Assurance EV Root CA

[] Entrust.net Certification Authority (2045)

[] Entrust.net Secure Server Certification Authority
[] Equifax Secure Certificate Authority -
1| ] | »

m

|:| Do not prompt user to authorize new servers or trusted
certification autharities,

Select Authentication Method:

[Semred passward (EAP-MSCHAP v2) T] [ Configure. .. ]

Enable Fast Reconnect

[] Enforce Metwork Access Protection

[] Disconnect if server does not present cryptobinding TLY
[] Enable Identity Privacy i

ok || cancel |

Check AddTrust External CA Root and then click the Configure button



'EAP MSCHAPV2 Properties

When connecting:

ﬁutomaticalyuse my Windows logon name and
password (and domain if any).

£ ok ][ Cancel |

Uncheck the checkbox and click OK
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Protected EAP Properties 23

When connecting:
Validate server certificate

Connect to these servers:

Trusted Root Certification Autharities:

AddTrust External CA Root -
Class 3 Public Primary Certification Authority E|
DigiCert High Assurance EV Root CA

Entrust.net Certification Authority (2048)

Entrust.net Secure Server Certification Authority

Equifax Secure Certificate Authority

GeoTrust Global CA

1| ] | »

Do not prompt user to authorize new servers or trusted
certification autharities,

Select Authentication Method:

[Searedpassword(EAP—MSCHAPul} T] lConﬁgure... I

Enable Fast Reconnect
Enforce Network Access Protection

Disconnect if server does not present cryptobinding TLY
Enable Identity Privacy | |

Click the OK button



Choose a network authentication method:
[Microsoft: Protected EAP (PEAP) || Settings |

Remember my credentials for this connection each

time I'm logged on

Uncheck the Remember my credentials box then click the Advanced settings button
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Advanced settings — -~
| | 802.1X settings Igoz,u settings

[V|Specify. authen
|User authentication v] [ save gedentals |

[ | Delete credentials for all users

| [T]Enable single sign on for this network

@ Perform immediately before user logon !
Perform immediately after user logon

Maximumn delay (seconds): ‘ 10

[V] Allow additional dialogs to be displayed during single

N sign on

[ ] This network uses separate virtual LANs for machine "
and user authentication

Check Specify authentication mode and select User authentication in the dropdown menu, then click Save credentials
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Save credentials

Saving your credentials allows your computer to connect to the network
when you're not logged on (for example, to download updates).

Enter your EUID and your password then click OK



[7] Specify authentication mode:

[ | Delete credentials for all users

[T]Enable single sign on for this network

(@ Perform immediately before user logon
Perform immediately after user logon

Maximum delay (seconds): 10 =
Allow additional dialogs to be displayed during single
sign on

[ ] This network uses separate virtual LANs for machine
and user authentication

Click OK
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UNT Wireless Network Properties
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Choose a network authentication method:
[Mirosoft: Protected EAP (PEAP) v || Settings |

Remember my credentials for this connection each
time I'm logged on

Click OK



(L) ! Manually connect to a wireless network
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Successfully added UNT

< Change connection settings
' Open the connection properties so thatI can change the settings.

Click Close

You are now configured for UNT!



