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This form serves to assert that the offering being submitted for FIPS 201 conformance evaluation is 
accurately meeting the requirements stated in the Standard.  

Applicant Information 

Company Name  

Product/Service Information 

Name  
Part Number  

Hardware Version  
Software Version  
Firmware Version  

Lab Specific Information 

Approval Procedure Version 7.0.0 

Requirements being attested to: 

Identifier # Requirement Description Source 

OCSP.1 OCSP [RFC2560] status responders shall be implemented as a 
supplementary certificate status mechanism. 

FIPS 201-1, 
Section 5.4.5.2 

OCSP.2 The OCSP status responses are digitally signed to support 
authentication and integrity using a public key and hash algorithm at 
least as large as that used to sign the certificate. 

SP 800-78-1, 
Section 4 

OCSP.3 The OCSP message can also be signed with a larger public key or 
hash algorithm that satisfies the requirements for signing new PIV 
information, as specified in Table 3-3. 

SP 800-78-1, 
Section 4 

OCSP.4 The object identifiers specified in Table 3-4 must be used in CRLs and 
OCSP messages to identify the signature algorithm. 

SP 800-78-1, 
Section 4 

OCSP.5 The cryptographic module used for signing [OCSP responses] shall be 
validated to FIPS 140-2 with an overall Security Level 2 (or higher). 

FIPS 201-1, 
Section B.4 

Signature 

I hereby claim that I am authorized to sign this form on behalf of the above specified company. I 
acknowledge that l have am aware of the requirements of FIPS 201 and its related publications that my 
Product needs to comply with and that the Product that has been submitted to the Lab is, to the best of 
my knowledge, complete and accurately meeting these requirements. Furthermore, by signing below, I 
attest that the Product/Service is being submitted under each category for which this Product/Service 
applies. I am also aware that any false claims to this statement could result in a penalty as defined by the 
Federal Acquisition Regulation (FAR). 
 

Signature  
 Date  

Name  
Title  
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