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nature), to the appropriate agency 
(whether Federal, State, local or 
foreign), charged with the responsibility 
of investigating or prosecuting such 
violations, or charged with enforcing or 
implementing the statute, rule, 
regulation or order issued pursuant 
thereto. 

D. Where there is an indication of a 
violation or potential violation of the 
immigration and nationality laws, or of 
a general statute within INS jurisdiction 
or of a regulation, rule, or order issued 
pursuant thereto, to a court, magistrate, 
or administrative tribunal in the course 
of presenting evidence, and to opposing 
counsel during discovery. 

E. Where there is an indication of a 
violation or potential violation of the 
law of another nation (whether civil or 
criminal), to the appropriate foreign 
government agency charged with 
enforcing or implementing such laws 
and to international organizations 
engaged in the collection and 
dissemination of intelligence concerning 
criminal activity. 

F. To other Federal agencies for the 
purpose of conducting national 
intelligence and security investigations. 

G. To a Member of Congress or staff 
acting on the Member's behalf when the 
Member or staff requests the 
information on behalf of and at the 
request of the individual who is the 
subject of the record. 

H. To the General Services 
Administration and the National 
Archives and Records Administration in 
records management inspections 
conducted under the authority of 44 
U.S.C. 2904 and 2906. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

These records are stored in a data 
base on magnetic disks. 

RETRIEVABILITY: 

These records are retrieved by name 
and/or date of birth, A file number, or 
by alien's Bureau of Prisons number, 
when applicable. 

S A F E G U A R D S : 

INS offices are located in buildings 
under security guard, and access to 
premises is by official identification. 
Access to terminals is limited to INS 
employees with user identification 
numbers. Access to records in this 
system is by restricted password and is 
further protected by secondary 
passwords. 

RETENTION AND DISPOSAL: 

Deportable alien case control and 
detention records are marked closed 
and retained for statistical purposes 
through the end of the fiscal year. 
Closed cases are archived and stored in 
the database separate from the active 
cases. A retention and disposition 
schedule for the case summary and 
detention history records is currently 
being negotiated and will be submitted 
to the Archivist of the United States for 
approval. 

SYSTEM MANAGER(S) AND ADDRESS: 

Assistant Commissioner, Detention 
and Deportation, Immigration and 
Naturalization Service, 4251 Street, 
NW, Washington, DC 20538. 

NOTIFICATION PROCEDURE: 

Address inquiries to the system 
manager identified above. 

RECORDS ACCESS PROCEDURE: 

Make all requests for access in writing 
to the Freedom of Information Act/ 
Privacy Act (FOIA/PA) Officer at the 
nearest INS Office, or the INS office 
maintaining the desired records (if 
known) by using the list of Principal 
Offices of the Immigration and. 
Naturalization Service Appendix. 
JUSTICE/INS-999 published in the 
Federal Register. Clearly mark the 
envelope and letter "Privacy Act 
Request." Provide the A-file number 
and/or the full name and date of birth, 
with a notarized signature of the 
individual who is the subject of the 
record, and a return address. 

CONTESTING RECORDS PROCEDURES: 

Direct all requests to contest or 
amend information in the record to the 
FOIA/PA,Officer at one of the 
addresses identified above. State clearly 
and concisely the information being 
contested, the reason for contesting it, 
and the proposed amendment thereof. 
Clearly mark the envelope "Privacy Act 
Request" The record must be identified 
in the same manner as described for 
making a request for access. 

RECORD SOURCE CATEGORIES: 

Basic information is obtained from 
"The Immigration and Naturalization 
Service (INS) Alien File (A File) and 
Central Index System, (CIS), JUSTICE/ 
INS-001A." Information may also come 
from the alien, the alien's attorney/ 
representative, INS officials, other 
Federal, State, local, and foreign 
agencies and the courts. 

SYSTEMS EXEMPTED FROM CERTAIN 
PROVISIONS OF THE ACT: 

None. 

JUSTICE/DEA-INS-111 

SYSTEM N A M E : 

Automated Intelligence Records 
System (Pathfinder). 

S Y S T E M L O C A T I O N : 

U.S. Department of Justice, Drug 
Enforcement Administration, 1405 Eye 
Street, NW, Washington, D.C. 20537 and 
El Paso Intelligence Center (EPIC), El 
Paso, Texas 79902. 

C A T E G O R I E S O F I N D I V I D U A L S C O V E R E D BY T H E 

S Y S T E M : 

(1) Those individuals who are known, 
suspected, or alleged to be involved in 
(a) narcotic trafficking, (b) narcotic-arms 
trafficking, (c) alien smuggling or 
transporting, (d) illegally procuring, 
using, selling, counterfeiting, 
reproducing, or altering identification 
documents relating to status under the 
immigration and nationality laws, (e) 
terrorist activities (narcotic, arms or 
alien trafficking/smuggling related), (f) 
crewman desertions and stowaways, (g) 
arranging or contracting a marriage to 
defraud the immigration laws; and (h) 
facilitating the transportation of 
narcotics proceeds: (2) In addition to the 
categories of individuals listed above, 
those individuals who (a) have had 
citizenship or alien identification 
documents put to fraudulent use or have 
reported them as lost or stolen, (b)arrive 
in the United States from a foreign 
territory by private aircraft, and (c) are 
informants or witnesses (including non-
implicated persons) who have pertinent 
knowledge of some circumstances or 
aspect of a case or suspect may be the 
subject of a file within this system: and 
(3) In the course of criminal 
investigation and intelligence gathering, 
DEA and INS may delect violation of 
non-drug or non-alien related laws. In 
the interests of effective law 
enforcement, this information is retained 
in order to establish patterns of criminal 
activity and to assist other law 
enforcement agencies that are charged 
with enforcing other segments of 
criminal law. Therefore, under certain 
limited circumstances, individuals 
known, suspected, or alleged to be 
involved in non-narcotic or non-alien 
criminal activity may be the subject of a 
file maintained within this system. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

In general, this system contains 
computerized and manual intelligence 
information gathered from DEA and INS 
investigative records and reports. 
Specifically, Intelligence information is 
gathered and collated from the following 
DEA and INS records and reports; (1) 
DEA Reports of Investigation (DEA-6), 
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(2) DEA and INS Intelligence Reports, 
(3) INS Air Detail Office Index (I-92A). 
(4) INS Operational Activities Special 
Information System (OASIS). (5) INS 
Marine Intelligence Index, (6) INS 
Fraudulent Document Center Index, (7) 
INS Terrorist Index. (8) INS Reports of 
Investigation and Apprehension (I-44,I-
213, G-166) and (9) U.S. Coast Guard 
Vessel 406 file. In addition, data is 
obtained from commercially available 
flight plan information concerning 
individuals known, suspected or alleged 
to be involved in criminal smuggling 
activities using private aircraft. 

AUTHORITY FOR MAINTENANCE OF THE 
SYSTEM: 

This system has been established in 
order for DEA and INS to carry out their 
law enforcement, regulatory, and 
intelligence functions mandated by the 
Comprehensive Drug Abuse Prevention 
and Control Act of 1970 (84 Stat. 1236), 
Reorganization Plan No. 2 of 1973, the 
Single Convention on Narcotic Drugs, 
(18 UST 1407), and Sections 103.265, and 
290 and Title III of the Immigration and 
Nationality Act, as amended (8 U.S.C 
1103,1305,1360,1401 et seq.). Additional 
authority is derived from Treaties, 
Statutes, Executive Orders and 
Presidential Proclamations which DEA 
and INS have been charged with 
administering. 

ROUTINE USES OF RECORDS MAINTAINED IN 
THE SYSTEM, INCLUDING CATEGORIES OF 
USERS AND THE PURPOSES OF SUCH USES: 

This system will be used to produce 
association and link analysis reports 
and such special reports as required by 
intelligence analysts of DEA and INS. 
The system will also be used to provide 
"real-time" responses to queries from 
Federal, state, and local agencies 
charged with border law enforcement 
responsibilities. 

Information from this system will be 
provided to the following categories of 
users for law enforcement and 
intelligence purposes provided a 
legitimate and lawful "need to know" is 
demonstrated: (a) Other Federal law 
enforcement agencies, (b) state and 
local law enforcement agencies, (c) 
foreign law enforcement agencies with 
whom DEA and INS maintain liaison, 
(d) U.S. intelligence and military 
intelligence agencies involved in border 
criminal law enforcement, (e) clerks and 
judges of courts exercising appropriate 
jurisdiction over subject matter 
maintained within this system, and (f) 
Department of State; (g) various Federal 
State, and local enforcement committees 
and working groups including Congress 
and senior Administration officials; (h) 
The Department of Defense and military 

departments; (i) The United Nations; (j) 
The International Police Organization 
(Interpol); (k) to individuals and 
organizations in the course of 
investigations to elicit information; (l) to 
the Office of Management and Budget, 
upon request, in order to justify the 
allocation of resources; (m) to 
respondents and their attorneys for 
purposes of discovery, formal and 
informal, in the course of an 
adjudicatory, rulemaking, or other 
hearing held pursuant to the Controlled 
Substances Act of 1970; and (n) in the 
event there is an indication of a 
violation or potential violation of law 
whether civil, criminal, regulatory, or 
administrative in nature, the relevant 
information may be referred to the 
appropriate agency, whether Federal, 
state, local or foreign, charged with the 
responsibility of investigating or 
prosecuting such violation or charged 
with enforcing or implementing the 
statute or rule, regulations, or order 
issued pursuant thereto. 

Release of information to the National 
Archives and Records Administration 
(NARA) and to the General Services 
Administration (GSA): A record from a 
system of records may be disclosed as a 
routine use to the NARA and GSA 
records management inspections 
conducted under the authority of 44 
U.S.C. 2904 and 2906. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Manual subsets of the Pathfinder 
Information System are maintained on 
standard index cards and manual 
folders. Standard security formats are 
employed. The records are stored on 
computer at the DOJ computer center, 
Washington. D.C. 

RETRIEVABILITY: 

Access to individual records can be 
accomplished by reference to either the 
manual indices or the automated 
information system. Access is achieved 
by reference to personal identifiers, 
other data elements or any combination 
thereof. 

SAFEGUARDS: 

The Pathfinder System of Records is 
protected by both physical security 
methods and dissemination and access 
controls. Fundamental in all cases is 
that access to intelligence information is 
limited to those persons or agencies 
with a demonstrated and lawful need to 
know for the information in order to 
perform assigned functions. 

Physical security when intelligence 
files are attended is provided by 

responsible DEA and INS employees. 
Physical security when files are 
unattended is provided by the secure 
locking of material in approved 
containers or facilities. The selection of 
containers or facilities is made in 
consideration of the sensitivity or 
National Security Classification as 
appropriate, of the files, and the extent 
of security guard and/or surveillance 
afforded by electronic means. 

Protection of the automated 
information system is provided by 
physical, procedural, and electronic 
means. The master file resides in the 
DEA Office of Intelligence Secured 
Computer System and is physically 
attended or safe-guarded on a full time 
basis. Access or observation to active 
telecommunications terminals is limited 
to those with a demonstrated need to 
know for retrieval information. 
Surreptitious access to an unattended 
terminal is precluded by a complex 
authentication procedure. The procedure 
is provided only to authorized DEA and 
INS employees. Transmission from DEA 
Headquarters to El Paso, Texas is 
accomplished via a dedicated secured 
line. 

An automated log of queries is 
maintained for each terminal. Improper 
procedure results in no access and 
under certain conditions completely 
locks out the terminal pending 
restoration by the master controller at 
DEA Headquarters after appropriate 
verification. Unattended terminals are 
otherwise located in locked facilities 
after normal working hours. 

The dissemination of intelligence 
information to an individual outside the 
Department of Justice is made in 
accordance with the routine uses as 
described herein and otherwise in 
accordance with conditions of 
disclosure prescribed in the Privacy Act 
The need to know is determined in both 
cases by DEA and INS as a prerequisite 
to the release of information. 

RETENTION AND DISPOSAL: 

Records maintained within this 
system are retained for fifty-five (55) 
years. 

SYSTEM MANAGER(S) AND ADDRESS: 

Deputy Assistant Administrator, 
Office of Intelligence. Drug Enforcement 
Administration, 1405 Eye Street, NW, 
Washington, D.C. 20537 and Associate 
Commissioner, Enforcement, 
Immigration and Naturalization Service, 
425 Eye Street. NW. Washington, D.C 
20536. 
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NOTIFICATION P R O C E D U R E : 

Inquiries should be addressed to 
Freedom of Information Section, Drug 
Enforcement Administration, 1405 Eye 
Street, NW, Washington, D.C. 20537. 

RECORD ACCESS PROCEDURE: 

Same as notification procedure. 

CONTESTING, RECORD PROCEDURES: 

Same as notification procedure. 

RECORD SOURCE CATEGORIES: 

Commercially available flight plan 
information source; Confidential 
informants; DEA intelligence and 
investigative records/reports; INS 
investigative, intelligence and statutory 
mandated records/reports; records and 
reports of other Federal, state and local 
agencies; and reports and records of 
foreign agencies with whom DEA 
maintains liaison. 

SYSTEMS EXEMPTED FROM CERTAIN 
PROVISIONS OF THE ACT: 

The Attorney General has exempted 
this system from subsections (c) (3) and 
(1), (d). (e), (1). (2). and (3), (e)(4)(g). (H) 
and (I), (e) (5) and (8), (f). (g). and (h) of 
the Privacy Act pursuant to 5 U.S.C. 
552a(j) and (k). Rules have been 
promulgated in accordance with the 
requirements of 5 U.S.C. 553(b). (c) and 

and have been published in the 
Federal Register. 

[FR Doc. 90-27384 Filed 11-23-90; 8:45 am] 
BILLING CODE 4410-01 

DEPARTMENT OF LABOR 

Mine Safety and Health Administration 

[Docket NO. M-90-164-C] 

Cyprus Minerals Co.; Petition for 
Modification of Application of 
Mandatory Safety Standard 

Cyprus Minerals Company, P.O. Box 
3299. Englewood. Colorado 80155, has 
filed a petition to modify the application 
of 30 CFR 75.803 (fail safe ground check 
circuits on high-voltage resistance 
grounded systems) to its Eagle No. 5 
Mine (I.D. No. 05-01370) located in 
Moffat County, Colorado. The petition is 
filed under section 101(c) of the Mine 
Safety and Health Act of 1977. 

A summary of the petitioner's 
statements follows: 

1. The petition concerns the 
requirement that a fail safe ground 
check circuit monitor continuously the 
grounding circuit. 

2. As an alternate method, petitioner 
proposes to use contactors which will 
open when either the ground or pilot 
check wire is broken. 

3. In support of this request, petitioner 
states that: 

(a) Only pumps and permanent belt 
drives will be affected by this petition; 

(b) Contactors will be built into 
equipment starters, properly separated 
and isolated from the other components 
of the unit, and will be rated for the full 
load rating of the circuit breaker; 

(c) The ground check relays will trip 
the contactor coil circuit; 

(d) A local reset will be provided to be 
activated for restart after a ground 
check trip; 

(e) Closing of the contactor after a 
ground check trip will not be automatic 
but will be under the control of the 
operator. 

4. Petitioner states that the alternate 
method will at all times provide the 
same measure of protection for the 
miners as the standard. 

Request for Comments 
Persons interested in this petition may 

furnish written comments. These 
comments must be filed with the Office 
of Standards, Regulations and 
Variances, Mine Safety and Health 
Administration, room 627, 4015 Wilson 
Boulevard, Arlington, Virginia 22203. All 
comments must be postmarked or 
received in that office on or before 
December 26,1990. Copies of the 
petition are available for inspection at 
that address. 

Dated: November 15.1990. 
Patricia W. Silvey, 
Director, Office of Standards. Regulations 
and Variances. 
[FR Doc. 90-27682 Filed 11-23-90: 8:45 am] 
BILLING CODE 4510-43-M 

(Docket No. M-90-163-C) 

Jackson Branch Coal Co.; Petition for 
Modification of Application of 
Mandatory Safety Standard 

Jackson Branch Coal Company, Box 
447, Elkhorn City, Kentucky 41522 has 
filed a petition to modify the application 
of 30 CFR 75.1701-1 (canopies or cabs) 
to its No. 30 Mine (I.D. No. 15-16194) 
located in Pike County, Kentucky. The 
petition is filed under section 101(c) of 
the Federal Mine Safety and Health Act 
of 1977. 

A summary of the petitioner's 
statements follows: 

1. The petition concerns the 
requirement that canopies be installed 
on the mine's electric face equipment at 
certain heights. 

2. Due to changes in the coal seam, the 
use of canopies would result in a 
diminution of safety because canopies 
would: 

(a) Dislodge roof support; 
(b) Decrease the operator's visibility; 

and 
(c) Create discomfort to the operator. 
3. For these reasons, petitioner 

requests a modification of the standard. 

Request for Comments 

Persons interested in this petition may 
furnish written comments. These 
comments must be filed with the Office 
of Standards, Regulations, and 
Variances, Mine Safety and Health 
Administration, room 627, 4015 Wilson 
Boulevard, Arlington, Virginia 22203. All 
comments must be postmarked or 
received in that office on or before 
December 26,1990. Copies of the 
petition are available for inspection at 
that address. 

Dated: November 15,1990. 
Patricia W. Silvey, 
Director. Office of Standards, Regulations 
and Variances. 
[FR Doc. 90-27683 Filed 11-23-90; 8:45 am) 
BILLING CODE 4510-43-M 

[Docket No. M-90-161-C] 

Saginaw Mining Co.; Petition for 
Modification of Application of 
Mandatory Safety Standard 

Saginaw Mining Company, P.O. Box 
218, St. Clairsville, Ohio 43950 has Filed 
a petition to modify the application of 30 
CFR 75.305 (weekly examinations for 
hazardous conditions) to its Saginaw 
Mine (I.D. No. 33-00941) located in 
Belmont County, Ohio. The petition is 
filed under section 101(c) of the Federal 
Mine Safety and Health Act of 1977. 

A summary of the petitioner's 
statements follows: 

1. The petition concerns the 
requirement that seals be examined on a 
weekly basis. 

2. Due to deteriorating roof conditions, 
the seals in the Main West and 1-South 
sections of the mine cannot be safety 
examined. To require weekly 
examinations of the seals would expose 
miners to hazardous conditions. 

3. As an alternate method, petitioner 
proposes to establish a checkpoint at a 
specific location where tests from 
methane and the quantity of air would 
be measured. 

4. Petitioner states that the proposed 
alternate method will provide the same 
degree of safety for the miners affected 
as that provided by the standard. 

Request for Comments 

Persons interested in this petition may 
furnish written comments. These 
comments must be filed with the Office 


