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INTRODUCTION
The July 15, 2003 hearing on Federal Information Systems Integration and Consolidation: Maximizing Technology Investment Across Agency Boundaries, was conducted by Subcommittee Chairman Adam Putnam.

Ranking Member Lacy Clay and Vice Chairman Candice Miller also attended. Witnesses were:

Panel 1

Mark A. Forman, Administrator of E-Government and Information Technology, Office of Management and Budget

Panel 2

Craig A Conway, President and Chief Executive Officer, PeopleSoft

Kevin Fitzgerald, Senior Vice President, Oracle Corporation

S. Daniel Johnson, Executive Vice President, BearingPoint Inc. (formerly KMPG Consulting)

Paul M. Confoni, President, Federal Sector, Computer Sciences Corporation

Much of the focus to date on Electronic Government has been on the 24 cross agency E-Government Initiatives identified by the Office of Management (OMB) during Quick Silver. Implementation of these initiatives is ongoing.

The July 15th hearing reviewed  six additional cross agency E-Government initiatives that are planned for implementation.

Chairman Putnam said the purpose of the July 15, 2003 hearing was to examine the progress being made by the Federal Government to modernize additional agency information technology "lines of business" (LOB) that cross agency boundaries.

He said six common internal LOBs were identified during this year's budget process deserving of immediate attention for potential consolidation. These include integration and consolidation of systems in the following areas: Financial Management; Human Resources; Monetary Benefits; Criminal Investigations; Data and Statistics and Public Health Monitoring.

The Financial Management and Human Resource LOBs are especially far-reaching because they each involve complex systems in all Federal agencies.  Both will be very challenging to implement.

A very significant point from the hearing was the unanimous praise from Panel 2 witnesses on the very positive, continuing  contribution that Mark Forman is making to E-Government.

HEARING HIGHLIGHTS

Panel 1
Mark Forman
The President's 2004 budget has identified significant additional opportunities for consolidating redundant IT investments in office automation and infrastructure and the lines of business (LOB) of the Federal Government. As stated in the President's 2004 Budget, the consolidation of IT efforts around LOBs is one of the primary targets for improvements in IT management.

It is essential that the Federal Enterprise Architecture (FEA) and Business Reference Model (BRM) work which identified 39 LOBs in Government move forward to identify cross-agency opportunities to streamline process and deliver higher service at lower costs.

As a result of deployment and use of the FEA BRM in evaluating FY 2004 agency IT budget requests, six additional LOBs were identified for potential consolidation and integration opportunities: Public Health Information, Criminal Investigations, Financial Management, Human Resources, Monetary Benefits and Data and Statistics. The scope of this assessment was Federal Government-wide and focused on opportunities to better use IT while improving results across agencies in each LOB.

An external study, which included agency participation, focused on nearly $4B in investments with potential for significant savings and performance improvement opportunities during the FY 04-08 timeframe.  Overall, the assessment identified $25B for FY 04 through 08 in 364 planned or ongoing major IT investment across the six LOBs.   Over 100 of  the business cases did not include cost estimates beyond FY 04, so the planned spending will exceed $25B.

The President's Management Council (PMC) met in late June to review the outcome of the work on cross-agency opportunities for better managing IT investments in the six LOBs.

OMB is now working with the PMC and the agencies on proceeding with Phase 2 of the LOB initiative, which will yield a business case for action where practicable.

The Administration is moving forward with business case development in four areas:

· HHS is taking the lead on Public Health Information Architecture.

· Justice is taking the lead on Criminal Investigation Case Management.

· A lead will be identified for the HR Information Systems initiative in conjunction with the Chief Human Capital Officers Council.

· The Executive Branch will continue to further develop the Core Financial Management business case with CFO Council input.

The Social Security Administration (SSA) will be in charge of the Monetary Benefits LOB and will submit a business case in September for a citizen payment services system.

The Census Bureau will establish enterprise software licenses for the Data and Statistics software LOB.

They expect to be in a position to proceed directly with Congressional consultation concerning support from the E-Government Fund (administered by GSA) for Phase 2 of the project which will result in business case development for the LOB initiatives prior to the start of FY 2004.

The Administration's performance targets this year as a result of these efforts are:

· The necessary business cases will be developed.

· Integration will begin to occur within the LOBs.

· Dollars will be used more effectively with the programs for which they were appropriated.

During Panel 1 Questions/Answers, Mr. Forman suggested they do not see the same level of processes in the Financial Management area that are seen in other LOBs. He suggested additional education and training are needed because of the very extensive scope of the Financial Management LOB across Government.

Panel 2
Extracts of  key lessons learned are provided from each of the Panel 2 Witness statements

Craig Conway, PeopleSoft

The Federal Government has not been as successful in deploying information technology as the commercial sector for a variety of reasons:

· The sheer size of the data in the Federal Government has historically required very large, complex and expensive systems.

· The Federal Government has historically preferred to change or customize information technology rather than use commercial off the shelf solutions.

· The process the Federal Government used to procure IT was self-defeating; 18 months to define system requirements; 18 months to solicit bids and make an award and another 6 months to handle vendor protests.

All of the preceding issues have begun to change through the following:

· The Internet has provided a readily available, infinitely scalable and expandable architecture.

· The Federal Government today embraces best practices and is much less willing to change or customize commercial off the shelf solutions.

· The procurement process has improved over time.  Today the Federal Government can weigh the tradeoffs between time to market, cost, vendor  viability and experience in a manner similar to how a commercial procurement is done.

The result of these changes in the public sector are profound.  E-Government initiatives have been among the most impressive applications of technology in the past 10 years.

Kevin Fitzgerald, Oracle

When fully implemented, an enterprise architecture will be an  enabler for the Federal Government, and work to the benefit of its customers, workers, and its shareholders, otherwise known as taxpayers. 

What is central to the success of an enterprise architecture, whether in the commercial or public sector is a unified data model-a virtual database-that will empower organizations to solve specific challenges, like financial management, but also to take it one step further by mapping actual business process, or business flows, across the enterprise.

The immediate task at hand for the Federal Government is to achieve business flows that cut across an agency (s), such as financial management.

Lastly, if there is to be an enterprise approach to building an information infrastructure in Government, an enterprise approach to information security is essential..  Not every agency factors information assurance when they buy commercial software.  Given the enormous costs associated with software viruses, and the human and material resources required to apply an endless array of security patches, Federal agencies, especially those that have highly sensitive information in their systems, can no longer afford to buy software that is inherently insecure.

Daniel Johnson, BearingPoint

Since the announcement of the Administration’s E-Government Strategy, significant progress has been made to establish an IT management framework that will simplify Government service delivery and unify redundant IT systems.  The stated vision requires the transformation of existing delivery models within and among agencies to derive significantly higher performance and productivity.

They believe there is an opportunity to improve the management framework by better linking the capital planning and acquisition processes to ensure that the procured solution supports agency performance goals stated in their project business cases.  

As we move ahead, agencies must adopt the new management framework and use it to drive a holistic view of Government that puts the citizen at the center of the service delivery process. Congress can further facilitate a holistic view of Government by taking a unified, cross-agency view in the funding and conceptualization of programs.

OMB has established a comprehensive framework for the management of IT programs guided by the notion that redundancy in IT capability among Government agencies requires greater cross-agency collaboration and information sharing.  The Federal Enterprise Architecture (FEA) combined with the new Circular A-11 Capital Planning and Investment Control guidance, provide a structured business and governance process for the selection and oversight of IT projects among agencies.

A-11 establishes the FEA as the target for all IT modernization efforts and requires agencies to develop business cases that demonstrate that the solution they wish to pursue is in the overall best interest of the Government.  The FEA defines the intended scope and purpose of IT modernization efforts, while Circular A-11 requires the submission of an Exhibit 300 business case in which a project demonstrates that it will achieve Government-wide and agency objectives at the lowest risk adjusted cost.

Paul Cofoni, Computer Sciences Corporation

Among the many big lessons Computer Sciences has learned from recent Federal IT system implementations are:

· Use a business line architecture and implementation process that creates a win-win situation for everyone along the business line.  Make concrete agreements about what each party will gee, and make sure everyone’s responsibilities are clearly defined.  All parties must have some skin in the game:  Communication is essential between all management and technical levels and all partners in the business community to support a shared vision.

· Interoperability is critical, but it is not just a technical problem.  A business-centric strategic interoperability approach ensures that the focus is on mission results and away from technical aspects that lead to conflicts over message formats and standards.  This approach will raise visibility on what and why information should be shared, requiring management level buy-in.

· A critical component, and one of the most difficult, is defining a data and information model.  It is a very tough issue but, again, it is often addressed only from a technical standpoint..  Without thinking about ownership, a data and information model can become too complex to be useful in planning and integration—but this doesn’t need to be the case.  The battle between centralized and distributed can end.  The focus should be on solving the business problem with the right data and information.

· The last point is protecting the security and privacy of the data and information that are shared.  This again must be part of a business-oriented approach that adapts to a constant stream of new threats, but the security architecture must be linked to the enterprise architecture, decisions on the security tradeoffs  

If there are questions, please contact:

John H. Ray

GSA/MES (202) 501-3473   john.ray@gsa.gov
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