


Congratulations

President George W. Bush acknowledges the work of 
federal Offices of Inspector General on the occasion of the 
25th Anniversary of the Inspector General Act.

Pictured left to right: FDIC IG Gaston L. Gianni, Jr., 
President George W. Bush, Federal Reserve Board IG 
Barry R. Snyder, and Office of Management and 
Budget Deputy Director for Management 
Clay Johnson, III.

FDIC Chairman Donald E. Powell’s 
congratulatory letter to the FDIC 

Office of Inspector General.

Please see a write-up of the history of the Inspector General Act of 1978 on the inside back cover of this report.





As I write this semiannual report statement, the
Inspector General (IG) community is celebrating the
25th anniversary of the IG Act, signed into law by
President Jimmy Carter on October 12, 1978. Our com-
memoration of this event has included a meeting of the
federal Inspectors General with President Bush; a
Congressional oversight hearing of the Subcommittee
on Government Efficiency and Financial Management,
Committee on Government Reform, U.S. House of
Representatives; Congressional resolutions acknowl-
edging IG contributions to good government; re-
issuance of the Quality Standards for Federal Offices of
Inspector General, now known as the “Silver Book;”
media coverage explaining the role and impact of fed-
eral Offices of Inspector General (OIG); and an annual
awards ceremony honoring the significant work of
some of the more than 11,000 employees in the federal
IG community. I am especially proud that FDIC OIG
employees received six awards this year.

In keeping with the spirit of the anniversary, all FDIC
OIG staff had an opportunity to recommit to the mis-
sion of the OIG at the FDIC during an office-wide con-
ference held this month. Our conference focused on
the FDIC OIG’s mission, vision, and core values. We
seek to help the FDIC ensure stability and public confi-
dence in the nation’s financial system. We want to be
viewed as a valuable part of the Corporation and to be
one of the best OIGs in government. Our CORE values
embrace Communication, Objectivity, Responsibility,
and Excellence. In pursuit of our mission, vision, and
values, we designed several sessions at the conference
so that our staff could publicly articulate and appreci-
ate how their public service contributes to accomplish-
ing our strategic goals in 4 areas—value and impact,
communication and outreach, human capital, and pro-
ductivity. Organization-wide, we are focusing on the
steps necessary for us to become a high-performance
organization, and the celebration of the 25th anniver-
sary of the IG Act is a powerful inspiration to us during
this journey.

During the reporting period, we achieved significant
results in areas of corporate management and per-
formance challenges. Our Material Loss Review of the
Failure of Southern Pacific Bank and our 2003 Federal
Information Security Management Act (FISMA) evalu-
ation are but two examples of important work prod-
ucts issued during the past 6 months. The material
loss review concluded that Southern Pacific Bank
failed because of ineffective corporate governance at
the institution, leading to a potential loss to the insur-
ance funds of about $91 million. Our report raised an
issue related to oversight of parent holding companies
of industrial loan companies—one that we plan to pur-
sue in future work. Our FISMA evaluation concluded
that the Corporation has only limited assurance of
adequate security of its information resources. The
report highlights 10 key areas where the Corporation
needs to focus attention to address information secu-
rity weaknesses.

In connection with our FISMA work, I am compelled to
reiterate a matter of increasing concern, a fundamental
organizational weakness that surfaced once again this
year: the Corporation’s lack of a Chief Information
Officer. This position has remained vacant for more than
2 years, during which time the Corporation has spent
millions of dollars for information technology (IT) proj-
ects. During this same timeframe, a number of critical
IT issues have faced the Corporation, as evidenced by
the results of our FISMA and other IT-security related
reviews. Over the past 2 years, the Corporation has
attempted, unsuccessfully, to fill this position three
times, while other federal agencies have been able to fill
similar positions. Further, we are in the midst of an IT
revolution that offers organizations boundless opportu-
nities to improve their efficiency and effectiveness. To
better ensure that the Corporation can address its criti-
cal IT issues and is fully positioned to leverage its IT
potential, it must provide permanent IT leadership and
direction by filling its Chief Information Officer position.* 
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Another leadership vacancy at the FDIC that I have
addressed in past semiannual reports is the vacant
Director position on the FDIC Board. The President has
sent forward the name of a candidate, and the Senate
has held his confirmation hearing; however, he has not
yet been confirmed. As I have expressed on many pre-
vious occasions, the vital balance implicit in the Board
structure can only be maintained when the Board is
operating at full strength. We therefore again urge the
Congress to take timely action to fill this vacancy.*

With respect to our investigative efforts during the
reporting period, we continue to report many successes
in our cases of major fraud at financial institutions and
concealment of assets cases where FDIC debtors fraud-
ulently attempt to avoid payment of restitution that has
been ordered. This period we are reporting 30 indict-
ments/informations; 8 convictions; and fines, restitu-
tion, and monetary recoveries of $68.1 million. In keep-
ing with our efforts to become more high-performing,
our internal OIG activities during the past 6 months
have focused on implementation of key aspects of our
Human Capital Strategic Plan—our business knowledge
inventory system and our key competencies project. 

Transparency and accountability are basic precepts of
good governance. In that spirit, we are including our
Fiscal Year 2003 Performance Report as an integral
part of this semiannual report. As stated previously,
we are committed to pursuing continual improvement
in our overall performance. We met or substantially
met 79 percent of our goals. Twenty-one percent were
not achieved. We cannot attain our goals and become
a high-performance organization without the support
of many others, among those the Congress, the IG
community, federal law enforcement officials, and
most especially FDIC management. We will continue
to work with these groups in a spirit of partnership as
we focus on all areas of our performance in the com-
ing months. 

In closing, our office was saddened by the recent
deaths of two former colleagues—David Loewenstein
and Edward Sobota. We value their past contributions
to the FDIC and OIG missions, will long remember
them, and extend sincere sympathy to their families.

Gaston L. Gianni, Jr.           
Inspector General
October 31, 2003
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*Update: On December 9, 2003, the U.S. Senate confirmed the nomination of Thomas J. Curry as a member of the FDIC Board of Directors. 
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O v e r v i e w
Management and Performance
Challenges
The Management and Performance Challenges sec-
tion of our report presents OIG results of audits, evalu-
ations, and other reviews carried out during the report-
ing period in the context of the OIG’s view of the most
significant management and performance challenges
currently facing the Corporation. We identified the fol-
lowing 10 management and performance challenges
and, in the spirit of the Reports Consolidation Act of
2000, we presented our assessment of them to the Chief
Financial Officer of the FDIC in February 2003. The
Act calls for these challenges to be presented in the
FDIC’s consolidated performance and accountability
report. The FDIC includes such reporting as part of its
Annual Report. Our work has been and continues to be
largely designed to address these challenges and there-
by help ensure the FDIC’s successful accomplishment
of its mission. 

✰ Adequacy of Corporate Governance in 
Insured Depository Institutions

✰ Protection of Consumer Interests

✰ Management and Analysis of Risks to the `
` Insurance Funds

✰ Effectiveness of Resolution and Receivership 
Activities

✰ Management and Security of Information 
Technology Resources

✰ Security of Critical Infrastructure

✰ Assessment of Corporate Performance

✰ Transition to a New Financial Environment

✰ Organizational Leadership and Management of 
Human Capital

✰ Cost Containment and Procurement Integrity

OIG work conducted to address these areas during the
current reporting period includes 20 audit and evalua-
tion reviews containing both monetary and nonmone-
tary recommendations; comments and input to the
Corporation’s draft policies in significant operational
areas; participation at meetings, symposia, confer-
ences, and other forums to jointly address issues of
concern to the Corporation and the OIG; and assis-
tance provided to the Corporation in such areas as
developing input for a “Why Banks Fail” symposium,
and participation on the FDIC Audit Committee’s
Information Technology Subcommittee. (See pages 11-
28.)

Investigations

In the Investigations section of our report, we feature
the results of work performed by OIG agents in
Washington, D.C.; Atlanta; Dallas; and Chicago who
conduct investigations of alleged criminal or otherwise
prohibited activities impacting the FDIC and its pro-
grams. In conducting investigations, the OIG works
closely with U.S. Attorneys’ Offices throughout the
country in attempting to bring to justice individuals
who have defrauded the FDIC. The legal skills and out-
standing direction provided by Assistant United States
Attorneys with whom we work are critical to our suc-
cess. The results we are reporting for the last 6 months
reflect the efforts of U.S. Attorneys’ Offices throughout
the United States. Our write-ups also reflect our part-
nering with the Federal Bureau of Investigation, the
Internal Revenue Service, Secret Service, and other law
enforcement agencies in conducting investigations of
joint interest. Additionally, we acknowledge the invalu-
able assistance of the FDIC’s Divisions and Offices
with whom we work closely to bring about successful
investigations.

Investigative work during the period led to indictments
or criminal charges against 30 individuals and convic-
tions of 8 defendants. Criminal charges remained
pending against 33 individuals as of the end of the
reporting period. Fines, restitutions, and recoveries
stemming from our cases totaled almost $68.1 million.
This section of our report also includes an update on a
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legislative proposal we have put forth to the Congress
to enhance enforcement authority for misrepresenta-
tions regarding FDIC insurance. It also discusses our
Electronic Crimes Team and acknowledges awards
given to one of our Special Agents and to an Assistant
U.S. Attorney with whom we have worked on many
high-profile criminal restitution cases. (See pages 29-
44.) 

OIG Organization

In the Organization section of our report, we note
some of the significant internal activities that the FDIC
OIG has recently pursued. Chief among these are
efforts in furtherance of our Human Capital Strategic
Plan related to competencies and the business knowl-
edge and skills needed by OIG staff to provide maxi-
mum value to the Corporation. We highlight our work
related to commenting on draft FDIC policies.
Activities of OIG Counsel and cumulative OIG results
covering the past five reporting periods are also shown
in this section. (See pages 45-54.) 

OIG’s Fiscal Year 2003 Performance
Report
We are including our performance report for fiscal year
2003 as a separate but integral component of our
Semiannual Report to the Congress. Our performance
report summarizes our progress against our 34 annual
performance goals for the fiscal year. These goals fell
under four categories: OIG Products Add Value and
Achieve Significant Impact, Communication Between
the OIG and Stakeholders Is Effective, Align Human
Resources to Support the OIG Mission, and Resources
Are Effectively Managed. It is our hope that by present-
ing this report along with our semiannual report, our
results will be transparent, and the Congress and other
readers will have a more complete picture of our over-
all performance and accountability. (See pages 55-83.)

Appendix 

The Appendix of our report contains much of the sta-
tistical information required under the Inspector
General Act, as amended. Additionally, the back section
of our report features news of retirements and some
recent, noteworthy accomplishments of award-winning
FDIC OIG staff. Sadly, we also include obituaries of
two former colleagues. (See pages 86-97.)
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✰ The Office of Audits issues 20 reports containing 
total questioned costs of $117,116 and funds put to 
better use of $1,175,321. 

✰ OIG reports include 103 nonmonetary recommenda-
tions to improve corporate operations and activities. 
Among these are recommendations to strengthen 
the examination and supervision processes in key 
risk areas, improve the effectiveness of information 
technology security measures, develop additional 
policy for resolving large securitized credit card 
portfolios, establish benchmarks for the accuracy of 
insurance determinations, strengthen management 
of the New Financial Environment project, and 
enhance business continuity planning at FDIC-
supervised institutions.

✰ OIG investigations result in 30 indictments/
informations; 8 convictions; and approximately 
$68.1 million in total fines, restitution, and other 
monetary recoveries. Approximately $66.3 million 
of that amount represents court-ordered restitution 
and is an amount that has not yet been collected. 

✰ The Office of Audits issues its Assignment Plan for 
fiscal year 2004, focusing its work on the 
Corporation’s principal business lines. Audits and 
evaluations will be conducted by five Directorates 
in the Office of Audits: Supervision and Insurance; 
Resolution, Receivership, and Legal Services; 
Information Assurance; Resources Management; 
and Corporate Evaluations.

✰ The OIG continues to implement its Human 
Capital Strategic Plan for 2002-2006, focusing on 
completion of the Business Knowledge Inventory 
and Key Competencies projects. 

✰ The OIG sponsors a Federal Information Security 
Management Act (FISMA) meeting, bringing 
together representatives of 44 federal agencies to 
share information, ideas, and best practices related 
to implementation of FISMA governmentwide. 

✰ OIG counsel provides advice and counsel on a 
number of issues, including closed bank matters 
and bank supervision, and review of the USA 

PATRIOT Act and the E-Government Act. Counsel 
is involved in 24 litigation matters that are awaiting
further action by the parties or rulings by the court 
or other adjudicatory bodies. 

✰ The OIG reviews and comments on 1 proposed 
formal regulation, 1 legislative proposal, and 
51 proposed FDIC policies and directives and 
responds to 5 requests under the Freedom of 
Information Act. Substantive comments are 
provided to the Corporation related to proposed 
policies on various aspects of information 
technology security, physical security, human 
resources, and receivership management.

✰ The OIG reports the results of its Material Loss 
Review of the Failure of Southern Pacific Bank, an 
institution that failed and may cause losses to the 
insurance funds of approximately $91 million. 
The OIG identifies weak corporate governance at 
the institution as the principal cause of failure and 
makes six recommendations to improve the bank 
supervision process and promote the safety and 
soundness of FDIC-supervised institutions.

✰ The OIG’s FISMA report concludes that the 
Corporation had established and implemented 
management controls that provided limited 
assurance of adequate security over its information
resources.

✰ The OIG coordinates with and assists management
on a number of initiatives, including Office of 
Investigations and Office of Audits Executives’ 
participation at the Division of Supervision and 
Consumer Protection Field Office Supervisor 
meetings, making presentations at the 
FDIC/Department of Justice Bank Fraud 
Conference, and helping an FDIC team develop a 
paper on the “Root Causes of Bank Failures from 
1997 to the Present.”

✰ The OIG accomplishes a number of internal office 
initiatives, including issuance of the Office of 
Audits’ Assignment Plan for Fiscal Year 2004, 
completion of the OIG’s Business Knowledge 
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Inventory System and Key Competencies projects, 
participating in numerous interagency working 
groups, and implementing the Office of Audits’ new
computer lab. 

✰ OIG staff are among those honored at the 
President’s Council on Integrity and Efficiency and 
the Executive Council on Integrity and Efficiency’s 
Annual Awards Ceremony. Staff are recognized for 
audit and investigation accomplishments,
outstanding administrative support, and 
noteworthy publishing efforts. 

✰ OIG Special Agent receives an award from the U.S. 
Attorney for the Southern District of Iowa for 
exemplary work in the investigation and 
prosecution relating to the failure of Hartford-
Carlisle Savings Bank, Carlisle, Iowa. This case 
involved the largest dollar loss as a result of a bank
failure or fraud in the history of the State of Iowa 
and the Southern District of Iowa.

✰ As Vice Chair of the President’s Council on Integrity
and Efficiency, the Inspector General leads the 
Inspector General community’s activities, 
participates as a presenter at numerous professional
conferences and other forums, and shares 
information and best practices with delegations of 
foreign visitors from such places as the Dominican 
Republic, Thailand, and Poland. 

✰ An OIG proposal forwarded to Representative 
Michael G. Oxley is incorporated in HR 1375 
“Financial Services Regulatory Relief Act of 2003,” 
approved by the House Financial Services 
Committee in May 2003. The proposal would 
provide the FDIC with enforcement tools to limit 
misrepresentations regarding FDIC deposit 
insurance coverage. HR 1375 is pending in the 
House Rules Committee.



In many prior semiannual reports, we identified our
view of the most significant issues facing the
Corporation as it carried out its mission. Over the past
7 years, we have reported our work in the context of
these major issues in our semiannual reports, largely
in response to the request of various congressional
Committees that OIGs identify these issues across the
government. During the previous reporting period, we
again considered these issues, but in a slightly different
context. To explain—in the spirit of the Reports
Consolidation Act of 2000, in February 2003, we pro-
vided the Chief Financial Officer (CFO) of the FDIC the
OIG’s assessment of “the most significant management
and performance challenges” facing the Corporation.
The Act called for these challenges to be included in
the FDIC’s 2002 consolidated performance and
accountability report. The Corporation did include a
listing of the challenges in its Annual Report for 2002.
The Annual Report combines the Chief Financial
Officers Act Report and the Program Performance
Report required by the Government Performance and
Results Act. Our Annual Assignment Plan for fiscal year
2004 is also designed to address these challenges.

We identified the following management and perform-
ance challenges:

✰ Adequacy of Corporate Governance in Insured 
Depository Institutions

✰ Protection of Consumer Interests

✰ Management and Analysis of Risks to the 
Insurance Funds

✰ Effectiveness of Resolution and Receivership 
Activities

✰ Management and Security of Information 
Technology Resources

✰ Security of Critical Infrastructure

✰ Assessment of Corporate Performance

✰ Transition to a New Financial Environment

✰ Organizational Leadership and Management of 
Human Capital

✰ Cost Containment and Procurement Integrity

For the current reporting period, we continue to pres-
ent our work in the context of these challenges. The
Corporation has had a number of actions underway to
address each of the areas, and we have encouraged
continued attention to all of these challenges as we
conduct our work.

We also note that a number of issues in our work dur-
ing the reporting period—some complete, some still
ongoing—relate to effective management of key, critical,
high-dollar projects. Examples include our work on the
New Financial Environment, Central Data Repository,
and Virginia Square II Construction projects. We plan
to continue and perhaps expand our work examining
the Corporation’s preparedness to manage these and
other such projects going forward to help ensure the
Corporation’s success in accomplishing project goals. 
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M a n a g e m e n t  a n d
P e r f o r m a n c e
C h a l l e n g e s

The FDIC is an independent agency created by the
Congress to maintain stability and confidence in
the nation’s banking system by insuring deposits,
examining and supervising financial institutions,
and managing receiverships. Approximately 5,350
individuals within seven specialized operating divi-
sions and other offices carry out the FDIC mission
throughout the country. According to the
Corporation’s Letter to Stakeholders, issued for the
3rd Quarter 2003, as of June 30, 2003, the FDIC
insured $3.416 trillion in deposits for 9,282 institu-
tions. As of September 30, 2003, the FDIC super-
vised 5,343 institutions and held assets in liquida-
tion of $825 million. There are 34 active receiver-
ships in the Bank Insurance Fund and Savings
Association Insurance Fund. The Corporation
maintains insurance funds of nearly $45 billion to
ensure depositors are safeguarded.
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We will continue to pursue audits, evaluations, investi-
gations, and other reviews that address the manage-
ment and performance challenges we identified. Our
work during the reporting period can be linked directly
to these challenges and is presented as such in the sec-
tions that follow. We will be updating our identification
of the Management and Performance Challenges by
year-end 2003 and will continue to work with corpo-
rate officials to successfully address all challenges
identified.

Adequacy of Corporate Governance in
Insured Depository Institutions
A number of well-publicized announcements of busi-
ness failures, including financial institution failures,
have raised questions about the credibility of account-
ing practices and oversight in the United States. These
events have increased public concern regarding the
adequacy of corporate governance and, in part,
prompted passage of the Sarbanes-Oxley Act of 2002.
The public’s confidence in the nation’s financial system
can be shaken by deficiencies in the adequacy of cor-
porate governance in insured depository institutions.
For example, the failure of senior management, boards
of directors, and auditors to effectively conduct their
duties has contributed to some recent financial institu-
tion failures. In certain cases, board members and sen-
ior management engaged in high-risk activities with-
out proper risk management processes, did not main-
tain adequate loan policies and procedures, and cir-
cumvented or disregarded various laws and banking
regulations. In other cases, independent public
accounting firms rendered unqualified opinions on the
institutions’ financial statements when, in fact, the
statements were materially misstated. To the extent
that financial reporting is not reliable, the regulatory
processes and FDIC mission achievement (that is,
ensuring the safety and soundness of the nation’s
financial system) can be adversely affected. For exam-
ple, essential research and analysis used to achieve the
supervision and insurance missions of the Corporation
can be complicated and potentially compromised by
poor quality financial reports and audits. The insur-
ance funds could be affected by financial institution

and other business failures involving financial report-
ing problems. In the worst case, illegal and otherwise
improper activity by management of financial institu-
tions or their boards of directors can be concealed,
resulting in potential significant losses to the FDIC
insurance funds.

The Corporation has initiated various measures
designed to mitigate the risk posed by these concerns,
such as reviewing the bank’s board activities and
ethics policies and practices and reviewing auditor
independence requirements. In addition, the FDIC
reviews the financial disclosure and reporting obliga-
tions of publicly traded state non-member institutions.
The FDIC also reviews their compliance with
Securities and Exchange Commission regulations and
the Federal Financial Institutions Examination
Council-approved and recommended policies to help
ensure accurate and reliable financial reporting
through an effective external auditing program. Other
corporate governance initiatives include the FDIC’s
issuing Financial Institution letters, allowing bank
directors to participate in regular meetings between
examiners and bank officers, maintaining a “Directors’
Corner” on the FDIC Web site, and the expansion of
the Corporation’s “Directors’ College” program. The
adequacy of corporate governance will continue to
require the FDIC’s vigilant attention.

During the reporting period, our work on the Material
Loss Review of the Failure of Southern Pacific Bank
attested to the significance of the issue of corporate
governance. This work is discussed in the section of
this semiannual report entitled Management and
Analysis of Risks to the Insurance Funds.

Protection of Consumer Interests
The FDIC is legislatively mandated to enforce various
statutes and regulations regarding consumer protection
and civil rights with respect to state-chartered, non-
member banks and to encourage community invest-
ment initiatives by these institutions. Some of the more
prominent laws and regulations related to this area
include the Truth in Lending Act, Fair Credit Reporting
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Act, Real Estate Settlement Procedures Act, Fair
Housing Act, Home Mortgage Disclosure Act, Equal
Credit Opportunity Act, Community Reinvestment Act
of 1977, and Gramm-Leach-Bliley Act (GLBA).

The Corporation accomplishes its mission related to
fair lending and other consumer protection laws and
regulations by conducting compliance examinations,
taking enforcement actions to address unsafe or
unsound banking practices and compliance violations,
encouraging public involvement in the compliance
process, assisting financial institutions with fair lend-
ing and consumer compliance through education and
guidance, and providing assistance to various parties
within and outside of the FDIC. 

The FDIC’s examination and evaluation programs
must assess how well the institutions under its super-
vision manage compliance with consumer protection
and fair lending laws and regulations and meet the
credit needs of their communities, including low- and
moderate-income neighborhoods. The FDIC must also
work to issue regulations that implement federal con-
sumer protection statutes both on its own initiative and
together with the other federal financial institution reg-
ulatory agencies. One important focus is the GLBA,
because the Corporation must ensure it has a quality
program to examine institution compliance with priva-
cy and other provisions of the Act.

The Corporation’s community affairs program provides
technical assistance to help banks meet their responsi-
bilities under the Community Reinvestment Act. The
current emphasis is on financial literacy, aimed specif-
ically at low- and moderate-income people who may
not have had banking relationships. The Corporation’s
“Money Smart” initiative is a key outreach effort. The
FDIC must also continue efforts to maintain a
Consumer Affairs program by investigating consumer
complaints about FDIC-supervised institutions and
answering consumer inquiries regarding consumer
protection and fair lending laws and banking practices,
and providing data to assist the examination function.

What Progress Has the FDIC Made in Examining
Financial Institution Compliance with GLBA
Privacy Provisions?
Congress enacted several privacy provisions in the
GLBA in response to concerns about the growing
inability of consumers to control access to their per-
sonal financial information, namely GLBA, Title V—
Privacy, Subtitles A and B. These privacy provisions
created new requirements for various federal and state
regulatory agencies and financial institutions. Congress
continues to emphasize the importance of consumer
privacy as demonstrated by recent hearings covering
the topics of identity theft and obligations regarding
disclosures of personal information. (the U.S. Senate
Committee on Banking, Housing, and Urban Affairs
conducted hearings in June 2003: “The Growing
Problems of Identity Theft and Its Relationship to the
Fair Credit Reporting Act” (June 19, 2003); and
“Affiliate Sharing Practices and Their Relationship to
the Fair Credit Reporting Act” (June 26, 2003).

We conducted an evaluation to determine whether the
FDIC has made reasonable progress in implementing
the GLBA Title V privacy provisions. We determined
that, overall, the FDIC has made reasonable progress
in implementing Title V provisions relating to safe-
guarding customer information and privacy notice
requirements. The Division of Supervision and
Consumer Protection (DSC) assesses a financial insti-
tution’s compliance (1) with standards for safeguarding
customer information through information technology
examinations and (2) with privacy notice requirements
through compliance examinations. The GLBA Title V
provisions related to Fair Credit Reporting Act-affiliate
information sharing have not yet been fully implement-
ed but are being addressed through proposed intera-
gency regulations still in process. Notwithstanding the
progress made, we determined that the FDIC could
take additional steps to help ensure full implementa-
tion of the GLBA Title V privacy provisions, and we
made two recommendations to that effect.
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As for GLBA Title V provisions related to fraudulent
access to financial information, the Corporation had
made modest progress in implementing provisions.
The FDIC issued guidance on identity theft and pretext
calling to financial institutions, but DSC has not estab-
lished specific examination procedures to determine
financial institutions’ compliance with the guidance.
We therefore recommended that DSC standardize its
guidance related to reporting the results of evaluating a
financial institution’s compliance with the standards
for safeguarding customer information.

DSC was responsive to our recommendations and is
taking steps to address them.

Management and Analysis of Risks to
the Insurance Funds
A primary goal of the FDIC under its insurance pro-
gram is to ensure that its deposit insurance funds do
not require augmentation by the U.S. Treasury.
Achieving this goal is a considerable challenge given
that the FDIC supervises only a portion of the insured
depository institutions. The identification of risks to
non-FDIC supervised institutions requires effective
communication and coordination with the other feder-
al banking agencies. The FDIC engages in an ongoing
process of proactively identifying risks to the deposit
insurance funds and adjusting the risk-based deposit
insurance premiums charged to the institutions. 

Recent trends and events continue to pose risks to the
funds. From January 1, 2002 to September 30, 2003,
13 insured financial institutions failed, and the poten-
tial exists for additional failures. While some failures
may be attributable primarily or in part to economic
factors, bank mismanagement and fraud have also
been key factors in the most recent failures. The envi-
ronment in which financial institutions operate is
evolving rapidly, particularly with the acceleration of
interstate banking, new banking products and complex
asset structures, and electronic banking. The industry’s
growing reliance on technologies, particularly the
Internet, has changed the risk profile of banking. The
consolidations that may occur among banks, securities

firms, insurance companies, and other financial servic-
es providers resulting from the GLBA pose additional
risks to the FDIC’s insurance funds. The Corporation’s
supervisory approach must operate to identify and mit-
igate these risks and their real or potential impact on
financial institutions to preclude adverse consequences
to the insurance funds.

Another risk to the insurance funds results from bank
mergers that have created “megabanks,” or “large
banks,” which are defined as institutions with assets of
over $25 billion. For many of these institutions, the
FDIC is the insurer but is not the primary federal regu-
lator. Megabanks offering new or expanded services
also present challenges to the FDIC. For example, the
failure of a megabank, along with the potential closing
of closely affiliated smaller institutions, could result in
losses to the deposit insurance funds that require sig-
nificant increases in premium assessments from an
institution.

Further, because of bank mergers and acquisitions,
many institutions hold both Bank Insurance Fund
(BIF) and Savings Association Insurance Fund (SAIF)
insured deposits, obscuring the difference between the
funds. There is ongoing consideration of merging the
two insurance funds with the perceived outcome being
that the merged fund would not only be stronger and
better diversified but would also eliminate the concern
about a deposit insurance premium disparity between
the BIF and the SAIF. Assessments in the merged fund
would be based on the risk that institutions pose to that
fund. The prospect of different premium rates for iden-
tical deposit insurance coverage would be eliminated.
Also, insured institutions would no longer have to track
their BIF and SAIF deposits separately, resulting in
cost savings for the industry. The Corporation has
worked hard to bring about deposit insurance reform,
and the OIG supports the FDIC’s continued work with
the banking community and the Congress in the inter-
est of eventual passage of reform legislation.
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Another risk to the insurance funds relates to the des-
ignated reserve ratio. As of March 31, 2002, the BIF
reserve ratio was at 1.23 percent, the first time since
1995 that the ratio had fallen below the statutorily
mandated designated reserve ratio of 1.25 percent for
the deposit insurance funds. (If the BIF ratio is below
1.25 percent, in accordance with the Federal Deposit
Insurance (FDI) Act, the FDIC Board of Directors must
charge premiums to banks that are sufficient to restore
the ratio to the designated reserve ratio within 1 year.
The Corporation must maintain or exceed the designat-
ed reserve ratio, as required by statute.) By June 30,
2002, the BIF reserve ratio was at 1.25 percent, the
mandated reserve ratio. As of March 31, 2003, the BIF
ratio was at 1.28 percent, and as of June 30, 2003, it
was at 1.29 percent. 

The process for setting deposit insurance premiums,
which is closely related to the above discussion of the
designated reserve ratio, represents yet another signifi-
cant risk to the insurance funds. Insurance premiums
are generally assessed based on the funding require-
ments of the insurance funds. This approach has the
impact of assessing premiums during economic down-
turns when banks are failing and are likely not in the
best position to afford the premiums. Also, numerous
institutions have benefited from being able to sharply
increase insured deposits without contributions to the
insurance funds commensurate with this increased
risk. This situation can occur because the designated
reserve ratio is not breached, thereby triggering across-
the-board premiums. Current deposit insurance reform
proposals include provisions for risk-based premiums
to be assessed on a more regularly scheduled basis
than would occur using the existing approach. Risk-
based premiums can provide the ability to better match
premiums charged to institutions with related risk to
the insurance funds.

Why Did Southern Pacific Bank Fail and How
Adequate Was the FDIC’s Supervision?
We issued our report entitled Material Loss Review of
the Failure of the Southern Pacific Bank, Torrance,
California during the reporting period. As mandated by
the FDI Act, we conduct such reviews to: (1) ascertain

why the bank’s problems resulted in a material loss to
the insurance fund and (2) assess the FDIC’s supervi-
sion of the bank, including implementation of the
Prompt Corrective Action (PCA) requirements of sec-
tion 38 of the FDI Act.

We concluded that Southern Pacific Bank (SPB) failed
because of ineffective corporate governance, leading to
a material loss to the BIF. The individual who served
both as the Chairman and President of the bank’s hold-
ing company and as the Chairman and interim
President of SPB dominated the operations of the bank.
Under these circumstances, bank management pur-
sued a strategy of high-growth, high-risk commercial
lending without proper risk management processes.
Additionally, SPB’s external auditor did not assure ade-
quate disclosure of SPB’s financial condition, results of
operations, and internal control weaknesses. As a
result, the bank experienced significant losses in its
commercial loan portfolio. Furthermore, the downturn
in the telecommunications and technology sectors in
the early 2000s and the impact of the September 11th
terrorist attacks on the airline industry exacerbated the
deterioration in the bank’s portfolio.

With respect to the supervision of SPB, the FDIC and
state examiners conducted annual examinations, con-
sistently identifying and reporting deficiencies and tak-
ing various informal and formal enforcement actions,
but these actions were of limited effect in reducing the
risk of a material loss to the insurance fund. In particu-
lar, examiner guidance is needed for assessing the cap-
ital requirements and provision for losses associated
with high-risk commercial loans. The FDIC imple-
mented the PCA provisions of section 38 of the FDI Act.
However, PCA was not fully effective due to the inade-
quate provision for loan losses that overstated SPB’s
income and capital for several years and to the bank’s
failure to execute its approved capital plan.

It is of interest to note that of the 10 material loss
reviews we have conducted, this is the second involv-
ing industrial loan companies–the 1999 failure of
Pacific Thrift and Loan was the other. In the case of 
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SPB, its parent holding company was not subject to the
regulatory oversight provided under the Bank Holding
Company Act (BHCA). However, the FDIC was author-
ized by law to examine any affiliate of SPB, including
its parent company, to determine the relationship
between SPB and its parent/affiliate and the effect of
such a relationship on the bank. Our report contrasts
the oversight and authority provided under the BHCA
with that which is available by statute to the FDIC for
parent holding companies of industrial loan compa-
nies. We may also conduct an audit specifically focus-
ing on non-bank bank holding companies and the
potential risks, if any, that may result from the reduced
level of federal oversight for holding companies not
covered by the BHCA.

We made six recommendations designed to improve
the bank supervision process and promote the safety
and soundness of FDIC-supervised institutions. FDIC
management concurred with all six recommendations. 

Have Adequate Procedures Been Implemented to
Examine Financial Institution Compliance with
the USA PATRIOT Act? 
Similar to work discussed earlier relating to the FDIC’s
implementation of GLBA provisions during examina-
tions, we issued a final report on our audit of the
Corporation’s implementation of the USA PATRIOT Act.
Under the PATRIOT Act, the Secretary of the Treasury
continues efforts to combat the corruption of U.S.
financial institutions for money laundering purposes. 

Our overall objective was to determine whether the
FDIC had developed and implemented adequate proce-
dures to examine financial institutions’ compliance
with the PATRIOT Act. The PATRIOT Act has 10 titles
relating to the prevention of money laundering and
financing of terrorism. Our audit covered Title III:
International Money Laundering Abatement and Anti-
terrorist Financing Act of 2001. We concluded that
DSC’s existing Bank Secrecy Act examination proce-
dures cover PATRIOT Act, Title III requirements to
some degree. In addition, DSC had advised FDIC-regu-
lated institutions of the new requirements in cases in
which the Treasury Department had issued final rules
implementing the Title III provisions. However, DSC

had not issued guidance to its examiners for those pro-
visions requiring new or revised examination proce-
dures because DSC was either coordinating the
issuance of uniform procedures with an interagency
steering committee or waiting for the Treasury
Department to issue final rules. This delay in issuing
examination guidance was of particular concern when
the Treasury Department had issued final rules for
Title III provisions addressing money laundering
deterrents and verification of customer identification. 

We recommended that DSC (1) issue interim examina-
tion procedures for those sections for which the
Treasury Department has already issued final rules
and (2) work with the FDIC-Federal Reserve System –
Conference of State Bank Supervisors Steering
Committee For Risk Focused Examination Procedures
and Supporting Software to issue examination guide-
lines concurrently with the Treasury Department’s
issuance of final rules for institutions’ implementation
of Title III provisions. 

DSC management concurred with our recommenda-
tions. In addition, DSC issued interim guidance, 
effective August 15, 2003, to its examiners and the
FDIC-regulated institutions addressing four of the
eight Title III sections applicable to the FDIC’s 
examination procedures. The FDIC is also continuing
its efforts to coordinate issuance of examination 
guidance with the interagency steering committee 
for risk-focused examination procedures. 

What Role Do Prompt Corrective Action
Provisions Play in Reducing Losses to the Deposit
Insurance Funds?
We issued a follow-up report to an earlier report enti-
tled The Effectiveness of Prompt Corrective Action
Provisions in Preventing or Reducing Losses to the
Deposit Insurance Funds, dated March 26, 2002. Our
follow-up work determined that the FDIC generally
used PCA directives as part of the supervisory process,
in conjunction with other supervisory actions, once
institutions’ capital levels reached designated thresh-
olds. The FDIC’s use of PCA directives served to pre-
vent or reduce losses to the deposit insurance funds.
However, we concluded that changes to reporting
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requirements could be made to improve the FDIC’s
ability to detect capital deficiencies to mitigate the fact
that current Call Reports (i.e., an institution’s quarterly
Consolidated Report of Condition and Income that con-
tains a balance sheet, income statement, and other
financial schedules containing information about the
institution) do not take into account the risks related to
sub-prime loans. Further, we concluded that changes
to non-capital related provisions of section 38 and 39 of
the FDI Act could be made to improve their effective-
ness. The report contains six options for consideration
intended to improve the effectiveness of PCA provi-
sions. The Corporation generally agreed with our
observations regarding the use and effectiveness of
PCA provisions, but does not believe that additional
changes are needed. 

Effectiveness of Resolution and
Receivership Activities
One of the FDIC’s corporate responsibilities is planning
and efficiently handling the franchise marketing of fail-
ing FDIC-insured institutions and providing prompt,
responsive, and efficient resolution of failed financial
institutions. These activities maintain confidence and
stability in our financial system. 

The FDIC has outlined primary goals for four business
lines (listed below) that are relevant to the three major
phases of the Division of Resolutions and
Receiverships’ (DRR) work: Pre-Closing, Closing, and
Post-Closing of failing or failed institutions. Each is
accompanied by significant challenges: 

1. Deposit Insurance. The FDIC must provide cus-
tomers of failed financial institutions with timely
access to their insured funds and financial services.
A significant challenge in this area is to ensure that
FDIC deposit insurance claims and payment
processes are prepared to handle large institution
failures. 

2. Resolutions. As the FDIC seeks to resolve failed
institutions in the least costly manner, its challenges
include improving the efficiency of contingency
planning for institution failures and improving

internal FDIC communication and coordination 
as well as communication with the other primary
federal regulators. These improvements will help
ensure timely access to records and optimal resolu-
tion strategies. 

3. Receivership Management. The FDIC’s goal is to
manage receiverships to maximize net return
toward an orderly and timely termination and pro-
vide customers of failed institutions and the public
with timely and responsive information. Related
challenges include improving the efficiency of the
receivership termination process, improving claims
processing, continual assessment of recovery strate-
gies, improving investigative activities, and charging
receiverships for services (such as service costing)
performed under the Receivership Management
Program. 

4. Employees. FDIC employees need to possess the
resources, skills, and tools to perform the mission
of DRR. One related challenge is to ensure that
DRR personnel have sufficient legal support for
decision-making.

Does the Division of Resolutions and
Receiverships Have Effective Guidance for
Resolving and Managing Credit Card Portfolios?
We conducted an audit of DRR’s resolution and man-
agement of credit card portfolios acquired from failing
insured depository institutions. Credit cards are
income-producing assets to the institutions that issue
them and consist of receivables from the credit card
holders net of allowance for uncollectible amounts.
When an insured depository institution fails, the FDIC
is appointed receiver and assumes responsibility to
maximize returns to the receivership. In doing so, the
FDIC is able to limit losses to its deposit insurance
funds. To carry out this responsibility, the FDIC liqui-
dates failed institution assets, including the bank’s
interest in credit card portfolios.

Our work focused on whether DRR developed and
applied effective guidance for the potential and actual
resolution and management of credit card portfolios.
We concluded that DRR adequately resolved and man-
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aged smaller credit card portfolios that did not involve
securitized credit cards. (*In a credit card securitization,
a financial institution sells its credit card receivables to a
special purpose trust that pays for the receivables by selling
securities to the public.) However, DRR’s procedures for
resolving large securitized credit card portfolios need-
ed improvement. Specifically, DRR was not fully pre-
pared to value and resolve the FDIC’s interest in the
large NextBank securitized credit card portfolio. As a
result, DRR incurred significant obligations with limit-
ed assurance, at the time of closing, of maximizing
returns to the BIF after pay-off of insured depositors.
Additionally, we reported that DRR’s financial advisor
was paid for reports it did not complete, and DRR did
not have the benefit of information and analysis that
those reports would have contained. DRR indicated
that the contractor met DRR’s needs and helped the
Division make appropriate decisions regarding
NextBank’s resolution strategies. DRR modified the
statement of work to reflect added deliverables. The
Corporation agreed to take action in response to the
two recommendations we made in this report. 

Are the Corporation’s Asset Valuations Resulting
in Accurate Valuations for “Unique” Assets? 
We audited DRR’s asset valuation process used in the
resolution of two failed FDIC-insured institutions—
Hamilton Bank, N.A. of Miami, Florida and Southern
Pacific Bank of Torrance, California—to determine
whether DRR’s asset valuation review process resulted
in accurate asset valuations for these closings.
Accurate asset valuations are important because this
information is used to determine the appropriate reso-
lution structures to offer to potential bidders and is part
of the FDIC’s least-cost test for the resolution of an
institution. We focused on whether DRR’s asset valua-
tion process resulted in reasonably accurate valuations
for unique assets at these specific closings. Unique
assets in these closings included international-trade
loans and commercial loans involving the telecommu-
nications, technology, entertainment, and airlines
industries. The FDIC engaged outside contractors to
value these unique assets.

DRR’s asset valuation review process resulted in rea-
sonably accurate estimates of the value of the tradition-

al assets sold for both of the FDIC-insured depository
institutions. However, the actual net sales proceeds for
the two institutions’ unique assets varied substantially
from the asset valuations. The risk to the FDIC is that
an inaccurate valuation may adversely impact the
selection of the least costly resolution strategy. Further,
if estimates of asset valuations are significantly under-
stated, the FDIC faces the possibility that it may accept
bids for assets that are too low and, thus, negatively
impact the deposit insurance funds.

DRR personnel generally complied with the Resolution
Policy Manual in conducting their asset valuation
reviews, and the FDIC’s asset valuation contractors
provided all required valuation deliverables. 

We recommended that DRR require its Receivership
Status Report and Action Plan or Quarterly Update to
include discussion of significant variances between
asset valuations and actual sales proceeds and also
include an initiative to review best practices regarding
the valuation of unique assets in DRR’s 2004 Strategic
Plan. DRR concurred with both recommendations. In
responding to our report, DRR also stated its strong
view that ultimately it is competition among the bid-
ders in an open, competitive marketing effort that most
accurately determines the value of an institution’s
assets.

How Accurate Are the Corporation’s Deposit
Insurance Determinations? 
Deposit insurance is a fundamental part of the FDIC
commitment to maintain stability and public confidence
in the U.S. financial system. DRR’s Receivership
Operations Branch is responsible for ensuring that bank
customers have timely access to their insured deposits at
failed insured depository institutions either by facilitat-
ing the transfer of their insured deposits to an assuming
institution or by paying insured depositors directly. 

We conducted an audit during the reporting period to
determine whether DRR is accurately making deposit
insurance determinations. That is, we determined
whether DRR appropriately grouped depositors’
accounts by ownership category and accurately deter-
mined insured amounts in accordance with the FDIC’s
rules and regulations. The scope of our audit included
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testing actual insurance determinations for a sample of
accounts for 10 of the 11 insured depository institutions
that failed in calendar year 2002. 

We concluded that, overall, DRR is accurately making
insurance determinations and provides depositors
access to their insured deposits in accordance with the
FDIC’s deposit insurance rules and regulations.

We did, however, identify a total of nine cases for
which the insurance determinations made by DRR
were either inaccurate or potentially inaccurate. All but
one of the exceptions were attributable to human error,
and most errors occurred during the manual phase of
the grouping process. Statistical analysis and projec-
tions also showed that there is a greater risk that
exceptions would occur at larger institutions where
DRR staff are handling large amounts of data and
working longer hours. 

DRR agreed with our analysis and took actions to
address the exceptions. We recommended that the
Director, DRR, establish a process to routinely test the
accuracy of insurance determinations and evaluate the
test results in relationship to DRR-established bench-
marks as part of the claims process redesign. DRR
agreed with this recommendation.

Management and Security of
Information Technology Resources
Information technology (IT) continues to play an
increasingly greater role in every aspect of the FDIC
mission. As corporate employees carry out the FDIC’s
principal business lines of insuring deposits, examin-
ing and supervising financial institutions, and manag-
ing receiverships, the employees rely on information
and corresponding technology as an essential resource.
Information and analysis on banking, financial servic-
es, and the economy form the basis for the develop-
ment of public policies and promote public under-
standing and confidence in the nation’s financial sys-
tem. IT is a critical resource that must be safeguarded.

Accomplishing IT goals efficiently and effectively
requires sound IT planning and investment control

processes. The Corporation’s 2003 IT budget is approx-
imately $175.1 million. The Corporation must constant-
ly evaluate technological advances to ensure that its
operations continue to be efficient and cost-effective
and that it is properly positioned to carry out its mis-
sion. While doing so, the Corporation must continue to
respond to the impact of laws and regulations on its
operations. Management of IT resources and IT securi-
ty have been the focus of several laws, such as the
Paperwork Reduction Act, the Government Information
Security Reform Act (GISRA), and more recently, the
Federal Information Security Management Act
(FISMA) of 2002. Similar to the requirements of
GISRA, under FISMA, each agency is required to
report on the adequacy and effectiveness of informa-
tion security policies, procedures, and practices and
compliance with information security requirements.

The Corporation has worked to implement many sound
information system security controls but has not yet
fully integrated these controls into an entity-wide pro-
gram. Additionally, continued attention is needed in
efforts to identify sensitive data, plan for and fund
essential security measures, incorporate security
requirements in FDIC contracts, enhance software con-
figuration management, and measure the overall per-
formance of the information security program.
Frequently, security improvements at the FDIC have
been the result of a reaction to specific audit and review
findings, rather than the result of a comprehensive pro-
gram that provided continuous and proactive identifica-
tion, correction, and prevention of security problems.
The OIG acknowledges that the Corporation is working
to appoint a permanent Chief Information Officer (the
position has been vacant since September 2001) to
strengthen accountability and authority in the FDIC’s
information security program and to ensure that other
key positions in the Division of Information Resources
Management (DIRM) are filled permanently. However,
after three attempts to fill the Chief Information Officer
position, the position remains vacant, and this long-
term vacancy poses a risk to the Corporation. (See
update in IG Statement, page 2.)
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Although the FDIC made progress in addressing the
security weaknesses identified in our 2001 Security Act
evaluation, new information security weaknesses were
identified during our 2002 evaluation and during the
FDIC’s internal evaluation completed on January 10,
2003. As discussed below, our FISMA report for 2003
again reports that the Corporation continues to have
only limited assurance of adequate security of its infor-
mation resources. Thus, management and security of
IT resources continue to warrant management atten-
tion. 

How Effective Is the Corporation’s Information
Technology Security Program? Can It Be
Strengthened?
In our Independent Evaluation of the FDIC’s
Information Security Program—2003, we concluded that
the Corporation had established and implemented
management controls that provided limited assurance
of adequate security over its information resources. As
a result of focused efforts over the past 2 years, the
FDIC made significant progress in addressing the
information security control weaknesses described in
our 2001 and 2002 security evaluation reports and the
weaknesses identified in more recent audits and
reviews. However, we reported that continued manage-
ment attention is needed in several key management
control areas, including security responsibilities and
authorities, contractor and outside agency security,
information security risk management, and capital
planning and investment control. Notably, the FDIC
has made progress in all areas of significant risk com-
pared to last year. Still, the area of contractor and out-
side agency security was noted as an area that should
be considered for reporting as a potential material
weakness in accordance with the provisions of the
Federal Managers’ Financial Integrity Act of 1982. (See
also next write-up on contractor security.)

In addition, this year we performed more in-depth
evaluation work in the areas of Incident Response,
Information Security Risk Management, and Security
Oversight than in prior-year security evaluations.
Much of this expanded work was in response to new
and emerging information security requirements man-
dated by the FISMA. Based on this expanded work, our

control assurance ratings for Incident Response and
Information Security Risk Management declined as
compared to our 2002 security evaluation results. It
should be noted that this decline in assurance ratings
was the result of expanded evaluation work rather than
a weakening of management controls following our
2002 security evaluation.

Our evaluation report identifies steps, in priority order,
that the Corporation can take in the near term to
improve its information security program and opera-
tions (see listing on next page). We would point out
that the recommended action of appointing a perma-
nent Chief Information Officer and filling other key
DIRM positions, including the Acting Director position,
appears on the list of steps for the second consecutive
year. These steps are intended to assist the Corporation
in furthering its efforts to develop and implement infor-
mation security management controls that provide rea-
sonable assurance of adequate security for its informa-
tion resources. The FDIC was working during the eval-
uation to address most of the steps we identified. We
will continue to work with the Corporation throughout
the coming year to ensure that appropriate risk-based
and cost-effective IT security controls are in place to
secure corporate information resources and further
corporate security goals and objectives.

Has the Corporation Made Progress in
Strengthening Information Security Management
of FDIC Contractors? 
Management of FDIC contractors with access to sensi-
tive information resources is a risk area for the
Corporation. We recently issued a follow-up report to
an audit of information security management of FDIC
contractors that we conducted a year ago. As with other
IT areas, we determined that the Corporation made
progress in developing contractor information security
policies and procedures for acquisition planning, con-
tract security provisions, and contractor oversight.
However, we determined that more improvements
need to be implemented, and the FDIC has minimal to
no assurance that adequate security has been achieved.
For instance, we identified numerous vulnerabilities in
network security and a lack of documented security
plans at contractor sites. 
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Ten Steps (Listed in Priority Order) that the Corporation Can Take 
to Improve Its Information Security Program and Operations

1. Strengthen accountability and authority for information security by (a) appointing a permanent Chief 
Information Officer that reports directly and solely to the Chairman; (b) appointing a permanent director 
of DIRM; and (c) developing a human capital staffing plan for the FDIC’s information security professionals.

2. Institutionalize the FDIC’s Capital Planning and Investment Control Process and Enterprise Architecture 
(EA) by (a) establishing corporate policy that addresses federal requirements, standards, and guidelines, 
as appropriate; (b) defining the roles and responsibilities of key participants; and (c) ensuring adequate 
resources are available to manage the EA as a formal corporate program.

3. Amend the FDIC Acquisition Policy Manual to include policies and procedures for ensuring that 
information security is considered in all system life-cycle management aspects of contractor-provided 
services, including acquisition planning, solicitation, evaluation, and award of offers, contracts, and 
contractor performance and oversight.

4. Develop and implement a corporate e-authentication strategy consistent with the Federal Bridge 
Certification Authority that will (a) allow the FDIC to securely communicate with federal and state 
regulators, financial institutions, and other organizations and (b) ensure major IT initiatives incorporate 
public key infrastructure as appropriate.

5. Strengthen agency software patch management practices by (a) maintaining a current and accurate 
inventory of all installed software at the server level; (b) testing and installing all patches within time
frames established in corporate policy; (c) establishing appropriate performance metrics; and (d) 
procuring and implementing a patch-scanning tool to identify servers and desktops missing critical 
security patches.

6. Complete the ongoing evaluation of the sensitivity of all corporate data and ensure that the results are 
considered when developing and implementing security measures for corporate systems and applications.

7. Develop and implement a formal process for performing certifications and accreditations of information 
systems that is based on standards developed by the National Institute of Standards and Technology 
(NIST).

8. Strengthen risk assessment practices to comply with NIST and broader industry standards, complete risk 
assessments of general support systems and major applications as soon as practical, and integrate the 
results of the risk assessments into the risk management program.

9. Strengthen the FDIC’s information security cost management practices in order to facilitate investment 
decisions and permit comparison of agency-wide cost estimates to actuals to evaluate the information 
security program, its major components, and its planned funding requirements.

10. Document a framework that describes how the FDIC’s security-related audits, reviews, evaluations, and 
self-assessments are planned, coordinated, and integrated to ensure efficient and appropriate coverage of 
corporate IT resources. Such a framework should be used to plan and perform information security risk 
management activities, including risk assessments and certifications and accreditations.



Further, the Corporation needs to include security pro-
visions in existing contracts where it is cost-beneficial
to do so. As a result, a high level of risk remains that
contractors are not providing adequate security to pro-
tect against misuse or unauthorized access to the
Corporation’s data.

How Effective Is the Corporation’s Control
Environment for Managing Information
Technology Assets?
DIRM is responsible for keeping an accurate inventory
of IT assets, including computer, wide and local area
network, and telecommunication equipment and soft-
ware. DIRM must maintain current and accurate
records for the receipt, transfer, disposal, and adjust-
ment of IT equipment as well as the ability to deter-
mine the status of IT assets at any given time. 

DIRM had previously conducted a self-assessment that
identified needed enhancements to the IT Asset
Management Program. During the reporting period, we
conducted a more comprehensive review of the pro-
gram, including evaluating the accuracy and reliability
of the Information Technology Asset Management
System (ITAMS). We concluded that DIRM’s program
for managing IT assets was not adequate. Specifically,
a weak control environment and weak control activi-
ties related to ITAMS resulted in:

✰ Missing assets, including more than 200 computers, 
some of which could contain sensitive information;

✰ Incomplete data in ITAMS on reported assets, 
such as purchase price and warranty provisions;

✰ Outdated and inaccurate custodial records that 
reflected PC and laptop assignments to 129 
employees who had left the Corporation;

✰ Existing assets not recorded in ITAMS, including 
over 700 telecommunication items and mainframe 
and mid-range equipment and software that were 
tracked through separate, non-integrated systems; 

✰ Weaknesses in management of IT equipment while
equipment was assigned to a warehouse; and 

✰ Weak system access controls that created the 
potential for ITAMS records to be altered without 
an appropriate audit trail for the transaction.

The overarching cause of these conditions was a lack
of management commitment to a strong internal con-
trol environment and control activities. 

During 2003, DIRM has worked aggressively to
improve the program by defining what assets should
be tracked, improving initial receipt and recording of
assets into ITAMS, and conducting a 100 percent inven-
tory of equipment recorded in ITAMS. Nevertheless, at
the time we concluded our review, ITAMS remained
unreliable and incomplete. Further, we reported that,
viewed collectively, the conditions we found constitute
a potential material internal control weakness and
could result in a loss or misuse of equipment, unwar-
ranted or unsupported procurement actions, and unau-
thorized access to sensitive information.

Our report contained 10 recommendations to improve
controls over the IT asset management program.
Management’s comments on our report were respon-
sive to the recommendations. Management did not
agree with our characterization of the IT asset man-
agement problems as a potential material internal con-
trol weakness at the time we issued our report.
Management provided us a memorandum subsequent
to issuance of our report that discussed actions taken
and planned to address program weaknesses within
the ITAM program and its position on whether the
OIG’s findings constitute a potential material weakness
for the Corporation. In that memorandum, DIRM com-
mitted to completing the corrective actions necessary
to implement adequate internal control over its ITAM
program by December 31, 2003. We, in turn, communi-
cated to DIRM that if its planned actions are imple-
mented and effective, we would agree that the ITAM
program would not warrant a material weakness des-
ignation in the Corporation’s 2003 Annual Report.

Three Reviews Focus on Various IT Security Risk
Areas
The OIG engaged International Business Machines
(IBM), an independent professional services firm, to
perform work in support of our FISMA-related report-
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ing. IBM conducted the following three reviews in the
information security area: 

Trusted Information Systems Review: Public Key
Infrastructure (PKI) is a technical architecture used to
authenticate digital identities. IBM conducted a review
to (1) evaluate the controls, policies, and procedures
surrounding the FDIC’s PKI; (2) analyze and test the
FDIC’s connectivity with third-party organizations such
as contractors; and (3) evaluate the FDIC’s controls
over sensitive data. During the review, IBM noted that
the FDIC has implemented a number of good security
practices. However, IBM identified needed improve-
ments in PKI operations, contractor-connected systems,
and protection of data provided to third parties.

IBM recommended that the Corporation take a num-
ber of actions to improve network integrity, perform-
ance, and controls, and management agreed to take
responsive action. 

Remote Access Systems Review: IBM’s report on
remote access systems notes that the FDIC has imple-
mented a number of good security practices regarding
remote connectivity. However, IBM identified several
opportunities to further strengthen remote access con-
trols to the FDIC network. The report contains four
findings and seven recommendations, and manage-
ment’s comments on the report were responsive to
concerns identified.

Security Patch Management Review. This review
evaluated the policies and procedures for implement-
ing security patches in the FDIC’s networked environ-
ment. IBM concluded that additional work was needed
to strengthen the security patch management program.
IBM made 10 recommendations. DIRM management
concurred with seven of the recommendations and
partially concurred with the remaining three recom-
mendations. For the three recommendations, DIRM
proposed alternative corrective actions that are respon-
sive to the conditions discussed in the report.
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OIG Hosts Interagency FISMA
Symposium

On May 5, 2003, the OIG hosted an interagency
symposium on the Federal Information Security
Management Act of 2002 (FISMA). FISMA
requires agencies to report annually on the ade-
quacy and effectiveness of their information
security programs and for agency Inspectors
General to independently evaluate agency secu-
rity programs and practices. This was the third
such symposium held by the OIG since the
enactment of the Government Information
Security Reform Act (GISRA) in October 2000.
FISMA permanently re-authorized GISRA,
which expired in November 2002.

Representatives of 44 federal agencies attended
the symposium to share information, ideas, and
best practices related to the implementation of
FISMA. A featured speaker at the symposium
was Robert F. Dacey, Director of Information
Security Issues for the General Accounting Office.
Mr. Dacey spoke about the challenges associated
with transitioning from GISRA to FISMA, as well
as last year’s GISRA reporting results. Kamela
White, policy analyst for the Office of
Management and Budget (OMB), also spoke
about OMB expectations relating to federal
agency reporting under FISMA. Finally,
Marianne Swanson, senior advisor for informa-
tion technology security with the National
Institute of Standards and Technology, spoke
about NIST responsibilities under FISMA, partic-
ularly its role in developing standards for federal
agencies to follow when protecting information
and information systems.



Security of Critical Infrastructure
The adequate security of our nation’s critical infra-
structures has been at the forefront of the federal 
government’s agenda for many years. Specifically, the
President’s Commission on Critical Infrastructure
Protection (established in July 1996) was tasked to for-
mulate a comprehensive national strategy for protect-
ing the nation’s critical infrastructure from physical
and “cyber” threats. Included among the limited num-
ber of systems whose incapacity or destruction were
deemed to have a debilitating impact on the defense or
economic security of the nation was the banking and
finance system. With the increased consolidation and
connectivity of the banking industry in the years since
1996, and with the new awareness of the nation’s 
vulnerabilities to terrorist attacks since September 11,
2001, the security of the critical infrastructure in the
banking industry is even more important.

On May 22, 1998, Presidential Decision Directive
(PDD) 63 Title 5 was signed. The directive called for a
national effort to ensure the security of the nation’s
critical infrastructures. PDD 63 defined the critical
infrastructure as the “physical and cyber-based sys-
tems essential to the minimum operations of the econ-
omy and government.” The President declared that
securing our critical infrastructure is essential to our
economic and national security and issued two
Executive Orders (EO 13228, The Office of Homeland
Security and the Homeland Security Council, and EO
23231, Critical Infrastructure Protection in the
Information Age) to improve the federal government’s
critical infrastructure protection program in the con-
text of PDD 63. 

The intent of PDD 63 is to ensure that the federal gov-
ernment maintains the capability to deliver services
essential to the nation’s security and economy and to
the health and safety of its citizens in the event of a
cyber- or physical-based disruption. Much of the
nation’s critical infrastructure historically has been
physically and logically separate systems that had little
interdependence. However, as a result of technology,
the infrastructure has increasingly become automated
and interconnected. These same advances have created

new vulnerabilities to equipment failures, human
error, natural disasters, terrorism, and cyber-attacks. 

To effectively protect critical infrastructure, the FDIC’s
challenge in this area is to implement measures to mit-
igate risks, plan for and manage emergencies through
effective contingency and continuity planning, coordi-
nate protective measures with other agencies, deter-
mine resource and organization requirements, and
engage in education and awareness activities. The
FDIC will need to continue to work with the
Department of Homeland Security and the Finance and
Banking Information Infrastructure Committee, created
by Executive Order 23231 and chaired by the
Department of the Treasury, on efforts to improve
security of the critical infrastructure of the nation’s
financial system.

What Progress Has the Corporation Made in
Implementing Its Information Security Strategic
Plan?
During the reporting period, we completed an audit
that evaluated the adequacy of the FDIC’s implementa-
tion activities for protecting its critical cyber-based
infrastructure. The audit was performed as part of a
review by the President’s Council on Integrity and
Efficiency, and the Executive Council on Integrity and
Efficiency. 

We determined that the FDIC’s Information Security
Strategic Plan needed improvement. Specifically, the
FDIC had not fully implemented a number of impor-
tant activities for protecting its cyber-based infrastruc-
tures. A substantial number of action items contained
in the Corporation’s Tactical Plan remained to be com-
pleted, and, in a number of cases, planned milestones
were being missed. These gaps in coverage limited the
FDIC’s assurance that it was adequately protected
against computer-based attacks on its critical infra-
structures. At the time we completed our review, the
FDIC was taking steps to increase the attention, visibil-
ity, and urgency for improved security over its critical
infrastructure and was conducting a comprehensive IT
review. We made one recommendation in this report
related to including human capital initiatives in the
Tactical Plan. Management agreed to take responsive
action.
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Is the Corporation’s Approach to Assessing
Business Continuity Planning at FDIC-Supervised
Institutions Adequate?
Business continuity plans are comprehensive, written
plans developed to maintain or resume operations in
the event of a disruption. During the reporting period,
we conducted an evaluation to determine the adequacy
of DSC’s approach to assessing business continuity
planning at FDIC-supervised institutions. Given such
events as major power outages and storm damage that
severely disrupted banking and other operations, the
area of business continuity planning has received con-
siderable attention from the Congress.

We concluded that DSC has actively promoted sound
business continuity planning practices in financial
institutions and developed examination programs for
assessing financial institutions’ business continuity
planning efforts. However, we also concluded that
DSC’s examination work programs focus largely on
disaster recovery planning, an IT function, as opposed
to enterprise-wide business continuity planning, which
addresses overall business concerns, such as employ-
ees, management succession, and backup sites. We
recommended that the Director, DSC, incorporate the
enterprise-wide aspects of business continuity plan-
ning in its supervisory approach to examinations of
FDIC-supervised institutions. DSC agreed with our
finding and recommendation.

Transition to a New Financial
Environment
On September 30, 2002, the FDIC executed a multi-
year contract to replace its core financial systems and
applications with a commercial-off-the-shelf software
package. The FDIC Board had previously approved
contract expenditure authority for the New Financial
Environment (NFE) project totaling approximately
$28.8 million. NFE is a major corporate initiative to
enhance the FDIC’s ability to meet current and future
financial management and information needs. At the
time the Board case was approved, the FDIC estimated
the total life-cycle cost of NFE, including FDIC staff
time, to be approximately $62.5 million over 8 years.

NFE offers the FDIC significant benefits and presents
significant challenges. These challenges will test the
Corporation’s ability to (1) maintain unqualified opin-
ions on the FDIC’s annual financial statements through
the system implementation and associated business
process reengineering; (2) manage contractor
resources, schedules, and costs; and (3) coordinate
with planned and ongoing system development proj-
ects related to NFE. Overall, the FDIC needs to ensure
that the NFE project team successfully implements
modern and reliable systems that improve financial
business processes and support current and future
financial management and information needs. At the
same time, the team must work to control costs for the
new environment to the maximum extent possible.

Are Scope Management Controls in Place to Keep
the New Financial Environment Project On
Track? 
One of our audits this reporting period focused on
determining whether the FDIC had implemented ade-
quate controls for ensuring that the scope of the NFE
project was effectively managed and that any cost or
schedule adjustments resulting from project scope
changes were properly evaluated and controlled. 

We concluded that key scope management deliverables
for the NFE project are significantly behind schedule.
Improvements in project oversight could have mini-
mized the impact of issues affecting the project deliver-
able schedule. Additionally, FDIC management did not
adopt adequate time management practices to maxi-
mize project progress. As a result, the project is less
likely to be deployed on schedule, which could increase
the FDIC’s contracting costs and defer the benefits
anticipated from an integrated financial system.

We recommended that the CFO, in conjunction with the
Director, Division of Finance, conduct a senior manage-
ment review of the NFE project to establish metrics for
measuring progress and project re-evaluation criteria if
measures are not achieved. We also recommended that
the CFO and Director, Division of Finance, direct the
NFE Steering Committee to take a number of steps to
more clearly define the project’s scope, avoid project
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delays, and better manage changes to the project
schedule. The Corporation’s response to our report
addressed the concerns we identified.

Assessment of Corporate Performance
The Government Performance and Results Act
(Results Act) of 1993 was enacted to improve the effi-
ciency, effectiveness, and accountability of federal pro-
grams by establishing a system for setting goals, meas-
uring performance, and reporting on accomplish-
ments. The Results Act requires most federal agencies,
including the FDIC, to prepare a strategic plan that
broadly defines each agency’s mission, vision, and
strategic goals and objectives; an annual performance
plan that translates the vision and goals of the strate-
gic plan into measurable annual goals; and an annual
performance report that compares actual results
against planned goals.

The Corporation’s strategic plan and annual perform-
ance plan lay out the agency’s mission and vision and
articulate goals and objectives for the FDIC’s three
major program areas: Insurance, Supervision, and
Receivership Management. The plans focus on four
strategic goals that define desired outcomes identified
for each program area: (1) Insured Depositors Are
Protected from Loss Without Recourse to Taxpayer
Funding, (2) FDIC-Supervised Institutions Are Safe and
Sound, (3) Consumers’ Rights Are Protected and FDIC-
Supervised Institutions Invest in Their Communities,
and (4) Recovery to Creditors of Receiverships Is
Achieved. Through its annual performance report, the
FDIC is accountable for reporting actual performance
and achieving these strategic goals.

The Corporation has made significant progress in
implementing the Results Act and needs to continue to
address the challenges of developing more outcome-
oriented performance measures, linking performance
goals and budgetary resources, implementing process-
es to verify and validate reported performance data,
and addressing crosscutting issues and programs that
affect other federal financial institution regulatory
agencies.

Organizational Leadership and
Management of Human Capital
The FDIC has experienced significant downsizing for
the past 10 years as the workload from the banking and
thrift crises of the late l980s and 1990s has been accom-
plished. A number of division mergers and reorganiza-
tions took place, and the Corporation concluded major
2002 buyout/retirement incentive programs. Those
incentive programs achieved a reduction of 699 staff
and projected annual savings of $80 million in future
operating costs. In total, over the past 10+ years, the
workforce (combined from the FDIC and the
Resolution Trust Corporation) has decreased from
approximately 23,000 in 1992 to approximately 5,300 as
of September 20, 2003. 

In light of the downsizing, the Corporation continues to
identify an appropriate skills mix to carry out its mis-
sion and must seek to correct any existing skills imbal-
ances. To do so, the Corporation continues to offer
solicitations of interest, reassignments, retraining, and
outplacement assistance. A large number of FDIC
employees will be eligible to retire within the next sev-
eral years. As the Corporation adjusts to a smaller
workforce, it must continue to ensure the readiness of
its staff to carry out the corporate mission. The FDIC’s
new Corporate University is an initiative that should
help prepare the workforce for challenges ahead.

The Corporation is also challenged to fill key vacancies
in a timely manner, engage in careful succession plan-
ning, and continue to conserve and replenish the insti-
tutional knowledge and expertise that has guided the
organization in the past. Additional outsourcing needs
may arise, and hiring and retaining new talent will be
important. Hiring and retention policies that are fair
and inclusive must remain a significant component of
the corporate diversity plan. Designing, implementing,
and maintaining effective human capital strategies are
critical priorities and must be the focus of centralized,
sustained corporate attention.
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A significant element of this performance and manage-
ment challenge relates to organizational leadership at
the FDIC Board of Directors level, specifically, with
respect to the current make-up of the Board. The Board
is a body whose strong leadership is vital to the suc-
cess of the agency and to the banking and financial
services industry. The Board is composed of five direc-
tors, including the FDIC Chairman, two other FDIC
directors, the Comptroller of the Currency, and the
Director of the Office of Thrift Supervision. To ensure
that the balance between various interests implicit in
the Board’s structure is preserved, the Board should
operate at full strength. However, the Board has been
operating with an FDIC Director vacancy since
September 1998. Although the President has nominated
someone for this position, the candidate has not yet
been confirmed. Accordingly, the OIG has urged the
Congress that vacancies on the Board be filled as
promptly as practicable in order to afford the FDIC the
balanced governance and sustained leadership essen-
tial to the agency’s continued success. As referenced
earlier in the Management and Security of IT
Resources section of this report, the long-standing
vacancy of the position of Chief Information Officer has
been of major concern to the OIG as well. (See updates
in IG Statement, page 2.)

Also, DIRM initiated a priority project called the
Comprehensive Information Technology Program
Review. One aspect of this effort is an assessment of
human capital needs and a plan to identify and address
any shortfalls in staff resources or skills mix for the IT
security program. The human capital staffing plan and
its inclusion in the System Security Management
Tactical Plan are targeted for completion in January
2004. Until an assessment is performed, and a human
capital plan developed and tracked, the FDIC is at risk
of not having the appropriate staffing resources to
manage the IT security program. 

Cost Containment and Procurement
Integrity
As steward for the BIF and SAIF, the FDIC seeks ways
to limit the use of those funds. Therefore, the
Corporation must continue to identify and implement
measures to contain and reduce costs, either through
more careful spending or assessing and making
changes in business processes to increase efficiency.
Many of the efforts described earlier as part of other
management and performance challenges (e.g., NFE,
corporate downsizing) attest to the Corporation’s ongo-
ing efforts to contain and reduce costs. 

A key challenge to containing costs relates to the con-
tracting area. To assist the Corporation in accomplish-
ing its mission, contractors provide services in such
areas as information technology, legal matters, loan
servicing, and asset management. To achieve success
in this area, the FDIC must ensure that its acquisition
framework—that is, its policies, procedures, and inter-
nal controls—is marked by sound planning; consistent
use of competition; fairness; well-structured contracts
designed to produce cost-effective, quality performance
from contractors; and vigilant contract management to
ensure successful project management activities. 

The Corporation has taken a number of steps to
strengthen internal control and effective oversight.
However, our work in this area continues to show that
further improvements are necessary to reduce risks
such as the consideration of contractor security in
acquisition planning, incorporation of information
security requirements in FDIC contracts, and oversight
of contractor security practices. Other possible risks
include corporate receipt of billings for such items as
unauthorized subcontractors, unallowable subcontrac-
tor markups, incorrect timesheets, billings for unrea-
sonable project management hours, conflicts of inter-
est, and unauthorized labor categories. The combina-
tion of increased reliance on contractor support and
continuing reductions in the FDIC workforce presents
a considerable risk to the effectiveness of project man-
agement activities. Additionally, large-scale procure-
ments, such as Virginia Square Phase II (a $111 million

27



construction project to house FDIC staff who now pri-
marily work in leased space in the District of
Columbia), NFE, and the Central Data Repository proj-
ect necessitate continued emphasis on contractor over-
sight and overall project management activities.

How Reasonable Are the FDIC’s Contract Terms
with ARAMARK Services, Inc., and Are Controls
Effective in Managing and Controlling Costs?
The FDIC has a contract with ARAMARK Services,
Inc., of Philadelphia, Pennsylvania, to provide food
services at the FDIC’s offices located at Virginia Square,
in Arlington, Virginia, and at the FDIC’s Headquarters
Building in Washington, D.C. ARAMARK is also
responsible for the operations of a Student Residence
Center that provides lodging accommodations for FDIC
staff and visitors who travel to the Washington, D.C.
metropolitan area. 

We conducted a review to determine whether specific
terms of the ARAMARK contract were reasonable,
oversight management by the FDIC and ARAMARK
was adequate, and opportunities existed for ARAMARK
to improve controls over operations and reduce operat-
ing costs at the FDIC’s cafeterias and Student
Residence Center.

Our review determined that certain terms in the
FDIC’s ARAMARK contract are not reasonable and
limit the FDIC’s ability to manage and control the costs
of operating the cafeterias and the Student Residence
Center. Additionally, the FDIC did not always effective-
ly oversee the contractor’s performance to ensure com-
pliance with all contract terms and conditions. We
reported that the FDIC could save $1.5 million over the
next 3 years by modifying the terms of the contract and
providing better contractor oversight. The FDIC could
also have avoided costs of $345,543 had it better struc-
tured the terms of the contract dealing with fixed fees.
The FDIC also needed to collect tuition fees for non-
FDIC employees who had attended FDIC courses at
Virginia Square and improve controls over tuition col-
lection for such individuals. Finally, the FDIC did not
fully enforce the contractor security provisions, thus
posing a security risk to FDIC personnel and facilities.

In responding to our report, management did not con-
cur with certain findings or associated potential mone-
tary benefits. We have adjusted the amount of potential
monetary benefits we are reporting in this semiannual
report from $1.5 million to $1.2 million to reflect the
nonconcurrences and our acceptance of them with the
exception of one recommendation related to reducing
fixed fees to ARAMARK based on occupancy levels at
the Student Residence Center. We have asked FDIC
management to reconsider its position on that recom-
mendation and to provide us a subsequent response.

The OIG’s Post-award Contract Reviews 
We issued three post-award contract review reports
during the reporting period. The objectives of the post-
award reviews are to determine whether amounts
charged to FDIC contracts are allowable, allocable, and
reasonable. We reported a total of $85,116 in monetary
benefits as a result of the post-award audits.
Management agreed with $39,825, disagreed with
$35,916, and management decisions were pending for
the remainder of the total amount identified as mone-
tary benefits.
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The Office of Investigations (OI) is responsible for carry-
ing out the investigative mission of the OIG. Staffed with
agents in Washington, D.C.; Atlanta; Dallas; and Chicago,
OI conducts investigations of alleged criminal or other-
wise prohibited activities that may harm or threaten to
harm the operations or integrity of the FDIC and its   pro-
grams. In addition to its two regional offices, based   in
Atlanta and Dallas, OI operates an Electronic Crimes
Team (ECT) and laboratory in Washington, D.C. The
ECT is responsible for conducting computer-related
investigations impacting the FDIC and providing comput-
er forensic support to OI investigations nationwide.  OI
also manages the OIG Hotline for employees, contractors,
and others to report allegations of fraud, waste, abuse,
and mismanagement via a toll-free number or e-mail. 

OI concentrates its investigative efforts on those cases of
most significance or potential impact to the FDIC and its
programs. Our goal, in part, is to bring a halt to the
fraudulent conduct under investigation, protect the
FDIC and other victims from further harm, and assist
the FDIC in recovery of its losses. Another consideration
in dedicating resources to these cases is the need to pur-
sue appropriate criminal penalties not only to punish
the offender but to deter others from participating in
similar crimes.

Currently, the majority of OI’s caseload is comprised of
investigations involving major financial institution
fraud. OI’s work in this area targets schemes that result-
ed in significant losses or vulnerabilities for the institu-
tion(s) and/or involves institution officers or insiders,
multiple subjects and institutions, obstruction of bank
examiners, and/or misrepresentation of FDIC insurance
or affiliation. It also includes investigations of fraud
resulting in institution failures. Cases in this area are
highly complex and resource intensive, often requiring
teams of agents and years to complete. Despite the
resource demands, the OIG’s commitment to these
investigations is imperative, in light of their significance
and potential impact to the FDIC and the banking indus-
try. Additionally, from a cost-benefit perspective, these
cases have brought results that seem to make our invest-
ment in them well worth the effort, as illustrated in
some of the cases reported for this period. Although it is
impossible to put a price tag on the benefit derived from
bringing criminals in these cases to justice, our investi-
gations of major financial institution fraud schemes
have brought increased returns measured by successful
prosecutions resulting in incarceration, court-ordered
fines, restitution to victims, and administrative actions. 

In addition to pursuing financial institution-related
cases, the OIG commits significant resources to investi-
gations that target fraud by FDIC debtors seeking to con-
ceal their assets from the FDIC. These cases, which
include investigations of individuals who fraudulently
attempt to avoid payment of court-ordered restitution to
the FDIC, made up 28 percent of our caseload as of
September 30, 2003. These cases are of great signifi-
cance to the FDIC, which was owed approximately
$1.7 billion in criminal restitution as of September 2003.
In most instances, the convicts subject to these restitu-
tion orders do not have the means to pay. The focus of
OIG investigations in this area is on those individuals
who do have the means to pay but hide their assets
and/or lie about their ability to pay. We work closely
with the Division of Resolutions and Receiverships
(DRR) and the Legal Division in aggressively pursuing
investigations of these individuals, to ensure that they
are brought to justice and that the FDIC, as the victim,
recovers as much of its loss as possible. 
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I n v e s t i g a t i o n s :
Making an Impact

Investigative Statistics
April 1, 2003 – September 30, 2003

Judicial Actions:

Indictments/Informations . . . . . . . . . . . . . . . . . . . . . . . . . .30

Convictions  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .8

OIG Investigations Resulted in:

Fines of  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .$26,200

Restitution of  . . . . . . . . . . . . . . . . . . . . . . . . . . .$66,341,197

Other Monetary Recoveries of  . . . . . . . . . . . . . . .$1,754,811

Total  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .$68,122,208

Cases Referred to the Department of 
Justice (U.S. Attorney)  . . . . . . . . . . . . . . . . . . . . . . . . . .22

Referrals to FDIC Management  . . . . . . . . . . . . . . . . . . . . . .3

OIG Cases Conducted Jointly 
with Other Agencies  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .48

� � � � �



Although such cases are currently only about 5 percent
of our caseload, the OIG must always be prepared to
commit resources when necessary to investigations of
criminal or serious misconduct on the part of FDIC
employees. These are among the most sensitive of OIG
cases and are critical to ensure the integrity of and pub-
lic confidence in FDIC operations. Other consistent
areas of investigation for the OIG are those cases involv-
ing fraud in the sale or management of FDIC assets and
fraud by contractors. 

Office of Investigations Case Distribution
(as of September 30, 2003)

Joint Efforts
The OIG works closely with U.S. Attorneys’ Offices
throughout the country in attempting to bring to justice
individuals who have defrauded the FDIC. The prosecu-
torial skills and outstanding direction provided by
Assistant United States Attorneys with whom we work
are critical to our success. The results we are reporting
for the last 6 months reflect the efforts of U.S. Attorneys’
Offices in the District of Minnesota, Northern District of
Ohio, District of South Dakota, District of Colorado,
District of Oklahoma, Northern District of Texas, District
of Connecticut, Southern District of Iowa, and Eastern

District of Virginia. In addition to local U.S. Attorneys’
Offices, the OIG worked with Trial Attorneys from the
Fraud Section of the U.S. Department of Justice as well
as State prosecutors from the State of Missouri. 

Support and cooperation among other law enforcement
agencies is also a key ingredient for success in the
investigative community. We frequently “partner” with
the Federal Bureau of Investigation (FBI), the Internal
Revenue Service Criminal Investigation (IRS-CI), and
other law enforcement agencies in conducting investiga-
tions of joint interest. 

Also vital to our success is our partnership with FDIC
program offices. We coordinate closely with the FDIC’s
Division of Supervision and Consumer Protection (DSC)
in investigating fraud at financial institutions, and with
DRR and the Legal Division in investigations involving
failed institutions and fraud by FDIC debtors. Our ECT
coordinates closely with the Division of Information
Resources Management in carrying out its mission. The
successes highlighted for the period would not have
been possible without the collaboration of these offices. 

In addition to carrying out its direct investigative respon-
sibilities, the OIG is committed to providing training and
sharing information with FDIC components and other
regulators based on “lessons learned” regarding red
flags and fraud schemes identified through OIG investi-
gations. OI agents provide regular training during FDIC
Commissioned Examiner Seminars, and frequently give
presentations to FDIC staff during regional and field
meetings. We are also called upon by the Federal
Financial Institutions Examination Council, state bank-
ing regulatory agencies, and law enforcement agencies
to present case studies. During the reporting period, OI
participated on the FDIC team that developed a paper
on the “Root Causes of Bank Failures from 1997 to the
Present,” to be presented during an FDIC-sponsored
symposium exploring why banks fail. 
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Results 
Over the last 6 months, OI opened 25 new cases and
closed 17 cases, leaving 110 cases underway at the end
of the period. Our work during the period led to indict-
ments or criminal charges against 30 individuals and
convictions of 8 defendants. Criminal charges remained
pending against 33 individuals as of the end of the
reporting period. Fines, restitutions, and recoveries
stemming from our cases totaled almost $68,122,208. 

The following are highlights of some of the results from
our investigative activity over the last 6 months: 

Fraud Arising at or Impacting Financial
Institutions
Former President of Oakwood Deposit Bank
Company Sentenced After Pleading Guilty To Bank
Embezzlement and Money Laundering
Our investigation into the failure of Oakwood Deposit
Bank Company led this period to the conviction of the
bank’s former president and Chief Executive Officer.
After pleading guilty in May 2003 to bank embezzlement
and money laundering, the former bank president was
sentenced in September 2003 for his role in the fraud
scheme that caused the failure of the 99 year-old bank.
The defendant was sentenced to 14 years’ imprisonment
to be followed by 5 years’ supervised release; he also
received a special assessment of $200 and was ordered
to pay $48,718,405 in restitution. 

As part of his plea, the defendant forfeited any and all of
his interest in property controlled by Stardancer Casinos
Inc. and its subsidiaries, as he was an investor and part
owner of Stardancer. In late 1998, the defendant began
investing embezzled bank funds into Stardancer Casinos
Inc., a casino gambling operation originally headquar-
tered near Myrtle Beach, South Carolina. Over the
course of the next 3 years, the defendant embezzled over
$43 million to purchase casino vessels and fund the
operations of the casino business. At various times, the
business operated ports in Myrtle Beach, South Carolina,
and in Jacksonville, Miami, Madeira Beach, Tarpon
Springs, and Port Richey, Florida. He forfeited bank
accounts relating to Stardancer and two other compa-
nies identified in the investigation. He also forfeited real

estate and investments in Florida, Ohio, Texas, and
South Carolina, his interest in any of the Stardancer ves-
sels and equipment, $520,450 in currency seized by the
government, and any substitute properties owned by
him but not identified in the investigation as the pro-
ceeds of criminal activities. 

As a part of this ongoing investigation, agents from the
FDIC OIG, the IRS-Criminal Investigation, and the FBI
earlier executed seizure warrants on four Stardancer
casino vessels, two Stardancer taxi vessels, and nine
Stardancer bank accounts. In addition, the agents exe-
cuted 11 search warrants on two Stardancer corporate
offices, three Stardancer ticket offices, one Stardancer
security office, two Stardancer casino vessels, two mini-
storage facilities (1 warrant) and the Stardancer CEO’s
residence (2 warrants). Fourteen FDIC OIG agents and
37 additional agents from the FBI and IRS-CI participat-
ed in the multi-agency operation. The vessels and seized
slot machines were maintained by a contractor until
they were sold at a Treasury Department auction on
May 9, 2003, for a total of approximately $2.2 million. 
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Stardancer office raids seize
valuable property later sold
at auction for approximately
$2.2 million.



The FDIC closed Oakwood Deposit Bank Company on
February 1, 2002, after the discovery of information indi-
cating irregularities in the amount of deposits reported
in the records of the bank. According to his plea agree-
ment, the defendant began embezzling funds from the
bank in 1993 with a loan to a family member. He admit-
ted to altering bank records and creating paperwork in
order to conceal the embezzlement, which resulted in
losses to the bank of approximately $48,718,405 and led
to the bank’s insolvency. 

In addition, the bank suffered other losses as a result of
a check-kiting scheme. On August 6, 2003, two former
car dealers from Ohio were indicted by a federal grand
jury in the Northern District of Ohio, Toledo, Ohio, for
conspiracy and bank fraud relating to those losses.

As alleged in the indictment, the charges arose from a
check-kiting scheme the defendants allegedly engaged
in during calendar year 2001. A check-kite is a fraudu-
lent scheme in which a bank customer utilizes the time
it takes to clear checks to create artificially high bal-
ances of non-existent funds through a systemic
exchange of checks among accounts when, in reality,
actual funds do not exist. The indictment alleges that the
defendants kited checks between accounts maintained
by them at the now defunct Oakwood Deposit Bank
Company. Losses on the check-kiting scheme are cur-
rently estimated to be over $11 million. 

The check-kiting scheme is being investigated by the
FDIC OIG and the FBI. Prosecution of the case is being
handled by the U.S. Attorney’s Office for the Northern
District of Ohio, Toledo, Ohio.

The investigation of the defendant’s activities in the fail-
ure of Oakwood Deposit Bank Company is being con-
ducted jointly by agents of the FDIC OIG, IRS-CI, and
the FBI. Prosecution of the case is being handled by the
U.S. Attorney’s Office for the Northern District of Ohio,
Toledo, Ohio. The U.S. Attorney’s Office for the Middle
District of Florida assisted in the preparation of the
Stardancer warrants.

Sinclair National Bank
Task Force Investigation Into the Failure of Sinclair
National Bank Leads to Indictment of Multiple
Defendants, Including the Former Bank Owners 
On September 17, 2003, the former owner and director
of Sinclair National Bank, Gravette, Arkansas, was
indicted in the U.S. District Court for the Western
District of Missouri on one count of conspiracy and two
counts of false statements to the Office of the
Comptroller of the Currency (OCC). 

The indictment alleges that the former owner and direc-
tor conspired with other un-named co-conspirators to
fraudulently obtain control of Northwest National Bank
in Gravette, Arkansas, which was later renamed Sinclair
National Bank. As alleged in the indictment, the subject
and her co-conspirators used Sinclair National Bank to
enrich themselves by using the bank to buy debt from
Sinclair Financial Group, a company previously owned
by the subject and her former husband. The indictment
also alleges that the defendant and others failed to report
to the OCC in their application to purchase Sinclair
National Bank that the defendant was owed $5 million
from an individual that Sinclair National Bank was
going to have a business relationship with. The OCC
had relied on the information that the defendant provid-
ed to approve their application. 

The defendant and her former husband owned Sinclair
National Bank for approximately 18 months before the
institution was closed by the OCC in September 2001, at
an estimated $4.4 million loss to the Bank Insurance
Fund.

The defendant, with her former husband had owned
Sinclair Financial Group until they sold their interest in
the company in October 1999, at which time the compa-
ny was renamed Stevens Financial Group. In March
2001, Stevens Financial Group claimed bankruptcy. At
the time of the bankruptcy, Stevens Financial Group
defaulted on approximately $60 million in debt that was
owed to over 3,000 Missouri investors. 

In connection with the ongoing investigation, on
September 11, 2003, a grand jury in the Circuit Court of
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Greene County, Springfield, Missouri, indicted the
defendant’s former husband and others on 24 counts of
securities fraud. Also named in the indictment were:

✰ A former accountant for Stevens Financial Group 
and Sinclair National Bank, on 24 counts of 
securities fraud, 3 counts of providing false or 
misleading statements and 2 counts of perjury. 

✰ The former Stevens Financial Group operations 
manager, on 24 counts of securities fraud and 6 
counts of providing false or misleading statements. 

✰ An attorney for Stevens Financial Group, on 4 
counts of securities fraud and 1 count of providing 
false or misleading statements. 

✰ The former owner of Stevens Financial Group, on 
24 counts of securities fraud and 6 counts of 
making false or misleading statements. 

The securities fraud charges include allegations that the
defendants misrepresented the true financial condition
of Stevens Financial Group and Sinclair Financial Group
by inflating the assets, net worth, and profitability.

Earlier in the case, the former in-house counsel for the
Sinclair National Bank and for the now defunct Stevens
Financial Group was charged and pleaded guilty in the
U. S. District Court for the Western District of Missouri
to one count of obstructing the OCC in its examination
of the former Sinclair National Bank. He also pleaded
guilty on April 24, 2003, in the Circuit Court of Greene
County, Missouri, to a two-count felony complaint
charging him with making false or misleading state-
ments to securities investigators of the State of Missouri.
As part of the plea agreement, the defendant agreed not
to practice law before his sentencing and to surrender
his law license when he is sentenced. The agreement
also requires that the defendant help state and federal
investigators in their ongoing investigations of officers of
Stevens Financial Group. In return, the Missouri
Attorney General’s Office agreed not to file additional
charges against the defendant relating to the investiga-
tion of Stevens Financial Group unless he refuses to tes-
tify or is discovered telling a lie in the case.  

The Department of Justice, Fraud Section, Washington,
D.C., assembled a task force at the Kansas City FDIC
Regional Office with personnel from the FDIC OIG, FBI,
and Treasury OIG to investigate Sinclair National Bank
and Sinclair Financial Group allegations. With assis-
tance from the task force, the State of Missouri’s
Attorney General’s Office and Missouri Secretary of
State’s Office is prosecuting the case at the state level.

Former BestBank Executives and Two Owners of
Century Financial Services Indicted for Fraud 
On May 22, 2003, a federal grand jury in the District of
Colorado returned a 95-count indictment charging five
individuals and two corporations with bank fraud, false
bank reports, wire fraud, money laundering, conspiracy,
securities fraud, tax evasion, failure to file a tax return,
and continuing to commit a financial crime, in connec-
tion with the failure of BestBank, Boulder, Colorado.

Named in the indictment from BestBank are the follow-
ing: the former owner, Chief Executive Officer, and
Chairman of the Board of Directors; the former
President and Director; and the former Chief Financial
Officer and Director. Also named in the indictment are
the two owners and operators of Century Financial
Services, Inc., and Century Financial Group, Inc., of
Oakland Park, Florida, from this point on identified as
Century Financial. All subjects have been arrested and
arraigned on the charges alleged in the indictment. 

The indictment alleges that from 1994 through July
1998, the defendants engaged in a business operation
that made more than 500,000 BestBank credit card loans
to sub-prime borrowers. In July 1998, the Colorado State
Banking Commissioner and the FDIC determined that
the value of the sub-prime credit card loans maintained
as an asset on the books of BestBank was overstated
because delinquent loans were fraudulently made to
appear non-delinquent. BestBank’s liability to its deposi-
tors exceeded the value of its other assets, thereby mak-
ing it insolvent. 
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When BestBank failed in July 1998, its largest asset was
the portfolio of sub-prime credit card accounts with a
reported value of more than $200 million. Sub-prime
credit card borrowers are defined as high-risk borrow-
ers with poor credit histories. The credit card accounts
were funded by BestBank using money from depositors.
BestBank attracted depositors by offering above-market
interest rates.

According to the indictment, BestBank entered into
agreements with Century Financial to market BestBank
credit cards to sub-prime borrowers. Century Financial
sold $498 travel club memberships, marketed first
through Universal Tour Travel Club and later through
All Around Travel Club. In almost every instance, those
who signed up for the travel club did not pay cash for
their membership. Instead, BestBank and Century
Financial offered to finance a travel club membership
for sub-prime borrowers using a newly issued BestBank
VISA credit card. The credit limit for the sub-prime bor-
rowers as provided by the bank was $600. BestBank also
charged fees, which immediately brought the borrowers
close to the credit limit. Less than half of those who
signed up for the travel club received their membership
materials.

The indictment further alleges that the defendants car-
ried out a fraudulent scheme in several ways. Most peo-
ple did not pay the mandatory $20 service fee required
before the account was funded. Over 50 percent of the
sub-prime borrowers’ accounts were non-performing.

BestBank and Century Financial, in many instances, did
not send the sub-prime borrowers their credit card or
monthly statements. The indictment further alleges that
the two owners of Century Financial fraudulently con-
cealed the sub-prime borrowers’ non-performance and
delinquency rates by reporting non-performing accounts
as performing. Allegedly, the two defendants paid $20 to
some accounts so they would appear to be performing
when, in fact, they were not.

The former owner, chief executive officer and chairman
of the board of directors and the former president and
director of BestBank, and the two owners of Century
Financial each received more than $5 million during the
course of the alleged fraudulent scheme. The indictment
includes an asset forfeiture count, which seeks $100 mil-
lion to compensate victims for the loss as a result of the
bank’s failure.

BestBank was an FDIC-regulated institution that was
closed on July 23, 1998, by the Colorado State Banking
Commission and the FDIC, making it one of the largest
bank failures in the United States in the last 10 years.
Depositors’ losses exceeded $200 million. The FDIC’s
Bank Insurance Fund covered all depositors’ losses
except for $27 million of deposits which exceeded the
$100,000 per-account insurance limit. 

The case is being investigated by the FDIC OIG, FBI,
and IRS-CI and is being prosecuted by the U.S.
Attorney’s Office for the District of Colorado and the U.S.
Department of Justice.

Former Branch Manager of Security Bank Arrested
on Bank Fraud Charges
On July 24, 2003, the former branch manager of
Security Bank, Madison, South Dakota, was indicted in
the District of South Dakota on 1 count of bank fraud
and 11 counts of false entries. The indictment remained
sealed until August 7, 2003, when the defendant was
arrested and arraigned before the U.S. Magistrate in
Sioux Falls, South Dakota. The defendant entered a plea
of not guilty. He was released without bond, and a trial
date has not been set. 
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The indictment alleges that from May 1999 until August
2002, he made nominee loans and created fraudulent
supporting loan documents in the names of unknowing
bank customers. The defendant allegedly used the pro-
ceeds from the nominee loans to conceal the poor loan
quality, past due status, and over advances to another
bank customer. He also allegedly manipulated the
bank’s computer system to make loans look as if they
were paying on time. Losses from the defendant’s
scheme total approximately $906,000. 

The case is being investigated by the FDIC OIG and the
FBI. The case is being prosecuted by the U.S. Attorney’s
Office for the District of South Dakota.

Bank Customer and His Associate Indicted and
Arrested on Charges of Aiding and Abetting,
Conspiracy, and Bank Fraud Against First State Bank
of Harrah, Oklahoma
On May 8, 2003, a customer of First State Bank of
Harrah (FSBH), Harrah, Oklahoma, and his business
associate were indicted in the United States District
Court for the Western District of Oklahoma on aiding
and abetting, conspiracy, and bank fraud against the
FSBH. 

The indictment charges that from September 1997
through December 1998 the FSBH customer, who was
in the construction business, conspired with his busi-
ness associate, and a former executive vice president of
FSBH, to defraud FSBH by creating a series of 11 fraud-
ulent nominee loans. The FSBH customer recruited
nominee borrowers, including his business associate, in
order to obtain loans. A nominee borrower is a person
or entity whose name is used for the purpose of obtain-
ing a bank loan when the proceeds are actually used for
the benefit of another. The loan proceeds from this
scheme totaled $800,000 and were intended to benefit
the bank customer. 

On May 9, 2003, the bank customer and his associate
were arrested by Special Agents of the FDIC OIG and
FBI. Oklahoma City police officers also assisted with
the arrests.

As reported in our last semiannual report, the former
executive vice president of FSBH pleaded guilty to con-
spiracy to commit bank fraud for his participation in the
loan fraud scheme and was sentenced to 5 years’ proba-
tion and 6 months’ home confinement. 

The investigation of the activities involving FSBH is
being conducted jointly by the FDIC OIG and the FBI,
and the case is being prosecuted by the U.S. Attorney’s
Office, Oklahoma City, Oklahoma.

Former Bank President and Bookkeeper of Town &
Country Bank Plead Guilty to Bank Fraud 
On September 18, 2003, the former president and chair-
man of the board of Town & Country Bank pleaded
guilty to 1 count of conspiracy to commit bank fraud
and 1 count of money laundering of an 11-count super-
seding indictment returned against him by the  federal
grand jury in the District of Minnesota on  August 11,
2003. The 11-count superseding indictment charged him
with bank fraud, money laundering, false bank entries,
and conspiracy. 

The superseding indictment alleges that the defendant
and others executed a scheme to defraud the former
Town & Country Bank of Almelund (Minnesota).
Specifically, the indictment alleges that the defendant
manipulated over 20 false lines of credit that resulted in
the failure of the bank in July 2000, when the State of
Minnesota declared the bank insolvent and appointed
the FDIC as the receiver. The failure of Town & Country
resulted in a loss of $1.4 million to the FDIC Bank
Insurance Fund. 

The investigation continues against a commercial con-
tractor whose company, Riverwoods Development
Corporation, was a customer of the bank. On April 8,
2003, a federal grand jury originally indicted the former
president and the customer together on eight counts
relating to bank fraud, money laundering, making false
entries in the bank’s records, and conspiracy. On
August 11, 2003, the federal grand jury returned a
superceding indictment that added two counts of false
bank entries and one count of money laundering. The
indictment included a forfeiture charge seeking to
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recoup $1,174,740 in proceeds from the alleged loan
fraud scheme by the subjects, and any other proceeds or
property not specifically traced in the indictment. 

In addition, on September 11, 2003, the former book-
keeper of Riverwoods Development Corporation pleaded
guilty to one count of bank fraud of a four-count super-
seding indictment returned against him by the federal
grand jury in the District of Minnesota on August 11,
2003. The four-count superseding indictment charged
him with bank fraud, money laundering, false bank
entries, and perjury. The perjury count related to the
bookkeeper’s 1999 bankruptcy filing whereby he
claimed fraudulent loans from Town & Country Bank as
his liabilities. 

The superseding indictment alleges that the bookkeep-
er and others executed a scheme to defraud the former
Town & Country Bank. Specifically, the indictment
alleges that the bookkeeper received $41,000 for sign-
ing 10 false loans obtained from the bank between
March 1997 and June 1999 and that had a total face
value of $371,000. When the bank failed, the FDIC
charged off $267,000 in principal loss that was out-
standing on the loans. 

As part of his plea agreement, the bookkeeper has also
agreed to cooperate fully with federal law enforcement
in the continuing investigation against the other defen-
dants in this case. 

This case is being investigated jointly by the FDIC OIG,
FBI, and IRS-CI and is being prosecuted by the U.S.
Attorney’s Office for the District of Minnesota.

Owners of Construction Company Sentenced on
Charges of Defrauding Community Bank of
Blountsville, Alabama
On May 6, 2003, the two owners of Morgan City
Construction Company were sentenced in the U.S.
District Court of Northern Alabama. The defendants
were sentenced to 18 months’ incarceration and ordered
to pay restitution in the amount of $178,500. 

As previously reported, a jury in the U.S. District Court
for the Northern District of Alabama returned guilty ver-

dicts on all three counts of an indictment charging the
defendants and their company, Morgan City
Construction, with bank fraud and conspiracy to commit
bank fraud.

At trial, the government presented evidence showing
that between December 1997 and July 2000 the couple
used Morgan City Construction, which they own and
operate, to submit invoices for construction work pur-
portedly performed for Community Bank, an FDIC-reg-
ulated bank located in Blountsville, Alabama.
Prosecutors alleged during the trial that some of the
invoices were for work never performed and that other
invoices were for personal construction work performed
for the bank’s chief executive officer, his relatives, and
the bank’s vice president of construction and mainte-
nance. Evidence was also presented to show that the
records of the bank were falsified to reflect that the work
was completed at the bank’s facilities. 

The charges against the defendants included a forfei-
ture claim seeking any property derived from the fraud
scheme. Although the government alleged that the cou-
ple received a total of approximately $1.7 million as a
result of the fraud scheme, the jury decided in separate
deliberations that they only netted $178,500 in illicit
proceeds.

On May 20, 2003, the FDIC and seven members of the
Board of Directors of Community Bank executed a
Stipulation and Consent to the Issuance of an Order to
Pay (Consent Agreement). Each member agreed to pay
$10,000 in civil money penalties. The penalties were
assessed by the FDIC against the Board Members and
were based on the seriousness of violations of law and
regulations; breaches of fiduciary duty; and unsafe and
unsound banking practices uncovered by the FDIC.

Also on May 20, 2003, the FDIC issued a Notice of
Intention to Prohibit from Further Participation, a Notice
of Assessment of Civil Money Penalties, and a Notice of
Charges for Restitution against a former Chairman of
the Board, an Executive Vice President, and a Director of
Community Bank.
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This investigation of Community Bank was conducted
by agents from the FDIC OIG and FBI. Prosecution of
the case was handled by trial attorneys from the
Department of Justice, Washington, D.C.

Former Officials of Jasper State Bank Sentenced in
Fraud Scheme 
On July 24, 2003, the former director and executive vice
president of Jasper State Bank, Jasper, Minnesota, and
the former head teller of the bank were sentenced in the
U.S. District Court for the District of Minnesota. The for-
mer director and executive vice president was sentenced
to 41 months’ incarceration with 5 years’ supervised
release and was ordered to pay $993,827 in restitution.
The former head teller was sentenced to 1 month in
county jail, 5 months of home detention, and 5 years’
supervised release, and was ordered to pay $84,494 in
restitution. 

As reported in our last semiannual report, in March
2003, the two former officials of Jasper State Bank plead-
ed guilty in the U.S. District Court for the District of
Minnesota to criminal charges relating to the alleged
bank fraud scheme. Specifically, the former director and
executive vice president of the bank pleaded guilty to
bank fraud, misapplication of funds, and making false
entries in the bank’s records; the former head teller
pleaded guilty to one count of bank fraud. Both defen-
dants had previously been indicted on similar charges
in January 2003. 

The former executive vice president of the bank and his
brother-in-law were each 50-percent owners of the
bank. As the executive vice president, he had extensive
authority, served as a loan officer, and had unrestricted
access to the bank’s computer system. When entering
his guilty plea, he admitted that between July 2000 and
March 2002, he misapplied funds belonging to the bank
by granting over $800,000 in loans to nominee borrow-
ers to disguise the true beneficiary of the loan proceeds.
He also admitted that he made false entries in the books
and records of the bank to conceal the loans, altered
supporting loan documents, directed the manipulation
of records pertaining to delinquent loans, and engaged
in the falsification of vehicle inventory reports.

The former head teller admitted to aiding and abetting
the executive vice president by making false entries in
the records of the bank. Specifically, she admitted to fal-
sifying records to make delinquent loan accounts appear
current and to routinely falsifying inventory reports that
were submitted to obtain loans from the bank by a com-
pany of which she was a part owner.

Jasper State Bank is a $23 million bank in rural
Minnesota. The bank incurred total losses of approxi-
mately $2.7 million as a result of the loans originated by
the defendants, well in excess of the $2.4 million in the
bank’s capital and reserves, thus causing it to become
insolvent. The bank was saved from failure by the injec-
tion of $3 million in capital from two investors.

On July 11, 2003, the former executive vice president
stipulated to an action under Section 8(e) of the Federal
Deposit Insurance Act, which provides for a lifetime ban
from banking. The executive vice president was not
assessed any Civil Money Penalty because the criminal
restitution in his case exceeded $900,000 and he has no
assets.

The investigation that led to the prosecutions was con-
ducted jointly by agents from the FDIC OIG and the FBI.
The case is being prosecuted by the U.S. Attorney’s
Office for the District of Minnesota. 

Management and Sale of FDIC-Owned Assets
Contractors Sentenced for Conspiracy and
Submitting False Statements to the FDIC
During this semiannual reporting period, two contrac-
tors involved with an FDIC-owned property were sen-
tenced in the U.S. District Court for the Middle District
of Florida. One of the contractors was sentenced in
August 2003 to 1 year and 1 day in prison and 2 years of
probation; he was also fined $3,000 and ordered to pay a
special assessment of $100. His associate was sentenced
to 2 years’ probation and fined $3,000; in addition, she
was ordered to pay a special assessment of $100 in
February 2003. As part of their sentencing, they were
ordered to forfeit $98,624 and pay $98,624 in restitution.
The forfeiture and restitution amounts were satisfied
prior to sentencing. 
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As we described in our last semiannual report, on
February 11 and 14, 2003, the two defendants pleaded
guilty in the U.S. District Court for the Middle District of
Florida. Both defendants pleaded guilty to one count of a
four-count indictment that had been returned by a fed-
eral grand jury in April 2001; this indictment charged
them with conspiracy and making false statements to
the FDIC. 

The indictment against the two individuals charged
them with submitting three false invoices as well as
bogus support documentation to the FDIC on behalf of
Golden Ocala Golf Course Partners. These documents
purported that Golden Ocala Golf Course Partners paid a
nonexistent company $240,000 for environmental reme-
diation work that was actually performed by other com-
panies at a total cost of $51,376. Based on this false docu-
mentation, the FDIC reimbursed the partnership
$150,000 for expenses.

The prosecution of these two individuals was handled
by the Middle District of Florida. The investigation was
initiated by the Department of Justice and the FDIC OIG
and was based upon allegations contained in a civil
complaint filed by a private citizen under the False
Claims Act. In September 2000, one of the partners
entered into an agreement whereby he agreed to pay the
government $300,000 to settle the civil complaint.

Misrepresentation Regarding FDIC-Affiliation
Securities Dealer Sentenced to 6 Years in Prison for
Selling of Unregistered Securities, Fraud, and Theft
On May 23, 2003, a securities dealer was sentenced in
the Riverside County U.S. 67th District Court, Riverside,
California, to serve 6 years’ imprisonment and ordered
to pay $20,000 in fines. The sentencing was based on
his entry of a plea of guilty in October 2002 to an
amended complaint charging him with selling unregis-
tered securities, fraud, and theft. 

As we previously reported, the subject was arrested on
similar charges by agents of the FDIC OIG and the
Riverside County (California) District Attorney’s Office
on October 7, 2002. The subject, doing business as
Jeffco Financial Services, was licensed to sell securities
through San Clemente Services, Inc., another company
involved in the sale of brokered certificates of deposit

(CDs). Relying on information they were provided
regarding FDIC insurance coverage, investment
yields, fees, and commissions, investors purchased
approximately 1,241 CDs totaling $67,390,735 from
Jeffco Financial Services. The felony complaint to
which the subject pleaded guilty lists the names of
59 individuals or entities to whom he offered or sold
unregistered securities which are described in the
complaint as “investment contracts in the form of
interests in custodialized CDs.” He also pleaded guilty
to making misrepresentations regarding “annual aver-
age yield,” theft of property exceeding $2.5 million in
value, and participating in a pattern of felony conduct
involving the taking of more than $500,000. 

The FDIC OIG investigation was initiated based on a
referral by DSC of information obtained during the
examination of a bank indicating irregularities in
deposits the bank had placed with San Clemente
Services. The prosecution of the case was handled by
the Riverside County District Attorney’s Office.

Superseding Indictment Adds 80 Additional Charges
to Broker Dealers 
On August 21, 2003, a federal grand jury for the
Northern District of Texas, Dallas, Texas, returned an
80-count superseding indictment against two co-own-
ers of San Clemente Securities, Inc. (SCS) and United
Custodial Corporation (UCC), located in San Clemente,
California, and two brokers at SCS. The 80-count
superseding indictment charges all defendants with
conspiracy, false bank entries, false statements, mail
fraud, wire fraud, bank fraud, securities fraud, and
investment advisor fraud.
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As alleged in the indictment, the defendants schemed
to defraud various financial institutions and individual
investors by inducing them to enter into investment
contracts to purchase CDs and other securities issued
by the Federal Home Loan Mortgage Corporation and
the Federal National Mortgage Association, which
would be held and managed for investors by UCC. 

As part of their scheme, the defendants falsely and
fraudulently failed to advise investors that SCS and
UCC would subtract undisclosed fees and commissions
of the amount invested. They also made false represen-
tations regarding FDIC insurance coverage of the CDs.
The investment confirmations and statements they sent
to investors were false and intentionally misleading,
and money paid to investors when they liquidated an
investment prior to maturity was actually money

invested by another investment or by other persons.
The investors had no ownership in any investment that
would be purchased in UCC’s name, and in 1997, SCS,
along with its co-owners, had been banned by the
National Credit Union Association from doing business
with federally insured credit unions because of their
deceptive practices.

The case is being investigated by the FDIC OIG and the
FBI. The case is being prosecuted by the U.S. Attorney’s
Office for the Northern District of Texas. The investiga-
tion was initiated based on a referral from DSC.

Restitution and Other Debt Owed the FDIC
Judge Rules Seized Artwork the Property of Former
Massachusetts Developer
On June 10, 2003, the United States District Court,
District of New Jersey, entered a final judgment in
favor of the United States and declared that a former
Massachusetts developer was the owner of approxi-
mately 42 pieces of artwork seized by the OIG during
its investigation into her alleged concealment of assets
from the FDIC. Barring a successful appeal, the judg-
ment clears the way for the government to sell the art-
work and apply the proceeds toward payment of an
outstanding restitution order. 
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Legislative Proposal Update

An OIG proposal to Representative Michael G.
Oxley was incorporated in HR 1375: “Financial
Services Regulatory Relief Act of 2003,” approved
by the House Financial Services Committee by
voice vote on May 20, 2003. Section 615 of HR
1375, as suggested by the FDIC OIG, would pro-
vide the FDIC with enforcement tools to limit
misrepresentations regarding FDIC deposit
insurance coverage. HR 1375 is pending in the
House Rules Committee prior to full House of
Representatives discussion. 

Fraudulent advertisement to
interest investors in purchasing
CDs and other securities.



The former Massachusetts developer was sentenced in
1995 to serve 24 months in prison and ordered to pay
the FDIC $10.9 million in restitution for defrauding the
former Bank of New England. Upon her release from
prison, she was placed on probation and made some
restitution payments in the range of $100 - $300 per
month. The OIG initiated its investigation based on
information that the former developer was concealing
her true residence to the U.S. Probation Office and had
falsely reported she had no assets. 

Our investigation developed substantial evidence that
indicated her claims of indigence were false and that
she fraudulently concealed assets in an effort to avoid
payment of criminal restitution to FDIC. Among those
assets were expensive works of art, which we found
housed in a storage facility she had rented under an
assumed name. The OIG earlier obtained an order to
seize the artwork to offset her outstanding restitution.
Throughout the investigation, she maintained the art-
work was not hers but belonged to her late husband or
her daughter and, therefore, was not subject to the
restitution order. 

FDIC Debtor and Girlfriend Plead Guilty to Felony
Charges 
On September 9, 2003, a Hartford businessman pleaded
guilty in United States District Court, District of
Connecticut, to making a false statement. As previously
reported, the defendant and his girlfriend were indicted
after our investigation developed evidence that they
had participated in a scheme to fraudulently conceal
assets from the FDIC. The defendant already owed the
FDIC $2.7 million in restitution (as a result of a 1996
bank fraud conviction). During the plea hearing, he
admitted that on December 8, 2000, he made a false
statement concerning his ownership of a $100,000 U.S.
Treasury Bond. He also acknowledged that in a
response to an interrogatory sent to him by the United
States Attorney’s Office, he represented that he did not
possess or have any interest in any bonds when, in
truth, he maintained an account with a brokerage firm
in which the bond, with a cash value of approximately
$70,000, was held. The defendant also made significant
income through his various business endeavors such
as a used-car business, yacht brokerage, and real estate
transactions, all of which he failed to disclose to the
U.S. Probation Office.

The defendant’s girlfriend pleaded guilty to assisting
him in the attempted concealment of assets from the
FDIC. She admitted that she knew the defendant owed
$2.7 million in restitution and that she assisted him in
later concealing his assets by permitting him to buy
and sell real estate in her name. She filled out false
loan applications in order to enable her to borrow
monies to purchase four properties in Connecticut and
Florida. Although the scheme made it appear as if she
were making the payments to purchase and improve
these properties, the defendant was actually providing
the monies by reimbursing his girlfriend for her
expenditures. 

The investigation of this case was conducted by the
FDIC OIG, and the prosecution was handled by the
United States Attorney’s Office, District of Connecticut. 
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FDIC Debtor Sentenced and Pays $500,000 to FDIC
On August 1, 2003, an FDIC debtor from Lubbock,
Texas, pleaded guilty in the U.S. District Court for the
Northern District of Texas, to making a false statement
to the government following an OIG investigation that
determined he made misrepresentations during a dep-
osition taken by the FDIC for the purpose of settling a
$1.8 million debt he owed the FDIC from an outstand-
ing criminal restitution order. The defendant was sen-
tenced to a period of 1 year probation and, as required
under the plea agreement, immediately paid the FDIC
$500,000 in settlement of the restitution order. 

Our investigation found that the debtor made several
false representations in the deposition including his
failure to disclose income from oil wells and his inter-
ests in other investments including ranching and farm
operations. He was also asked to disclose in the deposi-

tion whether he had provided any financial statements
to any entity in the past 5 years. He failed to disclose
three recent financial statements that he had provided
to First Southwest Bank to obtain several loans. The
FDIC had previously approved a settlement of
$180,000, but the Department of Justice put a hold on it
pending the results our criminal investigation. 

The plea agreement was coordinated with the FDIC
Legal Division and DRR. 

OIG Assists Federal Reserve OIG in Bomb-Dog
Trainer Case
The Federal Reserve Board OIG conducted an investiga-
tion into a contractor that provided the U.S.
Government with bomb-sniffing dogs. At the request of
the Federal Reserve OIG, our Electronic Crimes Team
assisted in the investigation by examining some 250
pieces of computer evidence seized from search war-
rants executed at the defendant’s home and business in
July 2002. The Electronic Crimes Team’s examination
revealed that the defendant had used his computer in
order to generate numerous false documents pertaining
to his company’s dog handler certifications, including
his own certification as an instructor, and to produce
test results of the canines’ abilities to detect explosives.
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An FDIC debtor tried to conceal ownership of these real estate assets,
but OIG investigators uncovered his scheme.
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Sentencing Update
Former President of Hartford-Carlisle Savings
Sentenced for Bank Fraud
On May 1, 2003, the former president of the now defunct
Hartford-Carlisle Savings Bank (HCSB), Carlisle, Iowa,
was sentenced in U.S. District Court for the Southern
District of Iowa. He was sentenced to 120 months’ incar-
ceration and 5 years’ probation; he was also ordered to
pay restitution to the FDIC in the amount of $15,612,610
and a special assessment of $1,500. 

On September 4, 2002, the defendant pleaded guilty to
making false entries in the records of HCSB in two
instances by overstating the value of assets on financial
statements submitted in connection with loan applica-
tions, and in two other instances by misrepresenting
the purpose of loans. He also pleaded guilty to 4 counts
of making false statements. Two of those instances
involved the submission of Call Reports to the FDIC;
these reports failed to disclose HCSB had made loans
to its executive officers. In the third false statement
count, he pleaded guilty to creating a fraudulent HCSB
cashier’s check and a related deposit ticket, both of
which he provided to FDIC examiners and purported
to be true documents. In the fourth instance, he plead-
ed guilty to submitting a false financial statement to
another FDIC-insured financial institution in connec-
tion with an outstanding loan, by understating the true
amount and value of his debts and liabilities. In
exchange for his guilty plea, the government agreed to
drop the remaining charges pending against him as a
result of a 34-count indictment returned in November
2001; this indictment charged him and his two broth-
ers with various bank fraud-related activities. 

As a result of continuing plea negotiations with the U.S.
Attorney’s Office for the Southern District of Iowa, on
September 11, 2002, the defendant pleaded guilty to

seven additional counts of bank fraud, including mak-
ing or causing to be made false statements to the
Federal Reserve Bank in connection with an applica-
tion to acquire the stock of HCSB.

As part of the plea negotiations with the government,
the defendant will also forfeit a 60-acre farm; his resi-
dence in Carlisle, Iowa; a cabin at Clear Lake, Iowa; a
condominium in Keystone, Colorado; $272,265 in cash;
Worldquest Networks securities; a home entertainment
system purchased for approximately $85,000; and a
1999 Cobalt boat purchased for approximately $40,000. 

As we previously reported, the defendant’s two broth-
ers, both of whom were former board members of the
HCSB, were convicted and sentenced. One of the broth-
ers was sentenced to 5 days’ incarceration and 5 years’
probation; he was also ordered to pay restitution to the
FDIC in the amount of $201,441. The other brother
was sentenced to 4 days’ incarceration and 5 years’
probation; he was also ordered to pay restitution to the
FDIC in the amount of $226,614.

HCSB was an FDIC-regulated institution that was
closed on January 14, 2000, by the Iowa Division of
Banking. Subsequently, the FDIC OIG and the FBI con-
ducted a joint investigation regarding suspected illegal
activities. The U.S. Attorney’s Office for the Southern
District of Iowa has handled prosecution of this case.



Other Highlights
OIG Special Agent Receives Award from the U.S.
Attorney for the Southern District of Iowa
FDIC Special Agent Laurie West and FBI Special Agent
Randy VanGent were presented with plaques from the
United States Attorney, Southern District of Iowa, for
their exemplary work in the investigation and prosecu-
tion relating to the failure of Hartford-Carlisle Savings
Bank, Carlisle, Iowa. The U.S. Attorney pointed out that
this case involved the largest dollar loss as a result of a
bank failure or fraud in the history of the State of Iowa
and the Southern District of Iowa. He also expressed
his gratitude for the swiftness of an investigation and
prosecution of this magnitude.

The inscription on the plaques to Special Agents West
and VanGent reads as follows:

In recognition of your dedication, professionalism
and hard work in the prosecution of cases relat-
ing to the failure of the Hartford-Carlisle Savings
Bank, the United States Attorney’s Office for the
Southern District of Iowa extends a  special
thanks for your commitment to the highest stan-
dards of law enforcement.

FDIC Inspector General Honors Federal Prosecutor
Inspector General Gaston Gianni and Assistant
Inspector General for Investigations Samuel Holland
presented Assistant United States Attorney (AUSA)
Christopher Alberto with a plaque for his significant
contributions to the OIG during a ceremony at the
United States Attorney’s Office in Boston,
Massachusetts. AUSA Alberto was honored for his
superior leadership in a number of high-profile
criminal restitution investigations. 
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Pictured left to right: U.S. Attorney S. Colloton,
R. Van Gent, and L. West

Pictured left to right: Michael Sullivan, U.S. Attorney for
the District of Massachusetts; Sam Holland, OIG; AUSA
Christopher Alberto; IG Gianni.
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Electronic Crimes Team

As computers continue to become a major part of the
business operational environment, the risk of elec-
tronic-related fraud has increased.  The OIG is com-
mitted to meet the needs of the FDIC and the banking
community to combat electronic fraud.  As a result,
the OIG established an Electronic Crimes Team
(ECT) and computer forensic laboratory, housed in
Washington, D.C., to investigate unauthorized com-
puter intrusions, computer-related fraud impacting
FDIC operations, and to provide computer forensic
support to OIG investigations.  The ECT is staffed
with a Special Agent in Charge, four special agents,
and a forensic computer specialist, all of whom have
been fully trained as Seized Computer Evidence
Recovery Specialists. 

The ECT coordinates with DIRM and affected FDIC
program offices in investigating computer-related
crimes.   In providing computer forensic support to
OIG investigations, the ECT prepares search warrants
for electronic media, provides on-site support for
serving such warrants, conducts laboratory analysis
of the evidentiary content of electronic media seized
during criminal investigations, and provides technical
advice when computer media are used to perpetrate
traditional crimes.  The ECT also attends all bank
closings where fraud is suspected, and images com-
puter data for evidentiary purposes in resultant crimi-
nal prosecutions.  The ECT also shares copies of the
imaged files with FDIC for its use in resolving the
institution and pursuing bond claims.  The ECT has
also been assisting DRR/Legal as they research the
feasibility of creating imaging capability of their own.
OIG ECT agents receive intensive training on how to
search, seize, and analyze computer systems and evi-
dence encountered during the course of an investiga-
tion and during execution of search warrants. The
ECT has made training presentations to FDIC staff at
various conferences and meetings to make them
aware of the ECT capabilities and to outline proce-
dures that should be followed to preserve computer
evidence.  The ECT also worked with DRR in devel-
oping guidelines to be followed at bank closings for
the purpose of preserving evidence. The ECT attends
meetings with closing team members in advance of
scheduled bank closings, to review the bank’s com-
puter configuration and reach agreement on how to
proceed with securing data at the closing. 



Focusing on the value of our people and the perform-
ance capacity of the OIG are top priorities in our organ-
ization. Strengthening our workforce capabilities will be
particularly important in the next several years to posi-
tion us for the future. Our intent is to ensure that the
OIG will have the expertise necessary to carry out our
strategic and performance plans and successfully con-
duct work related to the OIG-identified Management
and Performance Challenges facing the Corporation. 

We focused heavily on our human capital efforts this
reporting period. We completed two important initia-
tives under our Human Capital Strategic Plan that form
the foundation for future human capital related efforts:
the Business Knowledge Inventory System and the OIG
Competencies Project. Through these efforts we have:
prepared inventories of existing and needed workforce
knowledge, identified competencies needed for every
OIG position, and integrated the competencies with
performance management criteria in the Performance
Management Program. Other human capital projects
are underway that build upon these efforts, including:
aligning the competencies with OIG position descrip-
tions and developing strategies to close the identified
workforce knowledge gaps. Of note, the OIG has added
several former bank examiners to its audit staff over the
past several months. Future projects will develop guid-
ance for leadership development and training to com-
plement our leadership competency. 

As discussed previously, earlier this year the OIG iden-
tified the most significant Management and
Performance Challenges facing the FDIC. We have con-
tinued to demonstrate our commitment to adding value
to the Corporation by designing our core mission activ-
ities of audits, evaluations, and investigations, and
other reviews to directly relate to these challenges.
Details of our audit, evaluations, and investigations
during this reporting period are presented along these
lines earlier in this report. As a whole, this work shows
increased alignment with the FDIC’s Management and
Performance Challenges and our strategic goals and
mission. Our 2003 Performance Report also shows our
progress in creating this alignment and in meeting our
strategic goals. 

To help us fulfill our commitment to adding value we
are focused on communications with our stakeholders.
In this spirit, we recently completed the fifth external
customer survey regarding satisfaction with OIG prod-
ucts, processes, and services. We also continue to sum-
marize significant OIG activities and accomplishments
in a Weekly Highlights Report to the Chairman; per-
form reviews of proposed policies, regulations, and leg-
islation; and participate in important corporate and
industry initiatives. During this period our Office of
Audits issued its Fiscal Year 2004 Assignment Plan.
Communication with corporate management during
the development of the plan ensured comprehensive
coverage of the Corporation’s management and per-
formance challenges. Further, we continued to work
with the Corporation in the drafting stages of policy
development and other initiatives, providing significant
input into such critical areas as information security,
the new enterprise architecture, and physical security. 
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O I G O r g a n i z a t i o n :
Emphasis on High Performance

OIG Interns

The OIG welcomed
two interns to the
office over the summer,
Nicole Arbeiter and
Michael Green.
Originally from New
York, Ms. Arbeiter is a
senior at the University
of Maryland where she

is studying Finance. Ms. Arbeiter worked in the
OIG’s Office of Management and Congressional
Relations. Her responsibilities included assist-
ing with the OIG conference planned for
October, updating the Policies and Procedures
Manual, and helping with Internet postings of
OIG products. Mr. Green is from Potomac,
Maryland, and is a senior at Tufts University.
A History major and a Communications and
Media Studies minor, Mr. Green helped with
a number of important projects and publication
efforts in the immediate office of the Inspector
General related to Inspector General communi-
ty activities government-wide and various
internal OIG communication initiatives.

� � � � �



OIG Completes Two Key Initiatives of
Human Capital Strategic Plan
Two key efforts under the Human Capital Strategic
Plan were substantially completed during this report-
ing period and will serve as the basis for future impor-
tant human capital projects. The OIG Business
Knowledge Inventory System and the OIG Key
Competencies Project together provide valuable infor-
mation to the OIG on its skills and knowledge and will
help to identify where we need to make investments in
training, professional development, and recruitment. 

The OIG’s Business Knowledge Inventory System was
developed to create a data-base of the collective busi-
ness knowledge of all OIG employees and determine
where our office may have gaps between the knowl-
edge we need to perform our current and future audit,
evaluation, and investigation work and the knowledge
we collectively possess. We initiated this effort during
the previous reporting period. During the current
reporting period the OIG completed the survey, and
summary data were prepared detailing the knowledge,
education, and certifications of OIG staff. This informa-
tion provides office heads and supervisors with a basis
to determine the strengths and potential
knowledge/skill weaknesses in the workforce and cre-
ate business strategies to close knowledge gaps for
conducting our future work. In addition, individuals
can use the survey to develop their own career

development plans and work with their supervisors to
target training and professional development to those
areas where the OIG has the greatest needs to increase
knowledge and skills. 

The purpose of our Key Competencies Project is to
identify the behaviors and skills needed by OIG staff
members to contribute successfully to the overall mis-
sion and goals of the OIG. The core competencies can
be used for: performance management; selection and
promotions; individual training and development;
organizational development; and position descriptions.
The OIG contracted with an outside firm to help with
this initiative. A core competency model was devel-
oped, refined, and validated by surveying all OIG
employees to ascertain the job-relatedness and impor-
tance of the competencies and associated performance
criteria to their particular positions. The model identi-
fied six competencies and associated performance cri-
teria for all OIG staff and supervisors. (See next page.)
Based on the results of the validation survey, OIG exec-
utives approved the use of the core competencies for
the 2003-2004 cycle of the Performance Management
Program, and OIG supervisors were trained on using
the competencies and performance criteria in the
Performance Management Program. In addition, a
detailed presentation to all staff about the development
of the key competencies and how they will be used was
prepared for an OIG-wide conference. We plan to inte-
grate the competencies and performance criteria into
OIG position descriptions to ensure consistency with
the validated model. 

OIG Policy Reviews Aim to Assist FDIC
Program Officials
One of the purposes that the Congress had in establish-
ing Offices of Inspector General was for these inde-
pendent units to recommend policies for activities
designed to (1) promote economy, efficiency, and effec-
tiveness and (2) prevent and detect fraud, waste, and
abuse in government programs and operations. One of
the ways that the FDIC OIG carries out this mandate is
through its reviews of proposed FDIC policies and pro-
cedures. By reviewing policies while they are still in a
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Scholarship for Service Student
Joins the OIG

Daniel Craven joined the OIG
as a Scholarship for Service
student. Mr. Craven is studying
at the Naval Post Graduate
School in Monterey, California.
He has assisted the Office of
Audits in the justification, con-
figuration, and implementation
of its new Computer Lab.



draft format, the OIG can raise significant policy issues
and make suggestions for improving the policies before
the policies are put into effect. Additionally, in many
cases, proposed policies have been initiated or revised
in response to recommendations that have been made
in OIG audit and evaluation reports. With our analyses
and comments on draft policies and the OIG’s policy-
related recommendations, we can assist FDIC program
officials in correcting or avoiding problems and defi-
ciencies in the administration of FDIC programs and
operations. 

During this period, the OIG reviewed 51 policies that
were proposed by FDIC operating divisions and offices.
We provided the Corporation with 11 policy issues and
suggestions aimed at strengthening and increasing the
effectiveness of the policies. Seven of the 11 policy sug-

gestions were resolved in subsequent or final drafts of
the policies. The other four policy suggestions relate to
pending policies. The suggestions related to such
diverse corporate areas as physical security, human
resources, the receivership management program, and
many aspects of information technology security. We
also provided extensive advisory comments and edito-
rial suggestions to help clarify the policies, which were
also generally included. During the reporting period
we focused on developing a more useful format for
reporting the policy suggestions to the Corporation and
worked to create a means on our internal OIG Web site
to make these analyses available to all OIG staff. The
revised format separates significant policy issues and
suggestions from other, more editorial suggestions
designed to improve clarity. 
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OIG Key Competencies

Six competencies were developed that we believe all OIG staff need to contribute successfully to the OIG
mission and goals. These competencies form the basis for performance expectations of every OIG employee,
including executives. 

Achieves Results. Assumes responsibility and accountability for achieving results in support of the FDIC
and OIG missions and goals.

Communicates Effectively. Effectively communicates orally and in writing to promote mutual understand-
ing, effective decision-making, and information gathering.

Demonstrates Teamwork. Builds and maintains inclusive, responsive, and constructive working relation-
ships based on mutual respect and a shared commitment to the OIG’s mission, values, and goals.

Exhibits Technical Competence. Demonstrates the technical knowledge, skills, and abilities necessary to
effectively carry out the duties and responsibilities of his or her position.

Demonstrates Responsibility and Self-development. Takes personal initiative to improve individual and
organizational performance and promote the OIG’s values and goals, while exhibiting high standards of
professional and ethical behavior and integrity.

Leads Effectively (supervisors only). Creates and maintains a high-performance climate where all employ-
ees are challenged and encouraged to achieve excellence.

Each of these competencies has been further defined with subsidiary criteria describing the types of per-
formance behaviors included under the competency. We believe full integration of these core competencies
into the OIG’s human capital system will help foster a greater results-oriented, high-performance culture
and enhance accomplishment of OIG strategic goals and objectives.
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Revised Quality Standards for Federal Offices of
Inspector General

The Assistant Inspector General for Quality Assurance and Oversight
served as Chairman of the President’s Council on Integrity and Efficiency
committee to update the Quality Standards for Federal Offices of Inspector
General. These standards, which have not been updated since 1986, were
updated during the 25th anniversary year of the enactment of the
Inspector General Act of 1978, as amended. Building on and incorporating
the Inspector General Act and other related laws and standards, these
updated quality standards for federal IGs encompass the broad range of
OIG activities and functions and address: ethics, independence, and confi-
dentiality; professional standards for audits, inspections, evaluations, and
investigations; internal control standards and activities; internal and exter-
nal quality assurance programs, including peer reviews; strategic and
annual planning and coordination; communicating results of OIG activi-
ties; managing human capital; reviewing legislation and regulations; and

receiving and reviewing allegations. Of
particular note, these standards incorpo-
rate recent revisions of the Government
Auditing Standards (issued by the
Comptroller General of the United States)
with which Inspectors General are man-
dated to comply under the Inspector
General Act. The recent revisions made
significant improvements to the independ-
ence standard applicable to audit work. 

Consistent with these quality standards, the
OIG plans to develop a quality assurance
framework that will provide a comprehen-
sive documentation of the mechanisms the
FDIC OIG has in place to ensure that OIG
work meets the highest level of quality and
provides the highest value to the FDIC and
the Congress. 



OIG Internal Activities
✰ Issued the OIG’s FY 2003 Performance Report.

✰ Issued the OIG’s Strategic Plan (2004-2008) and FY 
2004 Performance Plan, which reflects an updated 
strategic framework with improved linkages to the 
FDIC Strategic Plan, the OIG Human Capital 
Strategic Plan, the OIG Office of Audits’ Assignment
Plan, and the OIG-identified management and 
performance challenges facing the FDIC.

✰ Completed the fifth external customer survey 
regarding satisfaction with OIG products, 
processes, and services.

✰ The Assistant Inspector General for Quality 
Assurance and Oversight served as Chairman of 
the President’s Council on Integrity and Efficiency 
(PCIE) committee to update the Quality Standards 
for Federal Offices of Inspector General. 

✰ Initiated a peer review of the Department of 
Commerce’s OIG. 

✰ Provided presentations on the PCIE and the 
Executive Council on Integrity and Efficiency peer 
review process to Inspector General Auditor 
Training Institute participants attending training 
courses on the new U.S. General Accounting 
Office’s Government Auditing Standards.

✰ Continued participation in inter-agency 
Government Performance and Results Act (Results 
Act) interest groups sponsored by the President’s 
Council on Integrity and Efficiency, the National 
Academy of Public Administration, and the U.S. 
Office of Personnel Management to share ideas and
best practices on Results Act implementation.

✰ Hosted an interagency symposium on the Federal 
Information Security Management Act of 2002 
(FISMA). Representatives of 44 federal agencies 
attended the symposium to share information, 
ideas, and best practices related to implementing 
FISMA. 

✰ Participated at the Institute of Internal Auditors’ 
international conference and Association of 
Government Accountants’ Professional 
Development Conference.

✰ Attended the Institute of Internal Auditors’ 
Financial Services Conference to share information
and insights into the most critical issues facing 
financial services professionals. 

✰ Attended the Federal Audit Executive Council 
conference which provides an opportunity for 
heads of audit organizations across government to 
discuss issues of mutual interest, strategies, and 
best practices. 

✰ Presented the Federal Inspector General Peer 
Review Process to the Maryland Association of 
Certified Public Accountants’ Annual Government 
and Not-for-Profit Conference. 

✰ Hosted visitors from Thailand’s Office of the 
Auditor General, Poland’s Ministry of Finance, and 
the Assistant to the President of the Dominican 
Republic. The Inspector General briefed them on 
the Corporation’s mission; the role of the federal 
Inspector General community in ensuring 
economy, efficiency, effectiveness and integrity in 
government programs and operations; and the 
FDIC OIG in particular. 

✰ An OIG Special Agent received a special award for 
exemplary work in investigation and prosecution 
related to the failed Hartford-Carlisle Savings Bank, 
a case involving the largest dollar loss as a result of a
bank failure/fraud in the history of the state of Iowa.

✰ Launched a Web site focusing on Information 
Security within the OIG which is designed to    
provide information security-related contacts, issues,
documentation, tips, and links for all OIG staff.

✰ Two interns worked in the Office of Management 
and Congressional Relations and the immediate 
OIG. A Scholarship for Service Student was also 
brought in to work in the Office of Audits’ 
Information Assurance Group.

✰ Issued informational brochures on the OIG and 
Office of Investigations to inform others of our 
mission and work.

✰ Established Office of Audits’ (OA) Computer Lab to 
facilitate OA’s security reviews and enhance data 
analysis capabilities.
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Coordination with and Assistance to
FDIC Management
✰ Coordinated the preparation and revision of 

management control plans and risk assessments 
for the OIG’s accountability units under the 
Corporation’s Internal Control and Risk 
Management Program.

✰ Provided OIG Weekly Highlights Report to the 
Chairman summarizing significant OIG activities.

✰ Participated in FDIC’s Information Technology 
Security Meeting. The purpose of the meeting was 
to determine the best way for the Corporation to 
continue to oversee and monitor the FDIC’s 
Information Technology (IT) Security Plan. The 
meeting provided a beneficial forum to discuss IT 
security matters and the need for continued FDIC 
senior management attention.

✰ Participated and made presentations at the 
FDIC/Department of Justice Bank Fraud 
Conference.

✰ Provided substantive suggestions on FDIC draft 
policies related to IT security, physical security, 
human resources, and the receivership 
management program.

✰ Participated in the Division of Resolutions and 
Receiverships’ fraud conference.

✰ Gave presentations at DSC’s Commissioned 
Examiner Seminars to foster a better 
understanding of OIG work.

✰ Continued focused outreach efforts to meet 
periodically with and update senior corporate 
management on OIG audits, evaluations, and 
investigations.

✰ Participated in an advisory capacity on the 
Information Technology Subcommittee of the Audit
Committee.

✰ Participated on a corporate team developing a 
presentation for the FDIC’s October 2003 
Symposium on “Why Banks Fail.”
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Inspector General Gianni meets frequently with foreign delegations interested in the IG concept. The IG is pictured here with visitors from
Thailand’s Office of Auditor General (left) and Poland’s Ministry of Finance (right).
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Inspector General
Gaston L. Gianni, Jr.

Deputy Inspector General
Patricia M. Black

Office of Audits 

Assistant Inspector General
Russell Rau

Office of Investigations

Assistant Inspector General
Samuel M. Holland

Office of Management
and Congressional Relations

Assistant Inspector General
Rex Simmons

Office of Quality 
Assurance and Oversight

Assistant Inspector General
Robert L. McGregor

Counsel to the
Inspector General

Fred W. Gibson

Organization Chart

Inspector General Gaston L. Gianni, Jr. 202-416-2026
Deputy Inspector General Patricia M. Black 202-416-2474
Counsel to the Inspector General Fred W. Gibson 202-416-2917
Assistant Inspector General for Audits Russell Rau 202-416-2543
Deputy Asst. Inspector General for Audits Stephen Beard 202-416-4217
Deputy Asst. Inspector General for Audits Sharon Smith 202-416-2430

Assistant Inspector General for Investigations Samuel Holland 202-416-2912
Assistant Inspector General for
Management and Congressional Relations Rex Simmons 202-416-2483
Assistant Inspector General for 
Quality Assurance and Oversight Robert McGregor 202-416-2501
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Table 1: Significant OIG Achievements
(April 2003 – September  2003)

Audit and Evaluation Reports Issued 20
Questioned Costs and Funds Put to Better Use $1.3 million
Investigations Opened 25
Investigations Closed 17
OIG Subpoenas Issued 9
Convictions 8
Fines, Restitution, and Monetary Recoveries $68.1 million
Hotline Allegations Referred 14
Proposed Regulations and Legislation Reviewed 2
Proposed FDIC Policies Reviewed 51
Responses to Requests and Appeals under the 
Freedom of Information and/or Privacy Acts 5

Table 2: Nonmonetary Recommendations

April 2001 – September 2001 34
October 2001 – March 2002 68
April 2002 – September 2002 73
October 2002 – March 2003 90
April 2003 – September 2003 103
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OIG Counsel Activities
(April 2003 – September 2003)

The Mission of the Office of Counsel
The Office of Counsel provides independent legal advice and assistance to the Inspector General and
the staff of the OIG. The Office litigates personnel and other cases; provides advice and counsel on
matters arising during the course of audits, investigations, and evaluations, including reviewing
reports for legal sufficiency; manages the OIG’s Ethics process; reviews, analyzes, and comments on
proposed or existing regulations or legislation, including banking legislation and implementing reg-
ulations; communicates and negotiates with other entities on behalf of the OIG; responds to
Freedom of Information Act and Privacy Act requests and appeals; prepares and enforces subpoenas
for issuance by the Inspector General; and coordinates with the Legal Division, the Department of
Justice, and other agency and governmental authorities. Examples include:

Litigation The Office of Counsel is currently involved in 24 litigation matters 
that are awaiting further action by the parties or rulings by the court 
or other adjudicatory bodies.

Advice and Counseling Counsel’s Office provided advice and counseling, including written 
opinions, on issues including closed bank matters and bank 
supervision; OIG appropriations; the scope of OIG’s statutory 
authorities; review of the USA PATRIOT Act and the E-Government 
Act; investigative matters; contract interpretations; and various ethics 
related matters. In addition, Counsel’s Office provided comments 
relative to the legal accuracy and sufficiency of 8 audit and evaluation
reports.

Legislation/Regulation During this reporting period, Counsel’s Office reviewed one proposed
Review piece of legislation. We also reviewed and commented upon one 

proposed formal FDIC regulation, reviewed 14 FDIC policies, and 
provided comments on 6 of those.

Subpoenas Counsel’s Office prepared 9 subpoenas for issuance by the Inspector 
General during this reporting period.

Freedom of Information Counsel’s Office responded to 5 requests under the Freedom of 
Act/Privacy Act Information Act.
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VISION
The agency and Congress see us as a valuable part of the Corporation,

and we are viewed as one of the best OIGs in government.

MISSION
The Office of Inspector General promotes the economy, efficiency, and effectiveness of FDIC programs and
operations, and protects against fraud, waste, and abuse, to assist and augment the FDIC’s contribution to

stability and public confidence in the nation’s financial system.

STRATEGIC GOALS

STRATEGIC OBJECTIVES

CORE VALUES
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FDIC Office of Inspector General Strategic Plan Framework

 Value and Impact

OIG products will add
value by achieving

significant impact relat-
ed to addressing issues

of importance to the
Chairman, the Congress,

and the public

Communication
and Outreach

Communications
between the OIG and the
Chairman, the Congress,

employees, and other
stakeholders will be

effective

Human Capital

The OIG will align its
human resources to

support the OIG mission

Productivity

The OIG will effectively
manage its resources

OIG will contribute to
ensuring the:

•Protection of insured
depositors

•Safety and soundness 
of FDIC-supervised 
institutions

•Protection of consumer
rights

•Achievement of 
recovery to creditors of
receiverships

•Effective management 
of agency resources

OIG will foster
effective:

•Agency relations and 
communications

•Congressional relations
and communications

•OIG employee relations
and communications

•Relations and 
communications with 
other OIG stakeholders

OIG will
enhance:              

•Workforce analysis and
planning

•Competency 
investments 

•Leadership 
development

•The development of a 
results-oriented high- 
performance culture

OIG will
ensure:

•OIG processes are 
efficient

•OIG products meet 
quality standards

Communication Objectivity Responsibility           Excellence



Inspector General Foreword 
It is helpful to provide a bit of perspective on the events impacting the results we report in our Annual
Performance Reports.  The past fiscal year in the OIG was one of significant organizational change as we complet-
ed our downsizing efforts and became a much more stable organization.  

As our work force evened off at an authorized staffing of 168,  we were able to focus intently on our goals and
objectives, and to take steps to ensure that, going forward, all remaining and future OIG staff would fully under-
stand our mission, vision, values, and strategic goals and objectives.  We needed to be on the same page if we were
to effectively carry out our mission and become a results-oriented, high-performance organization that could meet
any upcoming challenges.

We worked toward achieving our 34 performance goals and measured our progress at regular intervals.  We lis-
tened and reacted to feedback from our customers—the Corporation in particular, by way of our fifth external client
survey to gauge satisfaction with OIG products, processes, and services.  We focused efforts on increasing the
value and impact of our work and enhancing communication with corporate officials and other stakeholders.
Mindful that human capital is our greatest asset, we developed a Human Capital Strategic Plan and implemented
key initiatives that are at the heart of that plan.  Two in particular, our Business Knowledge Inventory System and
Key Competencies Project, are currently guiding our performance management and training and development
activities.

I am very pleased that we are reaping the benefits of our focused efforts to address our performance goals this
year.  We made very good progress—meeting or substantially meeting 79 percent of our goals in four strategic
areas:  Value and Impact, Communications and Outreach, Human Resources, and Productivity.

While we are proud of these accomplishments, we are not yet fully satisfied.  We are continuing efforts to become
a better organization and improve performance.  As evidenced by our inclusion of this performance report as a
separate but integral part of our widely distributed semiannual report to the Congress, we underscore the impor-
tance of transparency and accountability for our efforts as public servants.

As we commemorate the 25th anniversary of passage of the Inspector General Act of 1978, we recommit to our
mission of assisting and augmenting the FDIC’s contribution to stability and public confidence in the nation’s
financial system. We continue to establish challenging goals for the future and will work tirelessly to achieve the
best possible results. 

Background
Nature and Purpose of the OIG Annual Performance Report
The Office of Inspector General develops its own independent strategic plan and annual performance plan.  These
plans are designed to establish goals to measure performance consistent with the principles of the Government
Performance and Results Act (GPRA or Results Act).  This report presents our performance against our FY 2003
Performance Plan (October 1, 2002 – September 30, 2003) focusing on the most meaningful annual measures relat-
ed to achieving our strategic goals and objectives.
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Relationship to the FDIC’s Annual Report
To help streamline its reporting process, the FDIC redesigned its Annual Report for 2002 by combining its GPRA
Program Performance Report, Chief Financial Officers Act Report, and traditional Annual Report.  The Performance
Results section of the combined report presents and summarizes the Corporation’s performance against its annual
performance goals.  The Corporation’s annual performance goals address its mission to “Contribute to the stability
and public confidence in the nation’s financial system” under four strategic goals: (1) Insured depositors are pro-
tected from loss without recourse to taxpayer funding; (2) FDIC-supervised institutions are safe and sound; (3)
Consumers’ rights are protected and FDIC-supervised institutions invest in their communities; and (4) Recovery to
creditors of receiverships is achieved.  We believe that accomplishing the OIG’s strategic and annual goals and
objectives contributes to the Corporation’s achievement of its mission and goals and objectives.

The requirement for an annual performance report under the Results Act applies to the agency as a whole rather
than to the OIG as a separate component.  However, because of the unique mission and independent nature of
Inspectors General under the Inspector General Act, we have prepared separate strategic and annual plans and
reports, rather than integrating OIG goals and results into the Corporation’s plans and reports.

Relationship to the OIG Semiannual Report to the Congress
Annual performance reports of OIGs prepared under the Results Act differ from semiannual reports of OIGs pre-
pared under the Inspector General Act.  The two reports differ with respect to the time periods covered (12 months
vs. 6 months) and the specific reporting requirements.  However, because both types of reports present OIG
accomplishments to the Congress, the annual performance report is included as a separate but integral component
of the semiannual report that coincides with the end of our fiscal year.  Beginning with FY 2003, our annual per-
formance report will be included with our semiannual report to the Congress covering the period ending
September 30.

Statistical Summary of Performance Against Annual Goals
The following table summarizes our collective performance against the annual performance goals for fiscal year
2003. The table reflects whether the goals were Met, Substantially Met,1 or Not Met.

Strategic Goal Areas Met Substantially Not Met Total
Met

OIG Products Add Value and Achieve Significant Impact 7 4 11
Communication Between the OIG and Stakeholders 5 1 6
Is Effective
Align Human Resources to Support the OIG Mission 1 3 1 5
OIG Resources Are Managed Effectively 11 1 12
Total 24 3 7 34
Percentage 70% 9% 21% 100%

Annual Goal Accomplishment2

(Number of Goals)

1A quantitative goal was considered substantially met if actual performance came within 10 percent of the target level of performance.
2A detailed listing showing goal accomplishment for each FY 2003 performance goal is provided beginning on page 79. If the FY 2003 goal had a “like” or     
similar goal in 2002, the detailed listing also shows goal accomplishments for 2002.
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The previous table indicates that we met or substantially met 27 of our 34 goals (79 percent) for 2003. Performance
cannot be evaluated based solely on a statistical summary of measures – given that all measures are not equal in
weight and the quality of the measures is still evolving. 

For the previous reporting period of 2002 (a 9-month period from January to September to facilitate transitioning
from a calendar year to a fiscal year performance reporting cycle), we had an 88 percent level of achievement of
goals met or substantially met (see table on page 83). However, our performance statistics for FY 2003 are not
directly comparable to the previous year’s performance results because this year’s goals differ somewhat from last
year’s goals. We updated our Strategic Plan Framework, and some annual goals have been added, combined, or
dropped. Most notably, we added a strategic goal related to human capital and five human capital-related annual
goals.

A summary discussion of our performance and areas needing improvement is presented in the Performance
Overview section.

OIG Resources
The table below summarizes FY 2003 OIG funds and staff resources available and used to accomplish the OIG’s
strategic and annual goals.

OIG Office Budget for  Outlays Authorized Staffing at
FY 2003 Through Staffing 9/30/03

9/30/03 (Note 2)
Office of Audits $18,812,695 $13,104,640 95 83
Office of Investigations $ 6,556,478 $6,756,668 39 39
Other (Note 1) $ 6,018,827 $5,706,756 34 31
Total $31,388,000 $25,568,064 168 153

Note 1 – Includes OIG office-wide planning, budgeting, accounting, legal support, personnel services, IT support, policy analysis, congressional relations, and
independent quality assurance.
Note 2 – In addition, contractor support equivalent to 16 staff positions is expected to be used during FY 2003.

Performance Overview
As indicated in the statistical summary of performance section, overall we met or substantially met 27 of our 34
performance goals (79 percent) for FY 2003. Presented below is a brief overview of our performance for each of
the four strategic goal areas. A more detailed discussion of individual goal accomplishment is presented in the
next section.

Strategic Goal 1: OIG Products Add Value and Achieve Significant Impact
We met 7 of our 11 goals under Strategic Goal 1. Performance substantially exceeded the target for two goals. We
issued 47 audit and evaluation reports, which was significantly above the target of 34 reports. Also, our Office of
Investigations achieved a 14 to 1 financial benefits return ($93.8 million) on operating costs ($6.8 million); this sig-
nificantly exceeded the 3 to 1 target ratio. 
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We achieved mixed results on three goals related to improving client satisfaction with our core mission areas of
audits, evaluations, and investigations. Based on the results of our 2003 client survey, senior executive satisfaction
ratings increased by 13 percent over the 2002 ratings for our audit function, decreased by 4 percent for our investi-
gation function, and decreased by 28 percent for our evaluation function. We are developing action plans to address
specific issues and concerns as well as other opportunities for improvement identified in the client survey report. 

Strategic Goal 2: Communication Between the OIG and Stakeholders Is Effective
We met 5 of our 6 performance goals under Strategic Goal 2. Of particular note, FDIC senior executive satisfaction
ratings for OIG communication efforts increased by 38 percent over the previous year, well exceeding our goal for
a 10-percent increase. We attribute this rise to our increased efforts to communicate and meet regularly with FDIC
divisions and offices to discuss our ongoing work. We have also continued our strong cooperative relationships
with other stakeholders, including the Congress, the General Accounting Office, and other federal regulators,
through meetings and participation in joint projects and other activities. However, we did not fully complete our
goal to conduct an employee survey of our own employees. We have targeted the completion of this goal as a prior-
ity in FY 2004. 

Strategic Goal 3: OIG Will Its Align Its Human Resources to Support the OIG Mission 
We met or substantially met 4 of our 5 human capital goals under Strategic Goal 3. During this fiscal year, we
developed the OIG Business Knowledge Inventory System (BKIS), which will enable us to create a valuable data-
base of business knowledge and skills of OIG employees and to determine where knowledge gaps may exist. We
also completed an initiative to identify and validate core competencies for each OIG position and integrate them
into the Performance Management Program. This initiative is a key effort under the OIG’s Human Capital Strategic
Plan and is another step in the OIG’s quest to be a high-performance, results-oriented organization.  

Strategic Goal 4: OIG Will Effectively Manage Its Resources
We met 11 of 12 goals under Strategic Goal 4. Performance substantially exceeded the target for two goals. We
exceeded our goal to achieve 100 actions from investigative cases in FY 2003 by 60 percent. In addition, we
reduced the average time to issue our audit and evaluation reports from 273 days for 2002 reports to 223 days for
FY 2003 reports.  
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Performance by Strategic Goal Area
Strategic Goal 1: OIG Products Add Value and Achieve Significant Impact
Overall, we met 7 of our 11 annual performance goals (APG) under Strategic Goal 1. These 11 goals are further
discussed below.

APG 1.0.1 – Complete assignments and issue reports with useful information or recommendations in 15 of the 22
OIG-identified corporate risk areas

As shown in the following graph, we met this goal. During the fiscal year, we issued 47 audit and evaluation
reports that covered 15 of the 22 OIG-identified risk areas.

We did not conduct work in the following areas: (1) coordination of financial services regulation at State, nation-
al, and international level, (2) receivership termination process, (3) receivership legal support, (4) enterprise
architecture management, (5) facilities management, (6) human capital, and (7) performance management.

We issued audit and evaluation reports covering the following 15 risk areas:

• Insurance, Supervision, and Consumer Affairs 
- Insurance Risk Management and Dissemination of Industry Data
- Institution Risk Management
- Supervisory Action and Enforcement
- Protection and Promotion of Consumer Interests
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• Resolutions, Receiverships, and Legal Services 
- Least-Cost Resolution
- Deposit Insurance Determinations
- Receivership Operations

• Information Assurance 
- Information Security
- Information Technology Management and Organization
- Information Technology Planning and Investment Control
- System and Data Integrity

• Resource Management 
- Procurement Functions
- Contractors
- Financial Accountability
- Physical Security

APG 1.0.2 – 80 percent of the total number of audit and evaluation projects targeted for completion in FY 2003
will be completed and result in reports issued containing useful information and recommendations

As shown in the following graph, we met this goal. During the fiscal year, 47 audit and evaluation reports con-
taining useful information and recommendations were issued. This represents 112 percent of the 42 assign-
ments planned for completion during the year. This percentage is significantly above the target of 80 percent.
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APG 1.0.3 – The ratio of financial benefits to total audit and evaluation operating costs will increase over the 
ratio in the Transition Year 2002 base period

We met this goal. During the fiscal year, audit and evaluation financial benefits were $2,552,572 and operating 
costs were $13,104,640 for a financial benefit-to-cost ratio of 0.195 to 1, or a return of 19.5 cents on the dollar. 
This ratio represents an increase over the transition year 2002 base period ratio of 0.189 to 1, or a return of 
18.9 cents on the dollar. (The transition period ratio was based on financial benefits of $2,289,863 and 
operating costs of $12,115,963 during the base period’s 9 months from January 1 through September 30, 2002.)

It should be noted that this measure does not consider the numerous benefits resulting from audits and 
evaluations when a dollar amount is not reasonably estimable or the deterrent effect of our work results in 
avoiding fraud, waste, abuse, and mismanagement.

(Note: For purposes of calculating this goal, audit and evaluation operating costs do not include OIG          
“overhead” costs incurred outside the Office of Audits.) 

APG 1.0.4 – 80 percent of recommendations will be dispositioned within 12 months of report issuance

As shown in the following graph, we did not meet this goal. The total number of recommendations included in
audit and evaluation reports issued from April 1, 2002 to September 30, 2002 was 81. (We did not track 
disposition of recommendations prior to April 1.) As of September 30, 2003, 47 of these recommendations, or 
58 percent, were dispositioned within 12 months of report issuance. This is below the target percentage of 
80 percent. The disposition percentage was below the target percentage because of the following factors: (1) 
the offices and divisions revised their corrective action closure (CAC) dates; (2) CAC dates were scheduled 
over 12 months after issuance, and (3) the OIG did not receive CAC support documentation from divisions and
offices as requested for tabulation. 
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APG 1.0.5 – Achieve a level of FDIC senior executive client satisfaction with the audit function 10 percent 
above the level achieved in the general client survey for 2001 (survey report issued in 2002) up to a sustaining 
level of 80 percent of the maximum score

As shown in the graph below, we met this goal. The 2003 senior executive client satisfaction rating for the 
audit function was 2.65, which represents a 14.2 percent increase from the 2001 baseline rating of 2.32. This 
exceeded our target for a 10-percent increase.

APG 1.0.6 – Achieve a level of FDIC senior executive client satisfaction with the evaluation function 10 percent 
above the level achieved in the general client survey for 2001 (survey report issued in 2002) up to a sustaining 
level of 80 percent of the maximum score

As shown in the graph below, we did not meet this goal. The 2003 senior executive client satisfaction rating for
the evaluation function was 2.72, which represents a 28 percent decrease from the 2001 baseline rating of 3.78.
One possible reason for the decline, as suggested in the client survey report, was the integration of the 
evaluation function into the Office of Audits in 2001. As a result, senior level executives in the Corporation may
have perceived a blurring of the lines between the audit and evaluation functions. This perception is supported
by the survey results, which saw the evaluation ratings aligning more closely with the audit ratings. 

Not Met
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APG 1.0.7 – 80 percent of closed cases will result in either reports to management, criminal convictions, civil 
actions, administrative actions, or a combination of these elements

As shown in the following graph, we did not meet this goal. During FY 2003, 30 of 43 closed investigative 
cases, or 70 percent, resulted in either reports to management, criminal convictions, civil actions, 
administrative actions, or a combination of these elements. This percentage is below the target level of 
80 percent because of the closure of a number of cases that did not warrant reports to management. 
Beginning in the first 6 months of the fiscal year, following the restructuring of our investigative field 
organization and the hiring of a new Special Agent in Charge (SAC) for the Western Region, the SACs 
conducted case reviews that resulted in the internal closure of some cases based on resource considerations 
and the unlikelihood of successful prosecution. In addition, following prosecutive declinations, some aging 
asset and restitution cases were closed that did not warrant reports to management. These closures adversely 
impacted our ability to meet the goal target.
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APG 1.0.8 – 70 percent of cases accepted for prosecution will result in convictions, pleas, and/or settlements

As shown in the following graph, we met this goal. During the year, 13 of 17 cases (76 percent) that had been 
accepted for prosecution and closed in FY 2003 resulted in convictions, pleas, and/or settlements. 

APG 1.0.9 – Attain a minimum ratio of 3 to 1 of financial benefits to investigative cost dollars

We met this goal. During FY 2003, the amount of investigative financial benefits was $93,819,093 and  
investigative operating costs were $6,756,668 for a benefit-to-cost ratio of 14 to 1 (or a return of $14 for each 
dollar spent). This is significantly above the target ratio of 3 to 1. (Note: For this purpose, investigative 
operating costs do not include OIG “overhead” costs incurred outside the Office of Investigations.)
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APG 1.0.10 – Achieve a level of FDIC senior executive client satisfaction with the investigation function 
10 percent above the level achieved in the general client survey for 2001 (survey report issued in 2002) up to a 
sustaining level of 80 percent of the maximum score

As shown in the graph below, we did not meet this goal. The 2003 senior executive client satisfaction rating for
the investigation function was 2.98, which represents a 3.9 percent decrease from the 2001 baseline rating of 
3.10. Despite the decrease, it should be noted that the investigation function received the highest overall rating 
of our three core business functions for 2003.

APG 1.0.11 – Provide useful information and analysis on corporate risks, planning, performance, policies, and 
directives within timeframes that are responsive to corporate needs

We met this goal. Numerous OIG activities during FY 2003 in support of this goal include the following:

• Reviewed and commented on 86 proposed FDIC policies and provided substantive policy suggestions on 
such matters as security policies and procedures for FDIC contractors and subcontractors, access control, 
reporting computer security incidents, and the FDIC’s software configuration management policy;

• Participated in the Corporation’s Risk Management Examination Process Redesign III initiative; 

• In the spirit of the Reports Consolidation Act of 2000, identified and provided to the Chief Financial Officer 
a risk-based assessment of the most significant management and performance challenges facing the 
Corporation;

• Provided to the Chief Operating Officer comments on the Corporation’s draft Emergency Response Plan;

• Participated in an advisory capacity on the Information Technology Subcommittee of the Audit 
Committee;

• Participated on a corporate team developing a presentation for the FDIC’s October 2003 symposium on 
“Why Banks Fail”; 
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• Adapted and presented training modules identifying “Red Flags of Fraud” to various FDIC audiences; 

• Worked with the Division of Resolutions and Receiverships to identify potential problems that can arise at 
bank closings with regard to preservation of evidence, in particular computer evidence; 

• Provided advisory comments to management on the FDIC’s 2003 Annual Performance Plan and 2002 
Annual Report; 

• Provided the Corporation with an updated risk analysis document on the Quality of Bank Financial 
Reporting and Auditing and Corporate Governance;

• Completed an annual review of the Corporation’s Internal Control and Risk Management Program and 
issued a “comfort letter” to the Chairman; and 

• Coordinated with the Legal Division on several parallel proceedings and on discovery and related matters 
on numerous law suits.

Strategic Goal 2: Communication Between the OIG and Stakeholders Is Effective 
Overall, we met 5 of our 6 performance goals under our communications strategic goal. These six goals are further
discussed below.

APG 2.1.1 – Promote effective corporate communications and relations by sponsoring or actively participating in 
various activities including quarterly meetings, conferences, seminars, task forces, and training

We met this goal. Numerous OIG activities during FY 2003 in support of this goal include the following:

• Established and filled a Communications Manager position; 

• Co-sponsored a symposium on emerging issues for the financial regulatory agencies; 

• Hosted an interagency symposium on the Federal Information Security Management Act for attendees from 
44 federal agencies;

• Served as an advisor to the Risk Management Examination Process Redesign II Team for streamlining the 
examination process that won the 2002 Chairman’s Excellence Award for Group or Team Contributions;

• Participated in internal corporate conferences and forums, including the FDIC Advisory Board Meeting, the 
FDIC Senior Management Leadership Conference, and the FDIC/DOJ Bank Fraud Conference;

• Participated in quarterly meetings with Division of Supervision and Consumer Protection (DSC) Field Office 
Supervisors and division heads to discuss current and planned work and efforts toward resolving open 

issues;

• Gave presentations at DSC Commissioned Examiner Seminars to foster a better understanding of OIG work;
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• Attended the Office of Thrift Supervision’s Interagency IT Security Conference for Dallas Region financial 
institutions; 

• Made a presentation at an Institute of Internal Auditors’ event entitled “The Mission of the Inspector 
General Community: Past, Present and Future;” 

• Issued quarterly reports to DSC, the Division of Resolutions and Receiverships (DRR), Legal Division, and 
the Chairman’s Office on activity and results of our investigations involving closed banks, open banks, and 
asset and debt cases;

• Worked with DSC, DRR, and the Legal Division in developing training programs and modules to help 
identify “Red Flags of Fraud” and similarities found in fraud-related failures; 

• Worked with DRR to develop procedures to help preserve potential computer-related and other evidence at 
bank closings; 

• Met with DSC and DRR management teams in three different field offices, as part of an overall investigative 
strategy to meet with all the new field managers put in place since FDIC restructured its field operations; 

• Provided OIG Weekly Highlights Reports to the Chairman; 

• Spoke at a national conference for the banking industry; 

• Met with Office of Legislative Affairs representatives periodically to ensure effective corporate 
communications and relations; 

• Joined the Corporate Human Resources Information System steering committee; 

• Provided feedback on a Division of Administration plan for added on-line training; 

• Attended the biweekly staff meetings of the Associate Director for the Corporation’s Human Resource 
Branch; and 

• Participated in the FDIC’s Time and Attendance Cost Benefit Analysis Working Group.
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APG 2.1.2 – Achieve a level of FDIC senior executive client satisfaction with OIG communications efforts 10 
percent above the level achieved in the general client survey for 2001 (survey report issued in 2002) up to a 
sustaining level of 80 percent of the maximum score

As shown in the graph below, we met this goal. The 2003 senior executive client satisfaction rating for OIG 
communications was 3.02, which represents a 37.9 percent increase from the 2001 baseline rating of 2.19.  

APG 2.2.1 – Congressional committees and staff will benefit from information and mutual communication 
regarding OIG work and emerging issues via personal briefings and discussions, periodic update documents, 
and reports

We met this goal. OIG activities during FY 2003 in support of this goal include the following:

• Published the October 2002 and April 2003 OIG Semiannual Reports to the Congress; 

• The Inspector General met with congressional staff and kept them informed of OIG work and FDIC issues 
through personal briefings, individual reports, or summaries of activities; 

• Completed and timely reported on material loss reviews of the failures of (1) Connecticut Bank of 
Commerce, Stamford, Connecticut and (2) Southern Pacific Bank of Torrance, California;

• Responded to a U.S. Senator’s inquiry related to the Division of Information Resources Management’s     
out-sourcing of some of its mainframe production control and computer operations (Data Center) 
positions; 

• Provided information to the House Committee on Financial Services regarding possible legislative 
remedies needed to address the problem of misrepresentation of FDIC affiliation; 

• Provided congressional briefings to the Senate Banking and House Financial Services Committee staff; 
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• Provided legislative proposals to House Financial Services Committee staff that were incorporated into 
proposed legislation; 

• Sent audit and evaluation reports to key congressional staff to provide information and promote 
communication; and 

• Attended key congressional hearings to foster effective relationships and stay abreast of emerging issues.

APG 2.3.1 – An OIG Employee Advisory Group will meet regularly to serve as facilitator of communications 
among OIG staff and as a channel to advise OIG management regarding employee relations

We met this goal. The OIG Employee Advisory Group met with the Inspector General in December 2002 and 
September 2003 to address various office issues raised by employees. The issues discussed included the buyout
program, staffing, reorganization, telework, travel, leave, and other matters affecting the operations of the OIG.

APG 2.3.2 – Conduct an employee survey to establish a baseline for employee satisfaction and to develop 
strategies to address survey results

We did not meet this goal. We used a competitive process to select an independent consultant to both conduct 
our external client survey and provide assistance in conducting our OIG employee survey. Due to competing 
year-end priorities and in view of the limited time available after completion of the client survey, we were 
unable to conduct the employee survey during this fiscal year. We have targeted the completion of the 
employee survey as a priority for FY 2004. 

APG 2.4.1 – Promote effective communications and relations with other OIG stakeholders to include 
participating in PCIE activities and meeting quarterly with other federal regulators and representatives of the 
U.S. General Accounting Office

We met this goal. As the Vice Chair of the President’s Council on Integrity and Efficiency (PCIE), the Inspector 
General chaired monthly PCIE meetings and welcomed guest speakers from OMB, GAO, the Administration, 
and other OIGs to discuss issues related to the IG community. The Inspector General maintained active 
involvement in the development of a legislative package for possible consideration by the 108th Congress and 
spearheaded an effort to identify ways to commemorate the 25th anniversary of the IG Act. He also continued a
variety of initiatives including (1) preparing the PCIE and ECIE annual progress report to the President, (2) 
assisting with the annual PCIE/ECIE conference and awards program, and (3) representing the PCIE as a 
speaker or presenter in various conferences, meetings, and foreign visitor programs, including government 
officials from the Dominican Republic, Thailand, and Poland.

Other OIG activities during FY 2003 in support of this goal include the following:

• The Assistant Inspector General for Quality Assurance and Oversight served as chairman of a committee to
update the PCIE’s Quality Standards for Federal Offices of Inspector General. 

• Met quarterly with other federal regulatory IGs to address matters of mutual concern; 

• Met with GAO representatives to discuss various projects and issues affecting the FDIC as well as the OIG;

• Participated in monthly PCIE GPRA Roundtable Meetings regarding current GPRA-related issues;
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• Participated in the FDIC 2002 Financial Statement Audit with GAO and continued a dialogue regarding the 
FDIC OIG’s future role in this review;

• Participated in the Accelerated Financial Statement Reporting Audit Working Group (included the FDIC, 
U.S. Postal Service, Environmental Protectiion Agency, and Department of Defense OIGs);

• Met with counterparts at the Treasury and Federal Reserve to coordinate current joint audit work and 
audit work to be done in the coming year;

• Continued to participate in the Federal Audit Executive Council (FAEC);

• Coordinated “best practices” for resolution and disposition policies and procedures with the OIGs at the 
Department of Education and Pension Benefit Guaranty Corporation;

• Coordinated “best practices” for communication of significant recommendations to management with the `
Treasury OIG;

• The Assistant Inspector General for Investigations (AIGI) and his deputy actively participate in PCIE 
meetings of AIGIs and in the monthly meetings of the interagency Bank Fraud Working Group; 

• Met with the Chief of the FBI’s Financial Fraud Unit; and

• Attended meetings of the Council of Counsels to the Inspectors General and Interagency Ethics Council, 
and a conference sponsored by the U.S. Office of Government Ethics.

Strategic Goal 3: OIG Will Align Its Human Resources to Support the OIG Mission
Overall, we met or substantially met 4 of our 5 human capital-related goals. These five goals are further discussed
below.

APG 3.1.1 – Prepare inventories of existing workforce knowledge and workforce knowledge needed, and 
identify gaps in knowledge needed to accomplish future work

We substantially met this goal. We prepared an inventory of existing business knowledge and skills needed by 
the OIG workforce. This inventory was created by researching other efforts in the federal government and 
through input from the entire OIG workforce. As a result, we created the OIG Business Knowledge Inventory 
System (BKIS). BKIS enables the OIG to create a valuable database of business knowledge of OIG employees 
and determine where knowledge gaps may exist. The BKIS was administered to all OIG employees during 
March 2003. In August 2003, OIG executives were briefed on the BKIS results and detailed analyses were 
provided to each executive and designated managers for their review and analysis in preparing business 
strategies for any knowledge/skill gaps. Summary results of the briefing were also provided to OIG staff. OIG 
offices are continuing to review the data, determine the workforce knowledge needed, and identify gaps in 
knowledge/skills needed to accomplish future work.
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APG 3.1.2 – Identify and link competencies needed for every OIG position and align with job descriptions and 
position selecting factors

We substantially met this goal. During this fiscal year, we completed an initiative to identify and validate core 
competencies for each OIG position and integrate them into the Performance Management Program (PMP). 
This initiative is a key effort under the OIG’s Human Capital Strategic Plan and is another step in the OIG’s 
quest to be a high-performance, results-oriented organization. Earlier in the year, the OIG entered into a    
contract with Personnel Decisions Research Institute, Inc. (PDRI) to (1) identify competencies for all OIG  
positions, (2) use the identified competencies to revise OIG performance criteria for each OIG position, and  
(3) incorporate the new competencies into OIG position descriptions. PDRI worked with the OIG’s executive 
group to develop a core competency model; refined the model in workshops that represented the OIG work
force; and surveyed all OIG employees to ascertain the job relatedness and importance of the competencies 
and associated performance criteria to their positions. Based on the results of the validation survey, OIG   
executives approved the use of the core competencies for the 2003-2004 cycle of the PMP. In September,  
OIG supervisors were trained on using the competencies and performance criteria in the PMP. The OIG     
continues its work to align the key competencies with position descriptions and position selection factors. 

APG 3.2.1 – Develop strategies for closing the identified workforce knowledge gaps, including training, 
developmental assignments, recruitment and hiring, and contracting

We did not meet this goal. As discussed in APG 3.1.1, the OIG Business Knowledge Inventory System (BKIS) 
enables the OIG to create a valuable database of business knowledge of OIG employees and determine where 
knowledge gaps may exist. In August 2003, OIG executives were briefed on the BKIS results and detailed 
analyses were provided to each executive and designated managers for their review and analysis in preparing 
business strategies to address any business knowledge and skills gaps. However, because the action plans 
identifying these strategies had not been completed by the end of the fiscal year, we did not consider this goal 
met. 

APG 3.3.1 – Identify OIG leadership competencies that are consistent with a results-oriented, 
high-performance culture that effectively manages human capital 

We met this goal. Accomplishment of this goal is incorporated in the Competency Project discussed in APG 
3.1.2. The OIG adopted “Leads Effectively” as a key competency for its supervisors. The adopted competency 
includes related performance criteria for creating and maintaining a high-performance climate where all 
employees are challenged and encouraged to achieve excellence.

APG 3.4.1 – Better align performance criteria and expectations and rewards/consequences with accomplishing 
the OIG strategic mission and goals 

We substantially met this goal. The OIG will implement the FDIC Corporate Success Awards program, which 
better aligns staff contributions to pay decisions. In June 2003, each OIG employee received an explanation of 
the award criteria and the relationship between their work contributions and corporate and OIG strategic 
goals. Additionally, the OIG has adopted a key competency model which aligns performance criteria with OIG 
strategic mission and goals. These criteria are similar to the criteria that will be used for the Corporate Success
Award decisions. Consequently, rewards and recognition for performance and contributions will be better 
aligned with accomplishing the OIG strategic mission and goals.
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Strategic Goal 4: OIG Will Effectively Manage Its Resources
Overall, we met 11 of our 12 performance goals related to this strategic goal. These 12 goals are discussed below.

APG 4.1.1 – Maintain the fiscal year 2002 baseline of average elapsed calendar days to produce final reports for 
audit and evaluation assignments

As shown in the following graph, we met this goal. During fiscal year 2003, we issued 47 audit and evaluation 
reports. The average elapsed time to issue these reports was 223 days, which is 50 days less than the baseline 
average of 273 days.

APG 4.1.2 – Reduce to less than 10 percent the number of audit and evaluation assignments ongoing over 
1 year

As shown in the following graph, we met this goal. Of 16 audit and evaluation assignments ongoing at the end 
of the fiscal year, none was over 1 year old.
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APG 4.1.3 – Reduce the ratio of Office of Audits’ operating costs to reports issued so that the average cost ratio 
is less than the 2002 baseline year’s cost ratio

As shown in the following graph, we met this goal. For fiscal year 2003, the ratio of the Office of the Audits’ 
(OA) operating costs to audit and evaluation reports issued was $278,822 per report (based on 47 reports issued
and OA operating costs during the period of $13,104,640). This compares favorably to the 2002 baseline year’s 
ratio of $310,666 per report (based on 39 reports issued and operating costs of $12,115,963). 

APG 4.1.4 – 70 percent of active cases that have been open over 1 year will be referred and accepted for 
prosecution

As shown in the following graph, we met this goal. Of 57 active cases that had been open over 1 year as of 
September 30, 2003, 40 cases or 70 percent have been referred and accepted for prosecution. 
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APG 4.1.5 – 90 percent of employee cases that have either no criminal prosecution potential or have been 
declined for prosecution will be completed in less than 6 months

As shown in the following graph, we met this goal. During the fiscal year, 7 of 7 employee cases (100 percent) 
that had either no criminal prosecution potential or had been declined for prosecution were completed in less 
than 6 months.

APG 4.1.6 – 90 percent of investigative reports will be issued within 30 days, and 100 percent of investigative 
reports will be issued within 60 working days, after completion of the case

As shown in the following graph, we met this goal. During the fiscal year, 45 Reports of Investigation were 
issued. All 45 reports, or 100 percent, were issued within 30 working days of case completion.
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APG 4.1.7 – 100 investigative actions will result from Office of Investigations cases during the year

As shown in the following graph, we met this goal. During fiscal year 2003, 160 actions resulted from 
investigative cases. This is significantly above the target of 100 actions.

APG 4.1.8 – Legal services are provided within applicable timeframes 90 percent of the time

As shown in the following graph, we met this goal. During the fiscal year, the Counsel’s Office provided legal 
services (subpoenas; FOIA and Privacy Act requests; reviews of legislation, regulations, and FDIC and OIG 
procedures) on 72 occasions. One hundred percent of these legal services were provided within applicable 
timeframes. In addition, all litigation and other known similar deadlines were met.
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APG 4.2.1 – Perform four (4) internal quality control reviews of audit and evaluation operations

We met this goal. We completed six internal quality control reviews (QCR) of an Office of Audits (OA) 
operation during FY 2003: (1) a QCR of Continuing Professional Education Credits; (2) an Internal Control 
Review of the OA accountability unit; (3) a QCR of Terminated Assignments; (4) a QCR of the Information 
Assurance Directorate; (5) an Analysis of OA Draft Report Cycle Times; and (6) a QCR of the Resources 
Management Directorate.

APG 4.2.2 – Achieve a result of zero (0) material instances of noncompliance with Government Auditing 
Standards as identified in internal quality control reviews

We met this goal. We did not identify a material instance of noncompliance with Government Auditing 
Standards during the course of performing our internal quality control reviews.

APG 4.2.3 – Office of Investigations will conduct internal operational reviews of the 3 major investigative offices 
every 12 months and resolve significant matters identified

We met this goal. During the fiscal year, internal operational reviews were conducted at the three major 
investigative offices. There were no significant matters identified during the reviews.

APG 4.2.4 – Conduct an independent quality review of the operations of another IG office under the auspices of 
the PCIE community

We did not meet this goal. Our external peer review of the Department of Commerce OIG was originally 
scheduled to begin in June; however, the start date was delayed until August pending completion by the 
Department of Commerce OIG of its internal quality reviews. As a result, we do not expect to issue a draft 
report on the peer review until November 2003 and a final report until December 2003. 
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Detailed Listing of Annual Performance Goal Accomplishments

FY 2003 Annual Performance Goal FY 2003 Goal TY 2002 Goal
(By Strategic Goal) Accomplishment Accomplishment 

Strategic Goal 1: OIG products will add value by achieving significant impact

APG 1.0.1 – Complete assignments and issue Met N/A
reports with useful information or recommendations
in 15 of the 22 OIG-identified corporate risk areas

APG 1.0.2 – 80 percent of the total number of audit Met N/A
and evaluation projects targeted for completion in FY 2003 
will be completed and result in reports issued containing 
useful information and recommendations

APG 1.0.3 – The ratio of financial benefits to total Met N/A
audit and evaluation operating costs will increase 
over the ratio in the Transition Year 2002 base period

APG 1.0.4 – 80 percent of recommendations will Not Met N/A
be dispositioned within 12 months of report issuance

APG 1.0.5 – Achieve a level of FDIC senior executive  Met N/A
client satisfaction with the audit function 10 percent 
above the level achieved in the general client survey for 
2001 (survey report issued in 2002) up to a sustaining 
level of 80 percent of the maximum score

APG 1.0.6 – Achieve a level of FDIC senior executive Not Met N/A
client satisfaction with the evaluation function 10 percent 
above the level achieved in the general client survey for 
2001 (survey report issued in 2002) up to a sustaining 
level of 80 percent of the maximum score 

APG 1.0.7 – 80 percent of closed cases will result in Not Met Met
either reports to management, criminal convictions, 
civil actions, administrative actions, or a combination 
of these elements

APG 1.0.8 – 70 percent of cases accepted for prosecution Met N/A
will result in convictions, pleas, and/or settlements
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FY 2003 Annual Performance Goal FY 2003 Goal TY 2002 Goal
(By Strategic Goal) Accomplishment Accomplishment 

APG 1.0.9 – Attain a minimum ratio of 3 to 1 of Met N/A
financial benefits to investigative cost dollars

APG 1.0.10 – Achieve a level of FDIC senior executive Not Met N/A
client satisfaction with the investigation function 
10 percent above the level achieved in the general 
client survey for 2001 (survey report issued in 2002) 
up to a sustaining level of 80 percent of the maximum 
score 

APG 1.0.11 – Provide useful information and analysis on Met Met
corporate risks, planning, performance, policies, and 
directives within timeframes that are responsive to 
corporate needs

Strategic Goal 2: Communications between the OIG and the Chairman, the Congress, employees,
and other stakeholders will be effective

APG 2.1.1 – Promote effective corporate communications Met N/A
and relations by sponsoring or actively participating in 
various activities including quarterly meetings, 
conferences, seminars, task forces, and training

APG 2.1.2 – Achieve a level of FDIC senior executive  Met N/A
client satisfaction with OIG communications efforts 
10 percent above the level achieved in the general 
client survey for 2001 (survey report issued in 2002) 
up to a sustaining level of 80 percent of the maximum score

APG 2.2.1 – Congressional committees and staff will benefit Met N/A
from information and mutual communication regarding 
OIG work and emerging issues via personal briefings 
and discussions, periodic update documents, and reports

APG 2.3.1 – An OIG Employee Advisory Group will meet Met N/A
regularly to serve as facilitator of communications among 
OIG staff and as a channel to advise OIG management 
regarding employee relations

APG 2.3.2 – Conduct an employee survey to establish Not Met N/A
a baseline for employee satisfaction and to develop 
strategies to address survey results
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FY 2003 Annual Performance Goal FY 2003 Goal TY 2002 Goal
(By Strategic Goal) Accomplishment Accomplishment 

APG 2.4.1 – Promote effective communications and Met Met
relations with other OIG stakeholders to include 
participating in PCIE activities and meeting quarterly 
with other federal regulators and representatives of 
the U.S. General Accounting Office

Strategic Goal 3: The OIG will align its human resources to support the OIG mission

APG 3.1.1 – Prepare inventories of existing workforce Substantially Met N/A
knowledge and workforce knowledge needed, and 
identify gaps in knowledge needed to accomplish
future work

APG 3.1.2 – Identify and link competencies needed Substantially Met N/A
for every OIG position and align with job descriptions 
and position selecting factors

APG 3.2.1 – Develop strategies for closing the identified Not Met N/A
workforce knowledge gaps, including training, 
developmental assignments, recruitment and hiring,
and contracting

APG 3.3.1 – Identify OIG leadership competencies Met N/A
that are consistent with a results-oriented, high-
performance culture that effectively manages 
human capital

APG 3.4.1 – Better align performance criteria and Substantially Met N/A
expectations and rewards/consequences with 
accomplishing the OIG strategic mission and goals

Strategic Goal 4: The OIG will effectively manage its resources

APG 4.1.1 – Maintain the fiscal year 2002 baseline Met Substantially Met
of average elapsed calendar days to produce 
final reports for audit and evaluation assignments

APG 4.1.2 – Reduce to less than 10 percent the Met Met
number of audit and evaluation assignments 
ongoing over 1 year
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FY 2003 Annual Performance Goal FY 2003 Goal TY 2002 Goal
(By Strategic Goal) Accomplishment Accomplishment 

APG 4.1.3 – Reduce the ratio of Office of Audits’ Met N/A
operating costs to reports issued so that the 
average cost ratio is less than the 2002 baseline 
year’s cost ratio

APG 4.1.4 – 70 percent of active cases that Met N/A
have been open over 1 year will be referred 
and accepted for prosecution

APG 4.1.5 – 90 percent of employee cases that Met Met
have either no criminal prosecution potential 
or have been declined for prosecution will be 
completed in less than 6 months

APG 4.1.6 – 90 percent of investigative reports Met Substantially Met
will be issued within 30 days, and 100 percent 
of investigative reports will be issued within 
60 working days, after completion of the case

APG 4.1.7 – 100 investigative actions will Met N/A
result from Office of Investigations cases during the year

APG 4.1.8 – Legal services are provided within Met N/A
established timeframes 90 percent of the time

APG 4.2.1 – Perform four (4) internal quality Met Met
control reviews of audit and evaluation operations

APG 4.2.2 – Achieve a result of zero (0) material  Met N/A
instances of noncompliance with Government 
Auditing Standards as identified in internal 
quality control reviews

APG 4.2.3 – Office of Investigations will conduct Met Not Met
internal operational reviews of the 3 major 
investigative offices every 12 months and 
resolve significant matters identified

APG 4.2.4 – Conduct an independent quality review Not Met N/A
of the operations of another IG office under the 
auspices of the PCIE community
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Statistical Summary of Performance-Transition Year 2002 Performance Goals

Strategic Goal Areas Strategic Objectives Annual Goal Accomplishment
Areas (Number of Goals)

Met Substantially Not Met Total
Met3

Audits, Evaluations, and Client Satisfaction 2 2 4
Investigations Add Value Quality 1 1 1 3

Impact/Results 3 3
Productivity 1 1 2
Timeliness 2 2 1 5

Professional Advice Advise on Emerging 2 2
Assists the Corporation Issues & Vulnerabilities

OIG Communicates Inspector General Role/ 
Effectively with Clients/ Activities; Inquiries and 
Stakeholders Responses; Interagency 6 1 7

Issues

Total 17 6 3 26

Percentage 65% 23% 12% 100%
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3 A quantitative goal was considered substantially met if actual performance came within 10 percent of the target level of performance.
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Reader’s Guide to Inspector General
Act Reporting Terms
What Happens When Auditors Identify Monetary
Benefits?
Our experience has found that the reporting terminol-
ogy outlined in the Inspector General Act of 1978, as
amended, often confuses people. To lessen such confu-
sion and place these terms in proper context, we pres-
ent the following discussion:

The Inspector General Act defines the terminology and
establishes the reporting requirements for the identifi-
cation and disposition of questioned costs� in audit
reports. To understand how this process works, it is
helpful to know the key terms and how they relate to
each other.

The first step in the process is when the audit report
identifying questioned costs is issued to FDIC manage-
ment. Auditors question costs because of an alleged
violation of a provision of a law, regulation, contract,
grant, cooperative agreement, or other agreement or
document governing the expenditure of funds. In addi-
tion, a questioned cost may be a finding in which, at
the time of the audit, a cost is not supported by ade-
quate documentation; or, a finding that the expendi-
ture of funds for the intended purpose is unnecessary
or unreasonable.

The next step in the process is for FDIC management
to make a decision about the questioned costs. The
Inspector General Act describes a “management deci-
sion” as the final decision issued by management after
evaluation of the finding(s) and recommendation(s)
included in an audit report, including actions deemed
to be necessary. In the case of questioned costs, this
management decision must specifically address the

questioned costs by either disallowing or not disallow-
ing these costs. A “disallowed cost,” according to the
Inspector General Act, is a questioned cost that man-
agement, in a management decision, has sustained or
agreed should not be charged to the government. 

Once management has disallowed a cost and, in effect,
sustained the auditor’s questioned costs, the last step in
the process takes place which culminates in the “final
action.” As defined in the Inspector General Act, final
action is the completion of all actions that manage-
ment has determined, via the management decision
process, are necessary to resolve the findings and rec-
ommendations included in an audit report. In the case
of disallowed costs, management will typically evalu-
ate factors beyond the conditions in the audit report,
such as qualitative judgments of value received or the
cost to litigate, and decide whether it is in the
Corporation’s best interest to pursue recovery of the
disallowed costs. The Corporation is responsible for
reporting the disposition of the disallowed costs, the
amounts recovered, and amounts not recovered.

Except for a few key differences, the process for
reports with recommendations that funds be put to
better use is generally the same as the process for
reports with questioned costs. The audit report recom-
mends an action that will result in funds to be used
more efficiently rather than identifying amounts that
may need to be eventually recovered. Consequently,
the management decisions and final actions address
the implementation of the recommended actions and
not the disallowance or recovery of costs.

54 85

�
It is important to note that the OIG does not always expect 100 percent recovery of all costs questioned.



Report Number, Significant Brief Summary of Planned 
Title, Recommendation Corrective Actions and
and Date Number Associated Monetary Amounts

Management Action In Process

EVAL-01-002 3 Re-designate position sensitivity levels for examiner
FDIC’s Background Investigation positions to reflect their public trust responsibilities.
Process for Prospective and
Current Employees 4 Alert the Security Management Section of all
August 17, 2001 personnel assignments to positions where users

have access to sensitive computer systems or data.

01-024 1 Update both the Unclaimed Deposits Reporting 
FDIC’s Identification of and System and the Corporate Accounts Receivable 
Accounting for Unclaimed Management System with all unclaimed deposits
Deposits Transferred to State that the FDIC transferred to state unclaimed 
Unclaimed Property Agencies property agencies and ensure that the two systems 
December 5, 2001 agree.

02-023 3* Discontinue the practice of using shared or office-wide  
Internal and Security Controls passwords when accessing GENESYS to conduct safety
Related to the General and soundness examinations.
Examination System (GENESYS)
July 31, 2002
•
The OIG has not evaluated management’s actions in response to this recommendation.
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Table I.1: Significant Recommendations from Previous Semiannual Reports on Which

Corrective Actions Have Not Been Completed

This table shows the corrective actions management has agreed to implement but has not completed, along with
associated monetary amounts. In some cases, these corrective actions are different from the initial recommenda-
tions made in the audit reports. However, the OIG has agreed that the planned actions meet the intent of the initial
recommendations. The information in this table is based on (1) information supplied by the FDIC’s Office of
Internal Control Management (OICM) and (2) the OIG’s determination of closed recommendations for reports
issued after March 31, 2002. These 28 recommendations from 6 reports involve monetary amounts of over
$5.7 million. OICM has categorized the status of these recommendations as follows:

Management Action in Process:  (9 recommendations from 4 reports)
Management is in the process of implementing the corrective action plan, which may include modifications to
policies, procedures, systems or controls; issues involving monetary collection; and settlement negotiations in
process.

Litigation:  (19 recommendations from 2 reports, $5.7 million)
Each case has been filed and is considered “in litigation.” The Legal Division will be the final determinant for all
items so categorized.

Appendix I:
Statistical Information Required by the Inspector
General Act of 1978, as amended
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Report Number, Significant Brief Summary of Planned 
Title, Recommendation Corrective Actions and
and Date Number Associated Monetary Amounts

Management Action In Process (continued)

02-035 1 Develop additional policies and procedures for the
Information Security consideration of information security in acquisition 
Management of FDIC Contractors planning.
September 30, 2002

2 Develop policies and procedures to ensure that the
appropriate information security requirements are 
incorporated into information services contracts.

3 More clearly define oversight manager roles and 
responsibilities for contractor security.

4 Develop the capability of oversight managers to 
monitor security practices by providing adequate 
guidance and training on security oversight and 
security evaluation.

6 Require oversight managers to inform the 
contractors of their roles and responsibilities for 
information security; and observe and document 
contractor security practices.

Litigation

96-014 1, 4-16 Recover $4,526,389 of assistance paid to Superior 
Superior Bank, F.S.B., Assistance Bank.
Agreement, Case Number C-389c
February 16, 1996

98-026 2, 3, 4, 6 Recover $1,220,470 of assistance paid to Superior
Assistance Agreement Audit of Bank.
Superior Bank, Case Number 
C-389c 11 Compute the effect of understated Special Reserve 
March 9, 1998 Account for Payments in Lieu of Taxes and remit 

any amounts due to the FDIC.
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Table I.2: Audit Reports Issued by Subject Area

Funds Put To
Number and Audit Report Questioned Costs Better Use
Date Title Total Unsupported

Supervision and Insurance

03-036 Material Loss Review of the  
August 14, 2003 Failure of Southern Pacific Bank,

Torrance, California

03-037 The FDIC’s Implementation of the 
September 5, 2003 USA PATRIOT Act

03-038 The Role of Prompt Corrective Action (PCA)
September 12, 2003 as Part of the Enforcement Process

EVAL-03-042 Business Continuity Planning at FDIC-
September 25, 2003 Supervised Institutions

EVAL-03-044 FDIC’s Progress in Implementing
September 26, 2003 the Gramm-Leach-Bliley Act,

Title V – Privacy Provisions

Resolution, Receivership, and Legal Services

03-029 The Division of Resolutions
April 17, 2003 and Receiverships’ Resolution

and Management of Credit Card Portfolios

03-039 Division of Resolutions and
September 12, 2003 Receiverships’ Asset Valuations

at Specific Closings

03-041 Insurance Determination Claims Process
September 17, 2003

Information Assurance

03-028 Phase III Trusted Information
April 14, 2003 System Review

03-030 Remote Access Systems Review
June 5, 2003

03-031 FDIC’s Implementation of Its
July 18, 2003 Information Security Strategic

Plan
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Table I.2: Audit Reports Issued by Subject Area

Funds Put To
Number and Audit Report Questioned Costs Better Use
Date  Title Total Unsupported

Information Assurance (continued)

EVAL-03-032 Life-Cycle Management of
July 18, 2003 Information Technology Assets

03-035 Security Patch Management 
August 21, 2003 Review

03-040 Independent Evaluation of the
September 17, 2003 FDIC’s Information Security 

Program - 2003

03-043 Follow-up Audit of Information
September 26, 2003 Security Management of FDIC 

Contractors

03-045 New Financial Environment
September 29, 2003 Scope Management Controls

Resources Management

03-047 Contract Terms and Oversight $32,000 $1,175,321
September 30, 2003 Management Related to

ARAMARK Services, Inc.,
Contract Number  00-00611-C-J3

Post-award Contract Audits

03-033 Post-award Contract Review $35,916
July 31, 2003

03-034 Post-award Contract Review $39,825
August 1, 2003

03-046 Post-award Contract Review $9,375 $9,375
September 30, 2003

TOTALS FOR THE PERIOD $117,116 $9,375 $1,175,321
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Table 1.3: Audit Reports Issued with Questioned Costs

A. For which no management decision has 
been made by the commencement of
the reporting period. 3   $314,357 $ 0

B. Which were issued during the reporting period. 4 $117,116 $9,375

Subtotals of A & B 7 $431,473 $9,375

C. For which a management decision was
made during the reporting period. 6 $422,098 0

(i) dollar value of disallowed costs. 4 $372,606 0

(ii) dollar value of costs not disallowed. 3� $49,492 0

D. For which no management decision has 
been made by the end of the reporting period. 1* $9,375 $9,375

Reports for which no management 
decision was made within 6 months of issuance. 0   0 $ 0

� The one report included on the line for costs not disallowed is also included on the line for costs disallowed because management did not agree with some of    
the questioned costs.

*Management response not due until December 1, 2003, for one report with questioned costs totaling $9,375.

Questioned Costs
Number

Total Unsupported
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Table I.4: Audit Reports Issued with Recommendations for Better Use of Funds

A. For which no management decision has 
been made by the commencement of
the reporting period. 1   $781,140

B. Which were issued during the reporting period. 1 $1,175,321

Subtotals of A & B 2 $1,956,461

C. For which a management decision was
made during the reporting period. 2 $1,956,461

(i) dollar value of recommendations that were 2 $871,140
agreed to by management

based on proposed management action. 2 $871,140

based on proposed legislative action. 0 0

(ii) dollar value of recommendations that were
not agreed to by management. 1� $1,085,321

D. For which no management decision has 
been made by the end of the reporting period. 0 0

Reports for which no management 
decision was made within 6 months of issuance. 0   0

� The one report included on the line for recommendations not agreed to by management is also included on the line for
recommendations agreed to by management because management did not agree with some of the funds put to better use.

Number Dollar Value
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O r g a n i z a t i o n

Table I.5: Status of OIG Recommendations Without Management Decisions

During this reporting period, there were no recommendations without management decisions.

Table I.6: Significant Revised Management Decisions

During this reporting period, there were no significant revised management decisions.

Table I.7: Significant Management Decisions with Which the OIG Disagreed

During this reporting period, there were no significant management decisions with which the OIG disagreed.

Table I.8: Instances Where Information Was Refused

During this reporting period, there were no instances where information was refused.
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Abbreviations and Acronyms

AUSA Assistant United States Attorney

BHCA Bank Holding Company Act

BIF Bank Insurance Fund

CD Certificates of Deposit

CFO Chief Financial Officer

DIRM Division of Information Resources 
Management

DRR Division of Resolutions and 
Receiverships

DSC Division of Supervision and 
Consumer Protection

EA Enterprise Architecture 

ECIE Executive Council on Integrity 
and Efficiency

ECT Electronic Crimes Team 

FBI Federal Bureau of Investigation

FDI Act Federal Deposit Insurance Act

FDIC Federal Deposit Insurance Corporation

FISMA Federal Information Security 
Management Act of 2002

FSBH First State Bank of Harrah

GENESYS General Examination System

GISRA Government Information Security 
Reform Act

GLBA Gramm-Leach Bliley Act

HCSB Hartford-Carlisle Savings Bank

IBM International Business Machines

IG Inspector General

IRS Internal Revenue Service

IT Information Technology

ITAMS Information Technology Asset 
Management System 

NFE New Financial Environment

NIST National Institute of Standards 
and Technology

OCC Office of the Comptroller of the 
Currency

OI Office of Investigations

OICM Office of Internal Control Management

OIG Office of Inspector General

OMB Office of Management and Budget

PCA Prompt Corrective Action

PCIE President’s Council on Integrity 
and Efficiency

PDD Presidential Decision Directive

PKI Public Key Infrastructure

Results Act Government Performance and Results 
Act

RTC Resolution Trust Corporation

SAIF Savings Association Insurance Fund

SCS San Clemente Securities, Inc. 

SPB Southern Pacific Bank

UCC United Custodial Corporation



Congratulations to the OIG’s PCIE
Award Winners! 
At the Annual Awards Ceremony of the President’s
Council on Integrity and Efficiency (PCIE) and the
Executive Council on Integrity and Efficiency
(ECIE), six awards were given to current and for-
mer FDIC OIG staff.  We are proud of the accom-
plishments of the following individuals:

Ben Hsiao and Mark Mulholland:
For outstanding and innovative leadership and direc-
tion of the FDIC OIG’s Security Act/Federal
Information Security Management Act evaluation and
reporting efforts.

Michael Lombardi, Philip Anderson, and John
Colantoni:
For outstanding leadership of material loss review
audit work and reporting at the FDIC OIG.  

Russell Rau:
In recognition of vision, leadership, and initiative in
coordinating government-wide efforts in the informa-
tion security arena.  

Laurie West:
In recognition of outstanding investigative efforts
relating to the Hartford-Carlisle Savings Bank
Failure Case.  

Jo Anne King:
In recognition of outstanding administrative support
provided to PCIE projects and to the Inspector General
of the FDIC. 
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M. Mulholland accepting award from IG Gianni

M. Lombardi accepting award from IG Gianni

R. Rau and IG Gianni

L. West and IG Gianni

J. King and IG Gianni



Leslee Bollea,  Magdaleno Velasquez, and 
Wayne Gordon:
In recognition of outstanding achievement in the time-
ly and professional redesign, compilation, and publish-
ing of the PCIE/ECIE FY 2002 Progress Report to the
President.  
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IG and FDIC OIG staff celebrate awards. Back row left to right: IG Gianni, M. Mulholland,
R. Rau, P. Anderson, S. Beard, B. Hsiao. Front row left to right; L. Bollea, J. Colantoni,
M. Lombardi, J. King.

� � � � � � �

PCIE and ECIE Vice Chairs with award winners. Pictured
left to right: B. Snyder, Federal Reserve IG;  C. Pekel and B.
Coleman, Federal Reserve, L. Bollea, FDIC OIG; FDIC IG
Gianni. Not pictured:  W. Gordon and M. Velasquez.
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OIG Bids Farewell to Retirees
Warren Bush
Warren Bush retired after more
than 23 years of federal govern-
ment service. His career included
dedicated service as an officer in
the U.S. Air Force, as well as over
16 years with the FDIC as both a
Liquidation Assistant and Audit

Specialist. Warren contributed greatly to the OIG’s
work on the annual audits of the FDIC’s Financial
Statements. He also assisted in a multi-jurisdictional
criminal investigation of BestBank.

Wayne Gordon
After a distinguished 31-year career
in the federal government, the last
25 years of which were dedicated to
federal law enforcement, Wayne
Gordon retired. Wayne served as a
Senior Special Agent and Desk
Officer with the FDIC OIG and pre-
viously with the Resolution Trust

Corporation OIG. Wayne earlier worked at the
Interstate Commerce Commission Bureau of
Investigations and Enforcement and the Department of
Veterans Affairs OIG. He participated in many sensitive
investigations and oversaw the work of OIG investiga-
tors in a number of field offices. Among Wayne’s many
accomplishments, he developed and administered an
investigative data system that is the foundation for
management of the FDIC OIG’s Office of Investigations.

James Griffin
After more than 30 years of federal
service, James Griffin retired. His
government career included serv-
ice at the Department of the
Treasury and at the FDIC. His work
included audits of FDIC programs
and operations and participation as

a member of quality control peer review teams for the
OIG’s internal operations and for operations of other
federal OIGs.  His contributions are felt not only at the
FDIC but in other agencies as well, where his work on
peer reviews helped ensure that auditors were follow-
ing applicable standards and had established adequate
policies and procedures to guide their efforts.

Nancy Spoor 
Nancy retired after a federal career
of more than 27 years. Her public
service included Peace Corps work
in Zaire, 12 years at the
Department of Labor, and service
at both the Resolution Trust
Corporation and the FDIC Offices

of Inspector General. At the FDIC OIG, Nancy played a
key role in the OIG’s internal quality assurance pro-
gram, external peer reviews, client survey process,
conference planning, and re-issuance of the
PCIE/ECIE’s Quality Standards for Federal Offices of
Inspector General—the new “Silver Book.”

Magdaleno Velasquez
Mag retired after a federal career of
more than 29 years. He provided
exemplary service to the federal
government, beginning with his
service as a Student Assistant at the
Department of Health, Education
and Welfare in January 1974, then

at the Department of Labor, Department of
Transportation, and Department of Health and Human
Services during the early 1980s, and finally at the FDIC
from August 1985 to the present. His career culminated
in his role as Special Assistant to the Inspector General.
He also provided valuable assistance to the Inspector
General as a Vice Chair Liaison for the President’s
Council on Integrity and Efficiency. Of special note,
Mag worked as a champion of diversity for the FDIC
OIG and helped give true meaning to the corporate
diversity motto:  “Working together to be the best.” 

Janice Whittington
Janice Whittington’s career
spanned over 23 years at the
Department of Navy, the Resolution
Trust Corporation (RTC), and the
FDIC.  At the RTC and FDIC,
Janice served as the administrative

staff person to the Office of Congressional Relations
and Evaluations, Office of Audits, and Assistant
Inspector General for Inspections and Legal Support.
In those capacities, she contributed to the successful
achievement of many OIG priorities by providing help-
ful assistance to others.
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In Memoriam
Edward Sobota
Ed Sobota, who had retired from
the FDIC OIG in December 2000,
succumbed to cancer on
September 10, 2003. Ed served in
the U.S. Army, was the Chief
Financial Officer at the National

Council on Aging, and then began his career at the
FDIC in 1985. During 15 years of service at the FDIC,
Ed was active in audits related to the savings and loan
crisis. He traveled extensively to ensure that failed
institution assets were properly accounted for and
recordkeeping for closed banks was accurate and
complete. One of Ed’s passions was the FDIC
Toastmasters Club, where he helped in the develop-
ment of fellow members and served as president for a
time. Ed is survived by his wife, two sons, a daughter,
six grandchildren, and a sister.

David Loewenstein
David Loewenstein died after a
valiant fight against cancer on
September 12, 2003. David per-
formed 13 years of service to the
FDIC as part of a federal career
that spanned over 25 years. David’s

career also included service at the Federal Home Loan
Bank Board OIG and work with the Carter
Administration. Throughout his career he also partici-
pated unselfishly in charitable and social causes,
including work on behalf of high-risk youth. He had
retired from the OIG in February 2003. David is sur-
vived by a son and daughter, two brothers, and his for-
mer wife.  
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The Inspector General Act: 25 Years Later

On October 12, 1978, President Jimmy Carter created inde-
pendent audit and investigative offices in 12 Federal agen-
cies when he signed into law the Inspector General (IG)
Act of 1978 (5 U.S.C. App.). Provided below is a snapshot of
how the Act has matured over the last 25 years.

Where did the IG concept come from?
The IG concept was derived in part from the military cus-
tom of having an IG provide an independent review of the
combat readiness of the Continental Army’s troops. The
need for such independence existed more than 225 years
ago. 

What was the impetus behind the 1978 Act?
In the early 1960s, a subcommittee of the Government
Operations Committee, U.S. House of Representatives,
chaired by Congressman L. H. Fountain, began to highlight
the need for independent statutory IGs. Further work by this
same subcommittee in 1974 revealed that the former Department of Health, Education and Welfare (HEW) lacked
effective processes for investigating program fraud and abuse. In response, legislation establishing a statutory IG at
HEW was enacted 2 years later. During congressional hearings debating the Act itself, several witnesses sounded
warnings of serious adverse consequences that would result if the Act became law, and other witnesses questioned
the constitutionality of some of the Act’s provisions. However, these concerns were tempered by the testimony of
the HEW Secretary and IG, and the Act passed both houses of the Congress with strong bipartisan support. In
addition to Congressman Fountain, Senators Tom Eagleton, John Glenn, and Bill Roth and Congressmen Jack
Brooks and Frank Horton were instrumental in passing the IG Act and overseeing its implementation.

How has the IG concept evolved over the past 25 years?
The basic tenets of the Act have remained constant and strong over the past quarter century. Although amended
several times to add new IGs and clarify reporting requirements, the Act has given all IGs the authority and
responsibility to be independent voices for economy, efficiency, and effectiveness within the Federal government.
Today 57 Offices of Inspector General (OIG) protect the integrity of government, improve program efficiency and
effectiveness, and prevent and detect fraud, waste, and abuse in Federal agencies. In keeping with the Act, IGs
keep their agency heads and the Congress fully and currently informed of the results of their work.

Where is the IG community today?
The IG concept has proven to be of significant benefit to our government as well as to governments abroad. Each
year, billions of dollars are returned to the Federal government or better spent based on recommendations from IG
reports. IG investigations contribute to the prosecution of thousands of wrongdoers and recovery of billions of dol-
lars annually. The IG concept of good governance and accountability also encourages foreign governments to seek
our advice, with the goal of replicating the basic IG principles in their governments.

What does the future hold?
Over the last several years, IGs have been operating in a changing environment. In addition to the traditional roles
of promoting economy and efficiency and fighting fraud, waste, and abuse, new responsibilities and challenges
have emerged. The IGs are now playing a pivotal role within their agencies by conducting financial audits, report-
ing on Results Act compliance and accountability, assessing information security efforts, identifying their agencies’
most significant challenges, and ensuring the effective implementation of the President’s Management Agenda. 
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