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Risk: Privacy and Security

• Security Commitment
– RazorPop is a member of the DCIA Consumer 

Disclosures Working Group 
• Choose your Level of Privacy

– In Private File Sharing Mode users are not connected to 
the P2P networks and share only direct with known 
users.

• Shared Folders
– Users only automatically share public files downloaded 

from the P2P networks.  User can manually add 
additional folders to share.



Choose your Level of Privacy



File Sharing Modes for User Privacy
Public File Sharing Personal File Sharing Private File Sharing

Internet Internet Internet



Shared 
Folders



Risks: 
Viruses

TrustyFiles uses 
the user’s current 
anti-virus program 
to scan 
downloaded files.



Risks: Invasive Users

• Invasive users are known to provide or support 
bogus, illegal, and harmful files to the P2P 
networks.

• TrustyFiles provides a Blocklist that blocks P2P 
communications to protect consumers from 
invasive users

• Blocklists are compiled by independent 
volunteers and are distributed on the Internet.



Blocklist

TrustyFiles prevents 
communications 
from invasive users, 
including 
connection, search, 
and download 
requests.



Risk: Child Pornography

RazorPop is a member 
of the P2P Patrol, which 
develops education, 
deterrence, & reporting 
programs to defeat child 
pornography.


