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Federal Regulations

Americans with Disabilities Act of 1990, Section 508 of the Rehabilitation Act, 29 U.S.C. § 794d (1998).

Aviation and Transportation Security Act, Pub. L. No. 107-71, § 106, 115 Stat. 610 (2001).

Privacy Act of 1974, 5 U.S.C. § 552a (2000).

AICPA, NIST, DoD Standards, Publications, and Guidelines

Note: NIST “Special Publications” have been provided here as reference documents to assist in the design and devel-
opment of the required RT security program. Because RT is a public-private partnership, information in the Special 
Publications that is applicable only to federally owned or operated systems may not be applicable to RT.

American Institute of Certified Public Accountants (2006). Attestation Standards: Revision and Recodification—Statements on 
Standards for Attestation Engagements (SSAE 10)�, (Rev. Ed.). New York, New York: AICPA.

Defense Information Systems Agency (2005). Biometrics Security Technical Implementation Guide, Version 1, Release 3. 
Department of Defense.

InterNational Committee for Information Technology Standards (formerly NCITS). (2004). ANSI/INCITS.385-2004 
 American National Standard—Information Technology—Face Recognition Format for Data Interchange 

National Institute of Standards and Technology. (2006). Special Publication 800-18: Guide for Developing Security Plans for 
Federal Information Systems, (Rev. Ed.). Gaithersburg, MD: Pauline Bowen, Joan Hash, Marianne Swanson.

National Institute of Standards and Technology. (2001). Special Publication 800-26: Security Self-Assessment Guide for 
Information Technology Systems, (Rev. Ed.). Gaithersburg, MD: Marianne Swanson.

National Institute of Standards and Technology. (2002). Special Publication 800-30: Risk Management Guide for Information 
Technology Systems. Gaithersburg, MD: Alexis Feinga, Alice Goguen, Gary Stoneburner.

National Institute of Standards and Technology. (2002). Special Publication 800-34: Contingency Planning Guide for Information 
Technology Systems. Gaithersburg, MD: T. Grance, J. Hash, L. Pope, M. Swanson, R. Thomas, A. Wohl.

National Institute of Standards and Technology. (2002). Special Publication 800-47: Security Guide for Interconnecting 
Information Technology Systems. Gaithersburg, MD: T. Grance, J. Hash, K. Korow-Diks, S. Peck, J. Smith.

National Institute of Standards and Technology. (2005). Draft Special Publication 800-53A: Guide for Assessing the Security 
Controls in Federal Information Systems. Gaithersburg, MD: S. Katzke, A. Johnson, G. Rogers, R. Ross, P. Toth.
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National Institute of Standards and Technology. (2006). Special Publication 800-53: Recommended Security Controls for Federal 
Information Systems. Gaithersburg, MD: A. Johnson, S. Katze, A. Lee, G. Rogers, R. Ross, M. Swanson, G. Stoneburner.

National Institute of Standards and Technology. (2004). Special Publication 800-60: Guide for Mapping Types of Information and 
Information Systems, (Rev. Ed.). Gaithersburg, MD: William Barker.

National Institute of Standards and Technology. (2004). Federal Information Processing Standards Publication (FIPS)� 199: 
Standards for Security Categorization of Federal Information and Information Systems. Gaithersburg, MD: NIST.

National Institute of Standards and Technology. (2001). Federal Information Processing Standards Publication (FIPS)� 140-2: 
Security requirements for Cryptographic Modules. Gaithersburg, MD: NIST.

Organization for Economic Cooperation and Development (1980). Guidelines on the Protection of Privacy and Transborder Flows 
of Personal Data. 


