
Central Contractor Registration Privacy and Security Statement 
 

*****************************WARNING******************************** 
 

This is a U.S. Federal Government computer system 
 

"FOR OFFICIAL USE ONLY" 
 
This system is subject to monitoring. Therefore, you can assume no expectation of 
privacy. Unauthorized activities are subject to disciplinary action including criminal 
prosecution. Furthermore, you expressly consent to our use of cookies and clear GIFs 
(Graphic Interchange Format files) when you use our services.   
 
*****************************WARNING******************************** 

 
Thank you for visiting the Central Contractor Registration (CCR) website and reviewing 
the following privacy and security statement. 
 
The CCR Website is part of the Integrated Acquisition Environment, one of the E-
Government initiatives in the President's Management Agenda. 
 
We are strongly committed to maintaining the privacy of your personal information and 
the security of CCR computer systems. With respect to the collection, use and disclosure 
of personal information, the agencies involved in the development of CCR make every 
effort to ensure compliance with applicable Federal law, including, but not limited to, 
The Privacy Act of 1974, The Paperwork Reduction Act of 1995, and The Freedom of 
Information Act. Collection of that information is authorized by Defense Federal 
Acquisition Regulation, 48 C.F.R. Subpart 204.7302; Debt Collection Improvement Act 
of 1996, Public Law 104-134; Government Streamlining Act of 1994, Public Law 103-
355. 
 
The principal purpose for collecting data is to have a primary database for current, 
accurate, and complete Federal contractor and grantee registrant information. The CCR 
provides a central database and application suite that records, validates, and distributes 
specific data about government and commercial trading partners. CCR validates 
registrants’ information and electronically shares it—as secure encrypted data—with 
appropriate federal agencies’ finance offices to facilitate electronic funds transfer (EFT) 
payments. CCR shares that data with federal government procurement and electronic 
business systems. The CCR is not designed to collect personally identifying information 
from individuals who are not acting in their entrepreneurial capacities.  Click here to see 
the data elements and descriptions of the information collected via CCR registration. The 
CCR Public Search allows the viewing of public information about CCR registrants. 
Private information is restricted to authorized government officials. Registrant provided 
contact information, including email addresses and company address information, may be 
used to forward items of interest. 
 

http://www.usdoj.gov/foia/privstat.htm
http://www.cio.gov/archive/paperwork_reduction_act_1995.html
http://www.usdoj.gov/oip/foia_updates/Vol_XVII_4/page2.htm
http://www.usdoj.gov/oip/foia_updates/Vol_XVII_4/page2.htm
http://www.ccr.gov/doc/BPNMasterLayout_1045.pdf


Unauthorized attempts to upload or modify information or exceed assigned privileges are 
strictly prohibited and may be punishable under the Computer Fraud and Abuse Act of 
1986 and the National Information Infrastructure Protection Act of 1996. 
  
Our automatic collection and storage is limited to: 

• the web pages you visit on www.ccr.gov, 
• the Uniform Resource Locator (URL) of the website you came from if you linked 

directly to www.ccr.gov and the URL of the website you visit next, 
• your browser type (e.g., Internet Explorer, Firefox),  
• the time and date of your visit, 
• and your Internet Protocol (IP) address. 

 
If your browser accepts them, we use session cookies, persistent cookies, or clear GIFs to 
collect Personal Data about your use of our site. We track IP addresses solely in 
conjunction with session cookies to analyze our Web page flow. We aggregate the data to 
statistically analyze user behavior to help us enhance our service content and improve site 
navigation. 
 
We have no control over, we do not review, nor does our Privacy Advisory apply to 
websites, content, or to any collection of data or other transactions after you link to a 
third party website. 

http://www.ccr.gov/
http://www.ccr.gov/

