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Good afternoon Chairman Conyers, Representative Smith, and members of the
Committee. I am pleased to be here today.

When I was sworn-in as the sixth Director ofthe FBI nearly six years ago, I was
keenly aware of the need to address a number of management and administrative
challenges facing the Bureau. However, the terrorist attacks of September 11,2001,
coupled with the emerging terrorist and criniinal threats brought on by globalization and
advances in technology, required far more changes than we anticipated. Indeed, we in
the FBI have undergone unprecedented transformation in recent years. Today, the FBI is
a stronger organization, combining greater intelligence and national security capabilities
with a longstanding commitment to protecting the American people from both crime and
terrorism, while upholding the Constitution and protecting civil liberties.

Today, I want to give you a brief sense of the FBI's current priorities, the changes
we have made to meet our mission, and some of the challenges we are facing.

Changes in Structure and in the Way We Do Business

After the September 11thattacks on America, the FBI's priorities shifted
dramatically. Our top priority became the prevention of another terrorist attack. Today,
our top threepriorities- counterterrorism,counterintelligence,andcybersecurity- are
national security-related.

To that end, we have made a number of changes in the Bureau, both in structure
and in the way we do business. We stood up the National Security Branch, which
oversees our counterterrorism, counterintelligence, and intelligence operations. We
consolidated our chemical, biological, radiological, and nuclear threat resources into the
Weapons of Mass Destruction Directorate.

We have doubled the number of intelligence analysts on board, from 1,023 in
September 2001to more than 2,100 today. We have tripled the number of linguists. We
set up Field Intelligence Groups, or FIGS, in each of our 56 field offices. These FIGS
combine the expertise of agents, analysts, translators, and surveillance specialists. We
integrated our intelligence program with other agencies under the Director of National
Intelligence, with appropriate protections for privacy and civil liberties.

We have tripled the number of Joint Terrorism Task Forces (JTTFs) across the
country, from 33 to more than 100. These task forces combine the resources of the FBI,
the intelligence community, the military, and state and local police officers. These JTTFs



have been essential in breaking up terrorist plots across the country, from Portland,
Lackawanna, Torrance, and Chicago, to the recent Fort Dix and JFK plots.

In short, we have improved our national security capabilities across the board.
Today, intelligence is woven throughout every program and every operation. Much of
our progress has been the result of expertise gained over the past 99 years of our
existence, in the criminal arena with organized crime, and in counterintelligence, through
the development of sources and expertise in interview and surveillance techniques. Our
experience has allowed us to build enhanced capabilities on an already strong foundation.

The FBI's Criminal Programs

To meet our national security mission, the FBI had to shift personnel and
resources, but this has not affected our commitment to our significant criminal
responsibilities. While Americans justifiably worry about terrorism, crime also touches
the lives of millions of people. Today in the FBI, we have roughly a 50/50 split in
resources between national security and criminal programs. To make the best use of these
resources, we will continue to focus on those areas where we bring something unique to
the table and to target those criminal threats against which we will have the most
substantial and lasting impact.

In recent years, we have moved away from traditional drug cases and smaller
white collar crimes that can be handled by other law enforcement agencies, but we have
dedicated more agents and more resources to public corruption, violent crime, civil rights,
transnational organized crime, corporate fraud, and crimes against children. We remain
ready and willing to help keep our communities safe.

Public Corruption

Public Corruption is among the agency's top priorities and is the number one
priority of the Criminal Investigative Division. Public corruption strikes at the heart of
government. It erodes public confidence, and undermines the strength of our democracy.
Investigating public corruption is an FBI commitment as old as the Bureau itself. Indeed,
it is a mission for which the FBI is singularly situated; we have the skills necessary to
conduct undercover operations and the ability to perform electronic surveillance.

Today, there are 640 Special Agents dedicated to more than 2,400 pending
investigations. The number of pending cases has increased by 49 percent since 2001.
The number of agents working such cases has increased by 42 percent. The Department
of Justice's conviction rate is high, as is the overall number of corruption convictions. In
the past two years alone, the Department has convicted over 1,500 federal, state, and
local officials. The Department also has recovered more than $69 million in fines and
more than $356 million in restitution.

The Public Corruption Program also targets governmental fraud and corrupt
practices. For example, the International Contract Corruption Initiative addresses the
systemic, long-term multi-billion dollar contract corruption and procurement fraud crime
problem in the Middle East, principally in Iraq, Kuwait, and Afghanistan.
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The Hurricane Fraud Initiative addresses contract and procurement fraud in the
Gulf Coast region of the United States in the aftermath of hurricanes Katrina and Rita.
The Campaign Finance and Ballot Fraud Initiative addresses campaign finance violations,
with a particular emphasis on the upcoming 2008 primaries and national elections.

Violent Crime

National crime rates remain near historic lows, thanks in large part to the
courageous efforts of local, state and federal law enforcement agencies, and several major
metropolitan areas continue to report decreases in the number of violent crimes in their
communities. Nevertheless, it must be acknowledged that the FBI's 2005 Uniform Crime
Report (VCR) and the 2006 preliminary UCR did signal a slight increase in the aggregate
number of violent crimes in America. These data do not reveal a nationwide trend;
instead, they show local increases in some violent crimes in certain communities.

Despite the continuation of historically low crime rates, the Department of Justice
.andthe FBItake seriouslyanyincreasein crime,andhere,too,we striveto maximizeour
resources through partnerships and task forces. Weare currently operating 188 Safe
Streets Task Forces. Forty-three of these task forces are dedicated to violent crime; 10
are dedicated to major theft. In addition, there are 16 Safe Trails Task Forces that cover
crimes committed in Indian Country such as homicide, rape, child sexual assault, and
narcotics trafficking. Task forces dedicated to violent crime alone conducted
investigations resulting in more than 700 convictions in Fiscal Year 2006.

We also participate in state and local fusion centers across the country. More than
250 Special Agents, analysts, and linguists work side-by-side with their state and local
counterparts, collecting intelligence, analyzing criminal trends, and sharing that
information up and down the line, from federal and state officials to the officer on the
street.

Weare also working together to combat crimes against children. The Innocence
Lost National Initiative works to identify and disrupt child prostitution rings. To date, the
program has been expanded to 29 cities, with 23 dedicated task forces and working
groups. Since its inception, more than 300 children have been recovered and/or
identified, and 204 child predators have been convicted in federal or state court.

To address the pervasive problem of child abductions, the FBI created the Child
Abduction Rapid Deployment (CARD) teams. There are currently 10 teams regionally
dispersed to enable the rapid deployment of experienced Crimes Against Children
investigators. These agents provide investigative, technical, and resource assistance to
state and local law enforcement during the most critical time period after a child is
abducted. Since April 2006, the CARD teams have been deployed 23 times. Eleven
victims have been recovered alive and all but two investigations have been resolved.

Violent Gang Activity

We also face significant challenges from violent gangs. They are a nationwide
plague that is no longer limited to our largest cities.
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Since 2001, for example, our violent gang caseload has more than doubled.
Currently, we have more than 2,800 pending investigations into gangs and gang-related
activities. The number of agents working such cases has increased by 70 percent.

We routinely work with our state and local partners to combat this pervasive
threat. Of our 188 Safe Streets Task Forces, 135 are dedicated to identifying, prioritizing,
and targeting violent gangs. We now have more than 600 agents serving on those task
forces, along with more than 1,100 officers from state and local law enforcement. Last
year, they convicted nearly 2,200 violent gang members.

In addition to our task force participation, we stood up the National Gang
Intelligence Center (NGIC) in Washington, D.C. to support our law enforcement partners
on the front lines. The NGIC shares information and analysis concerning the growth,
migration, criminal activity, and association of gangs that pose a significant threat to
communities across the United States. The NGIC is co-located with GangTECC, the
National Gang Targeting, Enforcement and Coordination Center, which is the national,
multi-agency anti-gang task force created by the Attorney General. The MS-13 National
Gang Task Force supports FBI field office investigations of the MS-13 international gang,
and coordinates investigations with other local, state, federal, and international criminal
justice agencies.

In support of the President's strategy to combat criminal gangs from Central
America and Mexico, the FBI has forged partnerships with anti-gang officials in EI
Salvador, Honduras, and Guatemala, among other countries. Weare working with the
U.S. Department of State and the Department of Homeland Security to support the FBI's
Central American Fingerprint Exploitation (CAFE) initiative, which collects gang
members' fingerprints in the above-referenced countries, allowing the United States to
deny entry to the country even if they utilize aliases, and the new Transnational Anti-
Gang (TAG) Center announced by the Attorney General in San Salvador in February.

Civil Rights Program

As you know, the FBI is charged with investigating civil rights violations. In
recent years, we have expanded our Civil Rights Program beyond police brutality and
hate crimes, to include the Civil Rights Cold Case Initiative and human trafficking issues.
Since 2001, the number of pending civil rights cases has increased 19percent, from 1,326
to 1,587.

In February of2006, the FBI and the Department of Justice began to work with
the NAACP, the Southern Poverty Law Center, and the National Urban League on the
Civil Rights Cold Case Initiative. As part of this initiative, the FBI asked its 56 field
offices to re-examine their unsolved civil rights cases, and to determine which cases
could still be viable for prosecution. Since this initiative began, 95 referrals have been
forwarded to 17 field offices. Each will need to be assessed for its investigative and legal
viability, but for those cases in which we can move forward, we will.
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We all know that many murders during the Civil Rights era were not fully
investigated, were covered up, or were misidentified as accidental deaths or
disappearances. Many trails ran cold, and many cases were effectively closed.

Yet the families and friends of these victims never lost hope, and breakthroughs in
forensic analysis technology have affirmed that hope. In June of this year, for example,
James Seale, a former member of the Ku Klux Klan, was convicted of the kidnapping and
murder of Henry Dee and Charlie Moore back in 1964. In 2005, Edgar Ray Killen was
convicted for his role in the deaths of three civil rights workers in Mississippi in 1964.
And in 2003, Ernest Avants was convicted for the 1966murder of Ben Chester White.

Through your support of these investigations, with the passage of the Emmett Till
Unsolved Civil Rights Crime Act, we will have the resources we need to investigate and
prosecute these crimes, and bring those responsible to justice.

Transnational Organized Crime

Transnational organized crime continues to evolve with advances in globalization
and technology.

La Cosa Nostra is an organized crime enterprise with direct ties to the Sicilian
Mafia and remains a major organized criminal threat to American society. Currently, we
have nearly 600 pending Italian organized crime investigations. We are also actively
investigating Eurasian, Albanian, Asian, and African organized criminal syndicates.
Between 200I and 2007, for example, pending Eurasian organized crime cases increased
by 65 percent and an average of 160 individuals were indicted per year between 2002 and
2006.

Weare working with partners around the world to identify, apprehend, and
disrupt members of international criminal syndicates. For example, we are working with
the Italian National Police to combat Sicilian Mafia activity in Italy and in the United
States, in a partnership known as the Pantheon Project. The FBI has assigned personnel in
Rome to work side-by-side with Italian National Police investigators, and the Italian
National Police have assigned a representative to FBI Headquarters to work side-by-side
with Agents in the Organized Crime Section.

The FBI-Hungarian National Police Organized Crime Task Force has been up and
running for more than six years, working to dismantle organized crime groups, with FBI
agents permanently stationed in Budapest to work with their Hungarian counterparts.
The Albanian Organized Crime Task Force will commence operations this fall, with
partial funding from the Department of Defense.

The FBI's Criminal Division has also assumed administrative and operational
responsibility from the Office of International Operations for the Southeast European
Cooperative Initiative (SECI), which is headquartered in Bucharest, Romania. SECI
serves as a clearinghouse for information and intelligence for member and observer
countries, and supports specialized task forces addressing transborder crimes including
human trafficking, financial crimes, smuggling of goods and terrorism.
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Recognizing the growing threat posed by transnational criminal enterprises
throughout the world, the FBI, in conjunction with the Department of Justice, has begun
an assessment of the world-wide organized crime threat. This collaborative effort
between the United States, Great Britain, Canada, Australia, and New Zealand will
enable us to focus resources internationally in order to neutralize those organized crime
groups with the greatest impact and longest reach.

Maior White Collar Crime

The FBI routinely investigates large-scale financial crimes, including corporate,
securities, commodities, mortgage and health care fraud. In recent years, the FBI has
investigated company after company, including Enron, Enterasys, Comverse,
HealthSouth, WorldCom, and Qwest, among many others. These names have been in the
headlines for the past several years. Thousands of employees lost their jobs and their life
savings; thousands of stockholders were defrauded. We have successfully investigated
and helped put away many of the persons responsible for these crimes.

The number of agents investigating corporate and other securities, commodities,
and investment fraud cases has increased 47 percent, from 177 in 2001 to more than 250
today. Today, we have more than 1,700pending corporate, securities, commodities and
investment fraud cases, which is an increase of 37 percent since 2001.

In 2006, the FBI investigated 490 corporate fraud cases, resulting in 176
informations and indictments, 133 convictions, $14 million in fines, and $62 million in
seized assets. Significantly, the FBI has also secured $1.2 billion in court ordered
restitution for the victims of these crimes.

We are also a member of the Corporate Fraud Task Force. FBI Special Agents
work closely with investigators from the Securities & Exchange Commission, the IRS,
the U.S. Postal Inspection Service, the Commodity Futures Trading Commission, and
Treasury's Financial Crimes Enforcement Network, among others. Together, we target
sophisticated, multi-layered fraud cases that injure the marketplace and threaten our
economy. Since its inception, the Department has obtained 1,236corporate fraud
convictions, including the convictions of 214 chief executive officers and presidents, and
53 chief financial officers.

Health care fraud significantly impacts the lives of all Americans. The National
Health Care Anti-Fraud Association conservatively estimates that three to five percent of
total health care expenses are fraudulent. The major issues are constantly changing and
those involved in health care fraud are continually probing health care benefits programs
for areas of potential fraud. Constant communication between the health care benefits
programs, law enforcement agencies, state agencies and the public is the most effective
means to respond to these changes. The FBI is an integral element of the joint
Department of Justice and Department of Health and Human Services Health Care Fraud
and Abuse Program and is actively involved in 32 Health Care Fraud Task Forces, as
well as numerous working groups and joint investigations. During 2006, investigations
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resulted in 599 indictments; 534 convictions and pre-trial diversions; $373 million in
restitutions; and $1.6 billion in recoveries.

Cyber Crime

Protecting the United States against cyber-based attacks and high-technology
crimes is our third priority, ranking behind only counterterrorism and counterintelligence.
With the ubiquitous nature of the Internet, cyber crime is an ever-evolving threat. Our
foreign adversaries and competitors can remotely observe, target, acquire and exploit our
information to their advantage, often without any physical presence in the United States.
Terrorists recruit, train and plan attacks in the shadows of the Internet. Sexual predators
prowl chat rooms for younger and younger victims. Spies sell intellectual property and
state secrets to the highest bidder. Hackers who used to shut down servers around the
world for bragging rights may be linked to criminal or terrorist organizations. In addition,
many traditional crimes, from money laundering and fraud to identity theft and organized
crime, have migrated online.

Five years ago, in 2002, we created the Cyber Division to handle all cyber-
security crimes. Today, our highly-trained cyber agents and analysts investigate computer
fraud, child exploitation, theft of intellectual property, and worldwide computer
intrusions.

Innocent Images National Initiative

One of our most important cyber programs is the Innocent Images National
Initiative (IINI). The IINI is an intelligence-driven,multi-agency investigative operation
to combat the proliferation ofInternet child pornography and exploitation. Unfortunately,
there is no shortage of work in this arena. In the past 10years, we have witnessed an
exponential increase in our caseload, fromjust 113 cases in 1996 to more than 5,000 this
year. In fact, online child pornography and exploitation investigations accounted for 37
percent of all investigations in the Cyber Division in Fiscal Year 2006. In total, more
than 6,000 child predators have been convicted in FBI cases since 1996.

We have ongoing undercover operations across the country, with hundreds of
agents who investigate cases with their state and local counterparts. On any given day,
these investigators may pose as children to lure online predators into the open. They may
pose as collectors who seek to share images through peer-to-peer networks.. They may
coordinate with the National Center for Missing and Exploited Children to identify
children and adults featured in child pornography. Or they may train police officers to
investigate cases in their ownjurisdictions.

Our collaboration is not limited to the national level. Many producers and
distributors of child pornography operate outside of our borders. Police officers from
Britain, Australia, Belarus, Thailand, and the Philippines, among others, work with
agents and analysts on the Innocent Images International Task Force in Calverton,
Maryland. Since its inception, investigators from 19countries have participated in the
task force. Together, they have generated more than 3,000 leads that were sent to DOJ-
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funded Internet Crimes Against Children Task Forces, FBI field offices, and our
international law enforcement partners.

Online Fraud, Cvber Espionage, and Computer Intrusions

We also investigate online fraud, identity theft, intellectual property violations,
cyber espionage, and computer intrusions.

For example, an ongoing cyber crime initiative has identified more than one
million potential victims of botnet cyber crime. The investigation, entitled "Operation
Bot Roast,"targets"botnets"- groups of compromised computers under the remote
command and control of a hacker commonly known as a "bot-herder."

Most owners of these compromised computers are unwitting victims who have
unintentionally allowed access and use of their computers to facilitate other crimes,
including identity theft, denial of service attacks, phishing, click fraud, and the mass
distribution of spam and spyware. Because of their widely distributed capabilities,
botnets are a growing threat to national security, the national information infrastructure,
and the economy.

The FBI is working with industry partners like the CERT Coordination Center at
CarnegieMellonUniversity,MicrosoftCorporation,andthe BotnetTaskForceto .

identify victim computer IP addresses and to notify those affected. To date, several
suspects have been charged or arrested with computer fraud and abuse.

The FBI sponsors InfraGard, a cutting edge public and private alliance committed
to information sharing and analysis to combine the knowledge base of a wide range of
members. InfraGard is an association of businesses, academic institutions, state and local
law enforcement agencies, and other participants dedicated to sharing information and
intelligence to prevent hostile acts against the United States. InfraGard Chapters are
geographically linked with FBI Field Office territories. Currently, there are over 20,000
individual Infraguard members, representing 240 Fortune 500 companies and all National
Critical Infrastructure sectors.

Increasingly, cyber threats originate outside of the United States. Our information
infrastructureis not oursalone- it canbe accessedby anyonewitha laptopanda modem.
Our Cyber Action Teams travel around the world on a moment's notice to assist in
computer intrusion cases, whether in government, military, or commercial systems.
These teams gather vital intelligence that helps us identify the cyber crimes tbat are most
dangerous to our national security and to our economy.

In 2005, for example, cyber teams comprising investigators and experts in
malicious code and computer forensics worked closely with Microsoft Corporation and
with law enforcement officials from Turkey and Morocco to find the criminals
responsible for creating and spreading the "Mytob" and "Zotob" worms. We resolved
this case within just weeks of the attack, in large part because of the intelligence we
received from our international and private sector partners.
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We are also uniquely positioned to investigate counterintelligence threats in the
cyber arena. Although I am limited in what I can discuss in an open forum, the FBI is
partnered in the National Cyber Investigative Joint Task Force with elements of the
Intelligence Community to investigate and respond to counterintelligence cyber threats.

International Scope and Operations

In today's "flat world," our role cannot be limited to the domestic front. Just as
there are no borders for crime and terrorism, there can be no borders for justice and the
rule of law.

To respond to this new threat landscape, the FBI must create new partnerships and
solidify old friendships with our counterparts around the world. Twenty years ago, the
idea of regularly communicating with our law enforcement and intelligence counterparts
around the world was as foreign as the Internet or the mobile phone. Today, advances in
technology, travel, and communication have broken down walls between countries,
continents, and individuals.

To that end, we have strengthened our relationships with our international law
enforcement partners; we have expanded our global reach. The FBI now has Legal
Attacheoffices- calledLegats- in morethan70 citiesaroundthe world,providing
coverage for more than 200 countries.

These Legats are the FBI's first responders on the global front, from assisting our
British counterparts in the London bombings to finding the man responsible for the
attempted assassination of President Bush in Tbilisi, Georgia. We train together; we
work hand-in-hand on multinational task forces and investigations. We have assisted
counterterrorism investigations from Saudi Arabia to Spain, and from Britain to Bali.

Together we are identifying people and groups that provide financial support to
terrorists. We are collaborating closely with our counterparts in Russia, Eastern Europe,
and Asia to combat global nuclear terrorism. We are working with the Italian National
Police and the Hungarian National Police to investigate organized criminal syndicates
that continue to immigrate to the United States. We are working with our foreign
counterparts to cut off the proliferation of child pornography on the Internet. These
international partnerships are vital to our collective security.

National Security Letters and the Office of Integrity and Compliance

In response to the Inspector General's report dated March 9,2007, concerning the
FBI's use of National Security Letters (NSLs), and an internal audit conducted by the
FBI, the Bureau is in the process of implementing numerous reforms. These reforms will
ensure that we comply fully with both the letter and the spirit of the authorities entrusted
to us.

We are conducting audits to identify and rectify errors in our use ofNSLs. We
are streamlining the approval process to include review of all NSL requests by FBI
attorneys. Weare training agents and supervisorshow and when to use NSLs.
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With regard to the collection of data, investigators must request specific
information and justify the need for such information before the NSL is sent. In addition,
all evidence received from an NSL must be reviewed before it is included in the FBI's
databases, to ensure that only the information requested is retained. Any irrelevant data
will be isolated from other data and may be returned or destroyed. Further, the use of so-
called "exigent letters" is no longer permitted. New guidelines provide a clear process to
be followed in cases of emergency. The FBI has also worked closely with the privacy and
civil liberties officers of the Department of Justice and the Office of the Director of
National Intelligence to insure that policies for retention of information obtained through
NSLs are appropriate to protect privacy and civil liberties.

As part of a significant national security oversight and compliance effort, we are
working with the Department of Justice as it stands up a dedicated Oversight Section
within the National Security Division. This section will be comprised of attorneys and
staff members specifically dedicated to ensuring that the Department of Justice fulfills its
national security oversight responsibilities, to include all aspects of the FBI's national
security program and its use of national security tools. The Department will exercise this
oversight through a regular process of conductingNational Security Reviews of FBI field
offices and Headquarters national security units. These reviews are not limited to areas
where shortcomings have been identified; instead, they are intended to enhance
compliance across the national security investigative spectrum.

Finally, within the FBI itself, we have proposed establishment of the Office of
Integrity and Compliance (OIC), which will soon be submitted to Congress and the
Office of Management and Budget for their concurrence. After the Inspector General's
audit of the FBI's use ofNSLs brought to our attention an unacceptably high rate of error,
we took a hard look at the causes. While we had training for the use ofNSLs in place,
we had no built-in, effective way to track compliance with those requirements.

While many large corporations have compliance divisions, few, if any,
government agencies have department-wideprograms to internally monitor compliance.
Given the complex nature of the FBI's mission, as well as the number of rules, guidelines,
and laws to which we are subject, it is time to start such a program. In developing this
proposal, we have welcomed the input of the Privacy and Civil Liberties Oversight Board,
external privacy and civil liberties groups, as well as Congress.

The OIC will develop, implement, and oversee a program that ensures there are
processes and programs in place that promote FBI compliance with both the letter and the
spirit of all applicable laws, regulations, rules, and policies. Through this program, we
will cultivate an environment committed to these principles and will assist FBI
management at all levels to maintain a culture where ethics and compliance are
paramount considerations in decision making. The OIC will be headed by an Assistant
Director who will report directly to the FBI's Deputy Director, providing direct access to
the top decision makers within the FBI. The OIC will not duplicate the work of the
Inspections Division, but will identify areas of risk so that we can mitigate the risk.
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These comprehensive oversight and compliance programs will ensure that
national security investigations are conducted in a manner consistent with our laws,
regulations, and policies, including those designed to protect the privacy interests and
civil liberties of American citizens. The FBI will do all that it can to uphold our core
value of integrity in order to maintain public trust and confidence.

Information Technology

In recent years, we have made vast improvements to the FBI's outdated
information technology systems. We have installed thousands of state-of-the-art
computers and secure global networks. We have developed sophisticated databases and
search engines, many of which we share with our federal, state, local and tribal
counterparts.

Weare also in the process of implementing Sentinel, our fully automated, web-
based case management system. The Sentinel system, when completed, will help the FBI
manage information beyond the case focus of existing systems, and will provide
enhanced information sharing, search, and analysis capabilities. Sentinel also will
facilitate information sharing with members of the law enforcement and intelligence
communities.

In June, we implemented the first phase of Sentinel. Phase 1 provides a user-
friendly, web-based interface to access information that is housed in the FBI's Automated
Case Support (ACS) system. Information is pushed to users, and documents are made
available through hyperlinks. Phase 1 features a Personal Workbox, which summarizes a
user's cases and leads, putting more information at their fingertips. It also provides a
Squad Workbox, which allows supervisors to better manage their resources and assign
leads with the click of a mouse.

Weare currently working with Lockheed Martin, the prime contractor, to plan the
development and deployment of the next set of Sentinel capabilities. With Phase 1, we
built the foundation for the entire enterprise. Phase 2 will add additional capabilities,
such as electronic forms and electronic workflow, through which employees can send
documents to supervisors for review, comment, and approval. Phase 2 is scheduled for
incremental development and deployment, providing capabilities to users in a more
timely fashion. The four-phase Sentinelproject is scheduled to conclude in 2011, as
originally planned.

Future of the FBI

The FBI was created nearly 100 years ago to address crime crossing state
boundaries. Today, we combat crime and terrorism that cross state boundaries and
national borders with the click of a mouse. The world is smaller and more interconnected
than it ever has been. Unfortunately, criminals and terrorists are also more
interconnected. The threats we face are global in nature, and the technology is moving
more quickly than we could have foreseenjust 10 years ago.
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To defeat these emerging threats, we must continue to expand our global reach.
We must continue to share information with our federal, state, local, tribal, and
international partners. We must continue to update our technology to keep pace with
criminals and terrorists the world over. We must continue to work together to dismantle
criminal enterprises and terrorist cells, to put away child predators and violent gang
members, and to disrupt criminals and terrorists before they strike. Working together is
not just the best option; it is the only option.

Today, we are building on our legacy and our capabilities as we focus on our top
priority: preventing another terrorist attack. It is indeed a time of change in the FBI, but
our values can never change. We must continue to protect the security of our nation
while upholding the civil rights guaranteed by the Constitution to every citizen.

When I speak to Special Agents upon their graduation from the FBI Academy, I
remind each one that it is not enough to prevent foreign countries from stealing our
secrets- we mustpreventthat fromhappeningwhilestillupholdingthe ruleof law. It is
not enoughto stoptheterrorist- we muststophimwhilemaintaininghis civilliberties.
It is not enoughto catchthe criminal- we mustcatchhimwhilerespectinghis civil
rights. The rule of law, civil liberties, civil rights - these are not our burdens; they are
what make us Americans.

* * *

Mr. Chairman, I would like to conclude by thanking this Committee and you for
your service and your support. Many of the accomplishments we have realized during
the past six years are in part due to your efforts. From addressing the growing gang
problem to creating additional Legal Attache offices around the world, to compensating
our personnel, and, most importantly, to protecting the American people from terrorist
attack, you have supported our efforts and our budget requests.

On behalf of the men and women of the FBI, I look forward to working with you
in the years to come as we continue to develop the capabilities we need to defeat the
threats of the future.
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