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.01 As discussed in FAM 270, the following flowcharts illustrate steps the auditor and the IS controls specialist generally follow in understanding and assessing IS controls in a financial statement audit. However, the audit team may decide to test the effectiveness of the general controls even if they are not likely to be effective (see fig. 1) or review application controls even though general controls are not effective (see fig. 2), in order to make recommendations on how to fix weak controls. 
Figure 1: Steps in Assessing IS Controls in a Financial Statement Audit
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I:l Usually done by IS controls specialist in consultation with auditor.
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Figure 2: Steps for Each Significant Application in Assessing IS Controls in a Financial Statement Audit
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