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220 – Understand the Entity’s Operations
.01 The auditor must obtain an understanding of the entity and its environment, including internal control to assess the risk of material misstatement of the financial statements, whether due to error or fraud, and to design the nature, extent, and timing of further audit procedures. In planning the audit, the auditor gathers information to obtain an overall understanding of the entity, including its origin and history, size and location, organization, mission, business, strategies, inherent risks, fraud risks, control environment, risk assessment from both internal and external sources, communications, and monitoring. 
Understanding the entity’s operations in the planning process enables the auditor to identify and respond to risks of material misstatement at the assertion level and to resolve accounting and auditing problems early in the audit. Based on an appropriate understanding of the entity and its environment, including its internal control, the auditor should assess the risks of material misstatement at the financial statement and relevant assertion levels as discussed in the planning and internal control phases of the FAM and then should respond to those identified risks when designing the nature, extent, and timing of tests to be performed in the internal control and testing phases of the audit. 
.02 The auditor’s understanding of the entity and its environment does not need to be comprehensive but includes
· entity management and organization, including the nature of the entity;
· external factors affecting operations, including any industry or regulatory factors; 

· internal factors affecting operations, including the entity’s objectives and strategies and the related business risks that may result in a material misstatement of the financial statements;
· measurement and review of the entity’s performance;
· accounting policies and issues; and

· the design of each of the components of internal control (control environment, entity’s risk assessment, information and communication, control activities, and monitoring) and whether the design has been implemented.

Additional guidance on obtaining an understanding of these areas is included in AU 314, Appendices A and B.

.03 The auditor should identify key members of management and obtain a general understanding of the organizational structure. The auditor’s main objective is to understand how the entity is managed and how the organization is structured for the particular management style. This determines the environment that exists throughout the organization and the extent to which a positive and supportive attitude exists toward internal control and conscientious management. Several other key factors affecting the control environment include
· integrity and ethical values maintained by management;
· management commitment to competence;
· philosophy and operating style;
· delegation of authority and responsibility;
· human capital policies and procedures; and
· relationship with the Congress and oversight agencies.

.04 The auditor should identify significant external and internal factors that affect the entity’s operations as part of understanding the entity and its environment for purposes of planning the audit. External factors include 
· source(s) of funds; 
· seasonal fluctuations; 
· current political climate; and 
· relevant legislation. 
Internal factors include 
· size of the entity; 
· number of locations; 
· structure of the entity (centralized or decentralized); 
· complexity of operations; 
· information technology structure, including the extent to which information systems processing is performed externally, such as through cross-servicing agreements; 
· qualifications and competence of key personnel; and 
· turnover of key personnel.

.05 The auditor should obtain an understanding of 
· the entity’s selection and application of accounting policies and whether they are appropriate for its activities and consistent with U.S. GAAP, including changes in U.S. GAAP that affect the entity, and

· whether entity management appears to follow aggressive or conservative accounting policies.

The auditor should also identify financial reporting standards that are new to the entity and understand when and how the entity will adopt such standards. Where the entity has changed its selection of or method of applying a significant accounting policy, the auditor should evaluate the reasons for the change and whether it is appropriate and consistent with U.S. GAAP.

.06 The auditor also should determine whether the entity is required to report any unaudited supplementary information. This includes information on 

· the condition of heritage assets and stewardship land; 
· deferred maintenance of federal property; 

· stewardship investments for nonfederal physical property, human capital, and research and development; and

· certain information for social insurance programs. 

.07 The auditor should develop and document a high-level understanding of the entity’s use of information systems and how these systems affect the generation of financial statement and supplementary information in the annual performance and accountability report (PAR) or annual report. An IS controls specialist may assist the auditor in understanding the entity’s use of information systems. The FISCAM may be used to document this understanding.

.08 The auditor may gather planning information through different methods (observation, interviews, reading policy and procedure manuals, etc.) and from a variety of sources, including

· top-level entity management; 

· entity management responsible for significant programs;
· the IG office and internal audit management (including any internal control officer);
· others in the audit organization concerning other completed, planned, or in-progress assignments;
· personnel in the Special Investigator Unit; and

· entity legal representatives.

.09 The auditor may gather information from relevant reports and articles issued by or about the entity, including

· the entity’s prior PARs or annual reports;

· other financial information;

· FMFIA reports and supporting documentation;

· reports by management or the auditor about systems’ substantial compliance with FFMIA requirements;

· the entity’s budget and related reports on budget execution;

· GAO reports (including those for performance audits);

· IG and internal audit reports (including those for performance audits and other work);

· congressional hearings and reports;

· consultants’ reports; and

· material published about the entity in newspapers, magazines, Internet sites, and other publications.

.010 Audit documentation from prior year audits may contain useful information for planning the current year audit. However, the auditor should update any prior year information that is to be used as part of the current year audit documentation so that it reflects the current year operations, environment, risks etc. 
If a different auditor performed the prior year audit, the current year auditor should address the need for access to that audit documentation as part of the current year audit contract. As discussed in AU 315.11, the extent, if any, to which a predecessor auditor permits access to their audit documentation is a matter of professional judgment.  
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