1. Introduction

This document explains “what’s new” with the next release of the Secure Payment System (SPS, Release RelP 8.0) from the perspective of SPS users (including DEO and CO user roles).  This new release provides the ability for the SPS users to access the SPS application in a new “Self-Contained” method.  This includes the ability to access SPS without using a Browser or an installed Java Plug-in on the desktop machine.   The existing access mechanism (i.e., Web SPS) of accessing SPS using a Browser and an installed Java Plug-in, remains unchanged.   This document also contains information about upcoming changes to SPS, and to the list of supported operating systems and Java Plug-ins.
This new release is expected to be available on Monday February 04, 2008.  The existing installations of SPS that use a Web Browser and a regular Java Plug-in installation will still work.  Agencies can begin requesting new installation CD’s from their Primary Servicing Regional Financial Center (RFC) by the end of February.
2. What’s New  
2.1  “Self-Contained Access to SPS” Enhancement
All SPS users now have an additional way to access the SPS application using the “Self-Contained” method.  With this new method, SPS can be accessed without using a Browser and using a locally installed version of the Java Plug-in.  Note that the Datakey driver is still needed to be installed on the machine and the SPS application still needs Internet access.  The existing installations of SPS that use a Web Browser and a regular Java Plug-in installation will still work.  However, we expect SPS users to choose one of the two available access mechanisms to access SPS – the existing “Web” access or the new “Self Contained” access. 

The “Self-Contained” access to SPS is expected to provide relief to SPS users who are currently facing “installation issues” on their desktops because they 

a) have to use Internet Explorer to access a different application in a way that causes conflict with the “Web” SPS, or 
b) have to use a Java Plug-in version that is not compatible with “Web” SPS (for example Java 1.3.x_y, or 1.6.x_y.

For users who have no current issues with “Web” SPS, there is no need to change to “Self-Contained” SPS.

A new install CD for the “Self-Contained SPS” will be provided to SPS users on an as-needed basis – the FPAs can contact their Primary Servicing RFCs for a copy of this new install CD.  Before installing the “Self-Contained SPS”, SPS users are expected to remove the existing “Web” SPS application (if present).   The Datakey driver installation, if installed, need not be un-installed or re-installed.  Upon successful installation of “Self-Contained SPS”, a new shortcut to access SPS is placed on their desktop and users can launch SPS by double clicking this new desktop shortcut.  
3. Upcoming Changes to SPS

The next release of SPS is expected to provide support for stronger versions of cryptographic components (SHA-2 and 2048-bit keys).  

Windows XP (with latest patches and updates) is the only supported Operating System for SPS.  Even though our official support will be dropped for Windows 2000, we expect (but cannot guarantee) SPS to continue to function with Windows 2000 Operating System after June 2007. The support for Windows XP is expected to continue for the foreseeable future.  SPS support for the new Windows Vista Operating System is expected to be available in late 2008 or early 2009.

The “Web” SPS supports two versions of Java Plug-ins – version 1.4.2_13 and 1.5.0_11.   SPS support for the new Java plug-in version 1.6.0_x is, expected to be available late 2008. Note that the “Web” SPS support for the Java Plug-in version 1.4.2_13 is expected to be removed at that time.  

4. For More Information

Please contact your Primary Servicing RFC for any questions, concerns or additional information.
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