
CHAPTER TWO 

Secrecy vs. Efficacy 

secrecy. I believe this secrecy-efficacy conflict can be stated as a theory, along 
the following lines.6 

The more open the system (where zero is perfect information access and 
sharing on the X axis secrecy scale [as shown on the above graph]), the more 
access an analyst has to all sources of information within the Intelligence 
Community regarding an adversary. In addition, this openness encourages 
interorganizational communication, interaction, and sharing of information 
among analysts and increases the likelihood that an analyst will be more effi-
cient (in this case the Y axis efficiency scale) and therefore effective or accu-
rate in his or her assessment of a situation. 

Conversely, counter-intelligence is negatively affected by zero-level 
secrecy and perfect openness. The less open or more compartmentalized the 
system, the more efficient and effective are counterintelligence activities. 
Notionally, the two curves would meet somewhere in the tradeoff between 
efficiency and secrecy. Where they meet would depend on program goals and 
a clear definition of starting points and end-states. 

The notional set of curves above illustrates the tradeoff between system 
efficiency and system secrecy and the effect that the tradeoff has on perfor-
mance effectiveness, both positive and negative. In this case, the starting and 
ending points of effectiveness for analysis and for counterintelligence are 
arbitrary and could be positioned anywhere along a continuum between zero 

6 I would like to credit and thank Matthew Johnson at the Institute for Defense Analyses for his 
help in formulating this theory. 
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