
Working together to
protect classified 
information and
preserve our
Nation’s economic and
technological interests.”

The National Industrial
Security Program (NISP) is a
partnership between
Government and industry
designed to create a single,
integrated, and cohesive
industrial security program.

Since its inception in
1993, the NISP has worked
to achieve:

■ An open dialogue
between Government 
and industry.

■ Promotion of awareness
and uniformity in security
procedures.

■ A reduction in redundant
and duplicative security
reviews and audits.

■ An increase in the 
reciprocal acceptance of
clearances.

■ A reduction of security
costs.

THE  NATIONAL  INDUSTRIAL  SECURITY  PROGRAM
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“National Industrial Security

Program” assigns policy 
oversight to the Information
Security Oversight Office and
operational oversight to the

Secretary of Defense. 

C O N TA C T  I N F O R M AT I O N
THE INFORMATION SECURITY 

OVERSIGHT OFFICE 
Director, National Archives and
Records Administration Building
700 Pennsylvania Avenue, N.W.,

Room 100
Washington, D.C. 20408

(202) 219-5250
www.archives.gov/isoo
Email: isoo@nara.gov

CENTRAL INTELLIGENCE AGENCY (CIA)
Director of Security

Washington, D.C. 20505
(703) 482-9006

DEPARTMENT OF ENERGY (DOE)
Office of Security

1000 Independence Avenue SW
Mail Stop: SO-1

Washington, D.C. 20585
(202) 586-3345

NUCLEAR REGULATORY COMMISSION (NRC)
Director of Facilities 

and Security
Mail Stop-T7D57

Washington, D.C. 20555
(301) 415-8080

Email: tom2@nrc.gov

THE OFFICE OF THE SECRETARY OF DEFENSE
Director of Industrial Security

OASD (C3I)/ODASD (S&IO)
Room 1E765, 6000 Defense,

Pentagon
Washington, D.C. 20301

(703) 695-9468

DEFENSE SECURITY SERVICE
Deputy Director for Industrial

Security Program
1340 Braddock Place

Alexandria, VA 22314-1651
(703) 325-5282

Email: ronald.iverson@mail.dss.mil

INDUSTRY
For information on the 

industry representatives, 
please contact ISOO at the e-mail

address or telephone number 
mentioned above.


