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WHAT IS THE NATIONAL INCIDENT
MANAGEMENT SYSTEM?

The National Incident Management System provides a systematic, proactive approach guiding
departments and agencies at all levels of government, the private sector, and nongovernmental
organizations to work seamlessly to prepare for, prevent, respond to, recover from, and mitigate
the effects of incidents, regardless of cause, size, location, or complexity, in order to reduce the

loss of life, property, and harm to the environment. E\
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PREFACE

On February 28, 2003, the President issued Homeland Security Presidential Directive-5 (HSPD-
5), Management of Domestic Incidents, which directed the Secretary of Homeland Security to develop
and administer a National Incident Management System (NIMS). This system provides a
consistent nationwide template to enable Federal, State, tribal, and local governments, the
private sector, and nongovernmental organizations to work together to prepare for, prevent,
respond to, recover from, and mitigate the effects of incidents regardless of cause, size, location,
or complexity. This consistency provides the foundation for utilization of NIMS for all incidents,
ranging from daily occurrences to incidents requiring a coordinated Federal response.

NIMS is not an operational incident management or resource

Allocation plan. NIMS

Jand Security, through the National Integration Center (NIC), Incident
Division, formerly known as the NIMS Integration Center, publishes the

1 Emergency management/response personnel include Federal, State, territorial, tribal, substate regional, and local
governments, private sector organizations, critical infrastructure owners and operators, nongovernmental
organizations, and all other organizations and individuals who assume an emergency management role.
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This document was developed through a collaborative intergovernmental partnership with
significant input from the incident management functional disciplines, the private sector, and
nongovernmental organizations. Originally published on March 1, 2004, the document was
revised in 2007 to reflect contributions from stakeholders and lessons learned during recent

incidents.
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INTRODUCTION
AND OVERVIEW

A. INTRODUCTION

The September 11, 2001, terrorist attacks and the 2004 and 2005 hurricane seasons highlighted
the need to focus on improving emergency management, incident response capabilities, and
coordination processes across the country. A comprehensive national appreqch, applicable at all

2 Emergency management/response personnel include Federal, State, territorial, tribal, substate regional, and
local governments, private sector organizations, critical infrastructure owners and operators, nongovernmental
organizations, and all other organizations and individuals who assume an emergency management role.
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Table 1—Overview of NIMS

What NIMS is: What NIMS is NOT:

e A comprehensive, nationwide, systematic e Aresponse plan
approach to incident management, including °
the Incident Command System, Multiagency
Coordination Systems, and Public Information

Only used during large-scale incidents
e Acommunications plan

e  Only applicable to certain emergency

e  Asetof preparedness concepts and principles responders

for all hazards
e  Only the Incident Command System or an

o  Essential principles for a common operating organizational chart

picture and interoperability of communications _
and information management * Astatic system

e Standardized resource management
procedures that enable coordination among
different jurisdictions or organizations

e  Scalable so it may be used for all incidents
(from day-to-day to large-scale)

e Adynamic system that promotes ongoing
management and maintenance

Vg \)
B. CONCEPTS AND PRINCIPRES

ible yet standardized system for
S is flexible because the system

1. Fle

emergency management and incident response activities. NIMS also provides for the uniqueness
of implementation in specified areas around the Nation. The NIC, as appropriate, will review and
support implementation plans, which are designed to reflect these individual requirements and
organizational structures, for consistency with NIMS concepts and principles.
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2. Standardization

Flexibility to manage incidents of any size requires coordination and standardization among
emergency management/response personnel and their affiliated organizations. NIMS provides a
set of standardized organizational structures that improve integration and connectivity among
jurisdictions and disciplines, starting with a common foundation of preparedness and planning.
Personnel and organizations that have adopted the common NIMS framework are able to work
together, thereby fostering cohesion among the various organizations involved in all aspects of an
incident. NIMS also provides and promotes standard terminology, which fosters more effective
communication among agencies and organizations responding together to an incident.

C. OVERVIEW OF NIMS COMPONENTS

ment, nongovernmental
iplines in an all-hazards

incident management that is applicable at all levels
organizations (NGOs), the private sector, and across f

and Information Management, Resource Manageme ) nagement, and Ongoing
Management and Maintenance.

1. NIMS Components

formation Management

nt and incident response activities rely upon communications and
at provide a common operating picture to all command and coordination

c. Resource Management

Resources (such as personnel, equipment, and/or supplies) are needed to support critical
incident objectives. The flow of resources must be fluid and adaptable to the requirements of the
incident. NIMS defines standardized mechanisms and establishes the resource management
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process to: identify requirements, order and acquire, mobilize, track and report, recover and
demobilize, reimburse, and inventory resources.

d. Command and Management

The Command and Management component within NIMS is designed to enable effective and
efficient incident management and coordination by providing flexible, standardized incident
management structure. The structure is based on three key organizational constructs: the
Incident Command System, Multiagency Coordination Systems, and Public Information.

e. Ongoing Management and Maintenance

Within the auspices of Ongoing Management and Maintenance, there are’t\vo components: the

National Integration Center (NIC) and Supporting Technologies.

(1) National Integration Center

and Technology Dlrectorate, oversees and coordinates the
management-related technology including strategic research
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COMPONENT I
PREPAREDNESS

NIMS provides the mechanisms for emergency management/response personnel3 and their
affiliated organizations to work collectively by offering the tools to enhance preparedness.
Preparedness is achieved and maintained through a continuous cycle of planning, organizing,
training, equipping, exercising, evaluating, and taking corrective action. Ongoing preparedness
efforts among all those involved in emergency management and incident response activities
ensure coordination during times of crisis. Moreover, preparedness fagilitates efficient and
effective emergency management and incident response activities.

ymanagement/response
prate into their overall
ll-hazards emergency
panding preparedness
ix emergency
and collaborative
incidents, while an

3 Emergency management/response personnel include Federal, State, territorial, tribal, substate regional, and
local governments, private sector organizations, critical infrastructure owners and operators, nongovernmental
organizations, and all other organizations and individuals who assume an emergency management role.
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management, and command and management to form an effective system. Additionally, the
unified approach concept is at the core of the command and management system, as it is based on
chain of command, unity of command, unity of effort, and when implemented, unified command.
These characteristics allow organizations with different jurisdictional, geographical, and/or
functional responsibilities, authorities, and resources to coordinate, plan, and interact effectively
in support of a commonly recognized objective.

2. Levels of Capability

Preparedness involves actions to establish and sustain necessary capabilities to execute a full
range of emergency management and incident response activities. For NIMS to function
effectively, jurisdictions and organizations must set expectations about the capabilities and

role.

e Policy Role

1. Relationship between NIMS and Other Preparedness Efforts

To achieve national preparedness and coordinated response, emergency management and
incident response activities must be coordinated at all levels of government and should include
the private sector and NGOs, where appropriate. Homeland Security Presidential Directive-5
(HSPD-5) established a single, comprehensive approach to incident management with the
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objective of ensuring that all levels of government across the Nation have the capability to work
efficiently and effectively together. Several other Homeland Security Presidential Directives are
inextricably linked with HSPD-5, as they deal directly with national preparedness and the
protection of critical infrastructure. These directives are discussed more fully below.

a. Homeland Security Presidential Directive—7 (HSPD-7), Critical
Infrastructure ldentification, Prioritization, and Protection

HSPD-7 directed DHS to establish a national policy for Federal departments and agencies to
identify and prioritize critical infrastructure and key resources in order to prevent, deter, and
mitigate the effects of deliberate efforts to destroy, incapacitate, or exploit them. Federal
departments and agencies are to work with State, tribal, and local governments, the private
sector, and NGOs to accomplish this objective. This effort includgs\ completion and
implementation of the National Infrastructure Protection Plan.

b. Homeland Security Presidential Directive—8 (HSPP=8), Natipnal
Preparedness

HSPD-8 directed DHS to lead a national initiative to develop 2 Rrepakedness System—a

common and unified approach to “strengthen the prepargdhess of the Ukited \States to prevent

and respond to threatened or actual domestic errorist atedcks, majon disasters and other

emergencies.” The requirements of HSPD-8 led to the Nagidnal Preparedness Gujdelines, which
¢ rée fundamental guestions:

¢l

¢ How prepared do we need to be?

e How prepared are we?

The capabiligfes provide the means to accomplish a mission and achieve desired outcomes by
performing critical tasks, under specified conditions, to target levels of performance. Capabilities
are dghtVered by appropriate combinations of properly planned, organized, equipped, trained, and
exercised personnel.

Draft August 2007 11



2. NIMS and its Relationship to the National Response Framework

12

NIMS provides the template for the management

of incidents, regardless of cause, size, location, or The NRF is a guide to how the nation conducts
complexity. The National Response Framework all-hazards incident management.
(NRF) (which supercedes the National Response

Plan) is an all-hazards plan that builds upon the

NIMS. The NRF provides the structure and mechanisms for national-level policy and operational
direction for incident management to ensure timely and effective Federal support to State, tribal,
and local related activities. The NRF is applicable to all Federal departments and agencies that
participate in operations requiring a coordinated Federal response.

NIMS and the NRF are designed to improve the Nation’s incident manggément capabilities and

NRF provides the

A basic premise of both NIMS and the NRF is that /\ /\

incidents typically be managed at the local level NIMS and the NRF are designed to ensure
first. In the vast majority of incidents, loc that local jurisdictions retain command,
resources and local mutual aid agreements and/o control, and authority over response activities
assistance agreements will provide the first line of for their jurisdictional areas.

emergency response and incident mapa@ement. If V4

additional or specialized resources©r capakilities
are needed, Governors may request Federal assistance;\howeyer, NIMS is based on the concept that
over response activities for their

encies to better utilize incoming

.\Preparedness Organizations

Preparedness organizations provide coordination for emergency management and incident
response activities before an incident or scheduled event. These organizations range from groups
of individuals to small committees to large standing organizations that represent a wide variety of
committees, planning groups, and other organizations (e.g., Citizen Corps, Local Emergency
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Planning Committees (LEPCs), Critical Infrastructure Sector Coordinating Councils).
Preparedness organizations should meet regularly and coordinate with one another to ensure an
appropriate focus on helping jurisdictions and groups of jurisdictions to meet their preparedness
needs. The needs of the jurisdictions involved will dictate how frequently such organizations
must conduct their business, as well as how they are structured. When preparedness activities
routinely need to be accomplished across jurisdictions, preparedness organizations should be
multijurisdictional and/or multiagency and include the private sector, critical infrastructure
owners and operators, and NGOs, when relevant. Memorandums or agreements should be
established between necessary parties so that each will be aware of the capabilities, expectations,
and roles of the other.

Preparedness organizations may take the following actions, among others:

e establish and coordinate emergency operations plans, protocols, and procedares, including
public communications and awareness;

4 See page 63, Component IV, Command and Management, Multiagency Coordination Systems.
5 See page 79, Component V, Ongoing Management and Maintenance, Supporting Technologies.
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14

To better serve their constituents, elected and appointed officials should do the following:
e understand, commit to, and receive training on NIMS and participate in exercises;

e maintain an understanding of basic emergency management, continuity of
operations/continuity of government plans, jurisdictional response capabilities, and how to
initiate disaster declarations;

¢ lead and encourage preparedness efforts within the community, agencies of the jurisdiction,
private sector, and NGOs, as appropriate;

o help to establish relationships (including mutual aid agreements and/or assistance
agreements) with other jurisdictions, and as appropriate, with the private sector and NGOs;

e support and encourage participation in mitigation efforts within the jurisdiction, and as
appropriate, with the private sector and NGOs;

o provide guidance to their jurisdictions, departments, and/or agenefes for XIMS
implementation with clearly stated policies;

e understand laws and regulations in their jurisdictions tha 0 em

and incident response; and

rgency management

e maintain awareness of critical infrastructure apd key resburces within theit jurisdictions,

potential incident impacts, and restoration prigrities’

Elected and appointed officials may algo be called uporyto help’shape an{l revise laws, policies,
and budgets to aid preparedness efférts\and to improve emfergency managenient and incident
response activities.

An incident may have a mix of pplitital, economic,\social, environmental, public health, and

Major responsibilities of the
elected and appointed officials:
o clearly state the agency/jurisdiction's

input on policy, direction, and authority to the policy

IC/UC. Proper coordination between elected o evaluate effectiveness and correct
and appointed officials and the IC/UC can be deficiencies

crucial to the successful management of an e support a multiagency approach

incident. Elected and appointed officials must
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clearly communicate views to the IC/UC. As time and agency policy dictate, the following
considerations should be clearly communicated, documented, and provided to the IC/UC:

e safety considerations;

e environmental issues;

e legal and policy limitations;

e issues relating to critical infrastructure services or restoration;
e economic, political, and social concerns; and

e cost considerations.

In some circumstances, if information is not delineated in policies or laws, it should be defined
through a formal delegation of authority or letter or expectations.

c. Nongovernmental Organizations

Nongovernmental organizations, such as community-based,

expegrdtions consistent with Federal, State, tribal, and local roles, responsibilities, and methods
of operations. These expectations should be widely disseminated and the necessary training and
practical exercises conducted so that they are thoroughly understood in advance of an actual
incident. These expectations are particularly important with respect to private sector
organizations involved in critical infrastructure and key resources areas. In addition, private
sector organizations may wish to consider entering into assistance agreements with governments
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or other private sector organizations to clarify the respective capabilities, roles, and/or
expectations of the parties involved in preparing for and responding to an incident. Finally, the
private sector may be a source for best practices in many areas of preparedness, emergency
management, and incident response.

4. Preparedness Elements

16

Preparedness efforts should validate and maintain plans, policies, and procedures, describing
how they will prioritize, coordinate, manage, and support information, and resources. The
elements described below build the foundation necessary for efficient and effective response and
recovery. Ongoing support is provided by the National Integration Center (NIC) in the following
areas: training and exercises, personnel qualification and certification, and equipment
certification.®

a. Preparedness Planning

afid provide mechanisms for setting
pizations and functions, establishing

plyns4n order to accommodate Federal resources when necessary and should integrate them into
their plans as appropriate. While it is recognized that jurisdictions and/or organizations will
develop multiple types of plans, such as response, mitigation, and recovery plans, it is essential
that these plans be coordinated and complement one another.

6 See page 75, Component V, Ongoing Management and Maintenance, National Integration Center.
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Two broad categories of plans are defined as follows:

o Strategic plans define and develop programmatic priorities that address requirements, goals,
objectives, milestones, and resources that ensure interoperable and integrated actions among
all levels of government, the private sector, and NGOs to manage all-hazard emergency
management and incident response activities. Strategic planning involves the adoption of
long-range goals and objectives, the setting of priorities, the establishment of budgets and
other fiscal decisions, policy development, and the application of measures of performance or
effectiveness.

e Operational plans identify and direct the agencies/organizations and resources required to
execute the tasks and objectives necessary based on the strategic planning. Operational plans
often include (but are not limited to) contingency and tactical plans.

Each jurisdiction, in coordination with appropriate agencies and organizagions, should develop
plans that define the scope of preparedness, emergency management and ihcident response
activities necessary for that jurisdiction (e.g., an emergency operatign$ plan)~These plans should
describe organizational structures, roles and responsibilities, poljefes, and pyotocols for providing

' sive enough to meet
the wide variety of public needs that may arise. While th yred ¢ public is generally
beyond the scope of NIMS, plans should also inc publi education, and

State, tribal, and local levels. i k sential functions continue and that
infrastructure and resputce i a jurisdigtion is critical to the success of

'that elected officials and all three branches of government are able to function during and
after a disaster. In order for COOP and COG plans to be most effective, they must be tightly
integrated with all other emergency management and incident response plans.
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(2) Mutual Aid Agreements and/or Assistance Agreements

Mutual aid agreements and assistance agreements are written or oral agreements between and
among agencies/organizations and/or jurisdictions that provide a mechanism to quickly obtain
emergency assistance in the form of personnel, equipment, materials, and other associated
services. The primary objective is to facilitate rapid, short-term deployment of emergency
support prior to, during, and/or after an incident. A signed agreement does not obligate the
provision or receipt of aid, but rather provides a tool for use should the incident dictate a need.
There are several types of these kinds of agreements, including but not limited to the following;

o Automatic Mutual Aid

Agreements that permit the automatic Agreements should include the
dispatch and response of requested following elements or provisions:
resources without incident-specific o definitions of key terms used in the agreement

approvals. These agreements are usually

. . o roles and responsibilities of individual parties
basic contracts; some may be informal

e  procedures for requesting and providing

accords. -
assistance
e Local Mutual Aid e procedures, authorities, and rules for payment,
Agreements between neighboring reimbursement, and allocation of costs
jurisdictions or organizations that e notification procedures

involve a formal request for assistance
and generally cover a larger geographic
area than automatic mutual aid.

e  protocols for interoperable communications

o relationships with other agreements among
jurisdictions

Regional Mutual Aid

Substate regional mutual aid
agreements between multiple
jurisdictions that are

e workers’ compensation

e treatment of liability and immunity

e recognition of qualifications and certifications
e sharing agreements, as required

e termination clause

expect to receive, or to which they expect to provide, assistance. States should participate in
interstate compacts and look to establish intrastate agreements that encompass all local
jurisdictions. Authorized officials from each of the participating jurisdictions and/or
organizations should collectively approve all mutual aid agreements and assistance agreements.
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Memorandums of understanding (MOUs) and memorandums of agreement (MOAs), are also
needed with the private sector and NGOs—such as community-based and faith-based
organizations and national organizations including the American Red Cross and the Salvation
Army—to facilitate the timely delivery of assistance during incidents.

b. Procedures and Protocols

Procedures and protocols should detail the specific actions that can be taken to implement a plan
or system. All emergency management/response personnel and their affiliated organizations
should develop procedures and protocols that translate into specific action-oriented checklists
for use during incident response operations, including how the organizations will accomplish
their assigned tasks.

Procedures are documented and implemented with: checklists; resource MstiNgs; maps, charts,

pént Operatjons Centers (DOC)
ncluding donnectivity among

the sifuation presented, take immediate steps to intervene, and escalate their efforts to a specific
level before further guidance or authorizations are required.
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c. Training and Exercises

Personnel with roles in emergency management and incident response at all levels of government—
including persons with leadership positions, such as elected and appointed officials—and within
the private sector and NGOs must be appropriately trained to improve all-hazards capabilities
nationwide. Standardized NIMS training courses focused on the structure and operational
coordination processes and systems together with courses focused on discipline-specific and
agency-specific expertise help to ensure that emergency management/response personnel can
function together effectively during an incident. Training and exercises should be specifically
tailored to the responsibilities of the personnel involved in incident management. Mentoring or
shadowing opportunities, to allow less experienced personnel to observe those with more
experience during an actual incident, should be incorporated to enhance training and exercising.
Additionally, exercises should be designed to allow personnel to simulate multiple command,
supervisory and/or leadership roles, whenever possible.

NIMS training levels are dependent upon the individual’s/jurisdiceion’s/opganization’s level of
involvement in emergency management and incident response activities Training should allow
practitioners to:

Exercises should contain a
mechanism for incorporating
corrective actions into the
planning process.

Qualifications and Certification

ent of preparedness under NIMS is the use of national standards that allow for the
mon or compatible structures for the qualification and certification of emergency

minimum knowledge, skills, and experience necessary to execute incident management and
emergency response activities safely and effectively. Standards typically include training,
experience, credentialing, validation, and physical and medical fitness. Federal, State, tribal, and

7 See page 31, Component III, Resource Management, for more information on credentialing.
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local certifying agencies, and professional and private organizations with personnel involved in
emergency management and incident response are encouraged to credential those individuals for
their respective disciplines and/or jurisdictions. The baseline criteria for this voluntary
credentialing will be established by the NIC and will detail the standards associated with the
minimum thresholds for specific emergency management positions, allowing those credentialed
personnel to participate, as needed, in national-level incidents.

e. Equipment Certification

Emergency management/response personnel and their affiliated organizations rely on various
types and kinds of equipment to perform essential tasks.8 A critical component of preparedness
is the acquisition of equipment that will perform to certain standards (as designated by
organizations such as National Fire Protection Association or National Instituee of Standards and
Technology), including the capability to be interoperable with equipment used by other

aged homes or businesses in flood-prone areas, relocating the structures, and
e property to open space, wetlands, or recreational uses;

homes, public buildings, and schools in hurricane- and tornado-prone areas;

8 See page 31, Component 11, Resource Management, for more information on equipment certification.
9 See page 75, Component V, Ongoing Management and Maintenance, National Integration Center.
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e implementing a vital records program at all levels of government to prevent loss of crucial
documents and records;

¢ intelligence sharing and linkage leading to other law enforcement activities, such as infiltration
of a terrorist cell to prevent an attack;

e periodic remapping of hazard or potential hazard zones, using geospatial techniques; and

¢ management of data regarding historical incidents to support strategic planning and analysis.

f
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COMPONENT 11

COMMUNICATIONS AND
INFORMATION MANAGEMENT

Effective emergency management and incident response activities rely upon flexible
communications and information systems that provide a common operating picture to emergency
management/response personnell® and their affiliated organizations. Establishing and
maintaining a common operating picture and ensuring accessibility and imteroperability are the

Properly planned, established, and utilized communications ¢x ke dissemination of
information among and between command and support and, as appropriate,

its of the various
communications
and information

Common Operating Picture

Collating and gathering information—such
as traffic, weather, actual damage,
resource availability—of any type (voice,
data, etc.) from agencies/organizations in
order to make decisions during an incident.

parties inyOlved in an incident. Achieving a common
oferating picture allows on-scene and off-scene

10 Emergency management/response personnel include Federal, State, territorial, tribal, substate regional, and
local governments, private sector organizations, critical infrastructure owners and operators, nongovernmental
organizations, and all other organizations and individuals who assume an emergency management role.

Draft August 2007 23



personnel (e.g., those at the Incident Command Post, an Emergency Operations Center, and
within a multiagency coordination group) to have the same information about the incident,
including the availability and location of resources, personnel, and the status of requests for
assistance. Additionally, a common operating picture offers an overview of an incident thereby
providing incident information which enables the Incident Commander (IC), Unified Command
(UC), and supporting agencies and organizations to make effective, consistent, and timely
decisions. In order to maintain situational awareness, communications and incident information
must be updated continually. Having a common operating picture during an incident helps to
ensure consistency for all emergency management/response personnel engaged in an incident.

2. Interoperability

Communications interoperability allows emergency management/respons¢ \personnel and their
affiliated organizations to communicate within and across agencies grd jurigdictions via voice,

while portability facilitates the interaction of systems that are normally distinct.
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4. Resiliency and Redundancy

Resiliency is the ability of communications systems to withstand and continue to perform after
damage and/or loss of infrastructure. It requires communications systems to avoid relying solely
on a sophisticated but vulnerable network of support systems. Prudent resiliency practices could
include, for example, hardened dispatch centers and transmission systems or infrastructure that
can withstand known risks (e.g., repeater antenna sites are equipped with independent power
systems to ensure their continued function during a power failure).

Redundancy is another essential element of a jurisdiction’s/organization’s communications
structure. Although the duplication of identical services is one method of achieving redundancy,
it also derives from the ability to communicate through diverse, alternative methods when
standard capabilities suffer damage. For example, a public safety agency might have a high-tech
voice 400-megahertz system that is used as the primary dispatch system but maintain a
redundant very high frequency (VHF) system in its vehicles, which would still be able to reach
the dispatch center in the event that the primary system is rendered inoperable. Resiliency and
redundancy are critical to ensuring communications flow during an incident.

B. MANAGEMENT CHARACTERISTICS

Emergency management/response personnel must be able to manage incideng ¢ommunications

keep pace.

1. Standardized Communication Types

' see pag 69,%0 nt IV, Command and Management, Public Information, and page 102, Appendix B, Incident
Command Qystem, Pkinning Section Chicf.
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o Public Address Communications

Emergency alerts and warnings, press conferences, etc.12

2. Policy and Planning

26

Coordinated communications policy and planning provides the basis for effective communications
and information management. Although communications and information management is
important during routine operations, well-established procedures and protocols become critical
during incident response activities. Careful planning should determine what communications
systems and platforms will be used, who can use them, what information is essential in different
environments, the technical parameters of all equipment and systems, and much more.

Information flow between all stakeholders is crucial, but interoperabiljes\ presents additional
challenges when the private sector, critical infrastructure owpefs and operators, and
nongovernmental organizations (NGOs) are taken into consideratién. All rélevant stakeholders

also be shared when appropriate, to provide sta i q opportunity to be
interoperable and compatible.

met at the Federal, State, tribal,
primarily through preparedness

procedures will be in effect at the time of an incident. The agreements should specify all of the
communications systems and platforms through which the parties agree to utilize or share
information.

12.gee page 69, Component IV, Command and Management, Public Information.
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4. Equipment Standards and Training

Communications equipment utilized by emergency management/response personnel often consists
of components and systems that may be connected through common interfaces, many of which rely
on the private sector to provide their operational backbone. Public/private communication systems
(and associated equipment) should be regularly enhanced and updated, as the maintenance of the
systems and equipment is essential to effective emergency management and incident response
activities. The wide range of conditions under which communications systems will be utilized
should be considered when developing standards associated with the systems and equipment.
Training and exercises utilizing the interoperable systems and equipment are necessary for
personnel to understand their capabilities and limitations before an incident.

C. ORGANIZATION AND OPERATIONS

1. Incident Information

During the course of an incident, information is vital to assist the Incident Commander, Unified
Command, and/or supporting agencies and organizations with decisionmaking. Much of the
information is used for various and diverse functions within ICS. For example, the§ame piece of
information may:

e aid in the planning process to develop an Incident Action Plan (IAP);
e be a key point in release of public information;
e assist finance/administration section in determining incidengCost;
o determine the need for additional involvement of private
¢ identify a safety issue; and

o follow up on an information request.

tandardized to ensure that
ergency management/response
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b. Analytical Data

Data, such as information on public health and environmental monitoring, should be collected in
a manner that observes standard data collection techniques and definitions. The data should then
be transmitted using standardized analysis processes. During incidents that require public health
and environmental sampling, multiple organizations at different levels of government often
collect data, so the standardization of the collection and analysis of the data is critical.
Additionally, standardization of sampling and data collection enables more reliable analysis and
improves the quality of assessments provided to decisionmakers.

c. Geospatial Information

Geospatial information is defined as information pertaining to the geographic location and
characteristics of natural or constructed features and boundaries. It is ofrgn used to integrate
assessments, situation reports, and incident notification into a common-Gperjting picture and as
a data fusion and analysis tool to synthesize many kinds and soure¢s of data and imagery. The

aisprsed  incoprectly
btandards covering geos

(and related testing) and associated compliance
se organizations to work together effectively. These

a\ Radio Usage Procedures

Procedures and protocols for incident-specific communications and other critical incident
information should be set forth in agreements or plans prior to an incident where possible.
These procedures and protocols form the foundation for the development of the

B see page 42, Component III, Resource Management, Identifying and Typing Resources.
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communications plan during an incident. The receiving
center should be required to acknowledge receipt of
the emergency information. Additionally, each those messages necessary for the
agency/organization should be responsible for effective execution of emergency
disseminating this information to its respective management, response personnel’s
personnel. task.

During incident response activities,
radio traffic should be restricted to

Each emergency management/response  personnel

participating in emergency management and incident response activities should follow
recognized procedures and protocols for establishing interoperability, coordination, and
command and control.

b. Common Terminology, Plain Language (Clear Text), Compatibility

The ability of emergency management/response personnel from different disciplines,
jurisdictions, organizations and agencies to work together depends greatly on their ability to
communicate with each other. The use of common terminology is about the ability of emergency
management/response personnel to communicate clearly with one another and effectively
coordinate activities, no matter what the size, scope, location, or complexity of the incident.

The use of plain language (clear text) in emergency management and incident pgsponse is a
matter of public safety, especially the safety of emergency management/respons¢ pensonnel and

14 gee pagd\69-70, Component IV, Command and Management, Joint Information Systems and Joint Information Center.
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affairs into a cohesive organization designed to provide consistent, coordinated, accurate,
accessible, and timely information during crisis or incident operations.

The JIC provides a structure for developing and delivering incident-related coordinated
messages; it develops, recommends, and executes public information plans and strategies; advises
the Incident Commander, Unified Command, and/or supporting agencies or organizations
concerning public affairs issues that could affect a response effort; and controls rumors and
inaccurate information that could undermine public confidence in the emergency response effort.
It is the central point of contact for all news media at the scene of an incident. Public information
officials from all participating agencies/organizations should co-locate at the JIC.

e. Internet/Web Procedures

The Internet and other web-based tools can be assets for /\

emergency management/response personnel and their

affiliated organizations. These tools, for example, can be The Internet and other web-based
used as a mechanism to offer situational awareness during tools can be used, as appropriate,
incidents to organizations and agencies involved in th during incidents to help with

situational awareness and crisis
information management.

low plafned §ynd standardized
edures, and\progecols.

heseVtandatds, all levels of government, NGOs, and the private sector should collaborate to
administer the authentication process.
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COMPONENT I11
RESOURCE MANAGEMENT

Emergency management and incident response activities require carefully managed resources
(personnel, teams, facilities, equipment, and/or supplies) to meet incident needs. Utilization of
the standardized resource management concepts such as typing, inventorying, organizing, and
tracking will facilitate the dispatch, deployment, and recovery of resources before, during, and
after an incident. Resource management should be flexible and scalable in order to support any
incident and be adaptable to changes. Efficient and effective deployment qf resources requires
that resource management concepts and principles be utilized in phases of emergency
management and incident response.

From routine, local incidents to incidents requiring a coor¢ihated Fedgral response, resource

coordination systems (MACS),!> serving at an
emergency operations center or similar site.

For certain kinds of incidents, resource needs
may be anticipated well enough to develop a
deployment strategy, incorporating all elements
of resource management.

e  Pre-incident assignment: Assigning
personnel and teams to specific tasks in
anticipation of incident response

o “Move-up” or “backfill” strategy: Moving
resources nearest to an incident into the
incident area, with more distant resources
filling the void by backfilling behind the
deploying resources

o Regional predeployment of resources: Using
predesignated areas for final preparation of
resources prior to mobilization and recovery
of resources during demobilization

consideragions.

onstraints and

15 See page 63, Component IV, Command and Management, for more information on MACS.
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A. CONCEPTS AND PRINCIPLES

1. Concepts

The underlying concepts of resource management are as follows:

o Consistency

Provision of a consistent method of identifying, acquiring, allocating, and tracking resources

o Standardization

Resource classification to improve the effectiveness of mutual aid agreepr€its and/or assistance
agreements

e Coordination

The facilitation and integration of resources for optimal b

o Inclusion

processes, and technologies

o Credentialing

esourde,_management are based upon the following five interwoven

Planning may include the creation of new policies to encourage pre-positioned resources.
Pre-positioned resources are those that are moved to an area near the expected incident site in
response to anticipated resource needs. Plans should anticipate conditions or circumstances that
may trigger a specific reaction, such as the restocking of supplies when inventories reach a
predetermined minimum. Organizations and/or jurisdictions should continually assess the status
of their resources in order to have an accurate list of resources available at any given time.
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Additionally, emergency management/response personnell® should be familiar with the National
Response Framework (NRF) and should be prepared to integrate and/or coordinate with Federal
resources, including those that might be pre-positioned.

b. Use of Agreements

Agreements among all parties providing or requesting resources are necessary to enable effective
and efficient resource management during incident operations. This includes developing and
maintaining standing agreements and contracts for service and/or supplies that may be needed
during an incident.

c. Categorizing Resources

Resources are organized by category, kind, and type, including size, capacity, capability, skill,
and other characteristics. This makes the resource ordering and dispatch process within and
across jurisdictions, between all levels of governments, the private sector, and NGOs, more
efficient and is intended to ensure that needed resources are received.

d. Resource Identification and Ordering

The resource management process uses standardized processes and methedologies to identify,
order, mobilize, and track the resources required to support incideng“anagement activities.
Those with resource management responsibilities perform these gasks eighfer at the Incident
Commander’s (IC’s) request or in accordance with planning requirements. Identification and
ordering of resources are intertwined. In some cases, the ider\ificatich and\ordering process is

Stockpiling vs. Just in time

Resources may be acquired in advance and
stored in a warehouse (i.e., “stockpiled”) or
supplied “just in time,” typically using a pre-
incident contract. Planning and resource
accounting procedures should accommodate
both types of resource supply.

organizationssand all other organizations and individuals who assume an emergency management role.
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contracts. Those with resource management responsibilities make this decision by considering
the urgency of the need, whether there are sufficient quantities of required items on hand, and/or
whether the required items can be produced quickly enough to meet demand. Another important
part of the process is managing inventories with shelf-life or special maintenance considerations.
Strict reliance on stockpiling raises issues concerning shelf-life and durability; however, strict
reliance on “just in time” resources raises its own concerns related to timely delivery. Those with
resource management responsibilities should build sufficient funding into their budgets for
periodic replenishments, preventive maintenance, and capital improvements. An integral part of
acquisition procedures is developing methods and protocols for the handling and distribution of
donated resources.

(2) Management Information Systems

These systems are used to provide decision support information to mdnagers by collecting,
updating and processing data, and tracking resources. They enhance peSourceystatus information

reporting, and geographical information systems. Tk fon and uke of fystems for resource
management should be based on the identificatiq i i &ds within a jurisdiction.

(3) Redundant Information Systems

Preparedness organizations develop standard
. Examples include tracking systems that identify the
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B. MANAGING RESOURCES

PREPAREDMNESS ACTIVITIES
FOR RESOURCE MANAGEMENT

s Resource Typing

Ll |1-1.||u|r|.=|.|.“\\* q’

)

IDENTIFY
RECIIIREMENTS

INVENTORY J

”

Y
A QRDER & ACCOUIRE
REIMBLIRSE v
Fe MOBILIZE
RECOVER/DEMOBILIZE l
@ EXPERDAHLT 4
®MONEXPENDARLE w

TRACK &

Cecl

geographic factors, and validated pri
adjusted as new lessons are learned.

ensuring adequate fuel supplies during
future availability.
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1. Identify Requirements

36

When an incident occurs, those with resource management responsibilities should continually
identify, refine, and validate resource requirements. This process involves accurately identifying
(1) what and how much is needed, (2) where and when it is needed, and (3) who will be receiving
or using it. Resources to be identified in this way include equipment, facilities, and personnel
and/or emergency response teams. If a requestor is unable to describe an item by resource type or
classification system, those with resource management responsibilities should provide technical
advice to enable the requirements to be defined and translated into a specification. Specific
resources for critical infrastructure/key resources may need to be identified and coordinated
through mutual aid agreements and/or assistance agreements unique to those sectors, and should
be accessible through preparedness organizations and/or MACS.

incident evolves.
affiated organizations

Resource availability and requirements will constantly change as
Consequently, all emergency management/response personnel and thet
participating in an operation should coordinate closely in this
begin as early as possible, preferably prior to the need for incideptresponge activities.

or seasonal flooding), States and/or the Federal nt may, predeploy assets to the
anticipated incident area. In cases where there is sess the requirerjents and plan for a

situation. PN

Joint Field Office
[ Federal Agencies and Departments® ]

Ry
o] Funding B0t
T et Eoy M
ant m qm‘“””nnf

R Intrastate Mutual Aid/
Interstate Mutual Aid

ik i

S Ftate EDC. gy {EMAC)/Private Sector/
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[Ii"‘ Private Sector
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A
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*Some Federal agencies (U.S. Coast Guard, Environmental Protection Agency, etc.) have statutory
responsibility for response and may coordinate and/or integrate directly with affected jurisdictions.

Figure 2—Flow of Requests and Assistance During Large-Scale Incidents
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2. Order and Acquire

Requests for resources that cannot be obtained Avoid Bypassing Systems
locally are submitted using standardized
resource-ordering procedures. These requests
are generally forwarded first to an adjacent
locality or substate region and then to the
State.

All of those with responsibilities for managing
resources, including public officials, should
recognize the inherent limitation in requesting
resources by reaching around the official resource
coordination process within the multiagency
coordination system supporting the incident(s).
These requests do not proceed within the context
of orderly resource management systems, and
typically lead to inefficient use and/or lack of

The decision cycles for placing and filling
resource orders are different for field/incident
personnel  with  resource  management
responsibilities and resource coordination _
processes (such as MACS). The IC will develop accounting of resources.
resource requests based on  priorities

considering current and successive operational periods. Decisions about resource allocation are
based on organization or agency protocol and possibly the resource demands of other incidents.
Requested resources will be mobilized only with the consent of the jurisdiction that is being
asked to provide the resources. Discrepancies between requested resources and those available
for delivery must be communicated to the requestor.

3. Mobilize

Emergency management/response personnel begin mobilizing when #fotified

rough established

pitals, EOCs, shelters, and waste
thout moving into the incident area in

4. Track
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appropriate. This process provides a clear picture of where resources are located; helps staff
prepare to receive resources; protects the safety and security of equipment, supplies, and
personnel; and enables their coordination and movement.

Those with resource management responsibilities use established procedures to track resources
continuously from mobilization through demobilization. Managers should follow all procedures
for acquiring and managing resources, including reconciliation, accounting, auditing, and
inventorying,.

5. Recover and Demobilize

38

Recovery involves the final disposition of all resources, including those located at the incident
site and at fixed facilities. During this process, resources are rehabilitated, replenished, disposed
of, and/or retrograded.

Demobilization is the orderly, safe, and efficient return of an ipcident ¥€source to its original
location and status. It can begin at any point of an incident, hut should bggin as soon as possible
to facilitate accountability of the resources. The demobBilixatior \procass should coordinate

b. Expendable Resources

Expendable resources (such as water, food, fuel, and other one-time-use supplies) must be fully
accounted for. The incident management organization bears the costs of expendable resources, as
authorized in financial agreements executed by preparedness organizations. Restocking occurs at
the point from which a resource was issued. Returned resources that are not in restorable
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condition (whether expendable or nonexpendable) must be declared as excess according to
established regulations and policies of the controlling jurisdiction, agency, or organization.
Waste management is of special note in the process of recovering resources, as resources that
require special handling and disposition (e.g., biological waste and contaminated supplies, debris,
and equipment) are handled according to established regulations and policies.

6. Reimburse

In many cases, resources rendered may or may not be reimbursed based upon pre-incident
agreements. When applicable, reimbursement provides a mechanism to recoup funds expended
for incident-specific activities. Reimbursement processes play an important role in establishing
and maintaining the readiness of resources and should be in place to ensure that resource
providers are reimbursed in a timely manner. They should include mechanisms for collecting bills,
validating costs against the scope of the work, ensuring that proper authorities are involved, and
accessing reimbursement programs. Reimbursement mechanisms should be included in
preparedness plans, mutual aid agreements, and assistance agreements.

7. Inventory

ailability of assets
aintain current

Resource management uses various resource inventory systems to assess the a
provided by jurisdictions. Preparedness organizations should inventory amd

d mimum standards, to provide particular services and/or functions or
procedures during an incident.
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For the purpose of NIMS, credentialing is the administrative process for validating the
qualifications of personnel and assessing their background for authorization and access to an
incident involving mutual aid.

Credentialing, which is done as a preparedness activity for resource management, is separate
from badging, which takes place at the incident site in order to allow individuals and/or teams
access to the scene. To be granted this access by the proper agents (i.e., State, tribal, local, private,
NGO), jurisdictions should establish processes that include the verification of the following;

e identity
e qualifications

e deployment authorization

NGOs and, where appropriate, the private sector will coordinate protocols yith Yocal jurisdictions for

not hindered and are consistent with safety and security considepations ofthe local jurisdictions.
Organizations utilizing volunteers, especially spontaneous volugteers, shall yerify member eligibility

credentialing under NIMS.

No
Qualified? W“‘
Perlodic Review Yes
of Credentialing Credentia
Organization by g
Third Party

Reviewer

Figure 3—NIMS Personnel Credentialing
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b. Identifying and Typing Resources

Resource typing is categorizing, by capability, the resources requested, deployed, and used in
incidents.’ Measurable standards identifying the capabilities and performance levels of
resources serve as the basis for categories. Resource users at all levels utilize these standards to
identify and inventory resources. Resource kinds may be divided into subcategories to define
more precisely the resource capabilities needed to meet specific requirements. Resource typing is
a continuous process designed to be as simple as possible to facilitate frequent use and accuracy
in obtaining needed resources. To allow resources to be deployed and used on a national basis,
the NIC (with input from Federal, State, tribal, local, private sector, NGOs, and national
professional organizations) is responsible for facilitating the development and issuance of
national standards for the typing of resources and ensuring that these typed resources reflect
operational capabilities.18

(1) Category

This is the function for which a resource would be most useful. Table 2 lists the categories, as of
June 2007, used in the national resource typing protocol.

Table 2—Categories Used in National Resource Typing

Category A

e Transportation Health and medical

e  Communications Search and rescue
o Public works and engineering
o Firefighting

o Information and planning

Hazardous materiats response

e Law enforcement and security
e Mass care
e  Resource management

2N\
(2) Kind

Kind refers to broad classes that charagterireNjke resourcey, such as teams, personnel, equipment,
supplies, vehicles, and afrcraft:

(a) Components

Resources can co
havin

ee pagesB83-87 /Appendix A, for more information on resource typing.
roposals for ddditions to the NIMS Typed Resources Definitions may be submitted to the NIC, Incident
stems Division, for consideration.

18
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Table 3—Example of a Resource with Multiple Components
(Firefighting Engine Company)

(1) Pump (5) Water tank

(2) Hose21/2 (6) Ladder

(3) Hose 1 %" (7) Master stream
(4) Hand tools (8) Personnel

As another example, urban search and rescue teams consist of two 31-person teams, four canines,
and a comprehensive equipment cache. The cache is divided into five separate color-coded
elements and is stored in containers that meet specific requirements.

(b) Measures

eSounce being typed. The
e’must be useful in

Measures are standards. The measures used will depend on the kind of
mission envisioned determines the specific measure selected. The

it has a greater level of capability t
power, size, or capacity), and so on to

in Table 4:

Table 4—Exaiple
pe 1\ 9,600 bbls/day Type3 480 bbls/day

Type 2 \ 2,880 bbls{day Typed4 N/A

) Additignal Informatio

Resaurce with Multiple Types (Coast Guard Oil Skimmer)

The natiopal fesourcetyping protocol will also provide the capability to use additional
infqrmatign that is pertinent to resource decisionmaking. For example, if a particular set of
e released to support an incident only under particular authorities or laws, the
rotocol shotild alert responsible parties to such limitations.
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COMPONENT 1V
COMMAND AND MANAGEMENT

The previous components discussed within NIMS—Preparedness, Communications and
Information Management, and Resource Management—provide a framework to facilitate clear
response authority, resource acquisition, and effective management during incident response. The
Incident Command System (ICS), Multiagency Coordination Systems (MACS), and Public
Information are the fundamental elements of incident management. These fundamental elements
provide standardization through consistent terminology and established organizational
structures. Emergency management and incident response is the broad sfectrum of activities and

specifically, incident management includes directi \ , perations; acquu-mg,
coordinating, and delivering resources to incident sites; and sharig information about the

ithin a single jurisdiction, and direct
P responses need g0 no further In other

ingidént management by integrating a combination of facilities, equipment, personnel,
procedures, and communications operating within a common organizational structure. ICS is a

19 Emergency management/response personnel include Federal, State, territorial, tribal, substate regional, and
local governments, private sector organizations, critical infrastructure owners and operators, nongovernmental
organizations, and all other organizations and individuals who assume an emergency management role.
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fundamental form of management established in a standard format, with the purpose of enabling
incident managers to identify the key concerns associated with the incident (oftentimes under
urgent conditions), without sacrificing attention to any component of the command system.

ICS is used to organize on-scene operations for a broad spectrum of emergencies from small to
complex incidents, both natural and manmade. The field response level is where emergency
management/response personnel, under the command of an appropriate authority, carry out
tactical decisions and activities in direct response to an incident or threat. Resources from the
Federal, State, tribal, or local levels, when appropriately deployed, become part of the field ICS as
prescribed by the local authority.

As a system, the ICS is extremely useful; not only does it provide an organizational structure for
incident management, but it also guides the process for planning, building, and adapting that
structure. Using ICS for every incident or scheduled event helps hone and miyjintain skills needed
for the large-scale incidents.

as well as by many
glso applicable across
yjor functional areas:
Command, Operations, Planning, Logistics,
Investigation is an optional sixth functional area that i i case basis.

Maj6r resources—including personnel, facilities, and major equipment and supply items—used
to support incident management activities are given common names and are “typed” with respect
to their capabilities, to help avoid confusion and to enhance interoperability.20

20 gee page 41, Component III, Resource Management, Identifying and Typing Resources.
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(3) Incident Facilities

Common terminology is used to designate the facilities in the vicinity of the incident area that
will be used during the course of incident management.

b. Modular Organization

The incident command organizational structure develops in a modular fashion that is based on
the size and complexity of the incident, as well as the specifics of the hazard environment created
by the incident. When needed, separate functional elements can be established, each of which
may be further subdivided to enhance internal organizational management and external
coordination. Responsibility for the establishment and expansion of the ICS modular
organization ultimately rests with Incident Command, which bases the ICS organization on the
requirements of the situation. As incident complexity increases, the organization expands from
the top down as functional responsibilities are delegated. Concurrently with structural
expansion, the number of management and supervisory positions expands to address the
requirements of the incident adequately.

c. Management by Objectives

The management by objectives is communicated throughout the entire ICS,organization and
includes:

o establishing incident objectives;
e developing strategies based on incident objectives;

e developing and issuing assignments, plans, procedures,

d. Incident Action Planning

Centralized, coordinated incident | action

The Incident Action Plan is
built on P-O-S-T:
P - Priorities. Regardless of the size or
complexity of an event or incident, the
fundamental priorities remain constant: life
safety, incident stability, and conservation of
property and the environment

O - Objectives. Broad descriptions or statements
of the desired outcomes or actions to achieve
consistent with the priorities

S - Strategies. Action processes by which the
objectives are met

T - Tactics (or Tasks). Specific activities that are
implemented to achieve the identified strategies

captured with/a formal IAP. However, if an
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incident is likely to extend beyond one operational period, become more complex, or involve
multiple jurisdictions and/or agencies, preparing a written IAP will become increasingly
important to maintain effective, efficient, and safe operations.

e. Manageable Span of Control

Span of control is key to effective and efficient incident management. Within ICS, the span of
control of any individual with incident management supervisory responsibility should range from
three to seven subordinates, with the optimum being five. The type of incident, nature of the task,
hazards and safety factors, and distances between personnel and resources all influence
span-of-control considerations.

f. Incident Facilities and Locations

Various types of operational support facilities are established im’the vjefnity of an incident,
depending on its size and complexity, to accomplish a variety pf purpose§. The IC will direct the

management and emergency respo
Component IIL

the scene responsible for establishing command. When command is transferred, the process must
include a briefing that captures all essential information for continuing safe and effective
operations.
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j. Chain of Command and Unity of Command

Chain of command refers to the orderly line of authority within the ranks of the incident
management organization. Unity of command means that all individuals have a designated
supervisor to whom they report at the scene of the incident. These principles clarify reporting
relationships and eliminate the confusion caused by multiple, conflicting directives. Incident
managers at all levels must be able to direct the actions of all personnel under their supervision. 2!

k. Unified Command

In incidents involving multiple jurisdictions, a single jurisdiction with multiagency involvement,
or multiple jurisdictions with multiagency involvement, unified command allows agencies with
different legal, geographic, and functional authorities and responsibilities to work together
effectively without affecting individual agency authority, responsibility, or accountability.

I. Accountability

Effective accountability of resources at all jurisdictional levels and within individual functional
areas during incident operations is essential. To that end, Check-in/Check-out, Incident Action
Plan, Unity of Command, Personal Responsibility, Span of Control, and Resource Tracking are
the principles of accountability, which must be adhered to.22

m. Dispatch/Deployment

Resources should respond only when requested or when dispatched by, an appropriate authority
through established resource management systems. Resoupces \nptrequiested, must refrain from
spontaneous deployment to avoid overburdening the ree '
challenges.

utilized by civil
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a. Incident Command

The command function may be conducted in one of two general ways:

(1) Single Incident Commander

When an incident occurs within a single jurisdiction and there is no jurisdictional or functional
agency overlap, a single IC should be designated with overall incident management responsibility
by the appropriate jurisdictional authority. (In some cases where incident management crosses
jurisdictional and/or functional agency boundaries, a single IC may be designated if agreed upon.)
Jurisdictions should consider predesignating ICs for preestablished IMTs in their preparedness

plans.

The designated IC will develop the incident
objectives on which subsequent incident action
planning will be based. The IC will approve the
IAP and all requests pertaining to ordering and
releasing incident resources.

(2) Unified Command

Unified Command (UC) is an important eleme

in multijurisdictional or multiagency incideng
management. It provides guidelines to enabl
agencies with different legal, geogpaghic, and

s for resource ordering;

e coordinated approval of information releases.

Draft August 2007

Advantages of Using Unified
Command

A single set of objectives is developed for the
entire incident.

A collective approach is used to develop
strategies to achieve incident objectives.

Information flow and coordination is
improved between all jurisdictions and
agencies involved in the incident.

All agencies with responsibility for the
incident have an understanding of joint
priorities and restrictions.

No agency’s legal authorities will be
compromised or neglected.
The combined efforts of all agencies are

optimized as they perform their respective
assignments under a single IAP.

ing, logistical, and finance/administration functions, wherever possible; and




All agencies in the UC structure contribute to the process of—
o selecting objectives;
e determining overall incident strategies;

e ensuring that joint planning for tactical activities is accomplished in accordance with
approved incident objectives;

e ensuring the integration of tactical operations; and

e approving, committing, and making optimum use of all assigned resources.

The exact composition of the UC structure will depend on the location(s) of the incident (ie.,
which geographical jurisdictions or organizations are involved) and the type of incident (i.e., which
functional agencies of the involved jurisdiction(s) or organization(s) are required). If planned for in
advance (e.g., for planned events), the designation of a single IC for some multijurisdictional
incidents may be considered in an effort to promote greater unity of effort and efficiency.

The designated agency officials participating in the UC represent different legal authorities and
functional areas of responsibility and use a collaborative process to establish, identify, and rank
incident priorities and determine appropriate objectives consistent with the priorities. Agencies
that are heavily involved in the incident but lack jurisdictional responsibility are defined as
supporting and/or assisting agencies. They are represented to the command stxucture and effect
coordination on behalf of their parent agency through the Liaison . Jurisdictional
responsibilities of multiple incident management officials are consolida a single planning
process, including the following:

o responsibilities for incident management;
e incident objectives;
e resource availability and capabilities;

e limitations; and

Operations Sextiorn
jurisdictional inVolveément, UC g
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e establish consolidated incident objectives, priorities, and strategies;
e establish a single system for ordering resources;

e develop a consolidated written or oral TAP to be evaluated and updated at regular intervals;
and

e establish procedures for joint decisionmaking and documentation.

Table 5—Comparison of a Single IC and UC

Single Incident Commander Unified Command
The IC is solely responsible (within the confines of | The individuals designated by their
his or her authority) for establishing incident jurisdictional or organizational authorities
objectives and strategies. The IC is directly (or by departments within a singl

responsible for ensuring that all functional area jurisdiction) must jointly dete
activities are directed toward accomplishment of | objectives, strategies, pl
the strategy. allocations, and prigri rk together

to execute inte inci i
and maximize'the assigned kesources.

b. Command Staff

blic Information
and may have
the nature, scope,

onitors incident operations and advises the IC/UC on all matters relating to
safety, including the health and safety of emergency responder personnel. The

JC and supervisors at all levels of incident management. The Safety Officer is, in turn,
responsible to the IC/UC for the systems and procedures necessary to ensure ongoing assessment
of hazardous environments, coordination of multiagency safety efforts, and implementation of
measures to promote emergency responder safety, as well as the general safety of incident
operations. The Safety Officer has emergency authority to stop and/or prevent unsafe acts during
incident operations. It is important to note that the agencies, organizations, or jurisdictions that
contribute to joint safety management efforts do not lose their individual identities or
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responsibility for their own programs, policies, and personnel. Rather, each contributes to the
overall effort to protect all responder personnel involved in incident operations.

(3) Liaison Officer

This officer is Incident Command’s point of contact for representatives of other governmental
agencies, NGOs, and/or the private sector (with no jurisdiction or legal authority) to provide
input on their agency’s policies, resource availability, and other incident-related matters. Under
either a single IC or a UC structure, representatives from assisting or cooperating agencies and
organizations coordinate through the Liaison Officer. Agency and/or organizational
representatives assigned to an incident must have the authority to speak for their parent agencies
and/or organizations on all matters, following appropriate consultations with their agency
leadership. Assistants and personnel from other agencies or organizations (public or private)
involved in incident management activities may be assigned to the Liaison Officer to facilitate
coordination.

(4) Additional Command Staff

Other or additional Command Staff positions may also be necessary, depending on the nature and
location(s) of the incident and/or specific requirements established by Incident Command. For
example, a legal counsel may be assigned to the Planning Section as a technical specialist or
directly to the Command Staff to advise Incident Command on legal matters,such as emergency
proclamations, the legality of evacuation orders, and legal rights and regefictiops pertaining to

The incident command and manage
directs operations from the ICP, whi
incident site. Typically,

g

23 Ske pages 995, Appendix B, for more information on assistants.
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Command Staff

Incident
Command

Public Information
Officer

==

|
| Operations Finance/ :
| Section Administration |
: Chief Section Chief :
: General Staff :

Py A A S S S ———

3. General Staff

The General Staff is
The General %
Finance/Admipfstration Section CHiefs.

espansible for th ctiony] aspects of the incident command structure.
of thx ions, Planning, Logistics, and

he

strycture may vary according to numerous considerations and operational factors. In some cases,
a strictly functional approach may be used. In other cases, the organizational structure will be
determined by geographical/jurisdictional boundaries. In still others, a mix of functional and
geographical considerations may be appropriate. The ICS offers flexibility in determining the
right structural approach for the specific circumstances of the incident at hand.
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Operations
Section

Branch(es)

Divisions/
Groups

’
Resources '

Figure 5—Major Organizational Elements of Operations Section

(1) Operations Section Chief

This Section Chief is responsible to Incident Command or UC for the djréct mynagement of all

(2) Branches

Branches may be functional, geographic, or both, dépending on thg circumstancey of the incident.
In general, Branches are established when the niymben of Pivisions or Groups exceeds the
recommended span of control. Branches are identifjed by the yse of Roman nymerals or by
functional area.

(3) Divisions and Groups

gsources exceeds the manageable
span of control of Incid a 1 gction Chief. Divisions are established

group in the Opératioks Séctiq alsq may be additional levels of supervision below the

Diviston or¢roupevel.
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o Task Forces

These are any combination of resources assembled in support of a specific mission or
operational need. All resource elements within a Task Force must have common
communications and a designated leader.

o Strike Teams

These are a set number of resources of the same kind and type that have an established
minimum number of personnel. All resource elements within a Strike Team must have
common communications and a designated leader.

The use of Task Forces and Strike Teams is encouraged when appropriate to optimize the use of
resources, reduce the span of control over a large number of single resources, and reduce the
complexity of incident management coordination and communications.

b. Planning Section

This section collects, evaluates, and disseminates incident sityation inforiation and intelligence
to IC/UC and incident management personnel. The P ing -Settion \then prepares status
reports, displays situation information, maintains the ; {gned to the incident,

number of technical specialists to assist i itudti ingplanning options,
and forecasting requirements for aflditional resources. The i i at fulfill functional
requirements are:

o Resource Unit

Planning Section is normally responsible for gathering and disseminating information and
intelligence critical to the incident, unless IC/UC places this function elsewhere. The Planning
Section is also responsible for assembling the IAP. The IAP includes the overall incident
objectives and strategies established by Incident Command. In the case of UC, the TAP must
adequately address the mission and policy needs of each jurisdictional agency, as well as
interaction between jurisdictions, functional agencies, and private organizations. The IAP also
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addresses tactics and support activities required for the planned operational period, generally 12
to 24 hours.

Planning Section

Resources
Unit

Situation
Unit

il

Demobilization
Unit

Documentation
Unit

Technical
Specialist(s)

i

s learned during
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Table 6—Sample IAP Outline

Components

Normally Prepared By

Incident Objectives (Form: ICS 202)
Organization List or Chart (Form: ICS 203)
Assignment List (Form: ICS 204)
Communications Plan (Form: ICS 205)
Responder Medical Plan (Form: ICS 206)
Incident Maps

General Safety Message/ Site Safety Plan

Incident Commander
Resources Unit
Resources Unit
Communications Unit
Medical Unit
Situation Unit

Safety Officer

Other Potential Components
(Incident dependent)

Air Operations Summary

Traffic Plan

Decontamination Plan

Waste Management or Disposal Plan
Demobilization Plan

Site Security Plan

Investigative Plan

Evidence Recovery Plan

Evacuation Plan

Sheltering/Mass Care Plan

Other (as required)

Air Operations
Ground Support Unit

C. Logistic Se

operations.

o Ground Support Unit

Provides all ground transportation during an incident. In conjunction with providing
transportation, the unit is also responsible for maintaining and supplying vehicles, keeping

tnit also provides facility maintenance and security services required to support incident

records of usage, and developing incident traffic plans.
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o Communications Unit

Major responsibilities include effective communications planning as well as acquiring, setting
up, maintaining, and accounting for communications equipment.

e Food Unit

Determines food and water requirements, plans menus, orders food, provides cooking facilities,
cooks, serves, maintains food service areas, and manages food security and safety concerns.

o Medical Unit

Responsible for the effective and efficient provision of medical services to incident personnel.

Logistics
Section

Supply Unit

Communications
Unit

Facilities Unit Medical Unit

Figure 7—Logistics Section OrgapiZation

d. Finance/Administration Sectio

primary unitg thag fulfill\furctional requirements:
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o Compensation/Claims Unit

Responsible for compensation for injury and claims that are included together within one

Unit. It is recognized that specific activities are different and may not always be accomplished
by the same person.

e Cost Unit

Responsible for tracking, cost, analyzing cost data, making estimates, and recommending cost
savings measures.

e Procurement Unit
Responsible for financial matters concerning vendor contracts.
o Time Unit

Responsible for recording time for incident personnel and hired equipp¢n

Finance/Administration
Section

rt:n:.'-ml:.ensautit:nm‘
Claims Unit

Procurement
Unit

Cost Unit Time Unit

¢ntion, apprehension, and prosecution of criminal activities (or the individual(s) involved)
including terrorist incidents or information that leads to determination of the cause of a given
incident (regardless of the source) such as public health events or fires with unknown origins.

ICS allows for organizational flexibility, so the Intelligence/Investigative Function can be
embedded in several different places within the organizational structure:
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o Within the Planning Section

This is the traditional placement for this function and is appropriate for incidents with little or
no investigative information requirements, nor a significant amount of specialized information.

o Asa Separate General Staff Section

This option may be appropriate when there is a significant intelligence/investigative
component to the incident for criminal or epidemiological purposes or when multiple
investigative agencies are involved. A separate intelligence/investigative section may be needed
when highly specialized information requiring technical analysis is both critical and
time-sensitive to life saving operations (e.g., chemical, biological, radiological, or nuclear
incidents) and/or when there is a need for classified intelligence.

o Within the Operations Section
This option may be appropriate for incidents that require a high degree of linkage and coordination
between the investigative information and the operational tactics that are being employed.

o Within the Command Staff

This option may be appropriate for incidents with little need for tactical information or
classified intelligence and where supporting Agency Representatives are providing real-time
information to the Command Element.

The mission of the Intelligence/Investigations Function is to ensure that al \investigative and
intelligence operations, functions, and activities within the incident fesponse are properly
managed, coordinated, and directed in order to—

o prevent/deter additional activity, incidents, and/or attacks;

Draft August 2007 59



e Forensic Group

Responsible for ensuring the integrity of the crime scene and the forensic evidence

o Electronic Communications, Surveillance, and Evidence Group

Responsible for acquisition, installation, examination, maintenance, and utilization of all
investigative electronic communications, surveillance equipment, and evidence

o Missing/Unidentified Persons and Human Remains Group

Responsible for ensuring that missing, unidentified persons and human remains are
expeditiously investigated and identified and that required notifications are made in a timely
manner

o [nvestigative Support Group
Responsible for ensuring that required investigative personnel txpeditiously made
available and the necessary resources are properly distributed, maiptai

and returned, when appropriate

4. Incident Management Teams

pore individual incidents located in the same general area
. When an Incident Complex is established over several

¢ An earthquake, tornado, flood, or other situation where many separate incidents are occurring
in close proximity.

o Several separate fires burning in close proximity to one another.

¢ One incident underway with an IMT assigned, with other smaller incidents occurring in the
same area.
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The following are considerations for the use of a complex:

¢ A complex may be managed under a single command or a UC.
e The incidents are close enough to be managed by the same IMT.

e Some staff and/or logistical support economies could be achieved through a combined
management approach.

e The number of overall incidents within the jurisdiction requires consolidations wherever
possible to conserve staff and reduce costs.

e Planning, Logistical, and Finance/Administration activities can be adequately provided to the
complex from a single management team.

6. Area Command

a. Description

Area Command is an organization to oversee the management of multiple incidents that are each
being handled by a separate ICS organization or to oversee the management of a very large or
evolving incident that has multiple incident management teams engaged. An agency
administrator/executive or other public official with jurisdictional responsibihty for the incident
usually makes the decision to establish an Area Command. An Area Comuand is\activated only if
necessary, depending on the complexity of the incident apd idént management
span-of-control considerations.

be contused with the functions performed by a
An Area Command oversees management
ACS element, such as a communications/dispatch
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[ EOC/MAC Group I

" Agency Administrator/
Executives

Area Commander/
Unified Area Command
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B. MULTIAGENCY COORDINATION SYSTEMS

Multiagency coordination is a process that allows all levels of
government and all disciplines to work together more efficiently and
effectively. Multiagency coordination occurs across the different MACS Is a System...
disciplines involved in incident management, across jurisdictional Not SIMPLY a Facility
lines, or across levels of government.

Multiagency coordination can and does occur on a regular basis whenever personnel from
different agencies interact in such activities as preparedness, prevention, response, recovery, and
mitigation. Often, cooperating agencies develop a MACS to better define how they will work
together; however, multiagency coordination can take place without preestablished protocols.
MACS may be put in motion regardless of the location, personnel titles, organizational structure,
or when activated. MACS is a system that agencies develop and adopt in order to work together
more efficiently. MACS includes planning and coordinating resources and other support for
scheduled, notice, or no-notice events. MACS defines business practices, SOPs, processes, and
protocols by which participating agencies will coordinate their interactions. Integral elements of
MACS are dispatch procedures and protocols, incident command structure, and the coordination and
support activities taking place within an activated EOC. Fundamentally, the many functions of MACS
provide support, coordination, and assistance of policy-level decisions to the ICS structure managing
an incident(s).

Written agreements allow agencies within MACS to conduct activitje gestablished rules
and are often self-defined by the participating organizations. A fully imglemented MACS is
critical for seamless multiagency coordination activities and is egsential to the success and safety

ds it grows in size and complexity, potentially developing into a Unified
Yay require off-scene coordination and support.
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On-Scene Multiagency
Coordination

Off-Scene EOCs and/lor
MAC Groups
A
"
A /| g and Dispatch
incident ™~/ | oques’
grows and I', ¢ 'cﬁﬂtmaﬁnn ——
transitions, I
coordination Jurisdictional
——__moves off-scene EOCs*
_;} --______.-""-f
;{-""

*Includes State-level EOCs
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c. Personnel

Typically includes administrators/executives, or their appointed representatives, who are
authorized to commit agency resources and funds in a coordinated response effort. They also can
be authorized representatives from supporting agencies and the private sector and NGOs, who

assist in coordinating activities above the field level.

d. Procedures

The processes, protocols, agreements, and business practices that prescribe the activities,
relationships, and functionality of the MACS. Identifying the interactive communications
activities and associated implementation plans are critical components the MACS.

3. Examples of System Elements

The two most commonly used elements of MACS
are EOCs and MAC Groups.

a. Emergency Operations Center

EOCs may be organized by major discipline (e.g.,
fire, law enforcement, emergency medical
services, etc.); by emergency support functions
(e.g., transportation, communications, public
works and engineering, resource support, etc.);
by jurisdiction (e.g., city, county, region, etc.); or,
more likely, by some combination thereof. ICPs
need good communication links to EOCs to

ensure  effective  and  efficient  incident
management.

Oftentimes, agencies  within ical
jurisdiction ~ may  establish

communications, control, logistics, ¢
departmental levels for
emergency managemen
resources for 7

Operations Ce
internal agen

rsonnel representing
unctional disciplines

EOC is activated:

e  To support the on-scene response during an
escalating incident by relieving the burden of
external coordination and securing additional
resources

EOC is:
e Aphysical location

e  Staffed with personnel trained for and authorized
to represent their agency/discipline

o  Equipped with mechanisms for two-way
communications with the incident site and to
alert and obtain resources and potential
resources

e Managed through protocols
e Applicable at different levels of government

EOC consists of:

o Personnel and equipment appropriate for the
level of incident

EOC is used:

e Invarying ways within all levels of government
and the private sector

e To provide coordination, direction, and support
during emergencies

EOC may:

e  Facilitate MACS functions and may be needed to
support Area Command, IC, or UC when resource
needs exceed local capabilities

EOC does not:

e  Command the on-scene level of the incident

and  medical  personnel
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(representatives of health care facilities, prehospital emergency medical services, patient
transportation systems, pharmaceutical repositories, laboratories, etc.).

The physical size, staffing, and equipping of an EOC will depend on the size of the jurisdiction,
resources available, and anticipated incident management workload. EOCs may be organized and
staffed in a variety of ways. Regardless of the specific organizational structure used, EOCs should
include the following core functions: coordination; communications; resource allocation and
tracking; and information collection, analysis, and dissemination.

On activation of a local EOC, communications and coordination must be established between
Incident Command and the EOC. ICS field organizations must also establish communications
with the activated local EOC, either directly or through their parent organizations. Additionally,
EOCs at all levels of government and across functional agencies must be capable of
communicating appropriately during incidents with other EOCs, includingthose maintained by
private organizations. Communications between EOCs must be reljable and contain built-in
redundancies. The efficient functioning of EOCs most frequentlyd Js"on the existence of
mutual aid agreements and joint communications protocols amoxig particfpating agencies.

b. MAC Group

ingjdent and may not occur in any particular order.

a. Situation Assessment

This is the collection, processing, and display of all information needed. It may take the form of
consolidating agency/jurisdiction situation reports, obtaining supplemental information, and
preparing maps and status boards.
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b. Incident Priority Determination

Establishing the priorities among ongoing incidents within the defined area of responsibility is
another component of MACS. Typically, a process or procedure is established to coordinate with
Area and/or Incident Commands to prioritize the incident demands for critical resources.
Additional considerations determining priorities include the following;

o life-threatening situations;
o threat to property;

¢ high damage potential;

¢ incident complexity;

e environmental impact;

e economic impact; and

e other criteria established by the multiagency coordination system.

c. Critical Resource Acquisition and Allocation

Designated critical resources will be acquired if possible from the involved agencies or
jurisdictions. Agencies or jurisdictions may shift resources internally to match griority needs as a
result of incident priority decisions. Resources available from incideptS in\ the process of
demobilization may be shifted, for example, to higher priority incidents

Resources may also be acquired from outside the affected area. Procedures for acquiring outside

yppointed officials at allMevels of government informed. Maintaining the awareness and support
of elected apd appointed officials of jurisdictions within the affected area is extremely important,
as\scarcg résourtes may need to move from one agency or jurisdictions’ incident(s) to another of
higher priorigy.

Draft August 2007 67



5.

68

g. Coordination of Summary Information

By virtue of the situation assessment function, personnel implementing the multiagency
coordination procedures may provide summary information on incidents within their area of
responsibility, and provide agency/jurisdictional contacts for media and other interested
agencies.

Differences Between a Multiagency Coordination Group and Area
Command

Often MAC Groups are confused with Area Command (as defined earlier in this Component).

Table 7 below highlights some of the primary differences between the two.

Multiagency Coordination Group

Off-scene coordination and support organization
with no direct incident authority or responsibility.

Members are Agency Administrators/Executives or
designees from the agencies involved or heavily
committed to the incident.

Members aré the m incident

management onnel.

ighly skill

Organization generally consists of multiagen¢y
coordination personnel (including Agency
Administrators/Executives), MAC Coordinator, an
an intelligence and informati}n—sunport staff.

rganizatign genérally consists of an Mea
Commandey, Assistant Area Commander—
Planning, and Assistant Area Commander—

1

Is the Agency Adminiytmh-r/ Executi\ﬁ\or desi%nee.

or specific incident(s) from the

/ﬁelegate uthW
Aggngy Admiyistrator/Executive.

Allocate and reallogate critical resources through
the communicationsy dispatch systeny by settin

incid;ut/pﬁoﬁi@s.

/Agsign\and/reassign critical resources allocated to
them by MAC or the normal communications/
dispatch system organization.

s on issties

Ensure that incident objectives and strategies are
complementary between Incident Management
Teams.

/Mﬁ(e coordinated Agency
Admipi r/Executive':level decisi
that affect multiple agencies.
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C. PUBLIC INFORMATION

1. Introduction

Public Information consists of the processes, procedures,

and systems to communicate timely, accurate, and Roles of Public
accessible information on the incident’s cause, size, and Information Officers
current situation to the public, responders, and additional _ _ _
stakeholders (both directly affected and indirectly The Public Information Officer
affected). Public information must be coordinated and gathers, verifies, coordinates, and
integrated across jurisdictions and across agencies/ | disseminates accurate, _
organizations; among Federal, State, tribal, and local access.lblt_a, and t|mer|nf9rmat|on
governments; and with the private sector and NGOs. on themc.::lder]t’s cause, size, and
Well-developed public information, education strategies, current situation; resources

and communications plans help to ensure that lifesaving commltt'ed; and other matters of
measures, evacuation routes, threat and alert systems, and general interest for both internal
other public safety information is coordinated and and external use.

communicated to numerous audiences in a timely,
consistent manner. Public Information includes processes, procedures, and organizational
structures required to gather, verify, coordinate, and disseminate information

2. System Description and Components

a. Public Information Officer

of the Command
ing to th¢ management of the

The Public Information Officer (PIO) supports the

C stryefure as a member
staff. The PIO advises IC on all public informatio '

matters rejaf

coordinate ipformation to ensure timely, accurate, accessible, and consistent messaging activities
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across multiple jurisdictions and/or disciplines with the private sector and NGOs. It includes the
plans, protocols, procedures, and structures used to provide public information. Federal, State,
tribal, territorial, regional, local, and private sector Public Information Officers and established
Joint Information Centers (JICs) are critical supporting elements of the JIS. Key elements include
the following:

e interagency coordination and integration;
o gathering, verifying, coordinating, and disseminating consistent messages;
o support for decisionmakers; and

o flexibility, modularity, and adaptability.

c. Joint Information Center

The Joint Information Center (JIC) is a central location that facilitages operation of the JIS. It is a
location where personnel with public information responsibilities perférm critical emergency
information functions, crisis communications,
and public affairs functions. JICs may be

A A

established at various levels of government, at Possibility of a Virtual JIC
incident sites, or can be components of Federal, A JIC may involve real-time, constant links to
State, tribal, territorial, regional, or local other sites, thus creating a virtual JIC. All
MACS (e.g., MAC Groups or EOCs). Typically, participants should be fully integrated and linked
an incident-specific JIC is established at a into the JIC so that it functions as a single-site
single, on-scene location in coordimation\with operation.

Federal, State, and local agencies|(dependi Advantages include:

e rapid establishment of the Joint Information

national level i
ationa vel, Center functions

Informational releage
\ e access to expanded resources

e  build relationships

i§ preferable, but the system is flexible and adaptable enough to
ultiple JIC locations, as required. For example, multiple JICs may be

The JIC facility should be located close to the best
must be coordinated among all sources of information such as an Incident

appropfiate  JICs; each JIC must have Command Post or Emergency Operations Center,
procedures and protocols to communicate and without compromising safety or security.
coordinate effectively with one another.
Whenever there are multiple JICs, the final
release authority must be the senior command, whether using Unified or Area Command
structures. A national JIC may be used when an incident requires Federal coordination and is
expected to be of long duration (e.g., weeks or months) or when the incident affects a large area
of the country.
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In light of the need for real-time communications, JICs can be organized in many ways,
depending on the nature of the incident. Table 8 identifies several types of JICs.

Table 8—Types of Joint Information Centers

Incident e optimal physical location for local and IC-assigned Public Information Officers to
co-locate

e easy media access is paramount to success

Virtual e established when physical co-location is not feasible
e incorporates technology and communication protocols

Satellite e smallerin scale than other JICs

e  established primarily to support the Incident JIC

e  operates under the control of the primary JIC for that incident
e isnotindependent of that direction

Area e  supports wide-area multiple-incident ICS structures
e media access is paramount
e could be established on a local or Statewide basis

Support e established to support several incident JICs in multiple states
o offers supplemental staff and resources outside of the disaster ar

National e  established for long-duration incidents

e established to support Federal response activities

o  staffed by numerous Federal departments and/or enmes
e media access is paramount

d. Organizational Independence

Organizations participating in incident managemeng retain dependence.\IC and MACS
are responsible for establishing and ovegs ocesses f

clearing public communications. In th ents, agencie

jurisdictions that contribute to joint grmation\mandgement do not lose their individual

identities or responsibility for their own
contributes to the overall unified messjge.

ogramys or policies\ Rather, each agency/organization
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e On-scene PIOs
Report to the JIC what they are observing and hearing at the incident from the news media,
elected officials and their staff, and the public.

o Media monitoring
Used to assess the accuracy and content of news media reports. It also helps to identify trends
and breaking issues.

e News media

A valuable source of developing information and current issues.

o Public and Elected Officials

Inquiries from elected officials, community leaders, and the general public, point to the specific
concerns of those in the affected areas.

(2) Verifying Information

The next step in the process is to verify the accuracy of the.iffformation that has been collected,

by consulting:

e Other PIOs in the JIC

information.

e FOC sources

Obtainin

sliring that the information is consistent, accurate, and accessible. The approval process
should be streamlined, however, to ensure that the information is released in a timely manner.

ipproval/clearance from those in authority

(4) Disseminating Information

The next step in the process is to disseminate the information to the public and additional
stakeholders. This step involves:
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o Using multiple methods

In an emergency, there may not be many options. Phone calls and interviews might be the
primary means of getting information to the news media. Personal visits or town meetings may
be most effective with the public, elected officials, or other stakeholders. These outreach
efforts can be supported by providing talking points and flyers to on-scene P1Os.

o Monitoring the media

Media monitoring is invaluable for ensuring that the message was understood by the news
media and reported accurately and completely to the public and other stakeholders. Important
inaccuracies should be addressed before they are reported incorrectly a second time.

3. Public Information Communications Planning

Information communications strategies and planning are essential to all aspects of public
information. Plans should include processes, protocols, and procedures that require the
development of draft news releases, media lists, contact information of elected officials,
community leaders, private sector organizations, and leads for public service organizations to
facilitate the dissemination of accurate, consistent, accessible, and timely public information to
numerous audiences. Training and exercising should incorporate public information as a critical
component.

D. RELATIONSHIPS AMONG COMMAND AND
MANAGEMENT ELEMENTS
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COMPONENT V

ONGOING MANAGEMENT
AND MAINTENANCE

The Ongoing Management and Maintenance Component of NIMS contains two subsections:
National Integration Center (NIC) and Supporting Technologies. The National Integration
Center section sets forth the responsibilities of the NIC. The Supporting Technologies section
discusses principles necessary to leverage science and technology to irfiprave capabilities and
lower costs.

A. NATIONAL INTEGRATION CENTER

Homeland Security Presidential Directive-5 (HSPD-5) required the\ Secrétary of Homeland
Security to establish a mechanism for ensuring\the §ngoi anagemgnt and maintenance of
NIMS including regular consultation with other Kederal départments and agencies, State, tribal,
and local stakeholders, and with the“private segtor and NGOs. To this epd, the Secretary
established the NIC, to serve as ancasset fr governtnent agéncies at all levels; the private sector,

those frorn the private sector and
proposed by all NIMS users (including
d loca governments, as well as the private sector,
fit organizations, and other NIMS-related professional

proeéss relies heavily on lessons learned from actual incidents and incident management training
and exercises, as well as recognized best practices across jurisdictions and functional disciplines.

24 Emergency management/response personnel include Federal, State, territorial, tribal, substate regional, and
local governments, private sector organizations, critical infrastructure owners and operators, nongovernmental
organizations, and all other organizations and individuals who assume an emergency management role.
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2. NIMS Revision Process

Proposed changes to NIMS will be submitted to the NIC for consideration, approval, and
publication. The Secretary has ultimate authority and responsibility for publishing revisions and
modifications to NIMS-related documents, including supplementary standards, procedures, and
other materials, in coordination with other Federal, State, tribal, local, private sector, and NGOs
with emergency management and incident response responsibilities, expertise, and experience.
The NIC will periodically release revised versions of NIMS documents, following coordination
with and input from all NIMS users.

3. NIC Responsibilities

76

a. Administration and Compliance

6r the qualification and certification of emergency management/response personnel, as
appropriate;

e reviewing and approving discipline-specific qualification and certification requirements (with
input from Federal, State, tribal, local, private sector, NGOs, and national professional
organizations as appropriate);
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e establishing a data maintenance system to provide incident managers with the detailed
qualification, experience, and training information needed to credential personnel for
prescribed “national” incident management positions;

e coordinating minimum professional certification standards and facilitation of the design and
implementation of a credentialing system that can be used nationwide;

o facilitating (with input from Federal, State, tribal, local, private sector, NGOs, and national
professional organizations) the establishment of standards for the performance, compatibility,
and interoperability of incident management equipment and communications systems,
including the following;

- facilitating the development and publication of national standards, guidelines, and
protocols for equipment certification (including the incorporation of standards and
certification programs already in existence and used by incident management and
emergency response organizations nationwide);

- reviewing and approving lists of equipment that meet these established equipment
certification requirements; and

- collaborating with organizations

responsible for emergency responder The NIC recommends that State and local
equipment evaluation and testing; governments voluntarily adopt the following
National Fire Protection Association (NFPA)
o facilitating the development and issuance of standards: NFPA 1600: “Standard on
national standards for the typing of resources; Disaster/Emergency Management and Business
e facilitating the definition and maintenance of Continuity Programs,” 2007 Edition; and NFPA
the information framework required to guide 1561: “Standard on Emergency Services Incident
the development of NIMS information Management System,” 2005 Edition. These
systems, including the development of data standards, if adopted by the jurisdiction, can
standards; and assist in the implementation of NIMS. For more

information about these standards, please visit
the NIMS guidance section of the NIC Web site.
Other standards may be issued periodically by the
NIC and recommended for voluntary adoption.

e coordinating the establishment of technical
and technology standards for NIMS users in

goternynents as well as the private sector, NGOs, and national professional
orgapizations) of discipline-specific NIMS training courses;
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o facilitate the development of national standards, guidelines, and protocols for incident
management training and exercises, including consideration of existing exercise and training
programs at all jurisdictional levels;

o facilitate the development of training necessary to support the incorporation of NIMS across
all jurisdictional levels; and

e establish and maintain a repository for reports and lessons learned from actual incidents,
training, and exercises, as well as for best practices, model structures, and processes for
NIMS-related functions.

d. Publication Management

Publication management for NIMS includes the development of namprng and numbering

e qualifications information;
o training course and exercise information;
o task books;

¢ Incident Command System (ICS) praining, forms, récessary forms);
e job aids and guides;
e computer programs;

e audio and video re¢

blicd
and 2

telatg s vill coordinate with appropriate agencies and
he le ¢ following:

To manage p
organizations

D fessmnal organizations).

25 47 U.S.C. § 794, Rehabilitation Act of 1973.
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B. SUPPORTING TECHNOLOGIES

Ongoing development of science and technology is integral to the continual improvement and
refinement of NIMS. Strategic R&D ensures that this development takes place. NIMS also relies
on scientifically based technical standards that support the Nation’s ability to manage incidents.
Maintaining an appropriate focus on science and technology solutions as they relate to incident
management will involve a necessary long-term collaborative effort among NIMS partners.

To ensure the effective development of incident management science and technology solutions,
the NIC must work in coordination with the DHS Under Secretary for Science and Technology to
assess the needs of emergency management/response personnel and their affiliated organizations.

1. Concepts and Principles

NIMS leverages science and technology to improve capabilities and lower costs. It observes the
five key principles defined below.

a. Interoperability and Compatibility

Systems operating in an incident management environment must be able to work together

regearch, testing, and evaluation activities.

gemonstratig
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e. Strategic Planning for R&D

Strategic R&D planning identifies future technologies that can improve or lower the cost of
existing incident management capabilities. To ensure effective R&D, the NIC, in coordination
with the DHS Under Secretary for Science and Technology, will integrate into the national R&D
agenda the incident management science and technology needs of all emergency
management/response personnel and their affiliated organizations.

2. Supporting Incident Management with Science and Technology

80

Supporting technologies enhance incident management capabilities or lower costs through three
principal activities which are more fully defined below.

a. Operational Scientific Support

existing’SDOs with longstanding interest and expertise in incident management. These SDOs
ingJude the National Institute of Justice, National Institute for Standards and Technology,
National Institute for Occupational Safety and Health, American National Standards Institute,
ASTM International, and NFPA. NIMS, through the NIC, establishes working relationships
among these SDOs and incident management organizations to develop performance standards
for incident management technology.

26 see page 12, Component I, Preparedness, Preparedness Organizations.
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(3) Testing and Evaluation

NIMS technology criteria will rely on private and public sector testing laboratories to evaluate
equipment against NIMS technical standards. These organizations will be selected in accordance
with guidelines that ensure that testing organizations are both technically proficient and
objective (free from conflicting interests) in their testing. The NIC will issue appropriate
guidelines as part of its standards development and facilitation responsibilities.

(4) Technical Guidelines for Training Emergency Responders on Equipment Use

Inputs from vulnerability analysts, equipment developers, users, and standards experts are
employed to develop scientifically based technical guidelines for training emergency
management/response personnel on how to use equipment properly. Based on incident
management protocols, instruments, and instrument systems, these training guidelines reflect
threat and vulnerability information, equipment and systems capabilities, and a range of expected
operating conditions. In addition, performance measures and testing protocols developed from
these training guidelines provide a repeatable method of measuring the effectiveness of
equipment and systems.

c. Research and Development Support
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APPENDIX A

EXAMPLE OF RESOURCES FOR WHICH
TYPING HAS BEEN COMPLETED

As an illustration of how national resource typing is used, Table A-1 is an example of a single
resource that has been completely typed, a Track Dozer. Table A-2 is an example of a team

resource that has been completely typed, a Swiftwater/Flood and Rescue Team.

Table A-1—lllustrates a Single Resource that has been Typed, a Track Dozer

Resource: Track Dozer

Category: Public Works and Engineering (ESF #3) Kind: Equipment
Minimum Capabilities:
Typel Type Typellll pelV |Other
Component Measures })\
D10R WHA
D10R - (Waste Handling) -
Cat 3412E D6N - Cat 3412E Turbo
Equipment Example Turbo Charged Diesel |Cat3126B Die;e’/\ })4/\{) Charged Diesel
Gross Power RPM 1,900 2,100 A \ 1,900
Gross Power kw/hp 457/613 127/ﬁ0 \ 457/613
Operating Weight Ibs 144,191 34,2\{9 i ) \ 144,986
Blade Capacity yd3 24.2 56 \ |1, \ |39
Digging Depth in 26.5 / 20.5 \ 21.8 \ " 265
Height ft/in 6'11" \ Q’l" \ \ 3'.8" 10'5"
Ground Clearance ft/in EEENEYER 410
Total Tilt ft/in 3'\3" \ \ 2'2.2\ \ &'2.5" 3'6.3"
Width Over End Bits ft/i 15& 1" \ 106" \/ 8'.9" 17'3"
Blade Lift Height o« N\ | \ > ena
Digging Depth i}\ \ ) / \ ( 21.8
Multishanks Arw \ \/ 1-3\ \ \ 3 1to3
Ground Clgafance UnderTip\[in '\ 35 i 16.2 35"
Macf@(eGrou/nd’Cl-eaWaqce |\|\ \ \ 14.7
Max Pé{letrati\m \ in \ \ 14.2 31"
MaxRedeh at Gound Line | fin| 29.1 29.1"
Width \ \ / ft/in vV 97" 727" 8'.9 97"
Winch-Drun\t\Capaé'\ty / f}/ 226 371 371 226
Fuel Capacity\, =~ /el 293 79 436 293

V7
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Table A-1—lllustrates a Single Resource that has been Typed, a Track Dozer, continued

Resource: Track Dozer

Category: Public Works and Engineering (ESF #3) Kind: Equipment
Minimum Capabilities:
Typel Type ll Type lll Type IV Other
Component Measures
D10R WHA
D10R - (Waste Handling) -
Cat3412E D6N - D3G - Cat 3412E Turbo
Equipment Example Turbo Charged Diesel |Cat3126B Diesel |Cat 3046 Diesel Charged Diesel
Max Line Pull Bare Ibs 40,000
Drum A
Full Drum Ibs 25,000 \
Equipment Example
D10R WH
Comments: Caterpillar is used as an example onlyThe major difference for DIOBWHA (Waste Handlth 3412E Turbo
Charged Diesel is that it contains a larger blade agd protectipn guards to prevent landfill type debris from tangling its
drives.
General Example
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Table A-2—lllustrates a Swiftwater/Flood Search and Rescue Team that has been Typed

Technical rope

Dive rescue

Resource: Swiftwater/Flood Search and Rescue Team
Category: Search and Rescue Kind: Team
Minimum Capabilities:
Typel Type ll Type lll Type IV
Component Measure
Personnel Team Composition 14-memberteam |6-memberteam 4-memberteam |3-memberteam
2 managers 1 squad leader 1squad leader |1 squad leader
2 squad leaders 5 personnel 3 personnel 2 personnel
10 personnel
Personnel Minimum number: Technical Animal |2 1 1
Rescue
Personnel Minimum number: 2
ALS Certified
Personnel Minimum number: 4 2
Helicopter/Aquatic Rescue
Operations
Personnel Minimum number: Powered Boat 4 2
Operators A
Personnel Minimum number: SCUBA-trained 4 2 2
Support Personnel with Equipment
Personnel Number and level EMTs 14 EMTs - B Same as Type lll Sa/me asTypglvV |1EMT-B
2EMTs - P 4 /\
Team Sustained operations Same as Type ll 24-hour o rations> %{me as\[ype I\)\ 18-hour operations
Team Capabilities Manage search Manage searc Assistin search \|Low-risk operations
operations perations and-based
Power vessel Powar vess Ngnpowered HhzMat
operations operatjons atercraft 3
Helicogter rescu Helicopterrescue  |Animal rescue
operatipnal HazMat
Animal rescu Anjmal resgue BLS
HazMat
ALS
ommunications
ogistics
Team Speci &R Capa iIities\/ ame as Type Il Same as Type lll In-water contact
plus: rescue

systems
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Table A-2—lllustrates a Swiftwater/Flood and Rescue Team that has been Typed, continued

Resource: Swiftwater/Flood Search and Rescue Team
Category: Search and Rescue Kind: Team
Minimum Capabilities:
Typel Type ll Type lll Type IV
Component Measure
Team Training Same as Type Il Same as Type lll Same as Type IV |Class 3 paddle skills
except: plus: plus: Contact and self-
Divers to have 80 Helicopter Divers to have 60 |rescue skills
hours of formal operations hours of formal  |yazmat
public safety diver |awareness public safety diver 1cS
training Technical rope training
P /> Swiftwater rescue
rescue .
technician
Team Certifications ALS Same as Type IV Same asdype IV |BLS
Advanced First Aid & Advanced First Aid &
CPR /\ /\ CPR
Equipment Transportation Resources Equipment trailer,
personnel support
vehicle /\
Personnel Team Composition 14-memberteam  |6\membefteam 4-memberteam \3-memberteam
1 squad leadg 1 squad leager |1 squad leader
5 pexsonnel 3 personnel 2 personnel
Equipment Communication Same as Il Same asg Type NI Same as Type IV |Batteries
Pius: plus: Portable radios
Aircraft radj Headset Cell phone
Equipment Medical WType ] Same as Type IV |BLS medical kit
plus: plus: Blankets
Spineboard Litter
N
Equipméhnt Persohal %s Type ll Same as Type lll Same as Type IV |Light sticks; Flares;
plus: plus: Markers; Flashlight;
Life vests Fins Bags; Helmets;
| ; Knives; PFD
HEED Lamps Gloves; Knives
Type ll1/1V; Shoes;
except: Whistles
PFD Type V
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Table A-2—lllustrates a Swiftwater/Flood and Rescue Team that has been Typed, continued

Resource: Swiftwater/Flood Search and Rescue Team

Category: Search and Rescue Kind: Team

Minimum Capabilities:

Typel Type ll Type lll Type IV
Component Measure

Equipment SCUBA Same as Type lll Same as Type lll SCUBA cylinder

Buoyancy
compensator

Weight belt
2 cutting tools

Chest harness &
snap shackle

Full face mask

Underwater
communication

Dry suit
Search line

Spare SCU
cylind

Vehicle Rescue Boat 2 - Fueled 1- Fueled ,1/Nonpowe ed
A 4-pe ISQn

refer to the FIRESCQPE Swiftwater/Flood
Search and Rescue definition at http://www. flrescope org/ics-usar/IC SF SAR-020-1.pdf.

Comments: Conduct search and rescue operations in all water environments, includi i a\efr/nd fl od conditions. Water rescue
teams come with all team equipment required to conduct operation ffectively.

Note: ALS = advanced life support; EMT = emergency medicg iciyn; basic life suppo t, CPR -

cardiopulmonary resuscitation; HEED = helicopter emexgency egiess degice; PED = person ﬂotatlon device
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APPENDIX B

INCIDENT COMMAND SYSTEM

A. PURPOSE

The purpose of this appendix is to provide additional explanation and examples relating to the
incident command system (ICS); however, this appendix is not a substitute for ICS training.

The ICS is used for a broad spectrum of incidents, from routine to comyplix, both naturally
occurring and manmade. The ICS is used by all levels of government—Pederal,\State, tribal, and

o establishing the use of common terminology for organjzatiqnal functional elements, position
titles, facilities, and resources; and

o rapidly evolving froproraldjrection |to the developwent Hf a wyitten Incident Action Plan

6—Establishing an Area Command

e Tab 7—Facilities and Locations
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e Tab 8—The Planning Process [Incident Action Plan (IAP)]
e Tab 9—FExamples of ICS Forms
e Tab 10—Summary of Major ICS Positions

of
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TAB 1—ICS ORGANIZATION

A. FUNCTIONAL STRUCTURE

The ICS organization includes five major functional areas: Command, Operations, Planning,
Logistics, and Finance/Administration.2? (A sixth functional area, Intelligence/Investigation, may

be established if required.)

B. MODULAR EXPANSION

The ICS organizational structure is modular, extending to incorporate all elements necessary for
the type, size, scope, and complexity of a given incident. The Incident Command structural
organization builds from the top down; responsibility and performance begin with the incident
command element and the Incident Commander (IC). When the need afises, four separate
sections can be used to organize the General Staff. Each of these sgefions may have several
subordinate units, or Branches, depending on the management requitemengs of the incident. If
one individual can simultaneously manage all major functional gr€as, no fuyther organization is
required. If one or more of the functions requires independé
assigned responsibility for that function.

Pinction in a relief capacity (e.g., to take over the next
e deputy will then assume the primary role.)

agency that may share jurisdiction or have jurisdiction in the future.

27 ske page 144, Appendix B, Tab 10, for summary information on the major components of ICS.
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Assistants are used as subordinates for the Command Staff positions, Public Information Officer,
Safety Officer, and Liaison Officer. They have a level of technical capability, qualifications, and
responsibility subordinate to the primary positions.

The modular concept described above is based on the following considerations:
e developing the form of the organization to match the function or task to be performed;
o staffing only the functional elements that are required to perform the task;

e observing recommended span-of-control guidelines;

o performing the function of any nonactivated organizational element at the next highest level;
and

e deactivating organizational elements no longer required.

For reference, Table B-1 describes the distinctive title assigned to each element of the ICS
organization at each corresponding level, as well as the leadership title corresponding to each
individual element.

Table B-1—ICS Organization

Organizational Element Leadership Position TitIesA Support ﬁ\ositions
Incident Command Incident Commander

Command Staff Officer

Section Section Chief

Branch Branch Director
Divisions and Groups* i
Unit**

Strike Team/Task Force

Single Resource Bos
Technical Spe@aﬂg/\

Manager, Coordinator

Single Resource Boss,
Companies/Crews

N/A
N/A

Cation(s) of the incident(s), or according to specific requirements established by the IC.

%)
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a. Public Information Officer

The Public Information Officer is responsible for interfacing with the public and media and/or
with other agencies with incident-related information requirements. The Public Information
Officer assembles accurate, accessible, and complete information on the incident’s cause, size, and
current situation; the resources committed; and other matters of general interest for both internal
and external consumption. The Public Information Officer may also perform a key public
information-monitoring role. Whether the command structure is single or unified, only one
Public Information Officer should be designated per incident. Assistants may be assigned from
other departments or agencies involved. The IC must approve the release of all incident-related
information.

b. Safety Officer

The Safety Officer monitors incident operations and advises Incident Command on all matters
relating to operational safety, including the health and safety of emergency responder personnel.
The ultimate responsibility for the safe conduct of incident management operations rests with
the IC or Unified Command (UC) and supervisors at all levels of incident management. In turn,
the Safety Officer is responsible to Incident Command for the set of systems and procedures
necessary to ensure ongoing assessment of hazardous environments, coordination of multiagency
safety efforts, and implementation of measures to promote emergency responder safety as well as
the general safety of incident operations. The Safety Officer has emergepe§ authority to stop
and/or prevent unsafe acts during incident operations.

In a UC structure, a single Safety Officer should be designated rg f the involvement of
multiple jurisdictions and/or functional agencies. The Safety Wificer, Qperations Section Chief,
Planning Section Chief, and Logistics Section Chief Gordinate \ closely regarding

It is important to note that the agencies ‘ it ibute to joint

Some types of incidents, such as terials\ncideng; Tequire Assistant Safety Officers
i igure\ B-1 is [an ilastrative example of how the Safety Officer and the
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lega authority) to provide input on thelr orgamzatlon s policies, resource availability, and other
im€ident-related matters. In either a single Incident Command or UC structure, representatives
from assisting or cooperating organizations coordinate through the Liaison Officer.
Organizational representatives assigned to an incident must have the authority to speak for their
parent agencies and/or organizations on all matters, following appropriate consultations with
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their agency leadership. Assistants and personnel from other organizations (public or private)
involved in incident management activities may be assigned to the Liaison Officer to facilitate
coordination.

d. Additional Command Staff

Additional Command Staff positions may also be necessary depending on the nature and
location(s) of the incident, and/or specific requirements established by Incident Command. For
example, a legal counsel may be assigned to the Planning Section as a technical specialist or
directly to the Command Staff to advise Incident Command on legal matters, such as emergency
proclamations, the legality of evacuation orders, and legal rights and restrictions pertaining to
media access. Similarly, a Medical Advisor may be designated and assigned directly to the
Command Staff to provide advice and recommendations to Incident Command in the context of
incidents involving medical and mental health services, mass casualty response, acute care, vector
control, epidemiology, and/or mass prophylaxis considerations, particularly in the response to a
bioterrorism incident.

f
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TAB 2—THE OPERATIONS
SECTION

The Operations Section is responsible for managing operations at the incident site directed
toward reducing the immediate hazard, saving lives and property, establishing situation control,
and restoring normal conditions. Incidents can include acts of terrorism, wildland and urban
fires, floods, hazardous material spills, nuclear accidents, aircraft accidents, earthquakes,
hurricanes, tornadoes, tropical storms, war-related disasters, public health and medical
emergencies, and other incidents requiring an emergency response.

Because of its functional management structure, the ICS is appticalle across a spectrum of

Mcdy manages all incident tactical activities and implements the

Section Chief may have one or more deputies, preferably from other agencies

operatiopal period of responsibility.
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B. BRANCHES

Branches may be established to meet several challenges:

1. The Numbers of Divisions and/or Groups Exceed the Recommended Span
of Control for the Operations Section Chief

The recommended span of control for the Operations Section Chief (as for all managers and
supervisory personnel) is three to seven, with the optimum being five. When this ratio is
exceeded, the Operations Section Chief establishes Branches, Divisions, and/or Groups to
maintain the desired span of control (see Figure B-2). For example, if one Group and four
Divisions are reporting to the Operations Section Chief, and two Divisions and one Group are to
be added, a two-Branch organization may be formed.

The type of incident, nature of the task, hazards and safety factors, and distances between
personnel and resources all have an influence on span-of-control considerations.

Operations Section

Branch | Branch Il

[ 1 T ]

l{&f;ﬁ:ﬁnn}l l Di\'isiﬂnhl | Biuisiunﬂl l Diuiﬂiuncl | n[i:‘i::;" l D{';'::'iﬂ

fon v
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Operations Section Chief
(Fire)

Deputy Deputy
(Law) (EMS)

(o ) () (o)

Figure B-3—Deputy Operations with Functional Branch Structure

ranch Structure

3. The Nature of the Incident Calls for a Multijurisdictio

In this case, resources are best managed under the agenci rmally control them (see
Figure B-4). For example, the response to a major flood pright reqiiire combining Federal, State,

regional, tribal, and local resources. />

Operations
Section Chief

Deputy
(If Required)

igure B-4—Multijurisdictional Incident
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C. DIVISIONS AND GROUPS

Divisions and Groups are established when the number of resources exceeds the Operations
Section Chief's manageable span of control. Divisions demarcate physical or geographical areas of
operation within the incident area. Groups demarcate functional areas of operation for the
incident.

The use of the two terms is necessary, because Division always refers to a geographical assignment
and Group always refers to a functional assignment. Divisions and Groups may be used in a single
incident. Maintaining proper coordination is vital to the success of these operations.

As additional types of resources are added to the organization, resources should be assigned into
a division structure.

1. Geographical Divisions

One way to create geographical divisions is to divide an area according to natural separations of
terrain or other prominent geographical features, such as rivers. When geographical features are
used for determining boundaries, the size of the division should correspond to appropriate
span-of-control guidelines. (See Figure B-5.)

Operations
Section
DWhmnA Division B thhﬂﬂ
(Geographic Area A) (Geographic Area B) Geographic Area C)

A

tivity (e.g., rescue, evacuation,

Operations

Section

ESESESES

Figure B-6—Use of Functional Groups
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3. Combined Geographical Divisions and Functional Groups

It is also possible to have both Divisions and Groups within the Operations Section. For example,
Divisions A, B, and C (based on geographical locations) may work in conjunction with functional
groups assigned to specific tasks (e.g, traffic control, smoke ventilation) in those locations.
Alternatively, Groups may be assigned throughout the entire incident and may work
independently or in conjunction with Divisions. Organizationally, the supervisors of Divisions
and Groups have the same level of authority.

D. RESOURCE ORGANIZATION

Initially, in any incident, responding individual resources (single resources, strike teams, and task
forces) will report directly to the IC. As the incident grows in size or complexity, these individual
resources may be assigned within Divisions and/or Groups. Task Forces and Strike Teams are an
effective way to reduce the span of control over a large number of single resources.

1. Single Resources

Resources may be employed on an single basis. These a
any associated operators. This is typically the case i
incident.

e¢'individual personnel or equipment and
text of the initial response to the

%

2. Task Forces

ber of resources of the same kind and type operating under a
communications between them. Strike Teams represent known
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E. AIR OPERATIONS BRANCH

The Operations Section Chief may establish an Air Operations branch, and designate its director,
when the complexity of air operations requires additional support and effort or when the
incident requires mixing tactical and logistical utilization of helicopters and other aircraft.
Aviation safety is a paramount concern in complex operations, and a designated Air Operations
branch ensures the safe and efficient use of aviation assets. Figure B-7 shows a typical
organizational structure for air operations.

Whenever both helicopters and fixed-wing aircraft must operate simultaneously within the
incident air space, an Air Tactical Group Supervisor should be designated. This individual
coordinates all airborne activity with the assistance of a helicopter coordinator and a fixed-wing
coordinator. When only one helicopter is used, however, the helicopter may be directly under the
control of the Operations Section Chief.

The Air Support Group establishes and operates bases for rotary-wing air assets and maintains
required liaison with off-incident fixed-wing bases. The Air Support Group is responsible for all
timekeeping for aviation assets assigned to the incident.

[ﬂp-amﬁans Section Chief

Air Operations Branch
Director

1
[ Air Tactical Group

Supervisor
[
| 1
Helicopter Fixed-Wing
Coordinator Coordinator
Fixed-Wing
Helicopters Aircraft

\) ?ﬁWlons Organization
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TAB 3—THE PLANNING
SECTION

The Planning Section is responsible for collecting, evaluating, and disseminating operational
information pertaining to the incident. This section maintains information and intelligence on the
current and forecasted situation, as well as the status of resources assigned to the incident. The
Planning Section prepares and documents IAPs and incident maps, and gathers and disseminates
information and intelligence critical to the incident. The Planning Section has four primary units
and may also include technical specialists to assist in evaluating the situation and forecasting
requirements for additional personnel and equipment.

A. PLANNING SECTION CHIEF

incident operations and assigned resources, i eetifgs, and prepares the IAP
for each operational period. This indivi the jurisdiction with
primary incident responsibility and may have qne op‘myre deputies fxom other participating
jurisdictions.

B. RESOURCES UNIT

must be fracked continuously to manage resources effectively during an incident. The following
atus conditions and procedures are used for maintaining an up-to-date and accurate picture of
resoupCe status:

102 Draft August 2007



a. Status Conditions
Tactical resources at an incident can have one of three status conditions:

o Assigned

Resources checked in and assigned to work on an incident.

o Available resources
Personnel, teams, equipment, or facilities that have been assigned to an incident and are ready
for a specific work detail or function.

e Out-of-service

Assigned resources that are unable to function for mechanical, rest, or personal reasons.

b. Changes in Status

Typically, when the status of a resource has changed (e.g., a unit that was previously listed as
“out-of-service” is reclassified as “available™), the Unit Leader or the supervisor who approved
the status change should immediately notify the Resource Unit Leader, who, in turn, will make
the appropriate status classifications.

C. SITUATION UNIT P

The Situation Unit collects, processes, and organizes ongoing situation ihformation; prepares

situation summaries; and develops projections and foreca

also require the expertise of technical specialists.

D. DOCUMENTATION UNH{\

The Documentation Unit maintains apcurpte and omplate intident files, including a complete
record of the major ste i ; ides\duplication services to incident
personnel; and file intai Aci i legal, analytical, and historical

rall IAP and|plannjng funggicn.

developed as paxt of t

E. DE
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Demobilization Unit ensures that it is distributed both at the incident and elsewhere as
necessary.

E. TECHNICAL SPECIALISTS

104

The ICS is designed to function in a wide variety of incident scenarios that require the use of
technical specialists. These personnel have special skills and are activated only when needed.
Specialists may serve anywhere within the organization, including the Command Staff. No
specific incident qualifications are prescribed or required, as technical specialists normally
perform the same duties during an incident that they perform in their everyday jobs, and they are
typically certified in their fields or professions.

Technical specialists are most often assigned to the specific area (Section, Unit, Branch, Division,
etc.) where their services are needed and performed. In some situations they may be assigned to a
separate Unit within the Planning Section, much like a talent pool, and assigned out to various
jobs on a temporary basis. For example, a tactical specialist may be sefit\to the Operations Section
to assist with tactical matters, a financial specialist may be sepeto the) Finance/Administration

e phgrmaceutical specialist;
Veterinarian;
e agricultural specialist;

e toxicologist;

Draft August 2007



e radiation health physicist;

¢ intelligence specialist;

e infectious disease specialist;

e chemical or radiological decontamination specialist;
e law enforcement specialist;

e legal counsel;

¢ industrial hygienist;

e transportation specialist;

o Scientific Support Coordinator (SSC);
e mass care specialist;

e numerical modeler;

e records management specialist;

e data management specialist;

e special needs advisor;

o faith community representative;

¢ mortuary affairs specialist;

e communication specialist;

e waste management specialist;

e public relations specialist;

e cultural resource specialist;

o forensic pathologist;

¢ homeland security specialist; and
e military specialist.

it within the General Staff is the
yental sampling and/or analytical

Environmental ¥
environmental

’lanning Section to facilitate interagency
sampling, analyzing, and assessing. The

¥lists assigned to the Environmental Unit might include
nologies, weather forecast, resources at risk, cleanup
technical specialists. Example tasks accomplished by the
clude the following:
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o determining the extent and effects of site contamination;
e developing site cleanup and hazardous material disposal plans; and

¢ identifying the need for and obtaining permits and other authorizations.

f
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TAB 4—THE LOGISTICS
SECTION

The Logistics Section provides all the support needs for the incident, such as ordering resources
and providing facilities, transportation, supplies, equipment maintenance and fuel, food service,
communications, and medical services for incident personnel (see Figure B-8).

The Logistics Section is led by a Section Chief, who may also have one or more deputies. Having a
deputy is encouraged when all designated units are established at an incident site. When the
incident is very large or requires a number of facilities with large numbers of equipment, the
Logistics Section can be divided into Branches. This helps with span of control by providing more
effective supervision and coordination among the individual units. Conversely, in smaller
incidents or when fewer resources are needed, a Branch configuration may be used to combine
the task assignments of individual units with a Branch structure. (Figure B-8 provides an
example of the Logistics Section organized with Service and Support Branches

Logistics Section

Service Branch Support Branch

Communications

Unit Supply Unit

Medical Unit Facilities Unit

Ground Support
Unit

Food Unit

iR

igure\B-8\-Logistics Section: Branch Organizational Structure

<3
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A. SUPPLY UNIT

The Supply Unit orders, receives, stores, maintains adequate inventories, and distributes all
incident-related resources.

Once established, the Supply Unit also has the basic responsibility for all off-incident ordering,
including the following;

¢ all tactical and support resources (including personnel); and
¢ all expendable and nonexpendable supplies required for incident support.

The Supply Unit provides the support required to receive, process, store, and distribute all
supply orders. The unit also handles tool operations, which includes storing, disbursing, and
servicing of tools and portable, nonexpendable equipment. Additionally, the Supply Unit assists
in projecting resource needs based upon information provided from the IAP.

B. FACILITIES UNIT P

108

The Facilities Unit sets up, maintains, and demobilize
operations. The unit also provides facility mainten
required for incident support.

| facilitie§ used in support of incident

The Facilities Unit sets up the Incideng”Comprdnd Post (ICR), intident base, and camps
(including trailers and/or other forms of shglter for useAn\and aro incident area), as well
as provides the services associated with maintaipthg thgse functipns. The incident base and

Providing shelter for victims is a critical
operational activity, which will be incorporated
into the IAP. Sheltering will normally be
conducted by appropriate nongovernmental
organization staff, such as the American Red
Cross or other similar entities.

\ supply, such additional support items as portable toilets, shower
lities, \and Yightijg units.
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C. GROUND SUPPORT UNIT

The Ground Support Unit:
¢ maintains and repairs primary tactical vehicles and mobile ground support equipment;

o records usage time for all ground equipment (including contract equipment) assigned to the
incident;

e supplies fuel for all mobile equipment;
e provides transportation in support of incident operations (except aircraft); and

e develops and implements the Incident Traffic Plan.

In addition to its primary functions of maintaining and servicing vehicles and mobile equipment,
the Ground Support Unit maintains a transportation pool for major incidents. This pool consists
of vehicles (e.g., staff cars, buses, pickups) that are suitable for transporting personnel. The
Ground Support Unit also provides to the Resources Unit up-to-date information on the
location and status of transportation vehicles assigned to the Ground Support Unit.

D. COMMUNICATIONS UNIT A

The Communications Unit develops the Communications Plan (IC$205) t¢ make the most
effective use of the communications equipment and facilities assigned to the@ncident, installs and

se’0f an incident communications plan and a
the use of tactical and support resources assigned

communicagién. A clear spoken message—based on common terminology that avoids
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misunderstanding in complex and noisy situations—reduces the chances for error. The use of
common terminology allows emergency management/response personnel to communicate clearly
with one another and effectively coordinate activities, no matter the size, scope, location, or
complexity of the incident.

Radio networks for large incidents may be organized as follows:

1. Command Net

The command net links together Incident Command, Command Staff, Section Chiefs, Branch
Directors, and Division and Group supervisors.

2. Tactical Nets

Several tactical nets may be established to connect departments, agencies, geographical areas, or
specific functional units. The determination of how nets are set up should be a joint function
designed by planning, operations, and logistics.

3. Support Net

A support net may be established primarily to
handle logistical requests and other nontactica

kesource status but also to

4. Air-to-Ground Net

To coordinate air-to-ground graffis
regular tactical nets may be ubed.

. either a\specific #actical frequépcymay be designated, or

5. Air-to-Air Nets

Air-to-air n
is designéd to

he desgigriated and\assigéd for use at the incident. An air-to-air net
ed by airborne assets; gxound Wnits should not utilize this net.
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E. FOOD UNIT

The Food Unit determines food and hydration requirements, and has the responsibility for
planning menus, ordering food, providing cooking facilities, cooking and serving food,
maintaining food service areas, and managing food security and safety concerns.

Efficient food service is important, but it is especially important for any extended incident. The
Food Unit must be able to anticipate incident needs, such as the number of people who will need
to be fed and whether the type, location, or complexity of the incident indicates that there may be
special food requirements. The unit must supply food needs for the entire incident, including all
remote locations (e.g., camps and staging areas), and also supply food service to operations
personnel who are unable to leave operational assignments. The Food Unit must interact closely
with the following elements:

e Planning Section, to determine the Feeding affected nonresponse persons (e.g.,
number of personnel who must be fed,; victims, evacuees, persons at shelters) is a critical
operational activity that will normally be

* Facilities Unit, to arrange food-service incorporated into the IAP. Feeding activities will

areas;
normally be conducted by members of

e Supply Unit, to order food, unless appropriate NGOs, such as the American Red

provided under contract or agreement; Cross or similar entities. Services provided by

appropriate NGOs would not fall within the Food
Unit but in a separate functional assignment that
should be communicated and coordinated with

e Ground Support Unit, to obtain ground
transportation; and

e Air Operations Branch Director, to the IC and Operations Section Chief to ensure
deliver food to remote locations. operational continuity.
Careful planning and monitoring is
required to ensure food safety before and duridg food service operationy, including the
assighment, as indicated, of public health professidpals (vith expgrtise in §gnvirqnmental health
and food safety.
F. MEDICAL UNIT X

the Medlical|Unjt irb\%tﬁif%wmg:

Patient care and medical services for those who
are not emergency management/response
personnel (e.g., incident victims) are critical
operational activities. These activities are
incorporated into the IAP as key considerations
and should be staffed accordingly with
appropriate professional personnel, as required.

¢ proyide trgnspgrtation for injured incident personnel;

o\coordipdte, establish, and/or staff the routine rest and rehabilitation of incident responders;
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112

o ensure that injured incident personnel are tracked as they move from their origin to a care
facility and from there to final disposition;

e assist in processing all paperwork related to injuries or deaths of incident assigned personnel;
and

e coordinate personnel and mortuary affairs for incident personnel fatalities.

The Medical Unit is responsible for the effective and efficient provision of medical services to
incident personnel, and reports directly to the Logistics Section Chief. The Medical Unit Leader
will develop a medical plan, which will, in turn, form part of the IAP. The medical plan should
provide specific information on medical assistance capabilities at incident locations, potential
hazardous areas or conditions, and off-incident medical assistance facilities and procedures for
handling complex medical emergencies. The Medical Unit will also assist the
Finance/Administration Section with the administrative requirements related to injury
compensation, including obtaining written authorizations, billing forms, witness statements,
administrative medical documents, and reimbursement as required. The Medical Unit will ensure

patient privacy to the fullest extent possible. §
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TAB 5—THE FINANCE/
ADMINISTRATION SECTION

A Finance/Administration Section is established when there is a specific need for financial and/or
administrative services to support incident management activities. Large or evolving scenarios
involve significant funding that originates from multiple sources. In addition to monitoring
multiple sources of funds, the Section Chief must track and report to the IC the accrued cost as
the incident progresses. This allows the IC to forecast the need for additional funds before
operations are affected negatively. This is particularly important if significant operational assets
are under contract from the private sector. The Section Chief may also need to monitor cost
expenditures to ensure that applicable statutory rules are met. Close coordination with the
Planning and Logistics Sections is also essential so that operational records can be reconciled
with financial documents.

The Finance/Administration Section Chief
will ~ determine, given current and
anticipated future requirements, the need
for establishing specific subordinate units.
Because of the specialized nature of finance

functions, the Section Chief should come Section may not be staffed on-scene. Modemn
from the agency that has the greatest (wireless) communications systems enable some

requirement for this support. The of the Finance/Administration functions to be

Finance/Administration Section Chief may performed away from the incident scene, typically
also have one or more d eputies in the normal workstations where these functions

would customarily be performed.

While the functions of Finance/Administration
are critical components of effective command
and management, in some incidents,
components of the Finance/Administration

%
A. TIME UNIT
The Time Unit is prim ponsible for|ensuring Rropey daily recording of personnel time, in
accordance with t ime Unit also ensures that the
Logistics Sectio
If applicable (depend i rsonnel time records will be collected and

Time Unit Leader may require the assistance of
of any affected agencies. These records must be

B. PROCYRE

Unit administers all financial matters pertaining to vendor contracts. This unit

coqrdindtes with local jurisdictions to identify sources for equipment, prepares and signs
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equipment rental agreements, and processes all administrative requirements associated with
equipment rental and supply contracts. In some cases, the Supply Unit in the Logistics Section
will be responsible for certain procurement activities. The Procurement Unit will also work
closely with local cost authorities.

C. COMPENSATION AND CLAIMS UNIT

Under ICS, a single unit handles injury compensation and claims. Depending on the incident, the
specific activities are varied and may not always be accomplished by the same person. The
individual handling injury compensation ensures that all forms required by workers’
compensation programs and local agencies are completed. This individual also maintains files on
injuries and illnesses associated with the incident, and ensures that all witness statements are
obtained in writing. Since the Medical Unit may also perform some of these tasks, close
coordination between the Medical and Compensation and Claims Units is essential. The claims
function handles investigations of all civil tort claims involving property associated with or
involved in the incident. The Compensation and Claims Unit mdinkains logs on the claims,
obtains witness statements, and documents investigations and agency follow-up requirements.

D. COST UNIT

data, and analyze and prepare estimates of
cost estimates for resource use
information on the actual cos
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TAB 6—ESTABLISHING AN
AREA COMMAND

As described in the Command and Management Component, on page 63, the purpose of an Area
Command is either to oversee the management of multiple incidents that are each being handled
by a separate ICS organization or to oversee the management of a very large incident that has
multiple incident management teams engaged.

A. RESPONSIBILITIES

The Area Command does not have operational responsibilities. For the incidents under its
authority, the Area Command:

e develops broad objectives for the impacted area(s);
o coordinates the development of individual incident objectives and strategies:
o allocates/reallocates resources as the established priorities chapge;
e ensures that incidents are properly managed;

e ensures effective communications;

e ensures that short-term “emergency”
recovery operations.

The function of Area

assigned. Thigresponsibility includes ensuring that conflicts are resolved, that incident objectives
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are established, and that strategies are selected for the use of critical resources. The Area
Commander is also responsible for coordinating with Federal, State, regional, tribal, local, and
participating private organizations and NGOs.

2. Assistant Area Commander—Logistics

The Area Command Logistics Chief provides facilities, services, and materials at the Area
Command level and ensures the effective allocation of critical resources and supplies among the
incident management teams.

3. Assistant Area Commander—Planning

The Area Command Planning Chief collects information from various incident management
teams to assess and evaluate potential conflicts in establishing incident objectives, strategies, and
priorities for allocating critical resources.

4. Area Command Aviation Coordinator

An Aviation Coordinator is assigned when aviation reso
and critical resources, and works in coordination witlri

rCes are colppeting for common airspace
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C. LOCATION

The following guidelines should be followed in locating an Area Command:

e To the extent possible, the Area Command should be established in close proximity to the
incidents under its authority. This makes it easier for the Area Commander and the ICs to meet
and otherwise interact.

o It is, however, best not to co-locate an Area Command with any individual ICP. Doing so
might cause confusion with the command and management activities associated with that
particular incident.

¢ Area Commands must establish effective, efficient communications and coordination processes
and protocols with subordinate ICs, as well as with other incident management organizations
involved in incident operations.

o The facility used to house the organization should be large enough to accommodate a full Area
Command staff. It should also be able to accommodate meetings between the Area Command
staff, the ICs, and agency executive(s), as well as news media representatives.

D. REPORTING RELATIONSHIPS A

When an Area Command is involved in coordinating multiple inciden agement activities,
the following reporting relationships will apply:

Command should be established.

Draft August 2007 117



TAB 7/—FACILITIES AND
LOCATIONS

Several kinds and types of facilities may be established in and around the incident area. The
requirements of the incident and the desires of the IC/UC will determine the specific kinds of
facilities used and their locations and may consist of the following designated facilities, among
various others:

A. INCIDENT COMMAND POST A

The ICP signifies the location of the tactical-level, on-sceneincide
typically comprises the IC and the Command and
designated incident personnel from Federal, State, tri
well as the private sector and NGOs. Typically, t
of the incident site and is the location for thé conduct of diregt, onv-scene control of tactical
operations. Incident planning is conductedat the ACP; an incident corymunications center also
would normally be established at this location.\The JCP\may be to-lotated with the incident
base, if the communications requirements cal be

command organization. It
eneral Staff, but may include other

B. INCIDENT BASE

N

i3xthe location pt Which \primdry support activities are conducted. A single

cident Base and are located in satellite fashion from the Incident
upport incident operations. Camps provide support, such as food,
sanitation. Camps may also provide minor maintenance and servicing of
ay be relocated to meet changing operational requirements.

D. STAGING AREAS

\/S{ging Areas are established for the temporary location of available resources. Staging Areas will
be established by the Operations Section Chief to enable positioning of and accounting for
resources not immediately assigned. A Staging Area can be any location in which personnel,
supplies, and equipment can be temporarily housed or parked while awaiting operational
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assighment. Staging Areas may include temporary feeding, fueling, and sanitation services. The
Operations Section Chief assigns a manager for each Staging Area, who checks in all incoming
resources, dispatches resources at the Operations Section Chief’s request, and requests Logistics
Section support, as necessary, for resources located in the Staging Area.

f
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TAB 8—THE PLANNING
PROCESS [THE INCIDENT
ACTION PLAN (IAP)]

A. OVERVIEW

planning that includes all steps that an IC and other f the Command and General
Staffs should take to develop and disseminate an IAP, anning\ process may begin with the

The five primary phases in the planning
process are to understand the situation;
establish incident objectives and
strategy; develop the plan; prepare and
disseminate the plan; and execute,
evaluate, and revise the plan.

eséentiglly the same for the IC who develops the initial
plan, for the IC and Operations Section Chief revising
the”initial plan for extended operations, and for the
incident management team developing a formal IAP.
During the initial stages of incident management,
planners should develop a simple plan that can be
communicated through concise oral briefings.

120 Draft August 2007



Frequently, this plan must be developed very quickly and with incomplete situation information.
As the incident management effort evolves over time, additional lead time, staff, information
systems, and technologies enable more detailed planning and cataloging of events and “lessons
learned.” The five primary phases in the planning process are:

1. Understand the Situation

The first phase includes gathering, recording, analyzing, and displaying situation, resource, and
incident potential information in a manner that will facilitate:

e increased situational awareness of the magnitude, complexity, and potential impact of the
incident; and

o the ability to determine the resources required to develop and implement an effective IAP.

2. Establish Incident Objectives and Strategy

The second phase includes formulating and prioritizing measurable incident objectives and
identifying an appropriate strategy. The incident objectives and strategy must conform to the
legal obligations and management objectives of all affected agencies. These may also need to
include specific issues relevant to critical infrastructure.

Reasonable alternative strategies that will accomplish overall incident ofjectivgs are identified,
analyzed, and evaluated to determine the most appropriate strategyfor the-Situation at hand.
Evaluation criteria include public health and safety factors; <stimated\ costs; and various
environmental, legal, and political considerations.

3. Develop the Plan

The third phase involves determining the tactical

directipn afd the specific respurce, reserves,

responsible for gathering certain informatigw to sugport the prgposed plan.

ponse, the format is a well-prepared outline for an
gpan multiple operational periods, the plan will be
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the process used for modifying the current plan or developing the plan for the subsequent

operational period.

B. RESPONSIBILITIES AND SPECIFIC PLANNING
ACTIVITIES

1. Operational Period Planning Cycle

Figure B-9 is a graphical representation of the planning cycle.

. Preparing for
Tact!cs the Planning Planning
Meeting Meeting Meeting
Preparing IAP Prep &
for the Tactics Approval
Meeting
Command & l\/l
General Staff O%er.a']tcl'ons
Meeting riefing
\_ Y.
IC/UC
Develop/Update Execute Plan Peﬁg\év Sgsins
Objectives & Assess g
Meeting Progress
%JC \
1 *
(4))
Incident Brief ust 2
{C\S\Km o
o
. )
nitial Response O
d Assessment E
©
mtifications x
£
Incident/Event

*During this timeframe a meeting with the Agency Administrator/Executive can occur.
Figure B-9—Operational Period Planning Cycle
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2. Planning Steps: Understanding the Situation and Establishing Objectives
and Strategy

The Planning Section Chief should take the following actions prior to the initial Planning
Meeting (if possible, obtain a completed Incident Briefing Form — ICS 201):

e Evaluate the current situation and decide whether the current planning is adequate for the
remainder of the operational period (i.e., until the next plan takes effect).

o Advise the IC and the Operations Section Chief of any suggested revisions to the current plan,
as necessary.

e Establish a planning cycle for the incident.

e Determine Planning Meeting attendees in consultation with the IC. For major incidents,
attendees should include the following:

- Incident Commander;

- Command Staff members;
- General Staff members;

- Resources Unit Leader;

- Situation Unit Leader;

- Air Operations Branch Director (if established);
- Communications Unit Leader;
- Technical Specialists (as required); and

- Agency representatives (as required).

e Obtain an estimate of resource availability for use i

ist1s used with the ICS Planning Matrix Board and/or
(The worksheet is laid out in the same manner as the

g

28 Ske page 128, Appendix B, Tab 9, for examples of ICS forms.
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a. Give briefing on situation, resource status, and incident potential (Planning
Section)

The Planning Section Chief and/or Resources and Situation Unit Leaders should provide an
up-to-date briefing on the situation. Information for this briefing may come from any or all of the
following sources:

o Initial Incident Commander;

e Incident Briefing Form (ICS 201);
o field observations;

e operations reports; and

e regional resources and situation reports.

b. Set/Review established objectives (IC)

This step is accomplished by the IC. The incident objectives ape’not limited to any single
operational period but will consider the total incident situation, he IC Wwill establish the general
strategy to be used, will state any major constraints (policy, legal, or fscal) on accomplishing the

or sp¢cifying tactics for each Division/Group, the Operations Section Chief, in conjunction
th the Planning Section Chief, will determine the resource needs to accomplish the work
igiments. Resource needs will be recorded on the planning matrix. Resource needs should be
corisidered on basis of the type of resources required to accomplish the assignment.
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f. Specify operations facilities and reporting locations and plot on map
(Operations Section, Planning Section, Logistics Section)

The Operations Section Chief, in conjunction with the Planning and Logistics Section Chiefs,
should designate and make available the facilities and reporting locations required to accomplish
Operations Section work assignments. The Operations Section Chief should indicate the
reporting time requirements for the resources and any special resource assignments.

g. Develop resource and personnel order (Logistics Section)

The Planning Section Chief should assess resource needs based on the needs indicated by the
Operations Section Chief and resources data available from the Resources Unit. The planning
matrix (ICS 215), when properly completed, will show resource requirements and the resources
available to meet those requirements. Subtracting the resources available from those required will
indicate any additional resource needs. From this assessment, a new resource order can be
developed and provided to the IC for approval and then placed through normal dispatch channels
by the Logistics Section.

h. Consider communications, medical, and traffic plan requirements (Planning
Section, Logistics Section)

The TAP will normally consist of the Incident Objectives (ICS 202), Orgdnizagion Chart (ICS
203) Asagnment LlSt (ICS 204), and a map of the incident area. Lapgér incidénts may require

that the appropriate units prepare such attachments. Fhe IAP)and attjchments will normally

include the items listed in Table B-2.
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Table B-2—The IAP and Typical Attachments

Components

Normally Prepared By

Incident Objectives (Form: ICS 202)

Assignment List (Form: ICS 204)

Incident Map

Organization List or Chart (Form: ICS 203)

Communications Plan (Form: ICS 205)
Responder Medical Plan (Form: ICS 206)

General Safety Message/ Site Safety Plan

Incident Commander
Resources Unit
Resources Unit
Communications Unit
Medical Unit
Situation Unit

Safety Officer

Other Potential Components
(Incident dependent)

Air Operations Summary
Traffic Plan

Decontamination Plan

Air Operations
Ground Support Unit

Technical Specialist

Waste Management or Disposal Plan Technical Speciali

Demobilization Plan

Site Security Plan
Investigative Plan
Evidence Recovery Plan
Evacuation Plan
Sheltering/Mass Care Plan
Other (as required)

s Section, is responsible for seeing that
e following is the sequence of steps for

eterynine the number of IAPs required.
o Arrange with the Documentation Unit to reproduce the IAP.

eview the TAP to ensure it is up to date and complete prior to the operations briefing and
plan distribution.

e Provide the TAP briefing plan, as required, and distribute the plan prior to beginning of the
new operational period.
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Table B-3—ICS Forms that Can Aid the Planning Process™>

Number Purpose

ICS 201 (p.1)** Incident Briefing Map

ICS 201 (p.2)** Summary of Current Actions

ICS 201 (p.3)** Current Organization

ICS 201 (p.4)** Resources Summary

ICS 202 Incident Objectives

ICS 203 Organization Assignment List

ICS 204 Assignment List

ICS 205 Incident Radio Communications Plan
ICS 206 Medical Plan

ICS 207 Organizational Chart (wall mounted)
ICS 209 Incident Status Summary, with Instructions
ICS 210 Status Change Card

ICS211 Check-In List

ICS 213 General Message

ICS 215 Operational Planning Worksheet

ICS 215a Incident Action Plan Safety Analysis

*ICS forms are guidance documents to assist in writing an agency’s JAP.
Some modification to the forms can be made to better suit an ageficy’s
need more effectively as long as the nature of each form or bering is

not altered.

**The ICS 201 forms are the initial summary for
of an incident. The information they provide ca
ICS 201 forms may not be included in the formal written IAP.
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TAB 9—EXAMPLES OF ICS
FORMS

A IC

The following pages contain examples of the ICS Forms that are discussed in this document.
These examples have been drawn from the National Wildfire Coordination Group (NWCG) and
the Federal Emergency Management Agency (FEMA); other emergency management
organizations also provide ICS hardcopy forms and software packages to generate ICS forms that
may be used for incident management purposes. The forms below provide examples of the general
format and identify the purpose of each form. The individual forms depicted may not provide
boxes/slots necessary for every position or incident, but they may be rajlored to meet an agency’s
needs. More importantly, even though the format is flexible, the fofm niymber and purpose of the
specific type of form (e.g., Form 204 defines the assignments fpr‘a diviston or group) must remain
intact in order to maintain consistency and to facilftate imimediate identification and
interoperability, and for ease of use.

Table B-4—Examples of ICS Forms Inclugéd in This\Tab

Number Purp059< / ) \ \

ICS 201 (p. 1) Incident Briefing Ma
ICS 201 (p. 2)
ICS 201 (p. 3)
ICS 201 (p. 4)
ICS 202

In¢ident Status Summary

heck-In List

Operational Planning Worksheet
Incident Action Plan Safety Analysis

*The examples listed are based on original NWCG forms.

MS
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e following is a detailed listing of ICS forms referenced in Table B-4. There are other ICS forms
that can be used during the planning process but may not be presented as examples within this
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section. These forms are available online, commercially, and in a variety of formats; however, all
the examples listed are based on the original forms.2°

1. ICS 201 - Incident Briefing

The ICS 201 — Most often used by the initial IC, this four-section document (often produced as
four pages) allows for the capture of vital incident information prior to the implementation of the
formal planning process. This form allows for a concise and complete transition of Command
briefing to an incoming new IC. In addition, this form may serve as the full extent of incident
command and control documentation if the situation is resolved by the initial response resources
and organization. This form is designed to be transferred easily to the members of the Command
and General Staff as they arrive and begin work. It is not included as a part of the formal written
IAP.

2. ICS 202 — Incident Objectives

The ICS 202 - Serves as the first page of a written TAP. It includes incident information, a listing
of the IC’s objectives for the Operational Period, pertinent weather information, a general safety
message, and a table of contents for the plan. Signature Blocks are provided.

3. ICS 203 — Organization Assignment List

The ICS 203 - Typically the second page of the IAP. Provides 4
management and supervisory staff for that Operational Period.

full actounting of incident

4. ICS 204 — Division/Group Assignment List

The ICS 204 - Included in multiples based on th orga izagiéna| structuye of \the Operations

The ICS 205 - Dgpicts\the entir¢ communications plan for the incident.

6. ICS — Medical Plan

THe ICS 20§ — Présents the\incident’§ medical plan to care for responder medical emergencies.

are undergoing an updating process; the new forms will be available online on the national
integration certter Web site after completion.
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7. 1CS 209 - Incident Status Summary

The ICS 209 - Collects basic incident decision support information and is the primary
mechanism for reporting this situational information to incident coordination and support
organizations and the agency administrators/executives.

8. ICS 211 — Check-In List

The ICS 211 - Used to document the check-in process. Check-in recorders report check-in
information to the Resources Unit.

9. ICS 215 - Operational Planning Worksheet

The ICS 215 - Intended as an Operational Planning Worksheet to be used in the incident
planning meeting to develop tactical assignments and resources needed to achieve incident
objectives and strategies.

10. ICS 215a — Incident Action Plan Safety Analysis

The ICS 215a - Communicates to the Operations a
health issues identified by the Safety Officer. The I
address the identified safety issues.

ing Sgction Chiefs the safety and
@ form\identifies mitigation measures to
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INCIDENT BRIEFING

1. INCIDENT NAME 2. DATE 3. TIME

FREPARED

FREPARED

4. MAP SKETCH

ICS 201 (12/93)
NFES 1325 PAGE1

3. PREFARED BY (NAME AND POSITION)

\)Figure B-10-ICS 201, p. 1
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6. SUMMARY OF CURRENT ACTIONS

ICS 201 (12/93)
NFES 1325

PAGE 2

V7

Figure B-11—ICS 201, p. 2
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7. CURRENT ORGANIZATION

INCIDENT COMMANDER

PLAMNNING OPERATIONS LOGISTICS
DIVJGROUP________ | [DIVJ/GROUP DIV/GROUP— AIR
ICS 201 (12/93) PAGE 3

NFES 1325

\/ \/Figure B-12—ICS 201, p. 3
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8. RESOURCES SUMMARY

RESOURCES
ORDERED

ON
SCENE

RESDURCES
IDENTIFICATION ETA

LOCATIOM/ASSIGNMENT

ICS 201 (12/93)
NFES 1325

PAGE 4

Figure B-13—ICS 201, p. 4
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1. INCIDENT NAME 2. DATE 3.TIME
INCIDENT OBJECTIVES PREPARED |  PREPARED

4. OPERATIONAL PERIOD {DATE/TIME)
5. GENERAL CONTROL OBJECTIVES FOR THE INCIDENT {INCLUDE ALTERNATIVES)
6. WEATHER FORECAST FOR OPERATIONAL PERIOD
7. GENERAL SAFETY MESSAGE
8. ATTACHMENTS (« IF ATTACHED)

[ oRGANIZATION LIST (ICS 203) [] MEDICAL PLAN (ICS 208) O

[] ASSIGNMENT LIST (ICS 204) (] INCIDENT MAP (l

] COMMUNIGATIONS PLAN (IGS 205) (] TRAFFIC PLAN O

9. PREPARED BY (PLANMNING SECTION CHIEF)

10. APPROVED BY (INCIDENT COMMANDER)

Figure B-14—ICS 202
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ORGANIZATION ASSIGNMENT LIST

1. INCIDENT NAME

2. DATE PREFARED

3.TIME FREPARED

POSITION NAME

5. INCIDENT COMMANDER AND STAFF

4, QPERATIONAL PERIOD (DATETIME)

9. OPERATIONS SECTION

INCIDENT COMMANDER
DEPUTY

SAFTEY OFFICER
INFORMATION OFFICER

LIAISON QOFFICER

6. AGENCY REPRESENTATIVES

AGENCY MNAME

7. PLANNING SECTION

CHIEF

DEPUTY

RESOURCES UNIT
SITUATION UNIT
DOCUMENTATION UNIT
DEMOBILIZATION UNMIT
TECHMICAL SPECIALISTS

8. LOGISTICS SECTION

CHIEF
DEPUTY

a. SUPPORT ERANCH

CHIEF
DEPUTY

& BRANCH |- DIVISION/GROUPS
BRANCH DIRECTOR

DEPUTY

DIVISIONGROUP

DIVISIONGROUP

DIVISIONGROUP

DIVISIONGROUP
DIVISIONGROUP

b BRANCH II- DIVISION'GROUPS
BRAMCH IRECTOR
DEPUTY

DIVISIONGROUP

DIVISICNGROUP
DIVISIONGROUP

DIISIONGROUP

DIVISICNGROUP

¢ BRANCH lI- DIVISIONGROUPS
BRANCH DIRECTOR
DEPUTY

DIVISIONGROUP

DIVISIONGROUP
DIVISIONGROUP

DIVISIONGROUP

DIVISIONGROUP

o. AR OPERATIONS BRANGH
AR OPERATIONS BR. DIR,

AIR TACTICAL GROUF SUR
AIR SUPPORT GROUP SUP
HELICOPTER COORDINATOR
AIR TANKERWFIXED WING CRD.

DIRECTOR
SUPPLY UNIT
FACILITIES UNIT 10. FINANCE/ADMINISTRATION SECTION
GROUMD SUPPDRT UNIT CHIEF
DEPUTY
b SERVICE BRANCH TIME LUMIT
CIRECTOR FROCUREMENT UNIT
COMMUNICATIONS LINIT COMPENSATION/CLAIMS UMIT
MEDICAL UNIT COST UNIT
FOOD UNIT
PREPARED BY{RESOURCES UNIT)
v -
Figure B-15—ICS 203
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1.BRANCH 2. DIVISION/GROUP

ASSIGNMENT LIST

3. INCIDENT NAME 4. OPERATIONAL PERIOD

DATE TIME

5. OPERATIONAL PERSOMNEL

OPERATIONS CHIEF DIVISION/GROUP SUPERVISOR

BRANCH DIRECTOR AIR TACTICAL GROUP SUPERVISOR

6. RESOURCES ASSIGNED THIS PERIOD

STRIKE TEAM/TASK FORCE/ NUMBER | TRAMNS. PICKUP DROP OFF
RESOURCE DESIGMATOR EMT LEADER PERSOMS | NEEDED | PT/TIME PT.TIME

7. CONTROL OFERATIONS

8. SPECIAL INSTRUCTIONS

9. DIVISION/GROUP COMMUNICATIONS SUMMARY

FUNCTION FREQ. SYSTEM CHAN. | FUNCTION FREQ. SYSTEM CHARN,
LOCAL LOCAL
COMMAND) SUPFORT
REPEAT REPEAT
DIV/GROUP GROUND
TACTICAL TO AIR
PREFPARED BY (RESOURCE UNIT LEADER) APPROVED BY (PLANNING SECT. CH.) DATE TIME

Figure B-16—ICS 204
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1. Incident Mame 2. Diate Prepared 3. Time Prepared 4. Operational Period
MEDICAL PLAN
5. Incident Medical Aid Station
Medical Aid Stations Lacation Pf?l’eﬁgmedll:;o
6. Transportation
A. Ambulance Services
a A - - Paramedics
Mame Address Phone ves Mo
B. Incident Ambulances
. FParamedics
Mame Location Yes Mo
7. Hospitals
= = - Travel Time Helipad Burn Center
R SOAESS Air Ground fione es Mo | Yes Mo

8. Medical Emergency Procedures

Prepared by (Medical Unit Leader) 10. Reviewed by (Safety Cfficer)

\/ Figure B-18—ICS 206
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INCIDENT STATUS SUMMARY

FS-5100-11
1. Date/Time 2. Initial [ | 2. Incident Name 4. Incident Number
Update [
Final O
5. Incident Commander 6. Jurisdiction 7. County 8. Type Incident 9. Location 10. Started Date/Time

11. Cause 12. Area Involved 13. % Controlled 14. Expected Containment 15. Estimated Controlled 16. Declarad Controlled
Date/Time DateTime DateTime
17. Current Threat 18. Control Problems
19, Est. Loss 20. Est Savings 21. Injuries Deaths 22 Line Built 23. Line to Build
24. Cumrent Weather 25, Predicted Weather 26. Cost to Date 27. Est. Total Cost
W3 Temp W3 Temp
WD RH WD RH
28. Agencies

[29. Resources TOTALS
Kind of Resource SR | ST |SR|ST|SR| ST |SR| ST |SR|ST|SR|ST|SR|ST|SR|ST|SR| ST |SR| ST |SR| ST SR 1)
EMGINES
DOZERS
CREWS MNumber of Crews:

Number of Crew Personnel:
HELICOPTERS
AIR TANKERS
TRUCK COS.
RESCUEMED.
WATER TENDERS
(OVERHEAD PERSONMNL
TOTAL PERSOMNNEL

30. Cooperating Agencies

31. Remarks
32 Prepared hy 33. Approved by 34 Sent to:

Date Time By

140

Figure B-19—ICS 209
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TAB 10—SUMMARY OF
MAJOR ICS POSITIONS

Summary Table of Major ICS Positions™

Major ICS Positions

Primary functions

Incident Commander (IC) or Unified
Command (UC)

Have clear authority and know agency policy
Ensure incident safety
Establish incident command post

Set priorities, determine incident objectives and stkategies to be followed

Establish incident command system oyganizationheeded to manage the
incident

Approve incident action plan

Public Information Officer

~

in current information summaries and/or displays on the incident
ake information about the incident available to incident personnel
Participate in the planning meeting

Safety Officer

Identify and mitigate hazardous situations

Ensure safety messages and briefings are made

Exercise emergency authority to stop and prevent unsafe acts

Review the incident action plan for safety implications

Assign assistants qualified to evaluate special hazards

Initiate preliminary investigation of accidents within the incident area
Review and approve the Medical Plan

Participate in planning meetings

144
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Major ICS Positions

Primary functions

Liaison Officer

Act as a point of contact for agency representatives

Maintain a list of assisting and cooperating agencies and agency
representatives

Assist in setting up and coordinating interagency contacts

Monitor incident operations to identify current or potential interorganizational

problems

Participate in planning meetings, providing current resource status, including

limitations and capabilities of agency resources
Provide agency-specific demobilization information and requirements

Operations Section Chief

Assure safety of tactical operations

Manage tactical operations

Develop the operations portions of the IAP

Supervise execution of operations portions of IAP

Request additional resources to support tactical operations
Approve release of resources from active operational assignments
Make or approve expedient changes to the IAP

agencies involved in the incident

Maintain close contact with IC, subordinate Operatiownnel, and other

Planning Section Chief

)
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Major ICS Positions

Primary functions

Logistics Section Chief

Provide all facilities, transportation, communications, supplies, equipment
maintenance and fueling, food, and medical services for incident personnel,
and all off-incident resources

Manage all incident logistics

Provide logistics input to the incident action plan

Brief Logistics Staff as needed

Identify anticipated and known incident service and support requirements
Request additional resources as needed

Ensure and oversee the development of the communications, medical, and
traffic plans as required

Oversee demobilization of Logistics Section and associated resources

Finance/Admin Section Chief

Manage all financial aspects of an incident
Provide financial and cost analysis information as requested
being addressed relative to the

Ensure compensation and claims functions aye
incident

responsible agencies
hinistration Section and fill

*Intelligence/Investigation
Intelligence/Investigation S¢
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GLOSSARY OF
KEY TERMS

For the purposes of NIMS, the following terms and definitions apply.

Accessible: Having the legally required features and/or qualities that ensure easy entrance,
participation, and usability of places, programs, services, and activities by individuals with a wide
variety of disabilities.

Acquisition Procedures: Used to obtain resources to support operational requirements.

Agency: A division of government with a specific function offering a particulat'kind of assistance.
In the Incident Command System (ICS), agencies are defined either a&”juristlictional (having

Agency Dispatch: The agency or j
incidents.

activities following appropriat

ent: The evaluation and interpretation of measurements and other information to
provide a basis for decisionmaking.

Assigned Resources: Resources checked in and assigned work tasks on an incident.
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Assignments: Tasks given to resources to perform within a given operational period that are
based on operational objectives defined in the Incident Action Plan (IAP).

Assistant: Title for subordinates of principal Command Staff positions. The title indicates a level
of technical capability, qualifications, and responsibility subordinate to the primary positions.
Assistants may also be assigned to unit leaders.

Assisting Agency: An agency or organization providing personnel, services, or other resources to
the agency with direct responsibility for incident management. See Supporting Agency.

Available Resources: Resources assigned to an incident, checked in, and available for a mission
assignment, normally located in a Staging Area.

Badging: Based on credentialing and resource ordering, provides incident-specific credentials
and can be used to limit access to various incident sites.

Base: The location at which primary Logistics functions for an incident are coordinated and

Cache: A predetermined complement of tools, equi
location, available for incident use.

is equipped and staffed to provide <
personnel.

cles, and between governmental and
the resources received are appropriate

CS title for individuals responsible for management of functional Sections:
Planning, Logistics, Finance/Administration, and Intelligence/Investigations (if

Command: The act of directing, ordering, or controlling by virtue of explicit statutory,
regulatory, or delegated authority.
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Command Staff: Consists of Public Information Officer, Safety Officer, Liaison Officer, and other
positions as required, who report directly to the Incident Commander. They may have an
assistant or assistants, as needed.

Common Operating Picture: Offers an overview of an incident thereby providing incident
information enabling the IC/UC and any supporting agencies and organizations to make
effective, consistent, and timely decisions.

Common Terminology: Normally used words and phrases—avoids the use of different
words/phrases for same concepts, consistency, to allow diverse incident management and
support organizations to work together across a wide variety of incident management functions
and hazard scenarios.

Communications: Process of transmission of information through verbal, written, or symbolic
means.

Communications/Dispatch Center: Agency or interagency dispatcher centers, 911 call centers,
emergency control or command dispatch centers, or any naming convention given to the facility
and staff that handles emergency calls from the public and communicagién with emergency
management/response personnel. Center can serve as a primary cgefdinatjon and support

of constitutional
of government

frastructure: Systems and assets, whether physical or virtual, so vital to the United
at the incapacity or destruction of such systems and assets would have a debilitating
impact on security, national economic security, national public health or safety, or any
combination of those matters.
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Delegation of Authority: A statement provided to the Incident Commander by the Agency
Executive delegating authority and assigning responsibility. The Delegation of Authority can
include objectives, priorities, expectations, constraints, and other considerations or guidelines as
needed. Many agencies require written Delegation of Authority to be given to Incident
Commanders prior to their assuming command on larger incidents. Same as the Letter of
Expectation.

Demobilization: The orderly, safe, and efficient return of an incident resource to its original
location and status.

Department Operations Center: An Emergency Operating Center, specific to a single
department or agency. Their focus is on internal agency incident management and response. They
are often linked to and, in most cases, are physically represented in a combined agency EOC by
authorized agent(s) for the department or agency.

Deputy: A fully qualified individual who, in the absence of a superior, can be delegated the
authority to manage a functional operation or perform a specific task. In sometases a deputy can
act as relief for a superior, and therefore must be fully qualified in the posji eputies generally

esponse Personnel: Includes Federal, State, territorial, tribal,
al governments, private sector organizations, critical infrastructure
GOs, and all other organizations and individuals who assume an

Emergency Operations Centers (EOC): The physical location at which the coordination of
infqrmatior and resources to support incident management (on-scene operations) activities
normaHy takes place. An EOC may be a temporary facility or may be located in a more central or
permanently established facility, perhaps at a higher level of organization within a jurisdiction.
EOCs may be organized by major functional disciplines (e.g., fire, law enforcement, and medical
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services), by jurisdiction (e.g., Federal, State, regional, tribal, city, county), or some combination
thereof.

Emergency Operations Plan: The ongoing plan maintained by various jurisdictional levels for
responding to a wide variety of potential hazards.

Emergency Public Information: Information that is disseminated primarily in anticipation of an
emergency or during an emergency. In addition to providing situational information to the public,
it also frequently provides directive actions required to be taken by the general public.

Evacuation: Organized, phased, and supervised withdrawal, dispersal, or removal of civilians
from dangerous or potentially dangerous areas, and their reception and care in safe areas.

Event: See Planned Event.
Federal: Of or pertaining to the Federal Government of the United States of America.

Field Operations Guide: Durable pocket or desk guides that contain essential information
required to perform specific assignments or functions.

Finance/Administration Section: The Section responsible for all adprnistraive and financial
considerations surrounding an incident.

Function: Function refers to the five major activities in ICS: A perations, Planning,
Logistics, and Finance/Administration. The term functjefi i en describing the
activity involved, e.g., the planning function. A sixth fyrCtion, i gstigations, may be

reporting to the Incident Commander. a ists of the Operations
Sectlon Chlef Planmng Section Chi isti qeti i inahee/Administration

perform a special function not

operation. Groups 3
i en activated, are located between

necessarily wit

dents, aircraft accidents, earthquakes, hurricanes, tornadoes, tropical storms,
is; war-related disasters, public health and medical emergencies, and other occurrences
requifing an emergency response.
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Incident Action Plan (IAP): An oral or written plan containing general objectives reflecting the
overall strategy for managing an incident. It may include the identification of operational
resources and assignments. It may also include attachments that provide direction and important
information for management of the incident during one or more operational periods.

Incident Command: Responsible for overall management of the incident and consists of the
Incident Commander, either single or unified command, and any assigned supporting staff.

Incident Commander (IC): The individual responsible for all incident activities, including the
development of strategies and tactics and the ordering and the release of resources. The IC has
overall authority and responsibility for conducting incident operations and is responsible for the
management of all incident operations at the incident site.

Incident Command Post (ICP): The field location where the primary functions are performed.
The ICP may be co-located with the incident base or other incident facilities.

Incident Command System (ICS): A standardized on-scene emergency mapagement construct
specifically designed to provide for the adoption of an integrated organizdtiogal structure that
reflects the complexity and demands of single or multiple incidents, without being hindered by
jurisdictional boundaries. ICS is the combination of facilities, equj ¢rsonnel, procedures,

Initjal Response: Resources initially committed to an incident.

Intelligence/Investigations: Intelligence gathered within the Intelligence/Investigations function is
information that either leads to the detection, prevention, apprehension, and prosecution of
criminal activities (or the individual(s) involved) including terrorist incidents or information that
leads to determination of the cause of a given incident (regardless of the source) such as public
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health events or fires with unknown origins. This is different from the normal operational and
situational intelligence gathered and reported by the Planning Section.

Interoperability: Allows emergency management/response personnel and their affiliated
organizations to communicate within and across agencies and jurisdictions via voice, data, or
video-on-demand, in real-time, when needed, and when authorized.

Job Aid: Checklist or other visual aid intended to ensure that specific steps of completing a task
or assignment are accomplished.

Joint Information Center (JIC): A facility established to coordinate all incident-related public
information activities. It is the central point of contact for all news media. Public information
officials from all participating agencies should co-locate at the JIC.

Joint Information System (JIS): Integrates incident information and public affairs into a
cohesive organization designed to provide consistent, coordinated, accurate, accessible, timely,
and complete information during crisis or incident operations. The mission of the JIS is to provide
a structure and system for developing and delivering coordinated interagency messages;
developing, recommending, and executing public information plans and sprategies on behalf of

Jurisdictional Agency: The agency having jurisdictio ibility for a specific
geographical area, or a mandated funcgion.

mand Staff responsible for coordinating with
g agencies or organizations.

Logistics Section: The Section responsible for providing facilities, services, and material support
for the incident.
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Management by Objective: A management approach that involves a five-step process for
achieving the incident goal. The Management by Objectives approach includes the following;
establishing overarching incidents objectives; developing strategies based on overarching
incidents objectives; developing and issuing assignments, plans, procedures, and protocols;
establishing specific, measurable tactics or tasks for various incident management, functional
activities, and directing efforts to attain them, in support of defined strategies; and documenting
results to measure performance and facilitate corrective action.

Managers: Individuals within ICS organizational Units that are assigned specific managerial
responsibilities (e.g., Staging Area Manager or Camp Manager).

Metrics: Measurable standards that are useful in describing a resource’s capability.

Mitigation: Provides a critical foundation in the effort to reduce the loss of life and property from
natural and/or manmade disasters by avoiding or lessening the impact of a disaster and providing
value to the public by creating safer communities. Mitigation seeks to fix the cycle of disaster
damage, reconstruction, and repeated damage. These activities or actions, in pagst cases, will have
a long-term sustained effect.

Mobilization: The process and procedures used by all organizatigné—Fedefal, State, tribal, and
local—for activating, assembling, and transporting all resour¢és that havwe been requested to
respond to or support an incident.

¢“agency resource$ and funds, are
hay also be known as multiagency

¢s. The primary objective is to facilitate rapid, short-term deployment of emergency
support prior to, during, and/or after an incident.
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National: Of a nationwide character, including the Federal, State, tribal, and local aspects of
governance and policy.

National Incident Management System (NIMS): Provides a systematic, proactive approach
guiding government agencies at all levels, the private sector, and nongovernmental organizations
to work seamlessly to prepare for, prevent, respond to, recover from, and mitigate the effects of
incidents, regardless of cause, size, location, or complexity, in order to reduce the loss of life or
property and harm to the environment.

National Response Framework: A guide to how the nation conducts all-hazards incident
management.

Nongovernmental Organization (NGO): An entity with an association that is based on
interests of its members, individuals, or institutions. It is not created by a government, but it may
work cooperatively with government. Such organizations serve a public purpose, not a private
benefit. Examples of NGOs include faith-based charity organizations and the American Red
Cross.

Officers: The ICS title for the personnel responsible for the Command Sta
Liaison, and Public Information.

Fpositions of Safety,

Operational Period: The time scheduled for executing a givew’set of Qperation actions, as

Organization: Any association or grows of persons With like ymples include, but
are not limited to, government sector, and/or
nongovernmental organizations.

g: A meeting held as needed before and throughout the duration of an incident
strategies and tactics for incident control operations and for service and support

Planning Section: The Section responsible for the collection, evaluation, and dissemination of
operational information related to the incident, and for the preparation and documentation of the
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IAP. This Section also maintains information on the current and forecasted situation and on the
status of resources assigned to the incident.

Portability: Facilitates the interaction of systems that are normally distinct. Portability of radio
technologies, protocols, and frequencies among emergency management/response personnel will
allow for the successful and efficient integration, transport, and deployment of communications
systems when necessary. Portability includes the standardized assignment of radio channels
across jurisdictions, which allows responders to participate in an incident outside their
jurisdiction and still use familiar equipment.

Pre-positioned Resources: Resources moved to an area near the expected incident site in
response to anticipated resource needs.

Preparedness: A continuous cycle of planning, organizing, training, equipping, exercising,
evaluating, and taking corrective action in an effort to ensure effective coordination during
incident response. Within NIMS preparedness focuses on the following elements: planning,
procedures and protocols, training and exercises, personnel qualification apd certification, and
equipment certification.

individuals to small committees to large standing organizagions\that 1§ t a wide variety of
committees, planning groups, and other organizations-{(e.g. i Local Emergency

and testing processes; immunizations, isohati ing; and, as appropriate, specific law
enforcement operations gi {

distribution of NIMS materials are managed through this subsystem.

Recovery: The development, coordination, and execution of service- and site-restoration plans;
the reconstitution of government operations and services; individual, private sector,
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nongovernmental, and public assistance programs to provide housing and to promote restoration;
long-term care and treatment of affected persons; additional measures for social, political,
environmental, and economic restoration; evaluation of the incident to identify lessons learned;
postincident reporting; and development of initiatives to mitigate the effects of future incidents.

Recovery Plan: A plan developed to restore the affected area or community.

Reimbursement: Provides a mechanism to recoup funds expended for incident-specific
activities.

Resource Management: Efficient emergency management and incident response requires a
system for identifying available resources at all jurisdictional levels to enable timely and
unimpeded access to resources needed to prepare for, respond to, or recover from an incident.
Resource management under NIMS includes mutual aid agreements and assistance agreements;
the use of special Federal, State, tribal, and local teams; and resource mobilization protocols.

Resource Tracking: A standardized, integrated process conducted prior to, during, and after an
incident by all emergency management/response personnel and their associated organizations.

acilities available or
ich stafus is maintained.
tional s(ipport or supervisory

Resources: Personnel and major items of equipment, supplies, and
potentially available for assignment to incident operations and for
Resources are described by kind and type and may be used in ope
capacities at an incident or at an EOC.

immediate actions to save lives, protect property, gr i needs. Response also
includes the execution of emergency operations pitigation\activities designed to
limit the loss of life, personal injury, property d

investigations into nature and soufce of i and agrlcultural
surveillance and testing processes; i i iok, or quarantine; and specific law
enforcement operations aimed at p , or disrupting illegal activity, and
apprehending actual pe

ponsible for monitoring incident operations
operational safety, including the health and safety of
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Span of Control: The number of resources for which a supervisor is responsible, usually
expressed as the ratio of supervisors to individuals. (Under NIMS, an appropriate span of control
is between 1:3 and 1.7, with optimal being 1:5.)

Special Needs Population: Pertaining to a population whose members may have additional
needs before, during, and after an incident in one or more of the following functional areas:
maintaining independence, communication, transportation, supervision, and medical care.
Individuals in need of additional response assistance may include those who have disabilities;
who live in institutionalized settings; who are elderly; who are children; who are from diverse
cultures, who have limited English proficiency, or who are non-English speaking; or who are
transportation disadvantaged.

Staging Area: Established for the temporary location of available resources. A Staging Area can
be any location in which personnel, supplies, and equipment can be temporarily housed or
parked while awaiting operational assignment.

Standard Operating Guidelines: A set of instructions having the force of
those features of operations which lend themselves to a definite or
without loss of effectiveness.

x{lirective, covering
standakdized procedure

Standard Operating Procedure (SOP): Complete reference da¢ument or an operations manual

availability or assignment of resourceg).

Strategy: The general plan ordirection sel to acgomplish incident objectives.

porting\Agency: An agency that provides support and/or resource assistance to another
y. See Assisting Ag

hnologies: Any technology that may be used to support NIMS. These
iiclude orthophoto mapping, remote automatic weather stations, infrared
d communications.

Systemf: An integrated combination of people, equipment, and processes that work in a
coordinated manner to achieve a specific desired output under specific conditions.
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Tactics: Deploying and directing resources on an incident to accomplish the objectives
designated by strategy.

Task Force: Any combination of resources assembled to support a specific mission or operational
need. All resource elements within a Task Force must have common communications and a
designated leader.

Technical Assistance: Support provided to State, tribal, and local jurisdictions when they have
the resources but lack the complete knowledge and skills needed to perform a required activity
(such as mobile-home park design or hazardous material assessments).

Technical Specialists: Personnel with special skills that can be used anywhere within the ICS
organization. No minimum qualifications are prescribed, as technical specialists normally
perform the same duties during an incident that they perform in their everyday jobs, and they are
typically certified in their fields or professions.

Technology Standards: Standards for key systems may be required to facilitate the
interoperability and compatibility of major systems across jurisdictional, geographic, and
functional lines.

Tools: Those instru
such as informatio

inciderit management teams) experience and qualifications.
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Unified Approach: A major objective of preparedness efforts is to ensure mission integration and
interoperability when responding to emerging crises that cross functional and jurisdictional lines,
as well as between public and private organizations.

Unified Area Command: A Unified Area Command is established when incidents under an Area
Command are multijurisdictional. See Area Command.

Unified Command: An ICS application used when more than one agency has incident
jurisdiction or when incidents cross political jurisdictions. Agencies work together through the
designated members of the UC, often the senior person from agencies and/or disciplines
participating in the UC, to establish a common set of objectives and strategies and a single IAP.

Unit: The organizational element with functional responsibility for a specific incident planning,
logistics, or finance/administration activity.

Unit Leader: The individual in charge of managing Units within an ICS functional section. The
Unit can be staffed by a number of support personnel providing a wide range af services. Some of
the support positions are pre-established within ICS (e.g. Base Camp Mapager ), but many others
will be assigned as Technical Specialist.

Unity of Command: Each individual involved in incident operagiéns will bg
supervisor.

assigned to only one

services without promise, expectatioh, oryreceipt of comypensytion for services performed. See 16
U.S.C. 742f(c) and 29 CFR 553.10L
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ACRONYMS

ALS Advanced Life Support

BLS Basic Life Support

COG Continuity of Government

CooP Continuity of Operations

CPR Cardiopulmonary Resuscitation

DHS Department of Homeland Security

DOC Department Operations Center

EMAC Emergency Management Assistance Compact

EMT Emergency Medical Technician

EOC Emergency Operations Center

FEMA Federal Emergency Management Agency

HAZMAT Hazardous Material

HEED Helicopter Emergency Egress Device

HSPD-5 Homeland Security Presidential Directive-5, Management of Domesti
HSPD-7 Homeland Security Presidential Directive- 7, Critical Infggstructure; Identification, ation, and Protection
HSPD-8 Homeland Security Presidential Directive-8, National Preparedness
IAP Incident Action Plan

IC Incident Commander

ICP Incident Command Post

ICS Incident Command System

IMT Incident Management Team

JIC Joint Information Ceriter
JIS
LEPC
MAC
MACS
NFPA
NGO
NIC
NIMS
NRF
PFD
PIO
R&D
SSC
SDO Standards Development Organizations

Sciéntific Support Coordinator
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SOP Standard Operating Procedure
TCL Target Capabilities List
uc Unified Command

f
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