
EXHIBIT C

Exact Copy of Email Message Provided to Counsel for Commentators by Phone Reseller

----- Original Message -----
From: Tracfone.Security
To: Tracfone.Security
Sent: Tuesday, September 05, 2006 3:40 PM
Subject: Unlawful Bulk Purchases of TracFone Wireless Phones

 

 

You have been identified as a possible participant in an enterprise that is
purchasing large quantities of TracFone wireless phones for purposes of
hacking, unlocking, and resale.  TracFone has been significantly harmed by
this misconduct, which we believe constitutes fraud and violates numerous
state and federal laws providing for civil and criminal liability.  TracFone has
filed civil lawsuits against people and companies who have engaged in this
unlawful practice and TracFone's internal security department is cooperating
with federal, state, and local law enforcement agencies across the country to
investigate the perpetrators of these crimes and bring them to justice.  The
FBI and United States Attorney's Office has begun criminal prosecution
against several people who were caught with large quantities of TracFone
wireless phones.  Examples of a civil complaint filed by TracFone, a federal
court injunction obtained by TracFone, and a criminal complaint filed by the
government are attached above.
 
The purpose of this email is to warn you that participation in these schemes
exposes you to potential civil and criminal liability, and to demand that if you
are involved in such activity, you immediately cease all illegal purchasing,
unlocking and/or reselling of TracFone wireless phones.  Should you wish to
cooperate in TracFone's investigation, or if you have information about
others who may be involved in these activities, we urge you to contact
TracFone's security department by responding to this email or calling (866)
806-1838, or contact your nearest FBI office.
 
You will not receive another warning.
 
TracFone Wireless, Inc.
TracFone Security Department
TracFone.Security@Tracfone.com
 
 


