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NIH Privacy Management Committee (PMC) Charter

Purpose

The NIH Privacy Management Committee (PMC) is established by the NIH Senior Official for Privacy (SOP) and Privacy Act Officer.  Stakeholders are NIH Institute and Center (IC) Privacy Coordinators and Information Security System Officers (ISSOs) responsible for the implementation of privacy related Federal government-requirements and other information privacy and security policies.  The PMC shall serve as a management entity, providing oversight to the Privacy Coordinator Group (PCG) on all issues related to privacy and ensuring that ICs are aware of evolving privacy requirements, NIH privacy policies, and their roles and responsibilities with respect to privacy implementation.  In addition, the PMC shall help to provide direction and strategy for the future implementation of privacy best practices and compliance driven activities at NIH.
Scope and References
This Charter defines the composition and responsibilities of the PMC.

The PMC 

1. Provides management and oversight input to the NIH Office of the Senior Official for Privacy (OSOP).
2. Offers direction and privacy expertise to the PCG.
3. Coordinates reviews and implementation of privacy directives, policies, and procedures at NIH.
4. Provides concurrence to proposed updates and revisions to policy, procedures, and areas of responsibility in assuring privacy within ICs.
5. Oversees an effective privacy strategy in support of the Department’s requirements.
6. Cooperates with other NIH working groups in the formulation of privacy and security guidance resources.
7. Provides leadership for the presentation and discussion of privacy legislation.
8. Provides guidance to current and future members.
9. Maintains awareness, knowledge, and expertise of privacy issues, policies, programs, and procedures in support of Federal government and NIH privacy concerns.
Structure
Chairperson 

The NIH SOP shall be the permanent Chairperson.
Membership
Members of the PMC shall consist of volunteer NIH IC privacy stakeholders (e.g. IC Privacy Coordinators, ISSOs, etc.).  Members must be NIH Federal employees responsible for the maintenance of systems of records, and the protection of personally identifiable information (PII) within an IC.  Membership shall not exceed seven (7) persons plus the Chairperson.  Membership shall be a two year term, renewable once.  Former members shall be considered re-eligible to volunteer following two consecutive years of absence from the committee.  Contractors and guest attendees (i.e. other IC Privacy Coordinators, ISSOs, system owners/managers, etc.) shall not vote.
Roles and Responsibilities 
Chairperson 
The administrative responsibilities of the Chairperson shall include: 

1. Arranging meetings (i.e., setting date, time, location, and notification).
2. Conducting the meetings.
3. Functioning as the point of contact to the PMC and representing the consensus of the PMC.
4. Making requests to the NIH Office of Management Assessment (OMA) and NIH management.
5. Participating in voting in the case of a tie.
6. Ensuring quorum (4 persons) for all votes.
7. Coordinating administrative support (e.g., taking and distributing meeting minutes, other meeting materials).
Membership
The administrative responsibilities of the PMC members shall include:

1. Attending the PMC meetings. 

2. Reviewing any meeting materials sent in advance.
3. Identifying issues that may have privacy implications, and bringing those issues to the attention of the PMC for review.
4. Participating in voting.
5. Examining the meeting minutes for accuracy.
6. Briefing the PCG on the PMC’s discussion and recommendations regarding issues with potential impact on NIH.
The core privacy responsibilities of all PMC members shall also include:

1. Supporting the direction and strategy for the development of new and existing NIH privacy policy.
2. Providing leadership and guidance on NIH privacy procedures, projects, and initiatives.
3. Developing and maintaining familiarity with Federal, HHS, and NIH privacy directives, policies, procedures, guidelines, and standards.
4. Maintaining awareness of policy changes, and informing the PCG of such changes.
5. Assessing needs of the PCG and representing their privacy interests to the PMC.
6. Recommending and approving updates to NIH privacy policies and procedures.
7. Advising IC Privacy Coordinators and IC Management (e.g. Executive Officers [EOs] and Senior Administrative Officers [AOs]) on resources needed for implementing privacy requirements.
8. Providing oversight to the PCG.
Meetings

Regular meetings will be held on a bi-monthly basis at the direction of the Chairperson.

Modification of the Charter 
The PMC shall determine details of their operation (e.g. meeting structure, standing/ad hoc subcommittee formulation process). The charter shall be reviewed annually by the PMC and the NIH SOP to ensure that it continues to define an appropriate mission and effective structure for advising the PCG on privacy compliance at NIH. The Charter may only be modified by the NIH SOP or designee.
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