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The Social Security Administyration (SSA) is responsible
for making correct and timely payments to individuals entitied
to kenefits under social insurance and welfare frogiams and for
providing support functions for the medicare progrus. These
programs generate millions of records ¢n wcrkexrs and
beneficiaries that are naintained in autc ~ated data banks and
fiies. Fiandings/Conclusions: Personal £ l¢s within the data
systea contain valuable private informa*icn that is necessary to
support present and tuture Social Security ‘'enefits. SSA uses a
vast coaputerized telecommunicatiors network tc process its
vorkload and to handle inquiries frcs the public. The
telecomavrnications system contained certain secucity veaknasses:
the ability to create as well as guery bepeficiary files froa
most terminals, failure to use wudit trail features within the
system, failure to always lock terminals dxring nonworking
kours, and unlimited unrestricted access tc tersinals. Files
containing personal data on beneficiaries such as earnings
rscords, financial status, and medical evaluations were not
being properly safequarded froa potential lcss, desttuction,
abuse, or aisuse. SSA had not issued gridelines or criteria for
establishing physical cecurity meactures at field offices and had
not deterained if adequate security was frcvided in the handling
of information by states in adeinistering welfare fprograss and
by insurance coampanies in administering me¢dicare.
kReconmendations: The Secretary of Healtk, Education, and Welfare
should direrct the Commissioner of SSA to ccrrect weaknesses in
the telecoumunications network and ccntinue tc pursue an active
security proqram t; assure the Congrecs, the public, and
beneficiaries that records are properly safeguardad. In this
eftort, the Secretary should conduct a risk analysis o
determine ho¥ best to correct physical secriity weakmesses,
irciuding measures which will achieve a balance between good
service to beneticiaries and good security. (HTH)
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" Procedures To Safeguard Social Security

* Bei aficiary Records Can And
Should Be Improved

Social Security maintains millions of records
on workers and beneficiaries in automated
data banks and files. These records constitute
a valuable national resource that must be safe-
guarded against alterstion, destruction, abuse,
or misuse. They contain valuable private per-
sonal information necessary to support pres-
ent and future Social Security benefits.

Social Security did not have an ongoing cen-
trally directed program to protect its records.
GAO recommends that the security weak-
nesses identified in this report be corrected
and that Social Security continue to pursue
an active and aggressive security program to
assure the Congress, the public, and the bene-
ficiaries tha! this valuable national resource is
properly safeguarded.
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COMPTROLLER GENERAL CF THYE uN}_’ﬁf_D STATES
WASHINGTON, D.C. 20048

B-164031(4)

The Honorable Charles Rose
Tre Honorable John E. Moss
House of Representatives

Your Mar *h 30, 1976, letter requested an investigation
of the Social Security Daua Acquisition and Response Svsgtum.
During this review, we met with your repyesentative and
agreed Lo expand the review to determine if Social Security
piocedures ware adequate to prevent misuse of beneficiary
records (both automated recordz and documents supporting
beneficiary claimg). o - o o o

This repozt,contains'our tindings on gecurity procedures
used to protect beneficiary records at Bocial Security offices,
State disability determination offices, and private insurance

~ompanies. .

We identified mecurity and management oproblems whick
could lead to potential loss, destruction, abuse or misuse
of btoth tne automated und hard copy records maintalned by
Social Security. Since the start of this review, Socizl
Security hac taken action to improve its security
procedures,

At your request, we did not take thec additional time to
obtain written comments from the Department of Health, Educa-
tion, and Welfare. The matters covered in this report, how-
ever, were discussad with Social Security officials, and
their comments are incorporated where aprropriate.

As arranged with your office, nniess either of you publicly
announce its contents ear)ier, we plan no further distribution
of this report until 30 days from the date of the report.

At that time, we will send copies to the Department of
Health, Education, and Welfare and other interested parties,

and make copies available to others upon request.
Z:.... 4/&36‘

Comptroller General
of che United States



REPORT OF THE PROCEDURES TO SAFEGUARD

COMPTROLLER GENERAL SOCIAL SECURITY BENEFICIARY
OF THE UNITED STATLS RECORDS CAN AND SHOULD BE
IMPROVED
DIGEST

- e e e G S

The Social Security Administration, a
constituent agency of the Department of
Health, Education, zad Welfare

-=-i8 responsible for making correct and
timely payments to individuals entitled
to benefits under the Nation's social
insurance ard welfare programs and

--provides support functions, inclyding
data processing services, for the Med-
icare program.

It recies in part on contractual services

provided by States and insucance companies
to carry out its responsibilities related

to these programs.

These programs generate millions of re-
cords on workers and beneficiaries that
are maintained in automated data banks

and files. The records constitute a
valuable national resource that must be
safeguarded against alteration, destruc-
tion, abuse, or misuse. Personal files
within the data system contain vaiuable
private information on workers and bene-
ficiaries that is necessary to support
present and future Social Security bene-
fics. To process its workload and handle
inquiries from the public, Social Security
uses a vast computerized telecommunications
network. (See ch. 1.

GAO found the following types of te'ecom-
munications system design and management
pProblems which lead to security weaknesses
in safeguarding automated beneficiary re-
cords. (See ch. 2.)

~-Ability to create as well as query bene-
ficiary files from most terminals.

CNEEDa papon remoyal, the eport i HRD-78-116



~-Fajlure to use audit trail features
within the system.

~-Failure to always lock terminals Auring
nonworking hours.

--Unlimited and unrestricted access to
terminals.

Social Security field offices, private
insurance companies, and State disability
determination services need to better
protect documents in f!les supporting
beneficiary claims.

There are thousands of these files in most
offices, and they contain personal data on
beneficiaries such as earnings records, fi-
nancial status, and medical evaluations,
They are not being properly safeguarded
from potential loss, destruction, abuse, or
misuse. (See ch. 3.)

Social Security had not issued any guide-
lines or criteria for establishing overall
physical security measures at its field of-
fices. Moreover, few guidelines have been
issued on safegquarding the documents in the
files beina processed within thesze offices.

Social Security cchaits beneficiary informa-
tion to (1) States for their use in adminis-
tering welfare programs and (2) insurance
companies for their use in administering
Medicare. The organizations, in turn, dis-
tribute the information to their local offices.
Sccial Security has not determined if adequate
security is provided in these situations.

(See ch. 3.)

The Commissioner of Social Security has
identified security as a major priority.

In February 1977, a system security staff was
permanently established. Since that time,
this group has released several publications
and taken actions on security matters. It

has (1) distributed several training pamphlets
and a system security handbook, (2) conducted
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security reviews of 200 field offices and
certain central office components, and (3)
completed a study of computer-related crime
vulnerability of one major program. It
plans to conduct security reviews of all
field offices and complete studies of

other major programs during 1978.

The Secretary of Healtn, Education, and
Welfare should immediately direct the Com-
missioner of Social Security to correct
weaknesses in the telecommurications net-
work identified in this report. He should
also continue to pursue an active and ag-
gressive security program to assure the
Congress, the public, and beneficiaries that
records are properly safeguarded against
abuse, misuse, destruction, or alteration.
—In'thiSWeffbft;WthemSeéfetary should con-
duct a risk analysis to determine how best
to correct the physical security weaknesses
identified in this report and determine
whether other security weaknesses exist.

The effort should include gecurity measures
in terms of =fficient and effestive services
to beneficiaries; a balance between good
service and good security shculd be weighed.
(See ch. 4.)
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CHAPTER 1
INTRODUCTION

On March 30, 1976, Congressmen John E. Moss and
Charles Rose requested that we review the Social Security
Administration Data Acculsition and Response System (SSADARS)
telecommunications network, Tacy requested that we answver
certain specific questions concerning 2quipment utiliza-jon
and design, expansion plans, and privacy of information
in the SSADARS network.

In January 1977, after visiting the Social Security
Administration (SSA) headquarters and several field offices,
we advised the representative for both Congressnen that

—~8SADARS was cnly a part of the automated tele-
communications network and

--significant security problems existed (1) with
other segments of this network and (2) also with
physical security measures used by many field
locations to safwguard assets and beneficiary
data.

It was agread that the review should be changed to evaluate
S8A's physical security procedures as well as gecurity
features within the automated system, primarily the Advanced
Records System (ARS) and SSADARS, rather than answer
specific questions included in the original request. It
was further aqgreed that these evaluations should@ be made

at many SSA field offices, private insurance companies,

and sState disabjility deterninatior offices under contract
with the Department of Health, Education, and welfare (REW) .

SSA is a corstjtuent agency of HEW and is responsible
for mzking correct and timely payments to individvals
entitled to beinefits under programs authorized by titles
II and XVI of the Social Security Act, as amended. These
programe include

--retirement and disability insurance
Programs designesd to provide cash
benefits to replace, in part, earnings
that are iost to individuals an¢
families when earnings stop or are
reduced because the worker retires, dies,
or becomes disabled and



--the Supplemental Security Income programs
decigned to provide cash benefits to the needy,
ayed, blind, and disabled.

SSA is also responsible for administerIng the Aid to Families
wich Dependent Children program, which provides Federal

fuidis 2uabling States to furnish financial assistance,
rehabilitation, and other services to needy families with
dependent children.

The Health Care Financing Administration, another con-
stituent agency of HEW, is responsible for making payments
on behalf of individuals entitled to benefits under the
Medicare program, authcrized by title XVIII of the Social
Security Act, as amended. Medicare provides partial protec-
tion against the cost of health care for the aged and severely
disabled. SSA provides support functions, including data
processing services for the Medicare program.

As of September 1977, about 80,000 full-time
permanent personnel were employed at Social Security
headquar ters in Baltimore, Maryland; 6 program gervice
centers; 10 regional offices; and over 1,300} district and
branch offices nationwide to administer these programs.
HEW also relies on contractual services provided by
many State agencies (making disability Jeterminations)
and insurance companies (administerinc Medicare programs
as intermediaries and carriers) to carry out its respon-
sibilities related to these programs.

These prograwns generate a huge recordkeeping work-
load. 1In fiscal year 1977, more than 33 million bencfi-
ciaries received about $103 billion. Most of this workload
is handled on electronic data processing systems located
at agency headquarters. These data proce=eing operations 1/
include estabishing rew Social Security numbers, com-
puting p:ogramn benefits, maintaining program beneficiary
rolls, maintaining and updating individual lifetime earnings
records for over 170 million workers, and providing data
processing support for the health iasurance process.

1/Does not include operations supporting the Aid to
Families with Dependent Children program, which may
eventually be performed on these systems.



The data banks maintained by SSA constitute a large
national resource that must be safeguarded against altera-
tion, destruction, abuse, or misuse. Tim2ly and correct
payments to beneficiaiies might be impossible if this
resource were altered «r destroyed. Moreover, many other
Government agencies, as well as iadustry, rely on informa-
tion generated from these automated data banks in managing
their operations. 1In addition to the composite value of
these large data banks, the personal files within the
system are valuable to the workers and their families in
that they contain private nersonal information gathered
to supp ' rt present and futu:e payments made under Social
Security and Medicare programs.

In fiscal year 1977, SSA processed about 149 million
initial claims and 539 million post-entitlement and
record maintenance actions. To process this workload
and be responsive to many personal inquiries from bene-
ficiaries, SSA operates a vast compyterized telecommuni-
cations system.

SSA TELECOMMUNICATIONS EQUIPMENT
DESIGN AND OPERATION

SSA uses basically three methods of communicating
between the data bank at its headquarters in Baltimore
and its field offices, private insurance companies, and
State agencies located throughout the country:

--ARS 13
~=SSADARS.

—--Programable magnetic tape terminals (using
dedicated leased communications lines).

As mentioned above, our review concentrated oia ARS and
SSADARS.

Both ARS and SSADARS provide on-line data retrieval
and file update capabilities to SSA field offices, private
insurance companies, and State agencies.

ARS

ARS is a telecommunications system, maintained by
.he General Services Administration (GSA) for use by many
2ivil Federal agencies. SSA started using this system on
May 1, 1966. As of November 1, 197", 192 of SSA's
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1,454 ARS teletype terminals 1/ were located at State agen-
cies and private insurance compsnies operating as contractors.
The remaining terminals are located at SSA offices through-
out the country.

SSADARS

SSADARS is a nationwide, high~speed, data communication
system developed for use by SSA, This system was implemen-
ted during January 1974 and was designed to (1) augment ARS
teletype terminals in the field and (2) relieve the ever-
increasing data processing worl:loa®. The start and stop
point for mos:t SSADARS transac:iions are the keystations
located at SSA field offices, State agencies, or private
insurance companies. An office can have from 2 to 16 or more
key stations 1/ depending on its size and workload. As of
November 1, 1977, 33 of the 2,315 terminals in the network
were located at State agencies and private insurance com-
panies; the remeining units were loca-ed a:t SSA offices.

SSL has six program service centers, equipped with
computers and other devices which serve as communication
links between the offices in the field and the central
computer facility. Each center has a minicomputer, a
terminal identical to the field office terminals, and
technical control equipment.

SCOPE OF REVIEW

Our review was pertormed at: (1) SSA headquarters;
(2) 22 sSA field offices; (3) 1 program center;
(4) 8 State disability determination offices; and (5)
4 private insurance companies. The installations were
located in Alabama, California, Connecticut, Florida,
Hawaii, Illinois, Kansas, Maine, Maryland, Massachusetts,
New Hampshire, Nevada, Pennsylvania, and Vermont. They
encompassed 6 of 10 SSA regions,

We interviewed officials at each of these locations
and examined records concerning security matters. We did
not attempt to identify all of the multitude of security
problems in variovus SSA systems. However, we evaluated
selected technical, administrative, and physical safe-
guards in the communications network.

1/ ARS teletype terminals and SSADARS keystations, as
defined by SSA, are referred to as terminals through-
out the remainder of this report.



CHAPTER 2
LIMITED SAFEGUARDS ARE PROVIDED TO PROTECT
2241TED SAFEGUARDS ARE PROVIDED TO PROTECT
AUTOMATED BENEFICIARS RECORDS
AUTOMATED BENEFICIARS RECORDS

Comguterized files are maintained on all claimants wh>
have applied for or are receiving benefits from SSa programs
and Medicare. Such files can be changed or accessed for
information through use of SSADARS or ARS. Eligibility
information from the computerized ciaimant files is dupli-
cated on microfiche, and copies are distributed to the

field offices of juriasdiction every 3 months. The gecurity
Oof the microfiche files is discussed in chapter 3.

We found the following types of system design and
management problems which lead to security weaknesses in
safeguarding automated beneficiary records:

~=-Ability to create as well as query
beneficiary files from most terminals,

-=Failure to use audit trail 1/ features
within the system.

—=Failure to always lock terminals during
ronvorking hours.

==Unlimited and unrestricted access to
terminals.

ABILITY TO CREATE AS WELL AS QUERY
BENEFICIARY FILES FROM MOST TERMINALS
————clnnt 2 20B0 FROM MOST TERMINALS

The automated telecommunications Ssystem was designed
to (1) access *+he huge data base of information on bene-
ficiaries and (2) assist field offices in initiating
claime, obtaining information, and making changes to
beneficiary files. During the design phase, major empha-
sis was placed on pProviding service to the beneficiary.
Security over information within the system was riot a
prime design factor. For example, the system does not

1/ A means for identifying action taken in processing data
80 that it can be traced back to the individual originat-
ing the transaction.



restrict employees to the performance of tvansactions which
are related to their specific Auties and responsibilities.

Over 3,700 terminals are located on the SSA tele-
communication network, including about 180 in State agencies,
and 40 in private insurance companies. The terminals in
SSA field offices and State agencies have a full capability
to create, access, and change beneficiary files. It was
not until late 1975 that SSA began restricting the capa-
bilities of terminals in private insurance companiey to
assessing and making changes only to those records telated
to the Medicare program.

We visited four private insuvrance company nffices
during our review :o test the validity of access restrictions.
Two of these offices were using SSADARS, and the remaining two
offices were using ARS. Through use of this equipment, we
attempted tc¢ access complete beneficiary files. All of our
attempts were blocked except for access to the portion of
beneficiary records needed to process Medicare claims.

As a result of these tests, we directed our effort
to evaluating security features on the terminals located
in SSA field offices and State agencies. ) user at any of
tiiese terminals can access and make change3s to the millions
of active beneficiary records stored within the nationai
data bank.

For examp.e, State agencies which are only responsible
for making medical determinaticns for title II and
Supplemental Security Income (SSI) disability claims also
have “he capability to create new SSI claims aad enter
changes to existing SSI records. Likewise, teleservice
centers which handle many of the telephone contacts with
SSA recipients only have authority to make changes to
existing records, which do not affect payment amounts, but
have the capability to create initial claims as well as
enter changes.

Additionally, State agencies and SSA field offices
have access to all beneficiary records for the programs
they service. These records contain information as shown
in appendix I.

Most field offices have several terminals available
for use by employees. Some of these terminals are located
in restricted areas, and others are located in unrestricted
areas throughcut the installations. Because there are
terminals in open areas, local managers have attempted to
designate specific terminals for data input functions and



have left others open for use by anyone in the office.
This approach does not preclude the potential for misuse
or abuse of the system or beneficiary data by employees,
systems maintenance representatives, or other pctential
wrongdoers.

FAILURE TO USE AUDIT TRAIL FEATURES
WITHIN THE SYSTEM

One significant element of internal control within
computerized systems is an audit trail whereby each
transaction can be associated with offices and users.
The automated system used by SSA, State agencies, and
insurance companies has been designed to provide such an
audit trail for identifying the office and each person
within an office that uses the system,

The office identifier is required on each transaction
processed and is used as an address for the system to
respond to the oriyinating office. Thus, an audit trail
exists for tracing transactions from the central comp lex
to the originating office. Identification of personal
users, however, was left as an optional feature within
the system design, and such identification is not re-
quired to use the system. Several field offices included
in our review frequently use this feature to identify a
division or work station so that printed output can be
routed to its proper location. We observed that most
offices do not recuire personal identifiers. Thus, the
capability to relate all transactions to specific users
of the system is not being used. To help prevent frauculent
claims or changes to existing records, personal identifiers,
such as an employee's initials, could also be required on
documents used to input transactions. Initials could be
required for the employees who (1) interview the claimant,
(2) prepare the input documents, and (3) review the input
documents and supporting documentation. Additional
automated identifiers could be used for all transactions
entered ove.  terminals (such as a user identification as
discussed on pp. 12 and 13).

The need for a good audit trail from the system to the
individual user becomes even more important within the
SSA system because of (1) the magnitude of personal infor-
mation being prncessed on the system, '(2) the ability to
query files from anywhere in the country, and (3) the
existence of a procedure used by SSA called "Alternate
Mode of Operation."” .



Alternate mode was built into the system to provide
backup when equipment failures occur. Additionally, users
carn: input information from one SSA office and make the
systern believe that it came rrom another. Moreover, any
data messaues (query, creation of initial claims, adminis-
trati- e messages, etc.) can be initiated fro- one office,
and the response can be received at another .nywhere in the
country. This is useful if an SSA office's printer is not
working; the office can query the data bank and have the
message printed out at another nearby SSA office. In the
absence of audit tr~ils and personal identifiers, it is
difficult to identify individuals that are abusing their
access to beneficiary information; as a result, abuses can
occur. For example, as reported in the press, a privute
companv built a flourishing business by gaining urauthorized
access to Federal medical records and selling the information
+~ many of the Nation's largest insurance companies. Data

Jorting this personal information was obtained from many
o.arces, includirg SSA employees. SSA officials responded
to this problem by stating that they had no indication
that information from agency files had been obtained by
the company.

Although personal identifiers and audit trails, in
themselves, will 1ot eliminate abuses by individuals, they
will assist as a deterrent when combined with other controls
to restrict unauthorized access to beneficiary information.

FAILURES TO LOCK TERMINALS
DURING NONWORKING HOURS

SSA field offices and State agencies transmit infor-
mation to and obtain information from headquarters data
bu:tks located in Baltimoze Ly using AFS and SSADARS
terminals. Offices using SSADARS terminals communicate all
transactions with Baltimore through ¢ juipment located in
SSA program centers. However, offices using ARS terminals
route queries through SSA progzam centers and input infor-
mation, such as initial claims and changes to existing
records, through GSA facilities.

It was not until November 1975 that a procedure was
established for offices using t:srminals transmitting infor-
mation through the SSA program centers to lock the terminal
equipment to prevent unauthorized use. This procedure
does not apply to the ARS transmissions routed through the
GSA facility.



The lock/unlock procedure requires that each office
establish a password which is transmitted to Baltimore to
lock the terminals at the end of the working day. Once
headquarters has accepted a message to lock the system from
a fleld office, no additional beneficiary information can
be transmitted on the terminals until they are unlocked
using the same password that was used to lock the system.

Except for general physical security measures--door
locks, guard service, burglar alarms, etc. ,~-the lock/unlock
procedure is the only means available within the existing
SSA system to safeguard it against unauthorized use during
nonworking hours. No similar procedure has been established
for ARS transmissions routed through GSA facilities.
Consequantly, they remain open for use at all times.

In offices where terminals can be locked, we were told
by field office officials that there are many instances vhen
they cannot lock their terminals because of equipment
failures. Therefore, their terminals remained open and could
be used by unauthorized persons during nonworking hours.

The password used to lock/unlock the terminals can be
considered as the key to the SSA national data bank. Tha
design for this feature allows for changing passwords each
time that the terminals have been locked and unlocked. We
found a wide range of time intervals used by field offices
for changing passwords--daily, weekly, monthly, quarterly,
semiannually, annually, etc. (See app. II.) Moreover, 7 ot
the 36 installations included in our review had never
changed the password since implementation of the lock/unlock
procedure, and two installations only change the password
when there is a turnover of employees who know the password.
SSA reviewed the use of the lock/unlock procedures and
found that compliance had been lax. On March 30, 1977, ssa
issued instructions to the field offices to strengthen the
use of this procedure.

However, in July 1977, we visited several offices and
found that they were still not changing passuourds routinely.
Numerous data transmission personnel knew both the password
being used and the appropriate lock and unlock procedures.

The design for establishing system passwords may
contain letters, numerals, or any combination of the two.
We found that field offices use differerit methods for estab-
lishing the password for their terminals. Two examples are
(1) numeric expressions of the month and day of the change
and (2) selected words.



Once esteblished, the method may be used thereafter
consistently. Using the same method for changing passwords
can subject an automated system to greater potential of
compromise, especially when a system is available for use by
many people within an organization. Over a period of time,
the basis for creating a password can be deciphered when
continually used. Authorities on security matters have
stated that passwords should be changed frequently. In our
opinion, this should be accomplished by changing the pass-
word at least monthly.

UNLIMITED AND UNRESTRICTED
ACCESS TO TERMINALS

As previously discussed, most tecrminals in the SSA
system (located in district/branch offices and teleservice
centers) have a full capability to create, access, and change
beneficiary files. We found that local management determines
where terminals are placed and what functions will be perform-
ed on the terminals. In some offices, employees had been
instructed to use certain terminals lccated throughout the
office for querying beneficiary records, and other terminals
for input only. Since local managers rely on observation by
supervisors or employee challenges tc¢ enforce this procedure,
it scems to us (and office personnel agree), that this does
not provide adequate control for preventing unauthorized
use of the terminals.

Some offices have dispersed terminals throughout the
office and reception areas in order to better serve the
public. However, other offices have placed their terminals
in a separate room. In cases where the terminals were in
one room, some local management officials said they could
exercise better control over use of the :quipment. However,
even in these offices, access to the terminal room was not
restricted to selected, designated individuals such as
data transmission personnel and their immediate supervisors,
the manager, and the security officer. The placement of
terminals throughout an office leaves the automated systems
open for possible use by those who have access to the office.

Some offices have obtained greater control over their
terminals' usa¢ by locating their printer in a secure
terminal room. rhis could allow data transmission personnel
to continually monitor all printed output as well as separate
it for the appropriate employee to pickup.

Without the necessary manuals and forms to decipher

information obtained from the system, or to query or input
changes to existing records, it would be difficult for
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individuals to use the terminals. SSA has developed many
forms showing formats required for entering data into the
system. These forms have been made available to most all
employees within the various field offices. Also, ma.uals
showing how to use the system and how to interpret data
received from the system, for the most part, are left in
open areas and not safeguarded during nonworking hours.
Moreover, agency guidelines provide that these manuals can
be reviewed by the general public, upon request, in accord-
ance with the Freedom of Information Act, at SSA field
offices. Many field offices have also posted summaries of
these interpretative guides on walls by the terminals to
assist operators when using the system to query automated
beneficiary records.

SSA employees have abused the capabilities of the
automated system. For example, as reported in the press,
one employee was selling Social Security cards to illegal
aliens and others who desired a new identity. Because this
employee had access to the computer syster and knew how to
ugse it, he would summon up the names and Social Security
numbers of people who had died. Then he would type those
names and numbers on Social Security cards--stolen from
the office--and sell them in the underground market.

In another instance, (reported in the press), an SSA
district office employee redirected Social Secwrity payments
to himself by inputting changes of addresses rather than
inputting a stop payment because of a beneficiary's death.
This employee netted about $20,000 in fraudulent claims
before being apprehended.

Maintenance contractors use the terminals when
correcting or checking out mechanical problems in the
network. These individuals are not required to use person-
al identifiers, and local office management does not always
supervise their activities while using the automated system.
Therefore, it is possible that such individuals could
ob’ain autoiated records or input invalid transactions.

In addition to maintaining beneficiary records, the
SSA system can be ured to trigger cash payment to certain
beneficiaries. When certain cases are determined critical
by field office employees, they can immediately initiate
payment action by entering appropriate data into the auto-
mated system. This program was initiated in February 1976.
As of November 1977, there have been about 190,000 cases
involving about $219 million. Such transactions require
adequate control to prevent employees or others from abusing
the system.
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PLANNED EXPANSION OF THE AUTOMATED
TELECOMMUNICATIONS SYSTEM

Another consideration regarding SSA controls over the

system is that SSA plans to eliminate ARS and upgrade SSADARS
equipment as well as expand from 3,700 to 4,600 terminals.,
In addition, future plans could involve as many as 35,000
terminals. We believe that expansion plans must include
systems changes to correct existing security deficiencies
to protect a valuable national resource.

STEPS TAKEN BY SSA TO IMFROVE SECURITY

On December 17, 1976, we briefed the Conmissioner of
SSA on our preliminary observations. We emphasized that
field offices have had to devise their own security proce-
dures concerning automated beneficiary records without use
of any SSA~wide policy or guidelines. We further advised
the Commissioner that the degree of security within field
offices varied among installations, and that there was a
lack of control over use of the terminals for the
telecommunications system.

After our briefing, SSA took the following steps to
improve security over access to terminals and data included
in the telecommunicaticns network.

--Authorized regional commissioners to purchase
about 200 doors and 480 locks for rooms where
inputting terminals are kept. (According to
SSA, all but 11 offices have obtained locks and
doors as of December 1977.)

=-Instructed offices tc limit access to these
rooms to authorized employees.

-=Instructed offices to keep rooms locked when
not in use or whenever authorized personnel
are not in a position to observe or control
access to the room,

In February 1978, SSA started a pilot study to test
the feasibility of using personal identifiers within the
telecommunications system to restrict employees to a
certain predefined set of transactions. This approach
would include a document ide:itification number and a
personal identification number with each transaction, and
would serve as an audit trail. With this capability, the
security system would be better able to restrict employees
to either input or query functions according to their
assigned duties and responsibilities.
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SSA 1is also considering several other modifications to
system security measures (see app. III) which would allow
the agency to

—-monitor and report unauthorized attempts to
use terminals,

--verify the right of access to automated files
by various users,

—--monitor and report high-risk transactions, and

--improve the lock/unlock procedures.

AUDIT REPORTS ISSUED BY HEW

Concurrent with our review efforts at field offices,
the HEW audit agency was performing reviews of the SSA
automated telecommunications network. Its reviews were
performed primarily at SSA headquarters and other Federal
agencies having access to the ARS system. During May and
June of 1977, this agency issued two reports to SSA con-
cerning security controls on terminals used on the network,
and reported several security weaknesses to SSA that
needed immediate corrective action. 1In summary, the audit
agency reported that:

—-—-Management emphasis on security had been too
limited. Until the time of its review, very
limited Ssa-wide security procedures had
been issued.

~=About half of the computer terminals
installed at Ssa headquarters were in
areas that could not be locked up at
night, thus possibly allowing unauthor-
ized access to terminals.

~-Many employees knew the passwords which
lock/unlock the terminals and were given
access to personal information, though
their jobs did not require such knowledge
or access.

~-Reports to regional offices on possible

violations of computer security were too
late to be useful and cf‘en inaccurate,
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--The computer programs designed to provide
additional security were ineffective in
blocking unauthorized use of the system.

--With basic knowladge of the system, it is
possible for claims data to be entered
into the SSA system from ar ARS te ainal
located in other Federal and S.a.¢ agencies
or private insurance companies. Tc stop
this, SSA made arrangements with GSA to
ensure that only SSA devices can input data
to the Headquarters Computer Facility.

SSA concurred with the audit agency‘s findings and agreed to
take corrective action. As indicated in this report, SSA

has taken action to correct problems identified by the HEW
audit agency.

14



CHAPTER 3

LIMITED SAFEGUARDS ARE PKOVIDED TO PROTECT

* “CUMENTS SUPPORT wG_ BENEFICIARY CLAIMS

SSA rield offices, private insurance companies, and
State Disability Determination Services, 1/ need to provide
better protection over documents in files supporting bene-
ficiary claims. There are thousands of these files in most
coffices, and they contain personal data on beneficiaries
such as earnings records, financial status, and medical
evaluations. (See arp. I.) These files serve as the foun-
dation of a valuable resource of information for the
Government and beneficiaries, and they are not being proper-
ly safeguarded from potential ioss, destruction, abuse, or
misuse.

SSA, through the issuance of various regulations and
guidelines has expressed concern over the confidentiality
of benefi..ary data. 1In addition, ucther directives have
been issued concerning specific security problems as they
occur. Contractual agreements with State agencies ind in-
surarnce cumpanies contain sections pertaining to the con
fidential nature and limitations on use of records. Th~
agreements state that the contractor will adopt policies
and procedures to ensure that information will be used sole-
ly for administering the various programs. We found,
however, that SSA had not issued any guidelines or criteria
for estabishing overall phys.cal security measures at
field offices. Moreover, iradequate guidelines have been
issued on safeguarding the documents in the files being
processed within these offices.

LACK OF EMPHASIS ON PHYSICAL
SECURITY BY SSA

The lack of agencywide guidance has left local managers
in field offices to their own devices in evaluating and
implementiny physical security procedurss (guard service,
busglar alarms, fire protection, etc.). Also, SSA policy
allows for the sacrifice of certain Aaegrees of security
over documents supporting beneficiary records in order to
maintain ar acceptable level of productivity,

1/ These organizations are referred to as field offices
throughout this chapter.
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Field offices included in our review had not developed
written procedures regarding physical security for their
ingtallation. In some offices, we found 24-hour guard ser-
vice, burglar alarms, and central fire alarms; while cthers
had none of these services. (See app. II.) It appears that
security measures are taken as a result of specific problems
as they occur. For example, one SSA district office found
it necessary to hire two armed guards befcre, during, and
after working hours because of large and sometimes hostile
crowds of claimants. Another office rinally installed] fire
extinguishers in the office after having three fires.

At the time of our review, most field offices had
designated security officers, but none of them had received
SSA central office or regional office training on security
matters. (See app. II.) 1In ll offices, the security
officers were only responsible for making sure the terminals
were locked during nonworking houra.

In most offices, we observed a lack of proc~dures to
control the use and storage of the valuable infor,ation
in claimant files. (See app. II.) This lack of control
can be attributed to (1) placing emphasis on productivity,
rather than safeguarding files and (2) relying on other
physical security measures for the offices, rather than
using locked filing cabinets or other methods of protecting
claimant files.

CLAIMANT FILES NOT PROPERLY SAFEGUARDED

We found, for the most part, employees within the field
offices have unlimited access to claimant files. Access to
these files is not based on a "need to know."

Generally, loose control was exercised over claimant
files, i.e., there were no log-out and log-in procedures to
identify the location of a claimant®s file during the
various stages of proceasing in field offices. Officials at
2ight offices told us that at times, claimant filee cannct
be located when needed to process claims, In many instances,
however, these files show up at a later time. For example,
SSA reported that one beneficiary had occasion to visit the
district office some 5 years after original entitlement. 1In
an effort to help the district office, he brought along his
SSA claims folder, which somehow had been given to him. Dis-
trict office officials told us that claimant information is
generally re-created in cases where claimant files cannot be
found for a long period of time.
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Mogt offices have photocopy nachines. Field ofcice
officials told us that these machines are not secured during
nonworking hounrs. These machiues are generally dispersed
throughout working areas within an office. Should an em-
pPloyee or some outside intruder decide to obtain cliam=...
information, copries of pertinent documents could be made
and removed from :hs office without any indication that
someone had tampered with the file.

SSA's central office reproduces certain eligibility
information from the computerized beneficiary records onto
microfiche and/or micicfilm every 3 months. Each district
and branch office receives copies of these records pertain-
ing to beneficiaries living in its geographic area. Most
offices have microfiche reader/printers capable of reproduc-
ing individual claimant records in hard copy. The records
can be interpreted by using a manual provided by SSa's
central office. We observed that these manuals were not
secured and were gencrally stored next to the microfiche
readers.

Many SSA offices have more than one set of microfiche
files. Some are stored in locked cabinets; however, others
are kept on a circular file which cannot be locked. The
lockable cabinets can be closed and secured with a padlock,
but not all field offices lock these cabinets during non-
working hours. An official at one office told us that these
locks would not be a deterrent to anyone who wanted to
illegally obtain beneficiary information. we determined
that an intruder could reach through the locked cabinet and
obtain files or could turn the case upside~down, causing all
files to fall to the floor. These microfiche files are
available for use and reproduction by all employees. A
reader and reproduction unit is available in each office.
Files and reader and reproduction units are located in open
areas of the office.

Offices generally had been furnished file cabinets for
storage of claimants' folders. However, in most cases only
employee personnel records were stored in locked cabinets.,
Claimant files were stored in metal file cabinets, cardboard
transfer boxes, and on employees' desks.

Claimant files were generally located in unsecure areas
in the office. One region's officials told us that since the
advent of SSI, field offices have not had ‘nsuygh lockable
file cabinets to store the great number of folders, and that
many £iles had to be left out in the open overnight. Field
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officials further stated that the productivity of employees
would be reduced if claimant files were put away each night
in locked cabinets. 1In a study conducted by SSA, it was
found that about 30 percent of the field offices follow a
~lean desk policy--they put folders in file cabinats during
nonworking hours.

FHYSICAL SECJURITY OVER FIELD
INSTALLATIONS NEEDS IMPROVEMENT

The implementation of physical security measures has
been the responsibility of each local office manager. We
found little evidence that any of the offices visited had
formally studied the need for physical security measures, or
had developed formalized contingency plans to back up their
operations if a loss or disaster should cccur.

Access to field offices

Most of the over 1,300 offices throughout the country
are located in space that is leased by the Goveinment.
Landlords for such spacc generalliy retain keys to the offices.

We found that 15 offices dié not have guard service nor
burglar alarms to prevent illegal intrusion during nonworking
hours. These offices rely on securable windows and/or doors
and rontrols of keys to prevent illegal intrusion. One
office had an alarm system on each door and motion detectors
on the ceiling. Another office had an alarm system on each
door and a television camera with a viewer to scan the
parking lect.

Some field offices in urban centers have guards on the
premises during working hours. Some offices have 24-hour
guard service, which is provided by their buiiding owner;
while others rely on local police protection.

We noted that some field offices have been burglarized.
At one office, thieves broke through the front windows and
stole two electric typewriters and three calculators., At
another office, intruders entered the office through air
ducts in the ceiling and took two cassette tapes. Moreover,
another office was burglarized, and a SSADARS terminal was
stolen together with typewriters, an adding machine, and
other equipment.

In many offices visi.ed, we observed little control

over the keys to the office. 1In leased facilities, owners
retain keys, and their janitorial services, which need
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uccess to the offices during nonworking hours, also have
keys. Office managers cre responsible for establishing con-
trols over use of keys to the office. Although some
managers maintain a list of key holders, these lists vary

in that they include as many as all employees in the office
or only select management personnel. Additionally, we found
only one office that used keys marked to indicate that they
should not be reproduced.

Protection from losses caused by fire

As shown in appendix II, most offices rely on hand fire
extinguishers for protection agair-* losses caused by fire.
In some instances, these extinguishers are located outside
the immediate office. Moreover, many of the offices do not
have central fire alarm systems. This situation leaves the
office vulnerable to fire losses (both claimant records as
well as equipment).

While visiting one office, we noticed many weaknesses
in fire protection, access control, and in general, physical
security measures for the installation. On April 1, 1977--
after our visit--this office suffered extensive fire dam-
age, and some claimant records and valuable equipment were
lost and had to be replaced. Estimated loss from the fire
exceeded $24,500. The fire department was n~tified by a
passerby, and we were told by officials of the local police
department that, had the fire gone undetected for another
half hour, the intensity of heat buildup within the office
would have ignited many of the 3,500 hard copy files stored
in desks and file cabinets.

This is the third fire, believed by the City Fire
Marshall to have resulted from arson, at this office since
January 1, 1977. The two earlier fires occurred in the
office supply room during nonworking hours and damaged some
equipment, SSA forms, and other paper goods stored in the
area. After each of the three fires, the local police
department advised the office that physical security meas-
ures needed to be improved. However, no action was taken
antil after the fire on April 1, 1977. The office has since
installed hand fire extinguishers as well as locks on
windows and doors.

Disposal of waste paper

SSA's central offices had not issued instructions con-
cerning disposal of documents containing beneficiary in-
formation. We noted that practices for waste paper disposal
varied among tho offices vis! ted. Supervisors and managers
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rely primarily on the discretion of individual employees
when disposing waste paper. Those who are aware of docu-
ments containing beneficiary information generally tear them
before throwing them away. However, others do not. 1In
waste cans, we found copies of querics and other dccuments
containing beneficiary information that had not been
mutilated.

Moct offices had trash disposal service that picked up
the trash periodically. Some office managjers were not aware
of the method of disposal (incinerator or landfill dumps,
etc.) once the trash was removed from the oifices.

Problems with disposal of waste paper have also been
identified by SSA. For example, in September 1976, SSA
reported that:

"Any number of data listings containing all
kinds of informztion which have been seen
in paper reclamaticn centers, on loading
docks, in dumpsters and simply lying in
SSA halls."

OTHER PROBLEMS IN SAFEGUARDING
BENEFICIARY INFORMATION

Safeguarding beneficiary data when
answering telephone requests

SSA provides beneficiaries information over the tele-
phone. One SSA regional official said SSA provides telephone
service to better serve its clients, and we believe this
helps to decrease the number of people visiting the field
offices.

We made telephone calls to 46 field offices during our
review. Posing as welfare workers, spouses, relatives, and
private citizens, we tried to obtain addresses, payment, and
eligibility information on certain SSI recipients. In only
4 out of 46 instances did we acquire information on
beneficiaries.

Posing as a sccial worker, we asked why a beneficiary
had not received a Medicaid card. We were asked for his
address and social security number, and were subsequently
told that he had not received a Medicaid card due to his
failure to show up for his eligibility redetermination.
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Using the same beneficiary information, we contacted
another office, posing as his daughter, We said the elderly
beneficiary was disoriented, and asked why he had not
received his SSI check. We were requested to furnish his
social security number again. We were told the claimant was
suspended because he did not get his reevaluation. We were
advised to bring him in for a redetermination.

~n another insta'ce, e called, posing as a spouse,
<anting to know if a weneficiary's SSI check had been re-
duced. We were told that the check amount had not been
reduced; however, we were not told what the amount of the
check was.

In another instance, we called, posing as a relative
trying to obtain information on a beneficiary's SSI benefit
amount. We were told the exact amount of benefits being
paid to the individual.

In these instances, apparently something l:d field
office employees to believe we were entitled to the infor-
mation. However, the same approach to 42 other telephone
contacts resulted in a firm "no" for personal information.
A majority of employees said the beneficiary had to give
perwission or consent, as specified in the Privacy Act,
before the information could be released.

SSA officials said telephone services might be contrary
to security., It is difficult for employees who provide
services over the phone to be certain of an individual's
identity. Even if the caller provides sufficient personal
information, the employee still has no way of verifying
whether the caller is actually the beneficiary. They saidqd
employees may require more training and instruction on the
type of identifiers required before releasing any beneficiary
information.

Security backcround checks on field office
employees not normally made

Background checks on employees are not normally made by
field offices. (See app. II.) However, one office visited
made limited background checks on employees. For thLe most
part, potential employees are hired in the field based on
interviews and limited followup of prior employment refer~
ences. This approach may not always provide the degree of
assurance needed when evaluating the integrity of potential
enployees. For example, SSA has experienced instances where:
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=-=0One SSA employee sold information to a
company that was in the business of
locating missing persons.

--Two SSA field office employees fabricated
14 different beneficiary accounts and
processed them for payment. A total of
over $55,000 was paid on these accounts
before the employees' actions were
discovered.

--An employee of a private insurance
company which acts as a carrier for
Medicaid and Medicare payments reissued
several checks that had been previously
returned due to the death of the bene-
ficiary. The checks were reissued in
another name by the employee and for-
warded to varicus post office boxes for
later retrieval.

We believe SSA should identify those employees in
sensitive positions and require that background checks be
made. Background checks help assure that employees hired
for sensitive positions are less likely to be involved in
abusing program data.

SECURITY OVER BENEFICIARY INFORMATION
SENT TO OTHER ORGANIZATIONS

During our review, we noted potential security problems
in safeguarding beneficiary information at other.organiza-
tions. SSA submits beneficiary information to (1) States for
their use in administerirg their programs, such as welfare,
and (2) insurance companies for their use in administering
Medicare. The States anrd insurance companies provide this
information to other offices within their organizations.

The method of providing such information to the other of-
fices varies and could be via telecommunications, listings,
punch cards, or microfilm.

We did not attempt to determine whether adequate
security is provided over beneficiary information in these
cases. SS5A officials told us that they have not extended
their review of security to include the security practices
of these organizations.
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SSA should review the security procedures and practices
of any organization receiving beneficiary data (e.g., Federal
and State agencies and storage centers, Privace contractors,
etc.). Without proper safeguards, the potential for abuse
and misuse of information existsg.

We believe that beneficiary records are vulnerable to
potential abuse and/or misuse and destruction in most field
offices because of problems associated with

-~the way claimant files are stored,

-~the readily available use of microfiche files
and photocopying equipment,

--weaknesses in securing field office space
after working hours,

--inadequate fire protection,

-~the way in which sensitive documents are
disposed,

--safeguarding beneficiary data when answering
telephone requests,

--security background checks on field office
employees, and

-~the security practices of other organizations
receiving beneticiary information.

SSA_ACTIONS TAKEWN DURING OUR REVIEW

As mentioned on page 12, we briefed the Commissioner of
SSA on our preliminary observations on December 17, 1976.
Cur preliminary observations showed that:

1. SSA had not developed security quidelines for
documents and files supporting beneficiary claims.

2. An ad hoc group had been established to study
the area or security but had not issued any
definite instructions to field offices.

3. BSecurity officers had been designated in most

field offices; however, they had not received
any training.
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4., Local offices had established their own
security procedures.

5. Physical security measures in offices varied
from sinple locked doors to use or motion
detectors.

On February 4, 1977, the Associate Tommissioner for
Program Operations commented on our preliminary observations
by stating this:

"t * * The ad hoc group referred to in the
GAO observations '~ now a permanent staff
(Systems Security Staff) attached to the
Office of Program Operations., * * *"

After our briefing, the Systems Security Staff prepared
several publications and took certain actions on security
matters. For example, certain material has been distributed
to field offices, and other actions, such as the following,
have been taken since February 1977.

~~Lesson Plan--"Privacy Act of 1974"
(distributed in Februvary 1977).

--Pamphlet--"Systems Security Question
and Answers" (March 1977).

--Booklet--"Why System Security"
(April 1977).

--Booklet--"Glossary of Systems Security
Terms" (April 1977).

--Video Tapes (April 1977).
a. "Whose Right to Know."
b. "Follow that card."
c. "Systems Secuzity and You."
d. "Physical Plant Security."

--Portions of eight chapters and the Table
of Contents of the System Security Handbook
have been issued to all regional and
central office comporient security officers
between May and September 1977.

--Audits of security matters covered in this
report have been conducted at about 200 field
of fices between June and December 1977. SSA
plans a follownp review at all offices at
least once each year.
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--Security audits have been conducted of
certain central office components during
November 1977,

=~S8SA conducted a study of computer-related
crime vulnerability in the Supplemental
Security Income System and published its
report in October 1977. (This was the
first program-oriented study conducted by
SSA). SSA plans to conduct a similar study
for other mejor systems during 1978.
Problems identified in this study confirm
our observations during the review. SSA
issued guidelines on disposal of waste
paj.er during August 1977,

Regional security officers meetings were held during
May and November 1977, These meetings includad discussions
on systems security and privacy matters.

In July 1977, the Secretary of HEW requested a list of
major operational priorities to achieve tangible improve-
ments in services provided clients.

The Commissioner of SSA replied on October 12, 1977.
One of the major priorities included an SSA-wide system
security program, which included a statement that:

"Although these many projects are under way,
system security is still in its develop-
mental stages. As we gain more experience
with the function and study both industry
and other Government agency programs, we
expect to identify new approaches, and in
turn, to develop and employ new security
measures,"

In a meeting held on November 9, 1977, with ssa
management, the Secretary of HEW recognized the importance
of this major priority. We believe this is a big step in
improving the system's security program.

In addition, dquring April 1978, SSA held a symposinrm
on privacy and security. This meeting included a group
of experts in the field of computer security and workshop
discussions on specific problems unique to the SSA
operation.
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CHAPTER 4

CONCLUSIONS AND RECOMMENDATIONS

CONCLUSIONS

In fiscal year 1977, SSA's electronic data processing
system serviced over 33 million beneficiaries receiving about
$103 billionr annually. With the vast number of records, and
the number of offices involved in the SSA operations, safe-
gaurds must be pra2sent to prevent unauthorized alterations,
destruction, abuse, or misuse of beneficiary records--a
valuable national resource. Millions of individual records
are involved, and thousands of employees in field offices
have access to these records through a vast telecommunica-
tions system.

This report demonstrates that SSA did not have an
active security program which would assure the Congress,
the public, and beneficiaries that records maintained by
SSA were adequately safeguarded. However, since our review
began, SSA has started an active security program.

We found several management weaknesses in the SSA
computer network, such as

--the ability to create as well as query
beneficiary files from most terminals,

--the failure to use the audit trail features
within the systenm,

--the failure to always lock terminals
during nonworking hours, and

—--the unlimited and unrestricted access to
terminals.

Also, hard copy beneficiary records are vulnerable to
potential abuse and/or misuse and destruction in most field
offices because of problems associated with

~=the way claimant files are stored,

--the readily available use of microfiche
files and photocopy equipment,

--weaknesses in securing field office space
after working hours,
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--inadequate fire protec;ion,

--the way in which sensitive documents are disposed,
--safequarding beneficiary data, and

-=-gecurity background checks on field office employees.

Safeguarding records given to State agencies through various
exchange programs also presents potential security przoblems.

During our review, SSA started an active secur ity
awareness program designed to streagthen procedures used to
safeguard various records. It appears that SSA has recognized
the importance of protecting these valuabie records.

RECOMMENDATIONS

In view of the cited weaknesses in the telecommunica-
tions network and SSA‘'s plans to expand the network, we
recommend that the Secretary of Health, Education, and Welfare
direct the Commissioner of Social Security to take the
folloving actions immediately.

--Restrict terminals located in open areas of
district offices to queries only.

--Provide secure rooms for the printers, and
consider the feasibility of having all
printed output monitored and distributed
by data transmission personnel.

~--Restrict the ability to create records or
to access the national data base to only
that data necessary for each specific class
of office.

-~Restrict the ability to create records or
make changes to existing records in
accordance with employee and maintenance
Personnel duties and responsibilities by
requiring a unique and personal identifier
for every data transmission.

—--Provide a personal identifier on input documents
for the person who performs the interview, prepares
input documents, and reviews input documents and
sunporting documentation.
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--Restrict knowledge of the password used
to lock and unlock a terminal to the
of fice manager, assistant manager, and
security officer.

-—-Require this password to be changed at
least monthly, and whenever any employee
knowing the password is no longer employed
at that office.

--Require chat any expansion of the exist-
ing telecommunications system include
system changes to correct security
deficiencies.

The Secretary of HEW should continue to pursue an
active and aggressive security program to assure the
Cor.gress, the public, and SSA beneficiaries that records
are properly safeguarded against abuse, misuse, destruction,
or alteration. In this effort, the Secretary should con-
duct a risk analysis to determine how best to correct the
security weaknesses identified in this report and determine
whether other security weaknesses exist. The effort should
include security measures in terms of efficient and :
effective services to beneficiaries--a balance between
good service and good security should be weighed.
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APPENDIX I APPENDIX 1

BENEF CIARY INFORMATION STORED IN OR AVAILABLE

TO FIELD OFFICES AND STATE AGENCIES

INFORMATION CONTAINED IN SSI
LAIMS FOLDERS

1,

9.

Application for SSI, which includes the claimant's
name, social security number, date of birth, address,
pPublic assistance history, assets, and other property.

Statement of Income and Resources, which lists wage
amounts, unearned income, real estate, and other
Property and resources (cash, bank accounts, and
savings).

Copy of the microfiche file, if receiving SSI benefits.
SSI payment worksheet, which computes the payment amount.

SSI Claim Review Record, which shows payment status
and auount.

SSI Continuing Determination Statement.
Notice of changes in payment amounc.

SSI queries, which show up-to-date status of
claimant's account, mortgage papers, and loan
agreements.

All other forms, report of contracts, and correspondence
that relates to the claimant's case.

INFORMATION CONTAINED IN TITLE II AND
RETIREMENT AND DISABILITY INSURANCE
CLAIMS FOLDERS

1.

Application for retirement or disability insurance,
which lists the claimant's address, marital status,
social security number, date of birth, employers,
and disability.

Earning Record and Primary Insurance mount Computation,
which lists total earnings counted towards Social
Security coverage and specifies the amount the claimant
would receive if retired or disabled.
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APPENDIX I APPENDIX I

3.
4.

5.

7.

Request for Medical Evidence, which is a request to the
claimant's doctor for medical inﬁormation.

Report of Disability Interview, which is a claimant's
description of the disability as told to an SSA employee.

Disability Determination Sheet, which indicates if a
glaimant is disabled and at what date the disability
egan.

Document supporting date of birth and annual estimates
of income Doctor's comments, letters, and medical
reports, which describe the claimant's condition in
medical terms.

All other forms, report of contacts, and correspondence
that relates to the claimant's case.

LISTING OF SOME INFORMATION AVAILABLE TO

FICES AND STATE AGENCIES FROM THE

TELECOMMU! NETWORK (ELIGIBILITY

PROD '

EVERY MONTHS)

Applicant's:

-=-Last name.

-=Address.

~-=Social Security number

--Drug addict or alcoholic code.

-=Date of Disability Onset.
-=Denial Code.

-=-Date of Birth.
--Representative Payee.

-=Income from Self-Employment.
-=Incone from wages.

-=-Entitlement Code.

--Federal living arrangement code.
--Federal SSI monthly assistance amount.

--Marital status code.
--Monthly benefits from retirement program.

--Medicaid effective date.
--Payment status code. -
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~-=Race code.

- =Recipient Bank account, number, and
~account identifier.

=-Representative payee custody code.
-=-8ex code.

=-Telephone number.

==Unearned income amount.

=-=-Welfare nunber.
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APPENDIX Il APPENDIX I1I

PROFILE OF SECURITY PRACTICES AT SELECTED INSTALLATIONS PROCESSING SSA AND MEDICARE DATA

INSTALLATION SSA INSTALLATIQNS STATE DISABILITY OFFICES S
SECURITY MEASURE 1]12]3/4(5]6]7]8]9 10j11{12]13]14]15{16{17]|18] 19| 20]21|22|23] 24| 25]|26{27|28] 20| 30| 31] 32| 33 34|35
TYPE OF SPACE OCCUPIED: ) :
Government-OwnedSpace . ... ........ .. .. ... L ] ol | J
Rented/Leased Commercial Space. . ... ......... Qlojoj0o;0 0 (0]|0]e ®,0|0 0/0/0|0j0/0i0|0|0/0/0j0|0/0/0]j0|0e]e
PHYSICAL SECURITY OF STRUCTURE:
Acceas Restrictions:
Security Guards for Office:
NomWorkia pours. 0181010j0j0lelelejololelslelole el010/0/0l0ef0]0j0j0lol0j0l0j0]0l0]e
' L o [oloTolelo] e|0|ole(®(O]e® elolol0jo 0lelolo|o|ololgloO[8]ololole
Rocoptont e sTel8TeToToTeTarelars ._-_:3_673‘73' ToT8 | STeToToTe oo IS e TeT e Tors
"""""""""""""""" [ ] olele X CI3K) DI sjejo e Q| olol0j0ole
DUTQIar MBS o TTT‘EQ.Q%%.%&OOT?Q%OO%.OF ol6[olelolole[Ole
Door Locks: e =
Office ........ ... .. .. ... ... ....... i
i oj0j0j0l0® ._9_0......!__._._!_0..:00COOQOQOOOQ
MachineRoom .. ... .. w ................. % ;1&&_}::%1?1.;3...?&3.? ry ejeleee]0 2_91.-4
Hanging Cem.ngs with PartialWalls . . ... .. ... . .. Q.. & ».!4 ole ) ® ,-‘ h, ry D YK 3 elele ole ole . ) o] o] 0 &
ComvolOvarKapa o Omost sleleleleleeléToloToTe o oToloIOl0 o [0 oo el0 o aTe o oo O o 0 0 e
HEIORIIEE olojejo/ojojeiojojo/olo|e]e/e[e|OC|ClO[e]ee] |[O|O|@l®lO]C]O 00
Fire Protection:
Central Fire AlarmSystem .. ......... .. ...... .&..O0.00000000.. OOOO.OO._Q_O.'QO_!_...
Smoke Delectors for Offce ... ..., S OO O O O o IO O o G O o Te T O IO IS TOToTOTo oS IO To T8 ToT e 1OT10IS
gpﬂ:k:rrSys?e:HnOﬂice -------------------- go O*QOO ¥¥OOQO%.QO?OO0.0000%_Q__Q%OOOQ_
and Extinguishers:
WithintheOffice . . ........................ @ Olgleojo/eoje/eoj0/0j0j0j0/0/0O/0|®0|0]/e[0/0|j0|/%|/e/0o/e/e|/0|/®|e|/e|ele KEY TO PROFILE
Withinthe Building. . .................... .. L L JL ) Q/ej0/0/0j0j/0/0j0/0O/0/0/0 0 ~2/c]/o/0/0/0/e/09/0/cle/ele|e E]Y
= Yos
PERSONNEL WORKING WITHIN THE OFFICE: @ = No
gmpbv‘;esaﬁmndcmgfywwwpwmw ololojolojolefololololololojojojololofolojofololojofojojo]ojo]o]o]olo
upervision of Maintenance Staff: Not Applicabl
GovernmentEmployees . ... ... ... ... ........ olo ¢ [o) o D = ol Applicable
Contractor Employees. . .......... ... ... ... TTFEEITT@ 0l0i0 ‘—EIE__Q_ 13 /0018 QJ0IQ]O0IQIQ]
SECURITY OFFICERS:
Detined Outen ana Responsisiies. || S S S SO SIS 2SI 82|80 0l eleols|eel0ls0lelele
"""""""" NOTES:
T e ——s R A S8 B e e o Bl e IS S O TOTOTOI O SIoTOTOTSToT TOI8a) wores,
Extent of Responsibility: T | B ] fioors of building. Windows cannot
Automated SystemOnly. . ........ ... ... . . olo]o olede? Ooloie/0l0l0ie|@|0f{0]|0|e]|Ole} @|e|O|0®]|O olo Oi0o|e be accessed easily.
Office-Wide (Including Automat.d System). . . . . . .. o|lel® OlU]edede[e[0]|0]|0]e]@|0|[0]e|e]|e|0]ele{0[0]e|Ole e|ele elelo plgy}e,:tse‘:m\ ﬁwo?ttvraOlo(f,f'lck:.yTsh’lgrc%m:
HARD-COPY BENEFICIARY FOLDERS -trol did not always extend to land-
- Y F : lords and contractor maintenance
Procedures for Restricting Use: evgplgmes.h " ty ot _
Dot gi2lelolelalololololololololololojotol | lojololelololololololofoo] 3 Skarstume smuatens
During Non-WorkingHours. ................... ??O [¢] [+] 6 010 O O 6 (o) 6 [*] ;00 ej0j0[0]O [e) 0-5“6- :te poly; and the other respon-
Controls Over Use of Photocopers %zzézﬁ:ﬁ:z&zzl;f [OIOIe 1Ol OTOTOIOIOIOTOTOTOTOTOIS]  sibie o ofics wice securiy mators
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PROFILE OF SECURITY PRACTICES AT SELECTED INSTALLATIONS PROCESSING SSA AND MEDICARE DATA
INSTALLATION SSA INSTALLATIONS STATE DISABILITY OFFICES
SECURITY MEASURE 1/2]3/a]s5j6] 7|89 [10]{11]12]|13[14|15[16]17]18]|19]20]21]22| 23]24]25] 26| 27]28] 20| 30] 31

HARD-COPY BENEFICIARY FOLDERS (CON'T):
Storane:
Open Space(e.g.. NeskTops) .. ... .. .. .. ...
LockedFileCabinets . .. .. ... .. ... ... .. .. ..
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olei0
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Si0|e
®10!0
e|Oje

[ 1le]
®10|e
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9
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o

Open StorageBins . . . ........... .. e

Disposal:

Destructive DeviceUsed . .. .. ... ... . .. 0j0]0j0j0]|0| O[O0l ®
Paper ShreddingMachine. . .. ... ... ... ... .. - I
HandPaperCutter. . ... ... ... ........ . . ..

o
o

®i0|e
(o]l JE]
[ J{elN |
eloje
Ole|®
olele

Ofle

AUTOMATED BENEFICIARY FILES:
Location of Terminals:
AliinOneRoom .. ............ . ... . . ... ... Q|0
Dispersed ThroughoutOffice . .. ... ... ... ... .. o
Terminal Located at Main Office Entrance . . . . .. .. I
Contrei over the Use of Termi'.als:
input of New aformation. . . ............. ... .. [e]Ke)

Querying Benaticiary Files . . ... ........ ... .. .. _g O]
Personal User identification Required. . . . . .. e _Q_ ng

®|0
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olejo
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|o. [o[.o

|ojefe
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jololo oloje
o

lololo |ejelo

folole olelo

Frequency for Changing System Passwords: 6

Oaily . . ...
Weekly. . ... .. .. ... ... .. ... .. ... ... ... ° ® KEY TO PROFILE

Monthly . ... .. .. ... .. ... .. .. ... ... )
Y o U ) ,, [@] = Yes

Annuall @ =No
wally ... e )
Turnover of Employees that are Knowledgeable e 0 2 S D = Not Applicable
ofthePassword . ... ... .. ... ... .. ... .. . . ®
NotChanged . .............................
Access Restrictions to Machine Room . .. ... ..
System Manvals Secured .. ... .. ... ..., . .. . .
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NOTES:

4. These are teleservice centers
whirh do not store hard copy bene-
o ficiary folders.

5. Hand paper cutters not always
used to destroy hard copy benefici-
ary information.

DOCUMENTED SECURITY PROCEDURES: 6. Offices do not use the Lock/

Contingency Plans and Back.p Procedures . . . . . ... Unlock procedures.
Automated Systems . . ... .. .. . . 0]0}0 7. Microfiim/microfiche records

stored in State Agencies and insur-
PersonnelSafety . .. ... . ... ... . . ... . .. ¢

ance companies are not produced
System Lock/Unlock Procedures . .. .. ... = .

MICROFICHE /MICROFILM FILES: 7
Controls OverUseotFites. . . ..... ... .. ... .. .. .
Files Dispersed Throughout Office . ......... .. .
Reproduction Machines Nearby. ... ........ . .. ..
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by SSA but they contain benefici-
o 9— o ary information.
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IMPROVEMENTS MADE OR PLANNED BY SSA TO STRENGTHEN

CONTROL OVER THE USE OF TERMINALS 1/

SSA is in the process of making modifications to
security procedures which, according to the systems security
staff, will allow the agency to:

1. Monitor and report unauthorized attempts
to use terminals

"The software filter." better known as the
"gecurity matrix,” limits SSADARS and ARS “erm-
inal functional units to a specific set of
transactions. Attempted transactions, not
included in the set c¢f transactions allowed
an operating unit, ar2 rejected as unauthor-
ized. A report associated with the SSADARS
Security Report Sytem munitors the incidence
and occurrence of unauthorized transactions.

Currently, the SSA Systems Security
Officer has the authority and responsibility
to maintain an ongoing evaluation of the SSA
Security System Transaction Register associ-
ated with the "security matrix." This re-~
sponsibility involves establishing the
appropriate functional data access level
("security level") of each operating com-
ponent. To aid him in this function, the
Bureau of Data Processing, in conjunction
with the SSA Systems Security Staff, is
currently evaluating possible modifications
to the 3SADARS Security System Transaction
Register. This evaluation will consider the
possible restriction on the use of "free-
forT" transaction verbs, such as "AA and
SSs.

2. Verify the right of access to automated files
by various users

"validation of each functional components'
transaction capability and security level is
currently in process. The object of this
project is to establish the exact transaction
capability needed by each operating component.
Once the validation is completed, each

1/According to "SSA Sytems Security--Major Projects and
Goals" (May 13, 1977).
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operating unit will be intrinsically
associated through a 'benchmark' tape
to operating programs. nNur plan is to
compare program {SSI, etc.) trans-
actions associated with a functional
unit over a given period of time with
the units established benchmark
transaction tape. This comparison
would reveal both inconsistencies in
transaction security and outright
program compromise.

"Currently, various aspects of the
telecomm:nications system are monitored.
by the SSADARS Security Report System.
This gystem produces reports associated
with 'alt mode' transactions, attempted
unauthorized transactions and the use
of the lock/unlock software feature.

In the future, the SSADARS Security
Report System, which also monitors
certain ARS transactions, will be ex-
panded to provided daily reports on a
varied number of activities directly
to system managers.

"It is conceivable that specific
programs such as IMPACC and OTP could
be monitored by connecting trans-
action to initiator. It has bean
proposed that repcrts concerning these
programs could be.directed via tele-
communications terminals to the
appropriate security officer."

3. Monitor and report high-risk transactions

"A resident audit system to monitor
high risk transactions has been proposed
and is in the piocess of being developed.
The objective of this system is to mon-
itor activity surrounding transaction * * * »

"Based on experience dealing with
computer crime and in evaluating systems
vulnerabilities, the two most likely
methods that can be used to obtain
fraudulent payments are creating a
fictitious recipient record or changing
an address instead of terminating an
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existing record. As a result, the
resident audit system will be geared
to monitoring these transactions,
especially when asssociated with the
SSI program.”

4. linprove the lock/unlock procedures used
to close terminals in field offices

"This is to announce a change to the
telecommunications lock and unlock system
which will coviate the bulk of the prob-
lems experienced by operators attempt-
ing to use the lock/unlock procedures
when the central system is down.

"Effective May 23, 1977, if a ‘'lock’
request is entered and cannot be delivered
to central computer operations in
Baltimore, a spool receipt will be returned
to the originating screen indicating
'LOCK FENDING - RECEIPT WILL BE ROUTED TO
PRINTER.' The actual 'lock' request will
be stored in the local concentrator uni¢il
the system comes up. When this occurs,
the 'lock' will be transmitted to the
central computer on a priority basis.

The subsequent receipt will be delivered
to the SSADARS printer associated with
the originating terminal.

"The ARS stations with 'online'
access capability will also be affected
by this feature. In the event a 'lock'
request is entered from an ARS terminal
and cennot be delivered to the central
computer, a receipt message will be
returned indicating 'LOCK PENDING.®
The 'lock' request will be stored in the
concentrator until communications with
central computer operations can be re-
established. When this occurs, the
'lock' will be transmitted to the cen-
tral computer on a priority basis. No
subseguent message will be returned to
the ARS station indicating that the lock
has subsequently taken affect. However,
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the assumption should be made that the
terminal will be locked once communica-
tions are reestablished.

"It should be noted that in the very
rare instance that an outrage occurs at
the concentrator prior to transmitting
the 'lock' to the central computer, the
message will be lost. Again, this will
occur on rare occasions and should not
detract from the enhanced efficiency of
the -SSADARS/ARS 'lock' feature."
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PRINCIPAL OFFICIALS

RESPONSIBLE FOR ADMINISTERING

ACTIVITIES DISCUSEED IN THIS REPORT

SECRETARY OF HEALTH, EDUCATION,
AND WELFARE:
Joseph A, Califano, Jr.
David Mathews

COMMISSIONER OF SOCIAL SECURITY:
Donald I. Wortman (acting)
James B. Cardwell

ADMINISTRATOR Of HEALTH CARE
FINANCING ADMINISTRARTION:
Robert A. Derzon
Donald I. Wortman (acting)
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Tenure of Office

From
Jan. 1977
Aug. 1975
Dec. 1977
Sept. 1973
June 1977
Mar. 1977

To

Present
Jan. 1977

Present
Dec. 1977

Present
May 1977





