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having operational control over the 
records may require such further rea-
sonable assurances as may be consid-
ered appropriate, e.g., statements of 
other individuals who can attest to the 
identity of the data subject. No 
verification of identity will be required 
of data subjects seeking access to 
records which are otherwise available 
to any person under 5 U.S.C. 552. 

(4) Inadequate identification. If the of-
ficial having operational control over 
the records in a system of records de-
termines that an individual seeking ac-
cess has not provided sufficient identi-
fication documentation to permit ac-
cess, the official shall consult with the 
appropriate system manager prior to 
denying the individual access. When-
ever the system manager determines, 
in accordance with the procedures 
herein, that access will not be granted, 
the response will also include a state-
ment of the procedures to obtain a re-
view of the decision to deny access in 
accordance with § 2606.205. 

(f) Access by the parent of a minor, or 
legal guardian. A parent of a minor, 
upon presenting suitable personal iden-
tification as otherwise provided under 
this section, may access on behalf of 
the minor any record pertaining to the 
minor in a system of records. A legal 
guardian, upon presentation of docu-
mentation establishing guardianship 
and suitable personal identification as 
otherwise provided under this section, 
may similarly act on behalf of a data 
subject declared to be incompetent due 
to physical or mental incapacity or age 
by a court of competent jurisdiction. 
Minors are not precluded from exer-
cising on their own behalf rights given 
to them by the Privacy Act. 

(g) Accompanying individual. A data 
subject requesting access to his records 
in a system of records may be accom-
panied by another individual of the 
data subject’s choice during the course 
of the examination of the record. The 
official having operational control of 
the record may require the data sub-
ject making the request to submit a 
signed statement authorizing the ac-
companying individual’s access to the 
record. 

(h) Access to medical records. When a 
request for access involves medical or 
psychological records that the appro-

priate system manager believes re-
quires special handling, the data sub-
ject should be advised that the mate-
rial will be provided only to a physi-
cian designated by the data subject. 
Upon receipt of the designation and 
upon verification of the physician’s 
identity as otherwise provided under 
this section, the records will be made 
available to the physician, who will 
disclose those records to the data sub-
ject. 

(i) Exclusion. Nothing in these regula-
tions permits a data subject’s access to 
any information compiled in reason-
able anticipation of a civil action or 
proceeding (see subsection (d)(5) of the 
Act). 

(j) Maximum access. This regulation is 
not intended to preclude access by a 
data subject to records that are avail-
able to that individual under other 
processes, such as the Freedom of In-
formation Act (5 U.S.C. 552) or the 
rules of civil or criminal procedure, 
provided that the appropriate proce-
dures for requesting access thereunder 
are followed. 

§ 2606.204 Request for review of an ini-
tial denial of access. 

(a)(1) A data subject may submit a 
written appeal of the decision by OGE 
or the other agency to deny an initial 
request for access to records or a no 
record response. 

(i) For records filed directly with 
OGE, the appeal must be submitted to 
the Director, Office of Government 
Ethics, Suite 500, 1201 New York Ave-
nue, NW., Washington, DC 20005–3917. 

(ii) For records in OGE’s executive 
branch Governmentwide systems of 
records that are filed directly with an 
agency (including the Federal Election 
Commission) other than OGE, the ap-
peal must be submitted to the Privacy 
Act access appeals official as specified 
in the agency’s own Privacy Act regu-
lations or the respective head of the 
agency concerned if it does not have 
any Privacy Act regulations. 

(2) The words ‘‘Privacy Act Appeal’’ 
should be included on the envelope and 
at the top of the letter of appeal. 

(b) The appeal should contain a brief 
description of the records involved or 
copies of the correspondence from OGE 
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or the agency in which the initial re-
quest for access was denied. The appeal 
should attempt to refute the reasons 
given by OGE or the other agency con-
cerned in its decision to deny the ini-
tial request for access or the no record 
finding. 

§ 2606.205 Response to a request for 
review of an initial denial of access. 

(a) If the OGE Director or agency re-
viewing official determines that access 
to the records should be granted, the 
response will state how access will be 
provided if the records are not included 
with the response. 

(b) Any decision that either partially 
or fully affirms the initial decision to 
deny access shall inform the requester 
of the right to seek judicial review of 
the decision in accordance with 5 
U.S.C. 552a(g) of the Privacy Act. 

§ 2606.206 Fees. 
(a) Fees for records filed with OGE—(1) 

Services for which fees will not be 
charged: 

(i) The search and review time ex-
pended by OGE to produce a record; 

(ii) The first copy of the records pro-
vided; or 

(iii) The Office of Government Ethics 
making the records available to be per-
sonally reviewed by the data subject. 

(2) Additional copies of records. When 
additional copies of records are re-
quested, an individual may be charged 
$.15 per page. 

(i) Notice of anticipated fees in excess of 
$25.00. If the charge for these additional 
copies amounts to more than $25.00, the 
requester will be notified and payment 
of fees may be required before the addi-
tional copies are provided, unless the 
requester has indicated in advance his 
willingness to pay fees as high as those 
anticipated. 

(ii) Advance payments. An advance 
payment before additional copies of the 
records are made will be required if: 

(A) The Office estimates or deter-
mines that the total fee to be assessed 
under this section is likely to exceed 
$250.00. When a determination is made 
that the allowable charges are likely to 
exceed $250.00, the requester will be no-
tified of the likely cost and will be re-
quired to provide satisfactory assur-
ance of full payment where the re-

quester has a history of prompt pay-
ment of Privacy Act fees, or will be re-
quired to submit an advance payment 
of an amount up to the full estimated 
charges in the case of requesters with 
no history of payment; or 

(B) The requester has previously 
failed to pay a Privacy Act fee charged 
in a timely fashion (i.e., within 30 days 
of the date of the billing). In such 
cases, the requester may be required to 
pay the full amount owed plus any ap-
plicable interest as provided by para-
graph (a)(2)(iii) of this section, and to 
make an advance payment of the full 
amount of the estimated fee before the 
Office begins to process a new request. 

(iii) Interest charges. Interest charges 
on an unpaid bill may be assessed 
starting on the 31st day following the 
day on which the billing was sent. In-
terest shall be at the rate prescribed in 
31 U.S.C. 3717 and shall accrue from the 
date of billing. To collect unpaid bills, 
the Office will follow the provisions of 
the Debt Collection Act of 1982, as 
amended (96 Stat. 1749 et seq.) and the 
Debt Collection Improvement Act of 
1996 (110 Stat. 1321–358 et seq.), including 
the use of consumer reporting agencies, 
collection agencies, and offset. 

(iv) Remittance. Remittance should be 
made by either a personal check, bank 
draft or a money order that is payable 
to the Department of the Treasury of 
the United States. 

(b) Fees for records filed with agencies 
other than OGE. An agency shall apply 
its own Privacy Act fee schedule for 
records in OGE’s executive branch Gov-
ernmentwide systems that are filed di-
rectly with the agency. An agency that 
does not have a Privacy Act fee sched-
ule may apply the fee schedule in this 
section. 

§ 2606.207 Accounting of disclosures. 
(a) The Office of Government Ethics 

or the other agency concerned will 
maintain an accounting of disclosures 
in cases where records about the data 
subject are disclosed from OGE’s sys-
tem of records except— 

(1) When the disclosure is made pur-
suant to the Freedom of Information 
Act, as amended (5 U.S.C. 552); or 

(2) When the disclosure is made to 
those officers and employees of OGE or 
the other agency which maintains the 
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