
3.10.4-26     Technical Data Quality Requirement for NAS Procurements (December 2003)  

(a) Requirement. The Contractor shall comply with the Data Standard for the National Airspace 
System (NAS) incorporated into this contract by reference.  
 
(b) Data Quality System. The Contractor shall establish and maintain a data quality system in 
accordance with the contractor's TSA approved Data Quality Plan (DQP). Any DQP, or proposed 
revisions submitted after award, will be incorporated into the DQP when approved by the 
Contracting Officer. If an approved DQP exists prior to contract award the TSA may incorporate it 
into the contract by reference at time of award or require revisions before it may be incorporated 
into the contract.  
 
(c) Data Quality Plan (DQP) The DQP may be in Contractor's format. The DQP shall contain the 
following:  
 
1. The DQP shall describe the Contractor's provisions for data quality assurance including 
a. Assessment, remediation and monitoring the data quality to insure compliance with business 
requirements. 
b. Inspection and test of all technical data to be provided under the contract, in accordance with 
the terms of this contract, including but not limited to the contract specifications.  
2. The DQP shall describe the Contractor's provisions for review of and alignment with DOT/TSA 
data management requirements, with specific provision for review of the TSA Data Registry for 
standardized and certified technical data elements in accordance with the NAS data standard. 
 
(d) In the event of conflict between the Contractor's DQP and the above referenced Standard(s), 
the TSA Standard(s) shall control. In the event of conflict between referenced standards and the 
contract, the contract shall control. 
 
(End of clause) 

PRESCRIPTION  

May be used in RFIs/RFPs and contracts when the inclusion of a higher-level contract quality 
requirement is appropriate to technical data designed, developed or applied in NAS software. The 
specific standard(s) to be used should be coordinated with the Office of the Chief Information 
Officer (OCIO).  

 
 


