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The Right Document – Right Now

NIST’s Computer Security Division provides computer 
security professionals a one-stop shop for information 
on standards, guidelines, and other resources necessary 
to support the Federal government. 

Currently, there are over 200 documents available within 
NIST’s online computer security repository. In addition 
to being listed by type and number, access to these 
documents is being presented using three approaches 
to ease searching:

  by Topic Cluster

  by Family

  by Legal Requirement
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by Topic Clusters 

	 Annual Reports

	 Audit & Accountability

	 Authentication

	 Awareness & Training

	 Biometrics

	 Certification & Accreditation (C&A)

	 Communications & Wireless

	 Contingency Planning

	 Cryptography

	 Digital Signatures

	 Forensics

	 General IT Security

	 Incident Response

	 Maintenance

	 Personal Identity Verification (PIV)

	 PKI

	 Planning

	 Research

	 Risk Assessment

	 Services & Acquisitions

	 Smart Cards

	 Viruses & Malware

	 Historical Archives

by Family

	 Access Control

	 Awareness & Training

	 Audit & Accountability

	 Certification, Accreditation & Security 
Assessments

	 Configuration Management

	 Contingency Planning

	 Identification & Authentication

	 Incident Response

	 Maintenance

	 Media Protection

	 Physical & Environmental Protection

	 Planning

	 Personnel Security

	 Risk Assessment

	 System & Services Acquisition

	 System & Communication Protection

	 System & Information Integrity

Which approach is ideal for me?

N I S T  I n f o r m a ti  o n  S e c u rit   y  D o c u m e nts 

The Federal Information Processing Standards (FIPS) Publication Series is the official 
series of publications relating to standards and guidelines adopted and promulgated under the 
provisions of the Federal Information Security Management Act (FISMA) of 2002.

The Special Publication 800-series reports on ITL’s research, guidelines, and outreach 
efforts in information system security, and its collaborative activities with industry, government, 
and academic organizations.

ITL Bulletins are published by the Information Technology Laboratory (ITL).  Each bulletin 
presents an in-depth discussion of a single topic of significant interest to the information 
systems community. Bulletins are issued on an as-needed basis. 

The NIST Interagency Report series may report results of projects of transitory or limited 
interest. They may also include interim or final reports on work performed by NIST for outside 
sponsors (both government and nongovernment).

by Legal Requirement

	 E-Government Act of 2002

	 Federal Information Security Management 
Act of 2002 (FISMA)

	 Health Insurance Portability and 
Accountability Act (HIPAA)

	 Homeland Security Presidential Directive-7 
(HSPD-7)

	 Homeland Security Presidential Directive-12 
(HSPD-12)

	 OMB Circular A–11: Preparation, Submission, 
and Execution of the Budget

	 OMB Circular A-130: Management of 
Federal Information 
Resources, Appendix 
III: Security of Federal 
Automated Information 
Resources


