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documents in the possession of these 
agencies need not be marked as set forth in 
this document. 

Removal From SGI–M Category 
Documents containing SGI–M shall be 

removed from the SGI–M category 
(decontrolled) only after the NRC determines 
that the information no longer meets the 
criteria of SGI–M. Licensees have the 
authority to make determinations that 
specific documents which they created no 
longer contain SGI–M information and may 
be decontrolled. Consideration must be 
exercised to ensure that any document 
decontrolled shall not disclose SGI–M in 
some other form or be combined with other 
unprotected information to disclose SGI–M. 

The authority to determine that a 
document may be decontrolled may be 
exercised only by, or with the permission of, 
the individual (or office) who made the 
original determination. The document shall 
indicate the name and organization of the 
individual removing the document from the 
SGI–M category and the date of the removal. 
Other persons who have the document in 
their possession should be notified of the 
decontrolling of the document. 

Reproduction of Matter Containing SGI–M 

SGI–M may be reproduced to the minimum 
extent necessary consistent with need 
without permission of the originator. Newer 
digital copiers which scan and retain images 
of documents represent a potential security 
concern. If the copier is retaining SGI–M 
information in memory, the copier cannot be 
connected to a network. It should also be 
placed in a location that is cleared and 
controlled for the authorized processing of 
SGI–M information. Different copiers have 
different capabilities, including some which 
come with features that allow the memory to 
be erased. Each copier would have to be 
examined from a physical security 
perspective. 

Use of Automatic Data Processing (ADP) 
Systems 

SGI–M may be processed or produced on 
an ADP system provided that the system is 
assigned to the licensee’s or contractor’s 
facility and requires the use of an entry code/ 
password for access to stored information. 
Licensees are encouraged to process this 
information in a computing environment that 
has adequate computer security controls in 
place to prevent unauthorized access to the 
information. An ADP system is defined here 
as a data processing system having the 
capability of long term storage of SGI–M. 
Word processors such as typewriters are not 
subject to the requirements as long as they do 
not transmit information offsite. (Note: if 
SGI–M is produced on a typewriter, the 
ribbon must be removed and stored in the 
same manner as other SGI–M information or 
media.) The basic objective of these 
restrictions is to prevent access and retrieval 
of stored SGI–M by unauthorized 
individuals, particularly from remote 
terminals. Specific files containing SGI–M 
will be password protected to preclude 
access by an unauthorized individual. The 
National Institute of Standards and 
Technology (NIST) maintains a listing of all 

validated encryption systems at http:// 
csrc.nist.gov/cryptval/1401/1401val.htm. 
SGI–M files may be transmitted over a 
network if the file is encrypted. In such 
cases, the licensee will select a commercially 
available encryption system that NIST has 
validated as conforming to Federal 
Information Processing Standards (FIPS). 
SGI–M files shall be properly labeled as 
‘‘Safeguards Information—Modified 
Handling’’ and saved to removable media 
and stored in a locked file drawer or cabinet. 

Telecommunications 
SGI–M may not be transmitted by 

unprotected telecommunications circuits 
except under emergency or extraordinary 
conditions. For the purpose of this 
requirement, emergency or extraordinary 
conditions are defined as any circumstances 
that require immediate communications in 
order to report, summon assistance for, or 
respond to a security event (or an event that 
has potential security significance). 

This restriction applies to telephone, 
telegraph, teletype, facsimile circuits, and to 
radio. Routine telephone or radio 
transmission between site security personnel, 
or between the site and local police, should 
be limited to message formats or codes that 
do not disclose facility security features or 
response procedures. Similarly, call-ins 
during transport should not disclose 
information useful to a potential adversary. 
Infrequent or non-repetitive telephone 
conversations regarding a physical security 
plan or program are permitted provided that 
the discussion is general in nature. 

Individuals should use care when 
discussing SGI–M at meetings or in the 
presence of others to insure that the 
conversation is not overheard by persons not 
authorized access. Transcripts, tapes or 
minutes of meetings or hearings that contain 
SGI–M shall be marked and protected in 
accordance with these requirements. 

Destruction 
Documents containing SGI–M should be 

destroyed when no longer needed. They may 
be destroyed by tearing into small pieces, 
burning, shredding or any other method that 
precludes reconstruction by means available 
to the public at large. Piece sizes one half 
inch or smaller composed of several pages or 
documents and thoroughly mixed would be 
considered completely destroyed. 

Attachment 3: Trustworthiness and 
Reliability Requirements for Individuals 
Handling Safeguards Information 

Trustworthiness and Reliability 
Requirements for Individuals Handling 
Safeguards Information 

In order to ensure the safe handling, use, 
and control of information designated as 
Safeguards Information, each licensee shall 
control and limit access to the information to 
only those individuals who have established 
the need-to-know the information, and are 
considered to be trustworthy and reliable. 
Licensees shall document the basis for 
concluding that there is reasonable assurance 
that individuals granted access to Safeguards 
Information are trustworthy and reliable, and 
do not constitute an unreasonable risk for 
malevolent use of the information. 

The Licensee shall comply with the 
requirements of this attachment: 

1. The trustworthiness and reliability of an 
individual shall be determined based on a 
background investigation: 

(a) The background investigation shall 
address at least the past three (3) years, and, 
at a minimum, include verification of 
employment, education, and personal 
references. The licensee shall also, to the 
extent possible, obtain independent 
information to corroborate that provided by 
the employee (i.e., seeking references not 
supplied by the individual). 

(b) If an individual’s employment has been 
less than the required three (3) year period, 
educational references may be used in lieu of 
employment history. 

The licensee’s background investigation 
requirements may be satisfied for an 
individual that has an active Federal security 
clearance. 

2. The licensee shall retain documentation 
regarding the trustworthiness and reliability 
of individual employees for three years after 
the individual’s employment ends. 

In order for an individual to be granted 
access to Safeguards Information, the 
individual must be determined to be 
trustworthy and reliable, as describe in 
requirement 1 above, and meet the 
requirements of NRC Order EA–08–162. 

[FR Doc. E8–14973 Filed 7–1–08; 8:45 am] 
BILLING CODE 7590–01–P 

PEACE CORPS 

Agency Information Collection Under 
Review by the Office of Management 
and Budget 

AGENCY: Peace Corps. 
ACTION: Notice of information collection 
for review by OMB and public 
comment. 

SUMMARY: In accordance with the 
Paperwork Reduction Act, this notice 
invites the public to comment on the 
collection of information by the Peace 
Corps’ Office of Communications, and 
gives notice of the Peace Corps’ 
intention to request Office of 
Management and Budget (OMB) 
approval of the information collection. 
The Peace Corps’ Office of 
Communications wishes to solicit 
stories and pictures from Returned 
Peace Corps Volunteers and other 
members of the public concerning the 
experience of Volunteers over the past 
50 years. The submitted material will be 
used as a part of celebrations of Peace 
Corps’ 50th anniversary in 2011. When 
Returned Peace Corps Volunteers and 
other members of the public submit 
stories and/or pictures, Peace Corps will 
request information identifying the 
submitter, his or her rights to the 
material submitted, a non-exclusive 
license for Peace Corps to use the 
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1 17 CFR 275.203A–2(f). Included in rule 203A– 
2(f) is a limited exception to the interactive Web 
site requirement which allows these advisers to 
provide investment advice to no more than 14 
clients through other means on an annual basis. 17 
CFR 275.203A–2(f)(1)(i). The rule also precludes 
advisers in a control relationship with the SEC- 
registered Internet adviser from registering with the 
Commission under the common control exemption 
provided by rule 203A–2(c) (17 CFR 275.203A– 
2(c)). 17 CFR 275.203A–2(f)(1)(iii). 

2 15 U.S.C. 80b–3a(a). 
3 The five-year record retention period is the same 

recordkeeping retention period for all advisers 
imposed under rule 204–2 of the Adviser Act. See 
rule 204–2 (17 CFR 275.204–2). 

4 17 CFR 275.203A–2(f)(1)(ii). 
5 15 U.S.C. 80b–10(b). 

material, contact information of the 
submitter, and information regarding 
the submitter’s Peace Corps service, if 
any. Although submission of stories and 
pictures is voluntary, submitters will be 
required to fill out the forms for which 
Peace Corps is seeking approval. 

DATES: Submit comments on or before 
September 2, 2008. 

ADDRESSES: Comments should be 
addressed to Stacia Clifton, Office of 
Communications, Peace Corps, 1111 
20th Street, NW., Washington, DC 
20526. Ms. Clifton can be contacted by 
telephone at 202–692–2234 or e-mail at 
archive@peacecorps.gov. E-mail 
comments must be made in text and not 
in attachments. 

FOR FURTHER INFORMATION CONTACT: 
Stacia Clifton, Office of 
Communications, Peace Corps, 1111 
20th Street, NW., Washington, DC 
20526. 

SUPPLEMENTARY INFORMATION: 
Title: 50th Anniversary Archive 

Submission Form. 
OMB Control Number: To be assigned. 
Type of Request: New Collection of 

Information. 
Abstract: The Peace Corps is 

collecting contact information, stories, 
and photos related to Peace Corps 
service from Returned Peace Corps 
Volunteers. Submissions will be 
received electronically or by hardcopy. 
Each submitter will be asked for his or 
her name, name at time of service (if 
different from present), address, 
telephone number, e-mail address, 
country of service, service years, 
confirmation of the submitter’s 
ownership of the material, a non- 
exclusive license for Peace Corps to use 
the material, and basic descriptive 
information about the submissions such 
as document format, subjects and 
keywords. The information will be used 
in informational and promotional 
articles, exhibits and events celebrating 
the history of the Peace Corps. 

Affected Public: Returned Peace Corps 
Volunteers and other members of the 
public with Peace Corps Volunteer 
stories or pictures. 

Burden on the Public: 
a. Annual reporting burden: 750 

hours. 
b. Estimated average burden per 

response: 15 minutes. 
c. Frequency of response: Once. 
e. Estimated number of likely 

respondents: 3000. 
f. Estimated cost to respondents: 

$0.00/$0.00. 

Dated: June 26, 2008. 
Wilbert Bryant, 
Associate Director for Management, Peace 
Corps. 
[FR Doc. E8–15011 Filed 7–1–08; 8:45 am] 
BILLING CODE 6051–01–P 

SECURITIES AND EXCHANGE 
COMMISSION 

Proposed Collection; Comment 
Request 

Upon Written Request, Copies Available 
From: Securities and Exchange 
Commission, Office of Investor 
Education and Advocacy, 
Washington, DC 20549. 

Extension: Rule 203A–2; SEC File No. 270– 
501; OMB Control No. 3235–0559. 

Notice is hereby given that, pursuant 
to the Paperwork Reduction Act of 1995 
(44 U.S.C. 3501 et seq.) (‘‘PRA’’), the 
Securities and Exchange Commission 
(‘‘Commission’’) is soliciting comments 
on the collection of information 
summarized below. The Commission 
plans to submit the existing collection 
of information to the Office of 
Management and Budget for extension 
and approval. 

Rule 203A–2(f),1 which is entitled 
‘‘Internet Investment Advisers,’’ 
exempts from the prohibition on 
Commission registration an Internet 
investment adviser who provides 
investment advice to all of its clients 
exclusively through computer software- 
based models or applications, termed 
under the rule as ‘‘interactive Web 
sites.’’ These advisers generally would 
not meet the statutory thresholds set out 
in section 203A of the Advisers Act 2— 
they do not manage $25 million or more 
in assets and do not advise registered 
investment companies. Eligibility under 
rule 203A–2(f) is conditioned on an 
adviser maintaining in an easily 
accessible place, for a period of not less 
than five years from the filing of Form 
ADV relying on the rule,3 a record 
demonstrating that the adviser’s 
advisory business has been conducted 

through an interactive Web site in 
accordance with the rule.4 

This record maintenance requirement 
is a ‘‘collection of information’’ for PRA 
purposes. The Commission believes that 
approximately 39 advisers are registered 
with the Commission under rule 203– 
2A(f), which involves a recordkeeping 
requirement manifesting in 
approximately four burden hours per 
year per adviser and results in an 
estimated 156 of total burden hours (4 
× 39) for all advisers. 

This collection of information is 
mandatory, as it is used by Commission 
staff in its examination and oversight 
program in order to determine 
continued Commission registration 
eligibility for advisers registered under 
this rule. Responses generally are kept 
confidential pursuant to section 210(b) 
of the Advisers Act.5 Written comments 
are invited on: (a) Whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; (b) The accuracy of the 
agency’s estimate of the burden of the 
collection of information; (c) Ways to 
enhance the quality, utility, and clarity 
of the information collected; and (d) 
Ways to minimize the burden of the 
collection of information on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology. 
Consideration will be given to 
comments and suggestions submitted in 
writing within 60 days of this 
publication. 

Please direct your written comments 
to R. Corey Booth, Director/Chief 
Information Officer, Securities and 
Exchange Commission, C/O Shirley 
Martinson, 6432 General Green Way, 
Alexandria, VA 22312; or send an e- 
mail to: PRA_Mailbox@sec.gov. 

Dated: June 25, 2008. 
Florence E. Harmon, 
Acting Secretary. 
[FR Doc. E8–14982 Filed 7–1–08; 8:45 am] 
BILLING CODE 8010–01–P 

SECURITIES AND EXCHANGE 
COMMISSION 

Proposed Collection; Comment 
Request 

Upon Written Request, Copies Available 
From: Securities and Exchange 
Commission, Office of Investor 
Education and Advocacy, 
Washington, DC 20549–0213. 
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