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GENERAL SERVICES ADMINISTRATION 
           Washington, DC 20405 

                                                                                                                                                                                           CIO 2110.1 
                                                                                                                                                                                        July 23, 2004 

                                                                                              GSA ORDER 

SUBJECT:  The “One GSA” Enterprise Architecture Policy 

1.   Purpose.  This directive prescribes agency-wide policy, principles, roles and responsibilities for the establishment and implementation of the “One GSA” Enterprise Architecture (EA).  This policy is tailored to support GSA’s mission while remaining consistent with Congressional and Office of Management and Budget (OMB) guidance. 

2.   Cancellations:  This Order cancels Instructional Letter CIO IL 02-03, GSA Enterprise Architecture Development, Management and Use, dated May 13, 2002. 

3.   Background.   

     a.   Enterprise Architecture (EA) is both a process and a set of products that describes the current and desired relationships among strategy, business processes, and the Information Technology (IT) that supports them.  Enterprise Architecture is a strategic asset that supports activities such as GSA strategic planning, performance management, human capital strategic planning, competitive sourcing, business process transformation and modernization, and information technology Capital Planning and Investment Control (CPIC). It is imperative that the business models underlying these various planning initiatives are similar. 

     b.   The “One GSA” EA is GSA's Business Modernization Blueprint and approach to achieve full compliance with congressional directives and OMB regulatory guidance.  It consolidates GSA's EA efforts by establishing overarching architectural guidance to represent GSA’s enterprise as a whole in a single set of architectural products. 

     c.   The OMB’s Practical Guide to Federal Enterprise Architecture states that: 

“The EA effort should be treated as a formal program with full sponsorship through the Agency's Capital Planning and Investment Control (CPIC) process.  An EA Program Management Office (EAPMO) should be established to manage, monitor, and control the development and maintenance of the EA. The EAPMO staff includes experienced architects. The EAPMO identifies and performs cost analyses of alternative approaches for developing the EA, and manages in-house or outside contractor EA development work. The EAPMO is also charged with determining needed resources and securing funding and resource commitments.  A primary goal of the EAPMO and the EA Executive Steering Committee (EAESC) is to ensure success of the EA program.  Each phase of the program (i.e., EA development, use, and maintenance) is subject to the Capital Investment Council (CIC) policies and procedures for investment decisions.”   

     d.   The Clinger-Cohen Act of 1996 requires the Agency Chief Information Officers (CIO) to develop, maintain and facilitate sound and integrated IT architecture for the agency.  The OMB Circular A-130, requires that agency IT investments to be consistent with the Agency's Enterprise Architecture. 

     e.   This Policy applies to all parties who develop or operate GSA information technology systems, including all GSA associates, contractors and agencies supporting GSA under memoranda of understanding. 

4.   Enterprise Architecture guiding principles.  The “One GSA” EA guiding principles represent fundamental requirements and practices for the organization.  All EA development activities will comply with the “One GSA” EA guiding principles.  Each phase of the systems development lifecycle (SDLC) is supported by the actions necessitated by these architecture principles.  The following are the “One GSA” EA guiding principles: 

     a.   EA is the link between strategic planning, transformation and modernization of business processes and the supporting technology. 

     b.   Data is a corporate asset and will be shared with all who have a need and an authorization to know. 

     c.   Reduce redundancy of information technology systems and data, seek commonality across program/business lines and promote interoperability across GSA. 

     d.   Ensure maintainability, reduce complexity and increase quality of information technology systems. 

     e.   Exploit the communications vehicle of the Internet to the maximum extent possible, making systems web-enabled, accessible and connected. 

5.   Organizational Governance Responsibilities.   

     a.   GSA Administrator.  The Administrator of GSA is the champion of the “One GSA” EA and is responsible for establishing this as an agency-wide priority, providing the highest level of support. 

     b.   Heads of Services and Staff Offices (HSSO). 

            (1)   Manage business processes and information under their control, consistent with the “One GSA” EA guiding principles. 

            (2)   The HSSOs are responsible for instituting the “One GSA” EA within their respective Service and Staff offices. 

            (3)   Provide business line subject matter experts to participate in enterprise architecture interviews and workshops along with Information Technology associates to develop and maintain the “One GSA” EA. 

     c.    Regional Administrators (RA).  Regional Administrators are responsible for supporting the “One GSA” EA process, ensuring compliance with this order in their respective regions. 

     d.    GSA Chief Information Officer (GSA CIO). 

            (1)   Develop, and institute a sound and integrated enterprise architecture and information technology portfolio management programs. 

            (2)   Secure executive level buy-in for the “One GSA” EA vision and the mission of the EAPMO. 

            (3)   Provide guidance, advice, and assistance to the HSSOs, and Regional Administrators (RA) to realize the “One GSA” EA compliant IT systems. 

            (4)   Establish the EPMO to coordinate the development, use and maintenance of the “One GSA” EA. 

            (5)   Establish mechanisms for assessing the “One GSA” EA for compliance with regulatory requirements and policies, as well as defined agency-wide policy and directives. 

     e.   Chief Technology Officer (CTO). 

            (1)   Oversee the development of the “One GSA” EA. 

            (2)   Coordinate EA activities with respective Service and Staff Offices (SSO) and provide for entry and maintenance of Service and Staff Office specific EA information into the EAPMO information repository. 

            (3)   Review newly proposed projects and/or existing projects EA compliance and make recommendations to the Information Technology Council (ITC). 

            (4)   Monitor and ensure the integration of EA with the GSA Strategic Plan, IT Strategic Plan, Security Program, Capital Planning and Investment Control (CPIC) Process and Annual Performance Planning Process. 

            (5)   Chair the Information Technology Architecture Planning Committee (ITAPC) and the Interoperability Control Board (ICB). 

     f.    GSA Service and Staff Offices Chief Information Officer (GSA SSO CIO). 

            (1)    Ensure that mission specific information technology projects conform to the “One GSA” EA principles and policies. 

            (2)    Designate a senior official to represent the SSO to the EAPMO. 

            (3)    Utilize the “One GSA” EA tools and repository to update and maintain the “One GSA” EA products. 

            (4)    Ensure entry and maintenance of SSOs specific EA information into the EAPMO information repository 

            (5)    Develop platform specific models using the “One GSA” EA modeling assets. 

     g.    Enterprise Chief Architect (ECA). 

            (1)   Serve as the Program Manager for the “One GSA” EA and direct the “One GSA” program planning activities. 

            (2)    Lead the development of the “One GSA” EA and ensuring the integrity of the architectural development processes and the content of the EA products. 

            (3)    Assist the CTO with reviewing proposed projects for the “One GSA” EA compliance. 

            (4)    Ensure that the “One GSA” EA provides the best possible information and guidance to information technology projects and stakeholders and that systems development efforts are properly aligned with program/business line requirements. 

6.   “One GSA” EA Governance Responsibilities.   

     a.   Business Systems Council (BSC). 

            (1)    Oversee the strategic direction of the “One GSA” EA with at focus on strategic business drivers. 

            (2)    Support the EAPMO by providing strategic guidance with respect to existing and desired organizational and operational systems. 

            (3)    Set goals and define performance metrics for measurement against the established goals that best support overall GSA mission. 

            (4)    Evaluate investments based on business, budget and agency priorities in accordance with the Agency Business Modernization Blueprint. 

             (5)    Maintain oversight of the “One GSA” EA, and EAPMO activities. 

            (6)    Review and approve significant changes to the EA. 

            (7)    Act as the Enterprise Architecture Executive Steering Committee. 

     b.   Information Technology Council (ITC). 

            (1)    Reviews and approves the “One GSA” EA and EA program IT related activities. 

            (2)    Provide oversight of the development and compliance to established technology standards and interfaces. 

            (3)    Ensure the “One GSA” EA alignment and integration between information technology and program/business goals and processes. 

            (4)    Ensure adequate funding and commitment to enterprise applications and information technology infrastructure. 

            (5)    Approve the technical architecture and changes. 

     c.    Enterprise Architecture Program Management Office (EAPMO). 

            (1)    Provide oversight of all EA activities within GSA's Enterprise as a formal program. 

            (2)    Provide services and tools for all EAPMO constituents to manage and evolve best practices across GSA SSOs. 

            (3)    Establish and communicate the “One GSA” EA approach and methodology to stakeholders. 

            (4)    Work with the BSC, Interoperability Control Board, Information Technology Council and ITAPC to ensure the integration of the “One GSA” EA with other management processes and goals. 

            (5)    Develop, document, manage and maintain EA artifacts in united, logical EA repositories. 

            (6)    Define EA performance measures, quality assurance criteria, risk mitigation measures and configuration management requirements. 

            (7)    Coordinate with the CIO SSO to identify and secure necessary resources to support the “One GSA” EA effort. 

            (8)    Work collaboratively with the Services and Staff Offices to identify opportunities for business process improvement, data sharing, system consolidation and technology migration. 

     d.    Information Technology Architecture Planning Committee (ITAPC). 

            (1)    Support the EAPMO by focusing on OMB Technical Reference Model aspects with respect to existing and desired IT systems. 

            (2)    Advise the ITC on approving EA technical products, standards, plans and releases. 

            (3)    Review requests for waivers and or changes to established EA technology standards and practices and forward recommendation to the ITC for consideration. 

     e.    Interoperability Control Board (ICB). 

            (1)    Formulate and define the interoperability requirements, specifications and standards. 

            (2)    Support the EAPMO by focusing on the OMB Data Reference Model and IT system interfaces for existing IT assets. 

            (3)    Review and coordinate IT system plans and schedules. 

            (4)    Produce and maintain the enterprise development and deployment schedule of all IT projects including concurrency and dependency planning. 

7.   “One GSA” EA Governance Structure. 
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8.   “One GSA” EA Policy.  This chapter provides EA policy statements for the “One GSA” EA.  These policy statements are based on defined enterprise architecture principles and are integral to management of GSA’s EA program.   

     a.   GSA will create a single enterprise architecture – the “One GSA” EA. 

     b.   The “One GSA” EA will be driven by business strategy, processes and requirements and focused on customer needs. 

     c.    The “One GSA” EA will comply with all applicable statutes, Federal regulations, policies and guidelines and GSA regulations and policies pertaining to IT resources. 

     d.   Systems will be designed to be able to adapt to changing business needs. 

     e.   All GSA SSOs will provide appropriate business and information technology resources to develop and maintain the “One GSA”EA. 

     f.    All EA related work will be coordinated through the EAPMO within the Office of Enterprise Architecture and IT Capital Planning. 

     g.   All future EA development and related activities will leverage the methodologies and approach defined by the EAPMO. 

     h.   Security will be designed into all architecture layers (business, data, applications and technology) balancing the need for data protection with the need for accessibility. 

     i.   All IT investments will leverage vendor neutral, open standards principles and practices, and common services unless otherwise justified. 

     j.   All IT investments will be evaluated with a focus on interoperability, application portability and scalability across networks of heterogeneous hardware, software and telecommunications platforms. 

     k.  The “One GSA” EA will integrate with GSA's Strategic Plan, IT Strategic Plan, Security Program, Capital Planning and Investment Control (CPIC) and Annual Performance Planning Process. 

     l.   All proposed IT investments must be compliant with the “One GSA” EA prior to approval. 

     m.   All IT investments must be compliant with products and technical standards defined in the “One GSA” Technical Reference Model (TRM). Request for inclusion of items not identified in the TRM must be submitted to the ITAPC for review prior to project initiation or procurement. 

     n.   Management controls and performance measures will be established in each Service, Staff Office, and Region to ensure effective development and implementation of the “One GSA” EA. These controls will be tested periodically in accordance with GSA’s management control program. 

     o.   All deviations from these policies will be documented in advance through a written waiver from the CIO after consultation with appropriate governance bodies. 




Michael W. Carleton 
Chief Information Officer 
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