
From:  Bill Miller <billmiller54@yahoo.com> 
To: <DNSSEC@ntia.doc.gov> 
Date:  Sun, Oct 12, 2008  8:01 PM 
Subject:  Root file administration 
 
Fiona Alexander 
Associate Administrator 
Office of International Affairs 
National Telecommunications and Information Administration 
U.S. Department of Commerce 
1401 Constitution Avenue, N.W., Room 4701,  
Washington, DC 20230. 
 
Dear Ms Alexander, 
 
Regarding the deployment of Domain Name and Addressing  
System Security Extensions (DNSSEC) at the root zone level, the issue is very 
simple. 
 
Veri-Sign, or any other corporate, for-profit entity, has as it's goal to 
maximize profits. This point in itself makes any corporation a poor choice for 
the huge security job related to DNS.  
 
ICANN has the non-profit mission of administering domain names. As such, they 
are not profit driven. Governance of the Internet, the WWW and their related 
technologies need to be managed by entities whose motives are only what is in 
the best interest of the Internet and the WWW. Not to be affected by any 
profit motive. 
 
This does not have to be a complicated question, it just needs a little 
application of common sense over the hunt for profit. 
  
Bill Miller 
Perrysburg, OH 
 
 
       


