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Standards and Technology
U.S. Department of Commerce

CENTERS for MEDICARE & MEDICAID SERVICES

HIPAA Security Rule Implementation and Assurance
January 16, 2008
A CMS & NIST Workshop

WHAT: HIPAA Security Rule Implementation and Assurance Workshop
WHEN: January 16, 2008
WHERE: NIST Main Campus, 100 Bureau Dr., Gaithersburg, MD Bldg 225 Red Auditorium

WHO: HIPAA Security Rule Implementers, Covered Entity Privacy Officers, Security Officers,
Compliance Officers, and Audit Staff

Oow: Register at http://csre.nist.gov/HIPAA-Jan2008 $95.00 per person up to Jan 9th. Email Registration
up to day before to Angela.Ellis@nist.gov. Registrants must provide First and Last Name/Company
Name/Citizenship in their email registration request:

I

To discuss challenges, tips, techniques and issues surrounding implementing, adhering to and
auditing HIPAA Security Rule requirements: Hear directly from CMS OESS leadership and dis-
cuss update to NIST SP 800-66.
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KEYNOTE SPEAKER: Mr. Anthony Trenkle, Director of The Office of E-Health Standards and Services,

Hear From/Speak To/Ask Questions of...
Contacts: Matthew Scholl
301 975 2941 Centers for Medicare and Medicaid Services,
HHS Office of the National Coordinator,
Workgroup for Electronic Data Exchange,
American Health Information Community,

mscholl@nist.gov

Kevin Stine Health Information Technology Standards Panel,
301 975 4483 Certification Commission for HealthIT,
kstine@nist.gov Department of Homeland Security,

BlueCross BlueShield California,
American Medical Association,

Medical Group Management Association,
Americas Health Insurance Plans,

NIST Computer Security Division,

Your Colleagues,

And many more......
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Have you heard or said “/ Cant do it because of HIPAA?”

Have no fear!
Find out how to do it and who to ask how its done!

AGENDA

0700-0900 Registration:
0900-0915 Welcoming Comments:
NIST Computer Security Division
0915-0945 Keynote Address:
Mr. Anthony Trenkle, Director of OESS CMS
0945-1100 NIST SP 800-66. New threats, vulnerabilities, and technologies:

Kevin Stine, NIST; Mark Walker, Cyber Threat Analysis Team, Department of Homeland Secu-
rity; William (Tim) Polk, NIST PKI; Karen Scarfone, NIST Systems and Network Security

1100 Break:
1115-1200 Automation of technical security requirements. (Leveraging S-CAP):
Matthew Barrett, NIST S-CAP Deputy Program Manager
1200-1245 HIE security standards selection. Who are they and how they might affect you:

Lynne Rosenthal, NIST; Deborah Lafky, ONC; Jonathan Coleman, HITSP; Lisa Gallagher and
Virginia Riehl, CCHIT

1245-1345 Lunch:

1345-1515 Challenges, tips, techniques and issues surrounding implementing the HIPAA Security Rule. An in-
dustry perspective:

Susan Miller, Workgroup for Electronic Data Exchange (WEDI); Sharon Anolik, BlueShield of
California (BSC); Mari Johnson, American Medical Association (AMA); Robert Tennant, Medi-
cal Group Management Association (MGMA); Marilyn Zigmund Duke , Americas Health Insur-
ance Plans (AHIP)

1515 Break:

1530-1600 CMS/OESS Brief, Reactive and Proactive HIPAA assessments:
Lorraine Doo, Centers for Medicare and Medicaid

1600-1630 Final Q&A, Closing Remarks:

Local Information, Transportation, Weather and Directions to NIST:

http://www.nist.gov/public affairs/visitor/visitor.htm




