
 FISSEA Poster, Website and Security Trinket Contest 
 
 

Entry Form 
 

 

PLEASE REVIEW RULES BEFORE COMPLETING ENTRY FORM.  All entries 
must be received by February 5, 2008.  NO LATE ENTRIES WILL BE 
ACCEPTED.   E-mail entries to fissea-contest@nist.gov.   

 
Name of submitter:  Jane Moser 
 
 
Organization:            Service Canada 
 
 
 
Type of entry (poster, website, newsletter, motivational item and/or 
training/educational exercise/scenario):   
 

Poster 
 
 
Title of Entry:   
 

Creating Strong Passwords 
 
 
Description of Entry:   
 
In support of our IT Security Awareness Program, Service Canada develops 
and produces 3 or 4 motivational posters each year.  These colorful 11” x 
17” posters have been a hit with employees and form an integral part of our 
ongoing program which provides learning using various media.  This 
version is aimed at addressing one of our performance metrics which is 
reducing the number of password resets requested.  We not only teach the 
components that make up a strong password but also tips and tricks to 
help you remember them!  It should be noted that the development of these 
posters is done using “in house” talent and is not contracted out. 
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http://intracom.hq-ac.prv/sys/dst-tsd/snvd-nvds/itsec/security_awareness/security_awareness_e.shtmlhttp://intracom.hq-ac.prv/sys/dst-tsd/snvd-nvds/itsec/security_awareness/security_awareness_e.shtml

IT Security Awareness Program

Strong Passwords +
Easy to Remember =
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