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Subpart A — The National Instant Crimni nal
Background Check System

§ 25.1 Purpose and authority.

The purpose of this subpart is to establish policies and procedures
i npl enenting the Brady Handgun Vi ol ence Prevention Act (Brady Act), Public
Law 103-159, 107 Stat. 1536. The Brady Act requires the Attorney Cenera
to establish a National Instant Crim nal Background Check System (NICS) to

be contacted by any licensed inporter, |icensed manufacturer, or |icensed
dealer of firearns for information as to whether the transfer of a firearm
to any person who is not licensed under 18 U S. C. 923 would be in

violation of Federal or state |aw. The regulations in this subpart are
i ssued pursuant to section 103(h) of the Brady Act, 107 Stat. 1542 (18
US. C 922 note), and include requirenments to ensure the privacy and
security of the NICS and appeals procedures for persons who have been
denied the right to obtain a firearm as a result of a N CS background
check perfornmed by the Federal Bureau of Investigation (FBI) or a state or
| ocal | aw enforcenment agency.

8§ 25.2 Definitions.

Appeal neans a formal procedure to challenge the denial of a firearm
transfer.

ARl nmeans a unique Agency Record ldentifier assigned by the agency
submtting records for inclusion in the NI CS Index.

ATF neans the Bureau of Alcohol, Tobacco, and Firearns of the
Department of Treasury.

Audit log neans a chronol ogical record of system (conputer)
activities that enables the reconstruction and exam nati on of the sequence
of events and/or changes in an event.

Busi ness day means a 24-hour day (beginning at 12:01 a.m) on which
state offices are open in the state in which the proposed firearm
transaction is to take pl ace.

Control Terminal Agency neans a state or territorial crimnal justice
agency recognized by the FBI as the agency responsible for providing



state-or territory-wi de service to crimnal justice users of NCIC data

Dat a source nmeans an agency that provided specific information to the
NI CS.

Del ayed neans that nore research is required prior to a NGCS
“Proceed” or “Denied” response. A “Delayed’” response to the FFL indicates
that it would be unlawful to transfer the firearm until receipt of a
followup “Proceed” response from the NICS or the expiration of three
busi ness days, whichever occurs first.

Deni ed nmeans denial of a firearm transfer based on a N CS response
i ndicating one or nore matching records were found providing information
denonstrating that receipt of a firearm by a prospective transferee would
violate 18 U. S. C. 922 or state | aw

Denyi ng agency nmeans a POC or the NICS (perations Center, whichever
determnes that information in the NICS indicates that the transfer of a
firearm to a person would violate Federal or state law, based on a
background check

Di al -up access nheans any routine access through comercial swtched
circuits on a continuous or tenporary basis.

Federal agency neans any authority of the United States that is an
“Agency” under 44 U.S. C. 3502(1), other than those considered to be
i ndependent regul atory agencies, as defined in 44 U. S C. 3502(10).

FFL (federal firearns |icensee) neans a person licensed by the ATF as
a manufacturer, dealer, or inporter of firearns.

Firearm has the sanme neaning as in 18 U.S. C. 921(a)(3).

Li censed deal er nmeans any person defined in 27 CFR 178. 11

Li censed inporter has the same neaning as in 27 CFR 178.11

Li censed manufacturer has the same nmeaning as in 27 CFR 178. 11

NCIC (National Crine Information Center) means the nationw de
conputerized information system of crimnal justice data established by
the FBI as a service to local, state, and Federal crimnal justice
agenci es.

NICS nmeans the National Instant Crimnal Background Check System
which an FFL nust, with limted exceptions, contact for information on
whether receipt of a firearm by a person who is not |icensed under 18
U S C 923 would violate Federal or state |aw

NI CS | ndex nmeans the database, to be nmanaged by the FBI, containing
information provided by Federal and state agencies about persons
prohi bited under Federal law fromreceiving or possessing a firearm The
NICS Index is separate and apart from the NCIC and the Interstate
Identification Index (II1).

NICS perations Center neans the unit of the FBlI that receives
tel ephone or electronic inquires from FFLs to perform background checks,
nakes a deterninati on based upon available information as to whether the
receipt or transfer of a firearmwould be in violation of Federal or state
| aw, researches crimnal history records, tracks and finalizes appeals,
and conducts audits of system use.

NI CS Qperations Center’s regular business hours neans the hours of



9:00 a.m to 2:00 a.m, Eastern Tinme, seven days a week.

NI CS Representative nmeans a person who receives tel ephone inquiries
to the NICS Qperations Center from FFLs requesting background checks and
provi des a response as to whether the receipt or transfer of a firearm may
proceed or is del ayed.

NRI (NI CS Record ldentifier) nmeans the systemgenerated unique number
associ ated with each record in the N CS | ndex.

NTN (NICS Transaction Number) neans the unique nunber that wll be
assigned to each valid background check inquiry received by the NNCS. Its
primary purpose will be to provide a neans of associating inquiries to the
NICS with the responses provided by the NICS to the FFLs.

ORI (Originating Agency ldentifier) means a nine-character identifier
assigned by the FBI to an agency that has net the established qualifying
criteria for ORI assignment to identify the agency in transactions on the
NCl C System

Originating Agency neans an agency that provides a record to a
dat abase checked by the N CS.

PCC (Point of Contact) means a state or local |aw enforcement agency
serving as an internediary between an FFL and the federal databases
checked by the N CS A POC will receive NICS background check requests
from FFLs, check state or |ocal record systens, perform NICS inquiries,
det erm ne whether matching records provide information denonstrating that
an individual is disqualified from possessing a firearm under Federal or
state law, and respond to FFLs with the results of a NCS background
check. A POC will be an agency with express or inplied authority to
perform POC duties pursuant to state statute, regulation, or executive
order.

Proceed neans a NOCS response indicating that the information
available to the system at the time of the response did not denonstrate
that transfer of the firearm would violate federal or state |aw A
“Proceed” response would not relieve an FFL from conpliance with other
provisions of Federal or state law that may be applicable to firearns
transfers. For exanple, under 18 U S.C. 922(d), an FFL may not lawfully
transfer a firearmif he or she knows or has reasonable cause to believe
that the prospective recipient is prohibited by law from receiving or
possessing a firearm

Record means any item collection, or grouping of information about
an individual that is maintained by an agency, including but not limted
to information that disqualifies the individual fromreceiving a firearm
and that contains his or her name or other personal identifiers.

STN (State-Assigned Transaction Nunmber) nmeans a unique nunber that
may be assigned by a POC to a valid background check inquiry.

System nmeans the National Instant Cimnal Background Check System
(NICS).

§ 25.3 Systeminformation.

(a) There is established at the FBI a National Instant Crimnal
Background Check System

(b) The system will be based at the Federal Bureau of Investigation,
1000 Custer Holl ow Road, C arksburg, West Virginia 26306-0147.



(c) The system manager and address are. Director, Federal Bureau of
I nvestigation, J. Edgar Hoover F.B.l. Building, 935 Pennsylvania Avenue
NW Washi ngton, D.C. 20535.

§ 25.4 Record source categori es.

It is anticipated that mnpst records in the NOCS Index wll be
obt ai ned from Federal agencies. It is also anticipated that a limted
nunber of authorized state and local Ilaw enforcenment agencies wll
voluntarily contribute records to the NICS Index. Information in the NCC
and 11l systens that will be searched during a background check has been
or wll be contributed voluntarily by Federal, state, local, and

international crimnal justice agencies.

§ 25.5 Validation and data integrity of records in the system

(a) The FBI will be responsible for maintaining data integrity during
all NICS operations that are nanaged and carried out by the FBI. Thi s
responsi bility includes:

(1) Ensuring the accurate adding, canceling, or nodifying of NGCS
I ndex records supplied by Federal agencies;

(2) Automatically rejecting any attenpted entry of records into the
NI CS I ndex that contain detectable invalid data el enents;

$3) Automatic purging of records in the NICS Index after they are on
file for a prescribed period of time; and

(4) Quality control checks in the formof periodic internal audits by
FBI personnel to verify that the information provided to the N CS Index
remai ns valid and correct.

(b) Each data source will be responsible for ensuring the accuracy
and validity of the data it provides to the NCS Index and wll
i medi ately correct any record determned to be invalid or incorrect.

§ 25.6 Accessing records in the system

(a) FFLs may initiate a NI CS background check only in connection with
a proposed firearm transfer as required by the Brady Act. FFLs are
strictly prohibited frominitiating a NICS background check for any other
purpose. The process of accessing the NICS for the purpose of conducting
a NI CS background check is initiated by an FFL’s contacting the FBI N CS
Qperations Center (by tel ephone or electronic dial-up access) or a POC
FFLs in each state will be advised by the ATF whether they are required to
initiate NICS background checks with the NICS Operations Center or a POC
and how they are to do so.

(b) Access to the NICS through the FBI NICS Operations Center. FFLs
may contact the NICS Operations Center by use of a toll-free tel ephone
nunber, only during its regular business hours. |In addition to tel ephone
access, toll-free electronic dial-up access to the NICS will be provided
to FFLs after the beginning of the NI CS operation. FFLs with electronic
dial-up access wll be able to contact the NICS 24 hours each day,
excl udi ng schedul ed and unschedul ed downti re.

%c)(l) The FBI NCS Qperations Center, wupon receiving an FFL
t el ephone or electronic dial-up request for a background check, wll:

(i) Verify the FFL Nunmber and code word,;

(ii) Assign a NICS Transaction Nunmber (NTN) to a valid inquiry and
provide the NITN to the FFL;



(iii) Search the relevant databases (i.e., NICS Index, NCIC, [II1)
for any matching records; and

(iv) Provide the following NICS responses based upon the consolidated
NI CS search results to the FFL that requested the background check:

(A) “Proceed” response, if no disqualifying information was found in
the NICS Index, NCIC, or III.

(B) “Delayed” response, if the NCS search finds a record that
requires nore research to determ ne whether the prospective transferee is
disqualified from possessing a firearm by Federal or state |aw A
“Del ayed” response to the FFL indicates that the firearm transfer should
not proceed pending receipt of a followup “Proceed” response from the
NICS or the expiration of three business days (exclusive of the day on
which the query is nmade), whichever occurs first. ( Exanpl e: An FFL
requests a NICS check on a prospective firearmtransferee at 9:00 a.m on
Friday and shortly thereafter receives a “Del ayed” response fromthe N CS.

If state offices in the state in which the FFL is |located are closed on
Sat urday and Sunday and open the foll owi ng Monday, Tuesday, and \Wednesday,
and the NICS has not yet responded with a “Proceed” or “Denied” response,
the FFL may transfer the firearmat 12:01 a.m Thursday.)

(C “Denied” response, when at |east one matching record is found in

either the NCS |Index, NCI C, or 111 that provides information
denonstrating that receipt of a firearm by the prospective transferee
would violate 18 U S.C. 922 or state law. The "“Denied” response wll be

provided to the requesting FFL by the NICS Operations Center during its
regul ar busi ness hours.

(2) None of the responses provided to the FFL under paragraph (c)(1)

of this section will contain any of the underlying information in the
records checked by the system

(d) Access to the NCS through PCCs. In states where a PCC is
designated to process background checks for the NICS, FFLs w Il contact
the POC to initiate a NI CS background check. Both ATF and the POC wl|
notify FFLs in the POC s state of the means by which FFLs can contact the
PCC. The NICS will provide POCs with electronic access to the system
virtually 24 hours each day through the NC C comruni cati on network. Upon
recei ving a request for a background check froman FFL, a POC will:

(1) Verify the eligibility of the FFL either by verification of the
FFL nunmber or an alternative POC-verification system

2) Enter a purpose code indicating that the query of the systemis
for the purpose of performng a N CS background check in connection wth
the transfer of a firearm and

$3) Transmit the request for a background check via the NIC
interface to the N CS

(e) Upon receiving a request for a N CS background check, PQCs may
also conduct a search of available files in state and local |aw
enforcenent and other relevant record systenms, and may provide a unique
St at e- Assi gned Transaction Nunber (STN) to a wvalid inquiry for a
background check.

(f) Wen the NICS receives an inquiry froma POC, it will search the
rel evant databases (i.e., NOCS Index, NOC, Ill) for any matching
record(s) and wll provide an electronic response to the PQOC Thi s

response will consolidate the search results of the rel evant databases and
will include the NTN. The follow ng types of responses may be provided by



the NNCS to a state or |ocal agency conducting a background check:

1]1) No record response, if the NICS deternines, through a conplete
search, that no matching record exists.

(2) Partial response, if the NICS has not conpleted the search of all
of its records. This response will indicate the databases that have been
searched (i.e., 111, NCIC, and/or NICS Index) and the databases that have
not been searched. It will also provide any potentially disqualifying
information found in any of the databases searched. A follow up response
will be sent as soon as all the relevant databases have been searched.
The foll ow up response will provide the conplete search results.

(3) Single matching record response, if all records in the relevant
dat abases have been searched and one matching record was found.

(4) Multiple matching record response, if all records in the relevant
dat abases have been searched and nore than one matching record was found.

(g) Cenerally, based on the response(s) provided by the NCS, and
other information available in the state and |ocal record systems, a PCC
will:

(1) Confirmany matching records; and

(2) Notify the FFL that the transfer may proceed, is delayed pending
further record analysis, or is denied. “Proceed” notifications made
wi thin three business days will be acconpanied by the NIN or STN traceabl e
to the NIN. The POC may or may not provide a transaction nunber (NTN or
STN) when notifying the FFL of a “Denied” response.

(h) I'n cases where a transfer is denied by a PCC, the PCC should
provide a denial notification to the NICS. This denial notification wll
i ncl ude the nane of the person who was denied a firearm and the NIN. The
i nformation provided in the denial notification will be maintained in the
NICS Audit Log described in § 25.9(b). This notification may be provided
i mediately by electronic nessage to the NICS (i.e., at the tine the

transfer is denied) or as soon thereafter as possible. If a denial
notification is not provided by a POC, the NICS will assune that the
transfer was allowed and will destroy its records regarding the transfer

in accordance with the procedures detailed in 8§ 25.09.

(i) Response recording. FFLs are required to record the system
response, whether provided by the FBI NICS Operations Center or a PCC, on
the appropriate ATF form for audit and inspection purposes, under 27 CFR
part 178 recordkeeping requirenents. The FBI NCS Operations Center
response will always include an NIN and associated “Proceed,” *“Del ayed,”
or “Denied” determnation. POC responses may vary as discussed in
Par agraph (g) of this section. In these instances, FFLs will record the
PCC response, including any transaction nunber and/or determ nation.

(j) Access to the NCS Index for purposes wunrelated to NCS
background checks required by the Brady Act. Access to the NICS Index for
purposes unrelated to NI CS background checks pursuant to 18 U S. C. 922(t)
shall be Iimted to uses for the purpose of:

(1) Providing information to Federal, state, or local crimnal
justice agencies in connection with the issuance of a firearmrelated or
expl osives-related pernmt or license, including permts or licenses to

possess, acquire, or transfer a firearm or to carry a concealed firearm
or to inport, manufacture, deal in, or purchase expl osives; or

(2) Responding to an inquiry fromthe ATF in connection with a civil
or crimnal law enforcenent activity relating to the GQun Control Act (18



U S.C. Chapter 44) or the National Firearns Act (26 U S.C. Chapter 53).
§ 25.7 Querying records in the system

(a) The following search descriptors will be required in all queries
of the system for purposes of a background check:

(1) Nane;

(2) Sex;

(3) Race,

(4) Complete date of birth; and
(5) State of residence.

b) A unique nuneric identifier may also be provided to search for
additional records based on exact matches by the nuneric identifier.
Exampl es of unique nuneric identifiers for purposes of this system are:
Social Security nunber (to conply with Privacy Act requirenents, a Soci al
Security nunmber will not be required by the NICS to perform any background
check) and mscellaneous identifying nunbers (e.g., mlitary nunber or
nunber assigned by Federal, state, or local authorities to an individual’s
record). Additional identifiers that may be requested by the system after
an initial query include height, weight, eye and hair color, and place of
birth. At the option of the querying agency, these additional identifiers
may al so be included in the initial query of the system

§ 25.8 Syst em saf eguar ds.

(a) Information maintained in the NICS Index is stored electronically

for use in an FBI conputer environment. The NICS central computer will
reside inside a locked room within a secure facility. Access to the
facility will be restricted to authorized personnel who have identified

t hensel ves and their need for access to a systemsecurity officer.

(b) Access to data stored in the NOCS is restricted to duly
aut hori zed agenci es. The security measures listed in paragraphs (c)
through (f) of this section are the mininumto be adopted by all POCs and
dat a sources having access to the N CS.

(c) State or local |aw enforcenent agency conputer centers designated
by a Control Term nal Agency as POCs shall be authorized NCIC users and
shal | observe all procedures set forth in the NCIC Security Policy of 1992
when processing N CS background checks. The responsibilities of the
Control Term nal Agencies and the conputer centers include the follow ng:

(1) The crimnal justice agency conputer site nust have adequate
physi cal security to protect against any unauthorized personnel gaining
access to the conputer equi pnent or to any of the stored data.

(2) Since personnel at these conputer centers can have access to data
stored in the NICS, they nmust be screened thoroughly under the authority
and supervision of a state Control Term nal Agency. This authority and
supervision may be delegated to responsible crimnal justice agency
personnel in the case of a satellite conputer center being serviced
through a state Control Term nal Agency. This screening will also apply
to non-crimnal justice maintenance or technical personnel.

(3) Al visitors to these conputer centers nust be acconpanied by
staff personnel at all tines.

(4) PCCs utilizing a state/NCIC terminal to access the NICS nust have
the proper conputer instructions witten and other built-in controls to
prevent data from being accessible to any terminals other than authorized
t erm nal s.



(5) Each state Control Term nal Agency shall build its data system
around a central conputer, through which each inquiry nust pass for
screening and verification.

(d) Authorized state agency renpte termnal devices operated by PCCs
and having access to the NICS nust neet the foll ow ng requirenents:

(1?] PCCs and data sources having terminals with access to the NCS
must physically place these terminals in secure locations within the
aut hori zed agency;

(2) The agencies having termnals with access to the NICS nust screen
term nal operators and nust restrict access to the terminals to a mnimum
nunber of authorized enpl oyees; and

(3) Copies of NCS data obtained from termnal devices nmust be
af forded appropriate security to prevent any unauthorized access or use.

(e) FFL renote term nal devices may be used to transmt queries to
the NICS via electronic dial-up access. The followi ng procedures wll
apply to such queri es:

(1) The NICS wll incorporate a security authentication mechanism
that perfornms FFL dial -up user authentication before network access takes
pl ace;

(2) The proper use of dial-up circuits by FFLs will be included as
part of the periodic audits by the FBI; and

(3) All failed authentications wll be logged by the NGCS and
provided to the NICS security adm nistrator.

(f) FFLs may use the telephone to transmt queries to the NICS, in
accordance with the foll owi ng procedures:

(1) FFLs may contact the NICS Qperations Center during its regular
busi ness hours by a tel ephone nunber provided by the FBI;

(2(} FFLs will provide the NICS Representative with their FFL Nunber
and code word, the type of sale, and the nane, sex, race, date of birth,
and state of residence of the prospective buyer; and

(3) The NICS will wverify the FFL Nunber and code word before
processing the request.

(g) The following precautions wll be taken to help ensure the
security and privacy of NOCS information when FFLs contact the N CS
Qperations Center:

(1) Access will be restricted to the initiation of a NICS background
check in connection with the proposed transfer of a firearm

(2) The NICS Representative will only provide a response of “Proceed”
or “Delayed” (with regard to the prospective firearns transfer), and wll
not provide the details of any record information about the transferee.
In cases where potentially disqualifying information is found in response
to an FFL query, the NICS Representative will provide a “Del ayed” response
to the FFL. Fol l ow up “Proceed” or “Denied” responses will be provided by
the NICS Operations Center during its regul ar business hours.

(3) The FBI will periodically nonitor telephone inquiries to ensure
proper use of the system



(h) Al transactions and nessages sent and received through

el ectronic access by POCs and FFLs wll be automatically logged in the
NICS Audit Log described in 8 25.9(b). Information in the NICS Audit Log
will include initiation and term nati on nessages, failed authentications,

and matching records | ocated by each search transacti on.

(i) The FBI will nonitor and enforce conpliance by NICS users wth
the applicable system security requirenents outlined in the NICS PCC
Quidelines and the NICS FFL Manual (available from the N CS Cperations
Center, Federal Bureau of Investigation, 1000 Custer Hollow Road,
d arksburg, West Virginia 26306-0147).

§ 25.9 Retention and destruction of records in the system

(a) The NICS will retain NICS Index records that indicate that
receipt of a firearm by the individuals to whomthe records pertain would
violate Federal or state |aw The NCS wll retain such records
indefinitely, unless they are canceled by the originating agency. In
cases where a firearnms disability is not permanent, e.g., a disqualifying
restraining order, the NICS will automatically purge the pertinent record
when it is no longer disqualifying. Unl ess ot herw se renoved, records
contained in the NCIC and Il1l files that are accessed during a background
check will remain in those files in accordance with established policy.

(b) The FBI will maintain an automated NICS Audit Log of all incom ng
and outgoing transactions that pass through the system

(1) The Audit Log wll record the following information: type of
transaction (inquiry or response), line nunber, tine, date of inquiry,
header, nessage key, ORI, and inquiry/response data (including the nane
and other identifying informati on about the prospective transferee and the
NTN) . In cases of allowed transfers, all information in the Audit Log
related to the person or the transfer, other than the NIN assigned to the
transfer and the date the nunber was assigned, will be destroyed after not
nore than six months after the transfer is allowed. Audit Log records
relating to denials will be retained for 10 years, after which tine they
will be transferred to a Federal Records Center for storage. The N CS
will not be used to establish any systemfor the registration of firearns,
firearm owners, or firearm transactions or dispositions, except wth
respect to persons prohibited fromreceiving a firearmby 18 U S.C. 922(09)
or (n) or by state | aw.

(2) The Audit Log will be used to analyze system perfornmance, assist
users in resolving operational problenms, support the appeals process, or
support audits of the use of the system Searches may be conducted on the

Audit Log by tinme frane, i.e., by day or nonth, or by a particular state
or agency. Information in the Audit Log pertaining to allowed transfers
may only be used by the FBI for the purpose of conducting audits of the
use and performance of the N CS. Such information, however, may be

retained and used as long as needed to pursue cases of identified msuse
of the system The NICS, including the NICS Audit Log, nay not be used by
any department, agency, officer, or enployee of the United States to
establish any system for the registration of firearns, firearm owners, or
firearmtransactions or dispositions. The Audit Log will be nonitored and
reviewed on a regular basis to detect any possible msuse of the NCS
dat a.

c) The following records in the FBlI-operated ternmnals of the NICS

will be subject to the Brady Act’s requirenents for destruction:
1)1) Al inquiry and response nmessages (regardless of nedia) relating
to a background check that results in an allowed transfer; and



(2) Al information (regardless of nmedia) contained in the NICS Audit
Log relating to a background check that results in an allowed transfer.

(d) The following records of state and local |aw enforcement units
serving as POCs wll be subject to the Brady Act’s requirenents for
destructi on:

(1) Al inquiry and response nessages (regardless of nedia) relating
to the initiation and result of a check of the NNICS that allows a transfer
that are not part of a record system created and maintained pursuant to
i ndependent state |aw regarding firearns transactions; and

(2) Al other records relating to the person or the transfer created
as a result of a NICS check that are not part of a record system created
and maintained pursuant to independent state law regarding firearns
transacti ons.

§ 25.10 Correction of erroneous systeminformation.

(a) An individual may request the reason for the denial from the
agency that conducted the check of the NICS (the "“denying agency,” which
will be either the FBI or the state or local |aw enforcenent agency
serving as a POC). The FFL will provide to the denied individual the nane
and address of the denying agency and the unique transaction number (NTN
or STN) associated with the N CS background check. The request for the
reason for the denial nust be made in witing to the denying agency.
(POCs at their discretion my waive the requirement for a witten
request.)

(b) The denying agency wll respond to the individual wth the
reasons for the denial within five business days of its receipt of the
i ndi vidual s request. The response should indicate whether additional

information or docunents are required to support an appeal, such as
fingerprints in appeals involving questions of identity (i.e., a claim
that the record in question does not pertain to the individual who was
deni ed) .

(c) If the individual wshes to challenge the accuracy of the record
upon which the denial is based, or if the individual w shes to assert that
his or her rights to possess a firearm have been restored, he or she may
make application first to the denying agency, i.e., either the FBl or the
PCC. If the denying agency is unable to resolve the appeal, the denying
agency will so notify the individual and shall provide the nane and
address of the agency that originated the docunent containing the
i nformati on upon which the denial was based. The individual may then
apply for correction of the record directly to the agency from which it
ori gi nat ed. If the record is corrected as a result of the appeal to the
originating agency, the individual may so notify the denying agency, which
will, in turn, verify the record correction with the originating agency
(assunming the originating agency has not already notified the denying
agency of the correction) and take all necessary steps to correct the
record in the N CS

(d) As an alternative to the above procedure where a POC was the
denyi ng agency, the individual may elect to direct his or her challenge to
the accuracy of the record, in witing, to the FBI, NOCS Operations
Center, Crimnal Justice Information Services Division, 1000 Custer Holl ow
Road, Mdule C- 3, darksburg, West Virginia 26306-0147. Upon receipt of
the information, the FBI will investigate the matter by contacting the PCC
that denied the transaction or the data source. The FBI will request the
PCC or the data source to verify that the record in question pertains to
the individual who was denied, or to verify or correct the challenged
record. The FBI will consider the information it receives from the
i ndi vidual and the response it receives fromthe POC or the data source.



If the record is corrected as a result of the challenge, the FBI shall so
notify the individual, correct the erroneous information in the NICS, and
give notice of the error to any Federal departnent or agency or any state
that was the source of such erroneous records.

(e) Upon receipt of notice of the correction of a contested record
from the originating agency, the FBI or the agency that contributed the
record shall correct the data in the NICS and the denying agency shall
provide a witten confirmation of the correction of the erroneous data to
the individual for presentation to the FFL. |If the appeal of a contested
record is successful and thirty (30) days or |less have transpired since
the initial check, and there are no other disqualifying records upon which
the denial was based, the NICS will comunicate a “Proceed” response to
the FFL. If the appeal is successful and nore than thirty (30) days have
transpired since the initial check, the FFL nust recheck the NICS before
allowing the sale to continue. In cases where nultiple disqualifying
records are the basis for the denial, the individual nust pursue a
correction for each record.

(f) An individual may also contest the accuracy or validity of a
di squal i fying record by bringing an action against the state or political
subdi vision responsible for providing the contested information, or
responsi ble for denying the transfer, or against the United States, as the
case may be, for an order directing that the contested information be
corrected or that the firearmtransfer be approved.

8§ 25.11 Prohibited activities and penalti es.

(a) State or local agencies, FFLs, or individuals violating this
subpart A shall be subject to a fine not to exceed $10,000 and subject to
cancel lation of NICS inquiry privileges.

(b) Msuse or unauthorized access includes, but is not limted to,
the foll ow ng:

(1) State or |local agencies’, FFLs', or individuals’ purposefully
furnishing incorrect information to the system to obtain a “Proceed”
response, thereby allowing a firearmtransfer;

(2) State or |local agencies’, FFLs', or individuals’ purposefully
using the systemto performa check for unauthorized purposes; and

(3) Any unauthorized person’s accessing the N CS.

[AG Order No. 2186-98, 63 FR 58303, Cct. 30, 1998]



