SUMMARY

A task force consisting of the United States Attorney’s Office for the Southern District
of New York, Social Security Administration, Office of Inspector General, United
States Secret Service, United States Postal Inspection Service, and New York City,
Department of Investigation is currently investigating the theft of over four hundred &
fifty (450) Supplemental Security Income (SSI) Interim Assistance Reimbursement

(IAR) checks.

The Social Security Administration’s SSI program reimburses municipalities which
provided welfare benefits to certain individuals. This reimbursement is in the form of
an JIAR check which is a United States Treasury check. The only legal payee is the
municipality. The name appearing after the “A/O” is strictly for internal accounting

purposes, and is not an alternative payee.

To date, four hundred & fifty (450) IAR checks payable 10 “New York City DSS”
(Department of Social Services) have been stolen. Although these JAR checks are
payable only to New York City, approximately forty have been successfully deposited
or cashed at financial institutions throughout the United States. The remaining four
hundred & ten JAR checks are unaccounted for at this time, and the Social Security
Administration has issued stop payment notices to the U.S. Treasury for these checks.

Four schemes to fraudulently negotiate the JAR payments have been identified:

1. Individuals have forged the signature of the welfare recipient’s name (the
pame appearing after the “A/0,”); then endorsed the IAR check with the bank
account holders name, and deposited the IAR check. After the IAR check has

cleared, the funds are withdrawn from the account.

2. Individuals have obtained bogus identification in the welfare recipient’s name
(the name appearing after the “A/0,”); endorsed the IAR check in that name,
and opened a bank account with the IAR check. Once the 1AR check has
cleared, the funds are withdrawn. The same method has been used to cash the

IAR checks at check cashing facilities.

3. Individuals with the same surname as that appearing after the “A/O” on the
IAR check have been recruited to deposit the JAR check into their existing bank
account, stating that the IAR check is intended for a family member. Once the

IAR check has cleared, the funds are wnthdrawn
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4. Individuals have compromised bank account information of individuals with
the exact name as that appearing after the “A/O” on the IAR check and cashed
the IAR check against the existing funds in the bank account.

ALERT

If you encounter an IAR check that is being negotiated, attempt to obtain as many
identification data and/or documents (Social Security Number, State Identification
Card, Driver’s License, etc.) and personal descriptors (sex, age race, height, weight,
and type of automobile driven, if appropriate) as safely possible. Maintain possession
of the IAR check. Immediately notify the local law enforcement authorities and be
prepared to show the police this alert. Handle the JAR check as little as possible, and
place it in a plastic bag as it is evidence. Immediately contact the local United States
Secret Service office, and Special Agent Kevin M. Reinhard. Social Securitv
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