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I1l. SECURITY ADMINISTRATION

The Enrollment Administrator (Officer) in each Issuer/Custodian office will be responsible for

adding new issuers. GinnieNET will assign an unique ID to each user with a standard password.

The password must be changed the first time a new user logs on to the system.

It is recommended that at least two security officers (a primary and a back-up) be identified from

each Issuer/Custodian location.

2 Main Menu - Microsoft Internat Explorer E]@
File Edit Wew Favorites Tools Help o

D @Back v ) ¥ (2 | Ssearch - Favortes £ = - <

fiddress | ] https:fow.ainnisnet. nst (GinnisNET sttt aspoc v B

i
Ginnie
: Mae

c

Welcome VICKY MMARATH (1500)

GinnieNET On The Web

Main Menu

Logout

Change My Password
Select Active lssuer

# Maintenance
® Security Administration

Select on one of the following options:

Change Password (on left of screen)
Fingerprint Enrollment

Add New User Account

Manage User Account

NOTE: Selecting Logout in the right hand corner of the page will take you out of GinnieNET.
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ADD A NEW USER ACCOUNT

To begin the enrollment process, the Enrollment Administrator will log onto www.ginnienet.net
and enter their GinnieNET ID and password. The following screen will appear:

Note: Before you enroll a user you must setup a user account.

23 Main Menu - Microsoft Internet Explorer Q@
{ Bl Edt Wew Favortes Iodls Help "
P Qsack ~ & [ [2] (n | D search < Favorites 42 - % - &
: Address @} https: ffuw.ginnienet. netfGinnieNET/start aspx v Go
Welcome VICKY MMARAJTH (1500}
GinnieNET On The Web i
Main Menu
Chane My Password
Select Active lssuer = Maintenance
® Security Administration

1. Select the Security Administration and Add New Local User Account.

2} Main Menu - Microsoft Internet Explorer. E@
e Edl e paddens T bl "
Qoack ~ 0 [¥] [2) (b ) search U Favorkes £ - & > |

Address @_"; httpg:f!vu{v{w.gnmgn;t.netIGV\nmeNE'[ﬂstart‘a}px = B e

Welcome VICKY MMARATH (1500
GinnieNET On The Web

Main Menu

Logout

Channe My Password
Select Active [ssuer # Maintenance

= Security Administration

1. Enter the User’s name.
2. Enter the User’s Title.
3. Enter the initial password for the user.

Note: No one should know your Password. Be sure to create a Password that you can
remember. The integrity of the password is diminished should you be required to write

it down. You can change your Password at anytime using Change My Password option
in the left hand corner of the page.
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3 Add New User - Microsoft Internet Explorer

Efe Edt Yew Fpories Took Hep
Qe = B @ G O search U Ravortes 8 . B-0U3
o Weleame VI 1501)
= GinnieNET On The Wely
Add Mew Local User Account
Charee sy Prsgoced
e
Provide informaticn in all fields, and click Submit
button:
User's Screen Hame :
User's Tiele :
Inatial Passwerd : (case-pensitive)
Initial Rale = | Not Salceed
Assaciate o tssune:
Associated Custodian :
Sobemit

Select the Issuer number.
Bypass the Custodian ID field.

ISR A

Submit
7. When all data has been entered, Select J to generate a User ID.

Submit
8. After Selecting =™ | the confirmation screen should appear.

3 Add New User - Microsoft Internet Explarer

Indicate the role of the user from the drop down menu.

The new user profile has been added as [1501242]. The system generates a different ID to access

GinnieNET for each new user added to the system.

NOTE: Selecting Return to Main Menu in the right hand corner of the page will return you to the

previous Main Menu and Selecting Logout will take you out of GinnieNET.
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MANAGE USER ACCOUNT

From the MAIN MENU select Manage User Account.

Eik Bt yow Fgvorines  Took  Help

Qback = O - [d @ & Psearch HrPavorites @ (35 B- LB
] hitms - P gInnienet. et Gt E T fstart. epu v B

'M Welcome VICK TH (1500)

*

= GinnieNET On The Web =

— Lot
Main Menu

heyrum My Pasgvr

Skt ftien bt = Data Entry/Review

# Data Export/Import
+ Host Communications
# Reports
* Maintenance
Security Administration

1. This option allows the Enrollment Administrator to assist the following:

» Assign Role

» Update Profile

» Reset Password

» Activate/De-activate User

Eile Bt Vow Fporites Took Help

Ok + D (@ & Feeadch HEwoims @ G-k B UD
iress | ] s www. gnnienes Vser. g ol > =]
* Welcame VICKY MMARAIH {1500)
= GinnieNET On The Web —
—

ey Manage Local User Account st 30 M My
Dnas My Paiivend

Update Prafile Reset Password Activate / De-activabe User
Select user id or login name.

Security Administration Page 4 of 18

Issuer Guide
Chapter 3



NE**

@ GinnieNET on the Web

—— April 2008

ASSIGN ROLE

The Assign Role option allows the Enrollment Administrator to grant access to different
functions of the system.

1. Select on the down arrow to select a user by their ID or name.

3 drvign reies. hevers b uner. Reved vwer's paswoed, - Micsonali bntarnat Lxplores

2. If there is more than one Issuer assigned to your system Select on the drop-down arrow and
select the desired Issuer ID.

3 Assign roles, susr o aner. Resel uer's pmword. - Micrusoll Internet Explores

3 Asaign roles, e 1o uer. Resel user s paswond - Microsalt ternet Explarer

bt - . e 1 e 3= 0 M- D

EE GlialeNET On The Web

To change the role(s) for another user, from this screen, search for the user(s) you want to assign
role(s) to, by Selecting on the drop down arrow to select by user ID or login name.

NOTE: Selecting Return to Main Menu in the right hand corner of the page will return you to the
previous Main Menu and Selecting Logout will take you out of GinnieNET.
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UPDATE PROFILE

Update Screen Name or Update Screen Title

1. By selecting User ID or login name, an User can update or assign roles by following the steps

provided below:

3 Assign roles, issuers to user. Reset user's password. - Microsoft Internet Explorer

Bit Yww Fpoem ook Hep

vt TGt ROt rTehET JAdminMart User asps

|Illt o 3

il .
g .
£

GinnieNET On The Wel

2. Change a screen name by entering a new screen name and Selecting

Update screen name ‘

Update screen title

3. Change a screen title by entering a new screen name and Selecting [

4 Assign roles, fssuers to user. Reset user’s password. - Microsoft Internet Explorer

Ble Edit ‘iew Faworites Took Help
) S seareh i Favxites @ (3 0 B - U@

et ret GirniehE T fddminMaint User aspe

GinnieNET On The Web

nage Local User Account

Reset Password Activate / De-activate User

Assipn Rale

Select user 14 of login name.
¥ HENRY JONES

HENRY JONES
U408 SCT88N I Updated.

CEQ
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Add New lIssuer

1. If there is more than one Issuer to assign to your system Select on the drop down arrow and
select the desired Issuer ID and Select on Add New Issuer.

A Assign roles, issuers to user. Reset user's password. - Microsoft Internet Explorer

File Edit Wiew Favorites Toole Help i
@eack - O - (¥ [E 2 S search rFavorites & T 2 &
ez | ] hitps: fwww. ginnienet net/SinnieNET ¢admin/Mat User. aspi v B
*. Welcome VICKY MMARATH (1500)
kg Ginnie -
- P— ;
H Mae GinnieNET On The Web —
bt eat Manage Local User Account Return to Mein Mernu

Change ty Password
Select Active [ssuer

assign Rale Reset Password Activate / De-activate User
Select user id or login name.

[ | [HEMRY JONES ¥

[HENRY JONES |[ Update screen name |
[cEo |[_Update screentitie |

Femowe 1500 EQUIBANK I, A.
Femove 4005 POPULAR MORTGAGE, IlIC

—

Remove an Issuer

2. To remove an Issuer from a User’s profile, Select the Remove tab.

A Assign roles, issuers to user. Reset user's password. - Microsoft Internet Explorer
File Edit “iew Favorites Tools Help

@eack - 0 [ B 0 SSearch Tt Favories 6 LY - |

Address |2j hitps /e ginnienet.net/GinnieNET /AdrminMaint User aspx A | Go
,,. Welcome VICEY MMARATH {1500)
k4 Ginnie
- . - -
Mae GinnieNET On The Web
= - Logout
oy amment Manage Local User Account Return to hain Menu
Channe My Password
Select Active |ssuer
Assign Role Reset Password Activate f De-activate User
Select user id or login name.
[ | [HENRY JONES v
|HENRY JONES | [ Update screen name ]
|CEO | [ Update screen title ]
1500 EQUIBANK N. A.

|15EIE| v‘ [ Add new issuer

L]
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RESET PASSWORD

1. Select on the drop down arrow to select by user ID or login name of the password to be reset.

Note: No one should know your Password. Be sure to create a Password that you can remember.
If you have to write it down, its value as a security device is diminished.

3 Assign roles, issuers to user. Reset user's password. - Microsoft Internet Explorer

Dl Ede Wew Fagvorites Took  delp

Search 77 Faverites €8 = H-UR
v| B co

Qe - 5@
8 g RASTINET iy Mar L st aspr
* W {ARAJH {1500)
*
= SnmieNET On The W
= GinnieNET On The Web
Pt Manage Local Usar Account Hetuar M M
hance Wy Bysiuesd
— Assign Fole  Update Profile Activate | De-Sctivate User
1. Selectuser id or legin name,

* | Wicky M. Maraih

2. Type the new password: ginlZ30

Submit

. Submit
2. Type in the new password and Select _— .

‘3 Assign roles, issuers to user. Reset user’s password. - Microsoft Internet Explorer .E
Ele ot View Favortes ook belp ar
Qauk ~ W @ P seach drRmvorims € e L * &

v B

] hitps: ffwww gonnanotGrnRRE T JAdminMartLUser asp

:@ GinnieNET On The Web p—
R star 1o b, M

Aanage Local User Account

Changs My Paggues
Solect v Iy
Asggn Role Update Profle Activate / De-activabe User

1. selectuser |d or login name,

2. Type the new password;

Password e nmiakzed.

3. Password re-initialized should appear on the screen.

NOTE: Selecting Return to Main Menu in the right hand corner of the page will return you to the
previous Main Menu and Selecting Logout will take you out of GinnieNET.
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ACTIVATE/DE-ACTIVATE USER

This option allows you to Activate/De-activate users on the system.

A Assign roles, issuers to user. Reset user's password. - Microsoft Internet Explorer ‘;”szl
: Eile Edit ¥iew Favorites Toolks Help f,'
P @Back v+ @ - ¥ @ 0 Fsearch YrFavorites €| CIv fa @
: address ‘@hﬂps:f/‘www‘g\rvn\enemetf‘G\nmeNETfAdm\nMa\n&User.aspx v‘ Go
* . Welcome VICKY MMARATH (1560)
k4 Ginnie =
- FI— ;
= Mae GinnieNET On The Web p—
Manage Local User Account Beturn o bisin hernu

Assign Role Update Profile Reset Password

3

1090006 WADE W. GAYLE
1500097 WADE

1500100 ANDREA 0SBORNE
1500102 EDWIN PAGLINAWAN
1500104 SIMON PETER
1500135 PAMELA ARCHER
1500164 MARIBEL CANAAN
1500252 vicky marajh
1500316 Pamela Archer
1500373 HENRY JONES
1500434 TERRY JONES
1500444 HARRY HARRY
1500486 SIR JOHN HARRY

NEEEEEEEEEEEE

=

[ Select All Remove All Save Changes

1. Select the active box to select user(s) you want to activate/de-activate and select .

The following confirmation will appear.

3 Assign roles, issuers to user. Reset user's password. - Microsoft Internet Explorer

Ble Bt Vew Fpoms ook e S
Qo » O - @@ G Poewch Frrevorms @S-k @-0@
User_asps v B
. Wistcome VICKY MMARAJH (1500)
@ GinnieNET On The Web e
- L I Usel nt o Mecu

Salact All Ramov Al | S Changer

NOTE: Selecting Return to Main Menu in the right hand corner of the page will return you to the
previous Main Menu and Selecting Logout will take you out of GinnieNET.
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FINGERPRINT ENROLLMENT OVERVIEW

GinnieNET Authorized Signatories are required to appear on the form HUD 11702
e Must have their Private Key and signed Public Key,
e Must have a government picture ID.

o Enrollment Administrator will open the Fingerprint Enrollment page.

o Enrollment Administrator will insert the enrollee’s public key.

o The application will check the key to ensure that it contains ‘GinnieNET Certificate
Authority.

o The application will extract and display the user name from the public key.

o Enrollment Administrator will request the enrollee’s government picture 1D.

o Enrollment Administrator will confirm that the enrollee is the individual in the
picture.

o Enrollment Administrator will confirm that the enrollee’s government picture 1D

name matches the name on the public key.

Enrollment Administrator will enter the type of government picture 1D and the ID

Number.

The enrollee will insert the private key.

The enrollee will enter the private key password.

The application will verify the password (three attempts).

The application will scan the enrollee’s fingerprint and save the following:

@]

O o0O0oo

= Enrollment Administrator’s identifier
= User name extracted from the key

= Type of government picture 1D

= Government picture ID number

= Public Key

= Private Key

= Fingerprint characteristics

= Date of enrollment

Prior to initiating the fingerprint enroliment, it is the responsibility of the Enrollment Administrator
to ensure he/she knows the person being enrolled and that the person has the appropriate credentials
with them (driver’s license, passport, etc.).

The Enrollment Administrator must also make sure the person being enrolled is on the form HUD
11702 - Resolution of Board of Directors and Certificate of Authorized Signatures.
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FINGERPRINT ENROLLMENT

To begin the enrollment process, the Enrollment Administrator will log onto www.ginnienet.net

and enter their GinnieNET ID and password. The following screen will appear:

<2l Main Menu - Microsoft Internet Explorer E”E‘El
: Fle Edt  Mew Favorites  Took  Help ,'*'
¢ GDuglEv |G/ search ~ gﬁ |E Fopups okay| M Check v o EOpt\uns P
o Back - |ﬂ El] A /':' Search =7 Favorites 42 LN ;1 D 3
{ Address |3§‘| https: 170,142,131, 194/ GinnieNET /skart, aspx V‘ G
e
* Welcome Jorgan Admin (Wade Gayle)
bd Ginnie . . e
= Mae GinnieNET On The Web —
Cavemment Main Menu
Change My Password
Maintenance
= Security Administration
Fingerprint Enrollment
Add New User Account
Manage User Account
Site Menu Maintenance i

&l

é . Inkernst

Note: Before you enroll a user you must setup a user account

7. Select on Return to Main Menu.

Fingerprint Enrollment

8. Select Fingerprint Enrollment to begin the enrollment process.

9. Use the drop-down arrow to find the user ID for enrollment.

<A FingerPrint Enrollment page - Microsoft Internet Explorer EI[@[‘XI
File Edit ‘Wew Favorites Tools  Help ",'
GDugle |C, Seatch = @ @727 blocked "‘59 Check ~ 5, EODtlnns &
Q) Back - [ [2] tw SO search T Favorites €9 - ig (W - B o3
Address \g‘l https: /170,142,131, 195/GinnieNET gnEnrollfiewUserEnrollment. aspx V| Go
7y
* Welcomes VICEY MARATH
] S GinnieNET On The Web
- - : : Logout
cayeminent Fingerprint Enrollment Beturn to hisin benu
1. Select User D | 1500145-Parnela Archer 4
Change by Pazsword
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10. Select the User and Select on Continue.

11. Insert the Public Key disk and type the public certificate file USERCERT.DER . The Public

Key disk is normally a floppy disk. You can use the [Browse. | option to locate the key disk.

<2 FingerPrint Enrollment page - Microsoft Internet Explorer

: File Edit View Favorites  Tools  Help

[

GODSIE' |Cl search - § Sh7evblocked A% Check + [ options 4
D Back ~ [ [@ @ | O search <7 Favorites ) - aa W - B o3
: Address |ﬁ_1 https:ff170.142.131.195/GinnieMET janEnrollMewUserEnrollment . aspx V| Go
s
*. Welcome VICKY MARAJTH
kd Ginnie
- S -
Mae GinnieNET On The Web
-— Logout
covemment Fingerprint Enrollment Return to Main Menu

Change My Pazsword Then click Yerify the Puhlic Cerdificate file.

1.Insert the public key disk and select the puhlic cedificate file { AVJSERCERT.DER )

| H Browse...

| Verify the Public Certificate File. ||

12. Once the Public Key file USERCERT.DER has been entered, Select Verify the Public

Certificate File.

13. If the Public Key Certificate is verified, the user will be
prompted to remove the public key.

Microsoft Internet Explorer g|
! E Remove the public key

14. Enter the password assigned to the public key diskette.

15. Enter the full path to the Private Certificate file (A:\PRIVKEY.DER) or Select Browse to locate

it.
2 FingerPrint Enrollment page - Microsoft Internet Explorer E”Eng
Flle Edit ¥iew Favorikes Tools  Help .'f
@ Back - __,i |ﬂ |§| '_\J /:‘J Search \;\-‘.} Favorites Q‘-‘] [z <4~ \{ 8 ___i ﬁ @ :%
Addvess ] hitp: {170, 142,131,193/ GinnieMET farEnralNewUserEnralment. aspix v s ™
&
*. Welcome Sean Connery (2588)
bd Ginnie
L} - . T
=] Mae GinnieNET On The Web Ui
Lavemiment Fingerprint Enrollment Retumto MainMeny g
T
|
Change My Password | bt |
Select Active lssuer 4 Enter the full path to the Private Cedificate file (PRIVKEY.DER) or Click Browse to locate it.
Then Click Vetly the Private Certificate File.
|ASPRIVKEY DER | Browse__ |
| Verify the Private Certificate File. |
!
@ Done L] @) Trusted sites
Issuer Guide Security Administration Page 12 of 18

Chapter 3



NE**

@ GinnieNET on the Web

—— April 2008

16. The Private Certificate file is normally a floppy disk and is entered into the A drive. You can
use the Browse option to locate the key disk.

17. Select Verify the Private Certificate File.

18. If the Private Key certificate is verified, the user will be
prompted to remove the private key and Select Ok.

Microsoft Internet Explorer rz|

L] "_n,: Remove the private key
L

19. Enter the enroll government picture 1D type from the drop down menu (usually a drivers
license or a passport).

gerPrint Enrollment page - Microsoft Internet Explorer

Edt  Wiew Favaorites Tools  Help

¢ Google - | |G Search - 5 727 blocked | % Check ~ Options &%
i 8 o
@Back ~ 0 - [¥] [ (n S search 7 Favorites 42 - ] - i 93
: Address |£j https:/f170.142, 131, 1950GinnieMET gnEntoliMewUserEnrolment. asp: v| Go
L’
* Welcome VICKY MARATH
el GinnieNET On The Web
o - . . Logout
i« N Fingerprint Enrollment Betun to iein Menu
1.Enroll Mame from Authenticated Public key: ‘ARCHER, FAMELA A
Change My Password
2 Enroll Government Picture 1D Type: ‘STATE DRMER LICENSE V|
3.Enroll Governrment Picture |Da: 588?98?|
4 Mote ‘
1
b

?E‘I Done

Internef-—l
é ' Shew hidden irons

20. Enter the enroll Picture ID #.

21. Enter any additional Notes and/or Select Continue.
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22. The Security Officer Fingerprint Verification screen will appear. Select Verify to begin
Fingerprint Verification.

<3 FingerPrint Enrollment page - Microsoft Internet Explorer

© File Edit \Wiew Favorites Tools  Help L
Qb -~ O - X & 5 O search o7 Faverites 9 = = |9_-| DB S S
: Address |@ htkps: 170,142,131, 194/ GinnieMETfgnEnrolfNewserEnrollment . asp:x V| GO
Gaagle“(}v |G0 o5 B~ U9 Bookmarksw |Q Popups 0kay| " check v - ? () Settings~
——— e Comoit =
Cayemment Fingerprint Enrollment Return to Main henu
Credentials
Change by Paszword . . .
I, JPMorgan Admin {(Wade Gayle),do hereby certify that | have examined

the credentials of Marajh, Vicky M and that
a, The Person enrolling has been identified by the photograph GREEN CARD 555555

b. Marajh, Vicky M matches the name on GREEN CARD 555555

Security Officer FingerPrint Werification

T
!
@ Done é 0 Inkternet
23. The system will ask for the Enrollment Officer’s fingerprint.
Verify Fingerprints
Instructions
The finger registered in the spztem iz highlighted.
Click the box below to begin scanning this finger.
Click. here to
capture
fingerprint
Werify
Click here ta
capture
fingerprint
24. Select to capture your fingerprint.
Issuer Guide Security Administration Page 14 of 18
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The Fingerprint Enrollment screen should appear:

25. The Enrollment Administrator should place the finger previously used to enroll in
GinnieNET on the scanner.

Scan Fingerprint

Instructions
’7F'Iease place your finger on the scanner,

Cancel |

26. Scan the fingerprint and Select Verify.

Verify Fingerprints

Fnstructions

Finger scanned successfully,
Pleaze click the Werify button to complete verification.

Werify | Cancel

Page 15 of 18

Issuer Guide Security Administration
Chapter 3



http://www.microsoft.com/hardware/mouseandkeyboard/productlist.aspx?type=Fingerprint

NE**

@ GinnieNET on the Web

April 2008

27. If the fingerprint is verified Select Continue.

FingerPrint Enrollment page - Microsoft Internet Explorer

File Edit Wiew Favorites Tools  Help -:,"
S QBack v O [ @ @b O search TrFavortes £ (3 h W] - )@@ 3
I Address |@| https:/f170.142,131.194/GinnieMET fgnEnralliNewUserEnrollment. aspx v| Go
Gongle |Gv Go 0{@ E - ﬂf Bookmarks+ |@ Popups okay| %—’Check - Ty - 2 @Settlngsv
Clisrartaad: Fingerprint Enrollment Eeturn 2 Main Menu A
Charcs Wo P J Credentiuis
=t = |, JPMorgan Admin (Wade Gayle) do hereby cedify that | have examined
the credentials of Marajh, Vicky M and that
a. The Person enrolling has heen identified by the photograph GREEN CARD 555555
b. Marajh, Vicky M matches the name on GREEN CARD 555555
Secutity Oficer FingerPrint Yerifcation
f’—_"‘-’—‘“"‘\\\
J %
iy
=3
™
@ Done é ﬂ Inkernet

28. The Security Officer must enter their security password and select Continue.

FingerPrint Enrollment page - Microsoft Internet Explorer.

File Edt ‘“ew Favorites Tools Help

Q@Back - O - ¥ [ » P search TrFavorites 8 (- L (9] - oo 35 1

: Address |@ https: /170,142,131, 194 G@nnieME T gnEntoliMewUserEnrolment. asp: v Go
GDfnge |Gv G d.@ E - ﬁ Eookmarks+ |Eh Popups nkay| ﬂ?Check v oy - @Settingsv
W’
Welcome JPorgan Adran (Wade Gayle)
GinnieNET On The Web Lot
Fingerprint Enrollment Feturn to Main henu
Credentials
LChange My Password . ;
Ehange My Password I, JPMorgan Admin (Wade Gayle),do hereby cerdify that | have examined
the credentials of Marajh, Vicky M and that
a. The Person enrolling has been identified by the photograph GREEN CARD 555555
b. Marajh, Vicky M matches the name on GREEN CARD 555555
Security Officer Password:
A
@ Cone é ' Inkernet
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29. If the fingerprint is verified, the system will display the Fingerprint Enrollment screen for the
User to be enrolled.

A FingerPrint Enrollment page - Microsoft Internet Explorer,

© Fle Edt Wiew Favorites Tools Help

OBack A > | @ @ ,\ /':\Search <= Favarites e =2 & l.f)_-| - ﬁ [ ] 3

: Address @ https: 170,142,131, 194} GinnieNET ignEnroliNewUserEnrallment . aspx V| Go
GDCJS[C fefd Go ¢ 2 E v ¥ Bookmarksw |@ Popups okay ';?;‘Check - 0y - @SettinQSv
b’
:. Welcome JRorgan Admin (Wade Gayle)
k4 Ginnie o . T
Ma GinnieNET On The Web
Logout
et Fingerprint Enrollment Return to sin heru
Fingerprint Registration
Change My Password 8erp &
Enrall User ID: l:l
/_._/”‘:"“*'_‘\--\\
@\X L
%“
—
A
@ Done

é 0 Inkernet

30. Scan the fingerprint 3 times and Select Register.

Scan Fingerprint

Imztructions

Scanned print quality: GREAT

Pleaze continue to zcan your finger until
the progrezs bar iz filled.

Fingerprint Enrollment

Instructions
-Great -
Finger zcanned successiully.
Flease click the Register button to complete registration.
-Good
-Poor
Register ‘ Cancel |
Issuer Guide Security Administration Page 17 of 18

Chapter 3



@ GinnieNET on the Web

FlMas April 2008
31. If the three fingerprints do not match the following screen appears. Select _
Go back to step 29
M2sysPlugin @
Start From the beginning
L
32. If the system matches the three fingerprints the following appears. Select Continue.
- FingerPrint Enroliment page - Microsoft Internet Explorer IZHEIEI
: Fle Edt View Favartes Tools  Help :p'
@Bk v 0 [¥ @ (n search rFavorkes £ LT I Be3
: Address |g‘| https!ff170.142. 131, 194/GirnisNET {grEnrollfMewlserEnrolment . asp v| Go
i Google |G~ Goo &) B v €9 Bookmarksw |Q Ponupsokay| T Check « - P () settings~
* M Welcome JPMargan Adrmin {Wade Gayle) :
- GinnieNET On The Web —
et Fingerprint Enrollment Return to bisin Meru
Chane b Passsond Fingerprint Registration
R Enroll User ID: |:|
Z\
@ _
__,,Jé\ =
@Dnne é ‘ Internet »
33. Fingerprint enrollment process is completed successfully. Select on Ok to exit.
Microsoft Internet Explorer [z|
L] E Fingerprint enrollement process completed successfully.
L
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