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Foreword



ISO (the International Organization for Standardization) and IEC (the International Electrotechnical Commission) form the specialized system for worldwide standardization. National bodies that are members of ISO or IEC  participate in the development of International Standards through technical committees established by the respective organization to deal with particular fields of technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international organizations, governmental or non-governmental, in liaison with ISO and IEC, also take part in the work.

In the field of information technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC1. In addition to developing International Standards, ISO/IEC JTC1 has created a Special Group on Functional Standardization (SGFS) for the elaboration of International Standardized Profiles (ISPs).

An International Standardized Profile is an internationally agreed, harmonized document which identifies a standard or group of standards, together with options and parameters, necessary to accomplish a function or set of functions.

Draft International Standardized Profiles are circulated to national bodies for voting. Publication as an  International Standardized Profile requires approval by at least 75 % of the national bodies casting a vote.

The International Standardized Profile ISO/IEC ISP xxxxx consists of the following parts under the general title Information Technology - International Standarized Profiles ADYnn - The Directory.

		- Part 0 :	Common Upper Layer Requirements for the Directory

		- Part 1 :	ADY11 - DUA Support of the Directory Access Protocol

		- Part 2 :	ADY12 - DUA Support of Distributed Operations

		- Part 3 :	ADY21 - DSA Support of Directory Access

		- Part 4 :	ADY22 - DSA Support of Distributed Operations

		- Part 5 :	ADY41 - DUA Authentication as DAP Initiator

		- Part 6 :	ADY42 - DSA Authentication as DAP Responder

		- Part 7 :	ADY43 - DSA to DSA Authentication

		- Part 8 :	ADY44 - DSA Simple Access Control

		- Part 9 :	ADY45 - DSA Basic Access Control

		- Part 10 :	ADY51 - Shadowing using ROSE

		- Part 11 :	ADY52 - Shadowing using RTSE

		- Part 12 :	ADY53 - Shadowing Subsets

		- Part 13 :	ADY61 - Administrative Areas

		- Part 14 :	ADY62 - Establishment and Utilisation of Shadowing Agreements

		- Part 15 :	ADY63 - Schema Administration and Publication

		- Part 16 :	ADY71 - Shadowing Operational Binding

		- Part 17 :	ADY72 - Hierarchical Operational Binding

		- Part 18 :	ADY73 - Non-specific Hierarchical Operational Binding

This document represents Part 14 of ISO/IEC pDISP xxxxx: ADY62 - Establishment and Utilisation of Shadowing Agreements.  It was prepared with the collaboration of

	- Asia-Oceania Workshop (AOW);

	- European Telecommunications Standards Institute (ETSI);

	- European Workshop for Open Systems (EWOS);

	- OSE Implementors' Workshop (OIW).

This document does not supersede any previous version.

Annex A and Annex B of this document are normative and form an integral part of this part of ISO/IEC ISP xxxxx.
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Introduction





The concept and structure of International Standardized Profiles for Information Systems are laid down in the Technical Report ISO/IEC TR 10000. The purpose of an International Standardized Profile is to recommend when and how certain information technology standards shall be used.

ISO/IEC ISP xxxxx consists of a set of International Standardized Profiles relating to the Directory as defined in the Technical Report ISO/IEC TR 10000-2.

This document, ISO/IEC ISP xxxxx Part 14, specifies application profile ADY62 (see TR 10000-2) which defines the requirements and procedures that a Directory System Agent (DSA) implementation based upon ISO/IEC 9594-9: 1995 | ITU-T Recommendation X.525: 1993 must support in order to establish and utilise shadowing agreements.
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Information technology - International Standardized Profile ADYnn - The Directory Part 14 - Establishment and Utilisation of Shadowing Agreements
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1	Scope

1.1	General

The Directory standards specify a directory information shadowing service which DSAs may support in order to replicate Directory information.  This shadowing service provides a standardized mechanism whereby shadowed information can be set up and maintained between co-operating DSAs.  A subtree of the Directory Information Tree (DIT) which is to be shadowed by a DSA from another DSA is the subject of a shadowing agreement between the two DSAs.

This part of ISO/IEC ISP xxxxx defines a number of procedural capabilities which a DSA implementation may support in relation to the establishment and utilisation of shadowing agreements.  These procedural capabilities cover aspects such as:

∑	bi-lateral shadowing agreements

∑	multi-lateral shadowing agreements

∑	establishment of shadowing agreements

∑	modification of shadowing agreements

∑	termination of shadowing agreements

The objective of this part of ISO/IEC ISP xxxxx is therefore to define an overall level of procedural capability such that conforming DSA implementations shall be able to establish and maintain shadowing agreements together in a consistent manner.

This part of ISO/IEC ISP xxxxx does not specify the functional or protocol requirements related to the shadowing of Directory information.  However, this part of ISO/IEC ISP xxxxx does mandate conformance to those parts of ISO/IEC ISP xxxxx which do specify such requirements, that is part 12 (ADY53 - Shadowing Subsets) and either part 10 (ADY51 - Shadowing using ROSE) or part 11 (ADY52 - Shadowing using RTSE).



1.2	Position within the taxonomy

ISO/IEC ISP xxxxx Part 14 is identified in ISO/IEC TR 10000 Part 2 as ADY62 "The Directory - Shadowing Capabilities - Establishment and Utilisation of Shadowing Agreements".



1.3	Scenario

In the Directory, replication of information between DSAs can be achieved by use of the standardized shadowing mechanism defined in ISO/IEC 9594-9: 1995 | ITU-T X.525: 1993.  A subtree of the DIT which is to be replicated is the subject of a shadowing agreement established between co-operating DSAs (see Figure 1).
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Figure 1- Shadowing Agreements

A shadowing agreement specifies the terms of a particular agreement required for shadowing to occur between a pair of DSAs.  This agreement can be either bi-lateral, applying to a specific pair of DSAs, or multi-lateral, applying to any pair of DSAs within a specified group.  A shadowing agreement is negotiated off-line by the administrations responsible for the DSAs involved.  At a minimum, a shadowing agreement covers what information is to be shadowed (that is it defines the unit of replication) and how and when updates to the information are to be applied.  However, a shadowing agreement could also cover a number of further aspects, for example it could cover billing and charging of access to the shadowed information or the security policies to be applied to the shadowed information.  In some cases a shadowing agreement could be defined to be a legally binding contract.  How the details of a shadowing agreement is configured into a DSA is a local implementation matter.



2	Normative references

The following ITU-T Recommendations and International Standards contain provisions which, through reference in this text, constitute provisions of this International Standardized Profile.  At the time of publication the editions indicated were valid.  All Recommendations and International Standards are subject to revision, and parties to agreements based on this International Standardized Profile are encouraged to investigate the possibility of applying the most recent edition of the Recommendations and International Standards indicated below.  Members of IEC and ISO maintain registers of currently valid International Standards and ISPs. The  ITU-T Secretariat maintains a list of currently valid Recommendations.

ISO/IEC TR 10000-1:199x, Information technology - Framework and Taxonomy of International Standardized Profiles - Part 1: Framework.

ISO/IEC TR 10000-2:199x, Information technology - Framework and Taxonomy of International Standardized Profiles - Part 2: Taxonomy.

ISO/IEC 9594-1: 1995 | ITU-T Recommendation X.500: 1993, Information technology - Open Systems Interconnection - The Directory: Overview of Concepts, Models and Services.

ISO/IEC 9594-2: 1995 | ITU-T Recommendation X.501: 1993, Information technology - Open Systems Interconnection - The Directory: The Models.

ISO/IEC 9594-3: 1995 | ITU-T Recommendation X.511: 1993, Information technology - Open Systems Interconnection - The Directory: Abstract Service Definition.

ISO/IEC 9594-4: 1995 | ITU-T Recommendation X.518: 1993, Information technology - Open Systems Interconnection - The Directory: Procedures for Distributed Operation.

ISO/IEC 9594-5: 1995 | ITU-T Recommendation X.519: 1993, Information technology - Open Systems Interconnection - The Directory: Protocol Specifications.

ISO/IEC 9594-6: 1995 | ITU-T Recommendation X.520: 1993, Information technology - Open Systems Interconnection - The Directory: Selected Attribute Types.

ISO/IEC 9594-7: 1995 | ITU-T Recommendation X.521: 1993, Information technology - Open Systems Interconnection - The Directory: Selected Object Classes.

ISO/IEC 9594-8: 1995 | ITU-T Recommendation X.509: 1993, Information technology - Open Systems Interconnection - The Directory: Authentication Framework.

ISO/IEC 9594-9: 1995 | ITU-T Recommendation X.525: 1993, Information technology - Open Systems Interconnection - The Directory: Replication.

Note. Relevant technical corrigenda which apply to the base standards included above are listed in Annex B of this part of ISO/IEC ISP xxxxx.



3	Definitions

Editorís Note.  The definitions and references listed in this clause need to be reviewed once the final text of the ISP is generally agreed.

Terms used in this part of ISO/IEC ISP xxxxx are as defined in the Directory base standard.  The following terms are as defined in ISO/IEC 9594-1: 1995 | ITU-T Recommendation X.500: 1993:

	a)	(the) Directory

The following terms are as defined in ISO/IEC 9594-2: 1995 | ITU-T Recommendation X.501: 1993:

	a)	Directory Information Tree

	b)	Directory System Agent

	c)	DSA Specific Entry

The following terms are as defined in ISO/IEC 9594-9: 1995 | ITU-T Recommendation X.525: 1993:

	a)	extended knowlege

	b)	replicated area

	c)	replication base entry

	d)	replication

	e)	shadow consumer

	f)	shadow service

	g)	shadow supplier

	h)	shadowed DSA specific entry (SDSE)

	i)	shadowed information

	j)	shadowing

	k)	shadowing agreement

	l)	unit of replication



3.1	General

The following additional terms are defined for use in this part of ISO/IEC ISP xxxxx.



3.1.1	Bi-lateral shadowing agreement

A shadowing agreement relating to a specific pair of DSAs, where one of the DSAs is identified as the shadow supplier and the other is the shadow consumer.



3.1.2	Multi-lateral shadowing agreement

A shadowing agreement relating to a group of DSAs, each of which may shadow information in accordance with the agreement from any other DSA in the group.



3.2	Support level

To specify the support level of features for this part of ISO/IEC ISP xxxxx, the following terminology is defined.

3.2.1 mandatory; m : Support of the feature must be implemented by a DSA.

3.2.2 optionally supported; o : Support of the feature is left to the implementor of the DSA.

3.2.3 conditional; c : The requirement to support the feature is dependent on a specified condition.  The condition and the resulting support requirements are stated separately.

3.2.4 out of scope; i : Support of the feature is outside the scope of this part of ISO/IEC xxxxx.



4	Abbreviations

Editorís Note.  The abbreviations shall be supplied once the text of the ISP is generally agreed.



5	Conformance

A DSA implementation claiming to conform to this part of ISO/IEC ISP xxxxx shall be based on ISO/IEC 9594-9: 1995 | ITU-T Recommendation X.525: 1993 and the normative references identified in that document.

Conformance with this part of the ISP shall also require conformance with either part 10 (ADY51) or part 11 (ADY52) and also part 12 (ADY53) of the ISP.

In order to comply with this part of the ISP, a DSA implementation shall conform to the requirements defined in the following clauses.

Should conformance be based on support for bi-lateral shadowing agreements only or for both bi-lateral and multi-lateral shadowing agreements?  I donít see any significant difference at the DSA operational level.  Also, how should this profile relate to ADY71 - Shadowing Operational Binding?



6	Shadowing agreements

The basic parameters of a shadowing agreement are defined in clause 9.1 of ISO/IEC 9594-9: 1995 | ITU-T Recommendation X.525: 1993.  A DSA implementation claiming conformance to this part of ISO/IEC ISP xxxxx shall have the capability to be configured to support one or more shadowing agreements containing the shadowSubject and updateMode parameters.

Should we provide guidelines on what should be considered when devising bi-lateral and multi-lateral agreements (inter and intra domain)?



7	Shadowed information

Each shadowing agreement shall include a unit of replication which defines what information is to be shadowed between the DSAs to which the agreement applies.  A DSA implementation claiming conformance to this part of ISO/IEC ISP xxxxx shall be capable of supporting a unit of replication definition based on one or more of the functional shadowing subsets defined in Part 12 of ISO/IEC ISP xxxxx (ADY53 - Shadowing Subsets).  Such a DSA shall be capable of creating and maintaining the shadowed information defined in the unit of replication in-line with the requirements defined in the following sub-clauses.

7.1	Accessibility of information

The point at which a consumer DSA shall permit access (subject to access control) to shadowed information during the establishment or subsequent updating of that information is considered a local implementation matter.

Should we make any recommendations?

7.2	Updating of information

Anything to profile here?  Any guidelines?  For example, high frequency or on-change updates recommended for security information (passwords, certificates, CRLs etc), use of other-times updates etc.

7.3	Overlapping information

Anything to profile here?  Procedures are already defined in X.525 and referenced from ADY53.

7.4	Knowledge maintenance

ISO/IEC 9594-9: 1995 | ITU-T Recommendation X.525: 1993 uses the term ìcommonly usableî when referring to areas for which a subordinate reference is present in the shadowed information.  What constitutes a ìcommonly usableî replicated area shall be privately defined within the domain in which a shadowing agreement is to apply.  Part 4 of ISO/IEC ISP xxxxx (ADY22 - DSA Support of Distributed Operations) provides guidelines on the use of ìcommonly usableî areas.

Anything to recommend here, e.g. about the maintenance of consumer knowledge by supplier and master DSAs?  Can we mandate that the access points put into subordinate references are commonly usable?

7.5	Removal of information

The point at which a consumer DSA disables access to shadowed information during the termination of a shadowing agreement is considered a local implementation matter.

Should we make any recommendations?



8	Error and recovery handling

A DSA implementation claiming conformance to this part of ISO/IEC ISP xxxxx shall conform to the error and recovery procedures defined in either Part 10 of ISO/IEC ISP xxxxx (ADY51 - Shadowing using ROSE) or Part 11 of ISO/IEC ISP xxxxx (ADY52 - Shadowing using RTSE).

Is the above enough?  Should there be some guidance on error conditions at the agreement level, e.g. where a consumer DSA doesnít support an attribute syntax or matching rule relating to information provided by the supplier DSA?



9	Shadowing agreement access

Can we recommend or mandate that a DSA implementation provides DAP access to details of a shadowing agreement?
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Annex A

(normative)



Profile Requirements List for ADY62 Establishment and Utilisation of Shadowing Agreements



In the event of a discrepancy becoming apparent in the body of ISO/IEC ISP xxxxx and the tables in this annex, this annex is to take precedence.

This annex specifies the constraints and characteristics of this part of ISO/IEC ISP xxxxx on what shall or may appear in an implementor¥s PICS for an implementation conformant to ISO/IEC ISP xxxxx.

The abbreviations used in the table headings in this Annex are as follows:

D  -	conformance requirement as defined in the base standard, ISO/IEC 9594: 1995 | ITU-T 	Recommendation series X.500: 1993

P  -	conformance requirement as defined in this part of ISO/IEC ISP xxxxx

The terminology of conformance requirements is used as defined in 3.2.

Editor's Note.  The profile requirements list is to be supplied.



�Annex B

(normative)



Amendments and Corrigenda

International Standards are subject to constant review and revision by the ISO/IEC Technical Committee concerned and by the ITU-T.  The following amendments and corrigenda are approved by ISO/IEC JTC1 and by the ITU-T, but at the date of publication of this part of ISO/IEC ISP xxxxx they were not yet incorporated in the text of the corresponding base standards as referenced in clause 2.  The amendments and corrigenda listed below are based on Version 9 of the Directory Implementorís Guide and are considered normative references in this part of ISO/IEC ISP xxxxx.

∑	Technical Corrigendum 1 to ITU-T Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/088, 089, 090, 091, 102, 125)

∑	Draft Technical Corrigendum 2 to ITU-T Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/134, 136)

∑	Technical Corrigendum 1 to ITU-T Recommendation X.511 (1993) | ISO/IEC 9594-3:1995 (addressing DR 9594/085)

∑	Draft Technical Corrigendum 2 to ITU-T Recommendation X.511 (1993)| ISO/IEC 9594-3:1995 (addressing DRs 9594/104, 119, 133)

∑	Technical Corrigendum 1 to ITU-T Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/094, 106, 108, 109, 111, 112, 113, 114, 115)

∑	Draft Technical Corrigendum 2 to ITU-T Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/116, 117, 118, 119, 120, 121, 130)

∑	Technical Corrigendum 1 to ITU-T Recommendation X.519 (1993) | ISO/IEC 9594-5:1995 (addressing DRs 9594/075, 124)

∑	Technical Corrigendum 1 to ITU-T Recommendation X.520 (1993) | ISO/IEC 9594-6:1995 (addressing DRs 9594/076, 122, 127)

∑	Technical Corrigendum 1 to ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DR 9594/128)

∑	Technical Corrigendum 2 to ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/077, 078, 083, 084)

∑	Draft Technical Corrigendum 3 to ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/080, 092, 100)

∑	Technical Corrigendum 1 to ITU-T Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DRs 9594/097, 099, 123)

∑	Draft Technical Corrigendum 2 to ITU-T Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DR 9594/132)



�Annex Z

(informative)



Outstanding Issues



This annex lists any issues identified by the editor which remain outstanding at the current version of the draft.  Each of the issues listed align to an Editor's Note within the text.  This annex shall become redundant once all issues have been resolved and shall be removed prior to the final pDISP text.

1.	The definitions and references listed in clause 3 need to be reviewed once the final text of the ISP is generally agreed.

2.	In clause 4, the abbreviations shall be supplied once the text of the ISP is generally agreed.

3.	The profile requirements list (PRL) is to be supplied in Annex A.
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