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Foreword


ISO (the International Organization for Standardization) and IEC (the International Electrotechnical Commission) form the specialised system for world-wide Standardization. National bodies that are members of ISO or IEC participate in the development of International Standards through technical committees established by the respective organisations to deal with particular fields of technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international organisations, governmental or non-governmental, in liaison with ISO and IEC, also take part in the work.


In the field of information technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC1. In addition to developing International Standards, ISO/IEC JTC1 has created a Special Group on Functional Standardization for the elaboration of International Standardized Profiles (ISPs).


An International Standardized Profile is an internationally agreed, harmonised document which identifies a standard or group of standards, together with options and parameters, necessary to accomplish a function or set of functions.


Draft International Standardized Profiles are circulated to national bodies for voting. Publication as an International Standardized Profile requires approval by at least 75 % of the national bodies casting a vote.


This ISP, ISO/IEC ISP 15125XXXXX was prepared with the collaboration of the following organisations:


Asia-Oceania Workshop (AOW)


European Workshop for Open Systems (EWOS)


European Telecommunications Standards Institute (ETSI)  <Is this still so?> 


OSE Implementors Workshop (OIW)


ISO/IEC ISP 15125XXXXX consists of the following parts under the general title Information Technology—International Standardised Profiles ADYnn—The Directory


Part 0–Common Upper Layer Requirements for the Directory


Part 1–ADY11:	DUA support of Directory Access Protocol


Part 2–ADY12:	DUA support of Distributed Operations


Part 3–ADY21:	DSA support of Directory Access


Part 4–ADY22:	DSA support of Distributed Operations


Part 5–ADY41:	DUA Authentication as DAP initiator


Part 6–ADY42:	DSA Authentication as DAP responder


Part 7–ADY43:	DSA to DSA Authentication


Part 8–ADY44:	DSA Simple Access Control


Part 9–ADY45:	DSA Basic Access Control


Part 10–ADY51:	Shadowing using ROSE


Part 11–ADY52:	Shadowing using RTSE


Part 12–ADY53:	Shadowing subset


Part 13–ADY61:	Administrative areas


Part 14–ADY62:	Establishment and utilisation of shadowing agreements


Part 15–ADY63:	Schema administration and publication


Part 16–ADY71:	Shadowing Operational Binding


Part 17–ADY72:	Hierarchical Operational Binding


Part 18–ADY73:	Non-specific Hierarchical Operational Binding


The present document contains two normative annexes:


Annex A: Profile Requirements List of ADY61 -Administrative Areas


Annex B: Amendments and Corrigenda


�



























Introduction


The concept and structure of International Standardized Profiles for Information Systems are laid down in the Technical Report ISO/IEC TR 10000. The purpose of an International Standardized Profile is to recommend when and how certain information technology standards shall be used. This International Standardized Profile ISO/IEC ISP 15125XXXXX-13 specifies application profile ADY61 as defined in the Technical Report ISO/IEC TR 10000-2.


ISO/IEC ISP 15125XXXXX-13 is one of a set of International Standardized Profiles relating to the Directory (see TR 10000-2) for the '93 standards.


ISO/IEC ISP 15125XXXXX-13 profiles the level of support of the Directory Administrative Model of a DSA Implementation.


This International Standardized Profile (lSP ) is defined within the context of Functional Standardization, in accordance with the principles specified by ISO/IEC TR 10000, "Framework and Taxonomy of International Standardized Profiles". The concept of Functional Standardization is one part of the overall field of Information Technology (IT) standardization activities, covering base standards, profiles, and registration mechanisms. A profile defines a combination of base standards that collectively perform a specific well-defined IT function. Profiles standardize the use of options and other variations in the base standards, and provide a basis for the development of uniform, internationally recognized system tests.


One of the most important roles for an ISP is to serve as the basis for the development (by organizations other than ISO and IEC) of internationally recognized tests and test methods. ISPs are produced not simply to "legitimise" a particular choice of base standards and options, but to promote real system interoperability. The development and widespread acceptance of tests based on this and other ISPs is crucial to the successful realisation of this goal.


The text of this ISP was developed in close co-operation among the Directory Expert Groups of the three International OSI Workshops:


�SONDZEICHEN 183 \f "Symbol" \s 10 \h�	OSE Implementors Workshop (OIW)


�SONDZEICHEN 183 \f "Symbol" \s 10 \h�	The European Workshop for Open Systems (EWOS) and 


�SONDZEICHEN 183 \f "Symbol" \s 10 \h�	The OSI Asia-Oceania Workshop (AOW). 


<For the final version:>This ISP is harmonised among these three Workshops and it was finally ratified by the Workshops' plenary assemblies.





�
Information Technology�International Standardized 


Profiles ADInn�OSI Directory


Part 13: ADY 61�Administrative Areas


SECTION 1 - GENERAL


Scope


General


This part of ISO/IEC ISP 15125XXXXX profiles the level of support of the Directory Administrative Model by a DSA Implementation.


It additionally gives some advices about set up and handling of distributed administrative areas.


The Directory Administrative Model is an extension of the Directory Information Model and  defines the way in which the Directory applies administrative policies to regions of the DIT. The objectives of the administrative model are to give the possibility to select the entries to which the policy applies and to provide a place in the Directory to hold policies.


The Administrative Model is based on the subdivision of the DIT into Administrative Areas for a particular purpose of administration. The 1993 Directory standards define three such administrative purposes:


Subschema policies


Acccess control


Collective attributes


It also defines several types of administrative areas for these purposes, the autonomous, specific and inner administrative areas. The policy and the information containing the selected entries are both contained in subentries which are associated with the corresponding administrative area.


An administrative area is a complete subtree of the DIT. The subtree specification is an operational attribute of a subentry allowing to select the entries concerned by the policy contained in the same subentry.


The objective of ISO/IEC ISP 15125XXXXX-13 is to define capabilities and constraints on support for the Directory Administrative Model by DSAs.


It therefore profiles the following:


The level of support for each type of administrative area


The level of support of the associated subentries


the constraints concerning the associated operational attributes


The level of support of the subtree specification for each type of administrative area


Additionally , since the standard allows an administrative area to be distributed on several DSAs, it gives some advice on the set up and handling of such distributed administrative areas.


Position Within the Taxonomy 


This part of ISO/IEC ISP 15125-13XXXXX is identified in ISO/IEC TR 10000-2 as "ADY61–Administrative Areas".


It shall be combined with the following profiles:


FDY12 : Directory System Schema, for the aspects concerning administrative entries and subentries


FDY11: Common Directory Use, for the aspects concerning subschema


ADY44: Simplified Access Control and/or


ADY45: Basic Access Control, for all aspects concerning access control administrative areas


ADY72: Hierarchical Operational Binding and


ADY73: Non-specific Hierarchical Operational Binding, for all aspects of the distribution of administrative areas.


It may be combined with other parts of ISO/IEC ISP 15125XXXXX, or with ISO/IEC ISP YYYYY specifying the normal use of the directory.





Scenario 


The adminmistrative authorities of a DIT domain need for administrative purposes to associate well-defined collections of entries in their domain with corresponding administrative policies. 


They will first define areas of responsibility, the administrative areas,  for the different aspects of administration:


subschema administration


access control administration


collective attribute administration


They will then define the administrative policies and the collection of entries concerned by these policies. Both forms of information are stored in the subentries or the administrative entries associated with the administrative area.


Normative References


The following ITU-T Recommendations and International Standards contain provisions which, through references in this text, constitute provisions of this International Standardized Profile. At the time of publication, the editions indicated were valid. All documents are subject to revision, and parties to agreements based on this International Standardized Profile are warned against automatically applying any more recent editions of the documents listed below, since the nature of references made by ISPs to such documents is that they may be specific to a particular edition.


Members of IEC and ISO maintain registers of currently valid International Standards and ISPs, and ITU-T maintains published editions of its current Recommendations.


Amendments and corrigenda to the base standards are referenced: see Annex B for a complete list of these documents which are used in this ISP.


Paired ITU-T Recommendations | International Standards equivalent in technical content


[ISO/IEC 9594-1 : 19935 | ITU-T Rec. X.501 (1993)] Information Technology -- Open Systems Interconnection -- The Directory: Overview of Concepts, Models, and Services.


[ISO/IEC 9594-2 : 19935 | ITU-T Rec. X.501 (1993)] Information Technology -- Open Systems Interconnection -- The Directory: Models.


[ISO/IEC 9594-3 : 19935 | ITU-T Rec. X.511 (1993)], Information Technology -- Open Systems Interconnection -- The Directory: Abstract Service Definition.


[ISO/IEC 9594-4 : 19935 | ITU-T Rec. X.518 (1993)], Information Technology -- Open Systems Interconnection -- The Directory: Procedures for Distributed Operations.


[ISO/IEC 9594-5 : 19935 | ITU-T Rec. X.519 (1993)], Information Technology -- Open Systems Interconnection -- The Directory: Protocol Specifications.


[ISO/IEC 9594-6 : 19935 | ITU-T Rec. X.520 (1993)], Information Technology -- Open Systems Interconnection -- The Directory: Selected Attribute Types.


[ISO/IEC 9594-7 : 19935 | ITU-T Rec. X.521 (1993)], Information Technology -- Open Systems Interconnection -- The Directory: Selected Object Classes.


[ISO/IEC 9594-8 : 19935 | ITU-T Rec. X.509 (1993)], Information Technology -- Open Systems Interconnection -- The Directory: Authentication Framework.


[ISO/IEC 8824-1 : 1994 | ITU-T Rec. X.680 (1994)], Information Technology -- Open Systems Interconnection -- Abstract Syntax Notation One (ASN.1): Specification of basic notation.


[ISO/IEC 8824-2 : 1994 | ITU-T Rec. X.681 (1994)], Information Technology -- Open Systems Interconnection -- Abstract Syntax Notation One (ASN.1): Information object specification.


[ISO/IEC 8824-3 : 1994 | ITU-T Rec. X.682 (1994)], Information Technology -- Open Systems Interconnection -- Abstract Syntax Notation One (ASN.1):Constraint specification.


[ISO/IEC 8824-4 : 1994 | ITU-T Rec. X.683 (1994)], Information Technology -- Open Systems Interconnection -- Abstract Syntax Notation One (ASN.1):Parameterization of ASN.1 specifications.


[ISO/IEC 8825-1 : 1994 | ITU-T Rec. X.690 (1994)], Information Technology -- Open Systems Interconnection -- Specification of ASN.1 encoding rules: Basic, Canonical and Distinguished Encoding Rules.


[ISO/IEC 13712-1 : 1994 | ITU-T Rec. X.880 (1994)], Information Technology -- Open Systems Interconnection -- Remote Operations: Concepts models and notation.


[ISO/IEC 13712-2 : 1994 | ITU-T Rec. X.881 (1994)], Information Technology -- Open Systems Interconnection -- OSI Realizations – Remote Operations Service Element (ROSE) service definition.


[ISO/IEC 13712-3 : 1994 | ITU-T Rec. X.882 (1994)], Information Technology -- Open Systems Interconnection -- OSI Realizations – Remote Operations Service Element (ROSE) protocol specification.


Normative Amendments and Technical Corrigenda


In accordance with TR10000-1 Clause 6.3.2 c), attention is drawn to normative Amendments and Technical Corrigenda affecting the Directory Standards documents ISO/ IEC 9594:1995 and the ITU-T X.500:1993 recommendations.


It should be noted that references made to these standards are almost always invalid if taken as references to the '88 standards.


Annex B defines the references to the agreed amendments and corrigenda. Compliance with these amendments and corrigenda is necessary to achieve the interoperability requirements for this document.


The following subset of these have been identified as particularly relevant to this ISP:





Technical Corrigendum 1 to Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/088, 089, 090, 091, 102, 125)


Draft Technical Corrigendum 2 to Recommendation X.501 (1993) | ISO/IEC 9594-2:1995 (addressing DRs 9594/134, 136, 140, 143, 144, 145, 147, 149, 171, 172, 174)


Technical Corrigendum 1 to Recommendation X.511 (1993) | ISO/IEC 9594-3:1995 (addressing DR 9594/9594/085)


Draft Technical Corrigendum 2 to Recommendation X.511 (1993)| ISO/IEC 9594-3:1995 (addressing Defect Reports 9594/119, 133, 137, 138, 148, 150, 175)


Technical Corrigendum 1 to Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/094, 106, 108, 109, 111, 112, 113, 114, 115)


Draft Technical Corrigendum 2 to Recommendation X.518 (1993) | ISO/IEC 9594-4:1995 (addressing DRs 9594/116, 117, 118, 119, 120, 121, 130, 152, 153, 154, 155, 156, 158, 160, 161, 165, 167)


Technical Corrigendum 1 to Recommendation X.519 (1993) | ISO/IEC 9594-5:1995 (addressing DRs 9594/075, 124)


Technical Corrigendum 1 to Recommendation X.520 (1993) | ISO/IEC 9594-6:1995 (addressing DRs 9594/076, 122, 127)


Technical Corrigendum 1 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DR 9594/128)


Technical Corrigendum 2 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/077, 078, 083, 084)


Draft Technical Corrigendum 3 to Recommendation X.509 (1993) | ISO/IEC 9594-8:1995 (addressing DRs 9594/080, 092, 100, 177, 183, 194, 196)


Technical Corrigendum 1 to Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DRs 9594/097, 099, 123)


Draft Technical Corrigendum 2 to Recommendation X.525 (1993) | ISO/IEC 9594-9:1995 (addressing DR 9594/132, 141, 142)


Additional normative references


ISO/IEC TR 10000-1:1995, Information technology�Framework and Taxonomy of International Standardized Profiles - Part 1: Framework.


ISO/IEC TR 10000-2:1995, Information technology�Framework and Taxonomy of International Standardized Profiles - Part 2: Taxonomy.


Definitions


General


Many of the definitions used may be found in the Standards. Since not all of the definitions are to be found in the Definitions clauses within the standards documents, references are listed in Table 1 below. The "Part" reference refers to the part number within ISO/IEC 9594 or its ITU-T equivalent (see also Clause 2).


Term�
Part�
Reference�
�
administrative area�
2�
10.1�
�
administrative entry�
2�
10.1�
�
administrative point�
2�
10.1�
�
autonomous administrative area�
2�
10.1�
�
base�
2�
11.1�
�
chop�
2�
11.1�
�
entry�
2�
11.1�
�
inner administrative area�
2�
10.1�
�
master knowledge�
2�
18.1�
�
naming context�
4�
17.1�
�
operational attribute�
2�
8.1�
�
policy�
2�
10.3�
�
specific administrative area�
2�
10.1�
�
subentry�
2�
11.1�
�
subtree�
2�
11.1�
�
subtree refinement�
2�
11.1�
�
subtree specification�
2�
11.1�
�
�
�
�
�
Table 1: Definitions and references





Support Level


To specify the support level of protocol features for ISO/IEC ISP 15125XXXXX-13, the following terminology is defined.


Mandatory: "m": Mandatory requirement for support


The support of the feature is mandatory for all implementations claiming compliance with this ISP.


Optional: "o": Optional requirement for support


The support of the feature is left to the implementor of the DSA.


Conditional: "c": Conditional requirement for support


The requirement to support the item depends on a specified condition. The condition and the resulting support requirements are stated separately.


Outside the scope: "i" 


Support for the item is outside the scope of this part of ISO/IEC ISP 15125XXXXX.


not applicable: "-" 


The item is not defined in the context where it is mentioned. There is no support requirement. The occurrence of "not applicable' is mainly due to the format of the tables in the ISPICS Requirements List.


Abbreviations


The following abbreviations are used as defined in [ISO/IEC 9594 : 1993 | ITU-T Rec. X.500 (1993)] or in ISO/IEC TR 10000-1 :


DIT�
Directory Information Tree�
�
DMD�
Directory Management Domain�
�
DSA�
Directory System Agent�
�
*IPRL�
ISPICS Requirements List�
�
ISP�
International Standardized Profile�
�
ISPICS�
ISP Implementation Conformance Statement�
�
IUT�
Implementation under test�
�
PICS�
Protocol Implementation Conformance Statement�
�
PRL�
Profile Requirements List�
�



�
Conformance -Administrative Areas


This part of ISO/IEC ISP 15125XXXXX states requirements upon DSA implementations to support administrative areas . A claim of conformance to this part of ISO/IEC ISP 15125XXXXX is a claim that all requirements in the relevant base standards are satisfied, and that all requirements in the following clauses and in Annex A of this part of ISO/IEC ISP 15125XXXXX are satisfied. Annex A states the relationship between these requirements and those of the base standards.


Conformance Statement


For each implementation claiming conformance to this part of ISO/IEC ISP 15125XXXXX, an appropriate set of PICS shall be produced stating support or non-support of each option identified in this part of ISO/IEC ISP 15125XXXXX. The PICS shall conform to 9.2.1 in [ISO/IEC 9594-5 : 1993 | ITU-T Rec. X.519 (1993)], and to the IPRL, Annex A of this part of ISO/IEC ISP 15125XXXXX.


Static Conformance Requirements 


To conform to this part of ISO/IEC ISP 15125XXXXX, DSA implementations shall conform to all mandatory requirements of 


 Section 10 and  11 of [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)], 


extended by Clauses 13.2 and 13.3 of [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)],


Section 14 of [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)]?


< Should this ISP say something about subschema administration,and support of schema publication attributes?>





General capability


DSAs conformant with this ISP shall be capable of:


Supporting subentries as described in FDY12, clauses 7.3.3 and 7.3.4, and accepting all operations in which subentries can be involved including differentiation between subentries and ordinary entries for list and search operations, using the subentries service control.


Handling the operational attribute subtreeSpecification of a subentry accordingly to the type of the associated administrative area and as described in clause 7.3.3.2 of FDY12,


Supporting administrative entries,


Handling the operational attribute administrativeRole of an administrative entry as described in FDY12, clause 7.3.1.1.


Whenn access control is supported, handling the accessControlScheme operational attribute in accordance with the requirements of ADY45.as described in clause 15.2.2 of [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] and clause 7.3.2.1 of FDY12.


DSAs conformant with this ISP may optionally be capable of handling the subentries service control which allows to access subentries in List or Search operations.


Note : An administrative entry may be created while creating a new entry with an administrativeRoleattribute, or adding the administrativeRole attribute to an existing entry. Note that the ability to create or modify an administrative entry gives the administrator the complete control to the subtree beneath this entry, therefore special administrative restrictions may be required for creation od modification or administrative entries. 


Autonomous Administrative Areas


DSAs conformant with this part shall support autonomous administrative areas.


Support of autonomous administrative areas means that the following conditions are fulfilled:


a) The DSA is able to create an autonomous administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the value id-ar-autonomousArea


b) The DSA is able to handle the administrative role attribute as described in FDY12, clause 7.3.1.1


Note 1: A first-level entry is always an autonomous administrative entry, according to clause 10.5.4 of [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)].


Note 2 : A DSA may hold several autonomous administrative entries. The standard implies in clause 10.5.4 of [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] that these must be associated with the same administrative authority, ie. the same DMD. However this profile would permit several DMDs to have their own administrative entries in the same DSA when it represents a useful modelling.


This would mean that administrative authorities of different DMDs use the same DSA.


<Should we allow this possibility?>


c) The DSA is able to ignore all kind of administrative policies associated with existing administrative points of any type which are superior to the created autonomous administrative point.


< Is this correct?>


Note : Nevertheless the name form for an autonomous entry may need to be agreed with the administrative authority responsible for the immediately superior entry in the DIT.





Subschema Administrative Areas


DSAs conformant with this part may optionally support the subschema specific administrative areas.


A DSA conformant with this part and claiming conformance to Subschema specific administrative areas shall support this type of administrative area in the following way: 


Level of Support


A DSA claiming  conformance with this part shall support a subschema specific administrative area which is simultaneously an autonomous administrative area.


In this case, the DSA shall be able to create an administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the values id-ar-autonomousArea and id-ar-subschemaAdminSpecificArea


Additionally , a DSA claiming  conformance with this part may support the partitioning of an autonomous administrative area into  in several subordinate subschema specific administrative areas.


In this case, the DSA shall be able to create for each subordinate subschema specific administrative area the associated administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the value id-ar-subschemaAdminSpecificArea


In the second case, the autonomous administrative point associated with the partition shall be simultaneously subschema specific.





Additionally , a DSA claiming  conformance with this part shall be able to ignore subschema administrative policies applying to existing superior subschema administrative areas.


Note : The standard says in clause 12.6.5 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] that Iif an entry which is itself a subschema administrative point is not included for the purposes of subschema administration  in its subschema subentry then the subschema from the immediately superior subschema administrative area is used to govern the entry. Nevertheless DSAs are not required to police that when a context prefix is being created.


< Is this correct? The note is the text from Implementor’s guide V10>





Support of the subschema subentry


DSAs conformant with this ISPpart shall support the subschema subentry the following way:


a) the DSA shall fulfilfulfill  the requirements described in clause 7.1 ,7.3.3 and 7.3.4 of FDY12 concerning subentries, especially support the object classes subentry and subschema and only accept the value id-sc-subschema for the objectClass attribute of the subentry if the administrativeRole attribute of the associated administrative entry contains the value id-ar-subschemaAdminSpecificArea.


b) According to clause 14.3 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)], one and only one subschema subentry may be associated with one subschema specific administrative area. A DSA conformant with this part shall reject the creation of any additional subschema subentry .


c) Additionally the subtreeSpecification attribute of a subschema subentry shall specify the whole subschema specific administrative area, i.e. it shall be an empty sequence. A DSA conformant with this part shall reject any creation or modification of a subschema subentry containing another value as an empty sequence for the subtreeSpecification.





Access Control Administrative Areas


DSAs conformant with this part and claiming support of Simplified or Basic Access Control shall support Access Control Specific Administrative Areas. 


For DSAs claiming support of Basic Access Control the support of Access Control Inner Administrative Areas is mandatory optional.


< ADY45_3 does not say anything about that!>


Note : The level of support of the DSA concerning Access Control shall, additionally to this ISP, be stated in the Access Control ISPs ADY 44 and/or ADY45.


<Now ADY44 does not exist more.>


Level of Support


A DSA claiming support of Simplified or Basic Access Control and claiming  conformance with this ISPpart shall support a access control specific administrative area which is simultaneously an autonomous administrative area.


In this case, the DSA shall be able to create , as stated in clause 16.3.1 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)], an administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the values id-ar-autonomousArea and id-ar-accessControlSpecificArea


			- accessControlScheme with the value corresponding to the area concerned


Additionally a  DSA claiming  conformance with this part shall support the partitioning of an autonomous and access control specific administrative area in several access control specific areas and be able to create an administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the value id-ar-accessControlSpecificArea


			- accessControlScheme with the value corresponding to the area concerned.


If an autonomous administrative area is partitioned in access control specific areas, then the autonomous administrative entry shall also be an access control specific one and hold the corresponding values of the administrativeRole attribute.


The accessControlScheme operational attribute shall be supported as described in clause 7.3.2.1 of FDY12.


The support of access control specific areas also implies that the DSA claiming  conformance with this ISPpart shall be able to ignore access control administrative policies applying to existing superior access control administrative areas.


< Is this correct?>





 Additionally a  DSA claiming support of Basic Access Control and claiming  conformance with this ISP part shall may optionally support the partitioning of an access control specific administrative area in several access control inner areas and be able, as stated in clause 16.3.1 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)],  to create an administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the value id-ar-accessControlInnerArea


The support of access control inner areas also implies that the DSA claiming  conformance with this part shall be able to take into consideration all relevant access control administrative policies applying within the associated access control specific area as stated in clause 16.3.2 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] and ADY45.


< Is this correct? But again ADY45_3 does not say anything about optional support of inner areas!>


Note : The support of the SubentryACI operational attribute shall be stated in the corresponding Access Control ISP ADY44 and/or ADY45.


Support of the Access Control Subentry


DSAs conformant with this part shall support the Access Control Subentry the following way :


Number of Access Control Subentries


DSAs conformant with this part  must not allow the existence of an access control administrative point without at least one associated access control subentry. 


Note : As  described in clause 6.2 of FDY12, it is possible to transiently have administrative points without associated subentries. This would represent a transient situation.


This subentry may be a multipurpose subentry.


DSAs conformant with this ISPpart shall allow the creation of several zero or more access control subeentries associated with one access control administrative point. This is necessary when there are different entry collections within a given access control area to apply different access control policies.


Support of object classes


DSAs conformant with this part  shall :


a) fulfilfulfill  the requirements described in clause 7.3.3.3 of FDY12 concerning the objectClass attribute of a subentry, 


b) support the object classes subentry and accessControlSubentry


c) and only accept the value id-sc-accessControlSubentry for the objectClass attribute of the subentry if the administrativeRole attribute of the associated administrative entry contains one of the values id-ar-accessControlSpecificArea or id-ar-accessControlInnerArea.


Support of subtreeSpecification 


DSAs conformant with this part  shall support this operational attribute the following way:


a) The DSA shall fulfilfulfill the requirements described in clause 7.3.3.2 of FDY12 


b) The DSA shall at least support for access control purposes


a subtreeSpecification which is an empty sequence. In this case the entries concerned by the access control policy are all entries contained in the whole administrative area.


a subtreeSpecification with just a base specification without chopSpecification, allowing to define a vertex different of the administrative entry.


the item component of the specificationFilter, allowing a subtree refinement based on Selection per objectClass,


support the and, or and not components of the specificationFilter to comply with clause 11.3.5 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)].


Optionally the DSA may in addition


support the ChopSpecification with minimum and maximum components to comply with clause 11.3.4.2 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)],


support the ChopSpecification with the specificExclusions component to comply with clause 11.3.4.1 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)],


support the and, or and not components of the specificationFilter to comply with clause 11.3.5 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)].





<Should we here also mandate „and“?>


Support of prescriptiveACI


DSAs conformant with this part  shall support this operational attribute the following way:


a) The DSA shall fulfilfulfill the requirements described in clause 7.3.3.6 of FDY12 


b) The DSA shall support the multivalue capability of this operational attribute


cb) The DSA  shall fulfilfulfill the requirements described in ADY44 or ADY45


Collective Attribute Administrative Areas


DSAs conformant with this ISPpart may support the Collective-Attribute Specific Administrative Areas. 


The support of Collective-Attribute Inner Administrative Areas is also optional.


If Collective-Attributes are supported then the DSA claiming conformance with this ISP shall support these administrative areas as follows:


Level of Support


DSAs conformant with this ISPpart may support the a collective-attribute  specific administrative area which is simultaneously an autonomous administrative area.


In this case, the DSA shall be able to create , as stated in clause 11.7 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)], an administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the values id-ar-autonomousArea and id-ar-collectiveAttributeSpecificArea


			Additionally a  DSA claiming  conformance with this ISPpart and supporting collective-attribute specific areas shall support the partitioning of an autonomous administrative area in several collective-attribute specific areas and be able to create an administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the value id-ar-collectiveAttributeSpecificArea


The support of collective-attribute specific areas also implies that the DSA claiming  conformance with this part shall be able to ignore collective-attribute administrative policies applying to existing superior collective-attribute administrative areas.


< Is this correct?>





 Additionally a  DSA claiming  conformance with this part ISP may and supporting collective-specific administrative areas may support the partitioning of an collective-attribute specific administrative area in several collective-attribute inner areas and be able, as stated in clause 11.7 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)],  to create an administrative entry holding the following operational attributes :


			- DSE type with the value admPoint


			- administrativeRole with the value id-ar-collectiveAttributeInnerArea


The support of collective-attribute inner areas also implies that the DSA claiming  conformance with this part shall take into consideration all relevant collective-attribute administrative policies applying within the associated collective-attribute specific area as stated in clause 16.3.2 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)] and ADY45.


< Is this correct?>





Support of the Collective Attribute Subentry


DSAs conformant with this part shall support the Collective Attribute Subentry the following way:


Number of Collective-Attribute Subentries


DSAs conformant with this part  must not allow the existence of an collective-attribute administrative point without at least one associated collective-attribute subentry. This subentry may be a multipurpose subentry.


DSAs conformant with this ISPpart and supporting collective-attribute administrative areas shall allow the creation of several zero or more collective-attribute subentries associated with one collective-attribute administrative point. This is necessary when different collective attributes have to be assigned  to different entry collections within a given collective-attribute area.


Note: A collective-attribute administrative entry without associated subentries always represents a transient state. However it seems useful to make a distinction between the administrative rights required for creating an administrative point and the rights required for creating associated subentries.


Support of object classes


DSAs conformant with this part  shall 


a) fulfilfulfill  the requirements described in clause 7.3.3.3 of FDY12 concerning the objectClass attribute of a subentry, 


b) support the object classes subentry and collectiveAttributeSubentry


c) and only accept the value id-sc-collectiveAttributeSubentry for the objectClass attribute of the subentry if the administrativeRole attribute of the associated administrative entry contains one of the values id-ar-collectiveAttributeSpecificArea or id-ar-collectiveAttributeInnerArea.


Support of subtreeSpecification 


DSAs conformant with this part  shall support this operational attribute the following way:


a) The DSA shall fulfilfulfill the requirements described in clause 7.3.3.2 of FDY12 


b) The DSA shall at least support for collective-attribute purposes


a subtreeSpecification which is an empty sequence. In this case the entries concerned by the collective-attribute policy are all entries contained in the whole administrative area.


a subtreeSpecification with just a base specification without chopSpecification, allowing to define a vertex different of the administrative entry.


the item component of the specificationFilter, allowing a subtree refinement based on Selection per objectClass


the and, or and not components of the specificationFilter to comply with clause 11.3.5 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)].


Optionally the DSA may in addition


support the ChopSpecification with minimum and maximum components to comply with clause 11.3.4.2 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)],


support the ChopSpecification with the specificExclusions component to comply with clause 11.3.4.1 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)],


support the and, or and not components of the specificationFilter to comply with clause 11.3.5 of  [ISO/IEC 9594-2 : 1995 | ITU-T Rec. X.501 (1993)].





Multipurpose administrative areas and subentries


As stated in the clauses 5.2.3 and 5.2.4 of this document DSAs conformant with this partISP  shall support multipurpose administrative areas. 


They shall handle the multivalued capability of the administrativeRole attribute of a multipurpose administrative entry as described in clause 7.3.1.1 of FDY12.


autonomous administrative areas for subschema and access control purposes.


Additionally a DSA may support an autonomous administrative area which is simultaneously a collective-attribute specific area. 


A DSA may also support multipurpose specific or inner areas.


The subentries associated with such a multipurpose administrative area and scoping the same entry collection may be created as separated subentries or as a multipurpose subentry.


DSAs conformant with this ISPpart may support such multipurpose subentries. The level of support of such multipurpose subentries must be stated in Annex A.


If multipurpose subentries are supported, then the DSA shall fulfilfulfill all requirements concerning subentries described in the clauses 5.2.3 til 5.2.5 of this document concerning


the objectClass attribute


the subtreeSpecification attribute


Note: A subschema subentry may only be multipurpose if the entry collection associated with this subentry for other administrative purposes is also the whole administrative area.


Distributed Administrative Areas


DSAs conformant with this document may optionally support distributed administrative areas.


If  they do not support them, a context prefix must be specific for all administrative purposes.


Administrative areas may be distributed over two ore more DSAs. In this case there is a need to coordinate superior and subordinate DSAs, not only in order to cover communication details, but also for administrative purposes. The administrative information held at the top of the administrative area in the administrative entry and the associated subentries must be considered in a subordinate DSA belonging to this administrative area.


Note : No coordination is necessary when a new Autonomous Administrative Area is being established within a new naming context. Nevertheless ,as already stated in clause 5.2.2 of this document, the name form for an autonomous entry may need to be agreed with the administrative authority responsible for the immediately superior entry in the DIT.


 If  the new naming context similarly represents an administrative point which is not autonomous, but subschema-specific, access control specific or collective-attribute specific, then no coordination is needed with the superior DSA for this specific administrative purpose.


The 1993 X.500 Standards use the concept of Operational Binding to permit this coordination. depending on the type of the reference used between the superior DSA and the subordinate one, the operational binding is termed Hierarchical (HOB) or Non-specific Hierarchical (NHOB).


 The standards define the use of the DOP protocol to carry out this coordination but it is possible for other means to be used to carry out the same purpose.


Use of the DOP protocol


In the case of a DSAs supporting DOP, the superior DSA will provide the subordinate DSA with all the relevant policy information (subschema, access control and collective attribute) required to administrate the new naming context during the establishement of the operational binding. 


DSAs supporting HOBs are profiled in ISO/IEC 15125XXXXX-17-ADY72 : Hierarchical Operational Binding.


DSAs supporting NHOBs are profiled in ISO/IEC 15125XXXXX-18-ADY73 : Non-specific Hierarchical Operational Binding.


Other means of coordination


If the DSAs do not support DOP, and the new context prefix does not represent a specific administrative point for any of the administrative purposes, then other means have to be used in order to make sure that all the relevant administrative information is locally present on the subordinate DSA.


It will be necessary to import the missing subschema, access control or collective-attribute policies. Several choices are possible:


create on the subordinate DSA by local means special administrative points and subentries. In this case, modifications of the administrative entries or the subentries in the superior DSA will not be automatically transferred to the subordinate DSA.


Use the shadowing capability of the DSAs in order to set up a special shadowing relationship between the DSA holding the new naming context and the superior DSA to shadow the complete administrative path. In this case, modifications of the administrative information in the superior DSA will be automatically transmitted as incremental update to the subordinate DSA.


Creating special administrative points and subentries


To prepare for this process, each administrative entry superior to the new naming context and each associated subentry has to be checked concerning relevance for the new naming context.


Starting from the entry immediatelyimmediatly superior to the naming context, the need to import each administrative entry has to be considered for each purpose (subschema, access control, collective attributes). Once an administrative entry which is specific for a particular purpose is reached, no superior administrative entry needs to be considered for that purpose.


Additionally each subentry of each administrative subentry has to be considered. If it contains information relevant to the new naming context for a particular administrative purpose, it must be copied to the subordinate DSA.


Each modification of a relevant administrative policy on the superior DSA has laso to be done manually on the subordinate DSA.


Shadowing the administrative path


In order to shadow the whole administrative information to the subordinate DSA , the following steps are necessary:


Create on the superior DSA a dummy entry subordinate to the entry immediatelyimmediatly superior to the contect prefix of the new naming context,


set up between both DSAs a shadowing agreement for this dummy entry only,


activate the shadowing communication.


After the total update , the dummy entry and all the relevant administrative policies are present on the subordinate DSA.


Modifications of these administrative policies on the superior DSA will be automatically transmitted within the corresponding incremental updates.


Note: This mechanism can only be used if the DSA implementation fulfil the two following requirements:


1. The administrative policies imported via the shadowing mechanism have to be available for use by  the consumer DSA,


2. The complete administrative information superior to the dummy entry has to be shadowed, and not only the administrative information directly  concerning the dummy entry itself.











�



Annex A–Profiles Requirements List (normative)


Note. In the event of a discrepancy becoming apparent in the body of autonomous DSA procedures and the tables in this Annex, this Annex is to take precedence.


A.0	Introduction


This Annex specifies the constraints and characteristics of DSAs that claim conformance to this ISP.


DSAs shall support the performing role (see clause � REF _Ref342799565 \n �5.2�), and may optionally support the invoking role.


The abbreviations used in the heading of the tables in this Annex are:


D - conformance requirement as defined in the base standard


P - conformance requirement as defined in this ISP


�
Profile Requirements List 


A.1	Identification of the implementation


A.1.1	Identification of PICS


(void)


A.1.2	Identification of the implementation and/or system


Item�no.�
Question�
Response�
�
�
Implementation Name�
�
�
�
Version Number�
�
�
�
Machine Name�
�
�
�
Machine Version Number�
�
�
�
Operating System Name�
�
�
�
Operating System Version No.�
�
�
�
Special Configuration�
�
�



A.1.3	Identification of the system supplier and/or test laboratory client


(void)


A.2	Identification of the protocol


Item no�
Question�
Response�
�
1�
Title, Reference, No., publication date of the protocol standard�
�
�
2�
Protocol Version Number�
�
�
3�
Implemented Addenda�
�
�
4�
Implemented Defect Reports (Reference No.)�
See Annex B�
�



A.3	General Capabilities and Global statement of conformance


A.3.1	General capabilities


Item No.�
Question�
D�
P�
Predicate Name or note�
Response�
�
1�
Does the DSA support autunomous administrative areas?�
m�
m�
�
�
�
2�
Does the DSA support subschema administrative areas?�
o�
o�
subschema�
�
�
3�
Does the DSA support access control specific administrative areas?�
m�
m�
�
�
�
4�
Does the Dsa support access control inner administrative areas?�
oc1�
oc1�
ACinner�
�
�
5�
Does the DSA support collective-attribute specifica administrative areas?�
o�
o�
ColAtSpec�
�
�
6�
Does the DSA support collective-attribute inner administrative areas?�
o�
o�
ColAtInner�
�
�
7�
Does the DSA support multipurpose subentries?�
o�
o�
MulPurSE�
�
�
Notes:


c.1 : If BAC supported m then i


A.4 to A.5 


No requirements stated for ISO/IEC ISP 15125XXXXX-13


�
A.6	Capabilities and options


A.6.1.	Access Control Specific Administrative Area


Item No.�
Level of support of


subtreeSpecification�
D�
P�
Predicate�
Note�
�
1�
base�
o�
m�
�
Note 1�
�
2�
ChopSpecification�
o�
o�
�
�
�
2.1�
specificExclusions�
o�
o�
�
�
�
2.1.1�
chopBefore�
o�
o�
�
�
�
2.1.2�
chopAfter�
o�
o�
�
�
�
2.2�
minimum�
o�
o�
�
�
�
2.3�
maximum�
o�
o�
�
�
�
3�
specificationFilter�
o�
m�
�
�
�
3.1�
item�
o�
m�
�
�
�
3.2�
and�
o�
mo�
�
�
�
3.3�
or�
o�
mo�
�
�
�
3.4�
not�
o�
mo�
�
�
�



Note 1: an empty sequence specifying the whole administrative area is mandatory





A.6.2.	Access Control Inner Administrative Area


Predicate : [ ACinner ]


Item No.�
Level of support of


subtreeSpecification�
D�
P�
Predicate�
Note�
�
1�
base�
o�
mc1�
�
Note 1�
�
2�
ChopSpecification�
o�
o�
�
�
�
2.1�
specificExclusions�
o�
o�
�
�
�
2.1.1�
chopBefore�
o�
o�
�
�
�
2.1.2�
chopAfter�
o�
o�
�
�
�
2.2�
minimum�
o�
o�
�
�
�
2.3�
maximum�
o�
o�
�
�
�
3�
specificationFilter�
o�
mc1�
�
�
�
3.1�
item�
o�
c1m�
�
�
�
3.2�
and�
o�
mo�
�
�
�
3.3�
or�
o�
mo�
�
�
�
3.4�
not�
o�
mo�
�
�
�



Note 1: an empty sequence specifying the whole administrative area is mandatory


c1: If [ ACinner ] then m else -


�



A.6.3.	Collective-attribute Specific Administrative Area


Predicate : [ColAtSpec]





Item No.�
Level of support of


subtreeSpecification�
D�
P�
Predicate�
Note�
�
1�
base�
o�
mc2�
�
Note 1�
�
2�
ChopSpecification�
o�
o�
�
�
�
2.1�
specificExclusions�
o�
o�
�
�
�
2.1.1�
chopBefore�
o�
o�
�
�
�
2.1.2�
chopAfter�
o�
o�
�
�
�
2.2�
minimum�
o�
o�
�
�
�
2.3�
maximum�
o�
o�
�
�
�
3�
specificationFilter�
o�
mc2�
�
�
�
3.1�
item�
o�
mc2�
�
�
�
3.2�
and�
o�
om�
�
�
�
3.3�
or�
o�
mo�
�
�
�
3.4�
not�
o�
mo�
�
�
�



Note 1: an empty sequence specifying the whole administrative area is mandatory


c2: If [ColAtSpec] then m else -





A.6.4.	Collective-attribute Inner Administrative Area


Predicate : [ColAtInner ]





Item No.�
Level of support of


subtreeSpecification�
D�
P�
Predicate�
Note�
�
1�
base�
o�
c3m�
�
Note 1�
�
2�
ChopSpecification�
o�
o�
�
�
�
2.1�
specificExclusions�
o�
o�
�
�
�
2.1.1�
chopBefore�
o�
o�
�
�
�
2.1.2�
chopAfter�
o�
o�
�
�
�
2.2�
minimum�
o�
o�
�
�
�
2.3�
maximum�
o�
o�
�
�
�
3�
specificationFilter�
o�
mc3�
�
�
�
3.1�
item�
o�
c3m�
�
�
�
3.2�
and�
o�
mo�
�
�
�
3.3�
or�
o�
mo�
�
�
�
3.4�
not�
o�
mo�
�
�
�



Note 1: an empty sequence specifying the whole administrative area is mandatory


c3: If [ColAtInner ] then m else -





A.6.5.	Multipurpose Subentries


Predicate : [MulPurSE]





Item No.�
Type of multipurpose subentry supported�
D�
P�
Predicate�
Note�
�
1�
subschema and access control�
o�
o�
�
�
�
2�
subschema and collective-attribute�
o�
o�
�
�
�
3�
subschema and access control and collective-attribute�
o�
o�
�
�
�
4�
access control and collective-attribute�
o�
o�
�
�
�
�
Annex B–Amendments and Corrigenda (normative)


International standards are subject to constant review and revision by ISO/IEC Technical Committee concerned and by ITU-T. The following amendments and corrigenda are approved by ISO/IEC JTC1 and by ITU-T, but at the date of publication of this ISP they were not yet incorporated in the text of the corresponding base standards as referenced in this ISP. The amendments and corrigenda as listed below are considered as normative references by this ISP.


Item No.�
Specification�
Corrigendum�
�
1�
ITU-T Recommendation X.501 (1993) | ISO/IEC 9594-2:1995�
Cor.1: 1995�
�
2�
ITU-T Recommendation X.501 (1993) | ISO/IEC 9594-2:1995�
Draft Cor.2: 1995�
�
3�
ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:1995�
Cor.1: 1995�
�
4�
ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:1995�
Cor.2: 1995�
�
5�
ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:1995�
Draft Cor.3: 1995�
�
6�
ITU-T Recommendation X.511 (1993) | ISO/IEC 9594-3:1995�
Cor.1: 1995�
�
7�
ITU-T Recommendation X.511 (1993) | ISO/IEC 9594-3:1995�
Draft Cor.2: 1995�
�
8�
ITU-T Recommendation X.518 (1993) | ISO/IEC 9594-4:1995�
Cor.1: 1995�
�
9�
ITU-T Recommendation X.518 (1993) | ISO/IEC 9594-4:1995�
Draft Cor.2: 1995�
�
10�
ITU-T Recommendation X.519 (1993) | ISO/IEC 9594-5:1995�
Cor.1: 1995�
�
11�
ITU-T Recommendation X.520 (1993) | ISO/IEC 9594-6:1995�
Cor.1: 1995�
�
12�
ITU-T Recommendation X.525 (1993) | ISO/IEC 9594-9:1995�
Cor.1: 1995�
�
13�
ITU-T Recommendation X.525 (1993) | ISO/IEC 9594-9:1995�
Draft Cor.2: 1995�
�
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