
Errata for SP 800-73-1 
 

Date Section, 
Page 

Change 

4/17/06 Table 1 Correct the Contact/Contactless access condition for 
the Card Authentication Certificate Buffer from 
“Contact” to “Contact/Contactless”. 

4/17/06 Appendix A, 
pg 45 

Buffer Description Table: Correct all certificate sizes to 
1895 bytes. 

4/17/06 Appendix A, 
pg 45 

Buffer Description Table: Correct the size of Card 
Holder Unique Identifier buffer to 3379 bytes. 

4/17/06 Appendix A, 
pg 45 

Buffer Description Table: Correct the size of Card 
Holder Fingerprints buffer to 4000 bytes. 

4/17/06 Appendix A, 
pg 46 

Card Holder Unique Identifier Buffer Table:  Insert the 
Buffer Length data element (Tag 0xEE, length = 2 
bytes) description as defined in Figure 1, Page 9, 
“PACS Implementation Guidance Version 2.2” 
(http://www.smart.gov/information/TIG_SCEPACS
_v2.2.pdf), as the first row of this buffer description.  
Note that this data element is optional. 

4/17/06 Appendix A, 
pg 46 

Correct the first row of the Card Holder Fingerprints 
buffer to read “Fingerprints I and II”.  Delete the 
second row.  Both fingerprints are stored in a single 
378 record with the tag 0xBC. 

4/20/06 1.5.2, Pg. 2, 
1.5.3, Pg. 2, 
1.6, Pg. 3, 
1.7, Pg. 4 

Modified language to clarify the document structure 
and terminology with respect to references to Parts 1, 
2 and 3 

4/20/06 4.2, Pg. 22 Replaced the term “GSC-IS object identifiers” with 
“BER-TLV tags” 

4/20/06 7.1.2, Pg. 37 Corrected Lc parameter of GET DATA from ‘10’ to ‘05’ 
4/20/06 7.2.3, Pg. 40 Corrected Lc parameter of RESET RETRY COUNTER 

from ‘08’ to ‘10’ 
4/20/06 Appendix B, 

Pg. 49, Table 
22, First cell 
of third row 

Corrected command string: 
’00 87 00 9B 12 7C 10 82 08 88 77 66 55 44 33 22 11’ 
To: 
’00 87 00 9B 0C 7C 0A 82 08 88 77 66 55 44 33 22 11’ 

5/2/06 Appendix A, 
pg 45 

Buffer Description Table: Correct access rule for X.509 
Certificate for PIV Authentication from “PIN” to 
“Always Read”. 

5/2/06 Appendix A, 
pg 45 

Buffer Description Table: Correct access rule for X.509 
Certificate for Digital Signature from “PIN Always” to 
“Always Read”. 



5/2/06 Appendix A, 
pg 45 

Buffer Description Table: Correct access rule for X.509 
Certificate for Key Management from “PIN” to 
“Always Read”. 

 


